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ABSTRACT

In light of scaling laws, many AI institutions are intensifying efforts to construct advanced AIs on extensive collections of
high-quality human data. However, in a rush to stay competitive, some institutions may inadvertently or even deliberately
include unauthorized data (like privacy- or intellectual property-sensitive content) for AI training, which infringes on the rights of
data owners. Compounding this issue, these advanced AI services are typically built on opaque cloud platforms, which restricts
access to internal information during AI training and inference, leaving only the generated outputs available for forensics. Thus,
despite the introduction of legal frameworks by various countries to safeguard data rights, uncovering evidence of data misuse
in modern opaque AI applications remains a significant challenge. In this paper, inspired by the ability of isotopes to trace
elements within chemical reactions, we introduce the concept of information isotopes and elucidate their properties in tracing
training data within opaque AI systems. Furthermore, we propose an information isotope tracing method designed to identify
and provide evidence of unauthorized data usage by detecting the presence of target information isotopes in AI generations.
We conduct experiments on ten AI models (including GPT-4o, Claude-3.5, and DeepSeek) and four benchmark datasets in
critical domains (medical data, copyrighted books, and news). Results show that our method can distinguish training datasets
from non-training datasets with 99% accuracy and significant evidence (p-value< 0.001) by examining a data entry equivalent in
length to a research paper. The findings show the potential of our work as an inclusive tool for empowering individuals, including
those without expertise in AI, to safeguard their data rights in the rapidly evolving era of AI advancements and applications.

Introduction
Artificial intelligence (AI) technologies, exemplified by large language models (LLMs), have witnessed remarkable advance-
ments, showcasing exceptional capabilities in generating content with human-like coherence1–3. Leveraging these advanced
techniques, prominent AI platforms such as ChatGPT and Claude have emerged as effective tools for assisting users in a
diverse range of tasks, like daily information seeking4–6, auxiliary medical diagnosis7–11, content creation12–15, and scientific
discovery16–21. These AI systems have demonstrated the ability to provide expert-level insights tailored to user needs, thereby
exerting a growing influence across various societal domains22–27. Recent investigations into the underlying mechanisms of
AI systems have revealed that their primary source of intelligence lies in the extensive knowledge embedded within their
training data28–31. Building upon the cumulative achievements in AI development, the principle of scaling has been proposed
to underscore the benefits of increasing both model size and dataset volume for enhancing AI performance32. This scaling
law has become a foundational principle in modern AI development, guiding the creation of advanced systems capable of
demonstrating emergent super intelligence31, 33–36.

The success of scaling laws has intensified competition among AI developers to collect ever-larger human-produced data
for training purposes37, 38. However, many large-scale and high-quality datasets sourced from public internet platforms are
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Figure 1. The unauthorized data usage issue in AI training and corresponding detection methodologies. A SOTA AI systems
and their disclosure of training data details. The diameter of the circles represents the extent of disclosed information regarding
training data sources. Results indicate that recent AI systems (those outside the gray box) often achieve superior performance,
however, most refrain from disclosing the specific sources of their training data. This lack of transparency complicates efforts
to verify unauthorized data usage in AI training. B The workflow of existing methods for detecting AI training data. C A case
study on detecting training data through AI-generated content. When presented with a segment of training data, the
continuation generated by the AI often exhibits low similarity with the original human-authored continuation due to the
advanced AI optimization algorithms. This shows the difficulty in providing conclusive evidence of training data usage through
AI generations. D An illustration of the traceability property of information isotopes within opaque AI systems.

governed by strict licensing agreements that prohibit commercial use or even data collection37, 39, 40. Besides, the online user
data collected from social media or private domains (e.g., the user interaction records on AI platforms) may also contain
privacy-sensitive information, the utilization of which for AI training shall be authorized40–42. Regrettably, some AI developers,
either inadvertently or deliberately, incorporate unauthorized data into their training processes, thereby infringing upon the
rights of data owners and raising significant ethical and legal concerns37, 39, 40. Moreover, AIs trained on such unauthorized
data are also at an elevated risk of producing outputs that are relevant to privacy- or intellectual property-sensitive information
embedded in their training data43, 44. These risks not only facilitate the illegal distribution of unauthorized data, exacerbating
infringements on data ownership rights, but also expose AI users to potential legal and ethical liabilities associated with data
misuse. A growing number of lawsuits, including The N.Y. Times v. Microsoft45, Tremblay v. OpenAI46, Andersen v. Stability
AI47, Authors Guild v. OpenAI48, and other similar cases, highlight the urgent need of data rights protection in AI development.

To safeguard the rights of data owners, governance institutions worldwide have enacted legislation to prevent the unautho-
rized use of data49–52. A critical aspect of protecting data rights, particularly in legal disputes, lies in presenting robust evidence
on data misuse. In traditional data breach scenarios, infringers typically exploit unauthorized transactions of raw data for
personal or commercial gain53. Thus, examining the consistency between the original data and the unauthorized data can serve
as compelling evidence of infringement53, 54. For example, the verbatim replication of original literary work on unauthorized
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platforms is a clear indication of data infringement. However, in the context of AI training, unauthorized data usage manifests
differently, instead of distributing raw data, infringers mainly exploit it to enhance AI system performance55–58. Consequently,
only the resulting AI services, rather than the original data, are made publicly accessible, posing significant challenges in
identifying and evidencing data infringement40, 59. This issue is further exacerbated by the tendency of AI developers to obscure
or entirely withhold information regarding the sources of their training data (Fig. 1 A). This lack of transparency significantly
hinders the ability of data owners to even become aware of unauthorized data usage in AI training, thereby complicating the
enforcement of data protection regulations and the achievement of compliance with legal frameworks.

To address this challenge, several studies have investigated methods for detecting training data embedded within AI
models60–64. These approaches primarily analyze the intermediate variables involved in the computational processes of
target AI systems when processing the input suspected data60–64 (Fig. 1 B). For example, Shi et al.61 proposed leveraging
the intermediate variables reflecting model perplexity on input data, which are produced by the target AI during inference,
and identifying those with low perplexities as potential instances of training data. However, the majority of commercial AI
applications are highly opaque38, only the AI-generated content is publicly accessible, while most internal computational
variables remain inaccessible, rendering these methods impractical for many real-world implementations.1 In practice,
methodologies for detecting the unauthorized use of training data should be constrained to analyzing only the outputs generated
by AI models. However, addressing this problem within such a practical framework presents significant challenges. State-of-
the-art (SOTA) AI models possess extensive general knowledge and are explicitly designed to avoid the verbatim reproduction
of their training data65–67. Therefore, these models may not only refuse to generate outputs that directly replicate their training
data but may also produce content similar to non-training data based on their broad generalization capabilities. This overlap
makes it inherently difficult to distinguish between outputs derived from training data and those generated from non-training
data solely through output analysis. For instance, when an AI model is prompted with a segment of its original training data, the
generated continuation may exhibit low similarity to the original continuation, underscoring the complexities associated with
detecting training data based on generated content (Fig. 1 C). Identifying training data from AI outputs needs further study.

In this study, we introduce the concept of information isotopes and demonstrate their traceability properties within opaque
AI training systems, highlighting their potential to address this challenge. Analogous to chemical isotopes, we identify that
certain textual elements, despite their differing symbolic expression formats, consistently convey identical semantic content
and naturally form a group that we define as information isotopes. Our findings (Fig. 2) further indicate that, although these
information isotopes exhibit equivalent semantic meaning in the data, a specific target expression within the training dataset
is more likely to be memorized and subsequently generated by the AI when the corresponding semantic context is required.
Thus, inspired by isotope labeling techniques commonly employed to trace chemical elements in hard-to-observe microscopic
scientific experiments, we propose an information isotope tracing mechanism, which can select certain information isotopes to
mark training data and track their presence from AI-generated content (Fig. 1 D). We conducted extensive experiments on six
commercial LLM API services (i.e., GPT-3.5, GPT-4o, Claude, Gemini, DeepSeek, and GLM) and four open-source LLMs,
using four benchmark datasets spanning three critical domains (i.e., medical texts, copyrighted books, and copyrighted news).
The results demonstrate that our method achieves remarkable detection accuracy exceeding 99% with significant evidence
(p-value < 0.001), in distinguishing training data from non-training data, while baseline methods degrade to random guessing.
Besides, our method successfully recovers information isotopes from AI-generated content with a successful rate of 75.8%,
underscoring the traceability of information isotopes in AI training. Further analysis highlights the robustness of our method
against potential replacement-based data attack strategies and varying AI and data scales, demonstrating its generalizability
across diverse real-world scenarios. We hope this work will serve as a valuable and a general tool to assist individuals in
safeguarding their data rights in both privacy and intellectual property to create an equitable environment for AI development.

Results

The Property of Information Isotope
We explore the traceability properties of the information isotope in AI training processes, to demonstrate its sufficiency and
necessity as evidence for identifying unauthorized training data utilized in opaque AI systems. We conduct experiments using
six opaque AI APIs, including GPT-4o, Claude, GPT-3.5, Gemini, DeepSeek2, and GLM, and a dataset comprising 600 public
news articles sourced from three renowned press outlets. Half of these articles were published in 2022 (a time period commonly
associated with AI training datasets) and can be found in the common crawl dataset (a public dataset widely used for training
the large language models)68, serving as the training data. The remaining half were published in 2024, which is after the release
dates of the respective AI API versions, serving as non-training data. We prompt the AI with the data contexts and query them

1Some of these studies also discuss this limitation of their approaches when applied to mainstream opaque AI systems (such as GPT-4o and Claude) which
do not provide transparent access to internal computational variables (e.g., generation logits on the input data).

2We access DeepSeek AI through its official API without utilizing its open-source model parameters.
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Figure 2. Properties of information isotopes. A Traceability distribution of information isotopes. This evaluation is based on
the averaged results by querying six opaque AI models (including GPT-3.5, GPT-4o, Claude-3.5, Gemini-1.5, GLM-4-Air, and
DeepSeek-V2.5) with copyrighted news articles. The results show that information isotopes within the training dataset can be
effectively traced within AI-generated content, exhibiting a traceability probability significantly higher than that observed in
non-training data. This finding suggests that information isotopes can provide rich informativeness for distinguishing between
training and non-training data based on AI-generated content. B Similarity distribution between AI-generated continuation and
original training data. This analysis examines the similarity between the continuations generated by AI and the original training
data content. These results reveal that the similarity distribution between the continuations from training data and non-training
data is statistically insignificant. This observation highlights the inherent difficulties in identifying training data based solely on
the similarity of AI-generated continuations to original training data.

to recover specific target data fragments from some ambiguous expressions sampled from the information isotope groups. Then
we calculate the recovery success rates (RSR) for training and non-training data to evaluate the traceability of information
isotopes. Fig. 2 presents the results across four categories of data fragments, classified by their parts of speech.

The results demonstrate that foundation AIs effectively recover target data fragments from their information isotopes, even
when these isotopes encode consistent semantics. For instance, the average RSR across four categories of data fragments within
the training dataset is approximately 75.8%, significantly surpassing the baseline random guess rate. This finding underscores
the memory capacity of large-scale AI models which enables them to trace specific information isotopes present in training
data. Moreover, we observe a marked degradation in the average RSRs for non-training data compared to training data. For
example, the averaged RSR for noun-type (NN) data fragments in the training dataset is 76.1%, whereas for non-training data it
drops to 54.5%. This discrepancy is attributed to the semantic similarity among a group of information isotopes, making it
significantly challenging for AIs to recover specific non-training data fragments based solely on general knowledge without
relevant memory traces on the corresponding content. These results demonstrate that information isotopes possess significant
traceability properties in AI training analogous to those of isotopes used in scientific experiments. Further, these findings also
reveal the potential of information isotopes to differentiate between training and non-training data solely through access to
AI-generated content within opaque AI systems.

Next, we demonstrate that the traceability of information isotopes is not a trivial characteristic. To substantiate this claim, we
explore an intuitive detection framework by simply analyzing the AI continuation output. Specifically, we present the AI models
with a segment of pre-existing training data prefixes and tasked them with generating the remaining content, subsequently
calculating the similarity between the AI generated content and the original content of training data. The similarity scores
are measured using four metrics, including Rouge69, BERT similarity (BERT)70, edit distance (ED)71, and universal sentence
encoder (USE)72. The results in Fig. 2 indicate that the average continuation similarity scores derived from training data closely
approximate those from non-training data, and the corresponding statistical test suggests negligible differences between the
two distributions (p-value >0.05). This is because SOTA AIs are designed to avoid the verbatim reproduction of training
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Figure 3. Detection performance on individual data entries. The evaluation was based on identifying the use of paragraphs (no
more than 256 words) from news articles within six advanced AI systems. The results indicate that while baseline methods
deteriorated to the level of random guessing, our method was able to effectively identify the training data, consistently and
significantly outperforming the baseline approaches. These findings demonstrate the efficacy and superiority of our proposed
information isotope tracing method in identifying training data within opaque AI systems.

data, which substantially reduces their similarities. It proves challenging to locate AI-generated content that includes multiple
consecutive words identical to those in the raw content of training data which surpass the threshold that might be considered
plagiarism. These findings underscore that information isotopes are essential in identifying training data of opaque AI systems.
Besides, we present more analysis on the property of information isotope in Supplementary Fig. 2.

Detecting Training Data of Opaque AI Systems
Next, we evaluate the effectiveness of different methods in detecting training data of opaque AIs. Experiments are based on
six widely recognized commercial super AIs and the news dataset mentioned in the previous section. Besides, since existing
detection methods necessitate the intermediate computation variables of AI (like model perplexity on the input data), they are
typically impractical in these opaque AI systems, making the corresponding evaluation also infeasible. Thus, we adopt the
continuation similarity-based methods described in previous section as the baselines of our method. Performance on detecting
the usage of a single data entry for AI training are presented in Fig. 3, from which we can obtain two main findings.

First, results reveal that the baseline method performs only marginally better than random guessing. For instance, the
accuracy of SimBERT in identifying training data from the outputs of GPT-4o and Claude is 46.9% and 50.7%, respectively.
This is because these advanced AIs are optimized to generate diverse content during training and minimize the likelihood of
producing verbatim replications of the training data. Besides, these super AIs are trained on vast datasets and are equipped with
extensive general knowledge, enabling them to produce reasonable and contextually relevant outputs for data that was not part
of their training. Therefore, these findings suggest that differentiating between training and non-training data based solely on
the similarity between AI-generated content and original content of training data is unreliable, underscoring the challenge of
conclusively identifying training data solely from AI outputs. Second, the results demonstrate that the proposed InfoTracer
method substantially enhances the performance of baseline approaches, offering significant improvements in the detection of
data used in AI training. For example, InfoTracer achieves a detection accuracy of approximately 68.4% against the GPT-3.5
model, representing a notable 16.6% increase in accuracy over baseline methods. This enhancement can be ascribed to the
traceability attribute of information isotopes during AI training. When provided with a target content, AI models are more
likely to generate data fragments that exist in their training datasets, as opposed to creating variations within the same families
of information isotopes. The target information isotopes from training data demonstrate a significantly higher success rate in
being detected within AI-generated content compared to non-training data (Fig. 2), markedly improving the informativeness for
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Figure 4. Detection performance under varying suspected data sizes. Results indicate that baselines remain ineffective in
identifying training data, even when more data entries are examined. Instead, the performance of our method improves with
increasing sizes of examined samples, and the detection accuracy of our method exceeds 99% when only 40 data are provided.

detection purposes. Our InfoTracer method integrates an effective approach for tracing information isotopes and exhibits robust
performance in identifying training data from opaque AI systems.

Next, in real-world applications, it is often more practical to identify the usage of a batch of unauthorized data rather than a
single data entry in AI training. Thus, we further evaluate the performance of different methods in detecting the utilization of a
dataset of size K for AI training. Specifically, we compute the average information isotope activities or similarity scores across
entries in the target dataset as the detection metric for InfoTracer and the baseline methods, respectively. The results, presented
in Fig. 4, yield three key observations. First, the baseline methods still demonstrate poor efficacy in detecting the datasets used
for AI training. For instance, when applied to the GPT-3.5 and GPT-4o models, the detection performance of the baseline
methods still approximates random guessing, achieving an accuracy of around 50%, under different data volumes. This finding
further highlights that these baselines are inefficient in finding the evidence of data usage from AI generation, indicating they are
impractical in opaque AI systems. Second, the performance of the InfoTracer method exhibits a consistent improvement with
an increasing training dataset size. This enhancement arises because dataset with more training data can amplify information
isotope activity, thereby providing more robust signals for detection. Third, the InfoTracer method achieves a detection accuracy
exceeding 99% across different commercial AI models when the size of the suspected dataset surpasses 40 entries (totaling
10,000 words, equivalent to the average length of an academic paper). This result underscores the high sensitivity of InfoTracer,
which can reliably evidence the use of training data with significant accuracy even with relatively small datasets provided.
These findings also demonstrate the practicality and potential of InfoTracer in addressing challenging real-world tasks on the
detection of small-scale unauthorized AI training data, suggesting that its generalization across real-world tasks. In addition,
we present a comprehensive analysis of the methodological design underlying our InfoTracer method, including an ablation
study that evaluates the significance of two key mechanisms within InfoTracer (Supplementary Fig. 3 and 5) and a detailed
examination of two important hyper-parameters (Supplementary Fig. 4 and 6). The results findings offer a deeper understanding
on the methodology of InfoTracer. More details are in the Supplementary Information.

Detection Evidence Modeling and its Evaluation
In real-world scenarios, providing significant and robust evidence to substantiate claims of unauthorized data usage in AI
training is of critical importance. To this end, beyond presenting the detection methodology, we also theoretically formulate the
statistical significance of the detection results provided by InfoTracer (details are in the Methods section). Fig. 5 presents the
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Figure 5. The statistical significance of training data detection. Results indicate that baseline detection methods exhibit
negligible significance when 50 data entries are analyzed. In contrast, the detection significance of our method escalates
promptly as the quantity of available data increases, illustrating its capacity to provide significant and robust evidence
supporting the identifying of unauthorized data usage in AI training.

statistical significance (expressed as the p-value) of InfoTracer compared to that of baseline methods measured by two-side
t-test, under varying token volumes of the suspected data. First, baselines show insignificant detection capability. For instance,
even when 50 data entries with 12k words are available for detection, the p-values obtained using baselines remain consistently
above 0.1, failing to meet the threshold for statistical significance (i.e., p < 0.05). The results suggest that baselines cannot
capture enough clues from the AI-generated content to distinguish between training and non-training data. This limitation
proves these baseline methods inadequate for real-world applications where robust and statistically significant evidence is
essential to demonstrate unauthorized data usage in AI training. Second, our findings reveal that InfoTracer achieves significant
detection capabilities even with limited data volumes. Specifically, the p-values associated with InfoTracer consistently remain
below the threshold of 0.05 across a range of AI models when only approximately 40 data entries (10,000 words, less than the
length of this paper) are available for detection. This is because traceability properties of information isotopes from training data
and non-training data are highly distinct, which can serve as the critical indicators between them. This enables InfoTracer to
extract sufficient detection clues, even for small-scale suspected data. These results also underscore the potential of InfoTracer
as a reliable tool for safeguarding small-scale individual data from unauthorized utilization by large commercial entities for
AI training. Third, as the volume of under-detected data increases, the detection significance improves at an approximately
exponential rate, evidenced by the corresponding p-value exhibiting exponential decay. This phenomenon arises from the
capability of our InfoTracer method to effectively amplify the informative signals embedded within the information isotopes,
thereby enhancing the detection of training data. Theoretical support for this property is provided in Lemma 1. These findings
underscore the superiority of our method in addressing critical detection scenarios involving large-scale data leakage.

Scalability of InfoTracer
Next, we investigate the scalability of InfoTracer. We evaluate its performance under varying AI model parameter sizes and
detection data lengths. Since the exact scale of commercial AI models remains undisclosed, we utilize the open-source LLaMA
series models31 for evaluation. Following the widely adopted evaluation protocol in previous works61, 63, 73, the experiments
are conducted on the WikiMIA dataset, a subset of which forms part of the pre-training data corpus for the LLaMA models.
The results concerning the impact of detection data lengths are summarized in Fig. 6, from which two key conclusions can be
drawn. First, we observe a significant improvement in the performance of InfoTracer as detection data lengths increase. This
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Figure 6. Scalability of InfoTracer. We evaluate the performance of different methods in detecting the dataset of size K for AI
training, under varying AI parameter scales and data lengths. The evaluation is based on LLaMA model and WikiMIA dataset.

phenomenon arises because longer detection text sequences inherently contain more traceable information isotopes, which
facilitate the differentiation between training and non-training data. InfoTracer can effectively identify these useful information
isotopes through the sensitive information isotope selection mechanism and leverage them to enhance the detection accuracy of
training data. Second, the results also emphasize the robust performance of InfoTracer in the challenging task of detecting short
training data. Specifically, when identifying data entries of 32 tokens within a dataset of size K = 50 from the LLaMA-7B
model, InfoTracer achieves an average detection accuracy of 88.8%, significantly outperforming baseline methods. This can
be attributed to the inherent differences in the traceability of information isotopes between training and non-training data.
Despite the limited number of tokens in short data entries, InfoTracer can effectively capture the crtical information isotopes
and trace its presence within AI generation as the detection evidence. These results demonstrate the generalization capability of
InfoTracer in detecting training data across varying input lengths, particularly when the input data length is minimal.

Besides, Fig. 6 also presents the performance of InfoTracer under varying AI parameter sizes. First, we observe that as the
AI scale increases, the detection performance of InfoTracer usually improves. This is because larger-scale AI models have
greater memory capacities, which enables them to encode finer details of the training data. Thereby, the difference of the
traceability of information isotopes against training and non-training data can be enhanced when examining larger AI models.
Besides, larger-scale AI models are typically trained on more extensive datasets, posing more risks of unauthorized data usage.
Thus, the superior performance of InfoTracer on large-scale AIs demonstrates its potential of safeguarding data rights in more
critical real-world scenarios. Moreover, the InfoTracer methodology demonstrates robust detection accuracy for training data
even in smaller-scale AI models. For example, InfoTracer achieves a detection accuracy of 96.5% against the LLaMA-7B
model on the WikiMIA-256 dataset with K = 15. This finding signifies that InfoTracer is highly sensitive in tracing the training
data of AIs, thus affirming its generalizability in scenarios that deploy smaller-scale AIs, such as on-device applications.

Robustness of InfoTracer against Adversarial Attacks
The detection insight of InfoTracer lies in tracing specific information isotopes within training data, which may be susceptible
to replacement-based adversarial attacks74–76. Thus, to evaluate the robustness of InfoTracer, we systematically assess its
performance under two potential replacement-based attacks: the data rewriting attack and the data selection attack. In alignment
with prior research on rewriting attack75, 76, we randomly sample an α% proportion of tokens in the training data and replace
them with their synonyms. Besides, inspired by recent studies74, we simulate scenarios where only a part of data from a target
owner is mixed with data from other sources for AI training. The results of these experiments, presented in Fig. 7, reveal that
replacement-based attacks of moderate intensity have a minimal impact on the performance of InfoTracer. For instance, under
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range of replacement intensities, highlighting its robustness to such adversarial scenarios.
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detection accuracy and significance. The error bars represents the standard deviations.

the experimental setting involving the LLaMA-65B model and K = 50 suspected data entries, the detection accuracy decreases
by less than 3% when 20% of tokens are replaced. This is because the detection evidence loss caused by the adversarial attacks
can be compensated by involving some additional detection data. Further theoretical analysis (Lemma 3) quantifies the linear
property of this trade-off, where involving an additional 2α% of detection data entries effectively offsets the performance
degradation resulting from replacing α% of the training data, underscoring the efficiency of InfoTracer in mitigating the
effects of replacement-based attacks. These findings suggest that the robustness of InfoTracer can be significantly enhanced by
supplementing it with a moderate volume of detection data, which is typically accessible in real-world cases.

Generalization of InfoTracer across Data Distributions
Next, we evaluate the performance of InfoTracer across two critical data domains, i.e., medical data and copyrighted books, to
investigate its generalizability. Notably, the LLaMA model and other commercial AI systems examined in prior experiments do
not disclose the use of medical data in their training processes. Thus, we employ a specialized medical large language model77

as the target AI and utilize the medical data used during its training as the target detection dataset. Furthermore, the technical
report of the LLaMA model31 specifies that the Books3 dataset78 is included in its training data. Therefore, we evaluate the
performance of InfoTracer in detecting copyrighted book data using Books3 and the LLaMA model. Results presented in Fig. 8
demonstrate that InfoTracer significantly and consistently outperforms baseline methods under these experimental conditions.
For instance, InfoTracer can detect the use of medical data for AI training with an accuracy score of 99.0% and a detection
significance of p = 1.3×10−4. These findings underscore the generalizability of InfoTracer in detecting training data across
distinct critical domains of private and copyrighted data, further highlighting its effectiveness in broader real-world applications.
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Besides, we also demonstrate that InfoTracer can accurately differentiate training and non-training data with exact consistent
distributions (Supplementary Fig. 1). Detailed discussions are provided in the Supplementary Information.

Furthermore, the results presented in Fig. 6 also demonstrate that InfoTracer consistently and significantly outperforms
baseline approaches across a wide range of experimental conditions. These include varying scales of target AI systems and
diverse input data lengths, highlighting the generalization and superior performance of InfoTracer in satisfying diverse real-
world detection needs. In addition, the empirical evaluation presented in this section is conducted using the locally-deployed
open-source LLaMA models, the local deployment of which facilitates access to computational variables during the AI inference
process. Leveraging these variables, we evaluated the detection performance of several white-box detection methods44, 60, which
serve as critical benchmarks for comparison. We remark that the intermediate variables utilized by these methods are typically
inaccessible in real-world scenarios. The findings in Supplementary Table 1, indicate that InfoTracer achieves performance
comparable to white-box methods which can exploit inaccessible detection clues, underscoring the effectiveness of our work.

Methods

Problem Definition
In this study, we investigate the method to identify the training data of a target AI model based on its generated outputs.
Specifically, we consider an opaque AI system, denoted as M , where the only accessible information is the model output y
obtained by querying it with input data x, i.e., y = M (x). Importantly, we assume that no additional information, including
the intermediate computational variables of the AI (like model perplexity and representations of the input data), is available.
This assumption aligns with real-world scenarios, where access to the internal workings of AI models is typically restricted.
Furthermore, given a suspected data entry T of length E, the objective is to design a detection algorithm A (·) capable of
determining whether the data entry T was used in training the AI model M purely through examining its generations. In addition,
in many practical scenarios, it is common for unauthorized AI training to involve a collection of data entries from a specific
source rather than an isolated individual entry. Thus, the detection algorithm A (·) is also tasked with analyzing a suspected
dataset D of size K to determine whether the dataset D was used for training the AI model, where D = {Ti | i = 1,2, . . . ,K}.

Overview of the Information Isotope Tracing Method
Inspired by the isotope labeling technique commonly employed in scientific experiments to trace microscopic matter, we
propose an information isotope tracing method (termed InfoTracer) for evidencing data usage in opaque AI training processes.
The fundamental principle of InfoTracer hinges on the traceability property of information isotopes, enabling the targeted
AI model to discern and generate specific data fragments embedded within suspected training data from a set of potentially
confusing information isotopes. The core workflow of InfoTracer comprises three primary mechanisms.

First, the detection evidence contributed by an information isotope is influenced by its traceability difference across training
and non-training data. As depicted in Fig. 2, different categories of information isotopes exhibit varying levels of traceability
difference, thereby providing distinct cues for detection. To leverage this property, we propose a sensitive information isotope
selection mechanism that employs a pair of counterfactual proxy models to estimate the traceability difference of a target
information isotope within a given context. Data fragments exhibiting significant traceability differences are selected for the
subsequent information isotope labeling process, ensuring that only the most informative information isotopes are utilized for
detection. Second, the semantic meaning of a data fragment is also shaped by its context, resulting in potential variations in its
information isotopes across different contexts. Thus, we propose a context-aware information isotope generator, to ensure the
inclusion of ambiguous information isotopes and facilitate the differentiation of the target AI in tracing training data versus
non-training data. Third, given the opacity of many cutting-edge AI systems, it is infeasible to directly access the generation
probabilities of specific data fragments from their internal inference states. To address this limitation, we propose a selective
isotope probe to estimate the recover success rate of a specific data fragment by the target AI based on its generated content.
Finally, InfoTracer models the information isotope activity for a suspected data entry by averaging the recovery success rates of
the corresponding data fragments. This activity metric serves as a critical indicator for detecting and evidencing the usage of
specific data in AI training.

Theoretical Analysis on the Detection Significance and Robustness of InfoTracer
Next, we present a theoretical analysis of the detection significance and robustness of the InfoTracer method. Before proceeding,
we reformulate the InfoTracer process from a probabilistic perspective. InfoTracer is designed to detect whether a dataset
D , containing K entries, has been used for training a target AI model. The core process of InfoTracer involves recovering M
selected data fragments among its information isotopes for each data entry in D from the AI-generated content. Assume that the
traceability property of information isotopes in training data and non-training data follows the distribution B(pt) and B(pn),
respectively, where pt and pn denote the corresponding traceability probability expectation, with pt > pn. Then InfoTracer can
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observe the traceability of data fragments in dataset D and obtain an observation sample set O:

O = {oi, j | i = 1,2, . . . ,K, j = 1,2, . . . ,M}, oi, j ∈

{
B(pt), if Y (D) = 1,
B(pn), if Y (D) = 0,

(1)

where oi, j indicates the recovery rate of the j-th fragment in the i-th data entry based on InfoTracer, and Y (D) is a binary
indicator representing the usage of the dataset D for training the target AI. To quantify the traceability, InfoTracer computes the
information isotope activity score p̂ by averaging the traceability outcomes of all observed indicators: p̂ = 1

KM ∑
K
i=1 ∑

M
j=1 oi, j.

Finally, the computed activity score p̂ is utilized for detecting whether the dataset D has been part of the AI training process. For
simplifying the subsequent analysis, we utilize Φ(·) to represent the cumulative distribution function of the normal distribution,
and let N = KM represent the total number of selected information isotopes within the target dataset D .

First, we give a theoretical analysis of the detection significance and performance of InfoTracer. InfoTracer primarily
identifies data usage by comparing the distribution of observed traceability outcomes, as determined by the computed activity
score p̂. The significance of detection in InfoTracer can be formally analyzed using the t-test, as established in Lemma 1.
Besides, leveraging probabilistic modeling, we can characterize the theoretical detection error of InfoTracer, as described in
Lemma 2. These lemmas demonstrate that the detection p-value and the detection error associated with InfoTracer converge
to zero at a super-exponential rate as the total number of utilized data fragments N increases, indicating the effectiveness of
InfoTracer. Comprehensive proofs and detailed analyses are provided in the Supplementary Information.

Lemma 1 The statistical significance p-value of detecting the usage of dataset D for AI training is given by:

p = 1−Φ

(
(p̂− pn)

√
N

pn(1− pn)

)
. (2)

Lemma 2 The upper bound on the detection error of InfoTracer is given by:

Error ≤ 1
2(pt − pn)

√
πN

exp
(
−(pt − pn)

2N
)
. (3)

Second, we evaluate the robustness of InfoTracer against replacement-based adversarial attacks designed to diminish the
traceability of training data. Such attacks include re-writing attacks where a subset of tokens in the unauthorized data is
replaced with synonyms prior to AI training, and selection attacks where only a portion of the entries from the target dataset
D is selectively used for AI training. Let α denote the attack intensity, defined as the probability of data replacement. For a
given detection significance level characterized by the p-value, the data fragment sizes required by InfoTracer under normal
and adversarial scenarios are denoted by N and N′, respectively. The following Lemma 3 establishes the relationship between
them, which reflects the robustness of InfoTracer under adversarial attacks. The proof of this lemma is provided in the
Supplementary Information. Based on Lemma 3, when the attack intensity α is moderate (e.g., α = 0.1), the following
approximation can be derived based on the Taylor expansion: N′ ≈ N(1+2α). This analysis demonstrates that the adverse
effects of replacement-based attacks can be mitigated through a linear compensation in the amount of training data within
D . Specifically, introducing additional data entries proportional to 2αN allows for robust detection performance. The results
indicates the robustness of InfoTracer against the potential adversarial attacks in real-world scenarios can be efficiently enhanced
by incorporating a moderate of additional examined data, further demonstrating its practicality.

Lemma 3 Under the replacement-based attack scenario, InfoTracer achieves the same detection significance as in the
non-attack scenario if and only if N′ = 1

(1−α)2 N holds.

Related work
Detecting the training data of large language models has recently emerged as an important research area44, 79–82. Most existing
methods rely on the assumption that AI models exhibit distinct generation probability patterns when processing training versus
non-training data61, 62, 64. For instance, Yeom et al.60 proposed a method that calculates the average generation probabilities of
the target model for tokens in the suspected texts, and used this average as the detection score. Then data with higher detection
scores are classified as the training data of the target AI model. Shi et al.61 also introduced an approach that computes the
detection score based on the top K% of tokens with the lowest generation probabilities. This method reduces noise from
high-confidence common knowledge-related tokens and amplifies the distinction between training and non-training data in
detection scores. Since AI models tend to exhibit higher confidence when generating data encountered during training, these
methods often achieve satisfactory detection performance. However, in real-world applications, AI systems are typically highly
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opaque, and the generation probabilities for specific input data are often inaccessible. Consequently, applying these methods to
verify the unauthorized use of data for AI training becomes impractical. In contrast to prior approaches, our method effectively
detects training data of a target AI model with significant evidential support by solely analyzing the AI-generated outputs. It
requires no access to intermediate variables, making it more applicable to real-world detection scenarios.
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