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3 Definitions, Abbreviations, and Conventions

The key words "MUST," "MUST NOT," "SHOULD," "SHOULD NOT," "MAY," and "MAY NOT" in this document are
to beinterpreted as described in RFC 2119 [RFC2119].

3.1 Definitions

Attribute: An RDF attribute refers to the data e ements describing the CPI and is denoted as an RDF property. Each
attribute is associated with avalue or alist of values or resource.

CC/PP Repository: A server that stores CPI persistently in aform that may be referenced by and incorporated into a
profile. A CC/PP repository istypically a Web server that provides CC/PP profilesin response to HTTP requests.

Component: Elements of a high level classification of the information in the CPI. For UAProf, these include
HardwarePlatform, SoftwarePlatform, NetworkCharacteristics, WAPCharacteristics, and BrowserUA.

CPI: Capahilities and Preference Information pertaining to the capahilities of the device, the operating and network
environment, and user’s personal preferences for receiving content and/or resource. CPI are represented by
means of a Profile.

Gateway: Software that is capable of bridging disparate network protocols. For the purposes of this specification,
“gateway” refersto protocol bridging functionality, which may exist in a stand-alone gateway or may be co-
located with a proxy or origin server.

Home L ocation Register: A permanent database used in cellular networks. The HLR is located on the SCP (Signal
Control Point) of the cellular provider of record, and is used to identify/verify a subscriber; it also contains
subscriber data related to features and services.

Origin Server: Software that can respond to requests from a WAP terminal by delivering appropriate content or error
messages. The origin server may receive regquests via either WSP or HTTP. Application programs executing on
the origin server can use UAProf to deliver content that istailored in accordance with the CPI that can be found
within the provided Profile. For the purpose of this specification, “origin server” refersto content generation
capabilities, which may physically exist in a stand-alone Web server or may be co-located with a proxy or
gateway.

Profile: An instance of the schema that describe capabilities for a specific device and network. A profile need not have
all the attributes identified in the vocabul ary/schema.

Property: An RDF property is a specific aspect, characteristic, capability or relation (metadata) used to describe a
resource.

Proxy: Software that receives HT TP requests and forwards that request toward the origin server (possibly by way of an
upstream proxy) using HTTP. The proxy receives the response from the origin server and forwards it to the
requesting client. In providing its forwarding functions, the proxy may modify either the request or response or
provide other value-added functions. For the purposes of this specification, “proxy” refers to request/response
forwarding functionality, which may exist in a stand-alone HT TP proxy or may be co-located with a gateway or
origin server.
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Resource: An object or element being described by RDF expressionsis aresource. An RDF resourceis typically
identified by a URI.

Schema: An RDF schema denotes resources which congtitute the particular unchanging versions of an RDF
vocabulary at any point in time. It is used to provide semantic information (such as organization and relationship)
about the interpretation of the statementsin an RDF data model. It does not include the values associated with the
attributes.

User: Anindividual or group of individuals acting as a single entity. The user is further qualified as an entity who uses
adeviceto reguest content and/or resource from a server.

User agent: A program, such as a browser, running on the device that acts on a user's behalf. Users may use different
user agents at different times.

Vocabulary: A collection of attributes that adequately describe the CPI. A vocabulary is associated with a schema.
The vocabulary for UAProf includes attributes pertaining to the device capabilities and network characteristics.

3.2 Abbreviations

For the purposes of this specification the following abbreviations apply.
CC/PP Composite Capability/ Preferences Profiles
CC/PP-HTTP  CC/PP Exchange Protocol over HTTP

CC/PP-WSP  CC/PP Exchange Protocol over WSP

CPI Capahility and Preference Information
HTML Hyper-Text Markup Language

HTTP Hyper-Text Transfer Protocol

IANA Internet Assigned Numbers Authority
P3P Platform for Privacy Preferences Project
RDF Resource Description Framework
SRPAC Simple RDF Parser and Compiler

UAPr of User Agent Profile

URI Uniform Resource Identifier

URL Uniform Resource Locator

WAP Wireless Application Protocol
WBXML WAP Binary XML

WML Wireless Markup Language

WSP Wireless Session Protocol

WTA Wireless Telephony Application
XHTML Extensible HyperText Markup Language
XML Extensible Markup Language
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4 Introduction

This section isinformative.

Existing markup languages and content written in those markup languages presume that devices have similar display
sizes, memory capacities, and software capahilities. Content is also largely oblivious to the available network
bandwidth and perceived network latency. As WAP-enabled devices come of age, this homogeneity assumption is no
longer universally valid. In particular, mobile devices can be expected to have an an ever-divergent range of input and
output capabilities, network connectivity, and levels of scripting language support. Moreover, users may have content
presentation preferences that also cannot be transferred to the server for consideration. As a result of this device
heterogeneity and the limited ability of users to convey their content presentation preferences to the server, clients may
receive content that they cannot store, that they cannot display, that violates the desires of the user, or that takes too
long to convey over the network to the client device. Recently, work has begun within the World-Wide Web
Consortium (W3C) to define mechanisms for describing and transmitting information about the capabilities of Web
clients and the display preferences of Web users. The Composite CapabilitiesPreferences Profile (CC/PP) note
[CC/PP] defines a high-level structured framework for describing this information using the Resource Description
Framework (RDF) [RDF]. CC/PP profiles are structured into named “components,” each containing a collection of
attribute-value pairs, or properties. Each component may optionally provide a default description block containing
either a set of default values for attributes of that component or a URI that refers to a document containing those
default alues. Any attributes explicitly provided in the component description therefore override the default values
provided in the default description block or through that URI. The CC/PP specification does not mandate a particular
set of components or attributes, choosing instead to defer that definition to other standards bodies. The CC/PP
Exchange Protocol over HTTP [CC/PPex] enables CC/PP profiles to be transported over the HTTP 1.1 protocol
[HTTP] with the HTTP Extension Framework [HTTPex]. This protocol enables effective profile caching at Web
servers and proxies.

The User Agent Profile (UAProf) specification extends WAP 1.1 to enable the end-to-end flow of a User Agent Profile
(UAProf), also referred to as Capability and Preference Information (CPI), between the WAP client, the intermediate
network points, and the origin server. It seeks to interoperate seamlessly with the emerging standards for Composite
Capability/Preference Profile (CC/PP) [CCPP,CCPPex] distribution over the Internet. It uses the CC/PP mode to
define arobust, extensible framework for describing and transmitting CPI about the client, user, and network that will
be processing the content contained in a WSP response. The specification defines a set of components and attributes
that WAP-enabled devices may convey within the CPI.> This CPl may include, but is not limited to, hardware
characteristics (screen size, color capabilities, image capabilities, manufacturer, etc.), software characteristics
(operating system vendor and version, support for MEXE, list of audio and video encoders, etc.), application/user
preferences (browser manufacturer and version, markup languages and versions supported, scripting languages
supported, etc.), WAP characteristics (WML script libraries, WAP version, WML deck size, etc.), and network
characteristics (bearer characteristics such as latency and reliahility, etc.). This specification seeks to minimize
wireless bandwidth consumption by using a binary encoding for the CPl and by supporting efficient transmission and
caching over WSP in a manner that allows easy interoperability with the CC/PP Exchange Protocol over HTTP.

As arequest travels over the network from the client device to the origin server, each network e ement may optionally
add additional profile information to the transmitted CPIl. These additions may provide information available solely to
that particular network element. Alternatively, this information may override the capabilities exposed by the client,
particularly in cases where that network element is capable of performing in-band content transformations to meet the
capability requirements of the requesting client device.

Origin servers, gateways, and proxies can use the CPl to ensure that the user receives content that is particularly
tailored for the environment in which it will be presented. Moreover, this specification permits the origin server to

! Though a set of well-known components and attributes are defined within this specification, individual implementors
are free to provide additional components and attributes with their CPI. However, most origin servers or proxies are
unlikely to properly interpret those extensions unless they are standardized by another standards body.
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select and deliver services that are appropriate to the capabilities of the requesting client. Finally, it is expected that
this specification will be used to enhance content personalization based on user preferences, and other factors, as
enabled by the Platform for Privacy Preferences Project (P3P) [P3P].

4.1 Scope

The user agent profile is concerned with capturing classes of device preference information. These classes include (but
are not restricted to) the hardware and software characteristics of the device as well as information about the network
to which the deviceis connected. The user agent profile contains information used for content formatting purposes.

A user agent profileisdistinct from a user preference profile that would contain application-specific information
about the user for content selection purposes. For example, a user preference profile might designate whether the user
isinterested in receiving sports scores and, if so, the particular teams. The specification of user preference profilesis
beyond the scope of this document.

In accordance with the CC/PP note [CCPP], the user agent profile schema s defined using an RDF schema and
vocabulary [RDF]. This document defines the structure of this schemain terms of the class definitions and semantics
of attributes for devices adhering to the WAP standard. Extensibilty guidelines are also offered to assist in extending
the schema with new components.

Regarding the user agent profile, this document assumes that:

The information contained within the profileis provided on behalf of the user who will be receiving the
content contained in the associated WSP response.

The CC/PP repository storing the profile is secure, meaning that it does not permit unauthorized modification
to stored profile information. The functionality associated with this repository may be implemented in a WAP
gateway or intermediate proxy or as a separate standalone element in the network.

WSP/HTTP headers are generally not encrypted. Because this specification does not define any security
mechanisms, care will be taken when including user-confidential information? in the profile unless the profile
istransmitted over an end-to-end secure channel (e.g. WTLSto the origin server).

An implicit chain of trust exists between the client and origin server. The integrity of the profileis
maintained (in other words, not compromised) asit istransmitted through or cached within the network. It is
assumed that the network elements that contribute property descriptionsto the profile are trusted. Network
elementswill not assemble a"history” about users by tracking the deltasin their profile over time.

To ensure the integritiy of the profile, lower-level mechanisms, such as WTLS, must be used.

Use of the profile by the origin server isintended to enhance the user’s experience. Therefore, should the profile be
discarded, be corrupted, or be otherwise inaccessible, then the origin server will still provide and deliver content to the
client in a best-efforts fashion.

4.2 Areas for Further Work

Areas for further work include—but are not limited to—the following:
Billing
Security of CPI transmission, persistence, and update
Client-side capture and storage of application-preferences related to a user
Transmission of CPI profile subsets by a client or proxy

2 The definition of “confidential” varies among different users, cultures, and service providers. It isthereforeimpossible to define
a profile schema that meets the security needs of all users while still conveying any useful information.
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Third-party WSP session invocation and termination, and third-party update to cached CPl information
associated with a WSP session

WSP session redirection and gateway-to-gateway transfer of the cached CPl associated with the
transferred session

Support for third-party requests to a gateway or proxy to retrieve, update, and manage profile
information about a particular client or group of clients.

A naming scheme allowing a third-party requester to designate a particular WSP session or
particular profile attributes or components of interest. For example, a PUSH operation of an e-mail
message to an e-mail client may require different information about the client than a push operation
involving a graphic image that may be handled by an image viewer.

A persistence model to allow profile queries to be serviced by WAP gateways without contacting the
client. This allows queries to be handled while no active WSP session is in place, while the client
cannot be contacted, or when wireless network bandwidth is limited. Moreover, a caching, or
“freshness,” policy controls when the WAP gateway must fetch the profile directly from the client(s).

A protocol and format for retrieving the profile in the form of unresolved Profile and Profile-Diff
headers.

4.3 Relationship to Other Standards

This specification builds upon and coexists with numerous WAP and Internet standards. These relationships are
summarized bel ow:

Composite Capability/Preferences Profiles (CC/PP) [CC/PP]: This specification defines the CPI structure
according to the structure mandated by the CC/PP specification note.

Resource Description Framework (RDF) [RDF]: The CC/PP specification uses the RDF syntax to
represent the CPI. In designing or extending the schema, a schema designer must be familiar with the
RDF concepts.

Wireless Session Protocol (WSP) [WSP]: CPI is transmitted over wireless networks within WSP
headers.

WAP Binary XML (WBXML) [WBXML]: When the CPI is transmitted over the WSP protocol, this
specification mandates that it be encoded according to the WBXML specification.

CC/PP Exchange Protocol over HTTP [CC/PPex]: When transmitted over the Internet, this specification
requires that the CPI be transmitted using the CC/PP Exchange Protocol over HTTP which, in turn,
defines headersin HTTP 1.1 [HTTP] with the HT TP Extension Framework [HT TPex].

WAP Push Access Protocol (PAP) [WAP-PAP]: This protocol is used by push origin serversto retrieve
the CPI from the WAP gateway or Push Protocol Proxy (PPG). Therequest isissued over HTTP, and the
response contains the profile, with MIME type text/xml.

5 End-to-End Architecture

This section describes the end-to-end architecture within which this specification operates. It isinformative.
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This specification provides for the end-to-end specification, delivery, and processing of composite capability
information from the device. Theinformation is collected on the client device, encoded into an efficient binary form,
transmitted and cached within a WSP session, optionally enhanced with information provided with a particul ar
request, optionally combined with other information available over the network, and made available to the origin
server. Over the Internet, this specification assumes the use of the CC/PP [CC/PP], CC/PP Exchange Protocol over
HTTP [CC/PPex], and HTTP 1.1 [HTTP] with the HTTP Extension Framework [HTTPex].

-

Origin
WAP Protocol | Server
Gateway
I \ Internet W
WSP Proxy HTTP Proxy
\ //1

Figure 5.1: User Agent Profile End-to-End System

The end-to-end system consists of five logical components:

A client device capable of requesting and rendering WAP content.
A wireless network employing WAP 1.1 or later protocols.

A WAP-capable gateway capable of transating WAP protocol requests into corresponding reguests over
the Internet and trandating responses from the Internet into corresponding responses over the WAP
protocols.

The Internet or an intranet using TCP/IP-based protocols and possibly having one or more protocol
gateways and Web/HT TP proxies.

An origin (Web) server that can generate requested content.

Though this specification refersto five end-to-end system components, actual configurations may physically deploy
those components in many forms. For example, the latter three components (WAP gateway, Internet/intranet, and
origin server) might easily be merged into a single server-side system connected to the WAP network. Moreover, the
WAP gateway may itself be distributed, with different hosts serving as endpoints for different layers of the WAP
protocol stack.

Each of the following sections highlights the architectural assumptions behind each of the logical components.

5.1 Client Device

The CPI consists of information gathered from the device hardware, active user agent software, and user preferences.
In many cases, much of thisinformation must be pre-installed directly on the device, possibly in the firmware. For
instance, the device may publish a single URI that points to default device capability information made available by
the device manufacturer. Similarly, the user agent may publish a single URI that points to default software
information made available by the software devel oper.

The client device is assumed to employ the WAP communications protocol s, particularly WSP [WSP], to request
content from an origin server. The CPI istransmitted and maintained using designated WSP headers in accordance
with this specification (see Section 9). Thisinformation isinitially conveyed when a WSP session is established with
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a compliant WAP protocol gateway. The client thereafter assumes that the WAP gateway caches the CPl and will
apply it on all requestsinitiated during the lifetime of the WSP session.

The CPl is scoped to the particular WSP session within which it is transmitted; each of a client’s active WSP sessions
therefore may be associated with a different set of CPI. The client may update the cached CPI for a WSP session at any
time, with such updates taking effect either only for a particular request or for the remaining lifespan of the session.
However, network efficiency concerns dictate that the CPI should not change frequently during a WSP session.
Therefore, though multiple client user agents may share a single WSP session, optimal network behavior istypically
achieved by restricting use of the session to a single user agent or application.

5.2 Wireless Network

WSP sessions are carried over wireless networks that are capable of implementing the WAP protocols.

5.3 WAP Gateway

The WAP gateway represents the server-side endpoint for the client’s WSP session. To support these sessions, the
gateway must suport the WDP and WTP protocol layers and, optionally, WTLS. Aspart of its WSP session
implementation, the WAP gateway must implement WSP header caching, thereby allowing it to hold the CPI
conveyed by the client device during session establishment.

The WAP gateway is responsible for trandating WSP requests into appropriate HTTP 1.1 requests for delivery over an
intranet or the Internet to the designated origin server. In forwarding these requests, the gateway must aso forward
the current CPI associated with the session and/or request. This specification requires that the gateway usethe HTTP
Extension Framework to convey the CPI information within HTTP headers, as discussed in Section 9.3.3. When
generating the HT TP request, the gateway may optionally augment the received CPl with additional data obtained
from local databases, such as a network Home Location Register (HLR.).

The WAP gateway is also responsible for translating HT TP responses into appropriate WSP responses for delivery
over the wireless network to the requesting client device. In forwarding these responses, the gateway must also
forward any CPI usage headers provided by the origin server and/or any intermediate HT TP proxies.

54 Internet or Intranet

The HTTP requests generated by the WAP gateway are conveyed over an intranet or the Internet, capable of carrying
TCP/1P-based requests and responses. I1n passing through these networks, the request may pass through one or more
proxies, each responsible for forwarding the request toward the particular origin server designated in the request.
These proxies may conform to either the HTTP 1.0 or HTTP 1.1 protocol standards. It isimportant to note that
conformant HTTP 1.0 proxies will discard al CPI information contained in the HTTP request. Conformant HTTP 1.1
proxies may or may not forward the CPI information in tact, depending on whether the CPI information is conveyed in
Mandatory or Optional headers. Conformant HTTP 1.1 proxies that are aware of the HTTP Extension Framework
and CC/PP Exchange Protocol over HT TP optionally may add information to the CPI conveyed in the outbound HTTP
request. Conformant proxies optionally may also manipulate the content contained in the associated HT TP response
to make it better conform to the active CPI offered by the device.

Internet network elements, both proxies and origin servers, may provide content caching capabilities. Cachingis
complicated by the presence of CPI information because the content associated with a particular URI may differ
according to the CPI information presented to the origin server. Asarule, therefore, a conformant HTTP proxy or
origin server will only deliver content from its cache if both of the following conditions hold:

The content has not expired from the cache, in accordance with standard HT TP caching semantics

The CPI associated with the cached request exactly matches the CPI associated with the new request

To minimize the possibility that an intermediate proxy that is unaware of CC/PP accidentally sources content from its
cache without first checking for a matching CC/PP profile, an origin server may set the Cache-Control headersin the
HTTP response to prevent the proxy from doing any caching.
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5.5 Origin Server

The origin server isthe ultimate recipient of the request initiated by the client device (and forwarded asan HTTP
request from the WAP gateway). The origin server isresponsible for receiving the request and generating appropriate
content that is subsequently transported as an HT TP response to the WAP gateway. In generating this response, the
origin server extracts the CPl conveyed with the HTTP request, resolves all indirect references to information stored at
other repositories in the network, if necessary, and uses that information to select or otherwise customize the content
being delivered to the client. In generating the HT TP response using the CC/PP Exchange Protocol over HTTP, a
conformant server must indicate the extent to which the CPI was honored in producing the content contained within
the HTTP response.

Conformant origin servers are expected to honor the HTTP 1.1 protocol with the HTTP Extension Framework
[HTTPex]. However, non-conformant HTTP 1.0 and HTTP 1.1 origin servers may also be capable of processing HTTP
reguests containing CPI by specifically parsing headers designated by the CC/PP Exchange Protocol over HTTP.

6 Usage Scenarios

This Section describes several scenariosin which CPl is conveyed and used to support information delivery to a WAP-
enabled client. This Section isinformative.

6.1 Opening a WSP Session and Establishing an Initial UAProf

Upon opening a WSP session, the UAProf-aware client conveys its profile information using Profile and Profile-Diff
headers within the WSP Connect request. The values of these headers are constructed by encoding the CPI using a
WBXML encoding. Upon receiving the profile, a WAP gateway that is aware of the UAProf capability responds with
a Profile-Warning header value of 100 (* OK”). This header signals to the client that the CPI is being cached by the
WAP gateway and will be effective for the lifetime of the session. The client device may update the CPI at any time
during the session lifetime.

If the client does not receive the “ OK” ProfileeWarning header in the WSP Connect responseg, it assumes that the
gateway does not support this UAProf specification and therefore that the CPI is not being cached by the WAP
gateway. The client device may neither convey nor update the CPI during the session lifetime.

6.2 Updating the UAProf During an Active WSP Session

While a UAProf-aware session is established, the client may update the active UAProf at any time. To do this, the
client transmits a WSP Session Resume message to the WAP gateway, said message containing Profile and Profile-
Diff headers with the new CPI. Upon updating the cached headers, the gateway responds with a Profile-Warning
header value of 100 (“ OK”). All future requests issued on the WSP session will be associated with the newly cached
Profile and Profile-Diff headers.

6.3 Resuming a Suspended WSP Session

To resume a suspended WSP session, the client initiates a standard WSP Resume request. The session, once resumed,
retains all of the cached header state at the gateway, including the Profile and Profile-Diff headers containing the CPI.

The lifespan of a WSP session is not tied to power cycles of the device. In many situations, therefore, the client’s
capabilities may change significantly while a WSP session is suspended. Thisis the casg, for example, if hardware is
added or removed from the device while it isturned off. It may also occur if the WSP session is held by a smart card
that may be moved to a new device while the session is suspended. In these situations, the client device must update
the cached WSP Prafile and Profile-Diff headers upon resuming the session. These updated headers are conveyed in
the WSP Resume request and cached at the WAP gateway, in the same manner described in Section 6.2.
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6.4 Suspending an Active WSP Session

To suspend a WSP session, the client initiates a standard WSP Suspend request. Aslong as the session is established,
the WAP gateway must cache all negotiated headers, including the Profile and Profile-Diff headers associated with the
WSP session. However, should the gateway choose to discard the session, it may also discard these cached headers.
To resume the session, the client device follows the steps outlined in Section 6.3.

6.5 Issuing a Request for Content

To request content during a UAProf-aware WSP session, the client issues a standard WSP request to the WAP
gateway. The WAP gateway is responsible for forwarding this WSP request to the designated origin server (typically
viaHTTP using the CC/PP Exchange Protocol over HTTP). In forwarding the request to the origin server, the WAP
gateway must include the CPI associated with the WSP session over which the request was conveyed. The origin
server receives the HTTP request (which may have been modified by one or more intermediate HT TP proxies),
resolves the CPl, and generates a response along with a Profile-Warning header indicating whether the CPl was
honored as the content was generated.

The HTTP response may itself be modified by intermediate HT TP proxies to better meet the needs of the requesting
client. The WAP gateway forwards the content to the client device over WSP, encoding the Profile-Warning header
for efficient transmission over the wireless network.

6.5.1 CPI Provided by the WAP Gateway

Asit forwards the request, the WAP gateway may optionally add profile information, reflecting information only
available to the gateway. For instance, if a network operator controls the gateway, then the gateway may provide
additional network information (such as from a Home Location Register (HLR)) that is not otherwise available to the
requesting client. Similarly, the WAP gateway may add information to the profile to override information provided by
the requesting device/user. These overrides may, for example, reflect policiesin place by the network or gateway
operator.

6.5.2 Overriding the CPI Within a Single Request

When issuing a WSP request, the client may provide additional information to override or augment the basic CPI
already cached at the WAP gateway. This additional information is only applied during the scope of the associated
request, and it is not used by the gateway during subsequent requests.

To augment the profile during a request, the client includes Profile and/or Profile-Diff headers with the WSP request.
As it generates an HTTP request, the WAP gateway overrides the cached WSP Profile and Profile-Diff headers with
any headers provided in the WSP request. As described above in Section 6.5.1, the gateway may also add additional
information to the forwarded profile.

6.6 Provisioned WSP Sessions and CPI

In many situations, a device will be provisioned with one or more static WSP sessions; when the device is issued, the
WAP gateway will similarly be provided with information about these sessions. This situation arises, for instance,
with one-way devices that are otherwise incapable of transmitting requests to dynamically establish WSP sessions. As
the WSP session is provisioned, the session may be associated with one or more Profile and Profile-Diff headers which
are consequently cached by the WAP gateway as a standard part of the WSP session state. For the purposes of this
specification, these provisioned headers are treated in the same manner as cached headers that are provided by the
client device during WSP session establishment. In particular, these headers are delivered to origin servers during
gateway-initiated requests, as illustrated in Section 6.5 and specified in Section 10, and they are delivered to third-
party hosts upon request, asillustrated to Section 6.8.

6.7 Resolving Attribute Values in the CPI

An origin server or proxy that needs to determine the correct values for CPl attributes must resolve the profile. This
resolution process applies a collection of default attribute values and then applies appropriate overrides to those
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defaults. Because different network elements may provide additional (or overriding) profile information, the
resolution process must apply this additional information to determine the final attribute values.

The User Agent Profileis constructed in three stages:

Resolve all indirect references by retrieving URI references contained within the profile

Resolve each Profile and Profile-Diff document by first applying attribute values contained in the default
URI references and by second applying overriding attribute values contained within the category blocks
of that Profile or Profile-Diff.

Determine the final value of the attributes by applying the resolved attribute values from each Profile and
Profile-Diff in order, with the attribute values determined by the resolution rules provided in the schema.
Where no resolution rules are provided for a particular attribute in the schema, values provided in profile
diffs are assumed to override values provided in previous profiles or profile diffs.

6.8 Third-Party Requests for Cached Profile, Including PUSH

While a WSP session is established (whether active or suspended), the WAP gateway caches all Profile and Profile-
Diff headers associated with that session. A third party host may issue a request for this CPl to, for instance, generate
content that wil subsequently be pushed to the client device.

The request isinitiated from the third-party host and delivered to a Push Protocol Gateway (PPG). This specification
defines neither a protocol for issuing this request nor a means for addressing the requested information. However, it is
expected that such requests will typically be made to the WAP gateway using HT TP, as suggested by [WAP-PAP].

Upon receiving the profile request, the gateway accesses the cached Profile and Profile-Diff headers and resolves them
to form a complete CPI profile. It responds to the CPI request with the resolved profile (a CC/PP document) using a
MIME type of text/xml.

It isimportant to note that the WAP gateway has incompl ete information about the current CPI. In particular, the
gateway is not aware of any request-specific profile information that the client would have provided to the requesting
third-party server. Moreover, the WAP gateway cannot incorporate attribute information from Profile-Diff headers
that would have been added by intermediate proxies through which the request would have passed had it originated at
the client device. Finally, if the WSP session is currently suspended, then the gateway may be caching out-of-date
profile information.

7 Composite Profile Segments and Attributes

With the exception of this introduction, this section is normative. Throughout this section, sentencesin Italics are
also informative.

The CC/PP framework [ CC/PP] enables information about the capabilities and characteristics of a device and network
to be communicated to web servers and gateways/proxies so that suitable content is rendered to the device. These
capabilities and characteristics are referred to as attributes, and together form a vocabulary. The semantics associated
with these attributes are identified in a schemafor that vocabulary. A profileis an instance of the schema and
contains one or more attributes from the vocabulary. The attributes in the schema are classified into one of several
components, each of which represents a distinguished set of characteristics.

CC/PP uses Resource Description Framework (RDF) [RDF], the technol ogy to describe the meta data for
communicating the profile. An RDF description consists of a structured collection of RDF properties, each of which is
associated with a property type and value and expressed as a directed |abeled graph with nodes, leaves, and arcs or an
object oriented data model with tuples (object/ attribute/val ue).
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7.1 Schema Layout

Definition of a CC/PP schema is governed by the following rules:

The schema MUST be associated with a well-defined vocabulary. A unique URI (identified as prf) in the
XML namespace MUST serve as an unambiguous identifier for the particular vocabulary.

The schema for a profile MUST consist of one or more components, each describing a set of attributes
within one or more description blocks.

All componentsin a CC/PP profile MUST have the same schema structure (layout).

Each component MUST be an object of type Class and MAY contain a subordinate description block for
default attributes.

Attributes considered as default capabilities or characteristics MUST be described within the Default
description block. Typically, these include attributes that are common to a group or class of devices or
user agents across multiple profiles. For example, profiles for users of a Palm |11 device would all have
the same Default hardware characteristics as specified by the vendor.

Descriptions to override the default values MUST aso be included in the component description but
outside the Default description block. The final value of an attribute described in the profile is resolved
based on the semantics associated with the attribute.

7.2 User Agent Profile Components

The schema for WAP User Agent Profiles consists of description blocks for the following key components:

Har dwar ePlatform: A collection of properties that adequately describe the hardware characteristics of the
terminal device. Thisincludes, the type of device, model number, display size, input and output methods,
€tc.

Softwar ePlatform: A collection of attributes associated with the operating environment of the device.
Attributes provide information on the operating system software, video and audio encoders supported by
the device, and user’s preference on language .

Browser UA: A set of attributes to describe the HTML browser application

Networ kChar acteristics: Information about the network-related infrastructure and environment such as bearer
information. These attributes can influence the resulting content, due to the variation in capabilities and
characteristics of various network infrastructures in terms of bandwidth and device accessihility.

WapCharacteristics: A set of attributes pertaining to WAP capabilities supported on the device. Thisincludes
details on the capabilities and characteristics related to the WML Browser, WTA [WTA], etc.

Additional components can be added to the schema to describe capabilities pertaining to other user agents such asan
Email application or hardware extensions. See Section 7.5 for details.

7.3 Attributes

A profile attribute MUST belong to one and only one component of the schema. Since CC/PP creates an unambiguous
distinction between the component classes, a domain constraint (rdfs:domain) MUST be used to describe the
attribute-component relationship in the schema. If an origin server application isinterested in a set of attributes that
spans multiple components, it MUST parse the compl ete profile to obtain the necessary information.

Profile attributes MUST be defined using a traditional name and value pair syntax. Thefirst half of the name-value
pair describes the attribute, and the other half provides the value itself. The RDF property descriptions MUST be
unique and unambiguous in both semantics and value.
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Within an RDF component description block, the attribute description MUST be either embedded lexically inline to
denote the value or expressed as an RDF resource (using indirect or remote reference such as URIs) that must be
resolved to obtain the full description.

Attributes with composite or multiple values MUST be described as RDF resources. For instance, the Default attribute
points to a collection of attributes and should therefore be described as a URI resource. Similarly, an RDF container
(Bag or Sequence) MUST be used to describe a list of values (ordered or unordered) associated with a given attribute.
For example, the InputChar Set attribute would be expressed as follows
<pr f: I nput Char Set >
<rdf : Bag>
<rdf:l1i>US-ASCl I </rdf:li>
<rdf:1i>ShiftJIS</rdf:li>
</ rdf: Bag>
</ prf: I nput Char Set >

The server parsing and interpreting the profile MAY carry out validation of the attribute descriptions in terms of units
and value,

The value of an attribute with multiple descriptions MUST be resolved as follows:

The description of the attribute within the Default tag MUST be resolved first

Any other description of the attribute identified in a subsequent instantiation of the attribute MUST
override the default description

Where multiple descriptions of the attribute exist outside the default description block, the ultimate value
of the attribute MUST be determined by the resolution rules for that attribute. An attribute MUST be
associated with one of the following three resolution rules:

1. Locked: Thefinal valueis determined by the first description outside the default
description block

2. Override: Thefinal value equalsthe last description of the attribute

3. Append: Thefinal valueisalist of al the descriptions of the attribute

For example, the ModelNumber attribute has a resolution semantic identified as Locked. This implies
that the first non-default description of the attribute is the final value or that subsequent instantiations of
the attribute description cannot change the value of that attribute. On the other hand, an attribute such as
ImageCapable has a resolution semantic of Override which meansthat of the multiple descriptions of the
attribute, only the last one is ultimately used to determine the final value. Finaly, an attribute with a
resolution semantic Append has a final value that includes all the descriptions for that attribute in the
profile.

An attribute (RDF property) MUST closely represent the semantics of the capability or characteristics being
represented and MUST follow the naming conventions identified in [RDF] and [RDF-Schema]. For example, the
SoftKeysCapabl e attribute indicates whether or not the device supports programmabl e soft keys.

7.4 Profile

A profileis an instance of the schema. The following rules govern the formation of a profile:

The root node of the profile MUST be identified with an invariant node name such as “ MyProfile’. This
name isfixed for al user agents implementing the profile.

The profile MUST contain one or more attributes identified in the base vocabulary. It is not required for
a profile to contain all the attributes in the base vocabulary. In other words, the profile instantiates a
subset of the attributesin the vocabulary.
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The components in the profile are instances of the components identified in the schema. They MUST be
identified as such, by means of the rdf:type attribute whose value matches the name of the component
type in the schema. For example, SBCNetworkChar is an instantiated component of a profile, which is
of type NetworkCharacteristics. The profile must therefore include an RDF statement such as

<rdf: Description | D="SBCNetworkChar" >

<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschena-

19991014/ #Net wor kChar acteri stics"/>

Furthermore, al profile parsers MUST parse the profile based on the type of the component and not based on the
name (since the name can vary, but the type is defined in the schema). This applies to the merging of the various delta
profiles (diffs) that are generated or appended by different network elements.

7.5 User Agent Profile Schema and Base Vocabulary

This section specifies the schema and base vocabulary for WAP User Agent Profiles. The schemais expressed in RDF
and encoded in XML, and it includes semantic descriptions of all attributes identified in the vocabulary. However, a
profile that conforms to the schema is not required to define all attributes contained in the schema. Because of
limitations in the existing XML and RDF standards, certain information in the schema such as attribute type is
currently described in the form of RDF or XML comments. For the purposes of determining whether a profile
conforms to this specification, the entire schema--including comments--is considered normative. In future versions of
this specification, information currently contained within commentsis likely to be described more formally using
standard XML and/or RDF methods.

The base vocabulary istabulated in Appendix A.1 for easy reference.

<?xm version="1.0"7?>

<rdf: RDF xml ns: rdf "http://ww. w3. org/ TR/ 1999/ 02/ 22- r df - synt ax- ns##"
xm ns:rdfs "http://ww. w3. org/ 1999/ PR-r df - schema- 19990303#"
xm ns: prf="http://ww. wapf orum or g/ UAPROF/ ccppschema- 19991014#" >

<rdf: Description | D="Conponent" >
<rdf:type resource="http://ww. w3. org/ TR/ PR-r df - schema#Cl ass"/ >
<rdf s: subC assOf
rdf :resource="http://ww. w3. org/ TR/ 1999/ PR-r df - schema- 19990303#Resour ce"/ >
<rdfs: | abel >Conponent </ rdf s: | abel >
<rdf s: corment >
A Component within the CC PP Schema is a class of related properties
that describe the capabilities and preferences information.
</ rdfs: conment >
</rdf: Description>

<|__ Rk I O S I O R Rk I R R S kR R SRR I O R I O ->

<l-- ***x%* Properties shared anpbng the conponents***** ..>

<rdf: Description | D="conponent">
<rdf:type resource="http://ww.w3. org/ TR/ PR-rdf - schema#Pr operty"/ >
<rdfs: | abel >conponent </ rdf s: | abel >
<rdf s: coorment >
The conponent attribute |links the various conponents to the root node
(profile).
</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="Defaul ts">
<rdfs:type rdf:resource="http://ww. w3. or g/ TR/ PR-r df - schema#Pr operty"/>
<rdfs:domin rdf:resource="#HardwarePl at f ornf'/ >
<rdfs:domain rdf:resource="#SoftwarePl at forn'/ >
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<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdfs:domin rdf:resource="#Browser UA"/ >
<rdfs:domai n rdf:resource="#Net wor kCharacteristics"/>
<rdfs: coment >
An attribute used to identify the default capabilities.
</ rdfs: cooment >
</rdf: Description>

<|__ Rk I O S I O R Rk kR I Sk bk R R O S kR I O ->

<l-- ***x%* Conponent Definitions ***** -.>

<rdf: Description |ID="HardwarePl at f or ni' >
<rdf:type resource="http://ww. w3. org/ TR/ PR-r df - schema#Cl ass"/ >
<rdfs:subC assOf rdf: resource="#Conponent"/ >
<rdf s: | abel >Conponent : Har dwar ePl at f or </ r df s: | abel >
<rdf s: corment >
The Har dwar ePl at f orm conponent contains properties of the device's
Har dwar e, such as display size, supported character sets, etc.
</ rdfs: conment >
</rdf: Description>

<rdf: Description |ID="SoftwarePl at f or ni' >
<rdf:type resource="http://ww. w3. org/ TR/ PR-r df - schema#Cl ass"/ >
<rdfs:subC assOf rdf: resource="#Conponent"/ >
<rdf s: | abel >Conponent: SoftwarePl atfornm</rdfs:|abel >
<rdf s: corment >
The Sof t war ePl at f orm conponent contains properties of the device's
application environnment, operating system and installed software.
</ rdfs: conment >
</ rdf: Description>

<rdf: Description | D="Browser UA" >
<rdf:type resource="http://ww. w3. org/ TR/ PR-r df - schema#Cl ass"/ >
<rdfs:subC assOf rdf: resource="#Conponent"/ >
<rdf s: | abel >Conponent: Browser UA</rdfs: | abel >
<rdf s: coorment >
The Browser UA conponent contains attributes related to the browser
user agent running on the device.
</ rdfs: conment >
</rdf: Description>

<rdf: Description |ID="NetworkCharacteristics">
<rdf:type resource="http://ww. w3. org/ TR/ PR-r df - schema#Cl ass"/ >
<rdfs:subC assOf rdf: resource="#Conponent"/ >
<rdf s: | abel >Conponent: NetworkCharacteristics</rdfs:|abel >
<rdf s: coorment >
The Networ kCharacteristics conponent contains properties describing the
net wor k envi ronnent including the supported bearers.
</ rdfs: conment >
</ rdf: Description>

<rdf: Description | D="WapCharacteristics">
<rdf:type resource="http://ww. w3. org/ TR/ PR-r df - schema#Cl ass"/ >
<rdfs:subC assOf rdf: resource="#Conponent"/ >
<rdf s: | abel >Conponent: WapCharacteristics</rdfs:|abel >
<rdf s: coorment >
The WapCharacteristics conponent contains properties of the WAP
envi ronment supported by the device.
</ rdfs: conment >
</ rdf: Description>
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<l - *%

** |n the follow ng property definitions, the defined types
** are as follows:

*x Nunber : A positive integer

* % [0-9] +

*x Bool ean: A yes or no val ue

*x Yes| No

*x Literal: An al phanuneric string

*x [A-Za-z0-9/.\-_]+

*x Di mension: A pair of nunbers

*x [0-9] +x[ 0-9] +

* %
-->
<!__ IR R R S I S S S S I I R S I I ->
<l-- ***x%* Conponent: HardwarePlatform ***** _-.>

<rdf: Description |ID="BitsPerPixel ">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Hardwar ePl atf orni'/ >
<rdf s: corment >
Description: The nunmber of bits of color or grayscale information per
pi xel, related to the nunber of colors or shades of gray
the device can displ ay.

Type: Nurber
Resol uti on: Override
Exanpl es: "2r, "8

</ rdf s: conment >
</rdf: Description>

<rdf: Description |ID="Col or Capabl e" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Har dwarePl atforni'/>
<rdf s: corment >
Description: [Indicates whether the device's display supports col or.
"Yes" nmeans color is supported. "No" neans the display
supports only grayscal e or black and white.

Type: Bool ean
Resol uti on: Override
Exanpl es: "Yes", "No"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="CPU'>
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Har dwar ePl atforni'/>
<rdf s: corment >
Description: Name and nodel nunber of the device CPU.

Type: Literal
Resol uti on: Locked
Exanpl es: "PentiumlII1l", "PowerPC 750"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="I|nmageCapabl e">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#HardwarePl atforni'/>
<rdf s: corment >
Description: Indicates whether the device supports the display of
images. If the value is "Yes", the property CcppAccept
may |ist the types of images supported.
Type: Bool ean
Resol uti on: Locked
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Exanpl es: "Yes", "No"
</ rdf s: cooment >
</ rdf: Description>

<rdf: Description |ID="Input Char Set" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Hardwar ePl atforni'/>

<rdf s: corment >

Description: List of character sets supported by the device for text

entry. Property's value is a list of character sets,
where each itemin the list is a character set nane, as
regi stered with | ANA.

Type: Literal
Resol uti on: Locked
Exanpl es: "US-ASCI 1", "ISO 8859-1", "Sshift_JIS

</ rdfs: cooment >
</rdf: Description>

<rdf : Descri pti on | D="Keyboard" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Hardwar ePl atf orni'/ >
<rdf s: corment >
Description: Type of keyboard supported by the device, as an indicator
of ease of text entry.

Type: Literal
Resol uti on: Locked
Exanpl es: "Di sanbi guating", "Qunerty", "PhoneKeypad"

</ rdf s: cooment >
</rdf: Description>

<rdf: Description | D="MaxScreenChar" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf s: donmi n rdf:resource="#HardwarePl at forni'/ >

<rdf s: corment >

Description: Size of the virtual page onto which a docunent is

rendered, in units of characters. Property value is
conposed of the screen wi dth and screen height. The
device's standard font should be used to determine this
property's value. This property may not apply to all

devi ces.
Type: Di mensi on
Resol uti on: Locked
Exanpl es: "16x80", "48x32"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Mdel ">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#Har dwar ePl at f ornf'/ >
<rdf s: conment >
Description: Mbdel nunber assigned to the ternminal device by the
vendor or manufacturer.

Type: Literal
Resol uti on: Locked
Exanpl es: "Mustang GI", "@0"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="0Qutput Char Set" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdf s: donmi n rdf:resource="#Har dwar ePl at forni'/ >
<rdf s: corment >
Description: List of character sets supported by the device for
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output to the display. Property value is a list of
character sets, where each itemin the list is a

character set nane, as registered with I ANA List
items are separated by white space.

Type: Literal
Resol uti on: Append
Exanpl es: "US-ASCI ", "1SO 8859-1", "shift_JIs"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="PointingResol ution">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Har dwarePl atforni'/>
<rdf s: corment >
Description: Type of resolution of the pointing accessory supported
by the device.

Type: Literal
Resol uti on: Locked
Exanpl es: "Character", "Line", "Pixel"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description |ID="ScreenSi ze" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#HardwarePl atforni'/>
<rdf s: corment >
Description: The size of the device's screen in units of pixels,
conposed of the screen width and the screen height.

Type: Di mensi on
Resol uti on: Locked
Exanpl es: "160x160", "640x480"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="ScreenSi zeChar" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdfs:domin rdf:resource="#HardwarePl at f ornf'/ >

<rdfs: coment >

Description: Size of the device's screen in units of characters,

conposed of the screen wi dth and screen height. The
device's standard font should be used to determ ne
this property's val ue.

Type: Di mensi on
Resol uti on: Locked
Exanpl es: "12x4", "16x8"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="SoftKeysCapabl e" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#HardwarePl atforni'/>
<rdf s: corment >
Description: Indicates whether the device supports progranmabl e soft
keys. A soft key is a physical key whose |abel and
function can change progranmatically.

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="SoundCQut put Capabl e" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#HardwarePl atform"/>
<rdf s: conment >
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Description: [Indicates whether the device supports sound out put
through an external speaker, headphone jack, or other
sound out put nechani sm

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description |ID="Textl| nput Capabl e">

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf s: donmi n rdf:resource="#Hardwar ePl atforni'/>

<rdf s: corment >

Description: [Indicates whether the device supports al pha-nuneric text

entry. "Yes" nmeans the device supports entry of both
letters and digits. "No" nmeans the device supports only
entry of digits.

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="Vendor" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Har dwar ePl atforni'/>
<rdf s: corment >
Description: Name of the vendor manufacturing the term nal device.

Type: Literal
Resol uti on: Locked
Exanpl es: "Ford", "Lexus"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Voicel nput Capabl e">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs: domai n rdf:resource="#Har dwar ePl at f or ni'/ >
<rdf s: conment >

Description: Indicates whether the device supports any form of voice
i nput, including speech recognition. This includes voice-
enabl ed browsers.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdfs: cooment >
</rdf: Description>

<|__ Rk I O S O S R Rk kR R I R R I kR R O ->

<l-- ***x%* Conponent: SoftwarePlatform ***** -.>

<rdf: Description |ID="Accept Downl oadabl eSof t war e" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: conment >

Description: [Indicates the user's preference on whether to accept
downl oadabl e software.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Audi ol nput Encoder ">
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<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: List of audio input encoders supported by the device.

Type: Literal
Resol uti on: Append
Exanpl e: "G 711", "G 931"

</rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="Downl oadabl eSof t war eSupport ">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: List of executable content types which the device
supports and which it is willing to accept fromthe
network. The property value is a list of MM types,
where each itemin the list is a content type
descriptor as specified by RFC 2045. Itens in the
list are separated by white space.

Type: Literal
Resol uti on: Locked
Exanpl es: "appl i cation/ x- nedos- exe"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="JVMWersion">

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: List of the Java virtual machines installed on the

device. Each itemin the list is a name token describing
the vendor and version of the VM

Type: Literal
Resol uti on: Append
Exanpl es: "SunJRE1. 2", "MSJVML. 0"

</ rdf s: cooment >
</rdf: Description>

<rdf: Description | D="MexeC assmar k" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: ETSI MEXE classmark. Value "1" nmeans the MEXE device

supports WAP. Val ue "2" nmeans MEXE devi ce supports
WAP and Java. All other values should be considered
reserved for use by MEXE.

Type: Nurber
Resol uti on: Locked
Exanpl es: ", o t2n

</ rdfs: cooment >
</ rdf: Description>

<rdf : Descri pti on | D="MexeSpec" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: Class mark specialization. Refers to the first two
digits of the version of the MEXE Stage 2 spec.

Type: Literal
Resol uti on: Locked
Exanpl es: "7.02"
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</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="CSNane" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: Name of the device's operating system

Type: Literal
Resol uti on: Locked
Exanpl es: "Mac OS', "W ndows NT"

</ rdfs: cooment >
</rdf: Description>

<rdf : Descri pti on | D="0SVendor" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: Vendor of the device's operating system

Type: Literal
Resol uti on: Locked
Exanpl es: "Apple", "Mcrosoft"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="0SVersion">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: Version of the device's operating system

Type: Literal
Resol uti on: Locked
Exanpl es: "6.0", "4.5"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Recipi ent AppAgent ">

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: User agent associated with the current request. Val ue

shoul d match the name of one of the conponents in the
profile. A conponent nane is specified by the ID
attribute on the prf: Conponent el enment containing the
properties of that conponent.

Type: Literal
Resol uti on: Locked
Exanpl es: " SpeedyMai | "

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Sof t war eNunmber ” >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#SoftwarePl atforni/>
<rdf s: conment >
Description: Version of the device-specific software (firmvare) to
whi ch the device's | ow | evel software conforns.

Type: Literal
Resol uti on: Locked
Exanpl es: "2

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Videol nput Encoder ">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
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<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>
<rdf s: corment >
Description: List of video input encoders supported by the device.

Type: Literal
Resol uti on: Append
Exanpl es: "MPEG 1", "MPEG 2", "H. 261"

</ rdfs: cooment >
</rdf: Description>

<|__ R I O R Rk kR I Sk bk R R O O R I I -—>

<l-- ***x%* Conponent: NetworkCharacteristics ***** -.>

<rdf: Description |ID="CurrentBearer Servi ce">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Net workCharacteristics"/>
<rdf s: corment >
Description: The bearer on which the current session was opened.

Type: Literal
Resol uti on: Locked
Exanpl es: "OneWaySMs", "GQUTS", "TwoWayPacket"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="SecuritySupport">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Net workCharacteristics"/>
<rdf s: corment >
Description: Type of security or encryption nmechani sm support ed.

Type: Literal
Resol uti on: Locked
Exanpl e: " PPTP"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description |D="SupportedBearers”>
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdf s: donmi n rdf:resource="#Net workCharacteristics"/>
<rdf s: corment >
Description: List of bearers supported by the device.

Type: Literal
Resol uti on: Locked
Exanpl es: "GPRS", "GUTS', "TwowaySMs", CSD', "USSD"

</ rdfs: coment >
</rdf:description>

<|__ Rk I O S O O R R O kR I kb R R O kR ->

<l-- ***** Conmponent: BrowserUA ***** _._>

<rdf: Description |ID="Browser Nane" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Browser UA"/ >
<rdf s: corment >
Description: Name of the browser user agent associated with the
current request.

Type: Literal
Resol uti on: Locked
Exanpl es: "Mbzilla", "MSIE"

</ rdfs: cooment >
</rdf: Description>
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<rdf: Description | D="Browser Version">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Browser UA"/ >
<rdf s: corment >
Description: Version of the browser.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.0"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="CcppAccept ">

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: List of content types the device supports. Property

value is a list of MM types, where each itemin the
list is a content type descriptor as specified by

RFC 2045.
Type: Literal
Resol uti on: Append
Exanpl es: "text/htm ", "text/plain", "text/htm", "image/gif"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |D="CcppAccept - Charset">

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: List of character sets the device supports. Property

value is a list of character sets, where each itemin
the list is a character set nanme registered with | ANA

Type: Literal
Resol uti on: Append
Exanpl es: "US-ASCI ", "I1SO 8859-1", "shift_JIs"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="CcppAccept - Encodi ng" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: List of transfer encodings the device supports.

Property value is a list of transfer encodi ngs, where
each itemin the list is a transfer encoding nane as
speci fied by RFC 2045 and registered with | ANA

Type: Literal
Resol uti on: Append
Exanpl es: "base64", "quoted-printable"

</ rdf s: corment >
</ rdf: Description>

<rdf: Description | D="CcppAccept - Language" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Seq"/ >

<rdf s: donmi n rdf:resource="#Sof twarePl atforni/>

<rdf s: corment >

Description: List of preferred docunent |anguages. If a resource is

available in nore than one natural |anguage, the server
can use this property to determ ne which version of the
resource to send to the device. The first itemin the
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l'ist should be considered the user's first choice, the
second the second choice, and so on. Property value is
a list of natural |anguages, where each itemin the list
is the name of a | anguage as defined by RFC 1766.

Type: Literal
Resol uti on: Append
Exanpl es: "zh-CN', "en", "fr"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Downl oadabl eBr owser Apps" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Browser UA"/ >

<rdf s: corment >

Description: List of executable content types which the browser

supports and which it is willing to accept fromthe
network. The property value is a list of MM types,
where each itemin the list is a content type
descriptor as specified by RFC 2045.

Type: Literal
Resol uti on: Append
Exanpl es: "application/java-applet" "application/javascript"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="FramesCapabl e">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#Browser UA"/ >
<rdf s: conment >

Description: [Indicates whether the browser is capable of displaying
HTML franes.

Type: Bool ean

Resol uti on: Override

Exanpl es: "Yes", "No"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Htnl Versi on">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Browser UA"/ >
<rdf s: corment >
Description: Version of HyperText Markup Language (HTM.) supported
by the browser.

Type: Literal
Resol uti on: Locked
Exanpl es: "2.0", "3.2", "4.0"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="JavaScri pt Versi on">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Browser UA"/ >
<rdf s: corment >
Description: Version of the JavaScript |anguage supported by the

br owser.
Type: Literal
Resol uti on: Locked
Exanpl es: "1.4"

</rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="PreferenceFor Frames" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#Browser UA"/ >
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<rdfs: coment >

Description: Indicates the user's preference for receiving HTM
content that contains franes.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="Tabl esCapabl e">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#Browser UA"/ >
<rdf s: conment >

Description: [Indicates whether the browser is capable of displaying
HTM. t abl es.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Xhtnl Version">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Browser UA"/ >
<rdf s: corment >
Description: Version of XHTM. supported by the browser.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.0"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description |ID="Xhtn Modul es" >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdf s: donmi n rdf:resource="#Browser UA"/ >

<rdf s: corment >

Description: List of XHTM. nodul es supported by the browser. Property

value is a list of npdule nanes, where each itemin the
list is the nane of an XHTM. nodul e as defined by the
WBC docunent "Modul ari zati on of XHTM.", Section 4. Note that
the referenced docunent is a work in progress. Any subsequent
changes to the nodul e nam ng conventions shoul d be
reflected in the values of this property.

Type: Literal
Resol uti on: Append
Exanpl es: "XHTML1-struct", "XHTM.1-bl kstruct", "XHTM.1-franmes"

</ rdfs: cooment >
</rdf: Description>

<|__ Rk I O I O b R Rk e kR R Sk kR I I kR -—>

<l-- ***x%* Conponent: WapCharacteristics ***** -..>

<rdf: Description | D="WapDevi ceC ass" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: Cassification of the device based on capabilities as
identified in the WAP 1.1 specifications. Current

val ues are "A", "B" and "C".
Type: Literal
Resol uti on: Locked
Exanpl es: "A
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</ rdfs: cooment >
</ rdf: Description>

<rdf: Description | D="WapPushMsgPriority">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: User's preference on the priority of incom ng push

nessages.

Type: Literal

Resol uti on: Locked

Exanpl es: "critical", "low', "none", "all"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="WapPushMsgSi ze" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: Mxinmum size of a push nessage that the device can
handl e. Val ue is nunber of bytes.

Type: Nurber
Resol uti on: Locked
Exanpl es: "1024", "1400"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="WapVersi on">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: Version of WAP support ed.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.1", "1.2", "2.0"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Whr DeckSi ze" >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: Maxinum size of a WWL deck that can be downl oaded to
the device. This may be an estimate of the maxi num size
if the true maxi mum size is not known. Value is nunber

of bytes.
Type: Nurber
Resol uti on: Locked
Exanpl es: "4096"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Wr Scri ptLibraries">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >

Description: List of mandatory and optional libraries supported in
the device's WMLScri pt VM

Type: Literal

Resol uti on: Locked

Exanpl es: "Lang", "Float", "String", "URL", "WWM.Browser", "Dial ogs"

</ rdfs: cooment >
</rdf: Description>
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<rdf: Description |ID="Wr Scri pt Versi on">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource=" http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: List of WMLScri pt version numbers supported by the device.

Type: Literal
Resol uti on: Append
Exanpl es: 1.1", "1.0"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Wr Version">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: List of WWL | anguage versi on nunbers supported by the device.

Type: Literal
Resol uti on: Append
Exanpl es: 1.1", "1.0"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="W ai Li brari es">

<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdf:type rdf:resource=" http://ww. w3. org/ TR/ PR-r df - schema#Bag"/ >

<rdfs:domai n rdf:resource="#WapCharacteristics"/>

<rdf s: corment >

Description: List of WIAI network common and network specific

libraries supported by the device that are URI accessible.
Property value is a list of WIA library nanmes, where each
itemin the list is a library name as specified by
"WAP WITAI" and its addenduns. Any future addenduns to "WAP WIAl"
shoul d be reflected in the values of this property.

Type: Literal
Resol uti on: Locked
Exanpl es: "WI'AVoi ceCal | ", "WIANet Text", "WIAPhoneBook",

"WIACal | Log", "WIAM sc", "WIAGSM', "WFAI S136", "WIAPDC"
</ rdf s: cooment >
</rdf: Description>

<rdf: Description | D="W aVer si on">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#WapCharacteristics"/>
<rdf s: corment >
Description: Version of WIA user agent.

Type: Literal
Resol uti on: Locked
Exanpl es: "1

</ rdfs: cooment >
</rdf: Description>

</ r df : RDF>
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7.6 Profile Example in RDF

This section isintended to help the reader better understand the implementation and use of the specified schema and
vocabulary for User Agent Profiles. The reader is expected to be familiar with RDF specifications [RDF], [RDF-
Schema).

Consider afictitious mobile device having most of the capabilities identified in the vocabulary. A sample RDF graph
for the profileis shown in Figures 7.1, 7.2, 7.3, 7.4, and 7.5. Note that these are directly trandatable to RDF triples,
each describing resource, attribute, and value.

These figures are followed by an XML implementation of the profile for thisfictitious device. This profile conforms
to the schema described in Section 7.4. When compiled using an RDF parser (such as SIRPAC [SIRPAC]), it
generates the necessary tuples corresponding to the graph. Note that the profile does not have to contain all attributes
specified in the vocabul ary.

In this example, the indirect referencing scheme has been used for default resources located at the vendor site. The
long serialized syntax has been used only to improve readability, with the expectation that machine readable RDF
parsers will also be able to interpret and understand the compact syntax. See Appendix 2 for an example comparison
of the serialized syntax versus the abbreviated syntax for RDF documents.

Note: The enclosed XML implementation has been verified with RDF parser SIRPAC.
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Figure 7.5: Software Characteristics

XML encoded profile that maps the graph for the fictitious device (verified with SIRPAC[8]):

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#'

xm ns: prf="http://ww. wapf orum or g/ UAPROF/ ccppschena- 19991014991014#" >

<rdf: Description | D="MyProfile">
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<prf: conponent >

<rdf: Description |D="Term nal Har dwar e" >
<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschema-
19991014/ #Har dwar ePl at formi' />
<prf:Defaults rdf:resource="http://ww. nokia.com profil es/2160" />
<!-- override the I mageCapabl e property, and add Voi cel nput Capabl e
and Keyboard properties -->
<prf: 1l magecapabl e>Yes</ prf: | magecapabl e>
<prf: Keyboar d>Di sanbi guat i ng</ prf: Keyboar d>
<prf: Voi cel nput Capabl e>Yes</ prf: Voi cel nput Capabl e>
</rdf: Description>
</ prf:conponent >

<prf: conponent >
<rdf: Description |D="Term nal Sof t war e" >
<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschema-
19991014/ #Sof t war ePl at form' />
<prf:Defaults rdf:resource="http://ww.synbi an. conf profil es/pda/epoc" />
<!--Override Videol nput Encoder property and add JVMersion property -->
<prf:JVMWersi on>
<rdf : Bag>
<rdf:_| 1>SunJREL. 2</rdf: _| 1>
<rdf:_| 2>MSJVML. O</rdf: _| 2>
</ rdf : Bag>
</ prf:JVMWersi on>
<pr f: Vi deol nput Encoder >
<r df : Bag>
<rdf: _| 1>Moeg- 1</rdf: | 1>
<rdf: _| 2>Moeg-2</rdf: _|2>
<rdf: _| 3>Moeg-4</rdf: _| 3>
</ rdf : Bag>
</ prf: Vi deol nput Encoder >
</rdf: Description>
</ prf:conponent >

<prf: conponent >
<rdf: Description | D="UABr owser For PDA" >
<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschemna-
19991014/ #Br owser UA" />
<prf:Defaults rdf:resource ="http://ww. netscape. conl Navi gator/ 4.5/ PDA />
<!-- Add property regarding XHTML versi on and XHTM. nodul es -->
<pr f: XHTM.Ver si on>1. 0</ pr f : XHTM_Ver si on>
<pr f: Xht M Modul es>
<rdf : Bag>
<rdf: | 1>XHTM_1-t abl es</rdf: _| 1>
<rdf: _| 2>XHTM_1-franmes</rdf: _| 2>
</ rdf : Bag>
</ prf: Xnt M Modul es>
</rdf: Description>
</ prf:conponent >

<prf: conponent >
<rdf: Description |ID="SBCNetworkChar">
<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschema-
19991014/ #Net wor kChar acteri stics" />
<prf:Defaults rdf:resource="http://ww.sbcw rel ess. com texas/profil es/sns-
service"/>
<!-- no overrides. -->
</rdf: Description>
</ prf:conponent >

<prf: conponent >
<rdf: Description | D="WapCharacteristics">
<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschema-
19991014/ #WAPChar acteri stics" />
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<prf:Defaults rdf:resource="http://ww. phone. com PDA/ WAP1. 1" />
<!--override Wi Version property; no addition of new property descriptions -->
<prf:Wr Versi on>
<rdf : Bag>
<rdf:1i>1.0</rdf:li>
</ rdf : Bag>
</ prf:Wr Versi on>
</rdf: Description>
</ prf:conponent >

</ rdf: Description>
</ rdf : RDF>

Hardware Platform: Defaults at http://www.nokia.com/profiles/2160

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns: prf="http://ww. wapforum or g/ UAPROF/ ccppschema- 19991014#" >
<!--hardware vendor site: Default description of properties -->
<rdf: Descri ption>
<pr f : Vendor >Noki a</ pr f: Vendor >
<prf: Model >2160</ prf: Model >
<pr f : CPU>PPC650</ pr f : CPU>
<prf: Text | nput Capabl e>Yes</ prf: Text | nput Capabl e>
<prf: 1 mageCapabl e>No</ prf: | mageCapabl e>
<prf: Sof t KeysCapabl e>Yes</ prf: Sof t KeysCapabl e>
<pr f: SoundQut put Capabl e>Yes</ prf: SoundQut put Capabl e>
<prf: Poi nti ngResol uti on>Pi xel </ prf: Poi nti ngResol uti on>
<pr f : Col or Capabl e>No</ prf: Col or Capabl e>
<prf:ScreenSi ze>600x400</ prf: ScreenSi ze>
<prf: ScreenSi zeChar >12x4</ prf: Scr eenSi zeChar >
<pr f: MaxScr eenChar >48x32</ pr f : MaxScr eenChar >
<pr f: I nput Char Set >
<rdf : Bag>
<rdf:1i>US-ASCl I </rdf:1i>
</ rdf : Bag>
</ prf: I nput Char Set >
<prf: BitsPerPi xel >8</ prf:BitsPerPi xel >
<pr f : Qut put Char Set >
<rdf : Bag>
<rdf:1i>US-ASCl I </rdf:1i>
<rdf:1i>Shift_JIS</rdf:li>
</ rdf : Bag>
</ pr f : Qut put Char Set >
</rdf: Description>
</ rdf : RDF>

SoftwarePlatform Default properties at http://www.symbian.com/profiles/pda/epoc

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns: prf="http://ww. wapforum or g/ UAPROF/ ccppschema- 19991014#" >
<!--software vendor site: Default description of software properties -->
<rdf: Description>
<pr f : OSVendor >Psi on</ pr f : OSVendor >
<pr f : OSNane>Epoc</ pr f : OSNane>
<prf: OSVer si on>2. 2</ pr f: OSVer si on>
<pr f : Accept Downl oadabl eSof t war e>No</ pr f : Accept Downl oadabl eSof t war e>
<prf: Reci pi ent Agent >UABr owser For PDA</ pr f : Reci pi ent Agent >
<prf: MexeC assmar k>1</ prf: MexeCl assmar k>
<prf: MexeSpec>7. 02</ prf: MexeSpec>
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<pr f: Sof t war eNunber >1</ prf : Sof t war eNunber >
<pr f : Audi ol nput Encoder >
<rdf : Bag>
<rdf:1i>G 711</rdf:
<rdf:li>G 931</rdf:
</ rdf : Bag>
</ prf: Audi ol nput Encoder >
<pr f : Downl oadabl eSof t war eSupport >
<rdf : Bag>
<rdf:|i>application/x-nmsdos-exe</rdf:li>
</ rdf : Bag>
</ pr f : Downl oadabl eSof t war eSupport >
<pr f: Vi deol nput Encoder >
<rdf : Bag>
<rdf:li>Meg-1</rdf:
<rdf:1i>Myeg-2</rdf:
</ rdf : Bag>
</ prf: Vi deol nput Encoder >
</rdf: Description>
</ rdf : RDF>

li>
li>

li>
li>

Browser User Agent Default Properties at http://www.netscape.com/Navigator/4.5/PDA

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns: prf="http://ww. wapforum or g/ UAPROF/ ccppschema- 19991014#" >
<!-- browser vendor site: Default description of properties -->
<rdf: Description>
<prf: Browser Nane>Mozi | | a</ prf: Br owser Nanme>
<prf: Browser Versi on>4. 5</ prf: Browser Versi on>
<prf:H m Version>4.0</prf:H m Versi on>
<prf:JavaScri pt Versi on>1. 2</ prf: JavaScri pt Ver si on>
<prf: FramesCapabl e>Yes</ prf: FranesCapabl e>
<prf: PreferenceFor Franes>Yes</prf: PreferenceForFranes>
<pr f: Tabl esCapabl e>No</ prf : Tabl esCapabl e>
<pr f : Downl oadabl eBr owser Apps>
<rdf : Bag>
<rdf:li>application/java-applet</rdf:li>
</ rdf : Bag>
</ pr f : Downl oadabl eBr owser Apps>
<prf: CcppAccept >
<rdf : Bag>
<rdf:li>text/plain</rdf:
<rdf:li>text/x-wr </rdf:
</ rdf : Bag>
</ prf: CcppAccept >
<prf: CcppAccept - Language>
<rdf : Seq>
<rdf:li>en</rdf:
<rdf:li>fr</rdf:
</ rdf: Seq>
</ prf: CcppAccept - Language>
<pr f: CcppAccept - Encodi ng>
<rdf : Bag>
<rdf:|i>base64</rdf:Ii>
<rdf:li>quoted-printable</rdf:Ili>
</ rdf : Bag>
</ prf: CcppAccept - Encodi ng>
<prf: CcppAccept - Char set >
<rdf : Bag>
<rdf:1i>US-ASCI | </rdf:li>
<rdf:li>I SO 8859-1</rdf:|i>
</ rdf : Bag>
</ prf: CcppAccept - Char set >

li>
li>

li>
li>
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</rdf: Description>
</ rdf : RDF>

Network characteristics located at Carrier web site: http://www.sbewire ess.com/texas/profil es/'sms-service

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns: prf="http://ww. wapforum or g/ UAPROF/ ccppschema- 19991014#" >
<l-- carrier site: Default description of Network related properties
for SMS subscribers -->
<rdf: Description>
<prf: Current Bear er Servi ce>SMs</ pr f: Cur r ent Bear er Ser vi ce>
<prf: SecuritySupport>PPTP</prf: SecuritySupport>
<prf: Support edBear er s>
<rdf : Bag>
<rdf:li>SMs</rdf:li>
<rdf:li>CDPD</rdf:li>
</ rdf : Bag>
</ prf: SupportedBear er s>
</rdf: Description>
</ rdf : RDF>

WAP Default properties at http://www.phone.com/PDA/WAP1.1

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns: prf="http://ww. wapf orum or g/ UAPROF/ ccppschema- 19991014#" >
<!--WAP Browser vendor site: Default description of WAP properties -->
<rdf: Descri ption>
<prf:WapVersi on>1. 1</ prf: WapVer si on>
<prf: Wrl DeckSi ze>1400</ prf: Wrl DeckSi ze>
<prf:WapDevi ceC ass>A</ prf: WapDevi ceCl ass>
<prf:WapPushMsgSi ze>1400 oct et s</ prf: WapPushMsgSi ze>
<prf:WapPushMsgPriority>all </ prf:WapPushMsgPriority>
<prf:W aVersi on>1. 0</ prf: W aVer si on>
<prf: W Scri pt Versi on>1. 1</ prf: Wr Scri pt Ver si on>
<prf:Wr scriptLibraries>
<rdf : Bag>
<rdf:li>Float</rdf:li>
<rdf:|i>Dialogs</rdf:li>
<rdf:li>URL</rdf:li>
</ rdf : Bag>
</prf:Wr scriptLibraries>
<prf:Wai Li braries>
<rdf : Bag>
<rdf:|i>WrAVoi ceCal | </rdf:1i>
<rdf:li>WFAl S136</rdf:1i >
</ rdf : Bag>
</prf:WailLibraries>
<prf:Wr Versi on>
<rdf : Bag>
<rdf:1i>1.0</rdf:
<rdf:1i>1.1</rdf:
</ rdf : Bag>
</ prf:Wr Versi on>
</rdf: Description>
</ rdf : RDF>

li>
li>
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1.7 Extensions to the Schema/Vocabulary

While this specification provides a base vocabulary of property descriptions for User Agent Profiles, it is anticipated
that implementers of new applications or device capabilities may, in the future, have a need for expressing new or
additional attributes in the profile. The use of RDF enables an extensibility mechanism for CC/PP-based schemas that
addresses the evolution of new types of devices, applications, or hardware/software. The vocabulary extensions will
congtitute a different RDF schema and will have a corresponding RDF model and syntactic representation. A
particular profile may compose attributes from multiple schemas, namely the base vocabulary schema and the
vocabulary extension schema.

The new schema/vocabulary MUST adhere to the following guidelines and recommendations for compliance with this
specification and the CC/PP framework:

New schemas and vocabularies MUST be uniquely identified using well-defined XML namespaces.

Since RDF supports interoperability of schemas, the new schemas MUST NOT contain the same
attributes (name and semantics) as specified in the base vocabulary. Note that profiles can be composed
from attributes from multiple schemas. Moreover, extended attributes SHOULD NOT use attribute
names that are reserved for future use by the base vocabulary, as listed in Appendix A.5.

The schema vocabulary designer SHOULD have a mental model of the RDF document as an RDF graph,
and should take care to express and verify the intuitions against common RDF tools. This will eliminate
potential ambiguity regarding the schema and its semantics, and interpretation by tools.

To reduce the verbosity of the profile and therefore the size of the HTTP headers, the CC/PP document
SHOULD be expressed using the abbreviated syntax.

Control characters and binary bytes MUST be encoded in conformance with XML syntax specifications.

In addition to the naming conventions specified in Appendix C of the RDF Specification [RDF], the
following naming conventions MUST be adhered to while defining new profile attributes and
components:

All components and attributes MUST start with an upper case letter.
Multiple word names MUST be described as one word, with the first letter in the second word in upper case.

There MUST NOT be any separator or underscore between the words. For example, Software Platform
must be identified as SoftwarePlatform.

Boolean values MUST be described as“ Yes” and“ No™ .
Cyclic references (URIs) MUST NOT be used during schema design.

7.7.1 Addition of Components
In defining components within the new schema, the designer MUST apply the following rules:

The components used in a standardized base vocabulary MUST not only contain enough information to
meet the needs of a majority of current content providers but also allow for the meaningful introduction
of future device capahilities into the profile.

As long as the new attributes fall within the realm of one of the base profile components
(HardwarePlatform, SoftwarePlatform, NetworkCharacteristics, WAPCharacteristics, and BrowserUA),
the designers of new schemas must add those attributes to these defined components (instead of creating
new components).

New applications or user agents may need to assert their capabilities and preferences in a new
component. The schema designer MUST uniquely define the attributes to be included in the vocabulary
for the component. Attribute definition includes identifying the semantic description, attribute type
(resource! literal), the type of resolution rule and sample values.
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The schema for the new components MUST follow the general schema layout for the core profile
components. Therefore, the nested description for each component MUST incorporate the following
structure:

A subordinate description block to identify default attributesif any, preferably referenced by a resource URI
Any overrides/modifications to the default descriptions outside the Default subordinate block

7.7.2  Addition of Attributes
In defining attributes within the new schema, the designer MUST apply the following rules:

The attributes described in the vocabulary MUST be atomic and semantically unambiguous. The names
used to define/represent the attributes MUST be unique within the namespace.

To preserve the simplicity of the schema, the use of complex data types such as containers as well as
schema validation conditions such as value ranges, constraints and units SHOULD be minimized.

A value of an attribute SHOULD be expressed as a string of characters (literal) or an RDF resource. For
values that are complex data types (such as lists), RDF containers MUST be used. The rdf:resource
construct MUST be used, where appropriate, to indicate to the RDF parser that the value of an attribute is
indeed a resource and not aliteral.

The rule for resolving multiple descriptions of an attribute MUST be specified as part of the semantics.
The rule must specify a Locked, Override, or Append treatment for value resolution. If no rule is
specified, a default rule of Override is assumed for the attribute.

Escape control characters and binary bytes MUST be in conformance with XML syntax [ XML].

8 Binary Encoding of User Agent Profiles

This section is normative. Examples are not normative.

A User Agent Profile that is constructed in accordance with the CC/PP syntax [ CC/PP] and the schema of Section 7
MAY be encoded using a compact binary representation. This compact representation is based upon the WAP Binary
XML (WBXML) Content Format [WBXML]. This section defines how to use WBXML 1.1 to encode a Profile
document.

8.1 Token Description

8.1.1  Global Extension Tokens
This specification does not require the use of the [WBXML] global extension tokens.

8.1.2  Tag Tokens

Section 7 defines properties for conformant User Agent Profiles, which are structured according to the CC/PP note
[CC/PP], and correspondingly use RDF XML serialization syntax. This section defines single-byte tokens
corresponding to the elements of the RDF serialization syntax. These tokens are distributed among three code pages.
Code page zero (0) defines tokens for RDF serialization elements. Code page one (1) defines tokens for propertiesin
the core profile schema. Code page two (2) defines tokens for propertiesin the Browser user-agent component of the
schema.

User agents or applications other than the browser may define additional tag code pages for their own properties.
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8.1.3 Attribute Tokens

Section 7 defines properties for conformant User Agent Profiles, which are structured according to the CC/PP note
[CC/PP], and correspondingly use RDF XML serialization syntax. This section defines a set of single-byte tokens
corresponding to the attribute names and values of the RDF serialization syntax. These tokens are distributed among
three code pages. Code page zero (0) defines tokens for RDF serialization attributes. Code page one (1) defines
tokens for propertiesin the core profile schema. Code page two (2) defines tokens for propertiesin the Browser user-
agent component of the schema.

User agents or applications other than the browser may define additional attribute code pages for their own properties.

8.1.4 Additional Tokens

Each user agent or application that wants to define properties for use in the user agent profile MUST first define a
component to hold its properties. The name of the component MUST be globally unique. Each such user agent
component is considered to have a unique namespace, so that, for example, the property BackgroundColor for User
Agent A isa property distinct from the property BackgroundColor for User Agent B. See Section 7for more
information.

In addition, each user agent or application SHOULD define a series of token table code pages containing the
properties from its component. If it chooses to define code pages, then it SHOULD define at least two: onein the
"Tag" space and onein the "Attribute’ space. The property names SHOULD be inserted into each page. Any well-
known values for the properties should be inserted into the "Attribute’ page. Additional pages may be required if the
component contains a large number of properties.

A default user agent has been defined as part of the schema: the browser. Tables 8.4, 8.7 and 8.10 define the code
page, two, for the browser user agent. Table 8.4 defines"Tag" code space code page two, and Tables 8.7 and 8.10
together define "Attribute” code space code page two.

8.2 Encoding Semantics

8.2.1 XML Namespaces

WBXML does not currently support XML namespaces. As User Agent Profiles make use of namespaces, special
measures must be taken to encode Profile documents using WBXML. Specifically, the XML namespaces that can be
used to construct Profile documents are defined and fixed by this specification. In addition, the prefixes that
correspond to these avail able namespaces are fixed. The namespaces and their prefixes are defined in Table 8.1.

If the WBXML encoder encounters a namespace declaration that matches one of the allowed namespaces, and if its
prefix does not match the defined prefix, the encoder MUST convert the document's chosen prefix to the prefix
defined for that namespace in Table 8.1.

If the encoder encounters a namespace other than those defined here, it MUST encode all elements from that
namespace using literal tags and MUST encode all attribute names for those elements using literal names. The
namespace prefix MUST be preserved in the encoding of the tags and attribute names, and all namespace declarations
(instances of the attribute xmlns) MUST be preserved.

Namespace URI Prefix
Resource Description Framework http://mww.w3.0rg/1999/02/22-rdf -syntax-ns# rdf
Composite Capability/Preferences Profiles | http://mmw.w3.org/TR/WD-profile-vocabul ary-ns# prf
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Table 8.1: Namespace Defined for User Agent Profiles

8.2.2 Document Validation

The process of tokenizing a Profile document MUST verify that the document is well-formed according to [XML]. If
it is not well-formed, encoding MUST NOT be performed. An error condition SHOULD be raised in this case.

8.2.3 Decoder Behavior

A decoder processing a Profile document encoded using WBXML MUST NOT consider significant the encoding
means applied to a markup construct. 1t MUST treat atag or attribute name encoded with a single-byte token and a
tag or attribute name encoded using the LITERAL global token as equivalent if the resulting strings are equivalent.

Example: Consider the start-tag <Favor i t eCol or > and the following token table:

Tag Name Token
Favori t eCol or 25

Example Tag Table, Code Page 0

According to this table, the start-tag should be encoded as a single-byte tag token, 0x25.

If the above token table entry is not available to the encoder, the start-tag would be encoded using the LITERAL
global token (0x04), with an argument that points to the string "FavoriteColor" in the string table.

A decoder processing WBXML-encoded Profile documents must treat the two encodings as equivalent.

8.3 Numeric Constants

8.3.1 Tag Tokens

8.3.11 RDF

The following tokens represent tags in code page zero (0). All numbers are in hexadecimal.
Tag Name Token Tag Name Token
r df : RDF 5 rdf : type B
rdf : Descri ption 6 rdf : val ue C
rdf : Al t 7 rdf : subj ect D
r df : Bag 8 rdf : predi cate E
rdf : Seq 9 r df : obj ect F
rdf:li A

Table 8.2: Tag Tokens, Code Page 0

8.3.1.2 Core Vocabulary

The following tokens represent tags in code page one (1). All numbers are in hexadecimal.
Tag Name Token Tag Name Token
rdf : Descri ption 6 prf: conponent C
rdf : Al t 7 prf:Defaults D
r df : Bag 8 prf: Bit sPerPi xel E
rdf : Seq 9 pr f : Col or Capabl e F
rdf: 1i A prf: CPU 10
rdf : type B prf: I mageCapabl e 11
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Tag Name Token Tag Name Token
pr f: I nput Char Set 12 pr f: OSNane 26
prf: Keyboard 13 pr f : OSVendor 27
pr f: MaxScr eenChar 14 prf: OSVer si on 28
pr f : Model 15 prf: Reci pi ent AppAgent 29
pr f : Qut put Char Set 16 pr f : Sof t war eNunber 2A
prf: Poi nti ngResol ution 17 pr f : Vi deol nput Encoder 2B
prf: ScreenSi ze 18 prf: Current Bearer Service 2C
prf: ScreenSi zeChar 19 prf: SecuritySupport 2D
pr f : Sof t KeysCapabl e 1A prf: SupportedBearers 2E
pr f : SoundQut put Capabl e 1B prf: WapDevi ced ass 2F
prf: Text I nput Capabl e 1C prf: WapPushMsgPriority 30
prf: Vendor 1D prf: WapPushMsgSi ze 31
pr f : Voi cel nput Capabl e 1E prf: WapVer si on 32
prf: Accept Downl oadabl eSoftwa | 1F prf: Wi DeckSi ze 33
re prf: Wi ScriptLibraries 34
pr f : Audi ol nput Encoder 20 prf:Wr Scri pt Versi on 35
pr f : Downl oadabl eSof t war eSupp | 21 prf: Wi Ver si on 36
ort . prf:WaiLibraries 37
prf: JVMWer si on 23 prf: W aVersi on 38
prf: Mexed assmar k 24
prf: MexeSpec 25

Table 8.3: Tag Tokens, Code Page 1
8.3.1.3 Browser User-Agent
The following tokens represent tags in code page two (2). All numbers arein hexadecimal.
Tag Name Token Tag Name Token
rdf : Descri ption 5 prf: CcppAccept - Char set 10
rdf : Al t 6 prf: CcppAccept - Encodi ng 11
r df : Bag 7 prf: CcppAccept - Language 12
rdf : Seq 8 pr f : Downl oadabl eBr owser Apps 13
rdf: 1i 9 prf: FramesCapabl e 14
rdf : type A prf: H ml Version 15
prf: conponent B prf: JavaScri pt Versi on 18
prf:Defaults C prf: PreferenceFor Franes 19
prf: Browser Nane D prf: Tabl esCapabl e 1A
prf: Browser Ver si on E Pr f: Xht m Ver si on 1B
prf: CcppAccept F pr f : Xht ml Modul es 1C
Table 8.4: Tag Tokens, Code Page 2

8.3.2  Attribute Start Tokens

8.3.2.1 RDF

The following tokens represent the start of an attribute in code page zero (0). All numbers arein hexadecimal.
Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token

Prefix Prefix
1D 5 rdf:resource B
r df : about 6 rdf : parseType Literal C
r df : about Each 7 rdf : parseType Resour ce D
rdf : about EachPrefi x 8 xm : | ang E
rdf : bagl D 9 xm ns: prf F
rdf : type A xm ns: rdf 10
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Table 8.5: Attribute Start Tokens, Code Page 0
8.3.2.2 Core Vocabulary
The following tokens represent the start of an attribute in code page one (1). All numbers arein hexadecimal.
Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix
rdf : resource 5 pr f : SoundQut put Capa | Yes 20
rdf:resource http://ww.w |6 bl e
apforum or g/ pr f : SoundQut put Capa | No 21
UAPROF/ ccpps bl e
chema- prf: Text | nput Capabl | Yes 22
19991014#Har e
dwar ePl at f or prf: Text I nput Capabl | No 23
m e
rdf : resource http: //ww. w |7 prf: Vendor 24
apf orum or g/ prf: Voi cel nput Capab | Yes 25
UAPRCF/ ccpps | e
chena- prf: Voi cel nput Capab | No 26
19991014#Sof e
twar ePl atf or prf: Accept Downl oada | Yes 30
m bl eSof t war e
rdf : resource http://ww. w | 8 prf: Accept Downl oada | No 31
apf orum or g/ bl eSof t war e
UAPRCF/ ccpps prf: Audi ol nput Encod 32
chema- er
19991014#Net pr f : Downl oadabl eSof 33
wor kChar act e t war eSuppor t
ristics prf: JVMVer si on 37
rdf : resource http://ww. w |9 prf: Mexed assmark 33
apf orum or g/ :
UAPROF/ ccpps EH: : VexeSpec A
chema- -
19991014#WAP pr f: G5Vendor 3B
Char act eri st prf: OSVer si on 3C
i cs p{f : Reci pi ent AppAge 3D
: : n
: p: ] .
rdf:resource gtgior{J%W\g\rNgyv A prf: Sof t war eNunber 3E
UAPROF/ ccpps prf: Vi deol nput Encod 3F
chenma- er
19991014#Br o pr]c : Current Bear er Se 50
prf:Bi t sPer Pi xel 10 prf:SecuritySupport 51
prf: Col or Capabl e Yes 11 prf: SupportedBearer 52
prf: Col or Capabl e No 12 S__ i
pri:CcPU 13 prf: WapDevi ced ass 60
pri: 1 mageCapabl e Yes 14 prf: WapPushMsgPri or 61
prf: 1 mageCapabl e No 15 Ity i
prf: I nput Char Set 16 prf : VpPushMsgSi ze 62
prf: Keyboard 17 prf - WapVer si on 63
prf: MaxScr eenChar 18 prf: Wi DeckSi ze 64
prf: Model 19 ip;fs:WﬂSC” pt Li brar 65
pr f: Qut put Char Set 1A . - .
prf: Poi ntingResol ut 1B ﬁrf : Wi Scri pt Versio 66
i on .
prf:ScreenSize 1C pr]]: Wi .Ve.rZ' on 67
prf: ScreenSi zeChar 1D prf:V\lal Libraries 68
prf: Sof t KeysCapabl e | Yes 1E prf:Waversion 69
pr f: Sof t KeysCapabl e | No 1F
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8.3.2.3 Browser User-Agent

The following tokens represent the start of an attribute in code page two (2). All numbers are in hexadecimal.
Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token

Prefix Prefix

prf: CcppAccept 5 prf: H ml Version 4.0 D
prf: CcppAccept - 6 prf: JavaScri pt Ver si 12
Char set on
prf: CcppAccept - 7 prf: PreferenceForFr | Yes 13
Encodi ng ames
prf: CcppAccept - 8 prf: PreferenceForFr | No 14
Language anes
pr f : Downl oadabl eBr o 9 prf: Tabl esCapabl e Yes 15
wser Apps prf: Tabl esCapabl e No 16
prf: FramesCapabl e Yes A Pr f: Xht m Ver si on 17
prf: FramesCapabl e No B pr f : Xht ml Modul es 18
prf: H ml Version 3.2 C

Table 8.7: Attribute Start Tokens, Code Page 2

The following tokens represent attribute values in code page zero (0). All numbers arein hexadecimal.

8.3.3  Attribute Value Tokens
8.3.3.1 RDF
Attribute Value Token
rdf : St at enent 85
http:// 86
ht t p: / / ww. 87
https:// 88
ht t ps: // ww. 89

8.3.3.2

Attribute Value Token
VWWV. 8A
.conl 8B
. edu/ 8C
. net/ 8D
.org/ 8E

Table 8.8: Attribute Value Tokens, Code Page 0

Core Vocabulary

The following tokens represent attribute values in code page one (1). All numbers are in hexadecimal.

Table 8.9: Attribute Value Tokens, Code Page 1

Attribute Value Token

No 85

Yes 86
8.3.3.3 Browser User-Agent

The following tokens represent attribute values in code page two (2). All numbers arein hexadecimal.
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Attribute Value Token
No 85
Yes 86

Table 8.10: Attribute Value Tokens, Code Page 2

9 User Agent Profile Transport Over WSP

This document specifies how Profiles get transported over WSP. Section 9.1 isa an introduction and is not normative.
The CC/PP Exchange Protocol over WSP, referred to as CC/PP-WSP, is specified in the normative Sections 9.2 and
9.3. Section 9.4 specifies static conformance requirements. Examples are not normative.

9.1 Introduction

9.1.1 The CC/PP Framework and the CC/PP Exchange Protocol Over HTTP

The Composite Capability and Preference Profiles (CCPP) defines a framework for content negotiation [CC/PP].
Section 7 defines a vocabulary of categories and attributes for WAP-enabled devices, and Section 8 describes how the
CC/PP document is encoded using the WAP Binary XML [WBXML] standard.

To transport CC/PP documents, or references to such profiles, over the Internet, the CC/PP Exchange Protocol Over
HTTP has been specified in [CCPPEX]. The CC/PP Exchange Protocol Over HTTP, referred to as CC/PP-HTTP, is
used over HTTP [HTTP] and uses the HT TP Extension Framework [HT TPex]. The mapping onto WSP is specified in
this section and is sometimes referred to as CC/PP-WSP.

The CC/PP Exchange Protocol specifies two new request header fields (Profile, Profile-Diff) and one new response
header field (Profile-Warning). The Profile header is used to transport one or many Profile identities, URIs, from the
client to the server. This set of Profilesis used to construct the Composite Profile Information (CPl). The Profile-diff
header is used to transport changesto the CPI. This means that the Profile-Diff header must always be used together
with and referenced by the Profile header. The Profile-Warning header is used by the server to notify the client
whether the request to use Profiles was fulfilled, partly fulfilled, or not fulfilled. To extend the HTTP protocol with the
new header in a structured way, the HTTP Extension Framework has been used [HT TPext].

9.1.2 Using WSP to Transport CCPP Profiles

The WSP protocol has some features that can not be found in HTTP. To reduce the size of request messages the WSP
client can cache headersin the server for the lifetime of a WSP session. The cached headers are called session headers
and are sent to the server during session establishment. The client can use the Resume operation of WSP to update the
session headers during the session. At any time the client or the server can terminate the session and establish a new
one, with new session headers.

The WAP gateway combines request headers with session headers to create HT TP requests [WAE]. The following list
summarizes the WSP header management:

If one or many Profile headers are cached in the server, the client can override all of them within the
scope of a particular request by sending other Profile headers in a single request message. The same is
true for the Profile-Diff header.

If one or many Profile headers, but no Profile-Diff headers, are cached in the server, the client can
append one or many Profile-Diff headers within the scope of a particular request by including them in a
request message.
If one or many Profile-Diff headers, but no Profile headers, are cached in the server, the client can
append one or many Profile headers within the scope of a particular request by including them in a
request message.
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By using the Resume function the client can update the session headers, without establishing a new
i A3
session”.

9.1.3 Differences Between CCPP/HTTP and CCPP/WSP
The following are the differences between CC/PP-HTTP and CC/PP-WSP:

In the CC/PP-WSP Profile-Warning response header, the warning text is not included.

In CC/PP-HTTP, multiple profile references are transmitted in one Profile header. In WSP, a Profile
header can only transmit one profile reference, but multiple Profile headers can be transmitted in the
same WSP header. Consequently, no functionality is lost. In the CC/PP-WSP Profile-Diff header, the
profile section must be encoded using WBXML as specified in Section 8. In the CC/PP-HTTP Profile-
Diff header, the profile section must be sent as XML text.

9.2 Structure and Encoding of Header Fields
9.2.1  The Profile Header
The syntax of the Profile header MUST conform to the production of [1.].

[1.] Profile = Profile-field-name Profile-field-value

[2] Profile-field-name = Short-integer [WSP]

[3.] Profile-field-value = Uri-value

Example:
0xb5 http://anyco.com/anypda 0x00

In the above example the profile URI is http://anyco.com/anypda. Note that 0x00 signals the end of the Uri-value
string.

9.2.2 The Profile-Diff Header

The syntax of the Profile-Diff header MUST conform to the production of [4.]. The CC/PP-profilein production [7.]
MUST be encoded using WBXML as specified in Section 8.

[4.] Profile-diff = Profile-diff-field-name Profile-diff-field-
value

[5.] Profile-diff-field-name = Short-integer [WSP]
[6.] Profile-diff-field-value = Value-length CCPP-profile

[7] CCPP-profile = *Octet; encoded using WBXML
[WBXML]

Example:
0xb6 0x0A 0x01 0x05 0x04 ...

In the above example:

Thelength is 10 octets: Ox0A;

% Thisis not possiblein WSP 1.0.
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The binary XML version is 1.1: 0x01;
The public identifier has been assigned the value of 5: 0x05; and
The character set isiso-8859-1 : 0x04
9.2.3  The Profile-Warning Header
The syntax of the Profile-Warning header MUST conform to the production of [8.].
[8.] Profile-warning = Profile-warning-field-name Profile-warning-value
[9.] Profile-warning-field-name = Short-integer [WSP]

[10.] Profile-warning-value = Warn-code | ( Value-length Warn-code Warn-target *Warn-
date)

[11.] Warn-code = Short-integer

Status codes (and corresponding Short-integer values) are 100 (0x90) | 101 (0x91) |
102 (0x92) | 200 (0xa0) | 201 (Oxal) | 202 (0xa2) | 203 (Oxa3) [CC/PPEX]

[12] Warn-target = Uri-value
[13.] Warn-date = Date-value

Example 1.
Oxb7 0x16 0x92 http://anyco.com/pda 0x00

In the above example:

Thelength is 22 octets (0x16)
The profile warning code is 102 (encoded as 0x92); and
The profile URI is http://anyco.com/pda
No date is provided
Example 2:
Oxb7 0x92

In the above example, only the warning codeis sent.
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9.3 Protocol Procedures

9.3.1  Session Establishment
The following procedure is used to establish a WSP session that uses User Agent Profiles:

[14.] Toindicate support for User Agent Profiles, the client MUST include the Profile header in
the connect message.

[15.] If the server supports User Agent Profiles, it MUST respond with the Profile-Warning
header with the warning code set to 100 ("OK").

[16.] If theclient does not receive the Profile-Warning header with the warning code 100, it
MUST NOT send any additional User Agent Profile headers during the WSP session.

During the session the client can use the Resume procedure to update the session header [WAE]*.

Session headers are cached in the server for the duration of the WSP session [WSP]. When the gateway generates
HTTP request messages it combines the headers from the request message with the headersin the session's cache,
according to therulesin section 9.3.2.

9.3.2 Combining Session and Request Headers

Upon reception of a WSP request, the WAP gateway combines the request headers with the cached WSP session
headers. Theresultisalist of WSP headersthat gets trandated into one HT TP request, see section 9.3.3. The
following procedure is used to combine the request headers with the cached session headersinto one list of headers:

* Thisis not possiblein WSP version 1.0.
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[17.] Headersfrom the WSP request MUST override cached WSP session headers according to
therulesfor client headers defined in [WAE].

[18.] If, after the previous operation, both request headers and session headers are present in the
list of headers, request headers MUST follow after session.

Since request headers are appended to the list after the session headers, request headers will take precedence over
session headersiif the headers are applied to the profile in the same order asthey are transported. Example 1:

In this example, both request and session headers remain after the WSP request and the WSP session have been
combined. In the result, the request header comes after the session headersin thelist.

CCPP cached session headers:

Profile: URIX

Profile: URly
CCPP request header:

Profile-Diff: 0x01l 0x05 0x04 0xBB
Will result in:

Profile: URIX

Profile: URly
Profile-Diff: 0xO1 O0x05 0x04 0xBB

Example 2:
In this example, the request headers override all session headers.
CCPP cached session headers:
Profile: URIx
Profile: URly
CCPP request header:

Profile: URI z
Profile-Diff: Ox01 O0x05 0x04 0OxBB

Will result in:

Profile: URI z
Profile-Diff: Ox01 O0x05 0x04 0OxBB

9.3.3 Header Translation Between CC/PP-WSP and CC/PP-HTTP

The WAP gateway MUST forward WSP requests asHTTP 1.1 requests [WAE]. In forwarding the request, the
gateway MUST forward all CC/PP-WSP headers (defined in Section 9.2 and resolved at the gateway according to the
rules of Section 9.3.2) as CC/PP-HTTP headers (defined in [CCPPEX]) according to these rules:
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[19.] Each CC/PP-WSP Profile-Diff header field istrandated into exactly one CC/PP-HTTP
Profile-Diff header field. The CC/PP-HT TP Profile-Diff headers are generated dynamically
as specified in [CC/PPEx]. WBXML encoding of the profile section MUST be undone,
leaving the profile section as XML text.

[20.] A single CC/PP-HTTP Profile header field is generated as specified in [CC/Ppex] by listing
the values of each CC/PP-WSP Profile header and the values of each dynamically generated
CC/PP-HTTP Profile-Diff header.

[21.] OneCC/PP-HTTP Profile-Warning response header istrandated into exactly one CC/PP-
WSP Profile-Warning response header. The warning text from the HTTP header is not
translated.

[22.] OneCC/PP-HTTP Profile-Warning response header istrandated into exactly one CC/PP-
WSP Profile-Warning response header. The warning text from the HTTP header is not
translated.

In forwarding the HTTP request and generating the CC/PP-HTTP Profile and Profile-Diff headers, the gateway MAY
insert additional profile information into the request. If provided, this additional information MUST be presented by
appending to the end of the Profile header either a URI or a dynamically generated Profile-Diff header identifier in
accordance with the CC/PP Exchange Protocol over HTTP [CC/PPex]. Accordingly, a compliant gateway MAY
therefore introduce a Profile (and, if necessary, Profile-Diff header) on behalf of a client whose WSP session has no
cached Profile or Profile-Diff headers. This support enables a gateway to support User Agent Profiles on behalf of
client devices that are otherwise unable to convey profile information.

Example:
The WSP headers:

Profile: URIX
Profile-Diff: 0x01 Ox05 0x04 OxAA

Profile: URly
Profile-Diff: 0xO1 Ox05 0x04 0xBB

Aretrandated into the following HTTP headers:®
99-Profile: URIx, 1-uKdjJHuhjHUuj, URly, 2-jdsjhUH suH U
99-Profile-Diff-1. <?xm version="1.0"?><RDF>AA. ..
99-Profile-Diff-2: <?xm version="1.0"?><RDF>BB. . .

9.4 Static Conformance Requirements
A conformant Profile header MUST match the production rule[1.].

A conformant Profile-Diff header MUST match the production rule [4.].

A conformant Profile-Warning header MUST match the production rule [8.].

A conformant CC/PP-WSP gateway MUST comply to therulesin [15.], [17.], [18.], [19.], [7.] and [7.].
A conformant CC/PP-WSP client MUST comply to therulesin [14.] and [16.].

® The value of the Profile-diff digest is not real, see [CC/PPEX].
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10 Origin Server Behavior

This section isinformative.

From the gateway to the origin server, the User Agent Profile istransported over the Internet. In the WAP architecture
specification, and as specified in Section 9.3.3, HTTP is assumed to be the transport mechanism for Internet-related
information, using the HTTP 1.1 mechanisms for header management and caching [WAE].

The transmission of profiles, overrides, and associated mechanismsis managed by the CC/PP Exchange Protocol over
HTTP [CC/PPex]. This protocol was developed by the W3C as an application of the HTTP 1.1 Extension Framework
[HTTPext].

The following components are necessary to implement an Internet server capable of receiving User Agent Profile
information:

A HTTP 1.1 server [HTTP
The HTTP 1.1 Extension Framework [HTTPext]®
The CC/PP Exchange Protocol [ CC/PPex]
Upon receiving a User Agent Profile, an origin server MAY do the following:
Parse the profile
Validate the syntax of the profile
Resolve attribute values by applying overriding rules and default values
Validate the attribute value types
Customize content according to the information contained within the profile

11 Deployment Considerations

This section isinformative.

End-to-end systems supporting User Agent Profileswill depend upon the support of many of the elements in the WAP
architecture:

Client devices may need to store, generate, and transmit profile information

Repositories may provide profile persistence or caching services

Gateways need to forward profile information to proxies or servers

Proxies may need to modify some of the profile information according to services that they provide, or
they may need to tailor their provided services according to the client's profile information

Servers may need to utilize the profile information to help adapt content that is to be provided to the
client device

A variety of schemes may be used to provision and maintain the profile information. Designation of these methods
and approaches is beyond the scope of this specification. However, this section outlines some concepts that may need
to be taken into consideration in the preparation and deployment of a UAProf capable system.

8 It should be noted that an HTTP 1.0 or HTTP 1.1 origin server may still honor User Agent Profiles and the CC/PP Exchange
Protocol without implementing the full HTTP 1.1 Extension Framework. To do this, the origin server must specifically parse the
HTTP request and seek those headers that apply to the CC/PP Exchange Protocol. However, in a pure sense, these origin servers
are respectively non-conformant with the HTTP 1.0 or HTTP 1.1 specifications.
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11.1  Client Support

It isclear that this specification will not be applied to initial WAP products which conform to the WAP 1.1
specifications. For backward compatihility, therefore, future systems will need to support clients and gateways that are
unaware of User Agent Profiles. Similarly, support for one-way and broadcast service paradigms will create service
models different than that for web browsing. Generally, therefore, client device support for User Agent Profiles will
take various forms and will need to be supported in a variety of ways.

11.1.1 Client Devices Not Supporting User Agent Profiles

For those devices that do not directly support or cannot transmit UAProf information, indirect support may be
provided by the gateway. It may be possible to have a static profile provisioned at the gateway by a carrier or service
provider. This profile would be presented to gateways, proxies, and servers on behalf of the device(s) involved. The
client device in this case does not require any special provisioning or support for this service.

The gateway may also support dynamic, customized profiles on behalf of these legacy devices and one-way devices.
For example, the gateway may apply a dynamically-generated profile according to the particular device ID or
subscriber invoking the service.

More information about the indirect support schemeis provided in Section 9.3.3.

11.1.2 Client Devices Supporting User Agent Profiles

For those devices that provide UAProf capabilities, the support may take different forms and therefore demand various
provisioning schemes. Some devices may only support a static profile header which is transmitted during session
invocation. Other devices may also be able to collect and send user preference information during the session
invocation. Yet other devices may additionally support interactive, or request-specific, preference reporting.

11.1.2.1 Static Header Support

For some client devices, a fixed header may be utilized to support the UAProf Profile header reported during WSP
session creation. This fixed header may be common for all devices of the same model or may be somewhat
individualized for each device.

A profile could be loaded into non-volatile memory by the manufacturer, network operator, or service provider.
Typically, this profile would simply be a URI reference to a shared set of preference data stored on some repository on
behalf of all such devices. Thisshared set of profile information would likely be deployed by the manufacturer,
network operator, or service provider to cover the service characteristics that they wish to enable.

Depending on the number of devicesthat share the static profile, the supplied URI may itself become a de-facto
preference indicator for proxies or origin servers. For example, areference to a profile at http://www.foo.com/dev123
that would be invoked by millions of client devices eventually could lead to content shaping operations based upon the
URI itself rather than upon the particular profile attributes that the URI references. This could lead to a misuse of the
UAProf capability because, strictly speaking, the profile referenced by the URI could change arbitrarily at its server,
thereby leading to incorrect behavior at the proxies or origin servers. Consequently, once a URI emerges as a moniker
to represent a default profile, care must be taken not to modify the profile that the URI references.

An individualized URI for the static profile could be stored on each device. Thiswould provide the opportunity to
have some user-specific information stored within the profile.

Alternatively, the entire static profile may be stored on the client. The definition of the valuesin such a scheme may
be performed in several ways: preset by the manufacturer during production; hardcoded in the user agent software;
programmed by the network operator or service provider at time of subscriber lease/purchase; and/or, programmed
over-the-air by the network operator or service provider. The methods that may be devel oped are beyond the scope of
this specification.
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11.1.2.2 Session-Constant Support

The client device may have the capability to dynamically construct its profile and present that profile during the WSP
session creation. The profile would be used throughout the session lifetime.

The profile attributes delivered by the device may be user alterable or may be pre-set by the device manufacturer,
network operator, or service provider. For example, a device may permit the user to select the default language (e.g.
English, French, or German) but may prevent the user from altering certain other profile attributes, including the URI
representing the basic characteristics of the device or network. The techniques for changing these attributes may
differ: a user interface or form may be used for the user-modifiable values, and an over-the-air scheme may be used for
the server-managed values.

11.1.2.3 Request-Specific Support
For more dynamic profile updates, the client device needs to support the Profile-Diff header scheme.

For example, a user agent, like a browser, may allow the subscriber to indicate a preference for images. By changing
the preference, the user agent would have to send an update over the WSP session indicating the change so that it
could be included in the cached profile at the WAP gateway. Depending on the user interface model of the user agent,
the change may be temporary (for the current WSP request) or more long term (servicetoggle). These would be
reflected in whether the new attribute value is sent within a Profile-Diff included in a WSP request or a WSP Resume
operation.

The device may update the cached session profile without direct user intervention. For example, a phone could be
designed to block a user agent's access to the audio serviceswhile acall isin progress. When atelephone call is made,
the device may send an updated Profile-Diff to the WAP gateway to indicate that the user agent no longer has access
to audio capahilities.

11.2 Repository Support

A profile repository typically would be an HTTP server that provides UAProf CPI e ements upon request. UAProf
profiles may reference data stored in repositories provided and operated by the subscriber; network operator; gateway
operator, device manufacturer; or service provider. It is expected that there will be a variety of mechanisms put into
place to create and manage the data in such repositories:

Manufacturers will likely provide static profile resources that describe the client devices that they
produce. Such profiles will describe the hardware and standard software elements that exist on the client
devices.

Network operators will nominally provide profile information that includes network characteristics, and
gateway operators may provide profile information that defines permitted service levels through the
communications infrastructure. Some of these operators may provide additional services enabling the
storage of user preference information.

Subscribers may look to other entitiesto store preference information.

Service providers, including enterprise IT managers, may create profile repositoriesthat reflect the needs
of their hosted applications or services.

Independent of the content of the stored profile, policy controls may be imposed that limit what profile information is
delivered to a particular requester. Any such limits, or methods employed to ensure compliance, are beyond the scope
of this specification.

Asnoted in Section 4.2, support for third-party queries and updates to profile repositoriesis | eft as an area of future
work.
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11.3 Gateway Support

Gateway systems bridge between the CC/PP-WSP and CC/PP-HTTP representations of the User Agent Profile. In
many situations, gateways may need to augment the profile (if any) provided by the client with additional attributes
supplied by the network operator, gateway operator, or service provider. This situation arises

To enable legacy devices which do not directly support the UAProf conventions (Sections 9.3.3 and
11.1.1)

To enable one-way devices that cannot directly establish WSP sessions (Sections 9.3.3 and 11.1.1)

To support specification and overriding of operational characteristics controlled by the network or
gateway operator. For example, the gateway may override the device profile to reflect the current
network bearer characteristics or services available to roaming customers.

To alow the device profile to be augmented with user preferences that are stored at a repository in the
network (Section 11.2)

The CC/PP Exchange Protocol [ CC/PPex] defines several mechanisms by which profiles may be transmitted, namely

Mandatory and hop-by-hop
Optional and hop-by-hop
Mandatory and end-to-end

Optional and end-to-end

Given the relative novelty of the CC/PP mechanism, initial WAP gateway deployments should use the optional and
hop-by-hop forwarding mechanism.

The WAP Push Access Protocol [WAP-PAP] defines a service whereby a third party may request and obtain User
Agent Profile Information from a gateway for the purposes of implementing PUSH services. As discussed in Section
4.2, further support for PUSH services is beyond the scope of the current specification and isleft as an item for future
work.

Asan alternative for situations in which the Push Access Protocol is unavailable, PUSH services may be designed to
include an explicit subscription request initiated by the client to the PUSH origin server. In making this subscription,
the client conveysits CPI profile, which, in turn, can be cached by the PUSH origin server and be used when
generating content to be pushed to the client. This approach reduces the PUSH process to a conformant
implementation of the PULL modd that is supported by this specification.

11.4 Interim Proxy Support

This specification relies on mechanisms (such asthe HTTP 1.1 Extension Framework [HTTPext] and the CC/PP
Exchange Protocol over HTTP [CC/PPex]) that are not currently deployed widely over the Internet. Over time, itis
expected that content servers will support these new conventions. In the meantime, it is expected that a class of proxy
services will be deployed to support the conversion of content based upon the information available in the User Agent
Profiles. These proxieswill utilize information from content sources that are unaware of profile information and
adapt it based upon profile information contained within the request.

In general, arequest to an adapting proxy service will look like a request to a content server having the requisite
profile support. These proxieswill, in turn, issue requests to content servers or other adapting proxies. These proxies
will need to be flexible in forming the outbound request so asto best support the capabilities of the target server or
proxy. For example, if arequest is directed to a a content server that does not support the HTTP 1.1 Extension
Framework, the proxy would need to adapt the request to a standard HTTP 1.1 form (e.g. using HTTP Accept and
User-Agent headers).

A chain of such adapting proxy services can be envisioned, with each service performing a specialized set of
adaptations to the content based upon the profile information presented to it. Each link in such a chain would be able
to revise the profile information to account for the services that it supports. For example, a proxy that can convert
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graphic images of various formats to a standard bitmap format for WAP devices would advertise this capability by
extending the request profile (that is, by adding a new Profile-Diff) with the image types it supported.

Within such an adapting proxy chain, each supporting proxy will determine whether to adapt the content being
returned by examining the content, the profile contained in the received request, and the profile forwarded to the
content server. In particular, if a server returns a data type that was enabled as a result of a Profile-Diff introduced by
the adapting proxy, then the proxy would be expected to adapt the content to a format that is supported by the received
request.

11.5 Origin Server Support

Initially, there will be many origin serversthat will not support User Agent Profiles. Consequently, it is expected that
data delivered by these servers will not match the capabilities of the device making the request. Proxies and gateways
can be used to adapt content provided by these servers.

The origin serversthat do support User Agent Profiles will be consumers of profile information and will therefore be
able to generate targeted content that is appropriate for the particular device, network, and user.
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Al

Summary of User Agent Profile Schema

The table below summarizes the components and attributes defined within the WAP User Agent Profile schema (see
Section 7.4). This section isinformative.

Attribute Description Resolution Type Sample Values
Rule
Component: Hardwar ePlatform
Bi t sPer Pi xel The nunber of bits of Override Nunber 2", "8
color or grayscale
i nformati on per pixel
Col or Capabl e Vet her the device display | Override Bool ean Yes", "No
supports col or
CPU Name and nodel nunber of Locked Literal "PentiumlII1",
devi ce CPU " Power PC 750"
I mageCapabl e Vet her the device Locked Bool ean "Yes", "No"
supports the display of
i mages
I nput Char Set Li st of character sets Locked Literal "US-ASCI | ",
supported by the device (bag) "1 SO 8859-1",
for text entry "Shift JIS"
Keyboard Type of keyboard upported Locked Literal "Di sanbi guati ng
by the device ", "Querty",
" PhoneKeypad"
MaxScr eenChar Size of the virtual page Locked Dimensio | "16x80",
onto which a docunent is n "48x32"
rendered, in units of
characters
Mbdel Mbdel number assigned to Locked Literal "Mist ang GT",
the term nal device by the " (B0
vendor or manufacturer
Qut put Char Set Li st of character sets Append Literal "US-ASCI T ™,
supported by the device (bag) "1 SO 8859-1",
for output to the display "Shift JIS"
Poi nti ngResolutio | Type of resolution of the Locked Literal "Character",
n poi nting accessory "Line", "Pixel"
supported by the device
ScreenSi ze The size of the device's Locked Di mensi o "160x160",
screen in units of pixels n " 640x480"
Scr eenSi zeChar Size of the device's Locked Di mensi o "12x4", "16x8"
screen in units of n
characters
Sof t KeysCapabl e I ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports
programmabl e soft keys
SoundQut put Capabl I ndi cat es whet her the Locked Bool ean "Yes", "No"
e devi ce supports sound
out put
Text I nput Capabl e I ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports al pha-
nunmeric text entry
Vendor Name of the vendor Locked Literal "Ford", "Lexus"
manuf acturing the term nal
devi ce
Voi cel nput Capabl e | I ndi cates whether the Locked Bool ean "Yes", "No"
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devi ce supports any form
of voice input, including
speech recognition

Component: SoftwarePlatform

Accept Downl oadabl I ndicates the user's Locked Bool ean "Yes", "No"
eSof t war e preference on whether to
accept downl oadabl e
sof tware
Audi ol nput Encoder Li st of audi o input Append Literal "G 711",
encoders supported by the (bag) "G 931"
devi ce
Downl oadabl eSof t w | Li st of executable Locked Literal "appl i cation/ x-
ar eSupport content types which the (bag) nsdos- exe"
devi ce supports and which
it iswlling to accept
fromthe network
JVMWVer si on Li st of the Java virtual Append Literal "SunJRE1. 2",
machi nes installed on the (bag) "MSJVML. 0"
devi ce
MexeCl assnar k ETSI MEXE cl assnar k Locked Nunber "qt, 2"
MexeSpec Class mark specialization | Locked Literal "7.02"
OSNane Name of the device's Locked Literal "Mac OS',
operating system "W ndows NT"
OSVendor Vendor of the device's Locked Literal " Appl e",
operating system "M crosoft”
OSVer si on Ver si on of the device's Locked Literal "6.0", "4.5"
operating system
Reci pi ent AppAgent User agent associ ated Locked Literal " SpeedyMai | "
with the current request
Sof t war eNunber Version of the device- Locked Literal "2"
specific software
(firmvare) to which the
device's | owl evel
sof t ware conf or ns
Vi deol nput Encoder Li st of video input Append Literal "MPEG 1",
encoders supported by the (bag) "MPEG- 2",
devi ce "H. 261"
Component: Networ kChar acteristics
Current BearerServ | The bearer on which the Locked Literal " OneWay SM5",
ice current session was "QUTS",
opened "TwoWayPacket "
SecuritySupport Type of security or Locked Literal " PPTP"
encryption nechani sm
supported
Support edBear er s Li st of bearers supported | Locked Literal "GPRS"', "QUTS",
by the device (bag) " Twoway SM5" ,
CsD', "USSD!
Component: Browser UA
Br owser Nane Name of the browser user Locked Literal "Mozilla",
agent associated with the " MBI E"
current request
Br owser Ver si on Ver si on of the browser Locked Literal "1.0"
CcppAccept Li st of content types the | Append Literal "text/htm ",
devi ce supports (bag) "text/plain",
"text/htm ",
"i mage/ gi f"
CcppAccept - Li st of character sets Append Literal "US-ASCI T,
Char set t he devi ce supports (bag) "1 SO 8859- 1",
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"Shift_JIS
CcppAccept - Li st of transfer Append Literal "base64",
Encodi ng encodi ngs the device (bag) " quot ed-
supports printabl e"
CcppAccept - Li st of preferred Append Literal "zh-CN', "en",
Language docunent | anguages (sequenc "fr
e)
Downl oadabl eBrows | Li st of executable Append Literal "appl i cation/
er Apps content types which the (bag) ava- appl et”
browser supports and "application/ja
which it iswllingto vascript"
accept fromthe network
Fr anesCapabl e I ndi cat es whet her the Override Bool ean "Yes", "No"
browser is capable of
di spl ayi ng HTML franes
Ht m Ver si on Ver si on of Hyper Text Locked Literal "2.0", "3.2",
Mar kup Language (HTM.) "4.0"
supported by the browser
JavaScri ptVersion | Version of the JavaScri pt Locked Literal 1.4"
| anguage supported by the
br owser
Pr ef erenceFor Fram | I ndi cates the user's Locked Bool ean "Yes", "No"
es preference for receiving
HTML content that
contains franes
Tabl esCapabl e I ndi cat es whet her the Locked Bool ean "Yes", "No"
browser is capable of
di spl ayi ng HTM_L t abl es
Xht M Ver si on Ver si on of XHTML Locked Literal "1.0"
supported by the browser
Xht m Modul es Li st of XHTM. nodul es Append Literal " XHTM_1-
supported by the browser struct”,
" XHTM_1-
bl kstruct",
" XHTML1- f r anes”
Component: WapChar acteristics
WapDevi ced ass Classification of the Locked Literal A"
devi ce based on
capabilities as
identified in the WAP 1.1
speci fications
WapPushMsgPri orit User's preference on the Locked Literal "critical",
y priority of incom ng push "l ow', "none",
nessages "all"
WapPushMsgSi ze Maxi mum si ze of a push Locked Nurber "1024", "1400"
nessage that the device
can handl e
WapVer si on Ver si on of WAP supported Locked Literal 1.1, "1.2",
2.0"
Wil DeckSi ze Maxi mum si ze of a WML Locked Nunber "4096"
deck that can be
downl oaded to the device
Wi ScriptLibrarie | List of mandatory and Locked Literal "Lang",
s optional libraries (bag) "Fl oat ",
supported in the device's "String",
WWMLScri pt VM "URL",
"WMLBr owser ",
"Di al ogs"
Wi Scri pt Ver si on Li st of WMLScript version | Append Literal "1.1", "1.2"
nunmber s supported by the (bag)
devi ce
Wi Ver si on Li st of WML | anguage Append Literal "1.1", "1.0"
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ver si on nunbers supported (bag)
by the device
W ai Li brari es Li st of WIAI network Locked Literal "WIAVoi ceCal | ",
common and net wor k (bag) "WIANet Text ",
specific libraries "WIr'APhoneBook" ,
supported by the device "WIACal | Log",
that are URlI accessible "WIAM sc",
"WIAGSM',
"WIAl S136",
" WIAPDC"
W aVer si on Versi on of WIA user agent Locked Literal "1.1"
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A.2  Serialized and Abbreviated Syntaxes

This section provides a comparison of the long and abbreviated syntax of XML encoded RDF using an example

indicated in the following RDF graph (verified with SRPAC [SIRPAC]). This section isinformative.

Hardware
Platform

rdf:type

Defaults

ImageCapable

TerminalHardware

atingResolution

rdf:_1

rdf:_2

Shift_JIs

US-ASCII

1) Thelong or serialized syntax:

<?xm version="1.0"7?>
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"

xm ns: prf="http://ww. wapforum or g/ UAPROF/ ccppschema- 19991014#" >

<rdf: Description |D="Term nal Har dwar e" >
<rdf:type resource="http://ww. wapforum or g/ UAPROF/ ccppschemna-
19991014/ #Har dwar ePl at f or ni'/ >

<prf:Defaults rdf:resource="http://ww.nokia.com profil es/2160"/>

<pr f: Qut put Char set >
<rdf : Bag>
<rdf:1i>US-ASCl I </rdf:li>
<rdf:1i>Shift_JIS</rdf:li>
</ rdf : Bag>
</ prf: Qut put Char set >
<prf: 1 mageCapabl e>Yes</ prf: | mageCapabl e>
<prf: Poi nti ngResol uti on>pi xel </ prf: Poi nti ngResol uti on>
</rdf: Description>
</ rdf : RDF>

2) The equivalent compact or abbreviated syntax:

<?xml version="

1.0"
<rdf: RDF xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22-rdf - synt ax- ns#'
prf
io

xm ns:

<rdf: Descri bt D="Ter m nal Har dwar e"

p
"http://ww. wapf orum or g/ UAPROF/ ccppschenma- 19991014#" >
|
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rdf : type="http://ww. wapf orum or g/ UAPROF/ ccppschema-
19991014/ #Har dwar ePl at f or nt'
prf: 1 mageCapabl e=" Yes"
prf: Poi nti ngResol uti on="pi xel ">
<prf:Defaults rdf:resource="http://ww. nokia.com profil es/2160"/>
<pr f: Qut put Char set >
<rdf:Bag rdf:_| 1="US-ASCI | "
rdf: _12="Shift_JIS"/>
</ prf : Qut put Char set >
</rdf: Description>
</ rdf : RDF>
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A.3

Conneg Vocabulary

The following attributes are taken from the vocabulary defined in the IETF Content Negotiation Group [need reference
tothe RFC]. This section isinformative, and is provided as a guide to those who may be defining a UAProf schema

based upon the Conneg vocabulary.
Attribute Definition Resolution | Sample Notes
Rule Value
dpi Resolution in display or print, infL 300 Can this be mapped
pi xel s per inch to screensize?
paper - Size of the stationery L a4, Modi fy UAPr of
si ze letter, Screensize to
a3, b4, UaMedi aSi ze? How
| egal woul d we handl e
MaxScr eenChar and
Scr eenSi zeChar
attributes?
col or I ndicates a gross |evel of L G ey, Repl ace with
capability to represent (or need bi nary, Col or Capabl e and
for) for handling of colour, out limted, |[BitsPerPixel?
of alimted set of choices. mapped,
full

A4

Salutation Vocabulary

The following attributes are taken from the Salutation [Salutation] vocabulary. These attributes are considered as
extensions to the base vocabulary for User Agent Profile. This section isinformative, and is provided as a guide to
those who may be defining a UAProf schema based upon the Salutation vocabulary.

Attribute Definition Resolution Sample Value
Rule
maj or version Version of the salutation 2
pr ot ocol
m nor version 0
Cont act Person nane|Manager of the client device "John Doe"
Aut henti cation How aut hentication can be nul I | user I dAndPasswo
Fl avors per f or med rd
Pri nter Language Supported printer |anguages PS| ESC/ P| . ..
docunent For mat ns53a2|tiff|bnp| ...
i mmgeConpAl gorithm |l mage conpression algorithm raw] mh| mhb] ...
Applicable for TIFF i mages
i mmgeResol uti on I mage resol ution 800x600

print PaperDirection

Portrait| Il andscape

pri nt Paper Qut put Sel

Paper source

st andar d| col | at edSor

ect t|staple
pri nt Qut put Bi nSel ec [Qut put bin o] 1] 2...

t

dat aTr ansf er Ti nreQut |Bool ean, is the tine-out Yes| No

Settabl e

confi gurabl e?

dat aTransfer Ti neQut [Transfer time-out length in val ue in seconds
Length seconds
f axPr ot ocol Fax protocol version g3| g4| auto
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dat aTr ansf er Ti neCut
Settabl e

Bool ean, is the tine-out
confi gurabl e?

Yes| No

dat aTr ansf er Ti neCut
Length

Transfer tine-out length

val ue i n seconds

dat aTr ansf er Ti neCut
Settabl e

Bool ean, is the tine-out
confi gurabl e?

Yes| No

dat aTr ansf er Ti neCut
Length

Transfer tine-out length

val ue i n seconds

maxDur at i on Maxi mum dur ati on of nessage in 60
seconds

maxRecei ver sPl ay Maxi mum nunber of receivers 1
maxReci pi ent sSend |Maxi mum nunmber of recipients 1

voi ceSpeed Voi ce speed (1-10) 5

voi ceVol une Vol une (1-10) 5

synt hesi ze Bool ean Yes| No
ZynthesizeVoiceSpee Voi ce speed (1-10) 6

synt hesi zeVoi ceVol u Vol ume (1-10) 4

ne

synt hesi zeVoi ceType [Voi ce type mal e| femal e

synt hesi zeText Langu [Encodi ng | anguage. Language tag x-kl'i ngon

age which is defined in RFC 1766

encodi ng Speech encodi ng net hod, (pcm r 8k)
sanpling rate

conversi onWthLossP|ls the use of |ossy conversions Yes| No

rohi bi t ed al | owed?

i mplicitConversionP|Are format conversions all owed? Yes| No

r ohi bi ted

| atestDel i veryTi me

date and tine by which the nessage nust be

delivered to the Receiver(s)

For matt ed Name

Name

Phot ogr aph

Birth date

Addr ess

Addr ess delivery
| abel

Tel ephone Nunber

El ectroni c nmai

Mai | er

Ti me Zone

Locati on

Title

Busi ness cat egory

Logo

Or gani zati on

Comment

Pr onounci ati on

Uni f orm Resource
Locat or

Uni que ldentifyer

Public key

personal i tyProtoco

suppor t edConmand
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exchangeDat aFor mat S
upport

char act er Set Support

Sear chSuppor t

Sor t Suppor t
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A5 Reserved Attributes

This section is normative.

The following attributes are not currently included in the base vocabulary for User Agent Profiles, but are reserved for
possible incorporation at a future date. Extended vocabularies SHOULD NOT make use of these attribute names.
<rdf: Description |ID="Locati onCapabl e">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >

<rdfs:domai n rdf:resource="#Net wor kCharacteristics"/>
<rdfs: coment >

Description: Indicates whether the device supports determ nation and
transm ssion of its |ocation.

Type: Bool ean

Resol uti on: Override

Exanpl es: "Yes", "No"

</ rdf s: cooment >
</ rdf: Description>

<rdf: Description |ID="LocationEncodi ng">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdf s: donmi n rdf:resource="#Net workCharacteristics"/>
<rdf s: corment >
Description: Description of the encoding of the device's |ocation.

Type: Literal
Resol uti on: Locked
Exanpl es: "lat-1ong", "cell-id"

</ rdfs: cooment >
</ rdf: Description>

<rdf: Description |ID="LocationVal ue">
<rdf:type rdf:resource="http://ww. w3. org/ TR/ PR-r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#Networ kCharacteristics"/>
<rdf s: conment >
Description: Description of the device's |ocation.
Type: Literal
Resol uti on: Override
</ rdfs: conment >
</rdf: Description>
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A.6  Requirements

This section contains the approved reguirements document used to guide devel opment of this specification. This
Section isinformative,

Introduction

The purpose of this document is to define requirements for the UAPROF Drafting Committee. These requirements are
based on WAP and W3C input papers, discussions in meetings and mailing list, and UAPROF Drafting Committee
Charter.

This document also guides the Drafting Committee in their specification work. Ultimately, the Drafting Committee
will address all of the requirements here but the Committee reserves the right to prioritise requirementsin the final
specification schedule.

The requirements presented here arein no particular order.
Note: Thisisa DRAFT document, which represents work in progress. The requirementsidentified here are not final
and are subject to change.

Definitions, Abbreviations, and Acronyms

UA User Agent: A program that acts on a user's behalf.

UAPROF User Agent Profile: A set of attributes and associated data elements that describe the end
user device hardware and software characteristics (metadata) aswell as the user's personal
preferences.

WAP gateway A network element that is responsible for encoding and decoding data transferred from and
to the mobile client via the WAP protocol (WDP/WTLSWTP/WSP) stack. [REF??7]

CC/PP Composite Capabilities/ Preferences Profile: A user side framework for content
negotiation

OTA Over The Air

P3P Platform for Privacy Preferences Project: An architecture that enables trusted and
informed online interactions between a user agent and a service.

CPI capability and preference information
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[HTTPX] H. Frystyk Nielsen "HT TP Extension Framework for Mandatory and Optional Extensions', Internet
Draft 08/98
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[MEXE] include reference to the ETSI/ MEXE documentation

Design Assumptions
UAPA: 4-1

Implicit in the requirements and the architecture is an assumption of the existence of a WAP gateway function in
the network.

UAPA: 4-2
CCPP [CCPP] will support the WAP UAPROF efforts.
UAPA: 4-3

The WTLS layer of the WAP stack shall be used if secure transmission of UAPROF is desired.

Each WSP session is bound to a single WAP gateway.

UAPA: 4-3

A client may participate in multiple WSP sessions simultaneoudly, each possibly with a different WAP gateway.
> e.g. Secure/insecure sessions

> e.g. Multiple bearers
Design Goals
UAPG: 5-1

The User Agent Profile (UAPROF) framework shall ultimately enable delivery of content in a format tailored to
the specific device characteristics, application settings, operating environment and user preferences.

UAPG: 5-1-1

> In doing the above, the UAPROF should enable reduction of the network resources otherwise
required to deliver content to the device.

UAPG: 5-2

For this purpose, the UAPROF data model shall adequately represent the CPI of the WARP client device, operating
and network environment, user agent/application settings, as well as the user's preferences.

UAPG: 5-3
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The framework for UAPROF shall provide the ahility to transmit the CPI across the wireless network (from the
device to the WAP gateway) in aflexible, yet efficient and optimum manner that minimises round-trip delays,
network bandwidth, and number of messages exchanged.

UAPG: 5-3-1

> The content of the CPI shall be composed with the above objectives in mind.

UAPG: 5-3-2
> OTA transmission mechanism and encoding of the CPI shall be optimized as mentioned above.
UAPG: 5-4

The CPI may change during the course of a communication session between a client and the wireless network and
the Internet, and those changes will be made effective for the remainder of that session.

UAPG: 5-5

Information in the UAPROF framework shall be semantically compatible with established capability description
vocabularies, to enable speedy adoption and ease of use by devel opers.

UAPG: 5-6

The format and communication mechanism of the UAPROF information shall support and be compatible with
existing and emerging Internet standards for the desktop environment.

Requirements
UAPR: 6-1

The UAPROF shall support any client application that uses the WSP network stack..
UAPR: 6-2

The CPI generated by the device will be communicable to an Internet-based origin server.

UAPR: 6-2-1
> To the extent that the OTA CPI is encoded, a WAP gateway will be able to map that CPI to a
standard representation for Internet transmission.
UAPR: 6-2-2
> When transmitted over the Internet, the CPl will be represented within HTTP headers, and this
transmission will be HTTP1.1-compatible.

UAPR: 6-3

CPlI shall be available to each gateway with which the device communicates, though each WSP session may be
associated with a different CPI.
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UAPR: 6-4

Aniinitial set of elementsthat comprise the CPI shall be defined. Additionally, the UAPROF data model shall be
extensible to allow for rapid and easy adoption of new features and capabilities of the client and preferences of the
user.

UAPR: 6-5

The UAPROF framework shall support the ability to reference capability information stored separately on various
systems and databases. Specifically,

UAPR: 6-5-1
> The UAPROF shall be extensible to dynamically compose CPI located at several sitesin the network,
aswdll asinformation transmitted by the device.
UAPR: 6-5-2
> The UAPROF framework shall support an indirect addressing scheme based on RFC 2396 for
referencing profile information.

UAPR: 6-6

The UAPROF framework will enable the WAP gateway to receive and cache the CPI for every user agent on every
WAP device, across requests within a particular communication session.

UAPR: 6-6-1

> For situations where the WAP gateway is caching the CPI, the UAPROF framework will provide a
lightwei ght exchange mechanism that permits the client to avoid resending the e ements of the CPI that
have not changed since the last time the information was transmitted.

UAPR: 6-6-1-1
Addressing this requirement may require changes to WSP to handle incremental update of a
header.

UAPR: 6-6-1-2
Alternatively, addressing this requirement may require mechanisms to explicitly post
incremental changes to the cached CPI.

UAPR: 6-6-2

> For situations where the WAP gateway is caching the CPl, the UAPROF framework shall ensure
consistency of the cached information under all device states and modes of a WSP session (e.g. based on
the WSP state transitions). Specifically when,

UAPR: 6-6-2-1

The device is power cycled.
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UAPR: 6-6-2-2
The device istemporarily out of coverage (roaming-> out of coverage -> back into coverage
scenario).
UAPR: 6-6-2-3
Thereis no currently active session or the active session has been lost.
UAPR: 6-6-2-4
The session isin a suspended state
UAPR: 6-6-2-5
The current session is active
UAPR: 6-6-2-6
During session set-up
UAPR: 6-6-2-7
During session resumption
UAPR: 6-7

The UAPROF framework shall support client-initiated changes to the CPI during a communication session
between a client and the wireless network and the Internet.

UAPR: 6-8

The UAPROF framework shall support the addition, deletion, or modification of the CPI by intermediate network
elements and proxies within the client-to-origin server path.

UAPR: 6-8-1
> The UAPROF framework shall include a set of recommended CPI modification policies.
UAPR: 6-9
To enable communication of UAPROF information to the WAP gateway, the device mugt,
UAPR: 6-9-1

> Generate CPI.

UAPR: 6-9-2

> Encode the CPI into aformat that satisfies the requirements of the low bandwidth/high latency
bearer networks currently supported by the WAP specifications.
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UAPR: 6-10
The UAPROF framework shall support internationalisation as required.

UAPR: 6-11
A client will be able to embed CPI elementsin arequest to be applied to that request (in addition to information
derived from the cache, if any, in the WAP gateway), without affecting the contents of the cache, if any, at the
WAP gateway.

UAPR: 6-12

The UAPROF specification will explicitly list the assumed features provided by external standards, including, but
not limited to, CCPP, RDF, and HTTP.

Desirable Features
UAPF: 7-1

Expand WBXML to support encoding of RDF based CPI.
UAPF: 7-2

A trust model for network elements, gateways, and proxies.

Open Questions

1) Network may change CPI
> Notify client or simply override client?

e.g. network operator turns off sound preferences on behalf of user

2) Impact of UAPROF on content caching
> Introduce new “cache-able independent of uaprof” tag in response

3) Separation of capabilities and preferences within CPI schema
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