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Abstract – Social networks of engagement sometimes dramatically collapse. A widely adopted
paradigm to understand this catastrophe dynamics is the threshold model but previous work only
considered the irreversible K-core pruning process and the resulting kinetic activity patterns. Here
we study the network alliance problem as a simplified model of social engagement by equilibrium
statistical mechanics. Our theory reveals that the surviving kinetic alliances are out-of-equilibrium
and atypical configurations which may become highly vulnerable to single-node-triggered cascading
failures as they relax towards equilibrium. Our theory predicts that if the fraction of active nodes is
beyond a certain critical value, the equilibrium (typical) alliance configurations could be protected
from cascading failures by a simple least-effort local intervention strategy. We confirm these results
by extensive Monte Carlo simulations.

The proper functioning of online and offline social networks requires the active engage-
ment of its members. But social engagement is largely a collective phenomenon as individual
agents influence and are influenced by their network neighbors [1,2]. Small variations of envi-
ronmental parameters and localized state perturbations sometimes trigger global disruptions
of social engagement, such as the rapid decline of online platforms [3], breakdown of social
trust in vaccination [4], military mutiny and regime shift [5], and many others [6–11]. Under-
standing the collapse of social engagement and exploring effective intervention mechanisms
are research issues of great practical relevance [12–14].

Previous theoretical studies modeled the disruption of social engagement as an irre-
versible threshold dynamics [8, 15–17, 19–26]. Starting from an initial random pattern in
which the nodes are active with probability p, the system goes through a damage cascading
process essentially identical to K-core pruning, with active nodes decaying to inactive if
they have too few active neighbors [15,16]. The final configurations are extremely sensitive
to p if it is close to a certain critical value, at which an extensive drop in the network’s
activity level may occur [8,19,20]. However, this kinetic framework neglects a crucial aspect
of social engagement, namely the activity configurations are far from being random and ir-
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reversible but are the result of complicated interactions among the individual agents and are
adaptive [3,27,28]. Some large-scale empirical studies have demonstrated significant neigh-
borhood reinforcement effects in the dynamics of health behaviors in social networks [29–32].
For example, a person who quitted smoking is very likely to resume this habit if s/he has
many smoker friends.

In the present work we study social engagement as a network alliance problem by equi-
librium statistical mechanics. Each node of the system can flip back and forth between
the active and inactive states. We consider microscopic alliance configurations whose active
nodes are supported by other active neighbors (Fig. 1) [1, 33, 35], and develop a mean field
theory which has the novel feature of combining the dynamics of cascading propagation
with equilibrium sampling of alliance configurations. We find that kinetic alliances obtained
through K-core pruning are out-of-equilibrium atypical configurations which may become
more and more unstable as they evolve towards equilibrium. The equilibrium alliance config-
urations can be classified into three dynamical phases depending on the abundance of active
nodes [Fig. 3(a)], and we are able to predict the phase boundaries precisely for random
networks. In the intermediate phase, bounded by the weak and strong tipping points, the
equilibrium alliances are highly vulnerable to cascading failures but all the global collapses
are suppressible by flipping a small number of inactive nodes during the cascading process.

Our theoretical and simulation results suggest that equilibrium social engagement in
networks may be intrinsically fragile but also be adaptable and resilient to disturbances,
which may partly explain why the exact occurrence of a collapse event is quite unpredictable.
Our mean-field theory may also be useful for understanding some other collective phenomena
of complex systems, such as jamming in granular matters.

Theory. – Alliance and its collapse. Consider a network G formed by N nodes and
some undirected links. Nodes i and j are neighbors if there is a link (i, j) between them,
and ∂i ≡ {j : (i, j)∈G} is the neighborhood of i. At any time node i either actively engages
in the network (state ci=1) or is inactive (ci=0), and it may switch between these states.
The engaging benefit for i increases with its number ai (≡

∑
j∈∂i cj) of active neighbors

and when ai reaches a threshold θi the benefit outweighs the engaging cost [1,3,27]. When
ai<θi node i is always inactive, so the network configurations c≡ (c1, c2, . . . , cN ) are those
which satisfy the alliance condition aj≥θj for every active node j. The active nodes of c are
directly or indirectly supporting each other and are collectively referred to as an alliance,
A(c) ≡ {j : cj=1} [33]. A node i with many active neighbors (ai≥θi) may still be inactive
in network G (e.g., it may be engaging in a competing network [3]), and we consider such a
node to be persuadable because it can be flipped to ci=1 (Fig. 1).

We define the energy of configuration c as E(c) ≡
∑
i ci, which is simply the size of

A(c). At a given energy density (relative size) ρ≡E/N the total number Ω(Nρ) of alliances
exponentially increases with system size N [1], so we define the entropy density at ρ as
s(ρ) ≡ (1/N) ln Ω. We pick a configuration c uniformly at random from this exponential
subspace and examine its sensitivity to local perturbations. If an active node i drops out of
A(c) a damage cascading process may be triggered, during which some initially active nodes
j are forced to be inactive when the alliance conditions aj≥θj are violated [1,17]. After this
process finally stops the alliance might only shrink slightly (a small avalanche) or it might
be extensively damaged (a collapse) [36]. We classify an avalanche of A(c) as a collapse if
the final energy density ρ′ is much smaller than the initial value ρ, and correspondingly we
regard the triggering node i as a break node of c. Empirically, we find that if a collapse
occurs it is usually a complete one, ρ′ = 0. Therefore we take the somewhat arbitrary
criterion ρ′< 0.2ρ to classify a collapse (the other tested criteria of 0.1ρ, 0.4ρ and 0.6ρ all
lead to identical results). The fraction φ of break nodes is computed by checking every
active node of c. If φ is positive then the alliance A(c) is highly vulnerable to single-node
perturbations.

Various local protection mechanisms are conceivable for social networks and some of them
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Fig. 1: An example alliance configuration with equal number of active and inactive nodes (filled
and open circles, respectively) and therefore energy density ρ= 0.5, for a regular random network
of size N = 60 and degree D= 6, at uniform threshold K= 4. The links having two, one, and zero
active incident nodes are drawn respectively as solid, dashed, and dotted lines. The inactive node
38 has four active neighbors, so it can switch to be active (it is persuadable).

may significantly affect the order parameter φ. For example every node in the reservoir set
of persuadable inactive nodes has a stabilizing effect to the alliance A(c). In this theoretical
work we focus on the following simple least-effort local recruitment mechanism: If an active
node j becomes unstable (aj falls below θj) it flips to cj = 0 only if there are no enough
persuadable neighbors, otherwise some persuadable neighbors k are flipped to ck = 1 to
restore the condition aj ≥ θj . We can study the effect of this intervention mechanism by
damage cascading analysis. If the quit of a single active node i still leads to a collapse, i is
said to be a break node of c under this locally protected cascading process. The fraction of
break nodes of c is denoted as ψ. Obviously ψ≤φ for any given alliance configuration c. For
example, all the thirty active nodes in Fig. 1 are break nodes in the unprotected dynamics
(φ=0.50), but nodes 19, 26, 58 are no longer break nodes in the protected dynamics which
recruits node 38 (ψ=0.45).

Collapse theory. We develop a mean field theory to analyze the vulnerability of equi-
librium alliances. Each node i contributes a term to E(c) and it also imposes a constraint
to itself and all its neighbors. Consider a link (i, j) and let us for the moment neglect the
energy and constraint of node i, so the state (ci, cj) is affected by the energy and constraint
of node j only. We denote the corresponding probability distribution as q

cj ,ci
j→i , and in ad-

dition denote by t1,1j→i the probability that (1) ci = cj = 1 and (2) if node i now flips to
ci = 0 the damage cascade relayed through link (i, j) will only cause a tree-formed small
avalanche [2]. Because a large random finite-connectivity network is locally tree-like, if node
j is deleted from the network its neighbors will be distantly separated and be mutually
independent [7,38]. Assuming this Bethe-Peierls factorization property, we get the following
belief-propagation (BP) equation:

q0,cij→i =
1

zj→i

∏
k∈∂j\i

(q0,0k→j + q1,0k→j) , (1a)

q1,cij→i =
e−β

zj→i

∑
c∂j\i

Θ
( ∑
k∈∂j\i

ck+ci−θj
) ∏
k∈∂j\i

qck,1k→j , (1b)
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where zj→i is the normalization constant; set ∂j\i contains all the neighbors of node j except
for i and c∂j\i≡{ck : k∈ ∂j\i} denotes a composite state of all the nodes in ∂j\i; β is the
inverse temperature parameter adopted to control the energy density ρ; Θ(x) = 0 if x < 0
and = 1 if x ≥ 0 [1]. Similarly the probability u0,1j→i of node j being unpersuadable (cj = 0
and aj<θj) and ci=1 is

u0,1j→i =
1

zj→i

∑
c∂j\i

Θ
(
θj−2−

∑
k∈∂j\i

ck
) ∏
k∈∂j\i

qck,0k→j . (2)

For damage cascading without local recruitments, we derive the self-consistent expression
for t1,1j→i by noticing that (1) the damage of node i will not propagate to j if initially aj>θj
and (2) node j will flip to cj=0 if aj=θj and this may then induce further damages to the
alliance:

t1,1j→i =
e−β

zj→i

∑
c∂j\i

[
Θ
( ∑
k∈∂j\i

ck−θj
) ∏
k∈∂j\i

qck,1k→j +

δ
θj−1∑

k∈∂j\i ck

∏
k∈∂j\i

(
δ0ckq

0,1
k→j + δ1ckt

1,1
k→j

)]
, (3)

where δnm = 1 if m=n and = 0 if otherwise. For damage cascading with local recruitments
we incorporate the blocking effect of a persuaded neighbor into the second term of Eq. (22)
to get

t1,1j→i =
e−β

zj→i

∑
c∂j\i

[
Θ
( ∑
k∈∂j\i

ck−θj
) ∏
k∈∂j\i

qck,1k→j +

δ
θj−1∑

k∈∂j\i ck

( ∏
k∈∂j\i

qck,1k→j −
∏

k∈∂j\i

(
δ0cku

0,1
k→j + δ1ckq

1,1
k→j

)
+
∏

k∈∂j\i

(
δ0cku

0,1
k→j + δ1ckt

1,1
k→j

))]
. (4)

To appreciate this modification, notice that node j will not flip if it has a persuadable
inactive neighbor [36].

With these preparations we can now express the marginal probability ti of node i being
active but not being a break node as

ti=

e−β
∑
c∂i

Θ
( ∑
j∈∂i

cj−θi
) ∏
j∈∂i

(
δ0cjq

0,1
j→i + δ1cj t

1,1
j→i
)

∑
c∂i

[ ∏
j∈∂i

q
cj ,0
j→i + e−βΘ

( ∑
j∈∂i

cj−θi
) ∏
j∈∂i

q
cj ,1
j→i

] , (5)

where c∂i≡{cj :j∈∂i} is a composite state of node i’s neighbors. The marginal probability qi
of node i being active has the same expression as Eq. (5) but with t1,1j→i replaced by q1,1j→i [1].
The average fractions of break nodes in the damage cascading process without and with
local recruitments are computed by the same expression φ (and ψ) =

∑N
i=1(qi−ti)/N, with

t1,1j→i in Eq. (5) fixed by Eq. (22) and Eq. (30), respectively. We work on the microcanonical
ensemble of fixed energy density ρ, so the inverse temperature β is determined by the energy
constraint ρ =

∑N
i=1 qi/N .

Simulation method. To check the predictions of our mean field theory, we adopt the
demon algorithm of microcanonical Monte Carlo (MMC) simulation to sample alliance con-
figurations with equal weight [3,41]. At each elementary MMC step a new alliance configu-
ration c′ is proposed by flipping under detailed balance a single node or a tree of same-state
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Fig. 2: The RR network ensemble of degree D=6 and uniform threshold K. (a): Entropy density
s versus energy density ρ (K = 2, 3, 4). Dotted and solid lines in (a)-(c) indicate respectively the
convex and concave branch of s(ρ), and filled circles mark the minimum energy density ρ0. (b) and
(c): Density of break nodes without (φ) or with (ψ) local recruitments at K=3 (b) and K=4 (c).

Dashed lines denote the upper bound φ=ρ. (d): Overlap of break nodes, Ob(∆t) ≡ 2|B(c)∩B(c′)|
|B(c|+|B(c′)| ,

between two alliance configurations c and c′ sampled at time interval ∆t, where B(c) is the set
of break nodes in configuration c (K = 3). The inset shows the distribution of φi for all the
nodes, where φi is the frequency of node i being a break node in a sampled configuration. (e):
Exponentially decaying distribution P (n) of the cost n to suppress a global collapse, where n is the
number of recruited persuadable nodes during a damage cascading process with local recruitments
(K = 3). The relative size ρ= 0.2750 or 0.3509 in (d) and (e). Symbols in (b)-(e) are simulation
results obtained on a single network of size N=32768, and error bars denote standard deviations.

nodes of the incumbent c [1, 36]. If the energy of c′ does not exceed an objective value
Eo≡ρN then c′ is accepted as the next configuration of the network, otherwise the network
adheres to c. One unit time of this MMC dynamics corresponds to N consecutive trials of
configuration transitions. At each energy density ρ we typically collect 105 configurations
at unit time interval [36].

Results. – Uniform threshold θi ≡ K. The damage cascading process would never
exponentially proliferate if θi ≤ 2 for all the nodes and then catastrophic collapses would
never occur [36]. We therefore consider the nontrivial situations that at least some nodes i
have θi≥3. First, we study the situation of uniform threshold (θi≡K). An alliance is then
equivalent to a K-core [8, 15, 16, 42]. We examine regular random (RR) networks in which
every node has exactly D neighbors [7], and for which the mean-field equations are much
simplified because q

cj ,ci
j→i and t1,1j→i are the same for all the links [1, 36].

The theoretical results for D = 6 and K ∈ {2, 3, 4} are shown in Fig. 2. The entropy
density s(ρ) is convex for ρ < ρx and concave for ρ > ρx, where ρx is the inflection point
[Fig. 2(a)]. The convexity of s(ρ) indicates that alliances of relative sizes ρ<ρx are difficult
to construct [1]. For K ≥ 3 and without local protective recruitments, we indeed find that
the fraction φ of break nodes becomes positive as ρ decreases below a critical value ρwt (the
weak tipping point) which is considerably larger than ρx. With local recruitments, however,
the break-node fraction ψ is zero as long as ρ>ρst with ρst (the strong tipping point) being
much smaller than ρwt. At D= 6 we have ρwt = 0.3885, ρst = 0.1968 for K = 3 [Fig. 2(b)]
and ρwt = 0.7585, ρst = 0.5719 for K = 4 [Fig. 2(c)]. The strong tipping point is in the
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entropy-convex region (ρst<ρx) for K=3 but it is in the entropy-concave region (ρst>ρx)
for K≥4.

The predicted relationships of φ, ψ with ρ are confirmed by our MMC results when the
ratio φ/ρ is not too close to unity (Fig. 2). (When φ approaches ρ it becomes exceedingly
hard to equilibrate the MMC dynamics.) When ρ is only slightly below the respective phase
transition value ρwt and ρst, we find that

φ ∝ (ρwt − ρ)ζ , ψ ∝ (ρst − ρ)ζ , (6)

with scaling exponent ζ = 1. These critical scaling relationships are also observed in other
network ensembles.

Although at ρ< ρwt some of the active nodes can be distinguished as break nodes, we
find that this heterogeneity is not static but quite dynamic: the set B(c) of break nodes
changes quickly as the equilibrium alliance configuration c evolves with time and its relative
size fluctuates around φ to some extent, and the chance of being a break node is similar
for all the nodes of the RR network (Fig. 2(d), dynamical heterogeneity). If a catastrophic
avalanche is suppressible by local recruitments, we find that the number of actually recruited
nodes during the whole cascading process is only of order unity [Fig. 2(e)], confirming that
the local recruitment intervention is a minimum-cost strategy.

We can summarize these results by a phase diagram of equilibrium alliances [Fig. 3(a)].
When energy density ρ>ρwt the system is robust to local perturbations (φ=ψ= 0, phase
I); a continuous phase transition occurs at ρwt and the system then becomes vulnerable to
local perturbations but it remains resilient due to the local protection mechanism (φ>0 and
ψ = 0, phase II); a second continuous phase transition occurs when ρ decreases to ρst, at
which the system is no longer resilient (φ>0 and ψ>0, phase III); and finally no equilibrium
alliance configurations is possible when ρ decreases below the minimum value ρ0 (phase IV,
the forbidden region).

By the irreversible K-core pruning process starting from completely random activity
patterns, we can reach kinetic alliance configurations of relative size ρ much smaller than
ρwt and down to the kinetic threshold value ρk (=0.2942 for K=3 and =0.6574 for K=4,
at degree D=6) [36,43]. In the thermodynamic limit of N→∞ all such kinetic alliance con-
figurations are robust against single-node perturbations (φ= 0), which is reasonable because
otherwise they can not survive the pruning process [36]. The prediction ρwt>ρk indicates
that equilibrium alliance configurations are more vulnerable to local perturbations than are
kinetic ones [Fig. 3(a)]. Indeed if kinetic alliance configurations of relative size ρ∈ (ρk, ρwt)
are allowed to relax towards equilibrium the fraction φ of break nodes will increase from zero
and gradually approach the equilibrium value [Fig. 3(b)]. This counter-intuitive buildup of
fragility is driven by entropy maximization. It highlights the fact that kinetic alliances are
only rare atypical configurations whose properties are far from being representative of those
typical (equilibrium) alliance configurations at the same energy density.

Besides RR networks, we also apply our theory and MMC algorithm to several other
types of networks with narrowly distributed degrees, including cubic lattices, small-world
networks [5], Erdös-Rényi (ER) networks [7], and peer-to-peer computer server networks [4].
Results obtained on these networks are quite similar to Fig. 2(b) and 2(c), see Ref. [36] for
details.

Degree-dependent thresholds. If the network has a broad degree profile, e.g. scale-free
(SF) [6, 9], while the thresholds θi still remain uniform, the equilibrium alliance configura-
tions will always be robust to random perturbations and φ=0 [36]. This super-robustness is
attributed to the high-degree hub nodes which have a strong stabilizing effect [8]. For such
systems it may be more appropriate to assume that the threshold θi of node i will be higher
if it has a larger degree di. To be concrete, here we assume the linear relationship θi = rdi.
Here the parameter r ∈ [0, 1] denotes the required minimum fraction of active neighbors by
an active node [17].
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Fig. 3: Equilibrium alliance configurations are more vulnerable than kinetic ones. (a): Phase
diagram for the RR network ensemble of degree D = 6 and threshold K = 3; ρwt and ρst are the
weak and strong and tipping points, ρk and ρ0 are the minimum energy density of kinetic and
equilibrium alliance configurations. (b): Evolution of break-node fraction φ with time t at fixed
energy density ρ=0.30 or 0.35 starting from initial kinetic alliance configurations. Each data point
shows the mean and standard deviation of φ over 48000 independent trajectories obtained on a
single RR network of size N=32768, D=6 and K=3.

Some representative results obtained on ER and SF network instances (with r = 0.55)
are reported in Fig. 4, demonstrating the characteristic phenomenon of two distinct dynam-
ical phase transitions and the scaling behavior (6). The good agreement between theory
and simulation also confirms the wide applicability of our mean-field theory to different
network types. Figure 4 reveals that for SF and ER networks with the same mean degree
value D, the critical energy densities ρwt and ρst are shifted to lower values in the SF net-
works as compared to the corresponding values of the ER networks. This indicates that SF
networks have enhanced robustness and resilience than the ER networks and therefore are
evolutionarily more favorable.

Discussion. – To briefly conclude, we presented a mean field theory for the network
equilibrium social engagement and alliance problem and revealed the existence of two contin-
uous dynamical phase transitions. We pointed out that the kinetic alliance configurations
widely discussed in the literature are out-of-equilibrium atypical configurations and they
may become more and more vulnerable to local perturbations when they relax.

Our theory can be extended in several different ways. First, interactions in many real-
world social networks are asymmetric and therefore it is necessary to consider the alliance
problem on networks formed by directed and weighted links. Second, the nodes in social
networks are often quite heterogenous in their influences to others. The effect of influence
heterogeneity can be investigated as a node-weighted alliance problem. Alliance configu-
rations are a type of relatively rigid structures in a network, and as such they are closely
related to jammed states in granular systems with similar properties such as dynamical het-
erogeneity and rigidity percolation [42,48]. It is interesting to refine the alliance model into
a more realistic network jamming model for systems embedded in three dimensional spaces.

Our work revealed that localized intervention measures have a huge effect on the stability
of a complex system, shifting the tipping point ρwt to a much smaller value ρst. The proposed
local recruitment strategy may not be optimal. For example, by enlarging the length scale of
local interventions it may be possible to further reduce the value of ρst. The effect of other
types of protection strategies also deserves study. Besides such passive damage responses, a
complex system formed many mutually dependent “cells” may also actively exercise itself to
improve and rejuvenate its functions. This is another interesting issue for future theoretical
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Fig. 4: Results on equilibrium alliances of ER (a, b) and SF (c, d) random networks of mean degree
D = 6 and degree-dependent thresholds θi = rdi with r = 0.55. (a, c): Entropy density s versus
energy density ρ. (b, d): Density of break nodes with (φ) and with (ψ) local recruitments. Lines are
theoretical predictions; dotted and solid lines indicate respectively the convex and concave branch
of s(ρ). Symbols are simulation results obtained on a single network instance of size N = 40000;
error bars denote standard deviations. The SF network instance is constructed following the static
method [9] and its degree power-law exponent is γ=3.0.

investigations.
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Mean field theory for the equilibrium alliance problem. – The mean field
theory for the strong defensive alliance problem, described in Ref. [1], is also applicable to
the slightly more general alliance problem studied in the present work. Here we review this
theory as a warm-up to the theory of alliance collapse, developed in the next section.

Partition function and factor graph representation. For the alliance problem defined
on a network G of N nodes and M links between these nodes, the partition function is

Z(β) =
∑
c 6=0

N∏
i=1

[
e−βciΘ

(∑
j∈∂i

cj − θici
)]

. (7)

In this expression, c ≡ (c1, c2, . . . , cN ) with ci ∈ {0, 1} denotes a generic activity configura-
tion of the N nodes, and 0 ≡ (0, 0, . . . , 0) is the completely inactive configuration; β is the
inverse temperature parameter; Θ(x) is the Heaviside step function such that Θ(x) = 0 for
x< 0 and Θ(x) = 1 for x≥ 0; ∂i denotes the node set formed by all the nearest neighbors
of node i in the network; and θi is the threshold parameter for node i. Denote the set
of active nodes in configuration c as A(c), that is, A(c) ≡ {i : ci = 1}. If the condition∑
j∈∂i cj ≥ θi holds for every node i ∈ A(c) and therefore A(c) is a valid alliance, then c

contributes a term e−βE(c) to the partition function, where E(c) ≡
∑N
i=1 ci is the energy of

c (the cardinality of set A(c)). On the other hand if
∑
j∈∂i cj is less than θi for at least one

node i ∈ A(c), then A(c) is not a valid alliance and the contribution of c to Z(β) is exactly
zero. Therefore, although Z(β) is a sum over all the 2N binary configurations except for 0,
only the valid alliance configurations have positive contribution to Z(β).

As the form of Eq. (7) suggests, there are N many-body interactions in the system, each
of which is brought by a node (say i) and it involves i and all its nearest neighbors j. The
Boltzmann weight of such an interaction is Ψi(ci, c∂i) ≡ e−βciΘ

(∑
j∈∂i cj − θici

)
, where

c∂i ≡ {cj : j ∈ ∂i} denotes an activity pattern of the nodes in the set ∂i, and the partition

function is then Z(β) =
∑

c6=0

∏N
i=1 Ψi(ci, c∂i).

Because of the many-body nature of the weight factors Ψi, it is convenient to represent
the system as a bipartite graph of factor-nodes (representing the N many-body interactions,
e.g., square nodes in the right panels of Fig. 5) and variable-nodes (representing the M links,
e.g., elliptic nodes in the right panels of Fig. 5). Each variable-node of this bipartite factor
graph corresponds to a link (i, j) of the original network, and it has a composite state (ci, cj)
with four possible values. Each factor-node i of this bipartite graph is associated with an
energy Ei = ci, and further more it imposes the following two constraints: (1) the composite
states (ci, cj) of all the variable-nodes (i, j) that are connected to the factor-node i should
have the same value of ci, and (2) if ci=1 then the sum of cj in the composite states (ci, cj)
of the connected variable-nodes (i, j) must be at least θi.

The belief propagation equation. If short loops are very rare in the original network
G so that it is locally tree-like, the corresponding factor graph of G will also be locally
tree-like. For such a factor graph, let us consider the situation depicted in the lower-
right panel of Fig. 5, where the factor-node i is removed from the factor graph and the
variable-node (i, j) participates only in the many-body interaction j. Let us denote by
q
cj ,ci
j→i the probability distribution of the composite state (cj , ci) of variable-node (j, i) in

this cavity graph. As a probability distribution, q
cj ,ci
j→i satisfies the normalization condition

q0,0j→i + q1,0j→i + q0,1j→i + q1,1j→i ≡ 1.
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Fig. 5: (left) The neighborhood of a node i in the original network G. In this example the degree
of every node is D= 4, and the set of nearest neighbors is ∂i = {j, k, l,m} for node i. Node n is
one of the nearest neighbors of node j. (upper right) The neighborhood of the factor-node i in the
bipartite factor graph, corresponding to the neighborhood of node i in the original network G. A
link (i, j) of network G is represented by a variable-node in the factor graph (shown as an ellipse),
and is assigned a composite state (ci, cj). A many-body interaction involving node i and all its
nearest neighbors in network G is represented by a factor-node i in the factor graph (shown as a
square). Each variable-node (i, j) in the factor graph is connected to exactly two factor-nodes i and
j, because it participates only in two many-body interactions. (lower right) In the cavity factor
graph with factor-node i being removed, variable-node (i, j) is affected only by factor-node j and so
its composite state (ci, cj) depends only on the composite states of the three other variable-nodes
(e.g., ellipse (j, n)) attached to factor-node j.

To derive a self-consistent equation for the cavity probability distribution q
cj ,ci
j→i , we

notice that because loops in a locally tree-like factor graph are usually quite long in the
limit of large system size N , all the variable-nodes that are connected to factor-node j in
the lower-right panel of Fig. 5 could be regarded as mutually independent in the absence of
factor-node j. Under this assumption, then when the Boltzmann weight Ψj of factor-node
j is considered (but that of factor-node i is not yet considered), the probability distribution
of the composite state (cj , ci) will be

q0,0j→i ≡
1

zj→i

∏
k∈∂j\i

(
q0,0k→j + q1,0k→j

)
, (8a)

q0,1j→i =
1

zj→i

∏
k∈∂j\i

(
q0,0k→j + q1,0k→j

)
, (8b)

q1,0j→i =
1

zj→i
e−β

∑
c∂j\i

Θ
( ∑
k∈∂j\i

ck − θj
) ∏
k∈∂j\i

qck,1k→j , (8c)

q1,1j→i =
1

zj→i
e−β

∑
c∂j\i

Θ
( ∑
k∈∂j\i

ck + 1− θj
) ∏
k∈∂j\i

qck,1k→j , (8d)

where the set ∂j\i contains all the nearest neighbors of node j except for i, and c∂j\i≡{ck :
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k∈∂j\i}; zj→i is the probability normalization constant:

zj→i ≡ 2
∏

k∈∂j\i

(
q0,0k→j + q1,0k→j

)
+ e−β

∑
c∂j\i

Θ
( ∑
k∈∂j\i

ck − θj
) ∏
k∈∂j\i

qck,1k→j

+e−β
∑
c∂j\i

Θ
( ∑
k∈∂j\i

ck + 1− θj
) ∏
k∈∂j\i

qck,1k→j . (9)

Equation (8) is the belief-propagation (BP) equation for the alliance problem, applicable
to a single network G. In the simplest case of regular random (RR) networks G of degree D
and uniform threshold parameters θi ≡ K for all the nodes of network G, we may further
assume that the cavity probability distributions q

cj ,ci
j→i are the same for all the links (j, i)

of the network, i.e., q0,0j→i = q0,0, q0,1j→i = q0,1, q1,0j→i = q1,0, and q1,1j→i = q1,1. Then the BP
equation (8) is simplified to

q0,0 =
1

z

(
q0,0 + q1,0

)D−1
, (10a)

q0,1 =
1

z

(
q0,0 + q1,0

)D−1
, (10b)

q1,0 =
1

z
e−β

D−1∑
d≥K

CdD−1(q1,1)d(q0,1)D−1−d , (10c)

q1,1 =
1

z
e−β

D−1∑
d≥K−1

CdD−1(q1,1)d(q0,1)D−1−d , (10d)

where Cmn ≡ n!
m!(n−m)! is the binomial coefficient, and the normalization constant z is

z ≡ 2
(
q0,0 + q1,0

)D−1
+ 2e−β

D−1∑
d≥K

CdD−1(q1,1)d(q0,1)D−1−d + e−βCK−1D−1 (q1,1)K−1(q0,1)D−K .

(11)
Notice that q0,0 ≡ q0,1 according to Eqs. (10a) and (10b).

A trivial fixed point of Eq. (10) is q0,0 = q0,1 = 1
2 , q1,0 = q1,1 = 0, which corresponds to

the completely inactive configuration 0 (not an alliance). We are interested in the non-trivial
fixed points of Eq. (10) which correspond to alliance configurations of positive cardinality.
All these non-trivial fixed-point solutions of Eq. (10) can be obtained by a simple numerical
code, for any fixed value of β.

Average density of active nodes. Consider the cavity factor graph in the lower-right
panel of Fig. 5. As we pointed out earlier, because of the locally tree-like property of
this factor graph, the neighboring variable-nodes of the factor-node i could be regarded as
mutually independent when the Boltzmann weight Ψi is discarded. When factor-node i
is added back to the factor graph as in the upper-right panel of Fig. 5, these neighboring
variable-nodes will become strongly correlated, including that the ci values of these variable-
nodes must take the same value. At a given value of inverse temperature β the probability
qi of ci=1 is then expressed as

qi =

e−β
∑
c∂i

Θ
( ∑
j∈∂i

cj − θi
) ∏
j∈∂i

q
cj ,1
j→i∏

j∈∂i
(q0,0j→i + q1,0j→i) + e−β

∑
c∂i

Θ
( ∑
j∈∂i

cj − θi
) ∏
j∈∂i

q
cj ,1
j→i

, (12)

where q
cj ,ci
j→i is a fixed-point solution of Eq. (8). The average density ρ of active nodes

(equivalently, the average energy density) is simply

ρ =
1

N

N∑
i=1

qi . (13)
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In the special case of RR networks of degree D and uniform threshold K, all the qi values
are equal and then the expression of ρ is simplified to

ρ =

e−β
D∑

d≥K
CdD(q1,1)d(q0,0)D−d

(q0,0 + q1,0)D + e−β
D∑

d≥K
CdD(q1,1)d(q0,1)D−d

. (14)

We are interested in the microcanonical ensemble, for which the density ρ of active nodes
is fixed instead of the inverse temperature β. To determine the value of β for a fixed value of
ρ, we can treat Eq. (14) or Eq. (13) as an equation for β and iterate the value of β together
with the BP equation (8) or (10) to reach a fixed point.

Free energy density and entropy density. For sparse random networks, the free energy
F ≡ −(1/β) lnZ(β) of the system can be computed through

F =

N∑
i=1

fi+∂i −
∑

(i,j)∈G

fij , (15)

where fi+∂i is the contribution of factor-node i and all its attached links (variable-nodes),
and fij is the contribution of a single link (i, j). Because each link (i, j) contributes to both
fi+∂i and fj+∂j its effect is subtracted once in Eq. (15). The explicit expressions for fi+∂i
and fij are:

fi+∂i = − 1

β
ln
[∏
j∈∂i

(q0,0j→i + q1,0j→i) + e−β
∑
c∂i

Θ
(∑
j∈∂i

cj − θi
) ∏
j∈∂i

q
cj ,1
j→i

]
, (16)

fij = − 1

β
ln
[
q0,0i→jq

0,0
j→i + q1,0i→jq

0,1
j→i + q0,1i→jq

1,0
j→i + q1,1i→jq

1,1
j→i

]
. (17)

For the special case of RR networks of degree D and uniform threshold K, the free energy
density f ≡ F/N of the system is

f = − 1

β
ln
[
(q0,0+q1,0)D+e−β

D∑
d≥K

CdD(q1,1)d(q0,1)D−d
]
+
D

2β
ln
[
(q0,0)2+2q0,1q1,0+(q1,1)2

]
.

(18)
The entropy density s of the system is simply

s = (ρ− f)β . (19)

Some extensions of the alliance model. Here we briefly mention two important exten-
sions of the basic equilibrium alliance problem. The theoretical framework discussed in this
and the next section is applicable to these extended models as well.

The first extension is to consider directed networks. In such a network G each link
(i, j) has a direction and it is pointing from node i to node j. Directed links can better
represent the directed interactions in a social network (e.g., node i influences node j but is
not influenced by j). The necessary condition for a node j to be active may then be modified
as ∑

i∈∂+j

wijci ≥ θj , (20)

where ∂+j ≡ {i : (i, j) ∈ G} denotes the set of upstream nearest neighbors i of node j, and
wij is the weight of link (i, j). In the default case the link weights wij may all be set to be
uniform.
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The second extension is to consider undirected (or directed) networks whose nodes i have
quite different weights wi. For example, opinion leaders or celebrities in social networks
would have a large influence on ordinary people but not the other way around, and these
influential nodes should have much larger weights than the other nodes. For a node-weighted
undirected network, the necessary condition for a node j to be active may then be modified
as ∑

i∈∂j

wici ≥ θj . (21)
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Mean field theory of network alliance collapse. – We now derive some mean
field iterative equations concerning the stability of an equilibrium alliance configuration c,
sampled uniformly at random from all the alliance configurations with the same density ρ
of active nodes.

We classify the inactive nodes of the configuration c into two types, persuadable and
non-persuadable. An inactive node j of c is persuadable if it has θj or more active nearest
neighbors (that is,

∑
k∈∂j cj ≥ θj), otherwise j is non-persuadable. Notice that a persuad-

able inactive node can be recruited to the alliance A(c).

Consider a node (say i) which is active (ci=1) in configuration c. If now this node drops
out of the alliance A(c) and then keeps inactive (ci=0) indefinitely, it may pull some of its
active nearest neighbors down to the inactive state, and these induced changes may again
make some of the active second nearest-neighboring nodes to quit A(c), and so on. For
sufficiently large sparse random networks, because of the extreme rareness of short loops
(i.e., the locally tree-like property), the whole affected region after the damage cascading
process finally stops either forms a tree structure of small size, if the radius of damage is
small and independent of network size N , or it is a giant loop-rich sub-network involving
all (or at least a major fraction, say >80%) of the nodes of the alliance A(c). In the latter
case of extensive damage the radius of the damage region increases with the system size N
in a logarithmic manner [2] and we regard it as a collapse of the alliance A. In the following
discussions we regard an active node i of c as ordinary active if its breakdown only induces
a small (tree-formed) subnetwork of damaged nodes. If instead the breakdown of node i
induces a giant sub-network of damaged nodes we say that node i is a break node of A(c).

Damage propagation without local recruitments. We first discuss the simplest scenario
of no local recruitments, namely that no any persuadable inactive node of c will be recruited
to the alliance to help stabilizing it during the damage cascading process initialized from
an active node i. Consider again the cavity factor graph in the lower-right panel of Fig. 5,
in which the factor-node i is removed. Let us denote by t1,1j→i the probability that (1) the
composite state (cj , ci) of the variable-node (j, i) is (1, 1) in this cavity system and (2) if ci
changes to ci=0 it will induce a small sub-network of perturbed nodes. Because short loops
are absent in the random factor graph, the induced sub-network is a tree. Then we obtain
that

t1,1j→i =
e−β

zj→i

∑
c∂j\i

[
Θ
( ∑
k∈∂j\i

ck − θj
) ∏
k∈∂j\i

qck,1k→j + δ
θj−1∑

k∈∂j\i ck

∏
k∈∂j\i

(
δ0ckq

0,1
k→j + δ1ckt

1,1
k→j

)]
,

(22)
where zj→i is computed through Eq. (9). The first term within the square brackets corre-
sponds to the situation of node j having more than θj active nearest neighbors (j will not
jump to cj = 0 when ci jumps to ci = 0); the second term corresponds to the situation of
node j having exactly θj active nearest neighbors (j will jump to cj = 0 when ci jumps to
ci=0).

Similar to the above discussion, in the case of node i being connected to all its nearest
neighbors (see the upper-right panel of Fig. 5), the probability ti of node i being an ordinary
active node (not being a break node) is expressed as

ti =

e−β
∑
c∂i

Θ
( ∑
j∈∂i

cj − θi
) ∏
j∈∂i

(
δ0cjq

0,1
j→i + δ1cj t

1,1
j→i
)

∏
j∈∂i

(q0,0j→i + q1,0j→i) + e−β
∑
c∂i

Θ
( ∑
j∈∂i

cj − θi
) ∏
j∈∂i

q
cj ,1
j→i

. (23)

Because an active node is either ordinarily active or is a break node, the mean fraction φ of
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break nodes in the network is then computed through

φ ≡ 1

N

N∑
i=1

(qi − ti) =
1

N

N∑
i=1

qi ×
(

1−

∑
c∂i

Θ
( ∑
j∈∂i

cj − θi
) ∏
j∈∂i

(
δ0cjq

0,1
j→i + δ1cj t

1,1
j→i
)

∑
c∂i

Θ
( ∑
j∈∂i

cj − θi
) ∏
j∈∂i

q
cj ,1
j→i

)
. (24)

For the special case of RR networks of degree D and uniform threshold K, we may
assume that all the cavity quantities t1,1j→i are equal to the same value t1,1, and then Eq. (22)
is simplified to

t1,1 =
1

z
e−β

[D−1∑
d≥K

CdD−1(q1,1)d(q0,1)D−1−d + CK−1D−1 (t1,1)K−1(q0,1)D−K
]
, (25)

where z is determined according to Eq. (11). Equation (25) can be solved numerically at a
fixed point of the BP equation (10). The mean fraction φ of break nodes is then

φ = ρ×
(

1−

D∑
d=K

CdD(t1,1)d(q0,1)D−d

D∑
d=K

CdD(q1,1)d(q0,1)D−d

)
. (26)

Notice that t1,1 = q1,1 is always a root of Eq. (25), and for this root we have φ = 0
(i.e., there are no break nodes in an alliance configuration). It is easy to check that if the
condition

1

z
e−β(K − 1)CK−1D−1 (q1,1)K−2(q0,1)D−K > 1 (27)

is not satisfied, t1,1 = q1,1 is the only root of Eq. (25). However, if the condition (25) is
satisfied, this root t1,1 = q1,1 is no longer stable, and a stable root with t1,1 < q1,1 can be
obtained for Eq. (25), for which φ > 0 (i.e., a finite fraction of the nodes are break nodes).

Let us note that Eq. (27) will never be satisfied if K = 1 or K = 2, which indicates
that φ is always identical to zero for K ≤ 2. Therefore, the threshold K must at least be 3
for a single-node induced collapse of an extensive alliance to occur. This conclusion can be
further generalized, see more detailed discussions in Sec. .

Damage propagation with local recruitment. We now consider the damage propagation
process with local recruitments. In this modified dynamics, if an originally active node (say
j) has now only θj−1 active nearest neighbors but it has one or more persuadable inactive
nearest neighbors, a randomly chosen persuadable inactive nearest neighbor (say node k) is
recruited to the alliance (that is, ck flips from 0 to 1) to protect node j from dropping to
the inactive state.

To derive the corresponding mean field message-passing equations, let us consider once
again the cavity factor graph in the lower-right panel of Fig. 5. For the variable-node
(j, i) which is constrained only by the factor-node j, we can compute through the following
expression the probability u0,1j→i that (1) this variable-node is staying in the composite state
(cj , ci) = (0, 1) and (2) node j has less than θj active nearest neighbors:

u0,1j→i =
1

zj→i

∑
c∂j\i

Θ
(
θj − 2−

∑
k∈∂j\i

ck
) ∏
k∈∂j\i

qck,0k→j , (28)

where zj→i is the same normalization constant as expressed in Eq. (9). Considering the
stabilizing effect of the local recruitment actions, the self-consistent equation (22) for the
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cavity probability distribution t1,1j→i is modified to

t1,1j→i =
1

zj→i
e−β

∑
c∂j\i

[
Θ
( ∑
k∈∂j\i

ck − θj
) ∏
k∈∂j\i

qck,1k→j

+δ
θj−1∑

k∈∂j\i ck

( ∏
k∈∂j\i

(
δ0ckq

0,1
k→j + δ1ckq

1,1
k→j

)
−

∏
k∈∂j\i

(
δ0cku

0,1
k→j + δ1ckq

1,1
k→j

))
+δ

θj−1∑
k∈∂j\i ck

∏
k∈∂j\i

(
δ0cku

0,1
k→j + δ1ckt

1,1
k→j

)]
. (29)

There are three contributing terms within the square brackets of the above expression.
The first term corresponds to the situation of node j having more than θj active nearest
neighbors; the second term corresponds to the situation of node j having exactly θj active
nearest neighbors and at the same time having at least one persuadable inactive nearest
neighbors; the third term corresponds to the situation of node j having no persuadable
inactive nearest neighbor and having exactly θj ordinary active nearest neighbors.

Equation (29) can be rewritten in a slightly more compact form:

t1,1j→i =
1

zj→i
e−β

∑
c∂j\i

[
Θ
( ∑
k∈∂j\i

ck + 1− θj
) ∏
k∈∂j\i

qck,1k→j

−δθj−1∑
k∈∂j\i ck

( ∏
k∈∂j\i

(
δ0cku

0,1
k→j + δ1ckq

1,1
k→j

)
−

∏
k∈∂j\i

(
δ0cku

0,1
k→j + δ1ckt

1,1
k→j

))]
. (30)

In the special case of RR networks of degree D and uniform threshold K, by assuming that
u0,1j→i = u0,1 and t1,1j→i = t1,1, we obtain from Eqs. (28) and (30) the following simplified
equations

u0,1 =
1

z

K−2∑
d=0

CdD−1(q1,0)d(q0,0)D−1−d , (31a)

t1,1 =
1

z
e−β

[ ∑
d≥K−1

CdD−1(q1,1)d(q0,1)D−1−d − CK−1D−1
(
(q1,1)K−1 − (t1,1)K−1

)
(u0,1)D−K

]
,

(31b)

where z is computed through Eq. (11).
The mean fraction of break nodes with respect to the modified damage propagation

process is denoted as ψ. It has the same expression as Eq. (24) for φ, but with t1,1j→i being
computed through Eq. (30). For the special case of RR networks of degree D and uniform
threshold K, the expression of ψ is computed through the simplified equation (26), but with
t1,1 being computed through Eq. (31b).

Prerequisite for the phenomenon of sudden collapse. A necessary (but not sufficient)
condition for the phenomenon of sudden collapse is that some threshold parameters θi should
be greater than two. In other words, if θi ≤ 2 for all the nodes i of the network, then every
active node of an alliance configuration c must be ordinarily active and hence the breakdown
of a single active node will never induce a global collapse of the alliance A(c).

The reason for the above-mentioned prerequisite is easy to explain. An active node i of
the alliance configuration c is marginally stable if it has exactly θi active nearest neighbors.
When one of these θi active nearest neighbors (say j) changes to be inactive, node i will
be pulled to the state ci = 0 if it is not protected by any persuadable inactive nearest
neighbor. If θi = 1 this induced breakdown of node i will not induce new breakdowns; if
θi = 2, the induced breakdown of i may pull the remaining active nearest neighbor (say k)
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to the inactive state if node k was marginally stable in c. But if the value of θk is also less
than three, the induced breakdown of node k will pull at most one nearest neighbor to the
inactive state. Therefore, we see that if all the threshold parameters are less than three, the
damage propagation process induced by the forced breakdown of an active node will extend
as linear chains and will never branch out. Consequently the alliance A(c) will not collapse
but only mildly shrink.

We now complement this intuitive argument by theoretical analysis on the mean field
equations of Sec. . Let us define a quantity εj→i as

εj→i ≡
t1,1j→i − q

1,1
j→i

q1,1j→i
, (32)

which quantify the relative difference between t1,1j→i and q1,1j→i. If all the values εj→i are
identical to zero, then the fraction of break nodes must be φ = 0. Consider a node j in a
generic network. If θj = 1, it is easy to verify from Eq. (22) that t1,1j→i = q1,1j→i, i.e., εj→i = 0
for every i ∈ ∂j. If the threshold θj = 2 for node j, we obtain from Eq. (22) and Eq. (8d)
that

εj→i =
∑

k∈∂j\i

W j→i
k→jεk→j , (33)

where the matrix element W j→i
k→j is expressed as

W j→i
k→j =

q1,1k→j
∏

l∈∂j\i,k
q0,1l→j∑

k′∈∂j\i
q1,1k′→j

∏
l∈∂j\i,k′

q0,1l→j +
∑

c∂j\i

Θ
( ∑
l∈∂j\i

cl − 2)
∏

l∈∂j\i
qcl,1l→j

. (34)

Notice that all the matrix elements W j→i
k→j are non-negative, and that∑

k∈∂j\i

W j→i
k→j ≤ 1 . (35)

Therefore the maximum eigenvalue λmax of the matrix formed by all the elements W j→i
k→j

of the network is less than unity. As a consequence, the iterative equation (33) has only a
fixed point of εj→i = 0 (for all nodes j and all i ∈ ∂j), and then the fraction φ of break
nodes in the alliance configurations c must be identical to zero.
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Mean field theory on kinetic alliance configurations. – A kinetic alliance con-
figuration is the result of an irreversible pruning process, starting from an initial activity
pattern in which each node i is active (ci = 1) with probability p and inactive (ci = 0)
with probability 1−p. An initially active node (say i) will decay to be inactive during this
pruning process if it has less than θi active nearest neighbors. If an initially active node
(say j) remains to be active after the whole pruning process, it must have θj or more active
nearest neighbors in the final alliance configuration c. The mean field theory for equilibrium
alliances (Sec. ) can readily be adapted for the case of kinetic alliances, and because there
is no need to consider the Boltzmann weight of each alliance configuration, the mean field
equations are much simplified.

Mean fraction of active nodes. Consider a node i of a random network G. The proba-
bility qi of this node being active in a kinetic alliance is expressed as

qi = p
∑
c∂i

Θ
(∑
j∈∂i

cj − θi
) ∏
j∈∂i

(
δ0cj (1− αj→i) + δ1cjαj→i

)
. (36)

In this expression, αj→i is the probability of a nearest neighbor j being active in a kinetic
alliance if node i is always active. The self-consistent equation for this cavity probability is

αj→i = p
∑
c∂j\i

Θ
( ∑
k∈∂j\i

ck + 1− θj
) ∏
k∈∂j\i

(
δ0ck(1− αk→j) + δ1ckαk→j

)
. (37)

The mean fraction ρ of active nodes in the kinetic alliance configurations is then

ρ =
1

N

N∑
i=1

qi . (38)

Notice that if all the cavity probabilities αj→i are equal to zero, Eq. (37) is surely satisfied
and the corresponding value of ρ is simply ρ=0. When p is larger than certain critical value
pc Eq. (37) may have a non-trivial fixed point αj→i=α∗j→i > 0. We now derive an equation
for determining the critical value pc as follows. Consider a small perturbation εj→i to each
cavity probability αj→i, such that

αj→i = α∗j→i + εj→i . (39)

Then according to Eq. (37) the evolution of the perturbation εj→i is

εj→i ⇐ p
∑

k∈∂j\i

Ak→jj→i εk→j (40)

to linear order of εk→j values. Here the matrix element Ak→jj→i is defined by

Ak→jj→i ≡
∑

c∂j\i,k

δ
θj−2∑

l∈∂j\i,k cl

∏
l∈∂j\i,k

(
δ0cl(1− α

∗
l→j) + δ1clα

∗
l→j
)
, (41)

with ∂j\i, k denoting the subset of ∂j after removing nodes i and k, and c∂j\i,k≡{cl : l ∈
∂j\i, k}. Let us denote by λmax the maximum eigenvalue of this matrix. From Eq. (40) we
see that the nontrivial fixed point will be stable if (and only if)

p |λmax| < 1 . (42)

Therefore the critical value pc corresponds to the point that p |λmax| = 1.
In the case of RR networks which have uniform node degree D, if in addition all the

thresholds θi are the same (θi =K), we may assume that αj→i =α for all the edges of the
network. Then Eq. (37) becomes

α = p

D−1∑
m=K−1

CmD−1α
m(1− α)D−1−m . (43)
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Fig. 6: Kinetic alliance configurations in regular random network of node degree D=6, assuming
uniform threshold value K=3 (a) and K=4 (b). Solid lines are theoretical results obtained through
Eqs. (44) and (43); circles with error bars are results obtained by running the irreversible pruning
process on 2300 independent initial activity patterns of a single RR network (size N=32768). The
parameter p is the initial fraction of active nodes, and ρ is the final fraction of active nodes.

When p is larger than the critical value pc this equation has a positive stable root, and the
corresponding mean fraction of active nodes is

ρ = p

D∑
m=K

CmDα
m(1− α)D−m . (44)

Some of the theoretical predictions obtained for D = 6 are shown in Fig. 6, which are in
good agreement with computer simulation results. At K=3 we see that pc =0.6028, which
corresponds to the minimum active-node density ρk = 0.2942; at K= 4 the critical value is
pc =0.8349 and the relative size of the minimum kinetic alliances is ρk =0.6574. Notice that
the minimum value ρk achieved by the irreversible pruning process is much higher than the
minimum relative size of equilibrium alliances.

Damage cascading in kinetic alliances. We expect that kinetic alliance configurations,
as the result of an irreversible pruning process, should be quite robust again single-node
perturbations. The intuitive reason behind this expectation is quite simple: if instead
such an alliance configuration c contains an extensive number of break nodes, it should
be extremely unlikely for all these break nodes to be active in the initial activity pattern.
Our numerical simulation results indeed confirm that the number of break nodes becomes
non-zero only when the value of p is approaching pc very closely.

The robustness of kinetic alliance configurations to single-node perturbations can also
be anticipated from the mean field theory. To compute the mean fraction of break nodes in
kinetic alliance configurations, we notice that the probability ti of node i being active but
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Fig. 7: The slope dg(γ)
dγ

as defined by Eq. (49) for the RR network ensemble of degree D= 6 and
uniform threshold K=3 (a) and K=4 (b). This slope approaches unity as the initial fraction p of
active nodes is decreased to the critical value pc.

not being a break node is

ti =
∑
c∂i

Θ
(∑
j∈∂i

cj − θi
) ∏
j∈∂i

(
δ0cj (1− αj→i) + δ1cjγj→i

)
, (45)

where γj→i is the probability of a nearest neighboring node j (1) being active if node i
always keep to be active and (2) if node i flips to be inactive the damage cascade relayed by
the link (i, j) will only cause a tree-formed (small) avalanche. The self-consistent expression
for this cavity probability is

γj→i = p
∑
c∂j\i

[
Θ
( ∑
k∈∂j\i

ck − θj
) ∏
k∈∂j\i

(
δ0ck(1− αk→j) + δ1ckαk→j

)
+δ

θj−1∑
k∈∂j\i ck

∏
k∈∂j\i

(
δ0ck(1− αk→j) + δ1ckγk→j

)]
. (46)

In the case of RR networks of degree D with uniform threshold K, the cavity probability
γj→i is the same value (denoted as γ) for all the links, so Eq. (46) is simplified to

γ = g(γ) , (47)

where the function g(γ) is defined as

g(γ) = α− pCK−1D−1 (1− α)D−K
(
αK−1 − γK−1

)
. (48)

Notice that g(γ) is a convex increasing function of γ for γ ∈ [0, α], and that g(α) = α, so
Eq. (47) has a trivial fixed point γ=α. The slope of g(γ) at γ=α is

dg(γ)

dγ

∣∣∣∣
γ=α

= p(K − 1)CK−1D−1 (1− α)D−KαK−2 . (49)

It turns out that this slope is always below unity for p>pc and it is equal to unity exactly
at pc (Fig. 7). This means that γ=α is the only solution of Eq. (47) for the whole region of
p∈ [pc, 1], and consequently the fraction of bread nodes in the kinetic alliance configurations
is zero. At pc this fixed point is marginally stable, and break points start to emerge and the
kinetic alliance configurations then disappear.

For more general networks, let us assume γk→j in Eq. (46) deviates slightly from the
fixed-point value α∗k→j , that is,

γk→j = α∗k→j + εk→j . (50)
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Then according to Eq. (46), to linear order in εk→j , the perturbation εj→i to γj→i evolves
according to

εj→j ⇐ p
∑
k→j\i

Ak→jj→i εk→j , (51)

which is identical in form to Eq. (40). This means that if α∗j→i is a stable fixed point of
Eq. (37), i.e. ρ> 0, then γj→i =α∗j→i is also a stable fixed point of Eq. (46), namely φ= 0
(the number of break nodes in the surviving kinetic alliance configuration is not extensive).
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Microcanonical Monte Carlo simulation. – We perform microcanonical Monte
Carlo (MMC) simulation to sample a set of alliance configurations c, all of which having the
same density ρ of active nodes [3]. First, an objective value Eo of active nodes is set to be
Eo ≡ Nρ, where N is the network size. Starting from the initial time t = 0 and an initial
alliance configuration c(0) whose number of active nodes is less than or equal to Eo, a new
alliance configuration c′ is proposed for the network at each elementary time step ∆t = 1

N
of the MMC dynamics. If the number E′ of active nodes in c′ is less than or equal to Eo,
then c′ is accepted as the configuration of the network at time t+∆t, that is, c(t+∆t) = c′.
If E′ > Eo, however, the proposed configuration c′ is ignored and the configuration of the
network is unchanged, c(t + ∆t) = c(t). At each value of ρ, we typically sample with
equal statistical weight N = 105 alliance configurations at unit time interval (one unit time
corresponds to N configuration transition trials) to evaluate the order parameters φ and ψ.

The simulation results shown in Fig. 2(b) and Fig. 2(c) of the main text and in Fig. 10
and Fig. 11 are obtained by decreasing the energy density ρ slowly from a high value. The
characteristic equlibrium time of the MMC dynamics becomes more and more longer as the
value of ρ decreases, so we can not reach the global minimum energy density ρ0 by this
method.

Another way of preparing an initial alliance configuration c(0) at a given energy density
ρ is through the Clamp-Alliance message-passing algorithm of Ref. [1]. Starting from c(0)
we then run the MMC dynamics a long time to drive the system towards equilibrium. The
advantage of this method is that we can cover energy density values ρ down to the vicinity
of the global minimum value ρ0. The simulation results shown in Fig. 4(b) and Fig. 4(d) of
the main text are obtained using such initial conditions.

Extending the algorithm of Ref. [1], here we employ single-node flips and tree flips to
propose a new alliance configuration c′ based on the current configuration c of the network.
Special care is taken to guarantee detailed balance, namely the transition c → c′ and the
reverse transition c′ → c are equally likely to occur in the MMC evolution process. In our
MMC algorithm the single-node flips and tree flips are tried with equal probability (i.e.,
one-half).

Single-node state flip. A single-node flipping trial is a proposed state change ci → 1−ci
for a node i, with the new alliance configuration c′ differing from the old configuration c only
at position i. Because A(c′) needs to be a valid alliance, node i must be chosen from one of
two sets V1→0(c) and V0→1(c). Here V1→0(c) contains all the active nodes of c which can
be flipped to the inactive state without affecting its active nearest neighbors, and V0→1(c)
contains all the persuadable inactive nodes of c [1]. We conduct single-node flipping trials
under the condition of detailed balance according to the following recipe:

1. Generate a uniform real random number x1 in [0, 1); if x1 <
|V1→0(c)|

|V1→0(c)|+|V0→1(c)| , where

|V | denotes the cardinality of the node set V , randomly choose an active node i from
set V1→0(c) and propose a flip to ci = 0, otherwise randomly choose an inactive node
j from V0→1(c) and propose a flip to cj = 1.

2. If the number E(c′) of active nodes in the resulting new configuration c′ does not
exceed Eo, then generate another uniform real random number x2 in [0, 1) and accept
c′ as the new configuration of the network if x2 < As(c→ c′). However, if E(c′) > Eo

or x2 ≥ As(c→ c′), then discard c′ and let the network keep the old configuration c.
Here the acceptance rate As(c→ c′) is

As(c→ c′) = min
(

1,
|V1→0(c)|+ |V0→1(c)|
|V1→0(c′)|+ |V0→1(c′)|

)
. (52)

Tree state flip. Two or more nodes of the same state, which form a connected tree-
formed subnetwork in the network, are flipped simultaneously through the tree flipping
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trials. These updating trials extend the simpler bridge (or chain) flipping trials employed in
Ref. [1]. They propose longer-distance hops in the space of alliance configurations and help
shortening the equilibrium time of the MMC evolution process.

An inactive node (say i) is regarded as a candidate root of a possible inactive tree if i
has exactly θi−1 active nearest neighbors. When such a node i is flipped to the state ci=1
one of its inactive nearest neighbors must also be flipped. The set of all such inactive nodes
of the alliance configuration c is denoted as T0→1(c). An active node j is regarded as a
candidate root of a possible active tree if (1) j has exactly θj active nearest neighbors and
(2) one and only one of these active nearest neighbors (say k) has exactly θk active nearest
neighbors itself. When such a node j is flipped to cj=0 the active nearest neighbor k must
also be flipped. The set of all such active nodes j in c is denoted as T1→0(c).

To construct an inactive tree Y for the configuration c we proceed as follows:

1. Draw an inactive node from the set T0→1(c) uniformly at random and consider it as
the only node at layer l = 1 of a nascent inactive tree.

2. For each and every node (say i) at the newly extended layer l of the inactive tree,
construct a node set Ci by inserting to this set all the inactive nearest neighbors (say
k) of node i which (1) are not connected to any node in the earlier layers l′ (l′ < l) of
this tree and (2) have less than θk active nearest neighbors. Suppose node i needs mi

of these inactive nodes in Ci to be flipped to make it be surrounded by exactly θi active
nearest neighbors. If mi > 0, then pick mi nodes from set Ci uniformly at random
and add them to the next layer l+ 1 of the inactive tree. The total number of possible

ways of picking these mi neighbors is |Ci|!
mi!(|Ci|−mi)!

, where |Ci| is the cardinality of set

Ci.

3. After no more nodes need to be added to the new layer l + 1, then check if the so-
far constructed subnetwork is really a tree. If it contains at least one loop then it is
discarded; otherwise, repeat step (2) to further extend the inactive tree.

If this tree construction is successful and we obtain the final inactive tree Y , then we asign
it a surprisal scale WY as

WY =
∏
i∈Y

(|Ci|)!
mi!(|Ci| −mi)!

. (53)

An active node j is considered to be critical (or marginally stable) if it has exactly θj
active nearest neighbors. To construct an active tree Y of critical nodes we proceed as
follows:

1. Draw an active node from the candidate set T1→0(c) uniformly at random and consider
it as the only node at layer l = 1 of a nascent active tree.

2. For each and every node (say j) at the newly extended layer l of the active tree, add
all its critical active nearest neighbors (say k) to the next layer (l + 1) of the tree if
these nodes k do not belong to earlier layers of this tree.

3. Check if there is any loop in the resulting subgraph. If there is at least one loop, the
subnetwork is discarded; otherwise, repeat step (2) to further extend the active tree.

We conduct tree flipping trials under the condition of detailed balance according to the
following recipe, which achieve a change of the alliance configuration c to a new configuration
c′:

1. With conditional probability |T0→1(c)|
|T0→1(c)|+|T1→0(c)| , a tree addition trial is performed: an

inactive tree Y is generated according to the above-mentioned protocol and, if it is
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a valid inactive tree and E(c′) ≤ Eo, the whole tree Y is flipped and accepted with
probability

A0→1
t (c→ c′) = min

(
1,
|T0→1(c)|+ |T1→0(c)|
|T0→1(c′)|+ |T1→0(c′)|

WY

)
. (54)

2. With the remaining conditional probability |T1→0(c)|
|T0→1(c)|+|T1→0(c)| a tree deletion trial is

performed: an active tree Y is generated according to the above-mentioned protocol
and, if it is a valid active tree, the whole tree is flipped and accepted with probability

A1→0
t (c→ c′) = min

(
1,
|T0→1(c)|+ |T1→0(c)|
|T0→1(c′)|+ |T1→0(c′)|

1

WY

)
, (55)

where WY is the surprisal scale of the resulting inactive tree Y after the flip.
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Supplementary simulation and theoretical results. –

Random regular (RR) networks. We show the distribution P (n) of damage sizes n
associated with the forced breakdown of a single active node (without local protections),
obtained on a RR network of size N = 32768 and node degree D = 6 with uniform threshold
K=3 (Fig. 8).
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ρ=0.4577

Fig. 8: Distribution P (n) of avalanche size n in single-node-induced damage cascading processes,
obtained on a single RR network of size N=62584 and degree D=6, with uniform threshold K=3.
This distribution is obtained by examining 32000 equilibrium alliance configurations at fixed energy
density ρ, with ρ being 0.4577 (pluses), 0.4425 (circles), 0.3891 (diamonds), and 0.3509 (squares).

The thin dotted line mark the power-law behavior P (n) ∝ n−
3
2 .

When the relative size ρ of the alliances is much larger than the value ρwt = 0.3885 of the
weak tipping point (e.g., ρ=0.4425 or 0.4577), the distribution P (n) decays quickly with n
and the avalanche size n is much less than N . When ρ approaches ρwt or becomes smaller
than this critical value (e.g., ρ= 0.3891 or 0.3509), the avalanche size n sometimes is equal
to the size of the whole alliance A(c) and the distribution P (n) becomes bimodal, signifying
the existence of an extensive number of break nodes in the alliance configurations.

The simulation results reported in Fig. 2(b) and Fig. 2(c) of the main text show that the
standard deviations of the order parameters φ and ψ are relatively large, especially when ρ
is close to the weak tipping point ρwt (for φ) or the strong tipping point ρst (for ψ). Such
relatively large fluctuations are caused by finite-size effect and they should reduce with the
system size N . For example, as shown in Fig. 9, when the network size N increases the
probability profile of φ becomes more concentrated, and then the standard deviation of φ is
much reduced.

Erdös-Rényi (ER) networks. An ER network is generated by setting up M links com-
pletely at random between N nodes but prohibiting multiple links between the same pair
of nodes and self-links from a node to itself. The mean node degree D ≡ 2M

N of an ER
network is a real value in general. When the network size N is large, the number of nearest
neighbors a node i has, its degree di, is a random variable following the Poisson distribution
with mean D. In the main text assume the threshold θi of node i is proportional to di.
Some representative results obtained under this model assumption are shown in Figs. 4(a)
and 4(b) of the main text.

Here we report in Fig. 10 some results obtained by assuming θi to be uniform (θi = K).
These results are qualitatively very similar to the results of Figs. 2(a) and 2(b).

Other network instances. We show some additional simulation results obtained on
random and structured networks, concerning the fractions (φ and ψ) of break nodes in
the damage cascading processes without (φ) or with (ψ) local recruitments (Fig. 11). The
networks include a periodic cubic lattice (CL, three-dimensional), a small-world (SW) net-
work obtained from the cubic lattice by randomly rewiring 1

6 of the links, and a real-world
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Fig. 9: Probability distribution P (φ) of the fraction φ of break nodes in a single RR network of
size N = 32768 (squares) or N = 131072 (circles), with degree D= 6 and uniform threshold K= 3.
We sample a total number of 105 alliance configurations for each network instance by the MMC
algorithm at unit time interval, and compute the fraction φ of break nodes for each of them. The
energy density is fixed at ρ = 0.35, below the critical value ρwt = 0.3885 of the weak tipping point.
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Fig. 10: The ER random network ensemble of mean degree D = 6, assuming uniform threshold
K = 4. (a): Entropy density s, which reaches zero at ρ0 = 0.1511. (b): Order parameters φ and
ψ. Lines are the theoretical results obtained by the mean field theory, with solid and dotted lines
correspond to the concave and convex region of the entropy density, respectively. Symbols in (b)
are MMC simulation results obtained on a single ER network instance of size N=40000, errorbars
denote standard deviations (105 alliance configurations are sampled at each energy density ρ). The
dashed line in (b) denote the break-node fraction upper-bound φ = ρ.

peer-to-peer (P2P) network and its link-randomized version [4], assuming fixed threshold
K=4. The results shown in Fig. 11 are similar to Figs. 2(b) and 2(c) of the main text and
Fig. 10(b).

Compared with the results obtained on RR and ER random networks (see Figs. 2(b)
and 2(c) and Fig. 10(b), respectively), we also see that the results obtained on the cubic
lattice (Fig. 11(a)) and the small world network (Fig. 11(b)) have some distinctive features,
namely the φ(ρ) curves seem to have a cusp close to the maximum value of φ. Such a cusp
may indicate some phase separation behavior. It is interesting to notice that the results on
the original P2P network (Fig. 11(c)) and the link-reshuffled random version (Fig. 11(d))
are quite similar to each other, indicating that structural correlations in the original P2P
network do not affect its fragility property significantly.

We also perform MMC simulations on the scientific cooperation network of condensed-
matter physicists (caCondMat [6]) and its randomized version in which all the links of the
original network are reshuffled. The degree profile of the caCondMat network (and the
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Fig. 11: The fractions (φ and ψ) of break nodes versus energy density ρ for structured networks
(uniform threshold K=4). (a) The periodic cubic lattice (CL) of size N =L3 =32768 (side length
L= 32 and uniform degree D= 6). (b) A small-world (SW) network obtained from the CL lattice
by randomly rewiring 1/6 of the links [5]. (c) A peer-to-peer computer server network (P2P) with
62586 nodes and 147892 links, whose maximum alliance has 19765 nodes [4]. (d) The randomized
P2P network (P2Prd) in which each node has the same degree as in the original P2P network
but the links are completely randomized. The maximum alliance of this P2Prd network has 18747
nodes. The symbols are MMC simulation results. Dashed lines mark the upper bound φ=ρ.

randomized version) are quite broad (i.e., it follows a power-law approximately [6], referred
to as scale-free [7]) and many nodes are highly connected. The threshold is assumed to be
the same (K = 4) for all the nodes. The number of nodes is N = 23133 and the number
of links is M = 93439. The maximum alliance of the caCondMat network contains 13464
nodes, while that of the randomized network contains 13564 nodes. We find that the sampled
alliance configurations for these two networks are robust to single-node perturbations (φ=0)
until the relative size ρ of the alliances is reaching the smallest value achievable by the
MMC algorithm. To understand this strong robustness, we find that the highly connected
nodes in these two networks have high probabilities of being active in a sampled alliance
configuration (so that the low-degree nodes then have more freedom to be active or inactive,
leading to higher entropy). These active hub nodes have a strong stabilizing effect to the
alliance configurations [8]. We also consider synthetic scale-free random networks generated
by the static method [9]. The degree distribution of such a purely random network decays
with degree d as a power-law d−γ with decay exponent γ (we fix γ = 3 in our numerical
experiments). Similar robustness behavior is observed on such random scale-free networks
under the model assumption of uniform threshold θi = K.

However, for such highly heterogeneous networks, if a node i has a lot of nearest neighbors
(its degree di being large) its threshold θi may also be large. A plausible assumption may
be to assume θi being proportional to di, that is,

θi = rdi , (56)
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with the ratio r being a constant. This means that a node i will be active only if at least
a fraction r of its nearest neighbors are also active. The representative results shown in
Figs. 4(d) of the main text, obtained under this model assumption (56), confirm that scale-
free networks may also possess two separate tipping points ρwt and ρst as the other network
types.
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