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Abstract

Opacity is an important information-flow security property that characterizes the plausible deniability of a dynamic system for
its “secret” against eavesdropping attacks. As an information-flow property, the underlying observation model is the key in the
modeling and analysis of opacity. In this paper, we investigate the verification of current-state opacity for discrete-event systems
under Orwellian-type observations, i.e., the system is allowed to re-interpret the observation of an event based on its future
suffix. First, we propose a new Orwellian-type observation model called the dynamic information release mechanism (DIRM).
In the DIRM, when to release previous “hold on” events is state-dependent. Then we propose a new definition of opacity
based on the notion of history-equivalence rather than the standard projection-equivalence. This definition is more suitable
for observations that are not prefix-closed. Finally, we show that by constructing a new structure called the DIRM-observer,
current-state opacity can be effectively verified under the DIRM. Computational complexity analysis as well as illustrative
examples for the proposed approach are also provided. Compared with the existing Orwellian-type observation model, the
proposed framework is more general in the sense that the information-release-mechanism is state-dependent, information is

partially released and the corresponding definition of opacity is more suitable for non-prefix-closed observations.
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1 Introduction

Security and privacy issues are becoming pervasive in
safety-critical cyber-physical systems as computational
devices nowadays are connected by networks which may
lead to information leakage. For dynamic systems, an
important angle for understanding the security-level of a
system is to analyze what information of importance can
revealed via information-flow. Opacity is one of the most
widely adopted information-flow security properties for
dynamic systems whose information-flow is available to
eavesdroppers or passive observers that are potentially
malicious. Essentially, opacity captures the plausible de-
niability of the system for its “secret” behavior by re-
quiring that the secret behavior can never be identi-
fied unambiguously by the intruder based on the online
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information-flow and the dynamic of the system.

In this paper, we investigate opacity in the context of
discrete event systems (DES), which has drawn consid-
erable attentions in the last decade; see, e.g., the recent
surveys [17,20] and the textbook [16]. The basic con-
cept of opacity was originally introduced by [8,9] for dy-
namic systems modeled as transition systems. Depend-
ing on different secret requirements, different notions of
opacity were proposed in the literature, including, e.g.,
initial-state opacity [13,32], current-state opacity [38]
and K /infinite-step opacity [30, 31, 40]. For example,
current-state opacity requires that the outsider/intruder
can never determine for sure that the system is at a se-
cret state based on the information-flow. When the orig-
inally system is not opaque, many different approaches
have also been proposed for the enforcement of opac-
ity; see, e.g., [3,14, 15,18,23,25, 33, 47]. More recently,
the concept of opacity has been further generalized to
continuous dynamic systems with infinite state-spaces
and time-driven dynamics; see, e.g., [1,24,28,44]. In this
work, we will study the verification of current-state opac-
ity for finite systems.

Since the essence of opacity is an information-flow secu-
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rity property, the underlying observation model of the
system becomes the key in its modeling and analysis. In
the DES literature, there are three different types of ob-
servation models that have been investigated: static ob-
servation, dynamic observation and Orwellian observa-
tion. These three types were originally categorized in [8].
Here we summarize and explain them in detail as follows.

e Static Observation: In this setting, it is assumed that
the event set is partitioned as observable and unob-
servable events, and the outsider can observe observ-
able events immediately upon their occurrences. Such
an observation model is called static because whether
or not an event can be observed is fixed. Hence, the
information-flow of a generated internal string is es-
sentially its natural projection. This is the most sim-
ple but probably also the most widely investigated
observation model for the analysis of opacity; see,
e.g., [2,12,19,21,26,29,35,43].

e Dynamic Observation: In this setting, it is assumed
that whether or not the occurrence of an event can
be observed is not fixed a priori and may depend on
the prefiz string up to the current instant. This model
can describe the scenario where the observability of
each event is “controlled” by an active information
acquisition module. Such an information acquisition
module is also referred to as the sensor activation pol-
icy [22, 34, 36, 41], the dynamic mask [11,42] or the
information release module [4,46] in the literature de-
pending on the context of the underlying problem.

e Orwellian Observation: Compared with the dynamic
observation, in the setting of Orwellian observation,
the observability of an event not only depends on the
prefix up to the current instant, but also depends on
the future suffiz. In other words, the system is al-
lowed to re-interpret the observation of an internal
string. In general, however, deciding opacity under an
arbitrary Orwellian observation is undecidable even
for finite systems [8]. In [27,39], the authors formu-
lated a simple Orwellian-type observation using the
notion of downgrading events, and showed that the
corresponding opacity verification problem is decid-
able by relating it to the notion of intransitive non-
interference [5,6]. In [7], the notion of rational obser-
vation is proposed, which further generalizes the Or-
wellian projection proposed in [27].

In this paper, we are interested in the verification of
current-state opacity under Orwellian-type observation.
As we discussed above, the main feature of Orwellian
observation is that it allows to re-interpret the infor-
mation of a previous event. Therefore, it is extremely
useful in the modeling and analysis of information-flow
security related to information declassification. For ex-
ample, the user can classify the occurrence of an event
and declassify /release it in the future when some partic-
ular conditions are fulfilled. This is a very common way

how secure information is processed. However, existing
Orwellian-type observations as well as their associated
definitions of opacity cannot fully capture this scenario.
For example, in the definition of Orwellian projection
in [27], those “on hold” information are released when
a downgrading event occurs. However, in a more gen-
eral setting, when to release those “on hold” informa-
tion may be determined by a “controller” having its own
logic rather than simply depending on the event of the
original system. Furthermore, in [27], it is assumed that
once a downgrading event occurs, the entire trajectory
is revealed, i.e., the outsider knows the current state pre-
cisely. In practice, however, it is possible that only par-
tial history information is declassified and the outsider
may still have ambiguity after the declassification.

More importantly, existing definitions of current-state
opacity under Orwellian-type observations still follow
the standard projection-based definition by requiring
that for any secret string, there exists a non-secret string
such that they have the same projection, e.g., [7,27].
However, this definition is not exactly suitable for
Orwellian-type observation since the observation se-
quence may not be prefix-closed. In particular, that two
strings have the same projection does not necessarily
imply that their prefixes also have the same projection.
If the prefixes of two projection-equivalent strings are
not projection-equivalent, then the intruder may still
be able to determine that the system is currently at a
secret state even when the standard projection-based
opacity condition holds. This scenario will be explained
in more detail in Section 3. Therefore, new definition of
opacity as well as the associated verification algorithms
are needed for Orwellian-type observation.

Motivated by the above discussions, in this paper, we
propose a new Orwellian-type observation framework for
information-flow security and investigate the underlying
opacity verification problem. Compared with the exist-
ing works, the main contributions of this work are as
follows.

e First, we propose a new Orwellian-type observation
model called the Dynamic Information Release Mech-
anism (DIRM). The DIRM is motivated by [27] but
has the following main difference. Compared with [27]
where downgrading events are used to trigger infor-
mation release, in the DIRM, when to release those
“hold on” information is state-dependent. This model
captures the scenario where information declassifica-
tion can be controlled by another agent that is not
embedded in the original plant model. Furthermore,
we investigate the partial information release setting,
which is more general than the full information release
setting in [27], where entire trajectory will be avail-
able when the information is released.

e Second, we propose a new definition of current-state
opacity that is more suitable for Orwellian-type ob-



servations. Specifically, we introduce the concept of
observation history as the set of all projections along
the prefixes of a string. Then we say that a system is
current-state opaque if for any secret string, there ex-
ists a non-secret string such that they have the same
observation history. The new history-based definition
is more suitable than the standard projection-based
definition, since the observation history may not be
prefix-closed for Orwellian-type observations.

e Finally, we propose an effective algorithm for the veri-
fication of the proposed notion of current-state opacity
under the DIRM. Our approach is based on the notion
of augmented system and a new information struc-
ture called the DIRM-observer. Specifically, the aug-
mented system augments the original state-space by
an additional binary information that tracks whether
or not there is information to be released on hold. The
DIRM-observer essentially tracks both the current-
state estimate and the information that is held on.
When an information-release-state is reached, it up-
dates the current-state-estimate by effectively fusing
these two parts of information together. Then we show
that the opacity verification problem can be solved
by a simply reachability search within the DIRM-
observer.

The rest of this paper is organized as follows. In Sec-
tion 2, some necessary preliminaries are introduced. In
Section 3, we present the dynamic information release
mechanism as the underlying Orwellian-type observa-
tion model and define current-state opacity under the
DIRM projection. To verify opacity, we first introduce
the concept of augment system in Section 4 and show
that the verification problem can be investigated equiva-
lently for the augmented system. In Section 5, we present
the DIRM-observer structure and show how to use it to
verify opacity. A case study on security issues in feder-
ated cloud computing systems is provided in Section 6.
Finally, we conclude the paper in Section 7.

2 Preliminaries
2.1 System Model

Let 3 be a finite set of events. A string is a finite se-
quence of events and we denote by X* the set of all
strings over X including the empty string e. For any
string s = o109+ 0y, we denote by |s| the length of

string s, i.e., |s| = n and |¢] = 0; we also denote by
s[i, j] the sub-string of s from the ith event to the jth
event, i.e., si,j] = 0,041 ---0;. In particular, we de-

fine sfi,j] = € if j < i and define s[i,j] = s[i,|s|] if
|s|] < j. A language L C ¥* is a set of strings. For any
language L C X%, we denote by L its prefiz-closure, i.e.,
L={teX:3weX*st. twe L}

We consider a DES modeled as a deterministic finite-

state automaton (DFA)
G = (X, E, 5, LL'()),

where X is a finite set of states, X is a finite set of events,
6 : X x X — X is the partial transition function, and
29 € X is the initial state. For any z,2’ € X, 0 € X,
0(z,0) = x’ means that there exists a transition from
state x to state z’ labeled with event o. For the sake of
simplicity, we write §(z,s) as 0(s) when x = xg. The
transition function is also extended to § : X x ¥* — X
recursively by: d(x,¢) = x and §(x, so) = §(6(x, s),0).
The language generated by G is L(G) = {s € X* :
0(xg, )}, where “1” means “is defined”.

2.2 Current-State Opacity under Natural Projection

In the analysis of information-flow security, it is often as-
sumed that the event set is partitioned as ¥ = X,UY 0,
where X, is the set of observable events and X, is the
set of unobservable events. Let ¥ C X be a set of events.
Then the natural projection from ¥ to ¥ is a mapping
Py o X — $* defined recursively by: for any s € ¥,
o € X, we have

Py (s)o ifo € by

Ps(€) =€ and Pe(so) = ..
() s (50) {Pi(s) e
In the context of opacity, we assume the underlying sys-
tem has some “secret” modeled as a set of secret states
X C X. Furthermore, there is a passive intruder mod-
eled as an observer that knows the system model and can
eavesdrop the projected information flow, i.e., it can ob-
serve the occurrences of events in >J,. Then current-state
opacity requires that the intruder should never know for
sure that the system is currently at a secret state, which
is defined as follows.

Definition 1 Given system G and secret states Xg C
X, we say system G is current-state opaque (w.r.t. Xg
and X,), if for any string s € £L(G) such that §(s) € Xg,
there exists another string ' € L(G) such that 6(s") €
X\ Xg and Ps_(s) = Ps_ ().

3 Opacity under Dynamic Information Release
Mechanism

3.1 Dynamic Information Release Mechanism

In the standard analysis of opacity under natural projec-
tion, the observation of each observable event is assumed
to be instant in the sense that the occurrence of each
observable event can be observed immediately and the
occurrence of each unobservable event can never be ob-
served. In some applications, however, the event set can-
not be simply partitioned as observable and unobserv-
able. In practice, the occurrence of some event may be



classified until the system decides to release (or declas-
sify) it. This is a very common scenario in information-
flow security problem, e.g., some secure documents will
be declassified only when certain conditions are satisfied.
This leads to the dynamic information release mecha-
nism (DIRM) defined as follows.

Formally, we assume that the event set is partitioned as
Y= 2,UE,,U%,,
where

e Y, is the standard set of observable events whose oc-
currences can be observed instantly;

e Y., is the standard set of unobservable events whose
occurrences can never be observed;

e Y. is the set of events whose occurrences may not be
observed instantly but can be released in the future.

To formally describe how the information is released,
we consider a state-based dynamic information release
mechanism specified by a function

R: X — {u,r},

where “r” and “u” stand for “release” and “unrelease”,
respectively. One can image that the system has an “in-
formation release button” for events in X, and the re-
lease button is pressed when a state x such that R(z) =r
is encountered. In such a case, all events in ¥, along the
trajectory that have not yet be observed will be released
at state z in the sense that the observer knows when
they occurred.

Remark 1 Here we use function R to emphasize the
fact that the information release mechanism is state de-
pendent. Equivalently, we can also define X, = {z € X :
R(x) = r} as the set of states at which X, can be re-
leased. Hereafter, we will only use X, instead of function
R and also refer to X,. as the DIRM, for the sake of sim-
plicity. Also, without loss of generality but for the sake of
simplicity, an event will not be released immediately af-
ter its occurrence, i.e., Vs € L(G),0 € B,: (s,0) ¢ X,.

Remark 2 The dynamic information release mecha-
nism defined here is state-based. In general, it can be
a language-based function specified by a finite-state
transducer. In this case, one can take the product of the
transducer with the plant to refine the state-space such
that the release mechanism becomes state-based.

3.2 The DIRM Projection

Let s € L(G) be a string generated by the system. We
denote by 0 < 15 < |s| the latest instant when events in
Y, are released, i.e.,

OSNEOSOSE
OO~ D{5-®

Fig. 1. System G with ¥, = {a}, %, = {h}, Zuo = {u},
Xr={1,4,8} and X5 = {4}.

e §(xp,s[1,125]) € X,; and
o Vi, <i<|s|:d(xo,s[1,i]) ¢ X,.

In the DIRM, the observation of a string s depends on
its release status. We define the corresponding DIRM
projection Pg(s) of it as follows.

Definition 2 Given system G with partition ¥ =
¥,UY,0UY, and DIRM X, C X, the DIRM projection
of string s, denote by Pg(s), is defined by

Pr(s) = Pg,us, (s[L,0]) Pg, (sfes + 1, Isl]) (1)

The intuition of the above definition is as follows. Re-
call that 25 is the latest information release instant
when s is executed. Therefore, events in X, that oc-
cur before instant 2, are released, which is captured
by Ps,us, (s[1,1s]), while events in ¥, that occur af-
ter 15 are still unobservable, which is captured by
Ps, (s[1s+1,]s]]). Note that, when 15 = |s|, by definition
we have s[1,15] = s and s[5 + 1,|s|] = €. Then in this
case, we have Pr(s) = Ps_us, (s) as all events in X, are
released. Also, when 2, = 0, it means that there is no
information released along the path. Therefore, by defi-
nition, we have s[1,15] = € and s[i5 + 1,|s|] = s, which
means that Pr(s) = Pg_(s). Also, the above definition
implicitly assumes the DIRM has infinite memory for
those unreleased information. We illustrate the DIRM
projection by the following example.

Example 1 Let us consider system G shown in Fig-
ure 1, where X, = {1,4,8}, ¥, = {a}, &, = {h},
Yuo = {u} and Xg = {4}. We use rectangles to denote
states in X,.. For string s = uh, we have 75, = 0 since

Vs’ € {s} : 6(20,8') ¢ X, i.e., no state in X, is visited
along s from the initial state. Therefore, we have

Pr(uh) = Ps,us, (s[1,25]) Py, (shs+1, |s]]) = Pe, (uh) =€,
i.e., no event is observed upon the occurrence of uh.

Comparatively, for string s = h, we have 1, = 1 since
string h reaches state 1 € X,.. Then we have

Pr(h) = Ps,us, (s[1,15]) Ps, (s[1s+1, [s]]) = Ps,us, (h) = h.

This is because the occurrence of h is released when state
1 € X, isreached. Note that events in X,. that occur after



reaching X, will become unobserverable again until a
new state in X, is reached again. For example, for string
s = hah, we have still have 1, = 1, which gives

Pr(hah) =Ps, s, (s[1,15]) Ps, (s[ts + 1, [s]])
=Ps,us, (s[1,1]) P, (52, 3])
=Ps,us, (h)Ps,(ah)
=ha

That is, only the first occurrence of h is released, while
the second is not. O

Remark 3 According to the definition of the DIRM
projection, once an event in Y, is released, the outside
observer not only knows the occurrence of this event, but
also knows when it occurred. This is different from the
case of delayed observations, where events are “held on”
physically, e.g., in communication channels, and the re-
leased events are observed following the existing obser-
vation. However, in our DIRM, the current observation
can be overwritten after information release because we
know when these previous events occurred.

3.8 Opacity under DIRM Projection

In order to extend current-state opacity from the stan-
dard natural projection to our DIRM projection, one
may think it suffices to replace Ps_ in Definition 1 by
Pr. However, the following example shows that such a
definition is not suitable for the case of dynamic infor-
mation release mechanism.

Example 2 Again, let us still consider system G shown
in Figure 1. For string s = haha, there exists another
string ' = whaha such that Pr(s) = Pgr(s’) = haha.
If we simply replace Py, in Definition 1 by Pg, then
we will assert that the system is current-state opaque
because for string s = haha, which is the only string
that leads to secret state 4, there exists another string
s’ = uhaha that leads to a non-secret and they have the
same projection.

However, this definition is not suitable here as the in-
truder can still assert that the system is currently at se-
cret state 4 when string s = haha is executed. To see
this point more clearly, let us consider what the intruder
can observe when string s = haha is generated. Initially,
it observes h when string s, which reaches 1 € X,., is ex-
ecuted. Then it observes ha when a occurs. Finally, the
intruder observes haha when state 4 € X, is reached.
On the other hand, for string s’ = uhaha, the intruder
will not observe h when uh is executed since this string
leads to 6 ¢ X,. Therefore, the intruder will first ob-
serve a when string uha is executed. When the second
h is executed, which leads to state 8 € X,., the intruder
observes hah, i.e., the first occurrence of h was “held
on” until this point. Therefore, the information histo-
ries available to the intruder are different when strings

s and s’ are executed. In other words, once the intruder
observes h directly, it knows for sure that the system
is currently at state 1. Therefore, if it further observes
haha, it can still determine that the system is at secret
state 4, which makes the system non-opaque. O

The above example reveals an important feature in the
DIRM projection. That is, for any two strings s,s’ €
L(G), Pr(s) = Pr(s’) does not necessarily imply that s
and s’ generates the same information-flow. This is be-
cause they may have different intermediate observations
and hence, these two strings can still be distinguished.
Note that such an issue does not arise in the standard
natural projection as two strings having the same pro-
jection must have the same projection for their prefixes
with the same length. However, it is not the case for our
DIRM projection, which is the key technical issue we
need to handle.

To correctly capture the information-flow of a string s €
L(G), we define

Hp(s) = {Pr(s') : 8" € {s}}

as the history of string s. For the case of natural projec-
tion, history equivalence and projection equivalence are
the same. However, in our setting, history equivalence is
stronger than projection equivalence as it requires that
the projections of all prefixes, i.e., all intermediate ob-
servations, are also equivalent.

Remark 4 Here, a history is defined as an unordered
set rather than an order sequence according to the or-
dering of each observation. This definition is without
loss of generality as the length of Pg(s’) is always non-
decreasing when the length of the prefix s’ increases.
Therefore, one can always recover the ordering of the ob-
servation, if needed, based on the length of each element
in the history set Hg(s).

Therefore, to define current-state opacity, one can re-
place Pg_(+) in Definition 1 by Hg(+). Here, we provide
an equivalent definition using the notion of current-state
estimate (CSE) for the sake of future developments. For-
mally, for any string s € L(G), the current-state esti-
mate upon history Hg(s) is defined by

X(Hg(s)) = {6(s) € X : 3’ € L(G) s.t. Hr(s)=Hpr(s")}.
Then we introduce current-state opacity under DIRM
using the CSE as follows.

Definition 3 Given system G with secret states Xg C

X and DIRM X, C X, we say system G is current-state
opaque (w.r.t. Xg and DIRM X,.), if

Vs € L(G): X(Hg(s)) € Xs.



According to the definition of opacity, we implicitly as-
sume that the intruder is aware of the DIRM of the un-
derlying system. We illustrate this definition by the fol-
lowing example.

Example 3 Let us still consider system G in Figure
1. Then for string s = haha leading to secret state 4,
we have Hg(s) = {¢, h, ha, haha}. Note that s is the
only string that generates history Hg(s), e.g., for string
s’ = whaha, we have Hgr(s') = {e,a,hah,haha} #
Hpg(s). Therefore, we have X(Hg(s)) = {4} C Xg,
which means that system G is not current-state opaque
with respect to DIRM X,. and secret Xg.

Comparatively, suppose that Xg = {2}, then the system
becomes opaque. This is because ¢ = ha is the only
string that leads to secret state 2. However, we also have
t" = hah such that Hg(t) = Hg(t') = {€,h,ha} and
§(t') = 3. Therefore, we have X (Hg(t)) = {2,3} € Xs.
O

Remark 5 Our DIRM projection is closely related to
the so called Orwellian projection proposed in [27], where
a downgrading event is used to trigger information re-
lease. Our DIRM projection is different from the Or-
wellian projection in the following aspects. First, we con-
sider partial information release while the Orwellian pro-
jection considers full information release. Specifically,
under the Orwellian projection, once the information re-
lease mechanism is triggered, the outsider knows imme-
diately the precise state of the system. This is not the
case of our DIRM projection since we assume that events
in X, are always unobservable, i.e., even when informa-
tion release is triggered, the intruder may still have infor-
mation uncertainty. Also, we consider a state-based in-
formation release mechanism rather than using a down-
grading event to trigger the release as the case of [27].
We believe such a modeling is more natural in practice
since, e.g., when to release information can be controlled
by another transducer that does not need to be associ-
ated with events in the original plant model. Further-
more, the state-based mechanism also brings new tech-
nical challenges. In particular, due to the use of down-
grading event, two strings having the same projection
necessarily have the same history. However, for the gen-
eral case of Orwellian-type observation, we need to con-
sider histories rather than projections, which is the most
significant technical challenge in our setting.

Note that, in the standard natural projection setting,
the current-state estimate can be computed easily by
constructing the standard observer automaton that es-
sentially recursively updates the belief of the observer
on-the-fly; see, e.g., [10]. However, the computation of

X (Hg(s)), which is the key to the opacity verification
problem, is much more challenging as delayed informa-
tion is involved. In the following sections, we will elabo-
rate on how to compute X (Hg(s)).

4 Augmenting the System with the Trajectory
Information

4.1 Augmented Systems

We note that, not every visit of an information-release-
state in X, will release some previous information; it de-
pends on whether or not the trajectory visiting X, con-
tains events in X, since the last visit of X, i.e., whether
or not there are events in X,. that are “on hold”. To cap-
ture the “true” information-release-states, we augment
the original plant by an additional binary information
{N,Y} to obtain a new DFA

where

X C X x {N,Y} is the set of augmented states;
Zo = (20, N) is the initial augmented state;

6: X x¥ — X is the augmented transition function
defined by: for any # = (z,1) € X and o € ¥ such
that §(z, 0)!, we have

(i, 0) (6(x,0),Y) if [ceX,]V[z¢ X, NI=Y]
7 (0(x,0), N) otherwise

Intuitively, a state is augmented with labeled Y if it is
either visited directly via an event in ¥, or visited by
a string that contains event Y, since the last visit of
information-release-states X,.. Therefore, a state aug-
mented with Y is a state at which some historical events
can be released. When the current state z is in X,. and
the upcoming event o is not in 3., label Y will be reset
to N, which means that the previous information has
been released (at state ) and there is no new informa-
tion to be released in the future added. We illustrate the
augmented system G by the following example.

Example 4 Let us consider DFA G = (X, 3,0, x0)
shown in Figure 2(a), where ¥, = {a,b}, X, = {h},
and 3, = {u}. The DIRM is specified by information-
release-states X, = {6,9}. Then the augmented system
G of G is depicted in Figure 2(b). For the sake of sim-
plicity, in the figure, we omit brackets and comma for
each state in X, e.g., state (1,Y") is simplified as 1Y

Specifically, the initial state is 0N and when event u oc-
curs, we reach state 1N. However, when r occurs, we
reach state 2Y since h € ¥,.. From state 6Y, when event
u occurs, we reach state 8N since 6 € X,. and u ¢~ Y
Note that state 9 in G is split as 9N and 9Y in G de-
pending on how it is visited. g

The augmented system G contains at most 2 - | X | states
which is linear in the size of the original system. Fur-
thermore, since for any state (z,l) € X, 6((z,1),0) is
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Fig. 2. System G and corresponding augmented system G,
where ¥, = {a, b}, 3, = {h}, and X, = {u}.

defined if and only if d(x, o) is defined, we also have
L(G) = L(G),

i.e., G is essentially a state-space refinement of G. Here-
after, we will analyze opacity based on the augmented
system G instead of G. To this end, we define

Xs={(z,)) e X :x € Xg}
as the set of secret states in G. Also, we define
X,={(zeX:zcX,andl =Y}
as the set of information-release-states in G.

To distinguish with notations for G, before the end of
this subsection, we first use Pr(-), Hr(-), X(Hg(s)) to
represent, respectively, as the DIRM projection, the his-
tory and the current-state estimate w.r.t. G and X,.. The
following result shows that considering the augmented

system G and the corresponding DIRM X, is the same
as the original system.

Lemma 1 For any string s € £(G) = £(G), we have

Hp(s) = Hp(s).

PROOF. By definition, we have HR( ) = {Pgr(s') :
s’ € {s}} and Hg(s) = {Pr(s') : s € {s}}, where for
any s’ € {s}, we have Pr(s’) =
L|s']) and Pr(s’) = Ps,uz, (s'[1,00]) P, (s'[is +
1,]|¢']]). Here we use 2 and 7y to denote the latest

instant when s’ reaches X, in G and the latest in-
stant when s’ reaches X, in G, respectively. Since
X, C X, x {Y}, we have 15 > iy.

To show that Hg(s) = Hg(s), it suffices to show that
Pr(s') = Pg(s') for any s’ € {s}. Note that, if 7, = 2,
we have immediately that Pg(s’) = Pg(s’). Therefore,
we consider the case of 75s > 7 hereafter. For this case,
we can write Pr(s’) and Pg(s’) in the forms of

Pr(s") = Ps,us, (s1)Ps,us, (53) Ps, (53)
Pr(s") = Ps,us, (s1)Ps, (s3) Ps, (s3),

where s] = §'[1,7s], 85 = §'[isr + 1,15] and s§ = s [zsr +
1,]s'|]. Therefore, it remains to show that Pg_(s5) =
Py us, (s5), i.e., sh does not contain events in X,..

Let sf, = 01...04, and let T; = (5(5101 0;) be the ith
state visited from 5(51) € X, in G. Assume for the sake
of contradiction that s} contains an event in ¥, and let
k € {1,...,m} be the largest number such that oy, € 3,
Furthermore, let p € {k,...,m} be the smallest instant
such that =, € X,. Note that z, is well-defined since
Ty = 0(s}sh) € X,. Then, by the definition of G, we
have z, € X, x {Y} = X,.. However, this violates the
fact that 7y is the latest instant when s’ reaches XT in
G. Therefore, s, does not contain any event in 3,., which
completes the proof. O

Then the following theorem shows that to check opacity
for G, it suffices to check opacity for G.

Theorem 1 G is current-state opaque w.r.t. secret
states Xg and DIRM X,., if and only if, G is current-
state opaque w.r.t. secret states Xg and DIRM X, .

PROOF. Forany string s € £(G) = £(G), the current-
state estimate of G by observing Hg(s) is

X(Hg(s)) = {6(s)eX : 3 € L(G) s.t. Hr(s)=Hg(s')}

and the current-state estimate of G by observing H Rr(S)
is
X(Hp(s)) = {5(s') € X : 3’ € L(C) s.t. Hp(s)=Hp(s)}.

By Lemma 1 and the construction of G, we have

X(Hr(s)) C X (Hr(s)) x {N,Y}.

Py, s, (s'[1,15])) Ps, (5" [1s+ Therefore, by the definition of Xg, we have that

X(Hg(s)) € Xs & X(Hn(s)) € Xs.



Hence, G is opaque if and only if G is opaque. O

Based on the above discussion, hereafter, we will only
perform analysis based on the augmented system G. For
the sake of simplicity, hereafter, we still use notations
X (-)to represent the CSE under DIRM X, for system G.

4.2 Observations in G

In order to investigate how to estimate states in G, we
first classify different types of observations. Under the
DIRM, there are actually two different types of observa-
tions:

e the standard instant observation for an observable
event: this observation is available when an observable
event occurs;

e the release of some previous events in X,.: this obser-
vation is available when a state in X, is reached.

Note that the above two types of observations may oc-

cur simultaneously when X, is reached by an observable
event o € X,.

Therefore, events in X, is unobservable before reaching
a state in XT. On the other hand, once events in X,
are released, we know precisely when they occurred. To
handle this issue, we introduce two observation views:
high-level view O(Z) and low-level view Oy (Z).

The high-level view assumes that events in 3, U 3, are
always observable. From this view, an event o € ¥ such
that 0(Z,0)! is considered as an “observable” event at
augmented state # € X if (i) o € U, ; or (i) 6(Z,0) €
X,.. Therefore, we define

O(F) = {0 €% :0(&,0)A[o € Z,UE,VI(Z,0) € X,]}

as the set of high-level “observable event” defined at
state T € X assuming events in X, U 3, are observable.

On the other hand, the low-level view is from the ob-
server /intruder’s actual observation considering that we
cannot see all events in O(Z) immediately since o € X,
is not observable until it is released. Instead, we define

Op(&):={0 € X:0(&,0) Ao €2, Vo) e X,]}

as the set_of low-level “observable events” defined at
state £ € X under the assumption that only event in 3,
are instantly observable.

Let g € 2% be a set of augmented states. In order to cap-
ture all observation-equivalent states of g, from the high-

level view, we define UR(q) as the unobservable reach

w.r.t. O(Z). Unlike the standard unobservation reach-
able in static observation, this unobservation reach can-
not be written in a closed-form since unobservable events
are state-dependent, e.g., the transition is also observ-
able when o € ¥, and 6(%,0) € X,. Alternatively, we

define I/J\l:/{(q) inductively as follows:

e ¢ C UR(q);

e For any & € q,0 € X such that 5(&,0)!, we have
5(#,0) € UR(q) & o ¢ O().

Also, from the observer’s actual observation, we define
UR(q) as the unobservable reach with respective to the
low-level view Of(Z) by assuming one can only observe
Y, instantly and events in 3, are subjected to the DIRM.

Similarly, we define UR [ (¢q) inductively as follows:

e ¢ C URL(q);

e For any & € q,0 € X such that 5(&,0)!, we have
5(#,0) € URL(q) < o ¢ OL().

Next, we define how a state estimate ¢ € 2% evolves
according to different types of observations. As we dis-
cussed above, the observer may observe an new event
occurrence or an information release or both together.
Therefore, if an observable event o € 3, U X,. from the
high-level view (or o € 3, from the low-level view) oc-
curs without information release, then the set of states
reached immediately is defined by

NX,(q) ={ie€ X :3F cqst.i=0(F,0) ¢ X,}.

If an unobservable event triggers an information release,
then the set of states reached immediately is defined by

ﬁ(r(q) —{feX:IeqoeT,,st. i=0(F,0)eX,}.

If an observable event o € X, U X, occurs and it also
triggers an information release, then the set of states
reached immediately is defined by

NX,,(q) ={# € X:3% € qst. =06, 0) € X, }.

We illustrate the above operators by the following ex-
ample.

Example 5 Let us still consider G shown in Fig-
ure 2(b). For state set {ON}, from the high-level
view, we have UR({ON}) = {ON,1N} since only
unobservable event u can be executed. However,
from the low-level view, event h is “unobservable”



until reaching a state in X,. Therefore, we have
UR.({ON}) {ON,1N,2Y,3Y,4Y,5Y}. Note that,
within this unobservable reach, observable event a can
happen from states 3Y,4Y and 5Y’; each yields a differ-
ent observation. For example, from state 5Y, one can
just observe the occurrence of a without information
release since the successor state reached, i.e., 7Y, is not
in X,.. Therefore, the corresponding observable reach is

NX,({ON,1N,2Y,3Y,4Y,5Y}) = {7V}

However, from states 3Y or 4Y, the occurrence of a not
only generates an instant observation but also releases
some historical information. This corresponds to the fol-
lowing observable reach

NX,.({ON,1N,2Y,3Y,4Y,5Y}) = {6Y,9Y }.

Note that, from the intruder’s point of view, it can still
distinguish between state 6Y and state 9Y since by
reaching 6Y it will observe hha and by reaching 9Y it
will observe ha. Therefore, only the unobservable and
observable reach still cannot compute the precise state
estimate of the system. We need additional information
that tracks those unreleased information to correct this
state estimate. This will be discussed in the next section.
O

5 Verification of Opacity using DIRM-Observer

In this section, we discuss how to compute the current-
state estimate, which is the key to the verification of
current-state opacity, under the dynamic information re-
lease mechanism. To this end, we propose the DIRM-
observer, which is a new DFA

Obs(é) = (Xobsa 27 .f7 xobs,0)7
where

o Xpps C X X 2% x 2% is the set states;
e Zopso = (0, UR({z0}), URL({z0})) is the initial
state;

o f: X,ps XX — Xops is the partial transition function
defined by: for any z.ps = (Z,§,q) € Xops and o € 3,
we have

- f(2ops, o) is defined if and only if §(Z, o) is defined;
- if f(zops, o) is defined, then we have f((Z, §,q),0) =

g

(@',4',q"), where

P =6(z,0) (2)
{tj if 0 ¢ O(Z) 3
UR q,md lfUEO( )
if o ¢ O (%)
(@) ifoeOL(@) AT ¢ X, (4)
szd lfO'EOL(.’E)/\.’f?I GXT
where

NX,(§) ifo € X,US, Ad ¢ X,
Gmia=13 NX,(4) if o€y NF € X, (5)

NX,.(q) if €D, UL, AF € X,

For the sake of simplicity, we only consider the reach-
able part of Obs(G). Also, we note that each state in
Obs(@G) is in the form of zops = (Z, ¢, q), where the first
component is an augmented state while the second and
the third components are sets of augmented states rep-
resenting state estimates. Then for each state x,ps, wWe
denote by X1 (Zops), Xo(Tops) and Xz (x,ps) its first, sec-
ond and third components, respectively.

The intuition of each component of the DIRM-observer
is explained as follows. The first component essentially
tracks in actual state of the augmented system. Fur-
thermore, we note that, at each state z.ps = (Z,4,q),

f(xops, o) is defined if and only if 5(:?,0) is defined.
Therefore, we have £(Obs(G)) = L(G) = L(G), i.e
Obs(@) exactly generates the same language of the orig-
inal plant.

The second and third components estimate the state of
the system from the high-level view and the low-level
view, respectively. Specifically, the second component
tracks all possible states the system could be in assum-
ing the observer has the knowledge of the occurrences of
events in 3,.. Specifically, if o ¢ O(Z), i.e., there is no ob-
servation upon the occurrence of ¢ from the high-level
view, then the state estimate should remain the same.
If 0 € O(Z), then we need to first update the estimation
upon the observation via observable reach and obtain an
intermediate estimate denoted by ¢p;q. Then we com-
pute the unobservable reach of §,,;q to complete the in-
formation update. As discussed earlier, there are three
different types of observation for o € O(Z). Therefore,
Qmia 1s computed accordingly for each case as follows:

o Ifo € ¥, U, but # ¢ X,, i.e., from the high-level
view of the second component, one can observe an in-
stant observation in ¥, U X, but there is no historical



information released, then the state estimate is up-

dated by observable reach NX, (g) since it can track
instant observation o with no historical information
released;

e If 0 € ¥, but ' € X,, i.e., from the high-level
view of the second component, there is no instant
observation in X, U X, but some historical informa-
tion released, then the state estimate is updated first

by NX,.(§) since it tracks no instant observation and
there is historical information released;

e If 0 € X, but ' € X, i.e., from the high-level view
of the second component, there are both instant ob-
servation in ¥, U X, and some historical information
released, then the state estimate is updated by observ-

able reach ﬁa7r(Q).

After the above update using observable reach, we take

the unobservable reach UR(Gmiq) w.r.t. O(Z) to capture
all states that cannot be distinguished with ;4. Note
that, the estimated information in the second component
cannot be used directly because the actual observer does
not directly observe events in X,.. The information in
this component is used to construct the third component
when information release is triggered. This is because,
only in this case, all previous o € ¥, are released and
one can then leverage the information in the high-level
view to correct the information in the low-level view.

The third component aims to represent the current-state
estimate under the DIRM projection, which is of our
main interest. The information update of this compo-
nent is based on the actual low-level view of the intruder.
Specifically, if o ¢ Or (%), i.e., there is no actual obser-
vation of the intruder, then the state estimate should
remain the same. On the other hand, for c € O (%), de-
pending on whether or not there is historical information
released, we have the following two cases:

o If 7' ¢ X, then the intruder only has an instant ob-
servation o but there is no historical information re-
leased. Therefore, the state estimate is updated by

observable reach NX,(¢) and the low-level view un-
observable reach URL(q) w.r.t. Or(Z);

e If 7 € X, then there is historical information re-
leased. As we explained for the second component,
the intermediate estimate ;¢ in the second com-
ponent actually captures what the intruder knows if
it has the high-level view. Since the information has
been released, this information becomes available to
the low-level intruder. Therefore, instead of taking the
observable reach of the previous estimate in the third
component, this part is “switched” to ¢n:q to utilize
the released information. Next, since the third com-
ponent captures the actual state estimate of the in-
truder, which cannot observe events in ¥, before the
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Fig. 3. DIRM-observer Obs(G) of G.

next information release, we again take the low-level
unobservable reach of §,,,;q from the intruder’s actual
point of view to complete the information update.

We use the following example to illustrate the DIRM-
observer.

Example 6 Let us still consider DFA G = (){, 3,0, xo)
in Figure 2(a) and its augmented system G in Fig-
ure 2(b). The DIRM-observer for G is shown in Fig-
ure (3). The initial state is Zops0 = (ON,{ON,1N},
{ON,1N,2Y,3Y,4Y,5Y}) since UR({ON}) = {ON, 1N}
and URL({ON}) = {ON,1N,2Y,3Y,4Y,5Y}. There-
fore, by observing nothing, the state estimate of the in-
truderis X ({e}) = X3(xops,0) = {ON, 1N, 2Y,3Y,4Y,5Y }.

For the initial-state, if event h occurs, we have
f(h) = (2Y,{2Y,3Y},{0ON,1N,2Y,3Y,4Y,5Y}).
Note that the first component is updated to 2Y =

0(ON,h) and the second component is updated to
UR(NX,({ON,1N}) = {2Y,3Y} since h € %,. How-
ever, the third component remains unchanged since
h ¢ Op(0ON) = (. Similarly, when h occurs again, we
have f(hh) = (4Y,{4Y,5Y}, {ON, 1N, 2Y, 3Y,4Y,5Y})
since h ¢ O (2Y) = 0, i.e., the third component is still
not updated.

Now, let us consider string hha, the first component is
updated to 6Y = 6(4Y,a) and the second component
is updated to UR(NX,,,({4Y,5Y})) = {6Y,8N,9N}.
Since a € ¥, and 6Y € X,, the third component is
updated to UR [ (Gmia) = {6Y,8N,9N}, where Gpiq =
ﬁ)/(am({élY, 5Y}) = {6Y}. This corresponds to the last
case of Equation (4).

For state (5Y,{4Y,5Y},{0N,1N,2Y,3Y,4Y,5Y}),
when event a occurs, it reaches (7Y, {7Y'}, {7Y'}), where



since a € ¥, but 7Y ¢ X’T, the third component is
updated according to the second case of Equation (4) by

UR.(NX,({ON, 1N, 2Y,3Y,4Y,5Y}))
_URL({ Y} ={7v}

If event u occurs from (7Y, {7Y},{7Y}), then we move
to (9Y, {9V}, {9Y}). Since u € %, but 9Y € X,., the
second component is updated according to the second
case of Equation (5) by UR(NX,({7Y})) = {9Y'}; the
third component is updated according to the third case
of Equation (4) by URL(Gmia) = URL({9Y}) = {9V},
where Gmia = NX,.({7Y}) = {9Y}. O

Next, we show the properties of the DIRM-observer and
establish its correctness. First, we show that, for a string
s and any state in the component X5(f(s)), there exists
a string having the same history with string s. Its proof
is provided in the appendix.

Lemma 2 Let Obs(C:?) be the DIRM-observer of G.
Then, for any s € L(G), we have

Vo € Xo(f(s)),3t € L(G) 1 x =§(t) A Hr(t) = Hg(s)

Using the above result, we can obtain a precise character-
ization for the second component of the DIRM-observer.

Proposition 1 Let Ol}s(é) be the DIRM-observer of G.
Then for any so € L(G) such that 0(so) € X,., we have

s =to'we L(G),w € T A
Hp(t)=Hg(s) Ad(to') € X, A

Ps,ux, (to') = Psg,us, (s0)

Xa(f(s0)) = {6(s) :

Also, we characterize the third component of the DIRM-
observer by showing that indeed tracks the current-state
estimate of system under DIRM projection.

Proposition 2 Let Obs(G) be the DIRM-observer of G.
Then, we have
Vs € L(G) : = X (Hg(s))

X3(f(s)) (6)

By putting the above results together, we finally provide
a theorem to show how to verify current-state opacity
under DIRM based on the DIRM-observer.

Theorem 2 Let Obs(G) be the DIRM-observer for sys-
tem G. Then system G is current-state opaque w.r.t. Xg

and X, if and only if

vQ:obs S Xobs : XS(zobs) ,¢_ XS (7)
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PROOF. (if) Suppose that Vz.bs € Xops : X3(zops) €
Xs. By Proposition 2 and £(G) = E(Obs(é)) we have
that Vs € L(G) : X3(f(s)) = X(HR ) € Xg. Then
by Definition 3, we have that Gis current-state opaque
w.I.t. XS and X,. Since £(G) = £(G), the definition of

Xg and XT, and Theorem 1, we have that G is current-
state opaque w.r.t. Xg and X

(only if) By contradiction. Suppose that, for G that is
current-state opaque w.r.t. secret states Xg and DIRM
X, and the corresponding G, Iz ops € Xops X3(xops) C
Xg. Based on Proposition 2 and the fact that £(G) =

L(G) = E(Obs(G)), we have 3s € L(G) : X3(f(s)) =
X(HR( )) C Xg. By Definition 3 and Theorem 1, it

can conclude that 3s € £(G) : X(Hg(s)) C Xg, which
contradicts with the assumption. O

The theorem shows that current-state opacity can be
checked by a reachability search in the DIRM-observer.
We illustrate Theorem 2 by the following example.

Example 7 Let us still consider DFA G = (X, £, §, o)
in Figure 2(a) and its augmented system G in Fig-
ure 2(b). The DIRM-observer for G has been shown in
Figure (3), where for z = (7Y, {7Y}, {7Y'}), we have
Xs(z) = {TY} C Xg. This state is reached by uhha
with Hg(uhha) = {e,a}, which is the unique string
having this history. Therefore, the intruder knows for
sure that the system is at secret state 7 and also, by

Theorem 2, we know that (G is not current-state opaque
with respect to X, and Xg. O

Remark 6 Finally, we discuss the complexity of pro-
posed approach for verifying current-state opacity under
DIRM. First, the augmented system G contains at most
2-|X| states which is linear in the size of the original sys-

tem. The DIRM-observer contains at most | X | 2IX1.9lX]

states and |¥| - | X |- 21X1. 21X transitions. Therefore, the
overall complexity for verifying current-state opacity is
exponential in the number of states in the original sys-
tem. However, this complexity seems to be unavoidable
since verifying current-state opacity under the standard
natural projection, which is a special case of the DIRM,
is already shown to be PSPACE-hard.

6 Case Study on Medical Cloud Computing Ser-
vices

In this section, we apply the proposed framework to a
cloud-computing-based medical data processing exam-
ple. This example is adopted from [45] with some modifi-
cations and simplifications. The reader is referred to [45]
for details on how to model medical cloud computing
systems using DES models.
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Fig. 4. The operation flow in a cloud based medical service system.

Specifically, we consider a scenario, where an user wants
to analyze some medical data of patients by cloud com-
puting services. The entire process involves a local net-
work and two clouds X and Y as shown in Figure 4; each
of them works as follows:

Initially, the user in the local network extracts differ-
ent health data for later processing. Here, we consider
three data extraction operations: image representing
the CT image data of the patient, blood representing
the blood text data of the patient and heart represent-
ing the heart rate sequence data of the patient. Then
the extracted data are uploaded to Cloud X for further
pre-processing represented by operation upload X.

Cloud X aims to pre-process data received from the
local network. Depending on different types of pa-
tient data, different pre-processing services are pro-
vided, including data filtering operation filt and
data anonymization operation anoy. As shown in in
Figure 4, image data may need to be filtered for mul-
tiple times, while blood text data does not need to be
filtered. The pre-processed data will be packaged to
the sender nodes, where the data are sent to service
providers SP; or SP; in Cloud Y for final process un-
der operation upload.Y. We assume that the image
data can be processed by either SP; or SP,, while
the blood data and the heart rate data can only be
processed by SP; and SPs, respectively. Furthermore,
before packaging the data, the CT image data and the
blood text data also need to be backuped represented
by operation back.

Cloud Y further analyzes the data pre-processed by
Cloud X either by service providers SP; or by SPs in
it. Then the final results will be send back to the user
in the local network by operation return_user.

Although clouding computing provides a powerful way
for processing big local data, one of its main concerns is
the privacy issue. Here we consider the following infor-
mation release scenario. We assume that the communi-
cation between the local network, Cloud X and Cloud
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Y are available to the outsider, i.e., we have
¥, = {upload_X,upload.Y,return_user}

We assume that the operations in within each cloud and
the local network are not available directly to the out-
sider. However, Cloud X is subject to the so called log
attacks [?,7] at the backup locations BK;, i = 1, 2. Specif-
ically, the attacker is able to recover operations that has
been executed in the cloud with the right order by check-
ing its logs. Therefore, pre-processing operations filt
and anoy are events that are initial unobservable but will
be released at locations BK;, 7 = 1, 2. Formally, we have

Yuo = {image,blood, heart, pack,, pack,}
and releasable events and the release states are
Y, = {filt, anoy,back} and X, = {BK;,BKz}.

Here we consider a privacy constraint requiring that the
intruder should never be able to discover that the user is
utilizing service provider SP; in Cloud Y. This is because
SP; can provide more detailed analysis than SP,, and
therefore, it is used when the pre-processing procedures
in Cloud X finds that the patients have high risk of
diseases. Here, we can convert this privacy requirement
as a current-state opacity problem by considering Xg =
{SP;}. To verify current-state opacity, one can construct
the DIRM-observer, which is omited here, and we can
conclude easily that the entire system is current-state
opacity under DIRM. For example, for execution

s = blood - upload X - anoy - back - pack,; - upload. Y

that utilizes service provider SPy, there exists another
execution

t = image - upload X - anoy - back - pack, - upload.Y

that utilizes service provider SP,, which does not indicate
sensitive information of patients.



Note that this example cannot be modeled using the
standard natural projection. This is because whether or
not the executions of operations filt and anoy will be
discovered by the intruder depends on whether the sys-
tem will visit release state BK; in the future. Therefore,
the proposed DIRM is used to capture the information-
flow in this log-attack scenario.

7 Conclusion

In this paper, we proposed a new Orwellian-type ob-
servation model called the dynamic information release
mechanism that allows to release history information
generated dynamically based on the current state. A
new history-based definition of current-state opacity
was proposed that better captures the feature of non-
prefix-closed observations, which is the main feature
of Orwellian-type observations. Then we proposed a
new information structure called the DIRM-observer
that effectively fuses the released previous informa-
tion to update the current-state estimate. Based on
the DIRM-observer, we showed that the current-state
opacity verification problem can be effectively solved.
An illustrative example on medical cloud computing is
provided to illustrate our framework.

There are many interesting future directions under the
proposed DIRM framework. First, it is interesting to in-
vestigate other types of opacity, e.g., initial-state opacity
or infinite/ K-step opacity, under the DIRM. Further-
more, in this work, it is assumed that the information
release policy is already given (encoded as a state-based
function) and we want to verify opacity under a given re-
lease policy. It is also very interesting to investigate how
to synthesize an information release policy that releases
historical information as frequently as possible but still
preserves opacity.
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Appendix: Proofs not contained in main body

Proof of Lemma 2
We prove it by induction on the length of s.

Induction Basis: Suppose that |s| = 0, i.e., s = € and
Hg(e) = {e}. Then we easily know that X5(f(¢)) =
UR({J;O}) = HR(€).
holds.

Therefore, the induction basis

Induction Step: Now, let us assume that, for string s €

L(G) with |s| = k, we have Vz € X5(f(s)),3 t € L(G)

x = 0(t)NHg(t) = Hg(s). Then we consider so € L(G),
o€

For any x € X»(f(s0)), by the definition of X5(f(s)), we
have d(t) € Xa(f(s)), then there exists t' = to'w € L(G)

and w € X such that x = d(¢'). As the construc-
tion of X5, we know the events in X, U X, is observ-
able. Hence, by the definition of the specified observ-
able reach of X5(f(so)) and the induction hypothesis
Hpg(t) = Hg(s), we have

Ps,us, (t') = Ps,us, (s0)

(1)
Pr(t) = Pr(s) (:2)
Next, we consider different cases.

Case1: 0 €Y, N7 € X, o

For this case, Xo(f(s0)) = UR(NX, - (X2(f(s))), then
we have o = ¢/ € 3, and 4(to’) € X,. Furthermore, the
above makes that

PR<SO') = onuz,,,(SU)/\PR(tl) = PR(tO‘/) = PEUUET(TEUS/))
By the induction hypothesis, Equations (.1) and (.3), we
have Hgr(s) U Pg(so) = Hg(t) U Pr(t), i.e., Hg(so) =
Hg(t'). Therefore, for o € ¥, A # € X,, we have Vz €
Xo(f(s0)),3t € L(G) : & = 6(t') N Hr(t') = Hg(s0o),
i.e., the hypothesis holds in this case.

Case 2: c € X, UX, AT’ §Z,)§'/T -

For this case, Xo(f(so)) = UR(NX,(X2(f(s)))), then
we have 0 = o/ and 6(to”’) ¢ X,.. Furthermore, the above
makes that,

when o € ¥,

Pr(so) = Pr(s) A Pr(t') = Pr(t) (-4)



when o € ¥,
PR(SO') = PR(S)O' A PR(t/) = PR(tUI) = PR(t)O'/ (5)

By the induction hypothesis, Equations (.2), (.4) or (.5),
we have Hr(s)UPg(so) = Hr(t)UPg(t'),i.e., Hr(so) =
Hg(t'). Therefore, the hypothesis holds in this case.

Case 8: 0 € Yyo N7 € X, -

For this case, Xa(f(s0)) = UR(NX,(X2(f(s)))), then
we have 0,0’ € %, and §(to’) € X,.. Furthermore, the
above makes that

PR(SO') = Pgouzr(SJ)/\PR(t/) = PR(tJ,) = PEOUET(EO—/))
.6
By the induction hypothesis, Equations (.1) and (.6), we
have HR(S) U PR(SO') = HR(t) U PR(tl), ie., HR(SO') =
Hg(t"). Therefore, the hypothesis holds in this case.

Case 4: 0 €Yy NT' ¢ X,

For this case, we have X5(f(s0)) = Xa(f(s))), t' =
tw € L(G) and w € X}, . Further, we easily have that,
Hpg(so) = Hg(s) = Hg(t) = Hg(t"). Therefore, the
hypothesis holds in this case.

Based the above cases, this proposition holds. O

Proof of Proposition 1

(C) According to the lemma 2 and §(so) € X, we have
that Vo € Xo(f(s0)),3 to’ € L(G) : = = &(ta’) A
Hp(to') = Hg(so) and Py, us,. (to’) = Ps, us,(s0).
Also, for to’, we have t'w = to’, w € X%, such that

(') € X,.. Therefore, the right set includes the left set.

(2) By contradiction. Suppose that there exists string
to' € L(G) which satisfies the right conditions, but
5(to’) ¢ Xo(f(so)). Since the specified observable reach
of the definition of components X5 in Obs(G) and the
right conditions, for ¢, there only can be §(t) ¢ X2(f(s))
and Ps_us,(t) = Ps,us,(s). Similarly, we inductively
deduce to that there must be ' € ¥*, N {t} such that
5(t'") ¢ Xa(f(e)). It contradicts with the initial states
definition of X5, since 0(t') must be in I’Jﬁ({xo}), but
Xo(f(e)) = ﬁ({zo}) Therefore, any state in the right
also includes in the left. O

Proof of Proposition 2
We prove it by induction on the length of s.

Induction Basis: Suppose that |s| = 0, i.e., s = € and

Hgr(e) = {e}. Then we know that

X({e}) (.7)
- {S(s') eX:s € L(G)AHR(S) = {e}}
- {N(s') e X:s e L(G)A (s € 5] [Pr(s") = e]}

_ {5<s'> cx. F=oon e LGN }
(Vi <n)lo; ¢ Or(6(o1-+-0i-1))]

Since # is included in both X ({e}) and UR({Zo}), by
a simple inductive argument according to Equation (.7)

and the definition of UR L, one can easily conclude that
X({e}) = URL({Z0}), i.e., the induction basis holds.

Induction Step: Now, let us assume that, for string s €

L(G) with |s| = k, we have X3(f(s)) = X(Hg(s)). Then
we consider so € L(G), where o € 3, for the following
two cases.

Case 1: §(so) ¢ X,.

For this case, we have Hg(so) = Hg(s) U {Pgr(so)}. If
o € Y,, then

X(HR(SU))
- {S(s') L' € L(G) A Hp(s") :HR(S)U{PR(S)U}}

s =tooy...on€L(G)A
5(s"):  Hp(t)=Hg(s) Ad(to) ¢ X, A

(VZ S TL)[O'Z ¢ OL((S(tJO'l s 'Uifl))]

W=071 " OpN\
reX(Hg(s)) Nd(z,0)¢ X, A

Vi<n:o; ¢ Op(6(x,001 - 0i-1))

=q0(z,ow) :

W=01 " 0p/N\

={4(2",w) : = ﬁo(X(HR(S)))/\
Vi<n:o; ¢ (’)L(S(CE',Q S 0i-1))
=UR.(NX, (X (Hg(s))))

Still, by the induction hypothesis and the update func-
tion for the third component in Equation (4), we have

X3(f(50)) = URL(NX, (X3(f(5)))) (8)
= URp(NXo(X(Hr(s)))) = X (Hn(s0))

If o ¢ ¥, then we have Hr(so) = Hg(s), which means



that X (Hg(so)) = X(Hg(s)). Therefore, we also have

X3(f(s0))=X3(f(s)) =X (Hr(s)) =X (Hr(s0)) (.9)

Case 2: 6(s0) € X,.
For this case, we have Hr(so) = Hg(s)U{Ps,us,.(s0)}.
Therefore, we have

X (Hp(s0))
= {5(3’) .8’ € L(G) A Hr(s') :HR(S)U{PZOUET(SU)}}

Ps us, (to') = Py, us, (so)A

s’ =toloy...opn GE(G)
-, Hg(t)=Hg(s) Ad(ta’) € X, A
=16(s") :
Vi S n:o; ¢ OL((S(tO’/O’l . "0‘1‘,1))
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Since I/J\f{(q) C URy (¢), then by proposition 1, we fur-
ther have

X (Hp(s0)) = URL(Xa(f(50))) = URL(Gmia)

Then, by the induction hypothesis and the update func-
tion for the third component in Equation (4), we have

X(Hg(s0)) = X3(f(s0))

This completes the proof since X3(f(s)) = X(HR(S))
holds for each case. O
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