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Abstract—Recently, deep neural networks (DNNs) have been
used extensively for automatic modulation classification (AMC).
Typically, DNNs are unsuitable for deployment at resource-
constrained edge networks due to their high complexity. They
are also vulnerable to adversarial attacks, which is a significant
security concern. This work proposes a rotated binary large
ResNet (RBLResNet) for AMC that can be deployed at the
edge network because of low complexity. The performance gap
between the RBLResNet and existing architectures with floating-
point weights and activations can be closed by two proposed
ensemble methods: (i) multilevel classification (MC), and (ii)
bagging multiple RBLResNets. The MC method achieves an
accuracy of 93.39% at 10dB over all the 24 modulation classes of
the Deepsig dataset. This performance is comparable to state-of-
the-art performances, with 4.75 times lower memory and 1214
times lower computation. Furthermore, RBLResNet also has
high adversarial robustness compared to existing DNN models.
The proposed MC method with RBLResNets has an adversarial
accuracy of 87.25% over a wide range of SNRs, surpassing the
robustness of existing methods to the best of our knowledge. Low
memory, low computation, and the highest adversarial robustness
make it a better choice for robust AMC in low-power edge
devices.

Index Terms—Deep Learning, Wireless communication, Auto-
matic Modulation Classification, Binary Neural Network, Ensem-
ble Bagging, Computation and memory efficiency.

I. INTRODUCTION

Automatic modulation classification (AMC) has become a
popular tool in recent years for identifying the modulation type
of transmitted signals. It is predominantly employed in systems
that use adaptive modulation and coding. It is necessary to
classify the modulation type of the signal before performing
any signal processing at the receiver; AMC must be performed
in real-time to avoid control overhead. With the advent of
multiple-input-multiple-output (MIMO) technology in beyond
5G massive machine type communication (mMTC), a huge
number of receivers receive signals with different modulation
schemes from a broader range of sources. When the receivers
are resource constrained in terms of memory and computation,
a memory-efficient AMC method of low complexity would be
of practical use.

Traditional AMC methods based on likelihood [1]–[3]
achieve optimal solutions theoretically at the cost of high
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computational complexity. On the other hand, the feature-
based AMC methods, consisting of a feature extractor (FE)
and a classifier, reach a sub-optimal solution with very low
complexity. Recently, deep learning (DL) based FEs [4]–
[11] have gained immense popularity for extracting the best
combination of features automatically while adapting to the
set of modulations and different channel environments.

In MCNet [12], a convolutional neural network (CNN) is
used to learn the spatio-temporal correlations using asym-
metric kernels and skip connections. However, adding more
blocks to improve accuracy leads to an increase in complexity
and memory requirement. In InvoResNet [13], the authors
proposed an involution method to enhance the discrimination
capability and expressiveness of the model for faster conver-
gence at the cost of huge computational complexity. An LSTM
block appended at the end of residual blocks helps to achieve
similar accuracy with much lesser complexity [14].

Various methods for AMC such as constellation-based fea-
ture extraction using DL [15], multi-task learning [16], cas-
caded deep neural networks (DNNs) for FE and classification
[17], and Transformer-based AMC [18] achieve good accuracy
but at the cost of high computational complexity, and therefore,
not useful to deploy in the edge network. A multiscale-CNN-
based FE was proposed in [19], but it performs worse at lower
SNRs. Another technique for AMC uses a combination of
CNN and gated recurrent unit [20], but it does not use the
data from the complete range of SNRs.

Typically, DL-based FEs are ‘power-hungry’ and have an
excessive signal processing requirement at the user end. There-
fore, they are unsuitable for deployment at the receiver of
mobile devices on the edge network. Recently, there has been
an increased interest in FEs that are computationally less
demanding in order to achieve lower latency without any
degradation in performance [21]. To reduce the number of
parameters, Lightweight [22] introduced asymmetric kernel
dimensions. A distributed learning-based AMC is proposed
in [23] because of its lower computing overhead.

One way to significantly reduce the memory and compute
requirements is to design a binary neural network (BNN)
suited to our application [24]–[26]. For example, in [27], the
authors propose a BNN-based neural Turbo Auto Encoder that
can perform as well as existing methods in literature while
saving in terms of memory and computational complexity.
However, when applied to AMC applications, binarized ver-
sions of the existing SOTA architectures do not learn anything
meaningful due to a drastic loss in representation capability,
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causing a huge quantization error. In this paper, inspired by
the architectures used for the image classification problem
[28] and using domain knowledge related to the problem
of AMC, we design a ResNet-based architecture with high
representation power and name it LargeResNet or LResNet.
It is due to this high representation power that a proposed
binary version of LResNet, named BLResNet, is able to at
least learn a model. However, the performance of BLResNet
is still not adequate since there is a large performance gap
compared to LResNet [10], [29]. Even in the case of a binary
network constructed with real first and last layers, there is
no significant increase in accuracy. Hence, we attempt to first
close this gap partially by designing a rotated BNN (RBNN)
[30].

RBNNs reduce the angular bias between the real-valued
parameter and its binary version during training leading to
reduced quantization error upon binarization. However, the
RBNN version of any arbitrary architecture does not perform
as well as its real1 counterpart. The rotated binarized version
of LResNet, named RBLResNet, improves the performance of
BLResNet to a great extent. To improve the performance of
RBLResNet even further while keeping the complexity low,
we propose to ensemble multiple BNNs/RBNNs such that
the resultant network has enhanced performance than each
of the weak learners. We first propose bagging [31], where
a weighted sum of the output probabilities of multiple weak
learners (RBLResNet) is taken. Next, we propose multilevel
classification (MC), where the more complex classification
problem is broken down into simpler problems which are then
solved by multiple instances of the same RBLResNet. The
resultant models’ performance is very close to SOTA solutions
for AMC with very low memory and computation power.

AMC is adopted for spectrum monitoring and the analysis
of intercepted signals in not only civilian applications but also
military systems [32]–[36]. Therefore, the security aspect is
as crucial as reducing the memory and computational require-
ments. It has been shown that DNNs are highly vulnerable to
adversarial samples [37]. Adversarial samples are malicious
inputs constructed by perturbing the input data point by a
minimal value. The perturbation is made in such a way that
the model misclassifies an otherwise correctly classified data
point. The works [38], [39] have shown how the DNNs for
AMC can be attacked to misclassify even with a minimal
transmitting power of the adversary.

Adversarial training is used to achieve robustness against
weak attacks in [40] and [41]; the latter also uses an
autoencoder-decoder to detect high-intensity attacks. However,
the computational cost of adversarial training and decoding
grows prohibitively as the size of the model and the number
of input dimensions increase. Further, training against less
expensive and weaker adversaries produces robust models
against weak attacks but breaks down under stronger attacks.
The BNNs are inherently more adversarially robust than
networks with full-precision weights and activations without
explicit adversarial training [42]. Therefore, we investigate

1Architectures with floating point weights and activations are referred to
as real architectures.

the robustness of the proposed RBLResNet and the ensemble
methods like bagging and MC in the context of AMC.

The key contributions of this work are,
• Using the domain knowledge of AMC, we propose a

ResNet-based architecture LResNet that has a high rep-
resentation power and is suitable for binarization.

• We also propose a rotated binarized network RBLResNet
for AMC. The performance of RBLResNet is as good
as the SOTA architectures while having 64 times lesser
memory requirement and 64 times more speed when
compared to LResNet.

• We further propose two types of ensemble techniques
with RBLResNet: (i) multilevel classification and (ii)
bagging that improve the accuracy by 6.44% and 2.75%,
respectively. The MC method with RBLResNets achieves
an accuracy of 93.39%, which is close to the performance
of InvoResNet with a 4.75 times lower memory and 1214
times lower computation.

• We also show that rotated binarization improves robust-
ness against white-box attacks2. While Lightweight [22]
has an adversarial accuracy of 59.72%, the proposed
RBLResNet has an adversarial accuracy of 73.87%. Fur-
ther, bagging and MC significantly improve the adver-
sarial robustness producing an accuracy of 79.53% and
87.25%, respectively.

We describe the system model in Sec. II. In Sec. III, we discuss
the proposed methods in detail and then provide extensive
simulations in Sec. IV, which proves its aptness to use in
edge networks.

II. SYSTEM MODEL

A k-dimensional modulated signal having a constant nor-
malized symbol rate across all modulation schemes is gener-
ated, denoted by s = [s[0], s[1], ..., s[k − 1]]

T and is trans-
mitted over the air having various channel effects. The channel
is considered to have the following effects - sample rate offset
(SRO), center frequency offset (CFO), selective fading models
(Rician and Rayleigh), and finally, the additive white Gaussian
noise (AWGN). The l-th sample of the received signal x is
given by

x[l] = s[l] ∗ h[l] + n[l],

where h represents the channel, ∗ denotes the convolution
operator, and the noise n added to the received signal is
complex AWGN, with each sample distributed as CN (0, N0).
The in-phase (I) and quadrature (Q) components of the signal
are used to represent all signals as two-dimensional reals,
despite the fact that they are all complex. Fig. 1 represents
the block diagram for the system model. Besides channel and
noise effects, adversarial interferences can further degrade the
transmitted signal. In an adversarial setting, the attacker adds
an adversarial component denoted by ζ to the clean signal and
the received signal is,

xadv[l] = x[l] + ζ[l].

2White-box attacks involve an attacker possessing comprehensive knowl-
edge about the deployed model, including details like inputs, model structure,
and other specific information.
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Figure 1: Wireless system model

Based on the availability of model information to the
attackers, there are two types of attacks, (i) white box and the
(ii) black box. The white box attacks are those in which the
adversary has complete access to the target system’s model
information, including weights and gradients. In black box
attacks, the adversary can only access the outputs from the
model. Compared to black-box attacks, white-box attacks are
more precarious. Our work primarily concentrates on two
types of white-box attacks discussed below.
• Fast Gradient Sign Method: For Adversarial Attacks,

we take the fast gradient sign method (FGSM), which is
a well-known attack against DNNs [43]. The adversary
of the input signal x is generated as follows:

xadv = x + εSign(∇xJ(f(x), y))

where y is the corresponding label of x. J is the loss
function with respect to the input sample for the function
f . The gradient with respect to the input x is denoted
by ∇x. The intensity of the attack is characterized by the
multiplier ε, whose value is generally kept small between
0 to 0.1.

• Projected Gradient Descent Method: As FGSM is a
single-step attack, the input is perturbed once. projected
gradient decent (PGD) [44] is an iterative attack where
the adversarial sample is found in the same way as FGSM
but iteratively starts from a random point on the norm-
ball and updates the sample according to

xadv
i+1 = ProjBξ(x)

(
xadv
i + η Sign

(
∇xadv

i
J(f(xadv

i ), y)
))

,

where ProjBξ(xadv)(x
′) = arg minx′∈Bξ(x) ‖xadv − x′‖p

is how the perturbation distance is minimized iteratively.
The adversary determines the parameters such as the
number of iterations, ξ, and the step size η.

In the next section, we propose a ResNet-based architecture
named LResNet followed by its rotated binarized version
named RBLResNet for AMC. Further, we propose two en-
semble techniques that allow the deployment of AMC at the
resource-constrained edge.

III. PROPOSED METHOD

Inspired by the image classification problem [28], we pro-
pose a residual network architecture LResNet with a higher
number of output filters with increasing depth that increases
the number of parameters, leading to higher representation
power, making it suitable for rotated binarization. The core
of the proposed architecture contains Residual units whose

(a) Overall Architecture

(b) R-Block A (c) R-Block B

Figure 2: Proposed architecture

couple is called a ResNet block. The main advantage of a
ResNet block is the presence of skipped connections which
adds the input to a later stage of the block enabling the network
to learn the Residual. It helps the network to overcome
the vanishing gradients problem. Each ResNet block has 2D
convolutional layers as its fundamental entity, as shown in
Fig. 2. The architecture mainly has two different types of
Residual blocks, as illustrated in Fig. 2b and Fig. 2c according
to whether we need to reduce the spatial dimension or not. The
only difference between the two blocks is the addition of a
convolution layer with 1×1 kernel size and stride 2 to reduce
the spatial dimension. On placing these blocks alternatively,
the horizontal dimension is reduced gradually, decreasing the
computation complexity of the network.

Instead of re-using an existing architecture suitable for the
image classification task, we use the domain knowledge of
AMC to customize the architecture for AMC and reduce its
complexity. Unlike the input in image classification tasks that
has three channels, ‘R’, ‘G’, and ‘B’, the AMC problem has
only one channel. Therefore, the first convolution layers of
the proposed architectures have only a single input channel.
The domain knowledge is also used to reduce the dimension
of the filters. The initial layers of the proposed architecture
contain symmetric 2D filters of dimension (3 × 3) that can
extract the features omnidirectionally. This means the filters
can find patterns between the I component at time t and the
Q component at time t− 1. Suppose we consider using filters
of size 1× 3 or 3× 1 at the initial layers of the architecture.
In that case, we will miss out on these patterns because the
filters will either be looking at the same instant of time or
will be looking only at the I component or Q component and
not both across different time instants. The first convolutional
layer of the 1st R-Block B reduces the spatial dimension of
the input from two to one and thereby eradicating the need for
two-dimensional feature extraction (3×3 filters) in the rest of
the blocks and 1D filters of size 1× 3 are used.
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Layer Output Volume Description
input 1× 2× 1024
conv 32× 2× 1024 32× (3× 3)

1× BN
R-Block A 32× 2× 1024 2× [32× (3× 3)]

2× BN, addition
R-Block A 32× 2× 1024 2× [32× (3× 3)]

2× BN, addition
R-Block B 32× 1× 512 1× [32× (3×3)], 1× [32× (1×1)]

1× [32× (1× 3)]
3× BN, addition

R-Block A 32× 1× 512 2× [32× (1× 3)]
2× BN, addition

R-Block B 64× 1× 256 2× [64× (1× 3)], [64× (1× 1)]
3× BN, addition

R-Block A 64× 1× 256 2× [64× (1× 3)]
2× BN, addition

R-Block B 128× 1× 128 2× [128× (1× 3)], [128× (1× 1)]
3× BN, addition

R-Block A 128× 1× 128 2× [128× (1× 3)]
2× BN, addition

pool 128× 1× 1 average-pooling (128)
BN 128× 1× 1 1× BN
linear 24× 1× 1 classification into 24 classes

softmax

Table I: Architecture of LResNet

As we move further into the architecture, the number of
filters gradually increases from 32 to 128 in a span of 4
blocks extracting the finer details as we go in-depth. The
omnidirectional feature extraction, along with the increased
number of filters, ensures that the representation capability of
the architecture is increased. The first convolutional layer is
designed to extract general features without altering the spatial
dimension of the input and has 32 filters of shape 3×3. After
that, a 2D batch normalisation (BN) is performed along the
spatial dimensions of the output of the convolutional layer. It
is practised for all the convolutional layers since it increases
the stability and reduces the number of epochs required for
training. The hard tanh activation function is used in all the
blocks except at the output, where a softmax activation is used.
After stacking several blocks, we perform an average-pooling
operation followed by a 2D BN and a linear layer (with
softmax activation) to perform the classification. A dropout
layer is included to prevent over-fitting.

It can be seen in Table. I that the FLOP count and memory
requirements of the proposed LResNet are at the higher end
while it outperforms most of the SOTA architectures with
similar order of complexity. Given the current focus on green
communication and low-cost edge devices, we propose to use
smart binarization and ensemble techniques on the proposed
real architecture in the subsequent subsections.

A. Binary Neural Network

Consider a real-valued NN gφ(·), where φ represents the
real-valued network parameters. The output of the neural
network (NN) is given by y = gφ(x), where x is the set
of input features to the NN. If gφ(·) is a CNN, and let’s say
that it has L layers, then the parameters of the CNN (filters)
are given by φ = {W1, . . . ,WL} where Wl ∈ Rco×ci×k×k
is the weight matrix for the lth layer of a two dimensional
CNN. Here co and ci represent the input and output channels,

and k is the dimension of the filter. The input to the lth layer
is al ∈ Rci×hwin×hhin , where hwin and hhin are the width and
height of the input, respectively. The output from the lth layer
is al+1 ∈ Rco×hwout×hhout . Here, hwin and hhin are the spatial
dimensions (width and height) of the input, and hwout and hhout
are the spatial dimensions (width and height) of the output,
respectively. The weights (W) and activations (a) of the BNN
are binarized using the sign function before the convolution
operation. The binarized parameters corresponding to the lth

layer are given by

Wb
l = sign(Wl), abl = sign(al), (1)

where Wl and al are as discussed previously and Wb
l and abl

are the binarized version of the parameters, respectively. We
can further rewrite the convolution operation as convolution
performed with the help of bit-wise operations as follows:

Wl ∗ al ≈Wb
l ~ abl , (2)

where ~ is the convolution operation performed with bit-
wise operators. Even though the weights are binarized during
the forward pass, to be able to perform back-propagation,
the latent weights and real-valued gradients are used. The
existence of the sign function makes it hard to calculate
the gradients, and hence it is for the same reason that we
use a straight-through estimator to pass the gradient during
back-propagation. Suppose if b = sign(r), then gradr =
gradb 1|r|≤1 where gradr = ∂C

∂r , gradb = ∂C
∂b , where C is the

cost function of the NN. To maintain a stable update, the real-
valued weights are clipped between {+1,−1}. The seminal
work in this area by the authors in [24] was used by us to con-
struct the convolution layers containing binarized weights and
activations, converting the floating point operations (FLOPs)
to one-bit XNOR and bit count operations. It helped us in
changing the setting from real-valued to binary. However,
simple binarization results in significant performance degra-
dation, though it leads to significant savings in computation
and memory. Hence, in the next section, we discuss how to
circumvent this problem of performance degradation.

B. Rotated Binary Neural network

In this section, we address one of the major shortcomings
of a BNN, which is the quantization error that follows due to
binarization of the weight vector wl ∈ Rnl that belongs to
the lth layer of the NN where wl is the vectorized version
of Wl and nl = co · ci · k2. The presence of an angular bias
between wb

l and wl could lead to a large quantization error and
therefore degrades the performance of the network. To reduce
the angular bias, at the beginning of each training epoch, very
recently [30] proposed an application of a rotation matrix Rl ∈
Rnl×nl to wl such that the angle φl between (Rl)

Twl and its
binary vector sign((Rl)

Twl) is minimized. The comparison
of this method with that of a traditional BNN and a real CNN
is shown in Fig. 3. The equation for the angle is formulated
as follows:

cos (φl) =
sign((Rl)

Twl)
T ((Rl)

Twl)

‖ sign((Rl)Twl)‖2‖((Rl)Twl)‖2
, (3)
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Wl

×al−1 al

(a) Real valued CNN

Wl sign Wb
l

×abl−1 sign abl

(b) BNN

Wl R W′b
l

×abl−1 sign abl

(c) RBNN

Figure 3: Comparison between the respective MAC operation performed by a real-valued CNN, BNN, and RBNN

Figure 4: A Flowchart containing the various operations performed as part of the optimization step R mentioned in Fig. 3c.

where (Rl)
TRl = Inl is the nl-th order identity matrix. Note,

‖ sign((Rl)
Twl)‖2 =

√
nl and ‖((Rl)

Twl)‖2 = ‖wl‖2.
Since the training happens at the beginning of each epoch,
we can take ‖wl‖2 to be a constant. Thus, Eq. (3) can be
simplified as follows:

cos (φl) = ηl · sign((Rl)
Twl)

T ((Rl)
Twl)

= ηl · tr(w′
b
l (wl)

TRl),
(4)

where tr(·) is the trace of the input matrix,

w′
b
l = sign((Rl)

Twl) and

ηl = 1/(‖ sign((Rl)
Twl)‖2‖((Rl)

Twl)‖2)

= 1/(
√
nl‖wl‖2).

(5)

However, Eq. (4) involves a large rotation matrix (nl can be
large), and hence direct optimization of Rl would require
massive memory and computation. To reduce that, the authors
introduced a scheme using the properties of the Kronecker
product where they split the rotation matrix Rl into two
smaller rotation matrices Rl1 and Rl2 that gives

(wl)
T (Rl1 ⊗Rl2) = Vec((Rl2)T (Wl)

TRl1), (6)

where Vec(·) vectorizes the input and Vec(Wl) = wl, Rl1 ∈
Rnl1×nl1 , Rl2 ∈ Rnl2×nl2 , Wl ∈ Rnl2×nl1 and nl = nl1nl2.
Hence, applying a bi-rotation to Wl is equivalent to applying
a rotation Rl = Rl1⊗Rl2 to wl, where Rl ∈ Rnl1nl2×nl1nl2 .
Thus, the authors try to find optimal values for Rl1 and Rl2,
which consumes O((nl1)2 + (nl2)2) space complexity and
O((nl1)2nl2 + (nl2)2nl1) time complexity as compared to
O((nl)

2) space and time complexity in the absence of bi-

rotation, which can make a huge difference. Further, Eq. (4)
can be re-written as

cos (φl) = ηl. tr(w
′b
lVec((Rl2)T (Wl)

TRl1))

= ηl. tr(W
′b
l (Rl2)T (Wl)

TRl1),

where, W′b
l = sign((Rl1)TWlRl2),

(Rl1)TRl1 = Inl1

(Rl2)TRl2 = Inl2 .

(7)

Hence, the optimization objective is given by

arg max
W′b

l ,Rl1,Rl2

tr(W′b
l (Rl2)T (Wl)

TRl1)

s.t. W′b
l ∈ {+1,−1}nl1×nl2

(Rl1)TRl1 = Inl1

(Rl2)TRl2 = Inl2 .

(8)

Since the above optimization is not a convex problem,
the authors proposed an alternating optimization approach,
where one variable is updated, keeping the rest two fixed until
convergence. We, therefore, have three steps in each cycle:

1) The first step is to learn W′b
l while fixing Rl1 and Rl2.

Therefore the optimization reduces to

arg max
W′b

l

tr(W′b
l (Rl2)T (Wl)

TRl1)

s.t. W′b
l ∈ {+1,−1}nl1×nl2

(Rl1)TRl1 = Inl1

(Rl2)TRl2 = Inl2

(9)

which is solved by W′b
l = sign((Rl1)TWlRl2).
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2) The next step updates Rl1 while keeping W′b
l and Rl2

constant. The corresponding sub-problem is

arg max
Rl1

tr(Gl1Rl1)

s.t. (Rl1)TRl1 = Inl1 ,
(10)

where Gl1 = W′b
l (Rl2)T (Wl)

T . In order to find the
optimal Rl1, Gl1 is polar-decomposed using SVD as

Gl1 = Ul1Sl1(Vl1)T (11)

that yields
Rl1 = Vl1(Ul1)T . (12)

3) Similar to the previous steps, the following step updates
Rl2 while keeping W′b

l and Rl1 constant. The corre-
sponding sub-problem is

arg max
Rl2

tr((Rl2)TGl2)

s.t. (Rl2)TRl2 = Inl2

, (13)

where Gl2 = (Wl)
TRl1W

′b
l . To find the optimal Rl2,

Gl2 is polar-decomposed using SVD as

Gl2 = Ul2Sl2(Vl2)T (14)

that yields
Rl2 = Ul2(Vl2)T . (15)

The above-mentioned optimization steps are performed it-
eratively, as shown in Fig. 4. As discussed in [30], W′b

l ,
Rl1, and Rl2 converge within a maximum of three cycles.
However, the above optimization could get caught in a local
optimum. Hence, the adjustable rotated weight vector scheme
was proposed to reduce the angular bias after the bi-rotation
step [30]. Instead of using the rotated weights as they are,

w̃l = (Rl)
Twl, (16)

they propose the usage of the following update equation

w̃l = wl + ((Rl)
Twl −wl) · αl,

where αl = | sin (βl)| ∈ [0, 1] and βl ∈ R.
(17)

During training the RBLResNet, at the beginning of every
training epoch, the rotation matrices, Rl1 and Rl2, are learned
for a fixed wl. At the training phase, with the fixed Rl1

and Rl2, the NN takes the sign of parameter w̃l for the
forward pass and the parameters wl and βl are updated during
back-propagation. Since βl is also a trainable parameter, it
enables the network to learn a suitable value of αl that
further optimizes the application of rotation. In RBLResNet,
the rotated binarization is applied to the parameters of all the
convolutional layers except those next to the input and output
layers. The first convolution layer is left to be a real layer
to extract features from the input more efficiently, and the
last linear layer is also real. The performance and saving in
memory and computation of RBLResNet are discussed in the
next subsection.

C. Savings in Computation

The work in [27] has approximated the number of multipli-
cation and addition operations performed as part of a single
convolutional layer for a 1DCNN during run-time. Here, we
extend the same for a 2DCNN. The convolution between real-
valued Wl ∈ Rco×ci×k×k and al ∈ Rci×hwin×hhin layer results
in an output al+1 ∈ Rco×hwout×hhout . The total number of
multiplication for the lth layer is ci × k2 × hwout × hhout × co
and the total number of addition for the lth layer is (ci − 1)×
(k2 − 1) × hwout × hhout × co. The total count of FLOPs for
the lth layer of a real-valued 2DCNN is the summation of the
number of multiplication and addition that is roughly twice the
number of multiplication given by 2×ci×k2×hwout×hhout×co.

The primary motivation of the proposed system is to save
on computational complexity and memory. We achieve that
by using BNNs and RBNNs with better performance using
the latter. BNN and RBNN convert weights and activations
into binary {+1,−1}, making it possible to carry out con-
volution operations using the efficient XNOR and bit-count
logic instead of FLOPs. A single FLOP count operation needs
one 64-bit register for the 64-bit floating point operation. The
64 single-bit XNOR-count operations can be computed using
the same 64-bit register, which makes the system almost 64
times faster than the real networks. For a 64-bit system, the
same number of real-valued parameters take 64 times more
memory than binary parameters in BNNs and RBNNs. These
advantages make the system a perfect fit for edge devices
that are typically limited in memory and power. Although
RBLResNet has minimal memory and computation, the per-
formance gap compared to real networks is still significant. In
the following subsection, we try to close the gap further by
using two different ensemble techniques.

D. Multilevel classification and Ensemble of RBNNs

In this section, we propose two different methods, multilevel
classification and bagging, to further improve the performance
of the RBLResNet.

1) Multilevel Classification: As AMC is a complex clas-
sification problem involving many modulation classes, we
propose to use MC that divides the problem into multiple
simpler sub-problems and solves them in different levels. MC
is a form of the well-studied hierarchical classification problem
[45]. Let the modulation classification task have K classes
and M sub-problems; each of the M sub-problems solves the
classification with K/M modulation classes.

Thus, the problem is now split into two levels: the first
classifies the input data into different clusters, followed by the
second level, which identifies the target modulation scheme
within each cluster. By doing so, we deal with a single M -
class problem and M such K/M -class problems. This results
in a total of M+1 sub-problems, each of which is solved with
the help of a unique RBLResNet trained separately for every
sub-problem. This way, if required, each sub-problem can be
solved by different networks of varying complexity based on
the difficulty of the problem.

The network trained using MC, where the networks cor-
responding to all the sub-problems are identical, is called
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RBLResNet-MC. We also introduce RBLResNet-MCK, in
which the network corresponding to one of the sub-problems is
replaced with an RBLResNet with more filters. This technique
is introduced to improve the performance in case one of the
sub-problems has a lower classification accuracy.

2) Bagging: Ensemble methods reduce bias and variance
by combining multiple models, known as base learners, to im-
prove accuracy and reduce overfitting. It has been established
that ensemble methods such as bagging, boosting, and stacking
lead to a boost in accuracy [46]. In the context of AMC, we
propose an ensemble of multiple RBLResNets using bagging.

Bagging is a model averaging method known to improve
stability and accuracy and reduce variance [47]. Let the
outputs of the penultimate layers (the linear layers in Fig.
2) of B RBLResNets be denoted as û1, · · · , ûB . To perform
bagging, we compute the weighted average of these outputs as
û = ΣBb=1w

bûb such that ΣBb=1w
b = 1. This averaged output

is then passed through a softmax function and used for clas-
sification. Although bagging B such networks would improve
the accuracy, the memory requirements and computational
complexity also increase by B. However, the computation time
remains the same as a single network, as the B networks may
be implemented in parallel.

E. Adversarial Robustness

Until now, we have proposed methods to bridge the per-
formance gap between real and rotated binarized versions.
We now discuss the adversarial robustness of our proposed
methods. It has been found that the addition of malicious
perturbations to the input of a DNN can cause it to misclassify
data [37]. These malicious perturbations are referred to as
adversarial attacks. Being robust to these attacks is essential,
especially for critical applications like AMC.

The authors in [42] first explored robustness to adversarial
attacks in the case of binarized networks. The authors attribute
the adversarial robustness of BNNs to the following:
• As the weights and activations are restricted to ±1, the

network is implicitly regularized.
• BNNs are harder to train; hence, they are harder to attack

through iterative attacks.
• BNNs exhibit a higher degree of nonlinearity.

All these properties also hold for our proposed rotated bi-
narized network, making them robust to adversarial attacks.
We demonstrate the adversarial robustness of our proposed
RBLResNet through experimental evaluation in Section IV.

We now explore further improving the adversarial robust-
ness while constructing an ensemble network. It has been
found that the local Lipschitz constant (defined below) of a
network is inversely proportional to its adversarial robustness
[48].
Definition: A function f : Rm → Rn is said to be Lf - locally
Lipschitz over X ⊆ Rm if ∀ x1,x2 ∈ X ,

‖f(x1)− f(x2)‖ ≤ Lf‖x1 − x2‖,

where Lf is the local Lipschitz constant (LC). Exploiting the
relationship between the local LC and adversarial robustness,
[49] proposes constructing an ensemble system with better

adversarial robustness. To further improve the adversarial
robustness of our proposed ensemble method, we employ [49]
as described below.

Recall that bagging is performed by evaluating the weighted
average of the outputs of the constituent networks, also known
as base learners. The first step towards creating a robust
bagged network is to calculate the local Lipschitz constant3

for each of the base learners, which are RBLResNets for our
application. The base learners are then weighed such that their
weights are inversely proportional to the corresponding local
Lipschitz constants4. Given that the output of a base learner b
is given by ûb, the output of the bagged ensemble is given by

û = ΣBb=1w
bûb s.t. wb ∝ 1

Lb
and ΣBb=1w

b = 1.

To summarize, a base learner with a lower local Lipschitz
constant and higher adversarial robustness will be weighed
more. In the following section, we provide experimental results
for all the proposed models and compare them with state-of-
the-art techniques.

IV. EXPERIMENTAL EVALUATION

A. Experimental Setup

In this section, we provide numerical results to investigate
the performance of the proposed AMC methods. Some existing
ML-based AMC solutions have been benchmarked using an
older dataset version from Deepsig5 with only 11 modulation
schemes [10], [50]. The industry-standard data set, and its fol-
lowing updates for modulation classification in radio, are given
by [5], [51]. In [11], an updated version of the RML2018.01a
(R: Radio; ML: Machine Learning) dataset was released.

The latest release is one of the most challenging datasets
of modulation classification. It includes higher-order modu-
lation schemes (QAM256 and APSK256) used in the real
world in high-SNR low-fading channel environments. The
dataset comprises simulated channel effects created artifi-
cially (such as carrier frequency shift, variation in symbol
rate, signal delay, and thermal noise) and real-world mea-
surements. The synthetic data was produced using software-
defined radio programmed with GNU radio [52]. The dataset
has 24 modulations schemes, namely OOK, 4ASK, 8ASK,
BPSK, QPSK, 8PSK, 16PSK, 32PSK, 16APSK, 32APSK,
64APSK, 128APSK, 16QAM, 32QAM, 64QAM, 128QAM,
256QAM, AM-SSB-WC, AM-SSB-SC, AM-DSB-WC,AM-
DSB-SC, FM, GMSK, OQPSK, with 26 evenly spaced bins in
signal-to-noise ratio (SNR), ranging from −20 to 30dB. The
set comprises 2, 555, 904 I/Q (in-phase/quadrature) signals,
each of length 1024 (array shape is 2× 1024).

All the experiments were performed using a 3.00 GHz CPU,
64 GB RAM, and an NVIDIA Geforce RTX 2080Ti GPU.
RBNN is trained end-to-end with random initial weights for
500 epochs using the stochastic gradient descent optimizer

3We discuss the method for empirically estimating the local Lipschitz
constant in Sec. IV.

4Note: Even though the architectures are the same for all base learners,
they are trained independently. As a result, their local Lipschitz constants are
not exactly the same.

5https://www.deepsig.ai/datasets
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Setting Model Computation (in equivalent FLOPs)* Parameters Memory
Req (MB)

Clean Accuracy
% at 10dB

Real valued

RMLResNet [11] ' 1.3e8 FLOPs 2.37e5 1.9 91.47
Lightweight [22] ' 8.9e7 FLOPs 5.00e4 0.4 91.48
MCNet (m = 10) [12] ' 1.9e7 FLOPs 2.20e5 1.76 92.25
MLDNN [16] ' 1.6e10 FLOPs 8.99e5 7.2 92.4
MLResNet [14] ' 8e9 FLOPs 1.15e5 0.92 94.5
InvoResNet [13] ' 1.7e10 FLOPs 2.20e5 1.76 94.6
LResNet (Ours) ' 2.4e8 FLOPs 2.88e5 2.2 95.79
ASN [15] ' 8e8 FLOPs 5.4e7 432 98.2

BNN BLResNet ' 3.8e6 FLOPs 2.88e5 0.03 42.75
BNN with 2 real layers BLResNet2R ' 4.9e6 FLOPs 2.88e5 0.06 54.76

RMLResNet ' 2.9e6 FLOPs 2.37e5 0.03 59.53
MCNet (m = 10) ' 2.8e6 FLOPs 2.20e5 0.03 62.2

RBNN RBLResNet (Ours) ' 4.9e6 FLOPs 2.88e5 0.06 86.95
RBLResNet-Bag2 (Ours) ' 2× (4.9e6 FLOPs)** 5.76e5 0.13 88.42
RBLResNet-Bag4 (Ours) ' 4× (4.9e6 FLOPs)** 1.15e6 0.25 89.70
RBLResNet-MC (Ours) ' 2× (4.9e6 FLOPs) 1.15e6 0.25 91.95
RBLResNet-MCK (Ours) ' 1.4e7 FLOPs 2.01e6 0.37 93.39

Table II: Savings vs. performances of different networks on the RML2018.01a dataset. The computation shown in the table
accounts only for the methods’ run-time and not training time since the resource-constrained edge network is not expected to
perform training. We have highlighted our proposed method with the best performance in the low-complexity range. *Note,
a total of 64 XNOR count operations can be performed at the same time as 1 FLOP in systems with 64 bit registers, the
computations of the BNN and RBNN setting containing XNOR counts have been converted to equivalent no. of FLOPs. **Even
though the computation for the ensemble increases by the factor of the number of networks in the ensemble, the computation
time remains the same as that of a single network due to parallel processing capability.

with a momentum of 0.9. The mini-batch size for each
iteration is set to 256, and the learning rate is initialized at
0.01. The experiments use the cosine-annealing learning rate
scheduler, where the learning rate is often restarted to simulate
a warm restart. For LResNet, we use a multi-step learning rate
scheduler with a decay factor of 10 and trained for 200 epochs.
Out of the complete dataset, 75% of the samples are used for
training and the rest for testing. We use the categorical cross-
entropy loss function.

We also evaluate the performance of our proposed models
under adversarial attacks. For the attacks, we have considered
gradient-based white box attacks FGSM and PGD. Classifiers
frequently misclassify negative SNRs because of poor signal
quality in real-world situations; hence, we have only consid-
ered the positive SNRs (0 to 30dB) for evaluating adversarial
attacks. We also need to estimate the local Lipschitz constant
for each base learner to create the ensemble bagging network.
The empirical evaluation of the local LC is described below.

1) Measuring Local Lipschitz Constant: To empirically
evaluate the local LC of a network, we consider a dataset
(xi, yi) where i = 1, · · · , n. The local Lipschitz constant
is evaluated for a function f , which is represented by the
following expression (as per [48])

Lf =
1

n

n∑
i=1

max
x′
i∈B∞(xi,µ)

||f(xi)− f(x′i)||1
||xi − x′i||∞

.

Here, the perturbed input x′i is taken from an infinity norm-
ball B around xi with a perturbation radius of µ. Note that µ
is a hyperparameter; for our experiments, we use µ = 0.03.
The operation max in the above expression is empirically
solved by adopting an iterative gradient approach by moving

in the gradient direction given by ∇x′
i

||f(xi)− f(x′i)||1
||xi − x′i||∞

. This

iterative approach employs a step size of µ/5 and 10 steps.

B. Experimental Results

1) Performance and savings: On RML2018.01a, the pro-
posed RBLResNet and its ensemble versions are compared
with several SOTA architectures. In the case of MCNet and
RMLResNet, we also simulate the RBNN versions of the
networks for a more thorough comparison6. We list the FLOPs,
memory requirements, and clean accuracy at 10dB in Table II
and the performance of different architectures across a range
of SNRs in Fig. 5.

As can be seen from Table II, the proposed real-valued
LResNet architecture outperforms several of the SOTA archi-
tectures. For example, where MCNet with 10 M-blocks and
RMLResNet have an accuracy of 92.25% and 91.47%, respec-
tively, the proposed LResNet has an accuracy of 95.79%.
The recently proposed InvoResNet has 94.6% accuracy and
costs 70.83 times more computational complexity than the
proposed real architecture. Compared to existing SOTA ar-
chitectures, the proposed LResNet has a larger number of
parameters, which makes it suitable for binarization. However,
the deployment of LResNet is suitable only when the devices
have enough memory and computing resources. We have
also compared the proposed LResNet with three other very
recent works (i) ASN [15], (ii) MLResNet [14] and (iii)
MLDNN [16] in Table II. These architectures are unsuitable
for deployment at the edge since they have huge memory
requirements or computational complexity.

We now discuss the performance of the binarized versions
of the aforementioned real networks. Although the binarized
version (BLResNet) provided a classification accuracy of
42.75% at 10dB, the binarized version of MCNet and the
RMLResNet architectures failed to learn any meaningful fea-

6Codes for all the experiments are available at https://github.com/
deepsy1998/RBLResNet.

https://github.com/deepsy1998/RBLResNet
https://github.com/deepsy1998/RBLResNet
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Figure 5: Accuracy vs. SNR for different architectures

tures and performed close to random; thus, those results are
not included in Table II. This suggests that binarizing any real
network blindly may not preserve accuracy. It is also supported
by [10], which shows that binarizing LSTM or traditional CNN
does not yield good results when used for AMC. We also
consider a hybrid architecture named BLResNet2R, where the
layers adjacent to the input and output layers are real; this is
similar to the RBNN architecture and helps to transfer more
information from the input layer to the network. It is observed
that it improves the performance with 54.76% accuracy at
10dB.

The proposed RBLResNet architecture achieves an accuracy
of 86.95% with a significant improvement of 24.75% and
27.42% over the RBNN versions of MCNet and RMLResNet
at 10 dB SNR while saving on both memory and computa-
tional complexity. The RBLResNet has a memory requirement
of 0.06 MB, which is lower than any other real network.
Lightweight [22] is one of the few existing works in which
a real network achieves an accuracy of 91.48% at 10dB with
less computation and memory requirement. But while taking
a rotated binarization of Lightweight’s architecture, it did not
learn anything meaningful. The proposed method RBLResNet
has 18 times lesser computation and 6.7 times lesser memory
requirement than Lightweight.

Further, we implemented ensemble methods, namely bag-
ging and multilevel classification, to bridge the gap be-
tween RBLResNet and the real networks. Recall that the
bagged network that uses two and four RBLResNets are
called RBLResNet-Bag2 and RBLResNet-Bag4, respectively.
The 10dB accuracy for proposed RBLResNet-Bag2 and
RBLResNet-Bag4 are 88.42% and 89.70%, respectively.

We further use multilevel classification to divide the 24
modulation schemes into three clusters with eight modulation
classes each. This reduces the problem into one subproblem
of dividing the 24 classes into three equal clusters and three
subproblems of classifying those eight classes from a cluster.
Our RBLResNet is trained specifically for each subproblem,
giving better accuracy than bagging. Multilevel classification
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Figure 6: Improvement in accuracy by taking ensemble

helps us gain a massive 5% over the standard RBLResNet at
10dB, with an accuracy of 91.95%. While implementing the
multilevel classification, we noted that two out of the three
clusters provided better accuracy. To address this, we propose
RBLResNet-MCK, employing an architecture with more filters
for that cluster with weaker performance. This technique yields
an accuracy of 93.39% better than the vanilla multilevel classi-
fication. The proposed RBLResNet-MCK performs better than
real-valued Lightweight, saving 6.36 times in computations.

In Fig. 5, we see the performance of different architectures
over a range of SNRs. The proposed LResNet outperforms
all the other methods, closely followed by RBLResNet-MCK,
which performs better than all other SOTA networks for
almost the entire range. At lower SNRs, RBLResNet-Bag4 has
comparable accuracy with RBLResNet-MCK and performs
better than other real architecture. The RBNN versions of
MCNet and RMLResNet perform poorly for the entire range,
and their performance falls sharply at lower SNRs, which
further proves that simply binarizing any network does not
guarantee good performance.

We acknowledge that ensemble methods increase perfor-
mance with increasing complexity. However, Multilevel clas-
sification performs better than bagging with lesser complexity
compared to the RBLResNet-Bag 4 network. The performance
of ensemble networks is shown in Fig. 6 for a range of SNRs.
It can be seen that bagged ensemble methods perform better
than single RBLResNet over the entire range of SNRs. Further,
RBLResNet-MCK almost catches up with LResNet over the
SNR range (-2 to 6dB).

In Fig. 7, we have compared the computation, accuracy, and
memory of different architectures. The methods in the bottom
right of the scatter plot have maximum accuracy and require
the least computing power. The color-map shows the memory
requirement. It clearly shows that the proposed RBLResNet
and its ensembled versions have the lowest computation and
memory requirements while achieving accuracies better than
some SOTA architectures. RBLResNet-MCK is at the bottom
rightmost part of the plot, which shows its superiority over
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Figure 7: Computation vs. Accuracy at 10dB vs. Memory

other architectures while considering memory, computational
complexity, and accuracy.

2) Adversarial Robustness: Besides being memory and
computation-efficient, RBLResNet is more adversarially ro-
bust than all SOTA architectures and the real version LResNet.
Table III gives the adversarial accuracy of different archi-
tectures under attack. We use adversarial samples generated
with FGSM and PGD attacks, which are well-known attacks
in machine learning literature. LResNet has an adversarial
accuracy of 67.8% for FGSM attacks and 77.7% for PGD
attacks. The proposed RBLResNet has a better adversarial
accuracy of 73.87% under the FGSM attack and 78.69%
under the PGD attack. If we study the local Lipschitz constant
for both LResNet and RBLResNet, we see that the local
Lipschitz constant for LResNet is estimated at 7.47, whereas
for RBLResNet, it is estimated at 3.10. This indicates that
RBLResNet with a lower local Lipschitz constant is more
robust than its real counterpart. Further, we improve the
robustness against attacks using ensemble methods.

Typically, in machine learning problems, the adversarial
samples are generated from each of the base learners of an
ensemble system. These adversarial samples are fed to the
corresponding base learners that they are generated from. For
our AMC application, we are restricted to a single receiver
system. This means the same copy of the received signal is
fed to all base learners in an ensemble system. Therefore, to
evaluate the adversarial robustness of the system, we generate
the adversarial samples from only one of the base learners
(chosen at random). The generated adversarial samples are
then fed as input to all the learners in the ensemble system,
and adversarial accuracy is measured.

With RBLResNets as base learners, bagging two and three
such RBLResNets give an improvement of 2.64% and 5.66%,
respectively, in adversarial accuracy under FGSM attack over
a single RBLResNet. Under the PGD attack, the perfor-
mance improvement is 2.01% and 3.61% for RBLResNet-
Bag2 and RBLResNet-Bag3, respectively. To achieve better
adversarial robustness for RBLResNet-Bag2 and RBLResNet-
Bag3, instead of giving all models equal weightage, we have
weighted them inversely proportional to their local Lipschitz
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Figure 8: Performance of different architectures under FGSM
attack.

Setting Model FGSM
Attack

PGD
Attack

Real valued
RMLResNet [11] 53.91 68.32
Lightweight [22] 59.72 71.85
MCNet (m = 10) [12] 58.74 8.15
LResNet (Ours) 67.80 77.77

BNN BLResNet 35.19 41.26
BLResNet2R 52.35 53.07
RMLResNet 54.68 56.50
MCNet (m = 10) 56.41 58.56

RBNN RBLResNet (Ours) 73.87 78.69
RBLResNet-Bag2 (Ours) 76.50 80.70
RBLResNet-Bag3 (Ours) 79.53 82.30
RBLResNet-MC (Ours) 85.32 86.40
RBLResNet-MCK (Ours) 87.25 87.95

Table III: Adversarial robustness of different networks on the
RML2018.01a dataset. The adversarial accuracy is calculated
over all positive SNRs under the FGSM attack (ε = 0.01) and
PGD Attack (η = 0.005, ξ = 10). We have highlighted the
method with the highest adversarial accuracy.

constants. In addition to lowering the local Lipschitz constant
of the ensemble, this provides an added advantage that the
attacker does not know how the models are weighed; hence
it would be even more challenging to attack the system.
Lipschitz weighted ensemble system takes the same memory
and computational complexity as conventional bagging with
equal weightage but provides an added advantage of more
robustness.

Further, RBLResNet-MC and its superior version
RBLResNet-MCK seem to have better adversarial accuracy
owing to their more substantial generalization power since
the classification problem has been broken down into several
sub-problems. In the case of Multilevel classification, the
adversarial samples have been generated from the learner
in the first level. RBLResNet-MCK stands best among the
compared methods, with an accuracy of 87.25% and 87.95%
under FGSM and PGD attacks.

Fig. 8 shows the drop in accuracy for different architectures
under increasing attack intensity. The existing real-valued
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architectures have good clean accuracy, but their performances
drop drastically under attack. The drop in accuracy is not sig-
nificant for the binarized versions. The proposed RBLResNet
and its ensembled methods have a good balance between clean
and adversarial accuracy. RBLResNet-MCK has the highest
adversarial accuracy across all attack intensities in Fig. 8.

V. CONCLUSION

We first proposed the LResNet architecture suitable for
binarization; it reduces the complexity to make the resulting
BLResNet deployable at the edge. To close the performance
gap between LResNet and BLResNet, we proposed the rotated
binarization for our architecture, namely RBLResNet. This
architecture closes the performance gap to achieve an accu-
racy nearly as good as the existing SOTA architectures. The
memory requirement and the computations of RBLResNet are
64 times lesser than that of LResNet. To further improve the
accuracy, we proposed two ensemble techniques bagging and
Multilevel classification (MC) using the proposed RBLResNet
as its constituents. The proposed MC method, RBLResNet-
MCK, produces an accuracy of 93.39%, comparable to the
InvoResNet [13] architecture with a 4.75 times lower memory
and 1214 times lesser computing power which makes it an
excellent choice for AMC at edge devices. Further, we showed
that RBLResNet is adversarially more robust than real SOTA
networks. The proposed RBLResNet has an adversarial accu-
racy of 73.87%, whereas SOTA architectures like Lightweight
[22] have an accuracy of only 59.72%. Moreover, RBLResNet-
MCK achieved a high adversarial accuracy of 87.25%. With a
proper balance of clean and adversarial accuracy, RBLResNet-
MCK is an ideal choice for achieving a robust resource-
constrained AMC architecture at the edge network.
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