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Abstract

In the insurance industry detecting fraudulent claims is a crit-
ical task with a significant financial impact. A common strat-
egy to identify fraudulent claims is looking for inconsisten-
cies in the supporting evidence. However, this is a labori-
ous and cognitively heavy task for human experts as insur-
ance claims typically come with a plethora of data from dif-
ferent modalities (e.g. images, text and metadata). To over-
come this challenge, the research community has focused
on multimodal machine learning frameworks that can effi-
ciently reason through multiple data sources. Despite recent
advances in multimodal learning, these frameworks still suf-
fer from (i) challenges of joint-training caused by the differ-
ent characteristics of different modalities and (ii) overfitting
tendencies due to high model complexity. In this work, we
address these challenges by introducing a multimodal reason-
ing framework, AutoFraudNet*, for detecting fraudulent auto-
insurance claims. AutoFraudNet utilizes a cascaded slow fu-
sion framework and state-of-the-art fusion block, BLOCK
Tucker, to alleviate the challenges of joint-training. Further-
more, it incorporates a light-weight architectural design along
with additional losses to prevent overfitting. Through ex-
tensive experiments conducted on a real-world dataset, we
demonstrate: (i) the merits of multimodal approaches, when
compared to unimodal and bimodal methods, and (ii) the ef-
fectiveness of AutoFraudNet in fusing various modalities to
boost performance (over 3% in PR AUC).

1 Introduction
The insurance industry is susceptible to fraud attempts,
namely customers who try to obtain illicit financial bene-
fits using untruthful claims. Specifically, the auto-insurance
industry incurs financial losses of at least $29 billion glob-
ally every year due to fraud (Insurance-Information-Institute
2022). Moreover, almost 30% of submitted auto-insurance
claims contain fraudulent elements but only less than 3% of
such claims are prosecuted (Nian et al. 2016). Fraudulent
insurance claims can generally be identified based on incon-
sistencies in the supporting evidence (Dionne et al. 2005).
However, given the huge volume of data that is typically pro-
cessed in the insurance industry, manual inspection is costly,
time-consuming, and prone to mistakes (Artı́s, Ayuso, and
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Guillén 2002; Bolton and Hand 2002). These limitations,
combined with the need for automation, have given rise to
machine learning (ML) research in the field of fraud detec-
tion.

ML techniques have been adopted to detect fraudulent
claims across several insurance industries; from health-
care (Rawte and Srinivas 2015) to real-estate (Severino and
Peng 2021) to automobile (Pathak, Vidyarthi, and Summers
2005; Viaene et al. 2002; Brockett et al. 2002). In the con-
text of the auto-insurance industry, previous works have ex-
plored both supervised (Phua et al. 2005; Harjai, Khatri,
and Singh 2019) and unsupervised (Nian et al. 2016) ap-
proaches. While previous studies mainly focus on tabular
data, some recent works have explored other modalities such
as textual (Wang and Xu 2017) and visual (Li, Shen, and
Dong 2018) data. As a major drawback, the proposed meth-
ods are all limited to a single modality and cannot leverage
the complementary information offered by multiple modal-
ities. Considering the multimodal nature of claims in the
auto-insurance industry, this can lead to inaccurate assess-
ments and hence loss of client trust.

Multimodal reasoning therefore lends itself as a natu-
ral solution to this problem. Recently, several prominent
works (Radford and et all 2021; Li et al. 2019; Wang et al.
2021; Dou et al. 2022) have emerged with impressive re-
sults on visual-language reasoning tasks. In parallel, (La-
hat, Adalı, and Jutten 2015; Lahat, Adali, and Jutten 2015;
Martı́nez and Yannakakis 2014) explicitly investigate effi-
cient strategies to fuse different data modalities. Despite
these advances, applications of multimodal frameworks in
the insurance industry are fairly limited, mostly due to two
main challenges (Wang, Tran, and Feiszli 2020). First, dif-
ferent modalities overfit and generalize at different rates
which makes joint-training difficult. Second, the inherent
increased capacity of these models makes them prone to
overfitting, which is further exacerbated by data quality is-
sues (e.g. data scarcity, class imbalance, prevalence of noise,
etc.). While there have been several attempts to overcome
these limitations, the proposed solutions fall short when ap-
plied in real-world settings (Wang, Tran, and Feiszli 2020).
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Contributions. In this paper, we propose a multimodal
reasoning framework, AutoFraudNet, that addresses the
aforementioned challenges. To the best of our knowledge,
this is the first attempt to use multimodal reasoning for the
detection of fraudulent auto-insurance claims. Our frame-
work leverages three modalities that are commonly present
in auto-insurance claims: images, text, and tabular data. To
effectively fuse these modalities together, our approach uses
a cascaded slow fusion framework and state-of-the art fusion
blocks. To combat overfitting, we use a lightweight design
with more granular supervision provided by supplementary
loss functions. By conducting experiments on a real-world
dataset, we show the effectiveness of our framework. We
also demonstrate the merits of moving from a single data
modality to bimodal and multiple modality frameworks.

2 Related work
Previous works have applied a wide range of data min-
ing (Phua et al. 2005), unsupervised (Nian et al. 2016), and
supervised ML techniques (Nur Prasasti, Dhini, and Laoh
2020) to the problem of fraud detection. These techniques
entail training light-weight classifiers, including Random
Forests (Itri et al. 2019), SVMs (Muranda, Ali, and Shongwe
2020) and Naı̈ve Bayes (Roy and George 2017). As class-
imbalance is prevalent in auto-insurance datasets, intelligent
sampling techniques such as SMOTE (Harjai, Khatri, and
Singh 2019) and ADASYN (Muranda, Ali, and Shongwe
2020) have been explored to improve model generalization.
Moving beyond tabular data and classical machine learning
methods, (Wang and Xu 2017) trains a deep neural network
with features extracted by Latent Dirichlet allocation from
textual descriptions. (Li, Shen, and Dong 2018) investigates
the visual modality by training a YOLO model (Redmon
et al. 2015) to detect whether damage is present in images
of vehicles. The above methods operate with a single data
modality, disregarding the abundance of complementary in-
formation that is available in other modalities.

Recently, several works (Dou et al. 2022) introduced mul-
timodal networks that combine information across different
data modalities. Notably, CLIP (Radford and et all 2021)
leverages natural language supervision to learn generaliz-
able visual concepts and shows impressive zero-shot capa-
bilities. Much of the success of these works can be attributed
to the underlying transformer architecture (Vaswani et al.
2017), and the abundance of paired image-text data.

However, training these high-capacity models end-to-end
in settings with limited data and compute power is very
challenging. To combat these issues, recent works (Saha
et al. 2022) use pre-extracted features instead of the raw
data, shifting the focus more toward the fusion mecha-
nism. To combine features extracted from pre-trained net-
works (Atito, Awais, and Kittler 2021; Qiu et al. 2020),
various fusion strategies have emerged (Lahat, Adalı, and
Jutten 2015; Meng et al. 2020; Martı́nez and Yannakakis
2014). Some studies explore the optimal stage at which fu-
sion should occur, i.e. early (Barnum, Talukder, and Yue
2020), intermediate (Roitberg et al. 2019) or late (Zhang
et al. 2019), whereas others (Ben-younes et al. 2019; Kim
et al. 2016) explore the design of fusion operations.

Our work leverages pre-trained models as feature extrac-
tors for images and text, and categorical representations of
the tabular data. The extracted features are combined via a
slow fusion paradigm to facilitate cross-modal interactions.

3 Methodology
3.1 Problem formulation
We formulate the problem as a binary classification task.
Given the visual, textual and tabular data submitted with an
auto insurance claim, the goal is to predict whether the claim
is fraudulent or not. The visual evidence comes in the form
of multiple images of the damaged vehicle. The textual and
tabular information, however, contain high-level contextual
and circumstantial information about the claim.

3.2 Dataset & Model
Our multimodal dataset contains Japanese auto insurance
claims characterized by various modalities. Each claim is
represented by a unique id, which we use as an anchor point
to align all modalities: (i) visual, (ii) textual and (iii) tabular.
A claim can address multiple vehicle parts (e.g. front left
door and front bumper), where typically a vehicle is parti-
tioned to 21 main parts. Since our proposed framework re-
lies on the availability of all features, we filter out claims that
do not meet this condition. Following this selection criteria,
there remain one million claims in our dataset with 30,000
(3%) belonging to the fraudulent class. To run experiments,
we split this data into training, validation and test sets using
a 80%-10%-10% ratio and stratified sampling.

Visual Data As mentioned in section 3.2, claims contain
visual data in the form of multiple images. To extract visual
features, each image in the claim is passed through two in-
house pre-trained CNNs†: CDS (crack/dent/scratch) and UD
(undamaged/damaged). Given an image of a vehicle, the UD
network detects the presence of damage and its severity on
the vehicle, and the CDS network classifies the type of dam-
age. As these networks were pre-trained on large volumes
of similar visual data, they lend themselves as relevant fea-
ture extractors. Next, the extracted image-level CDS and UD
features are fed to additional CDS and UD encoder blocks
to obtain claim-level aggregated features. This process is
summarized as follows: Let {I1, I2, ..., In} represent the set
of images available in a claim. Each image is fed to the
CDS and UD networks, resulting in two 720-dimensional
embeddings. Let {Ecds1 , Ecds2 , ..., Ecdsn } ∈ Rn×720 and
{Eud1 , Eud2 , ..., Eudn } ∈ Rn×720 be the sets of image-level
features corresponding to the two networks. Each feature-
set is then passed through a respective MLP encoder block
to obtain claim-level features: {ACDS, AUD} ∈ R50. These
encoder blocks are trained as part of our framework to (i)
learn intermediate latent representations corresponding to
each image-level feature via two fully connected layers, and
(ii) aggregate the latent representations to a claim level rep-
resentation via average pooling.

†EfficientNet based (Tan and Le 2019).



Textual Data The textual data provides a description of
the circumstances of the claim in Japanese. We make use of
a pre-trained canonical (English) BERT model (Devlin et al.
2018), and fine-tune it on the Japanese descriptions using the
Masked-Language-Modeling (MLM) objective. Using this
model, a claim’s textual description can now be represented
by a 768-dimensional embedding: AText.

Tabular Data

Structural Features. These are categorical features relat-
ing to metadata submitted with the claim, e.g. whether the
vehicle was in movement when the accident occurred, the
accident’s point of impact, etc. Each categorical feature is
represented in the form of a 1-hot encoding, and does not
undergo any additional pre-processing. These features are
represented by an 87-dimensional embedding: AStruct.

Visibility Scores. Similar to visual features, these scores
are extracted from two in-house pre-trained CNNs: (i) the
aforementioned UD (undamaged/damaged) and (ii) Part-
Visibility. The Part-Visibility network detects the presence
of the 21 main vehicle parts (e.g. the back bumper) in the
claim images. Unlike the visual features, in this case we
use the networks’ post-softmax output scores rather than
the visual embeddings. The extracted scores from both net-
works are 21 dimensional vectors relating to the 21 main
vehicle parts. When a part is absent in the image, its Part-
Visibility and UD scores are respectively inferred as invis-
ible and undamaged. Let {APart, AUD;Tab} ∈ Rn×21 de-
note the 2 sets of scores corresponding to n images in a given
claim. To obtain claim-level scores, the image-level scores
for each claim are aggregated by computing the max, min
and average, yielding {APart, AUD;Tab} ∈ R3×21, where
3 represents the number of statistical operations. Finally,
{APart, AUD;Tab} are unrolled and concatenated, forming
the claim-level feature ASPUD ∈ R126.

4 Experiments
To assess the contribution of each data modality and the ben-
efits of fusing them together, we conduct three sets of exper-
iments. First, we begin with unimodal experiments, where
we evaluate and compare the features of each modality sep-
arately (section 4.1). Second, we conduct bimodal experi-
ments where we ablate over pairs of features and fusion
strategies (section 4.2). Finally, we conduct multimodal ex-
periments using the most performative feature pairs and fu-
sion strategies from the previous setups (section 4.3). To en-
sure a fair comparison, we use the same training and eval-
uation settings across all experiments, as discussed in sec-
tion 4.4.

4.1 Unimodal
To evaluate and compare different modalities and their re-
spective features, we process each feature using a neural
network of two fully-connected layers. Both layers contain
500 neurons and use the ReLU (Nair and Hinton 2010) ac-
tivation, followed by dropout (Srivastava et al. 2014) with
p = 0.5. The output of the network is then fed into a soft-
max layer for classification.

4.2 Bimodal
To assess the benefits of cross-modal interactions for our
task, we extend the unimodal setup to conduct bimodal ex-
periments. We begin by selecting feature pairs such that each
feature represents a different modality. For instance, feature
CDS from the visual modality is paired with feature Text
from the textual modality. Following this selection criteria,
8 cross-modal feature pairs are created. To facilitate bimodal
reasoning, a pair of features is fed into a fusion module. Fi-
nally, the output of the fusion module is passed into a soft-
max layer for classification.

Following the success of popular fusion strategies, we
conduct extensive bimodal experiments using the canonical
versions of (i) Concat MLP (Ben-younes et al. 2019), (ii)
Linear Sum (Ben-younes et al. 2019), (iii) BLOCK (Ben-
younes et al. 2019), (iv) BLOCK Tucker (Ben-younes et al.
2019), (v) MLB (Kim et al. 2016), (vi) MFH (Yu et al. 2018),
and (vii) MFB (Yu et al. 2017).

4.3 Multimodal
We show the effectiveness of our proposed multimodal
method by benchmarking it against several other ap-
proaches.

Concat MLP. We begin by concatenating
all features from each modality. Let Aall =
[ACDS, AUD, ASPUD, AStruct, AText] be the concatenated
representation. Aall is then passed through a network
similar to the setup described in section 4.1. We name
this configuration Concat MLP - All. Additionally, we train
a variation of the network that concatenates all features
except Text. Due to the limited amount of textual Japanese
descriptions available for training, we posit that the textual
features are not refined enough to boost model perfor-
mance through the fusion process. We name this variation
Concat MLP - w/o Text.

Slow Fusion. We observe that an early-stage naı̈ve con-
catenation of features, extracted from different modalities,
can lead to challenges in training (Wang, Tran, and Feiszli
2020). To combat these problems, we use slow-fusion (SF),
a common paradigm in which features from various modali-
ties are gradually fused together in a cascaded manner (Joze
et al. 2020).

To this end, the multimodal framework jointly trains
two bimodal modules whose intermediate activations
(AF1, AF2) are then fed into an additional fusion layer, as
depicted in Figure 1. Since the number of possible configu-
rations to explore in this setup is extremely high, we lever-
age our findings from the bimodal experiments to more effi-
ciently navigate through the search space. More concretely,
we fix the fusion strategy in the first layer of our SF frame-
work to the one that obtains the best bimodal results. For
the second fusion layer, however, we experiment with the
top four best-performing fusion strategies from the bimodal
setup. We name the resultant configurations SF - <fusion
strategy>.

Our framework. As noted in section 1, the task at hand
has several challenges, including scarcity of data and se-
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modal components respectively. In AutoFraudNet, we use LC as the final loss for optimization. In AutoFraudNet + Heads,
however, we employ the two losses LF1 and LF2 in addition to LC for training. Our framework excludes the usage of the
textual modality owing to its inferior performance on the task at hand.

vere class imbalance. While fusion strategies are effective at
learning cross-modal interactions, they do come with a sig-
nificant price: millions of learnable parameters. Therefore,
they should be judiciously used, failure of which can lead
to overfitting issues (Wang, Tran, and Feiszli 2020). With
this notion in mind, our proposed framework (Figure 1) uses
the SF framework with a single-layer neural network for the
second fusion step, i.e. the intermediate representations of
the two fusion blocks are concatenated, AC = [AF1, AF2],
passed through a single fully connected layer and then fed
into a softmax layer for classification. We name this frame-
work AutoFraudNet.

Inspired by the idea behind the inception network (Lin,
Chen, and Yan 2013; Szegedy et al. 2015), we introduce a
further improvement: each of AF1, AF2 is additionally fed
into a separate classification head to provide more granu-
lar supervision during training. We name this variation Aut-
oFraudNet + Heads.

Combining all the losses computed from the three classi-
fication layers, the overall optimization objective becomes:

L = argmin
θ
{LF1 + LF2 + LC}, (1)

where LF1 and LF2 correspond to the losses computed from
AF1 and AF2, LC corresponds to the loss computed from
AC , and θ is the set of learnable parameters.

4.4 Settings
Training Configuration In all cases (uni-, bi- and multi-
modal experiments) we employ the Cross-Entropy loss. We
use the Adam optimizer (Kingma and Ba 2014), initialized
with a learning rate of 1e−3. To prevent overfitting, we use
Early Stopping (Caruana, Lawrence, and Giles 2000) with
the patience set to 3. To counter the class imbalance, we
sample data in a balanced manner such that every mini-batch
consists of 50% samples from each class. Finally, we run
each model 5 times with random initialization of weights
and report the averaged metrics along with the respective
standard deviation values.

Evaluation Metrics To compare the different experimen-
tal settings, we measure the Precision (P), Recall (R), and
F1-Score (F1) for both the Fraudulent and Not Fraudulent
classes. We tune the decision threshold of each model to
reach at least 80% recall on the Fraudulent class to satisfy



business requirements. Additionally, we use two other met-
rics to obtain a more holistic view of model performance: (i)
Area Under the Precision-Recall Curve (PR AUC) which is
a threshold independent metric and (ii) Balanced Accuracy
(Bal. Acc.) which is the unweighted average of recall values
obtained on each class, commonly used in imbalanced clas-
sification scenarios. We use PR AUC as our primary metric
for comparison since unlike the other metrics, it is thresh-
old independent and provides a more holistic view of model
performance.

5 Results
In this section we present our findings from the experiments
described in section 4. We first discuss the results from the
uni-, bi- and multi-modal setups respectively in Sections 5.1,
5.2 and 5.3. We then share our insights by comparing all
three setups in section 5.4.

5.1 Unimodal
Table 1 shows the individual performance of each feature.
In general, the visual features are the most performative fol-
lowed by tabular and textual features. The CDS and UD
embeddings achieve the highest PR AUC scores, highlight-
ing the importance of visual features in detecting fraudu-
lent claims. The performance of the textual and structural
features is lower compared to visual features. This is most
likely due to lower level of relevance and granularity of the
information embodied in them. Feature SPUD performs bet-
ter on the task than Struct and Text features. We reason that
this is because the Struct and Text features contain high-
level information, which just by itself is not discriminative
enough. In contrast, the SPUD feature is very performative
as it is a highly refined low-level visual-proxy.

5.2 Bimodal
In this section, we discuss the performance of 7 fusion strate-
gies and 8 feature pairs. The average and standard deviation
of PR AUC for all 56 possible combinations of feature pairs
and fusion strategies is presented in Figures 2a and 2b re-
spectively.

From these figures, we can conclude that the visual fea-
tures fused with tabular features yield strong performance.
In particular, the feature pairs (CDS, SPUD) and (UD,
Struct) obtain the best results. This implies that there is
cross-modal interaction between visual features and tabu-
lar features, each providing complementary information for
identifying fraudulent claims. We also observe that the Text
feature, in conjunction with other modalities, does not per-
form well. This further corroborates our finding from sec-
tion 5.1 where Text obtains the lowest unimodal perfor-
mance.

Figure 3 shows a more holistic comparison of the 7 fu-
sion strategies. Here, we present the average and standard
deviation of PR AUC across all runs of 8 feature pairs. We
observe that a subset of fusion strategies perform better than
the naı̈ve Concat MLP. More specifically, BLOCK Tucker
obtains the highest performance across all fusion strategies,
followed by BLOCK, MLB, and MFB. The same trend is
evident in Figures 2a and 2b along the horizontal axis.

5.3 Multimodal
As mentioned in section 4.3, we use our findings from the
bimodal experiments to guide the search space of the multi-
modal experiments. Therefore, we use features pairs (CDS,
SPUD) and (UD, Struct) with BLOCK Tucker in the first
fusion layer of our SF framework due to their superior per-
formance. Additionally, we select MFB, MLB, BLOCK, and
BLOCK Tucker as candidates for the second fusion layer as
they reached better performances than Concat MLP in the
bimodal case (section 5.2).

Table 2 provides a comparison of our proposed frame-
work with the baselines and different multimodal configura-
tions. First, we observe that Concat MLP - w/o Text performs
better than Concat MLP - All in terms of PR AUC. There-
fore, we use Concat MLP - w/o Text as our baseline. Fur-
thermore, we note that BLOCK Tucker is the best candidate
for the second layer of fusion followed closely by BLOCK.
Surprisingly, SF - MLB and SF - MFB do not perform any
better than Concat MLP - w/o Text.

AutoFraudNet outperforms all other multimodal config-
urations across all metrics. AutoFraudNet achieves an in-
crease of 2% in PR AUC when compared to Concat MLP -
w/o Text and 0.9% when compared to SF - BLOCK Tucker.
We believe this is because of the compactness of AutoFraud-
Net, especially in the second fusion layer. In particular, Aut-
oFraudNet consists of 21.6M parameters (41.4% fewer pa-
rameters compared to SF - BLOCK Tucker).

AutoFraudNet + Heads further achieves a boost of 2.1%
in PR AUC over AutoFraudNet. This boost in performance
comes with the addition of only 6.4K parameters to Aut-
oFraudNet. AutoFraudNet + Heads also shows a significant
increase of ∼ 15% in Bal. Acc. when compared to SF -
BLOCK Tucker and Concat MLP - w/o Text. This attests to
the effectiveness of the multi-head approach (Szegedy et al.
2015) and the compact yet effective architectural design of
AutoFraudNet + Heads.

5.4 Insights
In this section we present our overall findings based on the
results discussed in the previous sections. Figure 4 shows
the PR AUC for the best performing unimodal (yellow), bi-
modal (orange), and multimodal (blue) configurations. The
PR AUC improves as we move from Unimodal Best to Bi-
modal Best and Bimodal Best to AutoFraudNet + Heads.
This upward trend shows the complementary nature of dif-
ferent sources of information and the benefits of utilizing
more data modalities. However, as the high variability be-
tween the multimodal configurations suggests, choosing the
appropriate fusion strategy is crucial for achieving these
benefits. In fact, choosing the wrong fusion mechanism can
even deteriorate performance as we see when comparing Bi-
modal Best with SF - BLOCK Tucker.

Our findings suggest that SF frameworks, if carefully de-
signed, can address some of the natural challenges that arise
with multimodal learning such as different levels of feature
granularity. However, this requires a mindful consideration
of data availability and model complexity. The fact that Aut-
oFraudNet + Heads outperforms the other SF frameworks



Table 1: Performance comparison of various unimodal features

Features Modality PR AUC Bal. Acc. Fraudulent Not Fraudulent

P R F1 P R F1

CDS Visual 0.194 0.755 0.094 0.811 0.168 0.989 0.699 0.819
UD Visual 0.183 0.547 0.074 0.810 0.136 0.988 0.611 0.755

SPUD Tabular 0.160 0.710 0.043 0.811 0.083 0.977 0.317 0.479
Struct Tabular 0.065 0.564 0.043 0.810 0.083 0.977 0.317 0.478

Text Textual 0.060 0.563 0.046 0.962 0.088 0.197 0.133 0.159
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Figure 2: Comparison of PR AUC across all combinations of feature pairs and fusion strategies. The values are obtained by
computing the (a) average and (b) standard deviation of PR AUC for each setting across five runs with randomly initialized
weights.

despite having considerably fewer parameters highlights the
challenges of overfitting and the importance of compactness
when designing SF frameworks.

6 Limitations & Future work
Throughout this work, we identified certain limitations that
are essential to address and can open up promising paths for
future research.

First, to extract textual features from Japanese comments,
we fine-tuned BERT, originally pre-trained on an English
corpus. But given the differences between the two languages
and their underlying grammatical structures, our fine-tuning
regime gave very limited success. On the other hand, our
dataset did not have sufficient volumes of Japanese com-
ments to justify large scale pre-training of BERT. Addition-
ally, there are not a lot of pre-trained models for processing
Japanese text. As a result, possible future directions entail
collection of more claims, and exploration of language mod-
els that are pre-trained on relevant Japanese corpuses.

Second, our framework asserts the availability of all

modalities by dropping claims with missing features. How-
ever, it is quite possible for claims to not have all modali-
ties present in them. A possible next step can involve em-
ploying a learned gated function to regulate feature propa-
gation based on their availability. Adding this capability can
increase our framework’s robustness.

Finally, our framework lacks explainability in its current
form. To ensure swift model adoption amongst our end-
users, it is imperative to showcase why our framework tags a
claim as fraudulent. To this end, a future line of work can in-
clude the adoption of attention maps to highlight which parts
of an image, or which words/phrases of textual comments,
triggered an alarm. Having such abilities to explain model
decisions will not only assist performance improvements via
error analysis, but also help establish trust in model predic-
tions amongst our end-users.

7 Conclusion
In this paper we presented a multimodal reasoning frame-
work, AutoFraudNet, to detect fraudulent auto-insurance
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Figure 3: Average and standard deviation of PR AUC of
the bimodal fusion strategies. The corresponding average PR
AUC is shown on each bar.
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(orange), and Multimodal (blue) Settings. The corresponding
average PR AUC is shown on each bar.

Table 2: Performance comparison of various multimodal configurations

Configuration PR AUC Bal. Acc. Fraudulent Not Fraudulent

P R F1 P R F1

Concat MLP - All 0.179 0.597 0.057 0.926 0.106 0.395 0.269 0.320
Concat MLP - w/o Text 0.192 0.601 0.059 0.924 0.109 0.395 0.277 0.326

SF - MFB 0.158 0.549 0.047 0.962 0.089 0.197 0.136 0.161
SF - MLB 0.165 0.648 0.068 0.889 0.125 0.593 0.407 0.483

SF - BLOCK 0.201 0.548 0.046 0.963 0.088 0.197 0.133 0.159
SF - BLOCK Tucker 0.203 0.595 0.056 0.924 0.105 0.395 0.266 0.318

AutoFraudNet 0.212 0.650 0.070 0.886 0.128 0.593 0.415 0.488
AutoFraudNet + Heads 0.233 0.751 0.092 0.811 0.165 0.989 0.690 0.813

claims. To overcome the inherent challenges of multimodal
learning, our framework employs a slow fusion paradigm,
state-of-the-art fusion blocks, and a compact architectural
design. Our framework utilizes different data modalities in-
cluding visual data (images) and structural (tabular) meta-
data. Through extensive experiments conducted on a real-
world dataset we compared our framework to various uni-,
bi-, and multi-modal settings and demonstrated its superior
performance. Cognizant of the importance of multimodal
learning, especially in fraud detection, we set ourselves to
address and improve upon the limitations of AutoFraudNet.
We hope that our work opens up new avenues of exploration
for future research in this direction.
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