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Decoy-state quantum key distribution (QKD) is undoubtedly the most efficient solution to han-
dle multi-photon signals emitted by laser sources, and provides the same secret key rate scaling as
ideal single-photon sources. It requires, however, that the phase of each emitted pulse is uniformly
random. This might be difficult to guarantee in practice, due to inevitable device imperfections
and/or the use of an external phase modulator for phase randomization, which limits the possible
selected phases to a finite set. Here, we investigate the security of decoy-state QKD with arbitrary,
continuous or discrete, non-uniform phase randomization, and show that this technique is quite
robust to deviations from the ideal uniformly random scenario. For this, we combine a novel param-
eter estimation technique based on semi-definite programming, with the use of basis mismatched
events, to tightly estimate the parameters that determine the achievable secret key rate. In doing
so, we demonstrate that our analysis can significantly outperform previous results that address more

restricted scenarios.

I. INTRODUCTION

Quantum key distribution (QKD) is a method for
securely establishing symmetric cryptographic keys be-
tween two distant parties (so-called Alice and Bob) [1-3].
Its security is based on principles of quantum mechan-
ics, such as the no-cloning theorem [4], which guaran-
tee that any attempt by an eavesdropper (Eve) to learn
information about the distributed key inevitably intro-
duces detectable errors. Importantly, when combined
with the one-time-pad encryption scheme [5], QKD pro-
vides information-theoretically secure communications.

The field of QKD has made much progress in recent
years, both theoretically and experimentally, leading to
the first deployments of metropolitan and intercity QKD
networks [6-9]. Despite these remarkable achievements,
there are still certain challenges that need to be overcome
for the widespread adoption of this technology. One of
these challenges is to close the existing security gap be-
tween theory and practice. This is so because QKD se-
curity proofs, typically consider assumptions that the ac-
tual experimental implementations do not satisfy. Such
discrepancies could create security loopholes or so-called
side channels, which might be exploited by Eve to com-
promise the security of the generated key without being
detected.

Indeed, practical QKD transmitters usually emit
phase-randomized weak coherent pulses (PR-WCPs) gen-
erated by laser sources. These pulses might contain more
than one photon prepared in the same quantum state. In
this scenario, Eve is no longer limited by the no-cloning
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theorem, because multi-photon signals provide her with
perfect copies of the signal photon. As a result, it can
be shown that the secret key rate of the BB84 proto-
col [10] with PR-WCPs scales quadratically with the sys-
tem’s transmittance due to the photon-number-splitting
(PNS) attack [11, 12]. This attack provides Eve with full
information about the part of the key generated with the
multi-photon pulses, without introducing any error.

To overcome this limitation, the most efficient solution
today is undoubtedly the decoy-state method [13-15], in
which Alice varies at random the intensity of the PR-
WCPs that she sends to Bob. This allows them to better
estimate the behavior of the quantum channel. Indeed,
using the observed measurement statistics associated to
different intensity settings, Alice and Bob can tightly es-
timate the yield and phase error rate of the single-photon
pulses, from which the secret key is actually distilled. As
a result, the decoy-state method delivers a secret key rate
that scales linearly with the channel transmittance [13—
16], matching the scaling achievable with ideal single-
photon sources. This technique has been extensively
demonstrated in multiple recent experiments [17-23], in-
cluding satellite links [24, 25] and the use of photonic
integrated circuits [26-29]. Also, decoy-state QKD se-
tups are currently offered commercially by several com-
panies [30-34], which highlights its importance.

Importantly, phase randomization means that the
phase, 0, of each generated WCP must be uniformly ran-
dom in [0,27). That is, its probability density function
(PDF), ¢(0), must satisfy g(0) = 1/2x. However, none of
the two main methods used today to generate PR-WCPs
fulfill this condition exactly. Precisely, in those configu-
rations that drive the laser source under gain-switching
conditions [23, 35-40], device imperfections can prevent
the phases 6 from being uniformly distributed. Similarly,
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in those configurations that use an external phase mod-
ulator for this purpose [41-44], only a discrete number
of phases is selected. Both scenarios violate a crucial
assumption of the decoy-state technique.

The discrete phase-randomization scenario has been
analyzed in [45] (see also [46]). This work assumes evenly
distributed discrete random phases in [0, 27), i.e., it con-
siders that g(0) satisfies

N—
Z (0 — k), (1)
k=0

where 6(z) represents the Dirac delta function, and
0 = 2wk/N, with N being the total number of selected
phases. Under this assumption, [45] shows that it is pos-
sible to approximate the secret key rate achievable in the
ideal situation where g(0) = 1/2m, with around N = 10
random phases. While this result is remarkable, in prac-
tice, inevitable imperfections of the phase modulator and
electronic noise might prevent the phases 6 from being ex-
actly evenly distributed, thus invalidating the application
of the results presented in [45] to a real setup.

In this paper, we consider the more realistic and prac-
tical scenario in which g(¢) could be an arbitrary, con-
tinuous or discrete, PDF, due to imperfections in the
phase-randomization process, and we provide asymptotic
secret key rates for this general situation. In our deriva-
tions, for simplicity, we consider collective attacks, but
our results are also valid against coherent attacks due to
the quantum de Finetti theorem [47]. The key ingredi-
ents of our study are two: the use of basis mismatched
events (i.e., events in which Alice and Bob select differ-
ent bases), and a novel parameter estimation technique
based on semi-definite programming (SDP), very recently
introduced in [48]. Importantly, we show that the com-
bination of these two ingredients permits a tight estima-
tion of the relevant parameters needed to evaluate the
secret key rate in the scenario considered here. In doing
so, we find that the decoy-state method is indeed very
robust to imperfect phase randomization even with an
arbitrary, continuous or discrete, g(#). Remarkably, for
the ideal discrete phase-randomization case described by
Eq. (1), our analysis delivers significantly higher secret
key rates than those provided by the seminal analysis
presented in [45]. Or, to put it in other words, it requires
fewer random bits for phase selection to achieve a similar
performance.

The paper is organized as follows. In Sec. II, we de-
scribe the quantum states emitted by Alice when 6 fol-
lows an arbitrary PDF, ¢g(#). Then, in Sec. III we intro-
duce the decoy-state protocol considered, together with
its asymptotic secret key rate formula. Next, in Sec. IV,
we present the parameter estimation technique based on
SDP, as well as on the use of basis mismatched events,
to calculate the different parameters required to evalu-
ate the secret key rate. Then, in Sec. V we simulate the
achievable secret key rate for various functions g(#) of
practical interest, both for the cases in which this func-

tion is fully (or only partially) characterized. Sec. VI
concludes the paper with a summary. The paper includes
as well some Appendixes with additional calculations.

II. PHASE RANDOMIZATION WITH AN
ARBITRARY g(0)

In this section, we describe the quantum states emitted
by Alice when each of them has a phase 6 that follows
an arbitrary PDF, g(0).

In particular, a WCP of intensity p and phase 6 can
be written in terms of the Fock basis as

|/iie?) = %Z “6 ), 2)

where |n) represents a Fock state with n photons.

If Alice selects the phase 6 of each generated signal
independently and at random according to g(6), its state
is simply given by

o= || 9@ PVTe")as 3)

with P(|¢)) = |¢)(¢].

Any quantum state can always be diagonalised in a cer-
tain orthonormal basis. For the states given by Eq. (3),
we shall denote the elements of such basis by |4, 1, (9))
since, in general, they might depend on both the inten-
sity u and the function g(6). Here, the subscript n sim-
ply identifies the different elements of the basis, which
are not necessarily the Fock states. This means, in par-
ticular, that we can rewrite the states given by Eq. (3)
as follows

pﬁ,(e)] = Zpn|u,g(0)P(|’lpn,u,g(9)>)a (4)

n=0
where the coefficients  py|, ¢(0) > 0 satisfy
Zfzopnmg(g) = 1. That is, these coefficients can

be interpreted as the probability with which, in a certain
time instance, Alice emits the state [t , 4(0)), given
that she chose the intensity p and 6 follows the PDF
9(0).

For instance, in the ideal scenario where g(6) is uni-
formly random in [0, 27), the emitted signals are a Pois-
son mixture of Fock states given by
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oy = % Pl /fie™®))do
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i.€. Dpju1/2n = e #u™/(n!) and |1/Jn,u,1/2rr> = |n).



III. PROTOCOL DESCRIPTION AND KEY
GENERATION RATE

For concreteness, we shall assume that Alice and Bob
implement a decoy-state BB84 scheme with three differ-
ent intensity settings {s,v,w} in each basis, with s >
v > w > 0. Moreover, we consider that they generate
secret key only from those events in which both of them
select the Z basis and Alice chooses the signal intensity
setting s. This is the most typical configuration of the
decoy-state BB84 protocol. We remark, however, that
the analysis below could be straightforwardly adapted to
other protocol configurations, or to other combinations
of intensity settings.

In each round of the protocol, Alice probabilistically
chooses a bit value b € {0,1} with probability p, = 1/2,
a basis a € {Z, X} with probability p,, an intensity value
p € {s,v,w} with probability p,, and a random phase ¢
according to the PDF given by g(6). Then, she generates
a WCP of intensity p and phase 6, \\/ﬁew), and applies
an operation that encodes her bit and basis choices b and
« into the pulse. From Eve’s perspective, these states
are described by Eq. (4) due to her ignorance about the
selected phase 6. On the receiving side, Bob measures
each arriving signal using a basis o € {Z, X}, which he
selects with probability p,. We shall assume the basis in-
dependent detection efficiency condition throughout the
paper. That is, the probability that Bob obtains a con-
clusive measurement outcome does not depend on his
basis choice.

Once the quantum communication phase of the proto-
col ends, Alice and Bob broadcast (via an authenticated
classical channel) both the intensity and basis settings
selected for each detected signal. The results related to
those detected signals in which both of them used the
Z basis with intensity setting s constitute the sifted key.
For the detected rounds in which Bob chose the X ba-
sis, Alice reveals her bit values b and Bob announces
his corresponding measurement outcomes. This data is
used for parameter estimation, i.e., to determine the rel-
evant quantities needed to evaluate the secret key rate
formula. Finally, Alice and Bob apply error correction
and privacy amplification to the sifted key to obtain a
final secret key, following the standard post-processing
procedure in QKD [1-3]. For a more detailed description
of the protocol steps of a decoy-state BB84 scheme, we
refer the reader to e.g. [16].

In the ideal scenario where g(f) = 1/2m, Alice’s state
preparation process is equivalent to emitting Fock states
|n) with a Poisson distribution of mean equal to the in-
tensity setting p selected, as shown by Eq. (5). In this
situation, both the single-photon and vacuum pulses with
the intensity setting s contribute to secret bits [49]. The
multi-photon signals are insecure due to the PNS attack.
Similarly, when 6 follows an arbitrary PDF, ¢(#), and Al-
ice chooses the intensity setting u, from Eq. (4) we have
that her state preparation process is equivalent to gen-
erating pure states |, , 4(9)) With probability p,,. 4(0)-

The closer the function g() is to a uniform distribution,
the closer the signals (probabilities) |1y, . (6)) (Pn|u,q(60))
are to the Fock states |n) (probabilities e #u™/n!). In
this scenario, Alice and Bob can in principle distill secret
bits from any [y, ,, 4(s)) With u = s, though the main
contribution would mainly arise from those with indexes
n = 0,1, which are the ones closer to vacuum and single-
photon pulses. These are the contributions that we con-
sider below. Indeed, for the examples studied in Sec. V,
we have observed that the secret key rate improvement
that one might obtain when considering n > 1 is essen-
tially negligible.

This means, in particular, that the asymptotic secret
key rate formula for the decoy-state BB84 protocol con-
sidered can be written as [15, 49, 50]

R> P2zps{ > Ptsig)Yols a0y [1 = 1 (€nsgie))]
n=0

— fQIy0h (Esz,g(e)) }

1
2 L ZL U
> Pzps{ an|s,g(9)Yn,s,g(9) {1 —h <en,s,g(9))}

n=0

- fQig(H)h (ESZ,Q(G)) }’ (6)

where Yn%s) 9(0) denotes the yield associated to the state
|¥n,s,9(6)) encoded (and measured) in the Z basis, i.e.,
the probability that Bob observes a detection click in
his measurement apparatus conditioned on Alice and
Bob selecting the Z basis and Alice preparing the state
|’(/}n,s,g(6)>; the parameter e, , 4(9) represents the phase er-
ror rate of these latter signals; h(z) = —xlog, (x) — (1 —
x)log, (1 — x) is the binary Shannon entropy function;
the quantity f is the efficiency of the error correction
protocol; Qi 9(0) is the overall gain of the signals emitted
conditioned on Alice selecting the intensity s and Alice
and Bob choosing the Z basis, i.e., the probability that
Bob observes a detection click conditioned on Alice send-
ing him such signals; and Eig(@) is the overall quantum
bit error rate (QBER) associated to these latter signals.
Moreover, in Eq. (6), the superscript L (U) refers to a
(an) lower (upper) bound.

The quantities Qf 4(0) and ESZ 4(0) A€ directly observed
in the experiment. In principle, the probabilities pys ¢(9)
could also be known, and depend on the state preparation
process. However, in practice it might be difficult to
find their value analytically. Instead, in the next section
we present a simple method to obtain a lower bound,
pkls’gw), on these quantities. There, we also explain how

to estimate the parameters YnZ’SLg(G) and egs 9(0) with

n = 0,1, which are needed to evaluate Eq. (6).



IV. PARAMETER ESTIMATION

The analysis follows the techniques very recently in-
troduced in [48] in the context of phase correlations in
gain-switched lasers. For simplicity, below we introduce
the main results and refer the reader to Appendixes A
and B for the detailed derivations.

A. Lower bound on the yields YnZﬁ’g(e)

In Appendix A it is shown that a lower bound on the
yields Yan g(0) CaN be obtained by solving the following
SDP:

[t 5,90)) 77

st.  Tr pﬁ](ﬁ)]JZ} :Qf,g(e)’ YV € {s,v,w} (7)
0<Jz <L

miny, Tr

The states [t s 4(0)) and pﬁ]w)] are known in principle
but inaccessible and depend on the intensity setting se-
lected by Alice and on the function g(#). Also, as already
mentioned, the gains Qu 4(6) BT€ directly observed experi-
mentally in a realization of the protocol. That is, the only
unknown in Eq. (7) is the positive semi-definite operator
Jz over which the minimization takes place. Let J7; de-
note the solution to the SDP given by Eq. (7). Then, we
find that

Vg0 2 T [Pnsa@) 3| = Yl )

B. Upper bound on the phase-error rates e, ; 4(9)

The phase-error rates, e, s (g, are defined by means
of a virtual protocol [51]. For this, we shall consider
the standard assumption in which the efficiency of Bob’s
measurement is independent of his basis choice. Then,
for those rounds in which both Alice and Bob select the
Z basis and Alice generates the n-th eigenstate ¢, s 4(9))
we can equivalently describe her state preparation pro-
cess as follows. First, she prepares the following bipartite
entangled state

1 - .
0 a0 = 75 (102)aV0 + 1204712 ) Wi g0

9)
where V},a, with b = 0,1 and « € {Z, X}, denotes the
encoding operation corresponding to the o basis and the
bit value b. Although our analysis is valid for any {V;_ },
for simplicity, in our simulations, we assume that these
operators, are ideal BB84 encoding operators, given by

Vo [n) = [n)|0), Vi, In) =

Vox In) = Zﬁ\/»k
1)’“&”@@71

Next, she measures her ancilla system A in Eq. (9) in the
orthonormal basis {|0z),|1z)} to learn the bit value en-
coded, and sends the other system to Bob, who measures
it in the Z basis.

In this situation, the phase-error rate e, s 4(9) corre-
sponds to the bit error rate that Alice and Bob would
observe if Alice (Bob) instead performed an X basis mea-
surement on the ancilla system A (arriving signal). If
Alice performs a X basis measurement on her system A,
this is equivalent to emitting the states

0)In),

(10)

Vigln) = (=

irtual . 1
‘)\Xf;ﬁll’l;g(ev S |)\X1:7?,1§‘,g(0 > - A<AX|\IIn s,9( 9)>

17~
= 5 [VOZ + (_1)Avlz:| |wn,s,g(9)>7 (11)

with probability p‘gf;‘filg(e) = |||5\Xf:11,1;1g(0)>”27 where

A € {0,1} and |Ax) = [|0z) + (=1)*[12)] /V2. Let

A(An@ij;’({é;irmal denote the probability that Bob obtains

the measurement outcome (A @ 1)x when he performs
an X basis measurement on the arriving signal condi-
tioned on Alice emitting the state |/\‘§ff;)‘:}g(0)>. That is,
this event corresponds to a phase error. Then, the phase

error rate e, s g(g) can be written as

virtual A@l)x ,virtual
€n,s,g(0) Z DA n,s,(6) YA 1,5,9(6) . (12)

n 5,9(9) A=0

In Appendix A, it is shown that an upper bound on

: virtual (A®1) x,virtual
the quantity pAfn?ig(e)YA7n7s’g(9)

solving the following SDP:

can be obtained by

max Tr [I:’(|XXT;?§’19(0)>)L(A@1)X]

Lao) x
s.t. Tr |V Vi L = QAelx
ba Plg(6)] (Ao1)x 1g(0)ba  (13)

Vu € {s,v,w},Vb € {0,1},Va € {Z, X}
0<Lnasny <L

where pﬁ](e)] is given by Eq. (4), and Q(Aeael));; denotes
the probability that Bob observes the result (A & 1)x
with his X basis measurement given that Alice chose
the intensity setting u, the basis «, the bit value b,
and the phases 6 follow the PDF g(6). We note that
Eq. (13) includes constraints provided by basis mis-
matched events [52] in which Alice prepares the signals in
the Z basis and Bob measures them in the X basis, which
may result in a tighter estimation. This is because in

general, |)\erlujlg o)) # Vs [¥n.s .9(0))» and P(|)\erl“jlg(0))



may be better approximated by an operator-form linear
combination of both Z-encoded and X-encoded states,
rather than just the latter.

Importantly, the states |5\VAiffl‘f§_rlg(9)> and p’[‘g (o)) 2 well
are known and depend on Alice’s
A@l)x

(
) o 1,9(6),ba )
rectly observed in a realization of the protocol. That is,

the only unknown in Eq. (13) is the positive semi-definite
operator L over which the maximization takes place.
Let L?‘A@l)x denote the solution to the SDP given by

Eq. (13). Then, we have that

as the operators Vb

a?

state preparation process. The gains @ are di-

virtua A®1) x ,virtual D (| virtua *
pA,:L,s,lg(G) A(,n,s,;}({e) * <Tr [P(|/\A,7tL,s,lg(9)>)L(A@1)X} .
(14)
That is,
1 < -
o) S —7r— 20 T [PUAE, ) Eingn)
n,s,g(0) A=0
= e,g’s’g(e). (15)

C. Solving Egs. (7)-(13) numerically

Solving numerically the SDPs presented above is dif-
ficult for two main reasons. Firstly, they are in-
finitely dimensional, because the states p’fg (6)) A€ infinite-
dimensional. Secondly, this also renders the calculation
of the eigendecomposition of pﬁ](e)] given by Eq. (4) a
difficult task. To overcome these two limitations, we fol-
low a technique recently introduced in [48, 53] (see also
[54]), which consists in projecting the states ng(@)] onto a
finite-dimensional subspace that contains up to M pho-
tons. We shall denote the projected states as

i
oo eyl (16)
p[g(en,M—Tr[H T

MPlg(e) M

where Iy, = er\f:o [n) (n| denotes the projector onto the
M-photon subspace, being |n) a Fock state. In doing so,
now the eigendecomposition of pf; (6)],m CANL be easily ob-
tained numerically. For later convenience, we will denote
the eigendecomposition of the numerator of the RHS of
Eq. (16) as

M
Mol Tar = Y Gnjo@ P enpg))-  (17)

n=0

Importantly, this technique also allows to transform
the infinite-dimensional SDPs given by Egs. (7)-(13) onto
finite-dimensional SDPs that can be solved numerically.
The resulting SDPs and their derivation are provided in
Appendix B.

D. Lower bound on the probabilities p, s 4(0)

As explained in the previous subsection, because the
states pfg (0 are infinite-dimensional, it might be diffi-
cult to calculate their eigendecomposition, and thus the
probabilities py|s 40)- Instead, here we provide a lower
bound on these probabilities based on the eigendecom-
position given by Eq. (17). In particular, in Appendix B
it is shown that

L
Pnls,g(8) = nls.g(6) — €s *= Pnls.g(6) (18)

with €s — 2\/1 —Tr [HMP[Sg(Q)]H]\/[} .

V. SIMULATION RESULTS

In this section, we now evaluate the secret key rate
obtainable for various examples of functions g(6). For
illustration purposes, we consider three main scenarios,
depending on whether or not the function g(6) is fully
characterized. Also, for the simulations, we consider a
simple channel model whose transmission efficiency is
given by 10-70, where v (measured in dB) represents
the overall system loss, i.e., it also includes the effect of
the finite detection efficiency of Bob’s detectors. More-
over, for simplicity, we disregard any misalignment effect,
and assume that the only source of errors are the dark
counts of Bob’s detectors, whose rate is set to pg = 1078,
In addition, as already mentioned, we consider that the
BB84 encoding operators are ideal even though the anal-
ysis presented here is applicable if this condition is not
met, and we take an error correction efficiency f = 1.16.

To obtain the bounds Yf;{“g(g) and 6575)9(9) we use the
finite-dimensional versions of the SDPs above, which are
presented in Appendix B. Note that, the resulting se-
cret key rate is an increasing function of M. However,
the time required to numerically solve such SDPs grows
rapidly with this parameter. For this reason, we have set
a sufficiently large M so that an increase in this parame-
ter would result in a negligible improvement of the secret
key rate as tested numerically.

A. Fully-characterized g(0)

Here, we consider the scenario in which the function
g(0) is completely characterized, and we evaluate two
specific examples of practical interest. The first example
corresponds to the scenario given by Eq. (1), which has
been considered in [45], while the second example can be
interpreted as a noisy version of the first one.



1. Ideal discrete phase randomization

The results are shown in Fig. 1 for different values of
the total number of random phases N selected by Al-
ice. In particular, the solid lines in the figure have been
obtained using the parameter estimation procedure pre-
sented in Sec. IV based on SDP and the use of basis
mismatched events. If we discard these latter events,
the obtainable key rate decreases, as illustrated by the
dashed-dot lines. Finally, the dotted lines correspond to
the analysis in [45]. For completeness, this latter ap-
proach is summarized in Appendix D. In the first two
cases, for simplicity, we set the intensity settings to the
possibly sub-optimal values w = 0, v = s/5 and we op-
timize s as a function of the overall system loss -y, while
in the later case we set w = 0 and optimize both v and
s as a function of v (which provides the optimal solution
for this approach). Importantly, despite this fact, Fig. 1
shows that the use of SDP and basis mismatched events
significantly improve the secret key rate when compared
to the results in [45]. Furthermore, we find that the im-
provement of using basis mismatched events is more ad-
vantageous when N is small. Indeed, when N > 5, this
enhancement in performance is almost negligible. This is
expected as basis mismatched events do not improve the
estimation in the case of ideal continuous phase random-
ization, i.e., in the limit N — oco. On the other hand,
when N is small, the eigenstates |1, s 4(¢)) for n = 0,1
deviate more from a perfect Fock state, meaning that

the virtual states |)\‘§f;‘jj’lg(9)> deviate more from the X-

encoded states Va «|¥n s,g(6)) and thus basis mismatched
events provide a tighter estimation.
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FIG. 1. Secret key rate in logarithmic scale versus the over-

all system loss for the ideal discrete phase-randomization sce-
nario given by Eq. (1), as a function of the total number of
random phases N selected by Alice. The solid lines corre-
spond to the parameter estimation procedure based on SDP
and basis mismatched events considered in this work, while
the dashed-dotted lines represent the same procedure over-
looking basis mismatched events. Finally, the dotted lines
correspond to the analysis in [45] using linear programming.

Remarkably, as shown in Fig. 2, when N = 8 the se-
cret key rate provided by our approach is already quite
close to the ideal scenario where  is uniformly random in
[0,27). Note that this configuration requires only three
random bits per pulse to select the random phase, which
does not significantly increase the consumption of the
random numbers.
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FIG. 2. Secret key rate in logarithmic scale versus the over-
all system loss for the ideal discrete phase-randomization sce-
nario given by Eq. (1), as a function of the total number of
random phases N selected by Alice, when Alice and Bob em-
ploy the parameter estimation procedure based on SDP and
basis mismatched events considered in this work. Remark-
ably, as shown in the figure, only eight random phases are
enough to deliver a secret key rate already quite close to the
ideal scenario of perfect PR-WCPs, where the phase of each
pulse is uniformly random in [0, 27).

2. Noisy discrete phase randomization

Here we consider the situation in which the actual
phase encoded by Alice in each emitted pulse follows
a certain PDF around the selected discrete value 6, =
27k/N. This might happen due to device imperfections
of the phase modulator or the electronics that control
it. For concreteness and illustration purposes, we shall
assume that this PDF is a truncated Gaussian distribu-
tion, though we remark that our analysis can be applied
to any given distribution. A truncated Gaussian distri-
bution has the form

¢ (97 gka U}%)
(Ak; Ok, 02) — @ (Ai; Ok, 02)’
(19)
when the phase 6 is in the interval A\ < 8 < Ay, and zero
otherwise. The functions ¢ (x;%az) and ¢ (x;'y, 02) in
Eq. (19) are, respectively, given by

¢ (w5y,2) =

F(0;0k, 0%, A, Ai) = @

1 _ (z—y)*>
2z

)

5
W
99

(20)

1 _(t-w)?
e

O (z;y,2) = 2= dt.

|
8
ﬁ
3
W



That is, in this scenario the function g(#) has the follow-
ing form

| N
N f(0; 0k, 0%, Ak, Ag) (21)
k=0

g(0) =

for certain parameters 0, oy, A\p and Ag.

In the limit when the standard deviations o — 0 Vk,
Eq. (21) converges to the PDF given by Eq. (1), because
in that regime each truncated Gaussian distribution ap-
proaches the Dirac delta function. On the other hand,
when o} — oo, and given that the concatenation of the
truncation intervals defined by A and A allow the phase
to take any value within the range of [0,27) but do not
overlap each other, Eq. (21) converges to the PDF of a
uniform distribution in [0, 27). Importantly, this means
that the achievable secret key rate will increase with
higher values of oy, or, to put it in other words, when the
uncertainty about the phase actually imprinted by Alice
on each of her prepared signals increases, given that g(0)
is completely characterized.

The simulation results are shown in Fig. 3, which
presents a comparison between the achievable secret key
rate for two different values of the standard deviations
ok, which, for simplicity, are assumed to be equal for all
k. As expected, the larger the value of oy is, the higher
the resulting secret key rate, regardless of the number N
of random phases selected by Alice, though the improve-
ment is more relevant when IV is small. For simplicity
and due to the lack of experimental data, Fig. 3 assumes
that A\, = 0, — 301, and Ap = 0, + 30,. Moreover, like
in the previous example, we set w = 0, v = s/5 and we
optimize s as a function of the overall system loss.

10°
N=3. 0;, =0.1
N=3. g, = 0.3
N=4. 0, =0.1
1072 N=4. g, = 0.3
N=5. 0, =0.1
N=5. 0, = 0.3

1074

Key rate

1076

1078

0 10 2 30 40 50 60 70
Alice-Bob loss (dB)

FIG. 3. Secret key rate in logarithmic scale versus the overall
system loss when g(6) follows the PDF given by Eq. (21), as a
function of the total number of random phases N selected by
Alice, and for two different values of the standard deviations
ok, which are assumed to be equal for all k.

B. Partially-characterized ¢(6)

Here, we now consider the scenario in which only par-
tial information about the function g(6) is known. In
particular, and for illustration purposes, we shall as-
sume that the actual phase encoded by Alice in each
emitted pulse could be any phase within a certain in-
terval around the selected discrete value 6, = 27wk/N,
but its precise PDF g¢(f) is unknown. Precisely, let
Odmax denote the maximum possible deviation between
the actual selected phase 0, and the actual imprinted
phase, which we shall denote by 0p. That is, we as-
sume that the actual imprinted phase lies in the interval
0, € [0k — Omax, Ok + Omax), and we conservatively take
the combination of values ék for all k that minimizes the
secret key rate following the analysis presented in Ap-
pendix C.

The results are illustrated in Fig. 4, as a function of the
total number of phases N selected by Alice and the value
of the maximum deviation .. Like in the previous
examples, for simplicity, we fix w = 0, v = s/5 and we
optimize s as a function of the overall system loss. As
expected, the larger the value of dy,ax is, the lower the
resulting secret key rate.

10°
—— N=3. e =0
-=== N=3. G € {1071,1072,107%}
—— N=4. by =0
10-2 -=== N=4. §yu € {1071,1072,1073}
—— N=5. e =0
N=5. Sax € {1071,1072,1073}

1074

Key rate

1076

FIG. 4. Secret key rate in logarithmic scale versus the overall
system loss when the phases lie in the intervals 0; £ dmax
and the function g(#) is unknown, as a function of the total
number of random phases N selected by Alice and the value
of dmax.

Also, from Fig. 4 we see that for higher values of 6yax,
the secret key rate becomes less sensitive to the parame-
ter N. Indeed, when 6mayx = 107!, the achievable secret
key rate for the cases N = 3,4, 5 essentially overlap each
other, which is the left-most curve. This seems to be due
to the fact that a significant increase in ., allows in
principle for some phases to lie close to each other, or
even become identical if this parameter is large enough.
Under this situation, the increase of N does not help
to improve the performance, as the effective randomness
remains almost the same.



VI. CONCLUSION

In this paper we have considered the security of decoy-
state quantum key distribution (QKD) when the phase
of each generated signal is not uniformly random, as re-
quested by the theory, but follows an arbitrary, continu-
ous or discrete, probability density function (PDF). This
might happen due to the presence of device imperfec-
tions in the phase-randomization process, and/or due to
the use of an external phase modulator to imprint the
random phases on the generated pulses, which limits the
possible selected phases to a finite set.

Our analysis combines a novel parameter estimation
technique, based on semi-definite programming, with
the use of basis mismatched events, to tightly estimate
the relevant parameters that are needed to evaluate the
achievable secret key rate. In doing so, we have shown
that decoy-state QKD is rather robust to faulty phase-
randomization, particularly when the PDF that governs
the random phases is well-characterized. Moreover, our
results significantly outperform those of previous works
while being also more general, in the sense that they can
handle more realistic and practical scenarios.

This work might be relevant as well to other quantum
communication protocols beyond QKD that use laser
sources and decoy states.
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Appendix A: Derivation of the SDPs given by
Egs. (7)-(13)

In this Appendix, we follow the approach in [48], to
derive the SDPs presented in Eqs. (7)-(13) of the main
text, under the assumption of collective attacks.

Let €2 denote a quantum channel (or the action of Eve)
that acts independently on each optical pulse emitted by
Alice. Also, let us assume that in a certain round, Bob
measures the incoming signal with a positive operator
valued measure (POVM) that contains the element II.
In this scenario, the probability that Bob obtains the
outcome associated with the element II given that Alice
sends him a quantum state o can be expressed as

Tr[Q(o)IT] = Tr (Z AkaA;H) =Tr <a > ALHAk>
k k

=Tr(cH), (A1)

where Q(c) represents the action of Q on o, { A} denotes
the set of Kraus operators corresponding to the operator-
sum representation of the channel €2, and

0<H=>Y AlllA, <> AlA =1 (A2
k k

Bob measures the incoming signals in either the Z
or the X basis. Let us denote the POVM elements
corresponding to each of these two measurements by
{Iy,, 1T, , 1T} and {Io,, 11, I}, respectively. That
is, IIp,, represents the POVM element associated to the
outcome b in the basis «, with o € {Z, X'}, and II; rep-
resents the POVM element associated to an inconclusive
outcome. Note that here we are implicitly considering the
basis-independent detection efficiency assumption, which
means that the POVM element II; is equal for both ba-
sis. Let Il =1 —1IIy = 1ly, +II;, = IIp, +1I;, denote
the operator associated to a conclusive outcome at Bob’s
side. Then, after substituting in Eq. (A1) the state o
with Alice’s emitted state when she chooses the Z basis,

1 . 1A N
wzZ o _ H U iz 1
Ploton = 5V02PlgnVos T 3V1zPlgen Vi, (A3)
and the operator II with II;, we obtain
A _ Z _ 7z
Qirgo) = T Upfg(en)al = Trlpigig) H]
= Tr[Pf;(g)]JZ}a (A4)

with H =3, ALHdAI€7 and the operator Jy satisfying

1/~ ~ ~ N
0<Jz =3 (VJZHVOZ + VJZHvlz) <L  (A5)

Finally, by taking into account that the yield associ-
ated to the states |1, 5 4(¢)) encoded in the Z basis is
given by

YnZ,s,g(G) = TI{Q[POwis,g(O)»]Hd}

= Tr[P(|wn,s7g(0)>)']Z]7 (AG)
with
A 1~ - A
P67 o g0) = 5 V0, P(1ton,s.g0)))VE,
1. 4 .
+ 5V P g@)Vi,, (A7)



we obtain the SDP presented in Eq. (7).

Regarding the SDP given by Eq. (13) to estimate the
phase error rate, we note that the numerator of Eq. (12),
can be expressed as

virtual (A1) x,virtual
An,s,9(0) 7 An,s,g(8)

= Pl o) T { QUPINETES, o)) Aoy |

= Tr [ PN, 0)) Liaeny | (A8)

where 0 < Liag1)y = 2 p A};H ao1)x Ar < T according

to Eq. (A1), and [AQTM ) =
By using again Eq. (Al),

Q(AEBI
H,9(0),b

virtual virtual >
PRins.g(0) M A s(6)

we have that the gains
can be expressed as

AGL - -
Queaoyn, = Tr [Vbaf’ftgwnvblL(A@l)x} : (A9)
Putting it all together, we find that the SDP presented

in Eq. (13) of the main text, provides an upper bound on

virtual Y(A@l)x ,virtual
PAns.g@) Ansg0)

Appendix B: Finite-dimensional SDPs when ¢() is
fully characterized

1. Lower bound on the yields Yn 5,9(8)

In this Appendix, we show how to obtain a finite-
dimensional relaxation of the SDP given by Eq. (7) to
find a lower bound on the yields YnZ757g(9). For this, we
follow again the approach presented in [48; 53]. The key
idea is rather simple: instead of considering the infinite-
dimensional state p’ﬁg (9] 8iven by Eq. (4), we employ a
projection pﬁz ()M of this state onto a finite-dimensional

subspace with up to M photons (see Eq. (16)), and then
we relax the original constraints of the SDP accordingly.

We begin by briefly introducing some helpful results
for this purpose. The first one is a direct consequence of
the Cauchy-Schwarz inequality in Hilbert spaces [55, 56],
which allows to relate the quantities Tr[oc H] and Tr[pH],
with 0 < H <1, as a function of the fidelity between the
states o and p,

2
F(p,o) =Tr [ ﬁp\/ﬂ : (B1)
In particular, it states that
< G4 (Tr[pH], F (0,p))
with the functions G4 (y, z) being defined as
_(y,z ify>1-—=z
G_(y.z)= {902 Hv= (83)
0 otherwise ,

and

(B4)

9+(y,2) ify<z
G =
+:2) {1 otherwise ,

with g4 (y,2) = y+(1—2)(1—2y) £2/2(1 — 2)y(1 — y).
The remaining results we use, i.e. Egs.(B5)-(B6)-(B7)-
(B8) below, have been derived in [48, 53, 57]. In partic-

ular, we have that
" I _ I
F (p[gw)rp[g(e)] M) =Tr [HMp[gw)]HM}
= an\ 5,9(0) = ur;(J9)’

where the coefficients ¢,,|s 4(9) are given in Eq. (17). Also,

we have that the quantities |p,,w,g(9) —
upper bounded as

(B5)

Gnjg(6)| can be

|Palig(0) = Gnluwg()| < 2\/ 1= T W g Lo

/ proj .
=24/1— Fu (6) = €n-

Finally, the fidelity F (15(\%%5(0))), p(wwgw)») _
|<¢n7u,9(0)|wn7u79(9)>|2 satisfies

F(P(|(pn7#7g(0)>),P(lwn)#’g(0)>)) > 1 ( € )2

O
— Fvec ) (B7)

n,H,9

(B6)

with

00,4 = 401p1,9(0) — U1]p,9(8) — €n

Gnyge = D {Gn—110,9(6) — Gnlpi,g(6)
— An+1p,g(0) — eu}'

Then, from Eqgs. (8)-(B2)-(B7) we have that
ZL . .
Y. 5.9(0) — |:P(|’L/)n,s,g(0)>)JZ:|

> G (Te [Plensa) 2] FrS ) - (B9)

where J, is the solution to the SDP presented in Eq. (7),
and we have used the fact that G_ is increasing with
respect to its second argument. Since G_(y,z) is de-
creasing with respect to its first argument, one can lower
bound Eq. (B9) by finding a lower bound on its first ar-
gument.

From Eq. (B2), we have that

~ € Infp,g(0)
(B8)

G- (Q# 4(6)° Firﬁe)) =Tr {pfg(")hM‘]Z}
<Gy (Qf,gw)v Fﬁrgow))

with the operator Jz defined in Eq. (7). Here, since the
states Pf; (), M BTe finite dimensional, the calculation of

(B10)



Tr [pﬁ;(e)],MJZ] can be restricted to operators Jz that

act on their finite subspace. Putting it all together, we
find that a lower bound on Yn s,g(6) CAN be obtained by

solving the following finite-dimensional SDP program

miny, Tr [f’(lson 5,9(0)))Jz
st G- (@ FL5) < o]
§G+< ooy P ) Vi€ {sr )
0<Jz <L
(B11)

That is, we have that

Te [P(n g T2] = Te [Plonsgo)) 7], (B12)

with J3* being the solution to the SDP in Eq. (B11),
and J3, the solution to Eq. (7). This holds because the
constrains in Eq. (B11) are looser than those in Eq. (7).

Finally, by combining Eq. (B9) with Eq. (B12) we have
that

ZL
Yn7s,g(9) > G_ (T |: (|<)On s,9( 0)>)‘]Z :| n sg(G))

> Z,L
Yn7s,g(9)' (B13)

& Z,L . . .
The lower bound Y- 9(0) 18 the one we use in our simu-
lations in Sec. V A.

2. Upper bound on the phase-error rates e, ; 45

In this Appendix, we show how to estimate an upper
bound on e, 4 49y by using a finite-dimensional SDP. To
do so, let us also define the operator

My = 10x){0x] ® L7, + [1x)(1x| @ Li,,  (B14)

where L’(*A@l)x denotes the solution to the SDP given by
Eq. (13), so that

virtu (A®1) x,virtual N\ virtus
Z%Z?lg G)YAns,)gXQ) < ZTr [ A;,;lg(e)»
XL:(‘(A@DX} |: (‘\Iln s g(9)>)Mphj| . (B15)

Now, let us define the finite-dimensional state

1 N N
|‘I]TZL;\7/IQ(9)> \/5 (|OZ>AVOZ + |1Z>AV12) |(pn,s,g(9)>7

10

and the unnormalized states |)\Xr;u§1g%)>
y virtual, M
Kotsate) = aBx I 0)

= 5 |:VOZ + (71) ‘flz] |90n,s,g(9)>' (B17)
Then, we have that

<\IIZ,M

2
nysﬁg(9)|\1j |<90n s,9(0) |¢n,s,g(9)>|

> 3% 00)» (B18)
where we have used Eq. (B?) and the fact that VOZVOZ =
V1 ZV1 z = 1. Now, by applying the Cauchy-Schwarz con-
straint given by Eq. (B2), and taking into account the
fact that G4 (y, z) is a decreasing function with respect
to its second argument, we find that

7 2
n,s,g(9)> ’ -

Tr |:P(|\117Z13,g(9)>)Mphi| <

G <Tr [ (|‘I’n s 9(9)>)Mph] ,Fxﬁ;g(‘g)) . (B19)

Importantly, since G (y,z) is an increasing function
with respect to its first argument, one can upper bound
the previous equation by finding an upper bound on its
first argument. Moreover, since the states |\I/53Mg(0)>
are finite dimensional, one can restrict the optimization
search to operators L that act on the corresponding finite

subspace. In particular, we have that

> virt al,M
Tr [P(Wn s g(a) } Z Tr [ A,n?s,g(9)>)
v1rtu 1, M Kk
x L(AEBI ] Z Tr [ Aa n :,g(9)>) (A®1)x

A=0

(B20)
where L?&Bl)x is the solution to the finite-dimensional
SDP presented below.

Likewise, the constraints in Eq. (13) can be relaxed by
using essentially the same techniques discussed in Ap-
pendix B 1. In doing so, we find that an upper bound on

Tr {P(\)\Xr;ujlq%Q)L(A@l)X} can be found by solving the

(B16)  following SDP
J
virtual,
maXL(AGBl)x Tr [P(P\A :L s,g](\/OI)>)L(A@1)X:|
(Asl) 10] ot (A1) roj
s.t. G_ (Qu,g(g)jfa,Fli;(Je)> < Tr |:% p[ (0)],M VQL(A@l)X:| S G+ (Qu,g(G),z(a’Fi,g(){lé)> s (BQI)

Vu € {s,v,w},vb e {0,1},Va € {Z, X}

0< Liagyx <1,



where F pro(je) is given by Eq. (B5).

Let LZ‘Z@I) denote the operator that maximizes the
J

1
€n,s,9(0) = Y;ZL <Z {

This is the upper bound that we use in our simulations
in Sec. VA.

Appendix C: Finite-dimensional SDPs when g¢(0) is
partially characterized

Here, we consider the scenario studied in Sec. V B, i.e.,
when the actual imprinted phases lies in certain intervals
O € [0 — Omax> Ok + Omax), With 6 = 27k/N, and the
exact form of g(6) is unknown.

A direct solution to this case could be found as fol-
lows. First, one defines a dense grid with p discrete val-
ues within each interval, and then one follows essentially
the approach in Sec. V A 1 for each possible combination
of these discrete phases from the different intervals. The
secret key rate would then correspond to the worst case
scenario, i.e., the one that minimizes it among all possi-
ble combinations. The main drawback of this approach
is, however, that the number of SDPs that needs to be
solved grows very rapidly, as o p~.

Instead, here we introduce a much simpler approach
based on a modified version of the SDPs presented in
Egs. (B11)-(B21). In particular, let f(#) denote the PDF
associated to the ideal discrete phase randomization sce-
nario given by Eq. (1), and let p[ FO)M be the finite-
dimensional state obtained by projecting p[ £0)) onto the
subspace that contains up to M photons. Also, let pf; ®)
denote the state actually emitted by Alice in the scenario
described above, i.e., when g¢(@) is partially character-

ized. Then, we can bound the fidelity between p’ﬁ )] and
p[ FO)M s by means of the Bures distance, which is defined
as [58]

dB(p70)2 = 2[1 - F(pv J)]a

for any state p and o. This distance satisfies the triangle
inequality [58], which means that

(C1)

1
n I _ 2 I I 2
\/ F (Pl Plroy) = 1= 598(Plge)), Pyoy,m)

21 {dB (Plr 0> Plrcon.0)

2
1 m
+d3(p[g(9)]’p[f(9)]>} - (62

We now compute the fidelities that correspond
to the Bures distances dB(pﬁ"(e)]’pE}(O)],M) and

11

SDP given by Eq. (B21), then

v1rtual M >) sk Fvee ._ =U
Mg Lae)x | Frisgo) | = Cnsg0)-

(

dB(pﬁ?(g)],pf}(g)]) so that, via Eq. (Cl), we can ob-
tain the necessary fidelity bound with Eq. (C2).

In particular, from Eq. (_B5)7 we have that
Epryon: Prcoy.r) o toy The fidelity
F(p 5(9)’ f‘( )]), on the other hand, can be com-

puted by considering the following purifications of the
states pf}(e)] and pf;(e)}’ respectively,

N-1
1 ki
i) = 7 2 k)| Ve,

(C3)
L, N 7 i(2wk/N+6
|wfg(9)] \/»Zecﬁk‘k ‘\Fe (27k/ +k)>
We find, therefore, that
1L
F (P[gw] Plion) = Kt ¥l
= 1 ) ) 2
_ ’ N<\/ﬁ627rk:z/N|\/ﬁez(27rk:/N+5k)>’
k=0
s 1 ) ) 2
> ‘ Z N<\//j 27rk7,/N|\/ﬁez(27rk/N+5max)>’
= [(Valy/peme=) [, (C4)

where in the first inequality we have used the fact that
the states on the RHS are a purification of those on the
LHS; in the first equality we have taken into account
that the phases ¢y in Eq. (C3) can be chosen so that
they cancel the phase of the inner product, and in the
second inequality we have used the fact that |0x| < dmax
Vk.

Since the function ¢(#) is unknown, we do not have
access to the exact form of the eigenvectors (¢, s 14(6)))
of p[sg(g)], oy Which are needed to solve the relevant finite-
dimensional SDP, but we can lower bound the value of
Tr[P(|¢n,s,190)))) ) 2], with 0 < Jz < I, by employing
the Cauchy-Schwartz constraint presented in Eq. (B2).
Precisely, we have that

Tr{lf’(\@ms,[g(@)]»‘]z} =

G,( [ (Ion,s,1f 9)]>)Jz}7F(|<Pn,s @)+ [Pns.f 9)]>))

where [, s (f(9))) are the eigenvectors of p[sf(a)] A and

(C5)

the value of F'(|¢n s, 4(0))) s [9n.s,[£(6)))) 18 calcuated nu-
merically as explained below.



With these considerations we can now find a lower
bound on the yields Y 5,9(0)" For this, we first solve the

J

Tr {P(\%,s,[f(e)ﬁ)‘]z}

4 iz Iz
st G- (Quy(@)’F (p[g(H)]’p[f(G)LM)) =Tr
0<Jz; <L

minj,

Following Eq. (C5), we now define

SZL
n,s,g(0)
G (Te[Plgnsison) 5] F
(C7)
Finally, by using the arguments introduced in Ap-
pendix B1, we obtain that a lower bound on Yn 5,9(6)

is given by

Vg0 2 G- (Vh o ot ) =V (C8)

n,s,9 n,5,9(0)’ n,5,9(0)"

Note that, since we do not know which values of 0y
result in the set of states |<pn,s’[g(g)]> that minimizes the
key rate, we find the worst case scenario numerically. To

J

virtual, M
(P‘A;s G )]>)L(A®1)x}

< Liagyx <1,

where Q AS1)x represents the observed rate at which Bob
obtains the result (A®1)x conditioned on Alice choosing
the intensity setting u, the basis «, the bit value b and

J

)\Vlrtual M

En s0(0) —ZG+(TT[

where L(A@l) is the solution to Eq. (C9). This way, we

obtain that the phase error rate e, ; 4(¢) is upper bounded
by

sU vec
G+ (en,s,gw)’ EF n,s,g<0)> U
Z,L

= Crs0(0)"
n,s,g(0)

€n,s,9(0) < (Cll)

where again, we use the combination of 0, that maxi-
mizes Eq. (C11) to obtain the relevant upper bound.

I z I i
[pme)],MJZ} <Gy (Qu,gw)’F (p[g(O)]’p[f(G)LM)) )

(|en.s,[9(0)]) > \wn,s,[f(e)ﬁ)) :

ok virtual, M
A o) Liaen | FONA S oy NS ))
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following optimization problem to find the operator J;*
that minimizes its objective function

(C6)

(

do so, we implement a Montecarlo simulation by consid-
ering a dense grid of values in 0y + §,.x for every k and
we find the combination of §; that minimizes Eq. (C8)
(which includes the fidelity in Eq. (C7)). This allow us
to find the desired lower bound with arbitrary precision.
Also, note that the number of SDPs that need to be
solved grows very rapidly in the case of the direct solu-
tion mentioned at the beginning of this section. With
this approach, this problem has been circumvented by
reducing it to a simple calculation of the fidelities, which
makes it computationally much faster, despite possibly
providing looser bounds.

Regarding the estimation of an upper bound on the
phase error rate, we follow the same procedure described
in Appendix B 2. In doing so, we first solve the following
finite-dimensional SDP,

v | P
(Ae1) ; (Ae1)x
(Qu,ba X’F</’[g<e>]’P[f<e>17M)) <Tr [Vb Pl Vo L<A@1>x} <Gy (Q ’F(pTZ(e)w/’f}(e)},M))’

(C9)

(

Bob choosing the X basis. Now, similarly to Eq. (C7),
we define

)\Vlrtual M (ClO)

The bounds Yn . 9(9) and en s.9(0) BT€ used in the sim-

ulations presented in Sec. V B.

As shown in Fig. 4, higher values of §,, result in an
almost negligible impact of the parameter N on the secret
key rate, as explained in the main text.



Appendix D: Parameter estimation procedure based
on linear programming

For completeness, in this Appendix we summarize the
parameter estimation technique presented in [45], using
linear programming, to evaluate the case of perfect dis-
crete phase randomization for the protocol described in
Sec. III.

In particular, given that the PDF follows Eq. (1),
which we will denote as f(6) as in the previous Appendix
and N > 1, a purification of Alice’s emitted states can
be expressed as

=2

—1

[Wfiag) = D 1k aly/me? /Ny

=
Il
o

(D1)

=
L

i) alsy),

Il
=

J
where the second equality corresponds to the Schmidt
decomposition. Note that in Eq. (D1) we consider un-
normalized states, which we will do throughout this Ap-
pendix for convenience. The states |j), can be inter-
preted as a quantum coin with IV random outputs, while
the states |3}') are given by

N-1

|ﬁ§t> _ Z 672kj7ri/N‘e2k:7ri/N\/ﬁ>.

k=0

(D2)

By using Eq. (2), these latter states can be rewritten as

u e (\//I)ZN—H
BY)
KN

Indeed, it is easy to show that when N is large, |5§‘>
approaches a Fock state with 7 photons.

If Alice measures her ancilla system A from the state
|¢f}’(]\£)]> in the basis {|j) 4}, she obtains the result j with
probability Py given by

AL

IN + 7). (D3)

> RICAYD Y
0 IulNJrJe I3
— (lN +4)! (D5)

Ref. [45] employs the GLLP security analysis [50],
which needs to determine the basis dependence A? of
the source, which is closely related to the fidelity F f be-

tween the states in the X and Z basis. Precisely, let us
define

o
I . F!
J b
2Y7, )

(D6)

where Y ) refers to the yield that corresponds to the
states |6]” > encoded in the Z basis, and the fidelity F}’
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can be bounded by

lN+J _IN+4j IN+j
Zl =07 lN+])‘ 2 (COS

T + sin lN'H )

I
k= PRRE)
>0 (zN+j)|

(D7)

Moreover, since |ﬁf> + ‘,6’?> when p # v, one can

relate the yields and bit error rates associated to different
intensity settings as follows [50]

Yisso) = Yinso| < /1= i,
b b
€5 f(0) Vi (0) ~ ej,w,f(G)YJ}%f(@)’ < \/71“127

where e £ (0) denotes the bit error rate corresponding to

the states 85), i.e., the probability that Alice and Bob
obtain different results when they use the same basis and
Alice emits the state |6J“ ). The parameter F),,, on the
other hand, is given by

(D8)

Z (M’Y)ZN/2
=0 )!

\/Zl 0 (lN)‘ Ez 0 (lN)'

The phase error rate e;, 49) in the Z basis can be
upper bounded by means of the bit error rate e’

(D9)

Jom,9(0) in
the X basis and the basis dependence parameter A? as

[55]
b, X b, X
€t 0) < € o) TAAT (1 - A7) (1 — 25, f(0)>

b, X
4(1—2A?) \/A# (1_A#) Juf(9) (1_ J#f(e))
(D10)

where we have included the superscript X in the bit error

rate to emphasize that it refers to that in the X basis.
Putting it all together, we have that a lower bound on

the yields Y]ZS £0) encoded in the Z basis can be esti-

mated with the following linear program
7
min Y55 r(0)

A Z
Yiwr) ~ ijf@)‘ = \/@

s.t.

Y,y € {s v aJ} BFE s (D11)
Qi 1(o) = ZP i s(0) V1 € {5,v,w}.
Similarly, an upper bound on the bit error rate eg f 9(0)

can be calculated with the following linear program

X
max ¢ s,7(0)

X X
st |60~ Goro| < 1 Fhe

Y,y € {s,v,w}, p#7,
N—-1

> PGy T E {5 v,

Jj=0

X X _
B o) @ure) =
(D12)



b, X X
€5e 1(0) Vs, £(0)°

§]XS* #(p) denote the solution to the linear program above,

then we have that

where §fs’f(9) In particular, let

_ b5XU

SX*
b, X < 20:8.0(0) e
T Vi, f(0)

s f(0) = 3 XL (D13)
J,5.£(0)

where Yj)i’];(g) represents a lower bound on the yield
yX 8,

Jis,f
with the linear program given by Eq. (D11) by simply

) in the X basis. This quantity can be calculated
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replacing the superscript Z with X.

Finally, one can calculate the phase error rate e; , r(s)
in the Z basis by means of Eq. (D10), after replacing
e?:if(e) with its upper bound and A? with the upper
bound obtained after replacing a lower bound for the
yield in Eq. (D6). Importantly, with this approach there
is no need to make a projection onto a finite dimen-
sional subspace. This means that when evaluating the
secret key rate formula given by Eq. (6), the probabilities
pflls’f(e) are directly given by P]“ as defined in Eq. (D4).
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