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Abstract—As deepfake content proliferates online, advancing
face manipulation forensics has become crucial. To combat this
emerging threat, previous methods mainly focus on studying how
to distinguish authentic and manipulated face images. Although
impressive, image-level classification lacks explainability and is
limited to specific application scenarios, spurring recent research
on pixel-level prediction for face manipulation forensics. How-
ever, existing forgery localization methods suffer from exploring
frequency-based forgery traces in the localization network. In this
paper, we observe that multi-frequency spectrum information is
effective for identifying tampered regions. To this end, a novel
Multi-Spectral Class Center Network (MSCCNet) is proposed
for face manipulation detection and localization. Specifically, we
design a Multi-Spectral Class Center (MSCC) module to learn
more generalizable and multi-frequency features. Based on the
features of different frequency bands, the MSCC module collects
multi-spectral class centers and computes pixel-to-class relations.
Applying multi-spectral class-level representations suppresses the
semantic information of the visual concepts which is insensitive to
manipulated regions of forgery images. Furthermore, we propose
a Multi-level Features Aggregation (MFA) module to employ
more low-level forgery artifacts and structural textures. Mean-
while, we conduct a comprehensive localization benchmark based
on pixel-level FF++ and Dolos datasets. Experimental results
quantitatively and qualitatively demonstrate the effectiveness and
superiority of the proposed MSCCNet. We expect this work to
inspire more studies on pixel-level face manipulation localization.
The codes are available.

Index Terms—face manipulation localization, multi-spectral
forgery cues, frequency domain.

I. INTRODUCTION

CONTINUOUS advancements in Deepfake technologies
[5]–[9] are resulting in the creation of remarkably real-

istic images and videos, exhibiting fewer noticeable tampering
artifacts. Despite their applications in the film and entertain-
ment industries, these Deepfake tools are also exploited for
malicious purposes such as creating political propaganda or
pornographic content. To address public concerns regarding
misinformation, face manipulation detectors [10], [10]–[23]
which aim to provide coarse-grained binary classification
results (real or fake) at the image-level or video-level have
geared extensive attentions. The pixel-level localization of ma-
nipulated regions of Deepfake images, pivotal in analyzing and
explaining the Deepfake detection results, receives inadequate
attention.

Prior research [24] in face manipulation localization at-
tempts to leverage attention maps for forged region generation,
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Fig. 1. Visualizing the different frequency spectrum maps (FSMs) from
the localization network across various manipulation methods. The Image
column shows examples of (a) Repaint [1], (b) LaMa [2], (c) LDM [3],
and (d) Pluralistic [4] manipulations. The Mask column indicates the ground
truth tampered regions. Columns FSM 1-4 depict the network’s multi-
spectral feature maps at different frequency bands of the corresponding forged
images. Tampered areas present a more homogeneous color distribution, while
authentic regions display a more heterogeneous appearance.

eschewing specialized localization branches. However, this ap-
proach [24] fails to capture rich global contextual information.
Subsequent methodologies [25]–[29] widely adopt semantic
segmentation pipelines, as their simple decoder networks and
segmentation loss functions naturally support the face manipu-
lation localization task. Nevertheless, these methods predomi-
nantly rely on vanilla RGB features, overlooking the potential
of generalized frequency-based forgery cues. This oversight
often leads to suboptimal generalization performance in real-
world scenarios. Recent approaches [30], [31] incorporate fre-
quency feature learning within the model’s backbone network
for detection tasks. However, their localization components
still predominantly rely on vanilla RGB features. Concurrently,
numerous face forgery detection methods [16], [20], [32],
[33] leveraging the frequency domain demonstrate remarkable
classification performance, thus validating the efficacy of
frequency-based cues. Nevertheless, these frequency modules,
primarily designed for backbone networks, struggle to adapt
effectively to the localization task. In parallel, within the image
forgery localization community, several researchers [34]–[37]
explore the utilization of noise or frequency information
to suppress image semantic object content. However, these
methods typically extract noise or frequency maps directly
from input RGB images, potentially limiting their capacity to
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capture more nuanced forgery artifacts on the feature maps.
Meanwhile, their deeper-layer features may remain semantic
object information, consequently failing to preserve frequency-
aware capabilities in the localization decoder network. More-
over, some studies [34], [35] demonstrate that deep semantic
objective information can adversely impact the learning of
tampered features.

Forgery artifacts are often accentuated in the frequency do-
main, with distinct characteristics manifesting across different
frequency spectra. Fig. 1 illustrates this phenomenon through
visualizations of various frequency band maps derived from
deep features in the localization network. For instance, as
depicted in row (a) of Fig. 1, tampered and authentic regions
all exhibit markedly different patterns across the four spectral
maps, demonstrating that they capture diverse forgery cues.
Motivated by these observations, we propose a novel Multi-
Spectral Class Center Network (MSCCNet) that learns multi-
spectral forgery cues to integrate frequency-domain informa-
tion throughout the localization network effectively. The pro-
posed method maintains frequency awareness in deeper layers
while mitigating the interference of semantic information
simultaneously in face manipulation localization. The MSC-
CNet consists of two key components: Multi-level Features
Aggregation (MFA) and Multi-Spectral Class Center (MSCC)
modules. The proposed MFA module effectively aggregates
the low-level texture information and forgery artifacts, as these
cues are predominantly present in shallow features [17], [38].
The MSCC module is designed to extract the multi-frequency
band forgery features and exploit class-level representations
of them to suppress the semantic objective representation
capability of the network. Specifically, we first decompose
the deep semantic features using a frequency transformation
and calculate pixel-class relations within each spectral feature.
Then, the weighted attention of different frequency bands
is acquired by computing similarity maps between different
spectral class centers and the corresponding partial semantic
features. Finally, we employ weighted attention to alleviate
the impact of semantic objective information and refine the
original global context. In contrast to previous methods [34],
[35], [39]–[41], our MSCC module first attempts to leverage
the multi-frequency band forgery cues in the localization
decoder network, and achieves satisfactory results.

The task of face manipulation localization still lacks rich
pixel-level annotated datasets and standardized benchmarks,
impeding the development of localization models. To ad-
vance the face manipulation localization task, We present a
reconstructed version of the FaceForensics++ (FF++) dataset
[42], incorporating more rigorous and rational pixel-level
annotations, namely P-FF++. Subsequently, We leverage the
Dolos dataset [43], which is based on state-of-the-art GAN and
diffusion models and provides official pixel-level annotations
of tampered regions. Finally, leveraging these two datasets,
we construct a comprehensive benchmark to evaluate face
manipulation localization models.

In a nutshell, our main contributions could be summarized
as:

• A novel Multi-spectral Class Center Network (MSCCNet)
is designed for face manipulation localization, which

consists of a Multi-level Features Aggregation (MFA)
module and a Multi-spectral Class Center (MSCC) mod-
ule for learning more generalizable features.

• We design the MSCC module to refine the original
global context features by computing attention between
different spectral class centers and the corresponding
partial semantic features, which learns the multi-spectral
forgery cues in the localization network.

• To facilitate the localization tasks, the reconstructed P-
FF++ and diffusion-based Dolos datasets are applied
to conduct a comprehensive benchmark. Extensive ex-
periments show that our MSCCNet compares favorably
against the related methods.

II. RELATED WORK

A. Face Manipulation Detection and Localization
Early face manipulation detection methods [12], [44], [45]

utilize intrinsic statistics or hand-crafted features to model
spatial manipulation patterns. Recently, data-derived detection
models utilize spatial artifacts [46]–[60] or temporal infor-
mation [61]–[67] to learn discriminative features and achieve
remarkable detection performance. Others [16], [17], [68]
explore frequency information for deepfake detection, but
ignore the importance of manipulated regions. Some studies
[18]–[23], [69], [70] explore spatially tampered regions with
segmentation loss to improve real-fake classification, but don’t
predict/evaluate manipulated areas.

Recently, a few methods [24]–[28], [30], [31] superficially
examine localization problems, but have deficiencies. FFD
[24] applies the low-resolution attention map lacking global
context. Some employ semantic segmentation pipelines [25]–
[27], [30], [31] to segment fake regions, e.g. Multi-task [25]
designs segmentation branch. Prior arts [26], [27] present
localization for GAN-synthesized fakes, unsuitable for face
manipulation data. Semantic segmentation networks learn
semantic-dependent objects, and cannot adapt well to tamper-
ing target localization as manipulated regions are semantic-
agnostic features [40], [41]. We propose a multi-spectral class
center module to enhance the forgery localization ability
of the localization branch and suppress semantic objective
information in images.

B. Image Forgery Detection and Localization
Image forgery technologies (e.g., splicing, copy-move, re-

moval) have existed for a long time, unlike the recent rise
of face manipulation methods. Image forensics aims to detect
spoof/bona fide images and locate tampering regions, but most
image forgery localization methods [71] focus only on fake
datasets rather than real-fake mixed datasets. One localization
method segments the entire input image [34], [39], and an-
other performs repeated binary classification using a sliding
window [72]. Image forgery localization appears simplified
case of semantic segmentation, facing perturbation of semantic
objective content. Existing methods [35], [36], [71], [73] study
traditional tampering techniques, and cannot adapt to the latest
face manipulation algorithms. In this paper, we mainly focus
on localizing regions manipulated by advanced face forgery
techniques for real-fake mixed datasets.
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Fig. 2. Detailed architecture of the proposed MSCCNet. The overall network structure is shown in (a), which consists of a backbone network, a classification
branch, and a localization branch. (b) shows the scheme of the forgery-related low-level texture features aggregation. (c) illustrates the process of multi-spectral
class centers and different frequency attention calculations. They are solely dedicated to enhancing the capabilities of the localization branch.

C. Noise and Frequency Forgery Clues

To learn semantic-agnostic features, many image forgery
localization approaches [35]–[37] exploit noise or frequency
artifacts to inhibit image content. MVSS [35] adopts Ba-
yarConv [74] to extract noise-view patterns on input RGB
image. CAT-Net [36] focuses on JPEG compression artifacts
using the DCT coefficients segmentation model. HiFi-Net [37]
extracts RGB and frequency (LoG) features, but deep features
may retain semantic information. In the face manipulation
detection community, most methods [16], [17], [19], [38],
[68], [75] extract frequency/noise artifacts from RGB input.
Other studies [32], [33], [76] learn frequency forgery traces
for detection but not localization tasks. We propose a multi-
spectral class center module to suppress semantic content
features in the deeper localization branch.

III. METHODOLOGY

A. Problem Formulation

As demonstrated in Figure 2 (a), our proposed face manip-
ulation forensics architecture consists of a backbone network,
a classification branch, and a localization branch, where the
backbone network is utilized to project each input image I ∈
R3×H×W into multi-scale feature space F = {F1,F2,F3},
where H ×W is the shape of the input image. After that, a
multi-level forgery patterns aggregation scheme is designed to
aggregate F and output FA ∈ RC×h×w, where C denotes for
the number of feature channels.

Next, to exploit the global contextual representation of
tampered regions over different frequency bands from aggre-
gated FA, we propose the multi-spectral class center (MSCC)
module as M , and then we have:

FM = M (FA), (1)

where FM ∈ RC×h×w is the enhanced features from the
perspective of centers of different spectral classes. Finally, FM

is leveraged to predict the label of each pixel in the input
image:

P1 = Upsample8×(C1(FM )), (2)

where C1 is a pixel-level classification head and P1 ∈
Rk×H×W indicates the predicted pixel-level class probability
distribution. Moreover, we apply the last layer output features
F3 of the backbone network as image-level classification head
C2 input, we have:

P2 = C2(F3), (3)

in which, P2 ∈ Rk represents the image-level prediction
probability distribution. Here, k is the number of classes and
k = 2.

B. Multi-level Features Aggregation

The forgery artifacts (e.g., blending boundary, checkboard,
blur artifacts, etc.) and local structure are low-level texture
features, which are mostly exiting shallow layers of the
network [17], [38]. However, previous face manipulation lo-
calization methods [24], [25] primarily focused on deep se-
mantic information and disregarded low-level texture features
and location information, which would result in coarse and
inaccurate output and disrupt some crucial low-level details
(see Figure 4). To leverage the forgery-related low-level texture
features, we propose the Multi-level Features Aggregation
(MFA) scheme, which exploits texture-related information
from multi-level and enhances the texture details of high-level
semantic features.

As shown in Figure 2 (b), we first gain multi-level features
F1,F2,F3 from the backbone network and then employ three
different aligned layers (i.e., N1, N2, and N3) for each of
them:

F
′

1 = N1(F1),F
′

2 = N2(F2),F
′

3 = N3(F3), (4)

where F ′

1,F
′

2,F
′

3 ∈ RC×h×w. Each aligned layer consists
of a Conv and a Downsample, which aligns the different
level features to assure the effectiveness of the lower-level
texture information. Then, we aggregate the aligned multi-level
features F ′

1,F
′

2,F
′

3 by channel-wise concatenation operation
Cat as follows:

FA = Conv(Cat([F
′

1,F
′

2,F
′

3])). (5)
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where FA ∈ RC×h×w and the Conv layer to make the channel
size of 3C to C.

C. Multi-spectral Class Center

Previous face manipulation localization approaches [24],
[25], [25]–[28], [30], [30] have primarily focused on RGB
features learning within the backbone network while neglect-
ing to fully exploit the effectiveness of the rich forgery cues at
the localization branch. Other image manipulation localization
approaches [34], [35], [39]–[41] apply noise or frequency
information in the shallow layer of the backbone network,
thus still keeping natural semantic object information in the
localization branch. As face manipulation localization models
solely require the localization of tampered regions rather
than all meaningful object regions, further analysis indicates
that semantic objective features interfere with the forgery
cues [34], [35]. Therefore, the primary concern is how to
develop and train a face manipulation localization model that
can leverage frequency-aware forgery features with sensitivity
towards manipulations in a deeper localization network. The
manipulated elements have discrepancies in the frequency
domain compared to the authentic part, and extracting multi-
frequency band information in the contextual features helps
to suppress the semantic objective features [16], [17], [19],
[38]. Inspired by these motivations, we propose a novel Multi-
spectral Class Center (MSCC) module to learn semantic-
agnostic forgery features from the different-frequency bands
perspective, as shown in Figure 2 (c).

1) Discrete Cosine Transform Filters: Following [77], [78],
the 2D Discrete Cosine Transform (DCT) filters basis func-
tions as follows:

Du,v =

H−1∑
i=0

W−1∑
j=0

di,j cos(
πu

U
(i+

1

2
)) cos(

πv

V
(j +

1

2
))

s.t. u ∈ {0, 1, · · · , U − 1}, v ∈ {0, 1, · · · , V − 1},

(6)

where d ∈ RH×W is a two-dimensional data and Du,v ∈
RH×W is the 2D DCT frequency spectrum with the trans-
formation basis of (u, v). For simplicity, we define the above
DCT operation as Dn(·), in which n ∈ {0, 1, · · · , N −1} and
N is the number of frequency transformation basis of (u, v).
In this paper, we first split the features FA ∈ RC×h×w into
N parts along the channel dimension, where each channel of
the n-th part feature Fn

A ∈ Rc×h×w is defined fn
i ∈ Rh×w,

i ∈ {0, 1, · · · , c − 1} and c = C
N . Then, every fn

i is
transformed through Dn(·) with n-th transformation basis
(u, v), as follows:

F̃n
A = Cat([Dn(f

n
0 ),Dn(f

n
1 ), · · · ,Dn(f

n
c−1)]), (7)

where F̃n
A ∈ Rc×h×w is the frequency features for specific

spectral component. Similarly, we can obtain the frequency
information of the FA for all spectral components and con-
catenate them together channel-wise:

F̃A = Cat([F̃0
A, F̃1

A, · · · , F̃N−1
A ]), (8)

in which, F̃A ∈ R(N×c)×h×w are frequency-aware feature
maps with N different frequency bands. In the implementa-
tion, we set N = 64 (i.e., U = V = 8).

2) Multi-spectral Class Center: After getting the frequency
feature maps F̃A ∈ RC×h×w, we split it along the channel
dimension into M different spectral features, denoted as F̃S ∈
RM× C

M ×h×w. Then we calculate the coarse segmentation
predictions of different frequency components through a pixel-
level classification head C3, then we have:

PS = C3(F̃S), (9)

where PS ∈ RM×k×h×w indicates the probability of a pixel
belonging to a specific class in M different spectral features,
i.e., mapping the features from C

M to k. After that, we perform
a matrix multiplication ⊗ between the PS and the transpose
of F̃S to calculate the multi-spectral class centers Fclass ∈
RM×k× C

M as follows:

Fclass = PS ⊗ F̃⊤
S . (10)

Multi-spectral class centers are expected to learn a global
representation of each class from a different frequency per-
spective. Since the class centers of the different spectra are
calculated independently, there are missing interactions be-
tween them. To address this, we first treat the multi-spectral
class centers as distinct nodes, then message across each node,
and finally update the features for each node. The graph node
modeling process can be formulated as follows:

F
′

class = G (Fclass), (11)

where G is a GCN layer that enhances the relationships
between different spectral class centers.

3) Feature Refinement: We employ the multi-spectral class
centers F ′

class ∈ RM×k× C
M to refine the aggregated multi-

level features FA through an attentional calculation mech-
anism. We first compute a multi-spectral weight matrix to
represent pixel similarity maps between each class center and
the corresponding partial feature in FA, as follows:

W = Softmax(FA ⊗ (F
′

class)
⊤), (12)

where W ∈ RM×hw×k and FA is split by channel-wise and
reshaped as M ×hw× C

M . Then, the weighted features F ′

A ∈
RM×hw× C

M are calculated as follows:

F
′

A = W ⊗F
′

class. (13)

Finally, the multi-spectral class centers refined features FM ∈
RC×h×w is obtained by fusing the original features FA and
weighted features F ′

A via a Conv layer, we have:

FM = Conv(Cat([FA,F
′

A])). (14)

Note that F ′

A is recovered and permuted to have a size of
C×h×w and the Conv layer to make the channel size of 2C
to C.

Our MSCC module represents pixel-class relationships over
different spectra features. The decomposed class centers are
employed to calculate the attention of different frequency
bands for suppressing semantic contextual information. This
is because the original semantic-aware features are frequency
aliasing states, with particularly low-frequency information
dominating and high-frequency forgery cues easily discounted
[79], as shown in Fig. 1. Hence, our MSCC module enhances
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Fig. 3. Pixel-level annotation procedure for the P-FF++ dataset. The symbol ∗ is a multiplication operation.

the capacity of the model to learn semantic-agnostic features
that are sensitive to face manipulation traces. In this way,
the proposed MSCCNet effectively mitigates the disruption
of deep semantic features in the localization decoder network,
surpassing previous methods [20], [25], [29], [35]–[37], [71].

D. Objective Function

We first apply two cross-entropy loss functions for the
predictions P1 and P2 of the MSCCNet, i.e., a pixel-level loss
Lseg for localizing the manipulated regions and an image-level
loss Lcls for classifying the authentic or manipulated face.
Then, for coarse segmentation predictions PS ∈ RM×k×h×w

in Eq.(9), we employ a 1× 1 Conv to fuse the multi-spectral
results as follow:

P
′

S = Conv(PS), (15)

where P ′

S ∈ Rk×h×w is global representations. Similarly, the
cross-entropy loss function is employed to calculate its loss
Lmscc. Finally, the multi-task loss function L is used to jointly
optimize the model parameters, we have:

L = Lcls + Lseg + Lmscc. (16)

IV. BENCHMARK

A. Datasets

To facilitate the study of face manipulation localization,
we define this task as recognizing pixel-level manipulated
regions from a given face image. We have selected the
most widely-used P-FF++ dataset, and the Dolos [43] dataset
which includes the latest diffusion-based generative models,
to construct a comprehensive benchmark.

1) Pixel-level Annotation for FaceForensics++ (P-FF++):
The FF++ [42] is a challenging face forgery video dataset with
1,000 original YouTube videos and 5,000 corresponding fake
videos generated through 5 manipulation methods: Deepfakes
(DF) [5], Face2Face (FF) [8], FaceSwap (FS) [6], FaceShifter
(FSh) [9], and NeuralTextures (NT) [7]. It includes 3 quality
levels: Raw (C0), High (C23), and Low (C40).

We further preprocess FF++ [42] with annotations for forged
region localization tasks. We apply real-fake image pairs from
FF++ to generate pixel-level annotation, as forgery images and
corresponding authentic images have pixel-level differences

TABLE I
DETAILS OF THE STATISTICAL QUANTITY OF THE P-FF++ [42] AND

DOLOS DATASETS. THE P-FF++ INCLUDES BOTH FAKE AND
CORRESPONDING REAL FACE IMAGES FOR EACH TYPE OF MANIPULATION.

THE SYMBOL ⋆ DENOTES REMOVING DUPLICATE REAL FACE IMAGES
DURING THE VALIDATION AND TESTING PHASES.

Types Train Set Valid Set Test Set All Sets

P-FF++

DF [5] + Real 28, 756 5, 560 5, 560 39, 876
FF [8] + Real 28, 724 5, 522 5, 560 39, 806
FS [6] + Real 28, 760 5, 560 5, 560 39, 880
FSh [9] + Real 28, 760 5, 560 5, 560 39, 880
NT [7] + Real 28, 724 5, 522 5, 560 39, 806

All Types 143, 724 16, 922⋆ 16, 929⋆ 177, 575

Dolos

Real [80] 9, 000 900 900 10, 800
Repaint [1] 30, 000 3, 000 8, 500 41, 500
LDM [3] 9, 000 900 900 10, 800
LaMa [2] 9, 000 900 900 10, 800

Pluralistic [4] 9, 000 900 900 10, 800
All Types 76, 000 7, 600 12, 100 95, 700

in manipulated regions and are identical elsewhere [18]–[21],
[24]. As shown in Fig. 3, for real and fake RGB image
pairs, we convert them to grayscale, and compute SSIM [81]
between them to produce SSIM map S in the range of [0, 1],
following [21]. To accurately portray pixel-level discrepancy
S on forged images, we first compute coarse manipulated
regions factor f from S. Second, we multiply f and fake
image to obtain binarized M . As M is scattered, we dilate
it, apply convex wrapping twice for comprehensive tamper
region mask, then erode edges and apply Gaussian blurring
to generate ground truth masks Mgt for fake images. For
corresponding real images, we apply zero-maps as Mgt.

For each P-FF++ video, we select up to 20 frames to form
single-face manipulation image datasets and obtain forged
region labels using the proposed annotation procedure. We
divide training, validation, and testing sets following the
original work. Detailed statistics of pixel-level FF++ (P-FF++)
are shown in Table I.

2) Dolos: Dolos [43] is a recently released dataset for local
face manipulation. The real face images are sourced from
CelebA-HQ [80], and four different forgery techniques were
applied: diffusion-based Repaint [1] and LDM [2], Fourier
convolution-based LaMa [3], and GAN-based Pluralistic [4].
It should be noted that this dataset retains the mask annotations
of the forgery regions during the creation process. The dataset
details are summarized in Table I.
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B. Baseline Methods

We conduct a competitive benchmark for face manipulation
localization, including quantitative and qualitative evaluations,
across various scenarios. For fair and reproducible comparison,
we broadly select publicly available methods associated with
localizing tampered faces: (1) Face manipulation detection
with segmentation loss [20], [29]. (2) Face manipulation
localization methods [24], [25]. (3) Image forgery localization
methods [35]–[37], [71].

Baseline methods described: (1) HPFCN [71]: High-pass
filtered fully convolutional network for deep inpainting local-
ization, lacks classification branch. (2) Multi-task [25]: Multi-
task network with encoder, Y-shaped decoder for classification,
segmentation, and reconstruction. (3) FFD [24]: Utilizes atten-
tion to process feature maps for classification and localization
highlights. (4) M2TR [20]: Multi-scale patches for local in-
consistencies, cross-modality for multi-modal fusion. Applies
segmentation loss but lacks pixel-level results. (5) SLADD
[29]: Large forgery augmentation space, adversarial training,
forgery region prediction head for classification. (6) MVSS
[35]: Multi-view feature learning, multi-scale supervision for
manipulation localization. (7) CATNet [36]: Focuses on JPEG
artifacts, not suitable for FF++ video compression. (8) HiFi-
Net [37]: Color, frequency blocks for generation artifacts,
multi-branch feature extractor.

M2TR [20] and SLADD [29] are designed for Deepfake de-
tection, but we compute their pixel-level results. HPFCN [71]
and MVSS [35] utilize a backbone for additional classification
branches like our MSCCNet.

C. Metrics

The Accuracy (ACC) and Area Under the Receiver Op-
erating Characteristic Curve (AUC) are reported for face
manipulation detection comparison metrics. For the evaluation
of localization results, we employ the pixel-level F1-score and
mIoU (mean of class-wise intersection over union). Unless
otherwise noted, the computed evaluation metrics are reported
for both authentic and manipulated images. The higher value
indicates that the performance is better.

D. Evaluation Protocols

To completely evaluate our MSCCNet, we adopt three
evaluation protocols: 1) Intra-dataset: We adopt the C23 and
C40 of the P-FF++, and Dolos [43] for intra-test evaluation.
2) Unseen datasets (cross-datasets): We train the proposed
method on the C23 set of the P-FF++ dataset and then test it
on the unseen test set of Dolos [43], and vice versa. 3) Unseen
manipulations (cross-manipulation): We perform experiments
on the C40 set of the P-FF++ dataset through a leave-one-out
strategy. Specifically, there are five manipulation types of fake
face images in the C40 set, one type is used as a test set while
the remaining four types form the training set. For the Dolos
[43] dataset, we train on the Repaint [1] set and then test the
other three manipulation sets (i.e., LaMa [3], LDM [2], and
Pluralistic [4]).

V. EXPERIMENTS

A. Experimental Setup

Our MSCCNet’s backbone is dilated ResNet-50 [82], the
classification branch is a simple MLP layer, and the localiza-
tion branch consists of proposed MFA and MSCC modules.
Specifically, the ResNet-50 backbone is initialized with Ima-
geNet pre-trained weights, while the remaining layers/modules
are randomly initialized. Dilated ResNet-50’s output stride
is 8, so h=H/8 and w=W/8 in MSCCNet. The remaining
benchmark models follow original papers unless otherwise
stated.

We train MSCCNet with SGD: initial learning rate 0.009,
momentum0.9, weight decay 5e − 4. Learning rate decays
by poly policy (1 − iter

totaliter
)0.9. Input size 512x512, batch

size 64. Random horizontal flipping for data augmentation.
Synchronized batch norm by PyTorch 1.8.1 for multi-GPU
training. Other methods follow original papers unless stated.

B. Intra-dataset Evaluation

We first investigate the localization performance of bench-
mark approaches on the P-FF++ and Dolos [43] datasets. This
task is more practical and challenging, yet is rarely explored
in the previous literature. As shown in Table II, the FFD
[24] model exhibits inadequate localization results due to
its utilization of low-resolution attention maps as prediction
masks. Furthermore, it lacks the ability to incorporate global
contextual representation in its localization branch, rendering
it unsuitable for forgery localization tasks. M2TR [20] and
SLADD [29] apply the semantic segmentation pipeline to
supervise the manipulated regions but their main objective is to
enhance detection performance rather than localization, con-
sequently leading to unsatisfactory localization performance.
Another crucial factor is the disregard for the negative impact
of semantic objective information in these methods [20], [24],
[25], [29]. In the image forgery localization community, while
some approaches [35]–[37], [71] address this drawback and
achieve notable performance improvements from a noise or
frequency perspective, they still struggle to effectively sup-
press semantic objective information in the deep features of the
localization branch. For example, HPFCN [71] employs a filter
on the input RGB image and only achieves a 60.53 F1-score.
MVSS [35], CAT-Net [36], and HiFi-Net [37] fuse the features
of the RGB image with noise- or frequency-view patterns, but
they also extract them on the inputs. Hence, their localization
performance on face manipulation datasets is poorer than our
MSCCNet, especially on the FF++ C40 dataset [42]. This
is inherently caused by the diminished discrepancy between
tampered and real areas in low-quality forged images, leading
to a reduction in distinctive semantic objective features and
consequent localization failures. In comparison to alternative
models, our MSCCNet model exhibits superior performance,
especially on the C40 dataset. This outcome suggests that the
proposed MFA and MSCC modules enhance global contex-
tual representations that are multi-frequency forgery features
while enabling the suppression of objective semantic-related
information.
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TABLE II
INTRA-DATASET RESULTS FOR FACE MANIPULATION LOCALIZATION AND DETECTION ON THE P-FF++ AND DOLOS DATASETS. THE C40 AND C23

INDICATE DIFFERENT COMPRESSION LEVELS.

Methods References
P-FF++ (C40) P-FF++ (C23) Dolos

Image-level Pixel-level Image-level Pixel-level Image-level Pixel-level
ACC AUC F1 mIoU ACC AUC F1 mIoU ACC AUC F1 mIoU

HPFCN [71] ICCV 2019 82.05 69.08 60.53 48.37 86.60 88.69 69.12 55.91 82.46 90.18 87.36 78.62
Muilt-task [25] BTAS 2019 71.09 74.05 74.91 61.86 88.08 93.41 81.88 70.39 95.27 97.86 87.72 79.22

FFD [24] CVPR 2020 81.65 80.05 61.24 48.84 90.94 94.54 72.63 59.27 89.05 78.05 45.42 41.61
M2TR [20] ICMR 2022 86.18 86.34 75.33 62.02 93.44 97.18 85.13 74.78 98.48 99.86 89.29 81.51

SLADD [29] CVPR 2022 86.25 85.53 70.95 57.86 91.12 97.23 79.96 67.87 87.04 89.08 38.54 27.20
MVSS [35] TPAMI 2022 85.08 81.99 82.34 70.82 95.30 98.71 88.79 80.20 96.10 99.11 95.44 91.44

CAT-Net [36] IJCV 2022 85.86 85.77 84.89 74.40 96.14 98.83 89.18 80.86 96.74 99.84 96.07 92.56
HiFi-Net [37] CVPR 2023 72.77 80.28 76.66 63.17 89.46 97.35 84.81 74.28 98.43 99.98 93.19 87.56

MSCCNet (ours) – 88.07 87.61 86.82 77.22 97.21 98.94 90.71 83.29 99.02 99.96 98.93 97.89

TABLE III
GENERALIZATION TO UNSEEN DATASETS. THE MODEL IS TRAINED ON

THE TRAINING SET OF P-FF++ C23 WHILE TESTED ON THE TEST SET OF
DOLOS, AND VICE VERSA.

Methods C23 → Dolos Dolos → C23 Average
F1 mIoU F1 mIoU F1 mIoU

HPFCN [71] 45.53 41.62 43.82 36.90 44.68 39.26
Muilt-task [25] 48.62 43.25 42.22 36.38 45.42 39.82

FFD [24] 45.75 41.73 42.08 36.33 43.92 39.03
M2TR [20] 59.32 48.40 42.73 36.89 51.03 42.65

SLADD [29] 49.58 43.70 37.38 23.01 43.48 33.36
MVSS [35] 59.57 46.89 56.76 43.21 58.17 45.05

CAT-Net [36] 56.30 46.10 55.48 43.51 55.89 44.81
HiFi-Net [37] 47.10 42.37 56.08 39.05 51.59 40.71

MSCCNet (ours) 59.84 47.88 58.71 45.64 59.28 46.76

We next analyze the image-level classification performance
of the face forgery localization approaches on the P-FF++ and
Dolos [43] datasets. Face manipulation detection methodolo-
gies [20], [29] have already extensively studied classification
tasks, so they achieve remarkable results. As shown in Table
II, these classification results of C40 sets show that FFD [24]
and Multi-task [25] are not suitable for low-quality datasets.
Our findings from Table II illustrate that preceding image
forgery localization methods [37], [71] have yielded inade-
quate classification outcomes on the C40 and C23 datasets.
Our MSCCNet outperforms all benchmark methods in terms
of ACC and AUC on the C40 set. It is worth noting that the
proposed MFA and MSCC modules are specifically designed
to enhance the localization branch’s function, without directly
augmenting image-level classification abilities.

C. Unseen Datasets Evaluation

The unseen datasets are created by anonymous forgery
methodology based on unknown source data. As shown in
Table III, we conduct cross-dataset experiments to evaluate the
generalization capacity of the face manipulation localization
models on unseen C23 or Dolos [43] datasets. Regarding the
localization results for face manipulation, CAT-Net [36] and
MVSS [35] accomplish significant performance by learning
semantic-agnostic features. However, their localization branch
networks do not fully excel in this aspect. Exiting face

forgery detection and localization methods have not fully
taken into account the frequency-related forgery features of
the localization branch network. In contrast, the proposed
MSCCNet effectively inhibits the image semantic content
of deeper features by utilizing multi-spectral class centers,
thereby achieving this target. From Table III, our MSCCNet
significantly outperforms all the competitors, which suggests
that multi-spectral forgery cues offer a significant contribution
to generalization.

D. Unseen Manipulation Evaluation

To assess the cross-manipulation generalization capabili-
ties of different face manipulation localization models, we
conduct the unseen manipulation evaluation experiments in
Table IV and V. These results demonstrate that our MSCCNet
achieves exceptional localization generalization performance
(65.25% F1-score and 53.68% mIoU) to novel forgeries,
surpassing most approaches. Despite the various manipula-
tion methods employed in the five types of manipulations
(Deepfakes [5], Face2Face [8], FaceSwap [6], FaceShifter [9],
and NeuralTextures [7]) within the P-FF++ dataset, each of
which focuses on different tasks, the proposed MSCCNet
succeeded in learning a generalized discriminative feature on
four of the manipulations and generalized to the remaining
one. Different types of forgeries exhibit varying levels of
difficulty, with Deepfakes [5] generally being easier to localize
compared to NeuralTextures [7] forgeries, which are often
more challenging. As shown in Table V, our MSCCNet also
outperforms other methods in terms of average localization
performance, indicating that our model can adapt to diffusion-
based synthetic face data.

E. Qualitative Comparisons

After training, our model can generate high-quality mask
predictions that depict tampering locations on the test set.
Here, we provide some qualitative samples in Figure 4. Since
the FFD [24] and SLADD [29] rely on low-resolution attention
maps, their predictions tend to be small and coarse-grained.
Therefore, we did not display and compare their predicted
masks. HPFCN [71] proves inadequate for advanced face
manipulation images, thus failing to predict tampered regions
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TABLE IV
GENERALIZATION TO UNSEEN MANIPULATIONS ON THE P-FF++ C40 DATASET, WHICH CONSISTS OF FIVE MANIPULATION METHODS. WE TRAIN ON

FOUR METHODS AND TEST ON THE OTHER ONE METHOD. THE ITALICIZED NUMBERS INDICATE THE AVERAGE OF THE FIVE DIFFERENT GENERALIZATION
RESULTS. THE F1 AND MIOU ARE PIXEL-LEVEL RESULTS.

Methods Deepfakes Face2Face FaceSwap FaceShifter NeuralTextures Average
F1 mIoU F1 mIoU F1 mIoU F1 mIoU F1 mIoU F1 mIoU

HPFCN [71] 66.09 55.78 56.79 47.06 63.47 53.69 57.16 46.61 53.31 44.54 59.53 49.54
Multi-task [25] 72.74 61.17 60.77 50.04 57.25 48.54 58.21 47.75 53.42 44.88 60.48 50.48

FFD [24] 67.77 56.54 46.24 41.06 53.24 47.50 61.31 49.69 54.50 45.13 56.61 47.98
M2TR [20] 73.15 60.83 62.73 51.17 64.21 52.89 54.02 44.91 57.58 47.11 62.34 51.38

SLADD [29] 74.79 63.58 59.91 49.31 63.08 53.71 58.82 48.11 55.80 46.12 62.48 52.17
MVSS [35] 70.61 58.11 62.07 50.71 63.52 53.03 62.55 49.75 55.36 45.61 62.82 51.44

CAT-Net [36] 71.13 58.32 63.92 51.51 64.55 53.07 63.76 51.40 56.89 47.19 64.05 52.30
HiFi-Net [37] 52.41 44.94 61.35 50.15 60.74 49.83 52.64 44.12 55.26 45.97 56.48 47.00

MSCCNet (ours) 75.28 63.20 64.23 52.21 65.15 54.03 63.81 51.58 57.79 47.37 65.25 53.68

Fig. 4. Visualization mask predictions of baseline methods and our MSCCNet. The examples are randomly selected from the C40 test set of P-FF++ and
Dolos. Every row indicates different face manipulation technologies. Columns Image and Mask represent the input forged face and its corresponding pixel-level
label, respectively.
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TABLE V
GENERALIZATION TO UNSEEN MANIPULATIONS ON THE DOLOS DATASET
WHICH CONSISTS OF FOUR MANIPULATION METHODS. WE TRAIN ON THE
REPAINT SET AND TEST ON THE OTHER THREE SETS. THE F1 AND MIOU

ARE PIXEL-LEVEL RESULTS.

Methods LaMa LDM Pluralistic Average
F1 mIoU F1 mIoU F1 mIoU F1 mIoU

HPFCN [71] 56.99 48.40 53.54 43.07 49.42 40.72 53.32 44.06
Multi-task [25] 61.65 47.91 52.33 37.98 74.82 62.79 62.93 49.56

FFD [24] 48.02 45.31 58.93 51.37 48.44 45.46 51.80 47.38
M2TR [20] 62.73 51.17 64.21 52.89 54.02 44.91 60.32 49.66

SLADD [29] 20.01 11.15 19.75 11.02 20.68 11.59 20.15 11.25
MVSS [35] 93.51 88.28 53.02 38.64 80.22 69.88 75.58 65.60

CAT-Net [36] 80.14 69.29 52.22 37.87 93.30 87.94 75.22 65.03
HiFi-Net [37] 55.81 44.31 53.34 40.97 65.11 53.21 58.08 46.16

MSCCNet (ours) 98.47 97.01 55.74 41.88 91.54 85.16 81.92 74.68

TABLE VI
EXTEND EXPERIMENT ON IMAGE FORGERY DATASETS. THE MODEL IS

TRAINED ON THE CASIAV2 [83] DATASET WHILE TESTED ON THE OTHER
FIVE DATASETS. THE EVALUATION METRIC IS THE PIXEL-LEVEL F1

SCORE.

Methods References COVER Columbia NIST16 CASIAv1 IMD2020 Average

Mantra-Net [39] CVPR 2019 09.0 24.3 10.4 12.5 05.5 12.3
MVSS-Net [35] TPAMI 2022 25.9 38.6 24.6 53.4 27.9 34.1

ObjectFormer [84] CVPR 2022 29.4 33.6 17.3 42.9 17.3 28.1
PSCC-Net [73] TCSVT 2022 23.1 60.4 21.4 37.8 23.5 33.3
NCL-IML [85] ICCV 2023 22.5 44.6 26.0 50.2 23.7 33.4

MSCCNet(ours) – 24.14 37.04 22.52 65.37 27.63 35.34

accurately. The detrimental effects of Multi-task [25] and
M2TR [20], which excessively prioritize objective semantic
features, are evident in Figure 4. For example, NeuralTextures
[7] is local forgery technology, while Multi-task [25] and
M2TR [20] predict the whole face object regions. In the
case of LDM [2] row, where the manipulated region is only
mouth, MVSS [35], CAT-Net [36], and HiFi-Net [37] exhibit
localization errors. Meanwhile, Multi-task [25] and M2TR
[20] are unable to predict the tampered regions, and instead
consider them to be part of the original image. The superior
performance of our MSCCNet is evident from its ability to
identify tampered regions in distinct types of forgeries. This
capability highlights the strength of our method in effectively
modeling frequency-related forgery features in the localization
network.

F. Extend Experiment
To further validate the effectiveness of our approach, we

conducted experiments on the image forgery datasets follow-
ing [86]. In general, the models are trained on the CASIAv2
[83] dataset, and tested on five unseen testing datasets in-
cluding CASIAv1 [87], COVER [88], IMD2020 [89], NIST16
[90], and Columbia [91].

As presented in Table VI, the localization results for other
methods are obtained from the [86] and the evaluation metric
is pixel-level F1 score only for manipulated images. Based on
the results, it is evident that our MSCCNet outperforms other
models in terms of the average F1 score. Specifically, the lo-
calization results on CASIAv1 [87] far exceed other traditional
image manipulation localization methods, indicating that our
model is not only applicable to advanced face manipulation
techniques but can also cover traditional manual image editing
techniques.

TABLE VII
ANALYSIS OF DIFFERENT MODULES OF THE PROPOSED MSCCNET.

Base. MFA MSCC Lmscc
Image-level Pixel-level

ACC AUC F1 mIoU
✓ - - - 87.49 86.67 83.79 72.84
✓ ✓ - - 87.29 86.68 83.98 73.11
✓ ✓ ✓ - 87.38 86.99 85.82 75.76
✓ ✓ ✓ ✓ 88.07 87.61 86.82 77.22

TABLE VIII
ANALYSIS OF THE PROPOSED MSCC MODULE.

GCN DCT Add Concat Image-level Pixel-level
ACC AUC F1 mIoU

✓ ✓ - ✓ 88.07 87.61 86.82 77.22
- ✓ - ✓ 87.60 87.17 86.41 76.62
✓ - - ✓ 87.61 87.43 85.94 75.92
✓ ✓ ✓ - 88.03 87.10 86.44 76.66

G. Ablation Study

We analyze different modules of the proposed MSCCNet on
the C40 set of P-FF++ and adopt the intra-dataset evaluation
protocol.

1) Analysis on MSCCNet Architecture: We set the baseline
(Base.) model by removing the MFA and MSCC modules, and
the remaining convolutional blocks. As summarized in Table
VII, applying the MFA module could bring 0.27% mIoU im-
provements, which demonstrates that low-level local textures
are helpful for manipulated region localization. MSCC module
is the key component for modeling semantic-agnostic features,
it achieves 75.76% in terms of mIoU. The multi-spectral
features of the coarse segmentation supervision mechanism
enable the assessment of the probability of pixel attribution to
its specific class. These features subsequently drive the MSCC
module’s ability to approximate a robust class center. From the
last line in Table VII, we can observe that Lmscc improves the
localization performance from 75.76% to 77.22%. Our results
show that the combination of semantic-agnostic features and
low-level artifacts improves face manipulation localization.
Moreover, the proposed MSCC module offers a viable solution
to suppress semantic-related information through a multi-
frequency perspective. As shown in Fig. 5, the visualization
results of the multi-spectral class centers demonstrate that our
MSCC module can learn distinct class centers for tampered
and authentic regions, and effectively distinguish between
them.

2) Influence of GCN: The GCN layer in our MSCC module
improves the consistency of multi-spectral class-level rep-
resentations by enhancing interaction between class centers
across various frequency bands. As can be seen in Table VIII,
if the GCN layer is removed, the localization performance
drops from 77.22% to 76.62% mIoU. It helps with multi-
frequency attention map calculation in feature refinement
operations.

3) Influence of DCT Filters: In Sec. III-C, the DCT filters
decompose semantic context features to different frequency
bands, which relieves the aliasing among low-frequency and
high-frequency components [79]. Given that forgery traces are
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Fig. 5. Visualization of different frequency class center maps (FCCM). The Image column shows different types of manipulation methods, where (a), (b),
(c), and (d) correspond to Repaint [1], LaMa [2], LDM [3], and Pluralistic [4], respectively. The Mask column indicates the tampered regions of the forged
images. The FCCM 1-4 columns represent the class center feature maps of the four frequency bands, indicating that our method effectively distinguishes the
tampered regions from the authentic regions.

TABLE IX
ANALYSIS OF DIFFERENT FREQUENCY MODULES.

Frequency Modules Image-level Pixel-level
ACC AUC F1 mIoU

M2TR [20] 85.09 86.13 83.65 72.61
F3Net [16] 85.76 86.28 82.78 71.35

Ours 88.07 87.61 86.82 77.22

more prominent in high-frequency rather than low-frequency
components [16], [17], [19], [20], [38], the multi-spectral
class centers have the potential to model frequency-dependent
forgery traces, particularly in high-frequency regions. To show
the effectiveness, we remove the DCT filters of the MSCC
module, the performance drops to 75.92%. In comparison,
applying DCT filters brings 1.3% mIoU improvements, as
indicated in Table VIII.

Furthermore, we compare the proposed MSCC module
with the frequency-related module in face forgery detection
methods (i.e., M2TR [20] and F3Net [16]), as shown in
Table IX. Ours significantly outperforms them in terms of
localization, which is because they are designed for detection
tasks, while our MSCC module is specifically designed for the
localization task.

4) Influence of Fusion Type: There are two feature fusion
types: addition (Add) and concatenation (Concat) options for
Eq. (14). In Table VIII, we try both addition and concatenation,
and the experimental results demonstrate that the concatena-
tion type is better performance.

5) Influence of the Number of Frequency Spectrum: The
number of the frequency spectrum of frequency maps can be
denoted as M in Sec. III-C. Various experiments are conducted
to investigate the performance of using different M , and the

TABLE X
ANALYSIS OF THE NUMBER OF THE FREQUENCY SPECTRUM.

Number of
Frequency Spectrum

Image-level Pixel-level
ACC AUC F1 mIoU

1 87.68 86.83 86.23 76.34
4 88.07 87.61 86.82 77.22

16 88.06 87.44 86.46 76.70

experimental results are shown in Table X. Setting M to 1 indi-
cates that the frequency features are not decomposed. Thus, its
mIoU is 0.88% lower than M = 4. Note that M = 4 means the
more frequency components are decomposed including low-
and high-frequency. We also notice that performance drops
to 76.70 if we use M = 16. This is primarily due to the
increased difficulty of predicting accurate coarse segmentation
outcomes for multi-frequency features, resulting in inadequate
class-level representations when M is too large. Therefore, we
adopt M = 4 for the other experiments.

VI. CONCLUSION

This paper proposes a novel Multi-Spectral Class Center
Network (MSCCNet) to facilitate learning more generalizable
and frequency-related forgery features for improved face ma-
nipulation localization. To avoid reliance on semantic objec-
tive information, we employ a Multi-Spectral Class Center
(MSCC) module to compute different frequency class-level
contexts and weighted attention, enabling the refinement of
forgery features in the localization network. A Multi-Level
Feature Aggregation (MFA) module is integrated to fuse low-
level forgery-specific textures. We construct a localization
performance benchmark consisting of deepfake detection and
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image manipulation localization methods, based on the recon-
structed P-FF++ dataset and the latest diffusion-based Dolos
dataset. Our extensive experiments demonstrate the superior
localization ability of MSCCNet on the comprehensive bench-
marks introduced.
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