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Abstract  

Artificial Intelligence (AI) is playing a vital role in all aspects of technology including cyber security. 

Application of Conversational AI like the chatbots are also becoming very popular in the medical field to 

provide timely and immediate medical assistance to patients in need. As medical chatbots deal with a lot of 

sensitive information, the security of these chatbots is crucial. To secure the confidentiality, integrity, and 

availability of cloud-hosted assets like these, medical chatbots can be monitored using AISecOps (Artificial 

Intelligence for Secure IT Operations). AISecOPs is an emerging field that integrates three different but 

interrelated domains like the IT operation, AI, and security as one domain, where the expertise from all these 

three domains are used cohesively to secure the cyber assets. It considers cloud operations and security in a 

holistic framework to collect the metrics required to assess the security threats and train the AI models to take 

immediate actions. This work is focused on applying the STRIDE threat modeling framework to model the 

possible threats involved in each component of the chatbot to enable the automatic threat detection using the 

AISecOps techniques. This threat modeling framework is tailored to the medical chatbots that involves 

sensitive data sharing but could also be applied for chatbots used in other sectors like the financial services, 

public sector, and government sectors that are concerned with security and compliance. 
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1. Introduction  

Medical chatbots are becoming popular these days as they could be used very effectively to provide timely 

help to the patients who are in remote or unreachable areas. The medical bots are also usually hosted in the 

cloud to adhere to the dynamic scaling of the data and the number of users [1]. The conversational AI involved 

in medical chatbots may frequently encounter many sensitive information about the patient like their personally 

identifiable information, social security numbers, their medical records etc [2]. Because of the high exposure 

of medical chatbots to the personal information of the patients, the fraudsters have targeted this industry as a 

major target. These attackers seek to steal personally identifiable information (PII) and other highly classified 

patient information, posing challenges for the chatbot’s security architecture [3]. Cloud computing has been 

widely used to scale up the resources on demand in various fields like finance, medical[ 4] etc. to enable scaling 

up of resources on demand. Since the applications can be scheduled [5] to various nodes in the cloud 

environment, the applications can perform their tasks efficiently by scaling up or down the number of compute 

resources [6]. Monitoring and ranking the cloud services [7] based on the multiple functional and nonfunctional 

criteria requirements for selecting the right cloud services [8] to ensure the security of the computing assets 

hosted in the cloud as well as in the non-cloud environment is very crucial in the field of medicine as sensitive 

personal and medical data are stored in these digital assets. AISecOPs is a part of AIOps [9] an emerging field 

that integrates three different but interrelated domains like the IT operation, AI, and security as one domain, 

where the expertise from all these three domains are used cohesively to secure the cyber assets [10]. AISecOps 

(Artificial Intelligence for Secure IT Operations) [11] is an implementation and delivery focused technique that 

combines full-stack telemetry data and automation to assist enterprises in delivering a dependable, secure, and 

cost-effective IT service that is continuously optimized for performance and security. AISecOps is a term 

coined by Gartner to describe the use of AI capabilities like natural language processing (NLP) and machine 

learning models to automate and streamline operational activities to ensure security. AISecOps makes use of 



big data, analytics, and machine learning to a) Collect and consolidate the massive and ever-increasing volumes 

of data produced by various IT infrastructure components, application requests, performance-monitoring tools 

that help in monitoring the security of the systems. b) Identify critical events and patterns linked to security 

concerns by intelligently shifting 'signals' out of the 'noise.' c) Diagnose fundamental causes and communicate 

them to security team for quick reaction and remediation or in some situations, automatically resolve issues 

without the need for human participation. d)AISecOps helps IT operations teams to respond more quickly and 

even proactively to potential security threats by merging numerous distinct, manual IT operations technologies 

into a unified, intelligent, and automated IT operations platform with end-to-end visibility and context. e) It 

bridges the gap between a more diversified, dynamic, and difficult-to-monitor IT landscape and siloed teams 

on the one hand, and user expectations for application performance and availability with little or no downtime 

on the other. Most experts believe that AIOps is the way of the future for IT operations management, and 

demand is only growing as businesses focus more on digital transformation efforts. This work maps the popular 

STRIDE framework for cyber security threat modelling to the various components of the conversation AI 

based medical chatbots architecture. STRIDE is a threat modeling methodology created and published by 

Microsoft employees in 1999 [12]. The STRIDE threat model examines the probable consequences of several 

threats to a system. STRIDE is the acronym for the different types of important threats to be identified that 

includes Spoofing(S), Tampering(T), Repudiation(R), Publication of information (P), Service interruption (I) 

and Privileges Elevation (E). STRIDE makes it feasible to uncover potential attack vectors for the 

conversational AI chatbots. This helps to decide on the key metrics to be collected for the chatbot security 

analysis. The AISecOps techniques can then be applied to analyze the danger and impact of any potential threat 

using this knowledge and devise actions to mitigate it. Ye W et al [13] have explained the various cyber threats 

that are associated with the different components of the chatbots, but their work is not focused on threat 

modelling and mapping the threats to the popular STRIDE framework for threat modelling.  

This work discusses on the following topics: a) A detailed description of the components of a cloud-based AI 

conversational Medical Chatbots is given in section II b) The STRIDE threat modeling for medical chatbot 

components is explained in section III c) The proposed taxonomy of cyber security threat modelling for cloud 

based medical chatbots is explained in detail in section IV d) Section V provides a detailed discussion and 

conclusion.  

2. Components of Cloud-based AI conversational Medical Chatbots 

Chatbots have become increasingly popular in a variety of applications, including recommender systems that 

recommend a variety of products and services from clothing to recommending highly technical services like 

cloud renderfarm services for medical images rendering [14]. They allow us to carry out activities that are 

activated by both written and spoken verbal orders and could be very useful in the field of medicine as well. 

The medical chatbots could be used very effectively to provide timely help to the patients who are in remote 

or unreachable areas. The medical bots are also usually hosted in cloud that are carefully chosen based on the 

functional and nonfunctional requirements of the overall system to adhere to the dynamic scaling of the data 

and the number of users. The conversational AI involved in medical chatbots may frequently encounter many 

sensitive information about the patient like their personally identifiable information, social security numbers, 

their medical records etc. [15]. Because of the high exposure of medical chatbots to the personal information of 

the patients, the fraudsters have targeted this industry as a major target. These attackers seek to steal personally 

identifiable information (PII) and other highly classified patient information, producing challenges for the 

chatbot’s security architecture [16].  

The components or modules that are commonly available in chatbots include the following modules. Client 

Module is the first part of the chatbot with which the patient interacts with in a medical chatbot, it also includes 

the other applications that the medical chatbot may operate or may get connected to in the process of chatting 

with the patient. The second module is the communication module that includes all the components of the 

infrastructure that is required for sending the user / patient messages from the client / patient module to the 

response generation module and then from the response generation module to the database module. The next 

one is the response module that deals with all the tasks involved in responding back to the user / patient with 

the relevant information. Hence, this layer comprises of all the Natural Language Processing (NLP) and or the 



Natural Language Understanding NLU and or the question-and-answer generation module etc. The module 

that translates the incoming textual command into an intent, that communicates the patient's intents, if the 

frontend is not used. The purpose of the phrase "When is the doctor’s appointment for scan today?" is to learn 

about the appointment details of the patient, and the processing engine should be properly trained to recognize 

similar-sounding words with the same semantic meaning. The NLP (Natural Language Processing) toolset on 

the other hand includes several services. These are often based on neural networks that learn from instances of 

specific words used in a variety of contexts and purposes. Thus, this module is the core module that involves 

a lot of scope for Artificial Intelligence using machine learning models to understand the user's / patient’s input 

message and create an appropriate response according to the input / request. The final module is the database 

module, and it is the module where all the information about a conversation is stored which may include 

message history etc. It may also contain the knowledge base in the form of knowledge graphs to reason and 

understand the about the environment around them, some chatbots employ the knowledge graph. These 

knowledge graphs may be helpful in the normal chatbots that does not use Natural Language Understanding 

NLU and or the question-and-answer generation techniques. 

3. STRIDE Threat Modeling for Medical Chatbot Hosted in Cloud 

Since the medical chatbot application are usually used by many patients scattered in various geographical 

locations, to ensure availability and data privacy, they need to be scheduled to various nodes in the cloud 

environment. Scheduling these applications on cloud will enable them to perform their tasks efficiently by 

scaling up or down the number of compute resources [17]. Cloud computing has been widely used to scale up 

the resources on demand in various fields like finance, medical images rendering etc. to enable scaling up of 

resources on demand. Monitoring and ranking the cloud services [18] based on the multiple functional and non-

functional criteria requirements for selecting the right cloud services [19] to ensure the security of the computing 

assets hosted in the cloud as well as in the non-cloud environment is very crucial in the field of medicine as 

sensitive personal and medical data are stored in these digital assets. AISecOPs is an emerging field that 

integrates three different but interrelated domains like the IT operation, AI, and security as one domain, where 

the expertise from all these three domains are used cohesively to secure the cyber assets. Threat modeling is 

an exercise that is used to assess potential risks and attack routes for a system. It is possible to conduct risk 

analysis and build counter measures and strategies to manage and reduce these risks using this knowledge. 

Using a threat modeling framework gives the threat modeling process structure and may contain additional 

benefits like proposed detection tactics and counter measures to be taken.  

This work maps this popular STRIDE framework for cyber security threat modeling to the various components 

of the conversation AI based medical chatbots architecture. STRIDE is a threat modeling methodology created 

and published by Microsoft employees in 1999. The STRIDE threat model examines the probable 

consequences of several threats to a system. STRIDE is the acronym for the different types of important threats 

to be identified that includes Spoofing(S), Tampering(T), Repudiation(R), Publication of information (P), 

Service interruption (I) and Privileges Elevation (E). STRIDE makes it feasible to uncover potential attack 

vectors for the conversational AI chatbots. This helps to decide on the key metrics to be collected for the 

chatbot security analysis. The AISecOps techniques can then be applied to analyze the danger and impact of 

any potential threat using this knowledge and devise actions to mitigate it. By examining these potential effects 

or goals and determining how they can be achieved, it is possible to find attack routes for the medical chatbot 

under examination. Using this knowledge, it is feasible to assess the hazard and impact of any prospective 

threat and design mitigation strategies. 

The strategy is to break down the system into key components, assess each one for hazard susceptibility, and 

then use the STRIDE method to reduce the threats. The process is then continued until there are no more risks 

to be concerned about. When we have succeeded splitting the system down into components and mitigate all 

threats to each one, we may claim that it is secure. Modeling cyber security vulnerabilities that are feasible at 

each component level of AI conversational chatbots is essential. It aids in identifying the metrics that need to 

be watched to employ AISecOps methodologies to discover aberrant patterns in talks and chatbot connection 

networks. 

 



 

4. Taxonomy of STRIDE Threat Modeling for Cloud Based Medical Chatbots 

A taxonomy of the cyber security threat modeling for cloud based medical chatbots using the STRIDE 

method is proposed in this work. The taxonomy maps the STRIDE categorized cyber threats to the various 

components of the medical chatbots. This way of creating the taxonomy helps to model the cyber threats that 

needs to monitor and captured to ensure security of the chatbots and identify the potential threats and the 

responses to be ready with in case of a security violation. The categories of the treats based on the STRIDE 

that identifies the different types of important threats to be identified that includes Spoofing(S), Tampering(T), 

Repudiation(R), Publication of information (P), Service interruption (I) and Privileges Elevation (E) is mapped 

to each component of the medical chatbot as given in the Figure 1. 

4.1. Spoofing (S): 

Spoofing (S) is a type of fraud in which someone or something impersonates a legitimate source, business, 

colleague, or other trusted contact to collect personal information, obtain money, spread malware, or steal data 

by forging the sender's identity. Spoofing is the most common attack related with the chatbot's Client module 
[20]. The following types of spoofing are possible in the chatbots' Client module, namely the a) IP Address 

Spoofing, b) ARP Spoofing c) Man-in-the-middle attack. 

 

4.1.1. IP Address Spoofing 

It is a network protocol for sending and receiving messages over the internet. Every email message sent 

includes the sender's IP address in the message header (source address). Hackers and scammers alter the header 

data by changing the source address to mask their identity. emails appear to have originated from a trustworthy 

source.   

4.1.2. ARP Spoofing 

ARP spoofing is a hacking technique that redirects network traffic to a hacker. Spoofing is the process of 

sniffing out LAN addresses on both wired and wireless LAN networks. The goal of this type of spoofing is to 

send fake ARP communications to Ethernet LANs, causing traffic to be changed or completely stopped. ARP's 

primary function is to match the IP address to the MAC address. Spoofed messages will be sent across the 

local network by attackers. The user's MAC address will be mapped to his IP address in this answer. As a 

result, the attacker will have complete access to the victim's computer.  

4.1.3. Man-in-the-Middle Attacks 

As the name implies, communication between the original originator of the message and the intended receiver 

is intercepted. The substance of the message is then altered without the knowledge of either party. In the packet, 

the attacker adds his own message [21]. 

4.2. Tampering Data (T) / Data Tampering (T) 

The act of purposely modifying, destroying, manipulating, or editing data through unauthorized channels is 

known as data tampering. There are two states of data: in transit and at rest. Data could be intercepted and 

tampered with in both cases. Data transfer is at the heart of digital communications. When data packets are 

sent unencrypted, for example, a hacker can intercept the data packet, change its contents, and change its 

destination address. A system application can suffer a security breach if data is stored at rest, and an 

unauthorized intruder could use malicious code to alter the data or underlying computer code. The intrusion is 

hostile in both cases, and the consequences for the data are always disastrous. It's one of the most serious 

security risks that any app, program, or company can face. In both the Response generation and database 

modules, data manipulation is feasible [22]. 

 

 



 

 

 

 

Figure 1. Taxonomy of STRIDE Threat Modeling for Cloud Based Medical Chatbots 

 

4.2.1. Data tampering attacks in chatbot database modules  

Any relevant information to the conversation can be looked up in the database module of the chatbot. It 

can, for example, query a knowledge graph to produce a well-informed response. Attacks against the database 

module could jeopardize the privacy of millions of users and drastically alter the chatbot's behavior. The two 



important attacks under this category is the SQL injection attack and the attack on the knowledge graph 

database. 

SQL injection attacks are a common issue in programs that use SQL as a datastore. These attacks use carefully 

constructed inputs to force the database to undertake unwanted activities such as data modification or the return 

of sensitive data. Data injections can happen through server variables or even cookies, according to Halfond 

et al. [23]. An attacker may, for example, conceal an injection attack in a server variable that is activated if the 

database is told to record the contents of that variable. A variety of solutions can be used to combat SQL 

injection attacks. The main source of this vulnerability, however, is a lack of input validation. As a result, any 

effective defense against these attacks necessitates the developer spending adequate time cleaning and 

validating data [24].  

Attacks on Knowledge Graphs used by some chatbots to reason and understand the about the environment 

around them is also very common and needs to be monitored. Knowledge graphs are a particular type of 

database that captures the relationships between various entities that are interconnected with each other and 

can be queried using special type of query language designed for graphs to extract the relationship between 

the entities and hence identify the impact or dependency of each component on the other. To create a 

knowledge graph usually a taxonomy [25] of the entities is created by identifying the important key role players 

in the environment and then the taxonomy is used to create an ontology that captures the different relationships 

between those entities and the other ways those entities may be represented in the knowledge graph. A social 

network graph is the most basic example of a knowledge graph, which represents the relationships between 

real-world items. Hence any attack that modifies the relationship between the entities will cause a huge impact 

on the inference made using the knowledge graph [26] Chatbots that are used for recommending items or 

generates recommendations based on the inputs given by the user make use the  concepts of taxonomy [27], 

ontologies and knowledge graphs in their underlying architecture to overcome the cold start problem in 

recommending appropriate items to the users. 

4.2.2. Attacks to tamper with data in the chatbot's Response Generation module: 

Samples of Adversarial Voices (E) To work successfully, many personal assistants rely on a voice recognition 

component incorporated in the client module. These voice recognition features, however, are not always 

accurate. Hackers have been known to dupe personal assistants into carrying out their orders in the past. One 

can create hostile voice samples to trick the voice recognition module contained in the client program. White 

box attacks and black box attacks are the two types of attacks that can be used.  

White box attacks [28] make use of model information, whereas black box attacks [29] make no assumptions 

about the model. The basic purpose in each case is to mask the antagonistic voice command that the attacker 

is attempting to elicit. One technique to do this is to introduce a disturbance to the original speech sample that 

causes the voice recognition module to misinterpret it but is undetectable to humans. Voice commands may 

be embedded in seemingly benign audio sources such as music in more complex attacks. The authors tweaked 

the innocent tune just enough for the voice recognition module to pick up on the antagonistic voice commands, 

but not humans. In the voice domain, countermeasures against hostile samples have been presented. White box 

attacks are simple to thwart if the model is kept hidden. However, adversarial samples can be created even in 

black box situations, thus relying too heavily on the model's secrecy is a bad idea. Other strategies aim to 

increase the amount of effort required to carry out a successful attack. The assault may become impossible if 

the adversary must query the model multiple times. The model can also be retrained by the developers. 

Mistakes in the voice recognition module can be corrected via adversarial training. 

4.3. Repudiation  

Repudiation is the inability to prove the existence of a transaction between two parties. When executing session 

layer assaults, the hacker's purpose is to perform repudiation. Nonrepudiation, on the other side, is having 

absolute confirmation of the parties' identities in a completed transaction. Certain sorts of transactions, for 

example, necessitate a nonrepudiation procedure. Signing electronic documents, exchanging money 

electronically, and purchasing a goods online with a credit card, for example, all require a nonrepudiation 

mechanism to be legally binding. When consumers access web material, hackers frequently utilize a 



repudiation attack. To carry out their repudiation assault, hackers can use Java or ActiveX scripts, port-

scanning programs, masquerading, and eavesdropping on the chatbot's client module. Insider hackers can also 

perform a repudiation attack on the chatbot's Response Generation module by replacing the original verified 

NLP model with a backdoored NLP model that allows for additional attacks [30]. 

4.3.1. Replaying Transactions 

In chatbots, replaying transactions is a sort of repudiation attack in which an attacker captures an earlier 

transaction and submits it later, triggering a replay attack. The majority of privacy dangers stem from a user's 

lack of privacy control. The lack of privacy control by user leads to leads to other types of issues like Lack of 

Consent, where a transaction is being carried out without the consent of a user. The other associated issue is 

the lack of control and transparency, where the users have little control on the way transaction is being carried 

out. 

4.3.2. Fake response / Termination 

Chatbots make be compromised by an attack to provide fake response which may include wrong or misleading 

information to the users. This is a fatal attack in case of medical chatbots, where the misleading information 

to the patients could cause a lot of damage to the decisions made by the patient. Hence, it is important to ensure 

that the chatbot provides the correct information. A strategy that may be used for fake termination is to 

impersonate termination with a response like "goodbye." but can continue recording the user even while the 

user thinks the app is closed. However, without an audio input, the chatbots are usually programmed to 

forcefully terminate a chat application. The method of including a silent audio file in their attack to feed to the 

chatbot to get around this issue has also been discussed [31]. By creating a blacklist of questionable chatbot 

responses, developers can design counter measures to these attacks.  

4.3.3. Cross Site Scripting (XSS) 

The XSS vulnerability is exploited by entering text in the chatbot frontend that includes malicious JavaScript 

code and then running the injected code. To take advantage of an XSS flaw, the attacker must persuade the 

victim to enter malicious input content. The attacker convinces the victim to click on a link that leads to the 

chatbot's frontend and contains malicious code. The webpage has harmful code inserted into it. Without the 

victim's knowledge, it reads the victim's cookies and sends them to the attacker. These cookies could be used 

by the attacker to get access to the victim's account on the company's website. 

4.4. Information Disclosure (I)  

The most important concern with chatbots is securing the information that the user submits during a discussion 

and guaranteeing that no third party may access, read, or exploit it in any manner. Information supplied through 

a chat might be vulnerable to not only financial or identity fraud, but also to hazards of a more sensitive kind 

that go beyond collecting and selling user data. Emotional engagement in the conversation and the AI's level 

of empathy are two aspects that may inspire people to divulge more personal information, such as health 

information, sexual orientation, and routine conditions. 

4.5. DDoS (Distributed Denial of Service) attack  

In the scenario of a DoS attack, the sender and recipient's message packets are intercepted, and the source 

address is faked, in this technique. The link has been snatched. As a result, the recipient is inundated with 

packets that exceed their bandwidth or capabilities. This causes the victim's system to become overloaded, 

effectively shutting it down. DDoS attacks [32] are staged using several systems, whereas DoS attacks are set 

up using a single system that gains access to the bank's servers and networks. As a result, detecting and 

blocking it is extremely tough. Hackers can acquire access to the organization's computers and network by 

simply exposing the service Chabot to malware. After getting access to the system, cyber criminals collect all 

personally identifiable information (PII) and sensitive data for nefarious reasons. A DDoS attack causes the 

server that supports customer and conversational AI to be overwhelmed with requests, causing the system to 

break.  



A chatbot is also under the DoS attack when an attacker makes it hard for the Chatbot to give service and react 

to the customer's queries. DDoS assaults (distributed denial of service attacks) are widespread in the 

Communication layer of the chatbot, where the access to servers, devices, networks, and applications is 

restricted by hackers.  

4.6. Privilege Elevation (E)  

A privilege elevation attack is a sort of network intrusion that uses programming faults or design defects in the 

chatbots to provide the attacker increased access to the network and its data and applications. Not every system 

hack will grant an unauthorized user complete access to the targeted system right away.  

Zhang et al [33] for example, discovered showed nearly half of the 156 users in their survey attempted to move 

from one ability to another in the middle of a conversation. An example of some actual privilege elevation 

attack due to design fault in the chatbot may be when assuming that the user has downloaded a malicious skill 

masquerading as an online hotel reservation system. This harmful skill could only collect the user's trip 

information without generating suspicion on its own. However, once the user selects the malicious software 

that recommends gyms nearby or medical doctors nearby, in this case the chatbot is now free to gather the 

user's medical information.  

5. Discussion and Conclusion: 

By communicating with users in a human-like manner, a medical chatbot aids the job of a healthcare provider 

and helps them enhance their performance. These intelligent medical chatbots could aid physicians, nurses, 

therapists, patients, and their families in a variety of ways. They can step in and cut down on the time they 

spend on things like connecting people and organizations with first responders, giving health-related 

information to users, direction for patient medication management and answer the Frequently Asked Questions 

(FAQs). However, it is crucial to remember that the medical chatbots should be designed carefully with the 

potential STRIDE threat modelling to build a medical chatbot service that can endure system faults and cyber-

attacks while maintaining user privacy by taking steps to protect their personal information and create 

trustworthiness. This proposed taxonomy of cyber security threat modelling for cloud based medical chatbots 

would help to model the cyber threats that needs to monitor and captured to ensure security of the chatbots and 

identify the potential threats and respond immediately in case of a security violation. 
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