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Normalized mutual information is widely used as a similarity measure for evaluating the perfor-
mance of clustering and classification algorithms. In this paper, we show that results returned by the
normalized mutual information are biased for two reasons: first, because they ignore the information
content of the contingency table and, second, because their symmetric normalization introduces spu-
rious dependence on algorithm output. We introduce a modified version of the mutual information
that remedies both of these shortcomings. As a practical demonstration of the importance of using
an unbiased measure, we perform extensive numerical tests on a basket of popular algorithms for
network community detection and show that one’s conclusions about which algorithm is best are
significantly affected by the biases in the traditional mutual information.

I. INTRODUCTION

A common task in data analysis is the comparison of
two different labelings of the same set of objects. How
well do demographics predict political affiliation? How
accurately do blood tests predict clinical outcomes? How
well do clustering algorithms recover known classes of
items? The information theoretic measure known as mu-
tual information is commonly applied to answer questions
like these, in which an experimental or computational
estimate of some kind is compared against a “ground
truth.”

Mutual information [1] is a measure of how easy it is to
describe one labeling of a set of objects if we already know
another labeling. Specifically, it measures how much less
information it takes (in the Shannon sense) to communi-
cate the first labeling if we know the second versus if we
do not. As an example, mutual information is commonly
used in network science to evaluate the performance of al-
gorithms for network community detection [2]. One takes
a network whose community structure is already known
and applies a community detection algorithm to it to in-
fer the communities. Then one uses mutual information
to compare the output of the algorithm to the known cor-
rect communities. Algorithms that consistently achieve
high mutual information scores are considered good. We
will use this application as an illustrative example later
in the paper.

Mutual information has a number of appealing prop-
erties as a tool for comparing labelings. It is invariant
under permutations of the labels, so that labelings do
not have to be aligned before comparison. It also gener-
alizes gracefully to the case where the number of distinct
labels is not the same in the two labelings. On the other
hand, the mutual information, in its most common form,
also has some significant drawbacks, and two in particu-
lar that we highlight in this paper. First, it has a bias to-
wards labelings with too many distinct label values. For

instance, a community detection algorithm that routinely
divides networks into significantly more groups than are
present in the ground truth can nonetheless achieve high
mutual information scores. Indeed, if the algorithm sim-
ply places every node of the network in a group on its
own, the mutual information gives this division a max-
imum score, regardless of the ground truth. In most
cases this would be considered an error. A number of
approaches for correcting this flaw have been proposed.
One can apply direct penalties for incorrect numbers of
groups [3] or subtract correction terms based on the aver-
age value of the mutual information over some ensemble
of candidate labelings [4, 5] or the statistics of the contin-
gency table [6]. For reasons we discuss shortly, we favor
the latter approach, which leads to the measure known
as the reduced mutual information.
The second drawback of the mutual information arises

when the measure is normalized, as it commonly is to im-
prove interpretability. The most popular normalization
scheme creates a measure that runs between zero and
one by dividing the mutual information by the arith-
metic mean of the entropies of the two labelings being
compared [7], although one can also normalize by the
minimum, maximum, or geometric mean of the entropies.
As we demonstrate in this paper, however, these normal-
izations introduce biases into the results by comparison
with the unnormalized measure, because the normaliza-
tion factor depends on the candidate labeling as well as
the ground truth. This effect can be large enough to
change the ranking of candidate labelings, and we pro-
vide examples of this phenomenon.
In order to avoid this latter bias, while still retain-

ing the interpretability of a normalized mutual informa-
tion score, we propose normalizing the mutual informa-
tion by the entropy of the ground-truth labeling alone.
This removes the source of bias, at the cost of introduc-
ing an asymmetry in the normalization. However, given
the asymmetric nature of the classification problems we
consider, where one or many candidates are compared
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against a single ground truth, we argue that this is jus-
tified. Furthermore, by contrast with the multitude of
possible symmetric normalizations, the measure we pro-
pose is the unique unbiased way to normalize the mutual
information such that a perfect match receives a score
of 1.

Both drawbacks of the standard mutual information
can be addressed simultaneously by defining an asymmet-
rically normalized version of the reduced mutual informa-
tion, and we advocate for this measure in comparing can-
didate labelings against a known ground truth. In sup-
port of this approach we present an extensive comparison
of the performance of this and other variants of the mu-
tual information in network community detection tasks,
generating a large number of random test networks with
known community structure and a variety of structural
parameters then attempting to recover the communities
using popular community detection algorithms. Within
this framework, we find that conclusions about which al-
gorithms perform best are significantly impacted by the
choice of mutual information measure, and specifically
that algorithms that find too many communities are er-
roneously favored by traditional measures.

II. MUTUAL INFORMATION

Mutual information can be thought of in terms of the
amount of information it takes to transmit a labeling
from one person to another. In general, if we have a set
of N possible values for a quantity, such as possible la-
belings of a set of objects, then one can communicate a
single one of them to a receiver by assigning each value
a unique binary string and then transmitting the appro-
priate string. The minimum number of bits needed to do
this is

H = ⌈log2 N⌉ ≃ log2 N ∝ lnN. (1)

Conventionally one uses base-2 logarithms in this con-
text, which gives H units of bits, but we use natural log-
arithms in this paper, since they are more convenient for
our purposes. The only difference is an overall factor of
ln 2, which will have no effect on our conclusions. Thus,
henceforth, all logarithms should be read as natural logs.

Suppose now that we have a labeling or division of n
objects into q groups, which we represent as a vector of
n integer elements, each with value in the range 1 . . . q.
We assume there to be a ground-truth labeling, which
we denote g, and a candidate labeling for comparison c,
generated for instance by some sort of algorithm. The
mutual information I(c; g) between the two is the amount
of information that can be saved when transmitting the
truth g if the receiver already knows the candidate c. We
can write this information as the total entropy of g minus
the conditional entropy:

I(c; g) = H(g)−H(g|c). (2)

It is simple to show that, despite appearances, this defini-
tion is symmetric under the interchange of the labelings c
and g.
We now write down expressions for both entropies

in (2), being careful to retain some terms that are of-
ten neglected. First consider H(g), which represents the
information required to transmit the ground truth on its
own. The transmission process has three steps. First, we
transmit the number of groups qg in the labeling. The
maximum possible value of qg is n, so transmitting any
particular value requires information H(qg) = log n (see

Eq. (1)). Next we transmit a vector n(g) with qg ele-

ments n
(g)
s equal to the number of objects in each group.

By definition, the elements of n(g) sum to n, and the num-
ber of qg-element vectors of positive integers that sum

to n is
(
n−1
qg−1

)
, so the amount of information required to

transmit the vector is

H(n(g)|qg) = log

(
n− 1

qg − 1

)
. (3)

Finally, given n(g), there are n!/
∏

s n
(g)
s ! labelings g that

have the correct group sizes, so the amount of informa-
tion needed to identify a particular labeling uniquely is

H(g|n(g)) = log
n!∏

s n
(g)
s !

. (4)

The total cost to transmit g is equal to the sum of the
individual costs of the three steps, thus:

H(g) = H(qg) +H(n(g)|qg) +H(g|n(g))

= log n+ log

(
n− 1

qg − 1

)
+ log

n!∏
s n

(g)
s !

. (5)

This three-part encoding scheme is not the only one that
could be applied to this problem, but it is an efficient
one in the common case of a relatively small number of
groups qg ≪ n with potentially unequal sizes, and it is
the one upon which the conventional definition of mutual
information is based, which is our focus here.
To calculate the second term in Eq. (2) we use a similar

multipart scheme, but one that now takes advantage of
the receiver’s knowledge of c when communicating g. We
first communicate qg and n(g) as before, at the same in-

formation cost of H(qg)+H(n(g)|qg) = log n+log
(
n−1
qg−1

)
.

Then we communicate a contingency table n(cg), a ma-

trix with elements n
(cg)
rs equal to the number of objects

that simultaneously belong to group r in the candidate
labeling c and group s in the ground truth g. Figure 1
shows an example of a contingency table for two labelings
of the nodes in a small network.
The contingency table consists of non-negative integer

elements and its row and column sums give the sizes of
the groups in c and g respectively:

qg∑
s=1

n(cg)
rs = n(c)

r ,

qc∑
r=1

n(cg)
rs = n(g)

s . (6)
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FIG. 1. An example of a contingency table for two colorings
of the same network, one with three colors and one with two.
The entries in the 3 × 2 contingency table n(cg) count the
number of nodes that have each combination of colors. The
row and column sums n(c) and n(g) of the contingency table
count the number of nodes with each color in the two color-
ings. Note that, although we illustrate the contingency table
with an application to a network, the table itself is indepen-
dent of the network structure.

Since the receiver already knows the values of n(c)

and n(g) (the former because they know c and the latter
because we just transmitted it), only contingency tables
with these row and column sums need be considered. The
information cost to transmit the contingency table is thus
equal to log Ω(n(c), n(g)), where Ω(n(c), n(g)) is the num-
ber of possible tables with the required row and column
sums. There is no known general expression for this num-
ber, but approximations exist that are good enough for
practical purposes [8–10].

Finally, having transmitted the contingency table, it
remains only to transmit the ground-truth labeling it-
self, where we need consider only those labelings con-
sistent with the contingency table, given the known
candidate labeling c. The number of such labelings

is
∏

r n
(c)
r !/

∏
rs n

(cg)
rs !, so the information needed to

uniquely identify one of them is

H(g|n(cg), c) = log

∏
r n

(c)
r !∏

rs n
(cg)
rs !

. (7)

Putting everything together, the total conditional infor-
mation is then

H(g|c) = H(qg) +H(n(g)|qg)
+H(n(cg)|n(c), n(g)) +H(g|n(cg), c)

= log n+ log

(
n− 1

qg − 1

)
+ logΩ(n(c), n(g)) + log

∏
r n

(c)
r !∏

rs n
(cg)
rs !

. (8)

In typical applications the number of labelings compat-
ible with the contingency table is much smaller than
the total number of labelings, and hence this encoding
scheme substantially reduces the amount of information
needed to transmit the ground truth. This is not the
only encoding possible, but it is an efficient one in prac-

tice and it is the one upon which the conventional mutual
information is based.
Substituting our expressions (5) and (8) for H(g) and

H(g|c) into Eq. (2), we now get the mutual information

I(c; g) = H(g)−H(g|c)

= log
n!

∏
rs n

(cg)
rs !∏

r n
(c)
r !

∏
s n

(g)
s !

− log Ω(n(c), n(g)). (9)

Note that the terms log n and log
(
n−1
qg−1

)
have cancelled

and so play no further role. In most treatments the
term logΩ(n(c), n(g)) for the information content of the
contingency table is also dropped, since it is subdominant
and often small. When this term is retained, the quan-
tity in (9) is known as the reduced mutual information,
and there are good reasons to use this full expression
in certain circumstances, a point that we investigate in
Section IIA. If we follow convention, however, and ne-
glect the contingency table term, then we arrive at the
traditional mutual information, which we denote I0:

I0(c; g) = log
n!

∏
rs n

(cg)
rs !∏

r n
(c)
r !

∏
s n

(g)
s !

. (10)

For later convenience, we also define entropies H0 for the
individual labelings ignoring subdominant terms, which
can be thought of as the mutual information between the
labelings and themselves:

H0(c) = I0(c; c) = log
n!∏
r n

(c)
r !

, (11)

H0(g) = I0(g; g) = log
n!∏

s n
(g)
s !

. (12)

Note that these differ from the entropy of Eq. (5), which
includes the subdominant terms. Trivially (11) and (12)
provide upper bounds on the mutual information, while
zero is a lower bound, so

0 ≤ I0(c; g) ≤ H0(c), H0(g). (13)

These bounds will be useful shortly.
A common further step is to approximate the mutual

information of Eq. (10) using Stirling’s approximation in
the form

log n! = n log n− n+O(log(n)), (14)

which gives

I0(c; g) =
∑
rs

p(cg)rs log
p
(cg)
rs

p
(c)
r p

(g)
s

+O

(
log n

n

)
, (15)

where

p(cg)rs =
n
(cg)
rs

n
, p(c)r =

n
(c)
r

n
, p(g)s =

n
(g)
s

n
, (16)
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and we adopt the convention that 0 log 0 = 0. Equa-
tion (15) is often used as the definition of the mutual
information, although technically it is only an approxi-
mation, albeit one that is asymptotically correct in the
limit of large n. (It can also be derived by considering
the information cost to transmit the true label of a single
object, selected at random, with and without knowledge
of the corresponding candidate label.)

A. Variants of the mutual information

Equation (10) defines the standard mutual informa-
tion. In this paper we explore variant definitions that
can perform better at the classification tasks we consider.
A number of variants have been proposed, of which the
simplest in the context of the current presentation is the
reduced mutual information I(c; g) of Eq. (9), which is
simply the value of the mutual information when one does
not neglect the term in log Ω(n(c), n(g)) that represents
the cost of transmitting the contingency table:

I(c; g) = I0(c; g)− log Ω(n(c), n(g)). (17)

The moniker “reduced” derives from the fact that the
contingency table term is always negative and so reduces
the value of the mutual information relative to the con-
ventional definition I0(c; g), but we emphasize that func-
tionally we are simply retaining a term that is usually
dropped.

As mentioned previously, there is no general closed-
form expression for the number Ω(n(c), n(g)) of contin-
gency tables with given row and column sums, and its
numerical computation is #P-hard in general [11] and
hence intractable for all but the smallest of examples. In
practice, therefore, the number must be approximated.
In this paper we make use of the “effective columns” ap-
proximation of [10], which has good performance over a
wide range of situations and a simple closed-form expres-
sion:

Ω(n(c), n(g)) ≃(
n+ qcα− 1

qcα− 1

)−1 qc∏
r=1

(
n
(c)
r + α− 1

α− 1

) qg∏
s=1

(
n
(g)
s + qc − 1

qc − 1

)
,

(18)

where

α =
n2 − n+

[
n2 −

∑
s(n

(g)
s )2

]
/qc∑

s(n
(g)
s )2 − n

. (19)

This estimate differs from the one originally used for the
reduced mutual information in [12], but we favor it here
since it performs better in certain regimes.

To understand the importance of the contingency table
term in the mutual information, let us explore how things
can go wrong if we neglect it. To take an extreme exam-
ple, suppose an algorithm simply places every object in

a group of its own, which corresponds to the candidate
labeling c = (1, . . . , n). No matter what the ground truth
labeling is, this choice of c clearly contains no informa-
tion about it whatsoever, so we might expect the mutual
information to be zero. The contingency table in this
case is

n(cg)
rs =

{
1 if gr = s,
0 otherwise,

(20)

so the conventional mutual information of Eq. (10) is

I0(c; g) = log
n!∏

s n
(g)
s !

= H0(g). (21)

This answer is as wrong as it could be: we expect the
mutual information to take the minimum value of zero,
but instead it is equal to the entropy H0(g), which is the
maximum possible value since H0(g) is an upper bound
as we have said. In other words, I0(c; g) would have us
believe that this algorithm which puts every object in its
own group tells us everything there is to know about the
true labeling g, when in fact it tells us nothing at all.
The reason for this result is that in this case the con-

tingency table itself uniquely defines g, so neglecting it
puts the mutual information in error by an amount equal
to the complete information cost of the ground truth. If
we include the cost of transmitting the contingency table
on the other hand, this erroneous behavior disappears.
In this case, we can calculate the number of contingency
tables exactly:

Ω(n(c), n(g)) =
n!∏

s n
(g)
s !

, (22)

so the reduced mutual information is

I(c; g) = I0(c; g)− log
n!∏

s n
(g)
s !

= 0, (23)

which is now the expected answer.
A related shortcoming of the standard mutual infor-

mation is that for finite n a random labeling c will have
positive mutual information with respect to any ground
truth in expectation: because mutual information is non-
negative, fluctuations due to randomness in finite systems
will produce non-negative values only and hence their
average will in general be positive [4, 13]. This seems
counterintuitive: we would expect the average value for
a random labeling to be zero.
We can rectify this issue by using another variant of

the mutual information, which subtracts off the expected
value of the measure, thereby making the average zero by
definition. To do this we must first decide how a random
labeling is to be defined—over what distribution of can-
didate labelings are we averaging? A popular choice is
to take the uniform distribution over labelings that share
the same group sizes n(c) as the actual candidate c. This
yields the adjusted mutual information of Vinh et al. [4]:

IA(c; g) = I0(c; g)− ⟨I0(c; g)⟩{c|n(c)}, (24)
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where the expectation is over the ensemble described.
This gives ⟨IA(c; g)⟩{c|n(c)} = 0, so a positive value of the
adjusted mutual information indicates a candidate label-
ing that performs above average within this ensemble.

However, the adjusted mutual information defined in
this way, and particularly the choice of ensemble, has
some problems [6]. The set of labelings with given n(c)

heavily favors contingency tables with relatively uniform
entries, simply because there are many more labelings
that correspond to uniform tables than to non-uniform
ones. Real contingency tables, on the other hand, tend to
be highly non-uniform, since applications of the mutual
information tend to focus on labelings that are at least
somewhat similar to the ground truth (which produces a
non-uniform table). This means that the average used in
the adjusted mutual information puts most of its weight
on configurations that are very different from those that
occur in reality, making it a poor representation of the
actual average mutual information.

A solution to this problem is to perform the average not
over all labelings consistent with n(c) but over all contin-
gency tables, which makes non-uniform contingency ta-
bles just as likely as uniform ones. As shown in [6], how-
ever, adjusting the mutual information in this way sim-
ply gives us the reduced mutual information of Eq. (17)
again. For this reason we favor the reduced mutual infor-
mation over the adjusted mutual information: in addition
to allowing for the information cost of the contingency ta-
ble, it corrects sensibly for the nonzero expected value.
It is also derived naturally from a fully information-
theoretic argument, by contrast with the more ad hoc
derivation of the adjusted mutual information. Notwith-
standing, in Section III we give results using both reduced
and adjusted mutual information, and find fairly similar
outcomes in the two cases.

B. Normalization of the mutual information

A fundamental difficulty with mutual information as a
measure of similarity is that its range of values depends
on the particular application, which makes it difficult to
say when a value is large or small. Is a mutual informa-
tion of 10 a large value? Sometimes it is and sometimes
it isn’t, depending on the context. To get around this
problem one commonly normalizes the mutual informa-
tion so that it takes a maximum value of 1 when the
candidate labeling agrees exactly with the ground truth.
There are a number of ways this can be achieved but,
as we show here, they are not all equal. In particular,
some, including the most popularly used normalization,
can result in biased results and should, in our opinion,
be avoided. In its place, we propose a novel, unbiased
normalized measure.

The most popular normalized measure, commonly re-
ferred to simply as the “normalized mutual information,”
uses the plain mutual information I0(c; g) as a base mea-

sure and normalizes it thus:

I
(S)
0 (c; g) =

I0(c; g)
1
2 [H0(c) +H0(g)]

=
I0(c; g)

1
2 [I0(c; c) + I0(g; g)]

. (25)

This measure has a number of desirable features. Because
of the inequalities in (13) its value falls between zero and
one. And since both the base measure and the normal-
ization are symmetric under interchange of c and g, the
normalized measure also retains this symmetry (hence
the superscript “(S),” for symmetric).
Equation (25) is not the only normalization that

achieves these goals however. Equation (13) implies that

I0(c; g) ≤ min(I0(c; c), I0(g; g)) (26)

≤
√
I0(c; c)I0(g; g) (27)

≤ max(I0(c; c), I0(g; g)), (28)

which gives us three more options for the denomina-
tor of the normalized measure. The arithmetic mean in
Eq. (25), however, sees the most use by far [14–17].
We can extend the notion of symmetric normalization

to any other base measure of mutual information IX(c; g)
by writing

I
(S)
X (c; g) =

IX(c; g)
1
2 [IX(c; c) + IX(g; g)]

. (29)

All such measures, however, including the standard mea-
sure of Eq. (25), share a crucial shortcoming, namely
that the normalization depends on the candidate label-
ing c and hence that the normalized measure can prefer
a different candidate labeling to the base measure purely
because of the normalization. Figure 2 shows an exam-
ple of how this can occur. Two candidate labelings cA
and cB are considered for the same ground truth g. Un-
der the unnormalized mutual information of Eq. (10),
candidate A receives a higher score than candidate B,
but under the normalized measure of Eq. (25) the re-
verse is true. This behavior is due to the difference in
entropy between the two candidate divisions, the one on
the right having larger entropy than the one on the left,
which increases its normalization factor and correspond-
ingly decreases the normalized mutual information.
We contend that in principle the unnormalized mea-

sure is more correct on this question, having a direct
justification in terms of information theory. The purpose
of the normalization is purely to map the values of the
measure onto a convenient numerical interval, and should
not change outcomes as it does here. Moreover, different
symmetric normalizations can produce different results.
For instance, if one normalizes by max(I0(c; c), I0(g; g))
in Fig. 2 then candidate cA is favored in all cases.
These issues are unavoidable when using a symmet-

ric normalization scheme. In any such scheme the nor-
malization must depend on both c and g and hence can
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FIG. 2. An example of how normalization can impact which labeling is preferred by a mutual information measure. For the
ground-truth labeling g (top), the standard unnormalized mutual information I0(c, g) of Eq. (15) gives different scores to the
two candidate labelings cA and cB , the former receiving a higher score than the latter. By definition, the asymmetrically
normalized mutual information will always agree with the unnormalized measure, but the symmetrically normalized measure
may not, as is the case here: in this example the symmetric measure scores candidate cB higher. Note that the network itself
plays no role here—it is included only as a visual aid.

vary with the candidate labeling. However, if we drop
the requirement of symmetry then we can normalize in a
straightforward way that avoids these issues. We define
the asymmetric normalization of any base measure IX as

I
(A)
X (c; g) =

IX(c; g)

IX(g; g)
. (30)

This definition still gives I
(A)
X (g; g) = 1, but now the

normalization factor in the denominator has no effect on
choices between candidate labelings, since it is indepen-
dent of c. In fact, Eq. (30) is the only way to normalize

such that I
(A)
X (g; g) = 1 while simultaneously ensuring

that the preferred candidate is always the same as for
the base measure. Thus this measure also removes any
ambiguity about how one should perform the normaliza-
tion.

The downside of this measure is the loss of the sym-
metry, which is undesirable in some applications. For
instance, if one is comparing two candidate labelings di-
rectly to one another, rather than to a distinct ground
truth, then a symmetric measure may be preferable. Em-
bedding and visualization methods that employ mutual
information as a similarity measure also normally de-
mand symmetry [18]. In the most common applications
of the normalized mutual information, however, where
we are evaluating against a ground truth, which is an in-
herently asymmetric situation, the asymmetric measure
makes perfect sense.

Combining the benefits of asymmetric normalization
and the reduced mutual information, we advocate in fa-

vor of the asymmetrically-normalized reduced mutual in-
formation defined by

I(A)(c; g) =
I(c; g)

I(g; g)
, (31)

where

I(c; g) = I0(c; g)− log Ω(n(c), n(g)), (32)

with Ω(n(c), n(g)) approximated as in Eq. (18). This
measure correctly accounts for the information contained
in the contingency table, returns value 0 in expectation
when c is uncorrelated with the ground truth and value 1
when c = g, and always favors the same labeling as the
unnormalized measure.
One potential issue is that at present we are unable to

prove a bound I(c; g) ≤ I(g; g) analogous to (13), which
would ensure that I(A)(c; g) ≤ 1 always. There is strong
numerical and other evidence that such a bound does
apply—see Appendix B—but proving it is an open prob-
lem.

III. EXAMPLE APPLICATION:
COMMUNITY DETECTION

As an example of the performance of our favored mea-
sure of mutual information and competing measures, we
describe in this section the results of an extensive series
of tests in which these measures are used to score the
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output of various algorithms for network community de-
tection. In these tests we use the popular Lancichinetti-
Fortunato-Radicchi (LFR) graph model [19] to gener-
ate random test networks with known community struc-
ture and realistic distributions of node degrees and group
sizes, and then attempt to recover that structure using
a variety of standard community detection algorithms,
quantifying the accuracy of the recovery with six dif-
ferent measures: symmetrically normalized versions of
the traditional mutual information, the adjusted mutual
information, and the reduced mutual information, and
asymmetrically normalized versions of the same. A num-
ber of studies have been performed in the past to test
the efficacy of community detection algorithms on LFR
benchmark networks [14–17], but using only the sym-
metric non-reduced mutual information as a similarity
measure. Our results indicate that this measure can pro-
duce biased outcomes and we recommend the asymmetric
reduced mutual information instead.

The LFR model contains a number of free parame-
ters that control the size of the networks generated, their
degree distribution, the distribution of community sizes,
and the relative probability of within- and between-group
edges. (We give further details on the LFR generative
process in Appendix A.) We find that the distributions of
degrees and community sizes do not significantly impact
the relative performance of the various algorithms tested
and that performance differences are driven primarily by
the size n of the networks and the mixing parameter µ
that controls the ratio of within/between-group connec-
tions, so our tests focus on performance as a function of
these variables.

We perform community detection using six well-known
algorithms as follows. (We use the implementations
found in the igraph library [20], except for the inference
method, for which we use the graph-tool library [21].)

1. InfoMap: InfoMap is an information theoretic ap-
proach that defines a compression algorithm for en-
coding a random walk on a network based on which
communities the walk passes through [22]. Differ-
ent community labelings give rise to more or less
efficient compression, as quantified by the so-called
map equation, and the labeling with the highest ef-
ficiency is considered the best community division.

2. Modularity maximization: Modularity is a
quality function for network labelings equal to the
fraction of edges within communities minus the ex-
pected such fraction if edge positions are random-
ized while preserving the node degrees. Modular-
ity maximization aims to optimize the modularity
over possible labelings and return the labeling with
the highest modularity found. Modularity can be
maximized using a number of heuristic methods, of
which the most popular are agglomerative methods
such as the Louvain and Leiden algorithms [23, 24],
spectral methods [12], and simulated annealing [25–
27]. In our tests we use simulated annealing where

computationally feasible and the Leiden algorithm
otherwise, these approaches giving the most consis-
tent maximization of the modularity.

3. Modularity with enhanced resolution: Stan-
dard modularity maximization is known to suffer
from a “resolution limit”—it cannot detect com-
munities smaller than a certain threshold size [28].
This can be remedied using a variant of modu-
larity that includes a resolution parameter γ such
that higher values of γ cause the algorithm to pre-
fer smaller communities [27]. Standard modularity
maximization corresponds to γ = 1, but for com-
parison we also conduct tests with γ = 10 using the
Leiden algorithm.

4. Statistical inference: Another popular approach
to community detection makes use of model fit-
ting and statistical inference. In this context the
most commonly fitted model is the degree-corrected
stochastic block model [29], which can be fitted us-
ing Bayesian methods to find the best community
division [30].

5. Walktrap: Walktrap is an agglomerative algo-
rithm in which initially separate nodes are itera-
tively combined into progressively larger communi-
ties in order from strongest to weakest connections,
where strength is quantified in terms of the time for
a random walk to reach one node from another [31].

6. Labelprop: The label propagation or “label-
prop” algorithm initially places every node in its
own community then iteratively updates the la-
bels of randomly chosen nodes by majority vote
among their network neighbors, breaking ties at
random [32].

As described in Section III B, all of these algorithms per-
form reasonably well, but, as we will see, the best per-
formers in the context of the current tests are InfoMap
and the two variants of modularity maximization.

A. Comparison between variants of the
mutual information

Figure 3 summarizes the relative performance of the
various mutual information measures in our tests. In this
set of tests we limited ourselves, for the sake of clarity, to
the top three community detection algorithms—InfoMap
and the two variants of modularity maximization—and
measured which of the three returned the best results ac-
cording to each of our six mutual information measures,
as a function of network size n and the mixing parame-
ter µ. Each point in each of the six panels in the figure
is color-coded with some mix of red, green, and blue to
indicate in what fraction of cases each of the algorithms
performs best according to the relevant measure and, as
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FIG. 3. The colors in each panel in the center of this figure indicate which of three community detection algorithms (InfoMap
(red) and modularity maximization with γ = 1 (green) and γ = 10 (blue)—see key on right) are best able to find the known
communities in a large set of LFR benchmark networks, according to the six mutual information measures we consider. Mixtures
of red, green, and blue denote the proportions of test cases in which each algorithm performs best. Regions in gray indicate
parameter values for which no algorithm achieved a positive mutual information score.

we can see, the results vary significantly among the mea-
sures. An experimenter trying to choose the best algo-
rithm would come to substantially different conclusions
depending on which measure they use.

One consistent feature of all six mutual information
measures is the large red area in each panel of Fig. 3,
which represents the region in which InfoMap performs
best. Regardless of the measure used, InfoMap is the
best performer on networks with low mixing parameter
(i.e., strong community structure) and relatively large
network size. For higher mixing (weaker structure) or
smaller network sizes, modularity maximization does bet-
ter. Which version of modularity is best, however, de-
pends strongly on the mutual information measure. The
traditional symmetrically normalized mutual information
(top left panel) mostly favors the version with a high res-
olution parameter of γ = 10 (blue), but the asymmetric
reduced measure for which we advocate (bottom right)
favors the version with γ = 1 (green). (The regions col-
ored gray in the figure are those in which no algorithm
receives a positive mutual information score and hence
all algorithms can be interpreted as failing.)

These results raise significant doubts about the tra-
ditional measure. At large n and high mixing µ the
network will have many small communities, and in this
regime it is natural that modularity maximization with
a high resolution parameter will perform well because
it favors large numbers of communities, and all mutual
information measures agree on this point. For smaller
system sizes or lower mixing, however, the network will
have fewer, larger communities and in this regime we
find that the γ = 10 algorithm dramatically overesti-

mates the number of communities in the network. With
a non-reduced mutual information there is no penalty
for doing this, as discussed in Section IIA, which is why
the traditional normalized mutual information ranks the
γ = 10 algorithm highly in this regime, arguably erro-
neously. The reduced mutual information, by contrast,
prefers the γ = 1 algorithm. The number of groups in-
ferred by each algorithm for each value of the mixing
parameter µ is shown for n = 3200 in Figure 4, which
highlights these findings.
An extreme example of the disagreement between mea-

sures can be seen in the lower right corner of each plot in
Fig. 3, where most measures return a negative value, in-
dicating that community detection has failed altogether.
This is expected: for very weak community structure all
detection algorithms are expected to show a “detectabil-
ity threshold” beyond which they are unable to iden-
tify any communities [33–35]. The standard normalized
mutual information, however, claims to find community
structure in this regime using the γ = 10 version of mod-
ularity maximization. This occurs because the γ = 10 al-
gorithm finds many small communities and, as discussed
in Section IIA, a labeling with many communities, even
completely random ones, is accorded a high score by a
non-reduced mutual information. This offers a clear rea-
son to avoid the standard measure.
The bottom left panel in Fig. 3 shows results for the

asymmetrically normalized version of the traditional mu-
tual information, which, perhaps surprisingly, gives even
worse results than the symmetric version, with hardly
any region in which the γ = 1 version of modularity
maximization outperforms the γ = 10 version. The rea-
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FIG. 4. The number of groups inferred by each of the six algo-
rithms in Fig. 3 for LFR benchmark networks with n = 3200
nodes and a range of values of the mixing parameter µ. The
true number of groups is shown in black. The InfoMap al-
gorithm (red) generates an accurate number of groups for
values of µ up to about 0.5, but beyond this point it erro-
neously places all nodes in a single group. Standard modu-
larity maximization with resolution parameter γ = 1 (green)
underestimates the number of groups, presumably because
of the resolution limit on the detection of small groups, but
not as severely as the number is overestimated when γ = 10
(blue).

son for this is interesting: the symmetric normalization
of the traditional measure actually acts as an ad hoc cor-
rection against the errors introduced by neglecting the
information content of the contingency table and hence
reduces the amount by which the symmetric measure in-
correctly rewards labelings with too many communities.
The asymmetric normalization eliminates this correction
and hence performs more poorly. The correct solution
to this problem, however, is not to use a symmetric nor-
malization, which can bias outcomes in other ways, but
rather to adopt a reduced mutual information measure.

Finally, comparing the middle and right-hand columns
of Fig. 3, we see that the results for the adjusted and re-
duced mutual information measures are quite similar in
these tests, although there are some differences. In par-
ticular, the adjusted measure appears to find more signif-
icant structure for higher mixing than the reduced mea-
sure. This occurs because, as discussed in Section IIA
and Ref. [6], the adjusted measure encodes the contin-
gency table in a way that is optimized for more uniform
tables than the reduced measure, and thus penalizes uni-
form tables less severely, leading to overestimates of the
mutual information in the regime where detection fails.
This provides further evidence in favor of using a reduced
mutual information measure.

B. Comparison between community detection
algorithms

Settling on the asymmetrically normalized reduced
mutual information as our preferred measure of similar-
ity, we now ask which community detection algorithm
or algorithms perform best according to this measure?
We have already given away the answer—InfoMap and
modularity maximization get the nod—but here we give
evidence for that conclusion.
Figure 5 shows results for all six algorithms listed in

Section III. Examining the figure we see that in gen-
eral the best-performing methods are InfoMap, tradi-
tional modularity maximization with γ = 1, and the
inference method using the degree-corrected stochastic
block model. Among the algorithms considered, InfoMap
achieves the highest mutual information scores for lower
values of the mixing parameter µ in the LFR model, but
fails abruptly as µ increases, so that beyond a fairly sharp
cutoff around µ = 0.5 other algorithms do better. Info-
Map’s specific failure mode is that it places all nodes in
a single community and this behavior can be used as a
simple indicator of the failure regime. In this regime one
must use another algorithm. Either modularity maxi-
mization or inference using the degree-corrected stochas-
tic block model are reasonable options, but modularity
has a slight edge, apart from a thin band of intermediate
µ values which, in the interests of simplicity, we choose
to ignore. (We discuss some caveats regarding the re-
lationship between the degree-corrected stochastic block
model and the LFR benchmark in Appendix A.)
Thus our recommendations for the best community

detection algorithm are relatively straightforward, if we
base our choice on performance under the LFR bench-
mark, as is commonly done in this field. If we are in a
regime where InfoMap succeeds, meaning it finds more
than one community, then one should use InfoMap. If
not, one should use standard modularity maximization
with γ = 1. That still leaves open the question of how
the modularity should be maximized. In our studies we
find the best results with simulated annealing, but simu-
lated annealing is computationally expensive. In regimes
where it is not feasible, we recommend using the Leiden
algorithm instead. (Tests using other computationally
efficient maximization schemes, such as the Louvain and
spectral algorithms, generally performed less well than
the Leiden algorithm.)

IV. CONCLUSIONS

In this paper we have examined the performance of
a range of mutual information measures for comparing
labelings of objects in classification, clustering, or com-
munity detection applications. We argue that the com-
monly used normalized mutual information is biased in
two ways: (1) because it ignores the information content
of the contingency table, which can be large, and (2) be-
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FIG. 5. Performance of each of the six community detection algorithms considered here in identifying the known communities in
a large set of LFR benchmark networks, as quantified by the asymmetrically normalized reduced information measure I(A)(c; g)
proposed in this paper.

cause the symmetric normalization it employs introduces
spurious dependence on the labeling. We argue in favor
of a different measure, an asymmetrically normalized ver-
sion of the so-called reduced mutual information, which
rectifies both of these shortcomings.

To demonstrate the effects of using different mutual
information measures, we have presented results of an
extensive set of numerical tests on popular network com-
munity detection algorithms, as evaluated by the various
measures we consider. We find that conclusions about
which algorithms are best depend substantially on which
measure we use.
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Appendix A: Benchmarking

In this appendix we give some additional details of our
numerical tests.

1. Results for the traditional symmetric
normalized mutual information

Figure 6 shows the performance of the same six com-
munity detection methods as in Fig. 5, but measured us-
ing the standard, symmetrically normalized, non-reduced

mutual information I
(S)
0 (c; g). By this measure many of

the methods appear to perform implausibly well, far be-
yond the detectability threshold visible in Fig. 5 in the
regime where all methods should by rights fail. Note
in particular the high scores achieved by the generalized
modularity with γ = 10 in this undetectable regime by
virtue of the excessive number of groups it generates.

2. LFR network generation

The LFR networks we use for benchmarking are gen-
erated using the procedure described in [19], which is as
follows.
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FIG. 6. Performance of each of the six community detection algorithms considered here, as quantified by the conventional

symmetrically normalized, non-reduced mutual information I
(S)
0 (c; g).

1. Fix the number of nodes n and mixing pa-
rameter µ. In our studies we use node counts
in the range n ∈ [200, 51200]. The parameter
µ controls the relative number of edges within
and between communities. For small µ there are
many more edges within communities than be-
tween them, which makes the communities rela-
tively easy to detect. But as µ gets larger there are
more edges between communities and detection be-
comes more difficult in a manner reminiscent of the
detectability threshold in the standard stochastic
block model [33, 36]. In our studies we use values
of µ in the range [0.2, 0.8].

2. Draw a degree sequence from a power-law
distribution with exponent τ1. Many networks
have power-law degree distributions, typically with
exponents between 2 and 3 [37], and the LFR
model exclusively uses power-law distributions. We
use τ1 = 2.5, with average degree ⟨k⟩ = 20 and
maximum degree (which depends on graph size)
kmax = n/10. Empirically, however, our results
do not seem to be very sensitive to these choices.

3. Draw a set of community sizes from a power-
law distribution with exponent τ2. Many networks
are also found to have community sizes that ap-
proximately follow a power law, with typical expo-

nents in the range from 1 to 2 [19, 38–40]. We
use τ2 = 1.5 with a minimum community size
of smin = 20 in all cases, while the maximum
community size is set to smax = max {n/10, 100}.
Again, results were not particularly sensitive to
these choices, provided they produce a valid dis-
tribution at all.

4. Assign each node to a community randomly,
one node at a time, while ensuring that the com-
munity chosen is always large enough to support
the added node’s intra-community degree, given by
(1− µ)k where k is the total degree.

5. Rewire the edges attached to each node while
preserving the node degrees, until the fraction of
edges running between nodes in different commu-
nities is approximately µ.

The parameter values above are similar to those used for
instance in [16]. As in that study, we find that algorithm
performance is dictated primarily by the parameters n
and µ, so it is these parameters that are varied our sum-
mary figures.

The LFR model is similar to a special case of the
degree-corrected stochastic block model (DCSBM) [29],
and hence one might expect that inference-based com-
munity detection methods employing the latter model
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would perform optimally on LFR networks. Specifically,
in the limit of an infinite number of sampled networks
and perfect optimization of each community detection
method, the final performance measure for any algo-
rithm is given by the expectation value of the similarity
M(g, h[A]) between the ground truth LFR partition g
and the partition h[A] of the LFR network A inferred
using the algorithm, where the expectation is taken over
the ensemble P (A, g|θ) of LFR networks and partitions
A, g generated using parameters θ (meaning µ, τ1, τ2,
etc.). By using the LFR benchmark with parameters θ
to compare the performance of community detection al-
gorithms, we are therefore implicitly defining the “best”
algorithm to be the one whose corresponding function
h[A] optimizes

∑
A,g P (A, g|θ)M(g, h[A]). If the simi-

larity measure we choose is the “all or nothing” error
function M(g, c) = δ(g, c), then the optimal community
detection algorithm is trivially the one with

h[A] = argmax
g

P (A, g|θ) = argmax
g

P (g|A, θ). (A1)

In other words, the optimal algorithm simply performs
maximum a posteriori estimation under the model from
which the network was generated. There is no explicit
formula for the posterior probability under the LFR
model, but to the extent that it is a special case of the
DCSBM, we might expect the DCSBM (with appropri-
ate priors) to give optimal results [41]. The LFR model,
however, is not precisely a special case of the DCSBM. In
particular, the DCSBM normally assumes a uniform dis-
tribution over community sizes, where the LRF model as-
sumes a power law. Moreover, we are not using the crude
all-or-nothing error function: our entire purpose in this
paper is to develop mutual information measures that ag-
gregrate and weigh different modes of error in a sensible
fashion. These differences, it appears, are enough to en-
sure that the DCSBM does not perform the best in our
testing.

Regardless, we emphasize that our use of the LFR
benchmark in our analysis is simply for consistency with
previous studies of network community detection meth-
ods [14, 16, 19]. The justification for our proposed simi-
larity measure, on the other hand, is chiefly its theoreti-
cal merit over the conventional (symmetric, non-reduced)
normalized mutual information, and is independent of
the use of the LFR (or any other) benchmark.

Appendix B: Upper bound on the
reduced mutual information

In this appendix, we provide evidence for the inequality

I(c; g) ≤ I(g; g), (B1)

with the exact equality applying if and only if the label-
ings c and g are identical up to a permutation of the label
names. If true, this inequality would imply that the re-
duced normalized measure I(A)(c; g) was bounded above

by 1, as is the unreduced version I0(c; g). We do not
at present know of a general proof of (B1), but here we
present some weaker theoretical results along with strong
numerical evidence of its correctness.
First, we note that the only possible violations of (B1)

would be for small n. As n becomes large, the second
(reduction) term in Eq. (9) scales as log n, a subleading
correction, and hence is negligible for large n compared to
the leading mutual information itself which is of order n,
and the mutual information alone satisfies (B1). We have
exhaustively checked the following cases with n up to 200
and find (B1) to be satisfied in all of them:

qc = 2, qg = 2 for n ≤ 200,

qc = 3, qg = 2 for n ≤ 50,

qc = 4, qg = 2 for n ≤ 30,

qc = 3, qg = 3 for n ≤ 30,

qc = 4, qg = 3 for n ≤ 20.

We also observe zero violations of (9) in any of the (tens
of thousands of) randomly generated examples which
went into the creation of Fig. 5.
On the theoretical side, (B1) implies that c = g is a

global maximum of I(c; g), which we are unable to prove,
but we can prove the weaker result that it is a local max-
imum under the mislabeling of any single node, when the
reduction term is calculated using Eq. (18). To do this,
we first assume, without loss of generality, that a single
node with ground truth community label 1 is mislabeled
in the candidate partition c as being in community 2.

This implies that n
(c)
1 = n

(g)
1 − 1, n

(c)
2 = n

(g)
2 + 1, and

n
(c)
r = n

(g)
r for all r = 3 . . . qg. The contingency table

will then be nearly diagonal, with (n
(g)
1 − 1, n

(g)
2 , . . .) on

the diagonal and a single nonzero off-diagonal element

n
(cg)
12 = 1. The decrease in the standard mutual informa-

tion is then given by

I0(g; g)− I0(g; c) = log
n!∏

s n
(g)
s !

− log
n!1!(n

(g)
1 − 1)!

∏qg
s=2 n

(g)
s !(∏

s n
(g)
s !

)(∏qg
s=3 n

(g)
s !

)
(n

(g)
1 − 1)!(n

(g)
2 + 1)!

= log(n
(g)
2 + 1). (B2)

At the same time, the reduction term logΩ also de-
creases, by an amount that can be estimated from
Eq. (18) thus:

logΩ(n(g), n(g))− log Ω(n(g), n(c)) = log

qg∏
r=1

(
n(g)
r +α−1
α−1

)
(
n
(c)
r +α−1
α−1

)
= log

(n
(g)
1 + α+ 1)(n

(g)
2 + 1)

n
(g)
1 (n

(g)
2 + α)

. (B3)

Combining Eqs. (B2) and (B3), we now find that the
change in the RMI incurred from the mislabeling of a
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single node is

I(g; g)− I(g; c) = log
n
(g)
1 (n

(g)
2 + α)

n
(g)
1 + α− 1

> 0, (B4)

where the inequality holds so long as n
(g)
1 , n

(g)
2 , α ≥

1. Thus, under the estimate of Ω(n(g), n(c)) given by
Eq. (18), g = c is a local maximum of the reduced mu-
tual information.
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ference and phase transitions in the detection of modules
in sparse networks. Phys. Rev. Lett. 107, 065701 (2011).
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