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Abstract—Federated Learning (FL) is a distributed machine
learning technique that allows model training among multi-
ple devices or organizations by sharing training parameters
instead of raw data. However, adversaries can still infer indi-
vidual information through inference attacks (e.g. differential
attacks) on these training parameters. As a result, Differential
Privacy (DP) has been widely used in FL to prevent such
attacks.

We consider differentially private federated learning in
a resource-constrained scenario, where both privacy budget
and communication rounds are constrained. By theoretically
analyzing the convergence, we can find the optimal number
of local Differential Privacy Stochastic Gradient Descent
(DPSGD) iterations for clients between any two sequential
global updates. Based on this, we design an algorithm
of Differentially Private Federated Learning with Adaptive
Local Iterations (ALI-DPFL). We experiment our algorithm
on the MNIST, FashionMNIST and Cifar10 datasets, and
demonstrate significantly better performances than previous
work in the resource-constraint scenario. Code is available at
https://github.com/cheng-t/ALI-DPFL.

Index Terms—differential privacy, federated learning, adap-
tive, convergence analysis, resource constrained

I. INTRODUCTION

In federated learning, each client normally downloads
the global model from the center sever, performs local
iterations, and uploads the resulted training parameters back
to the center sever. The center sever then updates the global
model accordingly. The above steps repeat until the global
model converges [1]. In this way, the global model reaches
convergence by communicating only training parameters
instead of raw data. Nevertheless, some studies have shown
that federated learning still carries privacy risks. Training
parameters, such as gradient values, can be used to recover
a portion of the original data [2] or infer whether specific
content originates from certain data contributors [3]. Melis
et al. [4] also demonstrated that participants’ training data
could be leaked by shared models. Therefore, additional
measures need to be taken to protect data privacy in
federated learning.

Many works [5]–[8] have demonstrated that the tech-
nique of differential privacy (DP) could protect machine
learning models from unintentional information leakage.

*: These authors contributed equally.
†: Corresponding author.

In differentially private federated learning (DPFL), each
client executes a certain number of local stochastic gradient
descent with differential privacy (DPSGD) iterations before
performing a global aggregation. For each global aggre-
gation, DPFL consumes privacy budget according to the
number of local iterations and communicates one round of
training parameters, and thus DPFL should be constrained
by both the privacy budget and communication rounds.
However, current DPFL schemes typically optimize the
global model only with the constraint of a limited privacy
budget, while overlooking the constraint of communication
rounds.

1 2 3 5 10
80.0

82.5

85.0

87.5

90.0

92.5

95.0

97.5

100.0

Ac
c 

of
 M

NI
ST

1 2 3 5 10
65.0

67.5

70.0

72.5

75.0

77.5

80.0

82.5

85.0

Ac
c 

of
 F

-M
NI

ST

1 2 3 5 10
30

35

40

45

50

55

60

Ac
c 

of
 C

ifa
r1

0

(a) Iters=150

1 2 3 5 10
80

85

90

95

100

1 2 3 5 10
65

70

75

80

85

1 2 3 5 10
30

35

40

45

50

55

60

(b) Iters=300

1 2 3 5 10
80

85

90

95

100
optimal
normal

1 2 3 5 10
65

70

75

80

85

1 2 3 5 10
30

35

40

45

50

55

60

(c) Iters=600

Fig. 1: The test accuracy(%) of fixed τ in different datasets
and iterations.

Existing DPFL schemes usually choose empirically a
fixed number of local iterations τ for each global update,
usually, τ = 1. They treat communication rounds as
unlimited, but in practice, the number of communication
rounds are often constrained by limited resources such as
time and bandwidth. As shown in Fig. 1, the optimal fixed
τ value corresponding to the highest accuracy is not a
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Fig. 2: The Framework of Differentially Private Federated Learning with Adaptive Local Iterations

fixed value across different datasets and iterations. It is
also indicated that a fixed τ may fail to achieve satisfactory
convergence performances [9]–[11]. Therefore, for the first
time, in this paper we focus on finding a DPFL scheme
with adaptive local iterations to achieve good performances
when both privacy budget and communication rounds are
constrained.

Through the convergence analysis, we derive a conver-
gence bound related to the number τ of local iterations.
Then, we propose a differentially private federated learn-
ing scheme with adaptive local iterations (ALI-DPFL), as
shown in Fig. 2, which finds the optimal value (τ∗) in
each communication round that minimizes the convergence
bound. This value is then used as the number of local
iterations in the next round, enabling the algorithm to
converge faster under the constraints of privacy budget
and communication rounds. The main contributions of this
paper are as follows:

1) We analyze DPFL convergence under constrained pri-
vacy budgets and communication rounds, presenting
a novel convergence bound related to the number of
local iterations.

2) Leveraging this bound, we introduce the ALI-DPFL
algorithm, employing adaptive local iterations for

high accuracy and fast convergence in resource-
constrained settings.

3) Our extensive experiments showcase our approach’s
superiority over three leading DPFL algorithms
across IID and Non-IID data distributions..

The rest of the paper is organized as follows. Section
II reviews prior research. Section III introduces the pre-
liminary knowledge. Section IV proposes the ALI-DPFL
algorithm through analyzing convergence bound of the
DPFL algorithm and proves our algorithm satisfy differ-
ential privacy. The experimental results are presented in
Section V, followed the conclusion in Section VI.

II. RELATED WORK

A. DPFL

In previous studies, two different types of differential
privacy have been incorporated into federated learning to
protect privacy: client-level differential privacy (CL-DP)
and sample-level differential privacy (SL-DP).

CL-DP. In the CL-DP setting, the model’s performance
remains stable despite the addition or removal of one
client during training [12]. Enayat et al. [13] utilized CL-
DP to dynamically adjust the compression rate based on
training loss, thereby reducing communication rounds in



federated learning. Zhou et al. [14] explored the impact of
local iterations when employing the Laplace mechanism for
perturbation.

SL-DP. In the SL-DP setting, each client possesses a set
of data samples. Importantly, the addition or removal of
a data sample during training has minimal impact on the
model’s performance [15], [16]. Fu et al. [17] introduced
adaptive gradient clipping, tailoring it for different clients
and communication rounds based on observed changes
in loss values. Raouf et al. [18] leveraged SL-DP to
enhance model accuracy by updating only a fixed subset
of model weights while leaving others unchanged, thereby
reducing bandwidth consumption for both upstream and
downstream communication. Kang Wei et al. [19] proposed
the adaptive privacy budget allocation. Zhou et al. [20]
provided the optimal value for the total local iterations
through convergence analysis and analyzed the impact of
the total number of iterations on convergence performance
and privacy protection. Our work focuses on the SL-DP
setting, which is the most popular in the real world.

B. Adaptive local iterations in FL

There are currently numerous adaptive federated learn-
ing algorithms aimed at improving model performance in
heterogeneous data settings. For example adaptive model
aggregation [21], [22], adaptive optimizers [23], adaptive
Network Layering [24] and adaptive client sampling [25],
etc. Wang et al [11] improved the federated learning algo-
rithm by considering scenarios where clients and the server
consume the same type of resources. They achieved faster
convergence of the global model under resource constraints
by dynamically adjusting local iterations.

Some studies like [11] addressed optimal iteration rounds
in FL under limited resources but overlooked differen-
tial privacy. Others, such as [14] [20], calculated optimal
iteration rounds in DPFL but neglected communication
round constraints. This paper, to our knowledge, represents
the first attempt to utilize SL-DP convergence analysis
to dynamically determine the number of local iterations,
achieving rapid convergence.

III. PRELIMINARIES

In the beginning, we list some notations used in this
paper in Table I. Symbols that have not been mentioned
before will be defined later in the following sections.

A. Differential privacy

Differential privacy is a rigorous mathematical frame-
work that formally defines the privacy loss of data analysis
algorithms. Informally, it requires that any changes to a
single data point in the training dataset can not cause
statistically significant changes in the algorithm’s output.

Definition 1: (Differential privacy [26]). (ϵ, δ)-
Differential privacy is achieved by a randomized

TABLE I: Summary of main notations

F (w) Global loss function
Fi(w) Local loss function for client i
t Iteration index
k Global aggregation index
wi

t Local model parameter at node i at iteration t
wt Global model parameter at iteration t
w∗ True optimal model parameter that minimizes F (w)
η Gradient descent step size
τ Number of local update iterations between two global

aggregations
τ∗ Dynamic optimal τ in a single round
T Total number of local iterations
K Total number of global aggregation, equal to T/τ
pi weight of client i
Rs Maximum communication rounds
Rc Maximum total local iterations
L Lipschitz parameter
µ Strongly convex parameter
σ Standard deviation of Gaussian distribution
d The dimension of model
C Clipping bound
q Sampling rate of batch
|| · || L2-norm

mechanism M : X → R if, for any two neighboring
databases Di,D′

i ∈ X that differ in only a single entry,
and ∀ S ⊆ Range(R),

Pr [M (Di) ∈ S] ≤ eϵ Pr [M (D′
i) ∈ S] + δ (1)

B. Differentially private stochastic gradient descent

Differentially Private Stochastic Gradient Descent
(DPSGD) stands as a widely embraced deep learning algo-
rithm offering privacy guarantees [15], [27]–[30]. Specif-
ically, at each iteration t, a batch of data Bt is sampled
from the dataset using a sampling rate q. Subsequently, for
each batch, s is a sample thereof. Following the clipping
of per-sample gradients, Gaussian noise with a mean of 0
is incorporated into the gradients in the subsequent step:

ḡt(s) = clip (∇F (wt, s))

= ∇F (wt, s)/max

(
1,
∥∇F (wt, s)∥

C

)
(2)

g̃t =
1

|Bt|

(∑
s∈Bt

ḡt(s) +N (0, σ2C2Id)

)
(3)

Here, σ represents the noise multiplier, while C denotes
the clipping bound. Subsequently, gradient descent is ex-
ecuted based on the batch-averaged gradients. The initial
models being randomly generated and independent of the
sample data, combined with the batch-averaged gradients
adhering to differential privacy, ensures that the resulting
models also adhere to differential privacy, attributable to
the post-processing property [31].



Algorithm 1: Federated Learning with Differential
Privacy

Input: loss function F (w). Parameters: learning
rate η, noise multiplier σ, local iterations τ ,
clipping bound C, sampling rate q

Output: the final trained model w(K)
1 Initialize k = 0, w0 = Initial();
2 while k < K do
3 for i ∈ [1, 2, · · · , N ] parallel do
4 for j ∈ [1, 2, · · · , τ ] do
5 t = (k − 1)τ + j;
6 Sample randomly a batch Bit with

sampling rate q;
7 for s ∈ Bit do
8 git(s)← ∇Fi(w

i
t, s);

9 ḡit(s)← git(s)/max(1,
∥gi

t(s)∥
C );

10 g̃it ←
∑

s∈Bi
t

ḡit(s) +N (0, σ2C2Id);

11 wi
t+1 = wi

t − η · g̃i
t

|Bi
t|

;
12 Receive wi

t+1;
13 k = k + 1;
14 w(k) =

∑N
i=1 piw

i
t+1;

15 Broadcast w(k) to each client ;
16 return w(K)

C. Federated Learning with Differential Privacy

In a typical federated learning system, a server and N
clients form the fundamental components [1] [32]. Each
client, denoted as Ci, maintains a local database Di, where
i ∈ {1, 2, . . . , N}. The quantity |Di| signifies the size of
the dataset at client i, and the total dataset size is denoted
as |D| =

∑N
i=1 |Di|. Let pi ≜

|Di|
|D| represent the weight of

client i. The server’s objective is to learn a model using
data distributed across the N clients. Each active client
engaged in local training endeavors to discover a vector
w that represents the neural network model minimizing a
specific loss function. Subsequently, the server aggregates
the weights from the N clients, a process that can be
expressed as:

w(k) =

N∑
i=1

piw
i
t (4)

Here, wi
t signifies the parameter vector acquired from

client i at iteration t, while w(k) denotes the server-
aggregated parameter vector at communication round k.
The objective is to minimize F (w), in other words, to seek:

w∗ ≜ argminF (w) (5)

The function F (·) is defined as follows:

F (w) ≜
N∑
i=1

piFi(w) (6)

Here, Fi(·) represents the local loss function of client i.
As depicted in Algorithm 1, the differentiating factor

between the DPFL algorithm and traditional federated
learning algorithms resides in the utilization of DPSGD
instead of SGD. Specifically, at line 9, the DPFL algorithm
executes per-sample clipping, and at line 10, it introduces
noise to the clipped gradients.

IV. ALI-DPFL ALGORITHM

In this section, we introduce our ALI-DPFL algorithm,
which is based on the insights gleaned from the conver-
gence analysis. In Section IV-A, we conducted a con-
vergence analysis of the traditional DPFL algorithm to
investigate the relationship between the convergence upper
bound and τ , resulting in Equation (7). Leveraging the
outcomes of the convergence analysis, we derived Lemma
1 and Lemma 2. Subsequently, in Section IV-B, we outline
the workflow of ALI-DPFL. Furthermore, in Section IV-C,
we constructed Algorithm 2 based on Lemma 1 and Lemma
2. Finally, in Section IV-D, we demonstrated that Algorithm
2 satisfies the conditions for differential privacy.

A. Motivation: Convergence Analysis of DPFL

To investigate the impact of τ on the convergence rate,
we delve into the convergence of Algorithm 1 and draw
insights on selecting the optimal local iteration count τ∗

based on the convergence upper bound. Prior to substanti-
ating this, we establish several assumptions:

Assumption 1: F1, · · · , FN are all L-smooth [33]: for all
v and w, Fi(v) ≤ Fi(w)+(v−w)T∇Fi(w)+ L

2 ∥v−w∥
2.

Assumption 2: F1, · · · , FN are all µ-strongly convex
[34]: for all v and w, Fi(v) ≥ Fi(w)+(v−w)T∇Fi(w)+
µ
2 ∥v −w∥2.

Assumption 3: The L2 norm of stochastic gradi-
ents is uniformly bounded by the clipping bound [35],
i.e.,
∥∥∇Fi

(
wi

t, s
)∥∥ ≤ C for all i = 1, · · · , N , t =

1, · · · , T and s ∈ Bi

Theorem 1: Given the aforementioned assumptions, we
derive the convergence upper bound for Algorithm 1 as
follows:

E[F (wt)]− F ∗ ≤ h(τ), (7)



where:

h(τ) ≜
L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2T

τ2

+
L∆1 − 2L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2T

τ+

L
(
(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
+ 4

µ2 + 3C2 + 2Γ
η + σ2C2d

B̂2

)
2T

.

(8)

Here 1
B̂

≜ maxi,t E 1
|Bi

t|
, ∆1 = E∥w̄1 − w∗∥2. Γ =

F ∗ −
∑N

i=1 piF
∗
i , which is consistent with [36], where a

larger value of Γ indicates that the data among different
clients is more non-IID.

Proof Sketch: We explore the relationship between
E∥w̄t+1−w∗∥2 and E∥w̄t−w∗∥2, subsequently employing
mathematical induction to establish an upper bound for
E∥wt − w∗∥2. Ultimately, leveraging Assumption 1, we
derive (7). For a comprehensive proof, please refer to
Appendix1A.

Lemma 1: Disregarding the limitation on the number of
communication rounds, τ = 1 yields the fastest conver-
gence.
Proof: Observing Equation (8), we note that h(τ) forms
a quadratic function of τ . The minimum value of h(τ) is
attained when:

τ0 = 1− ∆1

2(2 + ηµ)
(
C2 + σ2C2d

B̂2

)
As 0 < τ0 < 1, we conclude that h(τ) achieves its
minimum value at τ = 1.

Lemma 2: Considering the constraint on the number of
communication rounds, we can derive an optimal τ∗:

τ∗ =

√√√√√1 +

4
µ2 + 3C2 + 2ΓTµ+ σ2C2d

B̂2(
2 + 1

T

) (
C2 + σ2C2d

B̂2

) (9)

Proof: The number of required communication rounds is
determined by T

τ . As this value is constant, we have:

h(τ) =
τ

T
·G(τ), (10)

where:

G(τ) ≜
L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2

τ

+
L∆1 − 2L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2

+

L
(
(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
+ 4

µ2 + 3C2 + 2Γ
η + σ2C2d

B̂2

)
2τ

.

(11)

1Due to the limited space, please access the appendix at arXiv:
https://arxiv.org/abs/2308.10457

When T
τ is a constant number, we minimize G(τ) to

minimize h(τ). We observe that G(τ) is a parabolic func-
tion of τ , and choosing excessively large or small values of
τ would result in a large convergence bound, detrimental
to the convergence of the algorithm. By minimizing G(τ),
we obtain τ∗ as given in Equation (9).

B. Overview
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Fig. 3: Workflow of ALI-DPFL

As previously discussed, a fixed value of τ could impede
the algorithm’s rapid convergence. Hence, it is imperative
to compute the optimal τ∗ at each communication round.
The process for computing τ∗ is delineated in Figure 3.

• step 1: The server disseminates the aggregated model
wt acquired from step 3 and the optimal local itera-
tions τ∗ obtained from step 4 to the clients.

• step 2: Each client concurrently executes τ∗ iterations
of DPSGD and uploads wi

t+τ∗ to the central server.
• step 3: The server performs weighted aggregation on

all models uploaded by the clients to derive the new
server model for the subsequent round.

• step 4: The server computes τ∗. If Rs ≥ Rc, then
τ∗ = 1; otherwise, τ∗ is computed using Equation (9).
The parameters required by Equation (9) are calculated
as follows:



1) Compute the strongly convex parameter as per
Assumption 2:

µ←
N∑
i=1

pi
∥∇Fi(w

i
t)−∇Fi(wt)∥
∥wi

t −wt∥

2) Calculate T based on Rs, Rc, and the previous
round’s τ∗:

T ← min{Rs · τ∗, Rc}

3) Determine B̂ as per the definition:

B̂ ← min
i

q · |Di|

C. Our Algorithm

Algorithm 2: Adaptive Local Iterations Differen-
tially Private Federated Learning

Input: loss function F (w). Parameters: learning
rate η, noise multiplier σ, privacy budget ϵ,
local iterations τ , clipping bound for
training C, sampling rate q, heterogeneous
parameter Γ, maximum global rounds Rs,
maximum total iterations Rc

Output: the final trained model w(k)
1 Initialize k = 0, t = 0, w0 = Initial();
2 while k < Rs and t < Rc do
3 for i ∈ [1, 2, · · · , N ] parallel do
4 for j ∈ [1, 2, · · · , τ∗] do
5 t = t+ 1;
6 Sample randomly a batch Bit with

sampling rate q;
7 for s ∈ Bit do
8 git(s)← ∇Fi(w

i
t, s);

9 ḡit(s)← git(s)/max(1,
∥gi

t(s)∥
C );

10 g̃it ←
∑

s∈Bi
t

ḡit(s) +N (0, σ2C2Id);

11 wi
t+1 = wi

t − η · g̃i
t

|Bi
t|

;
12 Receive wi

t+1;
13 k = k + 1;
14 w(k) =

∑N
i=1 piw

i
t+1;

15 if Rs ≥ Rc then
16 τ∗ = 1;
17 else
18 τ∗ = Compute(Γ, µ,Rs, Rc, τ

∗, q) according
to (9);

19 Broadcast w(k), τ∗ to each client ;
20 return w(k)

Our objective is to adapt the value of τ to minimize either
(8) or (11). This adjustment aims to bring wt as close as
feasible to W∗, consequently facilitating swift convergence
within resource constraints. As depicted in Algorithm 2, the

Algorithm 3: Compute Rc

Input: target privacy budget ϵ, δ, sampling rate q,
noise multiplier σ

1 Initialize Tl = 0, Tr = 1e+ 10, ϵm = 0;
2 while ϵm − ϵ < 0.01 do
3 Tm = Tl+Tr

2 ;
4 ϵm ← Compute privacy loss(q, σ, Tm, δ) by

Theorem 2 ;
5 if ϵm > ϵ then
6 Tr = Tm

7 else
8 Tl = Tm

9 return Tl

disparity between ALI-DPFL and DPFL algorithms lies in
the necessity to compute τ∗ instead of relying on a fixed
τ .

• lines 3-11 (Local DPSGD): During this phase, N
clients engage in parallel training. Initially, they re-
ceive wt and τ∗, then proceed with τ∗ rounds of
DPSGD iterations. In line 6, a sampling rate q is uti-
lized for Poisson sampling, drawing inspiration from
[37], to obtain the data batch Bit. Following this, in
lines 8-10, the gradients of each sample within a
single local iteration are clipped, then the gradients
of the entire batch are summed, noise is added, and
finally, the result is divided by the batch size |Bit|.
Subsequently, in line 11, gradient descent is performed
locally using the processed gradients, and the updated
model is uploaded to the server.

• line 14 (Aggregation): Upon reception of models
from each client, Algorithm 2 proceeds to average the
models based on weights.

• lines 15-18 (Compute τ∗): According to Lemma 1
and Lemma 2, the approach to obtaining τ∗ differs.
When Rs (server resources, i.e., maximum communi-
cation rounds) is greater than or equal to Rc (client
resources, i.e., maximum total local iterations), as per
Lemma 1, it is established that τ∗ = 1. Conversely,
when Rs is less than Rc, τ∗ is computed based on
Equation (9).

The value of Rs can be pre-defined or controlled using
methods such as time thresholds or communication band-
width limits. Furthermore, the determination of Rc can
be achieved through Algorithm 3 when establishing the
parameters for differential privacy. Specifically, by defining
the target privacy budget ϵ, sampling rate q, and noise
multiplier σ, the algorithm can obtain the corresponding
total iteration rounds Rc through a binary search.



D. Privacy Analysis

Since each client’s locally trained data samples share the
same sampling rate, noise multiplier, and local iterations in
each round, it follows that each client incurs an identical
privacy loss in every round. Our analysis of each client’s
privacy loss is conducted from the viewpoint of an individ-
ual client. Subsequently, we investigate the privacy budget
for the i-th client (the privacy loss analysis for the other
clients follows the same procedure).

Theorem 2: (DP Privacy Loss of Algorithm 2). After
T local iterations, the i-th client DP Privacy budget of
Algorithm 2 satisfies:

(ϵiT , δ) = (

T∑
t=0

1

α− 1

α∑
k=0

(
α
i

)
(1− q)α−kqk

exp

(
k2 − k

2σ2

)
+

log 1/δ

α− 1
, δ)

(12)

where q is the sampling rate, σ is noise multiplier and any
integer α ≥ 2 .
proof. Our privacy loss calculation is based on RDP [37].
Initially, we utilize the sampling Gaussian theorem of RDP
to compute the privacy cost of each round. Subsequently,
we apply advanced combination techniques of RDP to
aggregate the privacy cost across multiple rounds. Finally,
we convert the resulting RDP privacy to DP.

Definition 2: (RDP privacy budget of SGM [38]). Let
SGq,σ , be the Sampled Gaussian Mechanism for some
function f . If f has sensitivity 1, SGq,σ satisfies (α,R)-
RDP whenever

R ≤ 1

α− 1
logmax(Aα(q, σ), Bα(q, σ)) (13)

where: {
Aα(q, σ) ≜ Ez∼ϑ0

[(ϑ(z)/ϑ0(z))
α
]

Bα(q, σ) ≜ Ez∼ϑ [(ϑ0(z)/ϑ(z))
α
]

(14)

with ϑ0 ≜ N
(
0, σ2

)
, ϑ1 ≜ N

(
1, σ2

)
and ϑ ≜ (1 −

q)ϑ0 + qϑ1

Further, it holds ∀(q, σ) ∈ (0, 1],R+∗, Aα(q, σ) ≥
Bα(q, σ). Thus, SGq,σ satisfies

(
α, 1

α−1 log (Aα(q, σ))
)

-
RDP .

Finally, [38] describes a procedure to compute Aα(q, σ)
depending on integer α.

Aα =

α∑
k=0

(
α
k

)
(1− q)α−kqk exp

(
k2 − k

2σ2

)
(15)

Definition 3: (Composition of RDP [37]). For two ran-
domized mechanisms f, g such that f is (α,R1)-RDP and
g is (α,R2)-RDP the composition of f and g which is
defined as (X,Y )(a sequence of results), where X ∼ f
and Y ∼ g, satisfies (α,R1 +R2)−RDP

From Definition 2 and Definition 3, the following
Lemma 3 is obtained.

Lemma 3: Given the sampling rate q for each round of
the local dataset and σ as the noise factor, the total RDP
privacy loss of the i-th client for local iterations T for any
integer α ≥ 2 is:

ϵ
′
(α)iT =

T∑
t=0

1

α− 1

α∑
k=0

(
α
k

)
(1−q)α−iqk exp

(
k2 − k

2σ2

)
(16)

Definition 4: (Translation from RDP to DP [37]). if a
randomized mechanism f : D → R satisfies (α, ϵ)-RDP
,then it satisfies(ϵ+ log 1/δ

α−1 , δ)-DP where 0 < δ < 1.
By Lemma 3 and Definition 4, Theorem 2 is proved.

V. EXPERIMENT

We carried out a series of comparative experiments on the
MNIST, FashionMnist, and Cifar10 datasets. The results of
these experiments illustrate that our ALI-DPFL algorithm
consistently delivers outstanding performance, enhancing
accuracy across various ratios between Rs and Rc.

A. setup

1) baseline: We compared the ALI-DPFL algorithm
with three different baselines:

• FedAvg [1]+DP: FedAvg, as the earliest Federated
Learning algorithm, was executed with a fixed τ . We
replace SGD with DPSGD to ensure privacy protection
while setting τ = {1, 2, 3, 5, 10} as the baselines.

• PE-DPFL [39]: This algorithm introduces a regular-
ization term to the objective function and directly
adds noise to the model before uploading. For our
comparative experiments, we utilized hyperparameters
epoch = 1 and τ = 3.

• Adap DP-FL [17]: This algorithm dynamically adjusts
the value of σ based on whether the loss has decreased
within four rounds. Similarly, for our comparative
experiments, we employed hyperparameters epoch =
1 and τ = 3.

2) dataset: In our study, we conducted experiments on
various Rs and Rc ratios under independent and identically
distributed (IID) as well as non-independent and identically
distributed (Non-IID) data distributions. We employed the
following three real datasets: MNIST [40], FashionMNIST
[41] and Cifar10 [42].

3) default parameters: With a learning rate of η = 0.5,
we conducted experiments using ALI-DPFL with convolu-
tional neural networks. We established the sampling rate
q at 0.015, with 10 clients participating in each training
iteration. To simulate data heterogeneity, we employed a
real heterogeneous setting [43] controlled by a Dirichlet
distribution denoted as Dir(β), where smaller β values
indicate higher data heterogeneity. We set the default value
to β = 0.05 [10] [43] and Γ = 10. We conducted



TABLE II: (Small Rs) The average accuracy(%) on MNIST, Fashion MNIST and Cifar10.

Rs = 2Rc, ϵ = 1.55 Rs = Rc, ϵ = 1.75 Rs = 1
2
Rc, ϵ = 2 Rs = 1

5
Rc, ϵ = 2.75

Datasets MNIST FMNIST Cifar10 MNIST FMNIST Cifar10 MNIST FMNIST Cifar10 MNIST FMNIST Cifar10
PE-DPFL 80.12 79.81 38.22 96.02 80.91 42.61 97.42 82.15 48.98 97.99 83.92 51.90

Adap DP-FL 85.83 80.11 39.12 94.21 81.31 46.12 95.41 81.30 47.39 96.98 82.05 49.96
τ = 12 85.65 79.98 39.33 96.01 81.94 46.27 95.06 81.64 47.27 97.08 82.14 47.20
τ = 2 81.26 79.66 32.55 95.99 81.48 42.91 96.77 83.20 50.79 97.99 82.90 50.96
τ = 3 78.63 78.55 31.23 95.21 81.26 41.33 97.51 82.60 49.28 98.15 83.60 52.85
τ = 5 77.62 77.68 26.38 95.14 79.64 41.06 97.49 82.25 47.62 97.96 82.45 53.14
τ = 10 76.65 75.32 23.46 91.05 76.32 40.20 95.18 78.23 44.38 96.42 76.78 48.30

ALI-DPFL 86.10 80.17 39.82 96.25 82.02 46.32 97.58 83.44 51.92 98.25 84.07 53.54

TABLE III: (Medium Rs) The average accuracy(%) on MNIST, Fashion MNIST and Cifar10.

Rs = 2Rc, ϵ = 1.75 Rs = Rc, ϵ = 2 Rs = 1
2
Rc, ϵ = 2.5 Rs = 1

5
Rc, ϵ = 3.75

Datasets MNIST FMNIST Cifar10 MNIST FMNIST Cifar10 MNIST FMNIST Cifar10 MNIST FMNIST Cifar10
PE-DPFL 96.04 78.11 38.22 96.99 83.05 53.61 98.02 81.69 52.83 98.08 83.31 54.21

Adap DP-FL 93.08 80.21 43.53 97.12 82.70 55.21 97.02 82.88 52.77 97.42 82.05 52.32
τ = 1 96.12 81.84 44.06 97.23 83.71 54.96 96.91 82.96 52.66 97.33 81.99 51.00
τ = 2 95.46 79.88 38.63 96.57 82.84 54.33 98.38 81.94 53.41 97.15 82.83 53.92
τ = 3 94.82 77.51 37.20 95.46 82.61 53.08 98.23 82.99 52.04 98.23 83.57 55.60
τ = 5 93.54 76.96 38.02 94.49 80.46 53.91 98.33 77.96 52.63 98.52 80.70 55.17
τ = 10 92.68 73.12 33.25 93.31 79.56 51.78 97.31 75.56 49.72 96.65 75.29 46.32

ALI-DPFL 96.14 81.86 44.12 97.59 83.88 55.01 98.15 83.58 53.86 98.82 84.31 55.67

TABLE IV: (Large Rs) The average accuracy(%) on MNIST, Fashion MNIST and Cifar10.

Rs = 2Rc, ϵ = 2 Rs = Rc, ϵ = 2.5 Rs = 1
2
Rc, ϵ = 3.25 Rs = 1

5
Rc, ϵ = 5.25

Datasets MNIST FMNIST Cifar10 MNIST FMNIST Cifar10 MNIST FMNIST Cifar10 MNIST FMNIST Cifar10
PE-DPFL 92.94 81.81 42.22 97.43 81.90 50.31 98.12 81.84 52.91 98.12 83.94 56.70

Adap DP-FL 94.32 80.01 50.13 95.12 81.21 55.41 98.45 82.32 53.32 98.08 83.85 56.86
τ = 1 94.92 82.53 49.99 97.57 84.02 56.41 97.93 83.39 54.33 96.98 83.70 53.37
τ = 2 94.46 81.49 44.54 97.46 82.92 50.11 98.58 83.46 54.96 97.89 83.72 55.56
τ = 3 92.98 81.56 41.14 97.32 82.73 50.59 98.61 83.24 53.08 98.11 83.75 56.84
τ = 5 92.86 78.48 41.25 97.49 82.50 50.47 98.85 81.67 53.91 98.33 81.72 55.21
τ = 10 91.98 75.32 38.85 96.58 81.72 47.98 97.21 79.65 51.78 97.42 81.25 54.55

ALI-DPFL 95.22 82.58 50.14 97.74 84.19 56.76 98.84 83.25 55.17 98.82 84.58 57.25

experiments using a neural network with 2 convolutional
layers and 2 fully connected layers on three datasets.

B. Performance

In Lemma 1, we highlighted that τ = 1 represents
the optimal choice for achieving the fastest convergence
of the algorithm when the constraint of communication
rounds is not taken into account. Previous studies analyzing
convergence have primarily focused on the relationship
between accuracy and the number of local iterations [36],
[44]–[46]. We have observed that the convergence bound
consistently incorporates accuracy and the number of local
iterations in the denominator. Holding accuracy constant,
more iterations result in a smaller convergence bound.
Selecting τ = 1 maximizes the number of iterations,
aligning with our observation in Lemma 1. Based on this
insight, we designed the following experiments:

Condition I: When Rs ≥ Rc, as per the aforementioned
analysis, setting all values in the τ list to 1 yields the best
model performance. Hence, we verified two cases: Rs = Rc

and Rs = 2Rc, under three fixed conditions of Rs.

2All fixed τ methods source from FedAvg+DP.

Condition II: When Rs < Rc, setting all values in the
τ list to 1 does not fully utilize local resources. Therefore,
we examined two cases: Rs =

1
2Rc and Rs =

1
5Rc, under

three fixed conditions of Rs.
In our experiments, we compared the ALI-DPFL

method with the fixed τ method, FedAvg [1]+DP,
PE-DPFL [39], and Adap DP-FL [17]. We conducted
experiments for four different ratios: Rs = Rc, Rs = 2Rc,
Rs = 1

2Rc, and Rs = 1
5Rc, under three conditions:

Rs = {158, 231, 317}. To accommodate the four cases of
Rs = n ·Rc and the three values of Rs = {158, 231, 317},
we selected the following privacy budgets:ϵ =
{1.55, 1.75, 2, 2.5, 2.75, 3.25, 3.75, 5.25}. These values
support {79, 177, 317, 598, 775, 1123, 1585, 2990}
iterations, approximately meeting the experimental
requirements.

As depicted in Tables II, III, and IV, we evaluated the
performance of these methods under Non-IID conditions
(utilizing a Dirichlet distribution parameter of 0.05). Each
entry in the tables represents the average result obtained
after three replications. Our findings indicate that in the
majority of cases, our method outperforms the other meth-
ods.
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C. Exploration the reason of outperform

We counted the optimal τ values for each resource ratio
in the fixed τ algorithm and illustrated them in Fig. 5.
Our analysis revealed that when Rs =

1
2Rc, the optimal τ

values predominantly clustered around 2 and 3. Similarly,
when Rs = 1

5Rc, the optimal τ values were mainly
concentrated in 3 and 5.

Subsequently, we depicted the τ lists for the ALI-DPFL
algorithm where Rs < Rc in Table II, III, and IV in Fig.
4. Our observations indicated that initially, the value of τ∗

exhibited fluctuations, but after several iterations, it stabi-
lized to an appropriate τ . Furthermore, when Rs = 1

2Rc,

the values in the τ list stabilized around 2 and 3, while for
Rs =

1
5Rc, the values in the τ list stabilized around 3 and 5.

These findings suggest that ALI-DPFL effectively identifies
the τ values conducive to rapid model convergence under
varying resource ratios.

D. Robustness with heterogeneous data

TABLE V: The average accuracy(%) on heterogeneous
setting at FasionMNIST dataset, Rs =

1
3Rc, ϵ = 2.

IID Dir(0.05) Dir(0.5) Dir(1)
PE-DPFL 83.21 81.06 82.56 83.00

Adap DP-FL 87.12 83.58 83.62 84.05
τ = 1 84.56 80.92 81.01 82.77
τ = 2 86.12 82.15 84.61 84.88
τ = 3 89.46 84.45 84.89 85.82
τ = 5 83.30 80.62 81.21 82.05
τ = 10 76.56 73.56 74.06 74.51

ALI-DPFL 89.62 84.85 85.45 86.12

To showcase the robustness of Algorithm 2 in Non-IID
data settings, we conducted experiments utilizing different
data partitioning methods on the FashionMNIST dataset,
with Rs = 1

3Rc and ϵ = 2. As depicted in Table V, the
performance of the ALI-DPFL algorithm surpassed that of
other methods in the cases of IID, Dir(0.05), Dir(0.5), and
Dir(1). Correspondingly, we set the parameter Γ to 0, 10,
5, and 1.

VI. CONCLUSION

In this paper, we present an algorithm of Differential
Private Federated Learning with Adaptive Local Iterations
(ALI-DPFL), in the scenario where privacy budget and
communication rounds are constrained. Through a theoreti-
cal convergence analysis of DPFL, we derive a convergence
bound depending on the number of local iterations τ ,
and improve the performance of federated learning with
differential privacy by dynamically finding the optimal τ .
We formally prove the privacy of the proposed algorithm
with the RDP technique, and conduct extensive experiments
to demonstrate that ALI-DPFL significantly outperforms
existent schemes in the resource-constraint scenario.
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[37] I. Mironov, “Rényi differential privacy,” ieee computer security
foundations symposium, 2017.

[38] I. Mironov, K. Talwar, and L. Zhang, “Rényi differential privacy of
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APPENDIX

A. Proof of Theorem 1

For the sake of convenience, we first establish some
notations:

Let wi
t represent the model of the i-th client at the t-

th iteration. Let Iτ denote the global aggregation step,
which is defined as Iτ = {nτ |n = 1, 2, . . . }. Based
on Assumption 3, the gradient descent equation can be
expressed as:

vi
t+1 = wi

t −
η

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)


(17)

wi
t+1 =

{
vi
t+1 if t+ 1 /∈ Iτ ,∑N
i=1 piv

i
t+1 if t+ 1 ∈ Iτ .

(18)

Here, we introduce vi
t+1 to represent the intermediate result

of wi
t after one iteration of gradient descent.

Inspired by [47], we introduce two virtual sequences in
our analysis: v̄t =

∑N
i=1 piv

i
t and w̄t =

∑N
i=1 piv

i
t. When

t + 1 /∈ Iτ , v̄t = w̄t, but the server cannot access these
two sequences. When t+1 ∈ Iτ , the server can access w̄t.

Therefore, we have:

v̄t+1 = w̄t − η

N∑
i=1

1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)


(19)

1) Key lemma:
Lemma 4: (Results of one iteration). Assume Assumption

1-3, we have:

E∥v̄t+1 −w∗∥2 ≤ (1− ηµ)E∥w̄t −w∗∥2 + η2A

since ∆t = E∥w̄t −w∗∥2, we have:

∆t+1 ≤ (1− ηµ)∆t + η2A

where A = (τ − 1)2(2+ ηµ)
(
C2 + σ2C2d

B̂

)
+3C2+ 2Γ

η +

σ2C2d
B̂2

, Γ = F ∗ −
∑N

i=1 piF
∗
i .

We use mathematical induction to obtain ∆t ≤ v
t where

v = max{β
2+A

βµ−1 , τ∆1}.
STEP 1. When t = 1, the equation ∆1 ≤ v holds

obviously.
STEP 2. We assume ∆t ≤ v

t holds.

STEP 3. on the condition that η = β
t , β > 1

µ , we know

∆t+1 ≤ (1− ηµ)∆t + η2A

≤
(
1− βµ

t

)
v

t
+

β2 +A

t2

=
(t− 1)v

t2
+

(
β2 +A

t2
− βµ− 1

t2
v

)
≤ t− 1

t2
v ≤ v

t+ 1

Therefore, ∆t+1 ≤ v
t+1 holds, completing the proof by

mathematical induction. Hence, ∆t ≤ v
t holds.

Then by the L-smoothness of F (·), and set β = 2
µ , t←

T

E[F (w̄T )]− F ∗ ≤ L

2
∆T

≤ L

2T

(
4

µ2
+A+ τ∆1

)
≤ L

2T
(
4

µ2
+ τ∆1 + (τ − 1)2(2 + ηµ)

(
C2 +

σ2C2d

B̂2

)
+ 3C2 +

2Γ

η
+

σ2C2d

B̂2
)

=
L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2T

(τ − 1)2

+
L

2T

(
4

µ2
+ τ∆1 + 3C2 +

2Γ

η
+

σ2C2d

B̂2

)
= h(τ) (20)

where

h(τ) ≜
L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2T

τ2

+
L∆1 − 2L(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
2T

τ+

L
(
(2 + ηµ)

(
C2 + σ2C2d

B̂2

)
+ 4

µ2 + 3C2 + 2Γ
η + σ2C2d

B̂2

)
2T

(21)

2) Proof of Lemma 4:



According to (17),

∥v̄t+1 −w∗∥2

= ∥w̄t −w∗

− η

N∑
i=1

pi
1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

 ∥2
= ∥w̄t −w∗∥2

+ 2η ⟨w∗ − w̄t,

N∑
i=1

pi
1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

⟩
︸ ︷︷ ︸

A1

+ η2 ∥
N∑
i=1

pi
1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

 ∥2
︸ ︷︷ ︸

A2

(22)

By the convexity of ∥ · ∥2,

A2 =

∥∥∥∥∥∥
N∑
i=1

pi
1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

∥∥∥∥∥∥
2

≤
N∑
i=1

pi

∥∥∥∥∥∥ 1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

∥∥∥∥∥∥
2

≤
N∑
i=1

pi

∥∥∥∥∥∥ 1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)

∥∥∥∥∥∥
2

+

N∑
i=1

pi

∥∥∥∥ 1

|Bit|
σCN (0, Id)

∥∥∥∥2
(From the Cauchy Schwartz inequality.)

Take the expectation of A2:

EA2 ≤ C2 +
σ2C2d

B̂2

where 1
B̂

= maxi,t E 1
|Bi

t|
.

A1 = −⟨w̄t −w∗,

N∑
i=1

pi
1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

⟩
= −⟨w̄t −w∗,

N∑
i=1

pi
1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)⟩︸ ︷︷ ︸

B1

−⟨w̄t −w∗,

N∑
i=1

pi
1

|Bit|
σCN (0, Id)⟩︸ ︷︷ ︸

B2

Because the noise has a mean of 0:

EB2 = 0 (23)

Add a zero term to B1:

B1 = −
N∑
i=1

pi⟨w̄t −wi
t +wi

t −w∗,
1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)⟩

= −
N∑
i=1

pi⟨w̄t −wi
t,

1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)⟩︸ ︷︷ ︸

C1

−
N∑
i=1

pi⟨wi
t −w∗,

1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)⟩︸ ︷︷ ︸

C2

By Cauchy-Schwarz inequality and AM-GM inequality,
we have

C1 ≤
1

η

N∑
i=1

pi∥w̄t −wi
t∥2 + η

N∑
i=1

pi

∥∥∥∥∥∥ 1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)

∥∥∥∥∥∥
2

≤ 1

η

N∑
i=1

pi∥w̄t −wi
t∥2 + ηC2



According to Assumption 2, we get

C2 ≤ −
N∑
i=1

pi⟨wi
t −w∗,

1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)⟩

≤ −
N∑
i=1

pi
(
Fi(w

i
t)− Fi(w

∗)
)
−

N∑
i=1

pi
µ

2
∥wi

t −w∗∥2

= −
N∑
i=1

pi
(
Fi(w

i
t)− F (w∗) + F (w∗)− Fi(w

∗)
)

− µ

2

N∑
i=1

pi∥wi
t −w∗∥2

= −
N∑
i=1

pi
(
Fi(w

i
t)− F (w∗)

)
+

N∑
i=1

pi (Fi(w
∗)− F (w∗))

− µ

2

N∑
i=1

pi∥wi
t −w∗∥2

≤ −
N∑
i=1

pi
(
Fi(w

i
t)− F (w∗)

)
︸ ︷︷ ︸

D1

−µ

2

N∑
i=1

pi∥wi
t −w∗∥2 + Γ

where Γ ≜
∑N

i=1 pi (F (w∗)− Fi(w
∗)).

Process the D1

D1 =

N∑
i=1

pi
(
Fi(w

i
t)− F (w∗)

)
=

N∑
i=1

pi
(
Fi(w

i
t)− Fi(w̄t)

)
+

N∑
i=1

pi (Fi(w̄t)− F (w∗))

≥
N∑
i=1

pi⟨∇Fi(w̄t),w
i
t − w̄t⟩+ (F (w̄t)− F (w∗))

(from the Assumption 2)

≥ −1

2

N∑
i=1

pi

[
η∥Fi(w̄t)∥2 +

1

η
∥wi

t − w̄t∥2
]

+ (F (w̄t)− F (w∗))

(from the AM-GM inequality)

≥ −
N∑
i=1

pi

[
ηL (Fi(w̄t)− F (w∗)) +

1

2η
∥wi

t − w̄t∥2
]

+ (F (w̄t)− F (w∗))

(from the Assumption 1)

= (1− ηL) (F (w̄t)− F (w∗)) +
1

2η

N∑
i=1

pi∥wi
t − w̄t∥2

Hence, we get

B1 ≤
1

η

N∑
i=1

pi∥w̄t −wi
t∥2 + ηC2

+ (ηL− 1) (F (w̄t)− F (w∗))− 1

2η
∥wi

t − w̄t∥2

− µ

2

N∑
i=1

pi∥wi
t −w∗∥2 + Γ

≤ −µ

2
∥w̄t −w∗∥2 + (

1

η
+

µ

2
)

N∑
i=1

pi∥w̄t −wi
t∥2 + ηC2 + Γ

Comprehensive equation A−D, take exception to (22):

E∥v̄t+1 −w∗∥2 = E∥w̄t −w∗∥2 + 2ηEA1 + η2EA2

≤ E∥w̄t −w∗∥2 + η2
(
C2 +

σ2C2d

B̂2

)
+ 2η(−µ

2
E∥w̄t −w∗∥2

+

(
1

η
+

µ

2

) N∑
i=1

piE∥w̄t −wi
t∥2 + ηC2 + Γ)

= (1− ηµ)E∥w̄t −w∗∥2 + (2 + ηµ)

N∑
i=1

piE∥w̄t −wi
t∥2

+ 3η2C2 + 2ηΓ +
η2σ2C2d

B̂2
(24)

Then we do such process:
N∑
i=1

piE∥w̄t −wi
t∥2

=

N∑
i=1

piE∥(wi
t − w̄t0)− (w̄t − w̄t0)∥2

≤
N∑
i=1

piE
t−1∑
t=t0

(τ − 1)η2

∥∥∥∥∥∥ 1

|Bit|

∑
s∈Bi

t

∇Fi(w
i
t, s) + σCN (0, Id)

∥∥∥∥∥∥
2

≤
N∑
i=1

piη
2(τ − 1)2

E

∥∥∥∥∥∥ 1

|Bit|
∑
s∈Bi

t

∇Fi(w
i
t, s)+

∥∥∥∥∥∥
2

σ2C2d

B̂2


≤ η2(τ − 1)2

(
C2 +

σ2C2d

B̂2

)
(25)

Combine Equation (22) and Equation (25):

E∥v̄t+1 −w∗∥2 ≤ (1− ηµ)E∥w̄t −w∗∥2 + ηA (26)

where

A = (τ−1)2(2+ηµ)

(
C2 +

σ2C2d

B̂2
+ 3C2 +

2Γ

η
+

σ2C2d

B̂2

)
(27)
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