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Abstract—Artificial General Intelligence (AGI), possessing the
capacity to comprehend, learn, and execute tasks with human
cognitive abilities, engenders significant anticipation and intrigue
across scientific, commercial, and societal arenas. This fascination
extends particularly to the Internet of Things (IoT), a landscape
characterized by the interconnection of countless devices, sen-
sors, and systems, collectively gathering and sharing data to
enable intelligent decision-making and automation. This research
embarks on an exploration of the opportunities and challenges
towards achieving AGI in the context of the IoT. Specifically,
it starts by outlining the fundamental principles of IoT and
the critical role of Artificial Intelligence (AI) in IoT systems.
Subsequently, it delves into AGI fundamentals, culminating in
the formulation of a conceptual framework for AGI’s seamless
integration within IoT. The application spectrum for AGI-infused
IoT is broad, encompassing domains ranging from smart grids,
residential environments, manufacturing, and transportation to
environmental monitoring, agriculture, healthcare, and educa-
tion. However, adapting AGI to resource-constrained IoT settings
necessitates dedicated research efforts. Furthermore, the paper
addresses constraints imposed by limited computing resources,
intricacies associated with large-scale IoT communication, as well
as the critical concerns pertaining to security and privacy.
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I. INTRODUCTION

A. IoT Concept

The Internet of Things (IoT) constitutes a transformative
technological paradigm that envisions a world where physical
objects and digital systems harmoniously interact to enhance
the quality of human life and streamline various processes
[1], [2], [3]. In a simplified conceptual framework, IoT can be
represented as a basic formula [4]:

IoT = Humans+ Physical Objects(comprising devices,

sensors, controllers, storage, etc.) + Internet
(1)

This captures the essence of IoT’s interconnected nature,
where human interactions, the physical world’s components,
and the vast expanse of the internet converge.

Fig. 1. An illustration of IoT architectures.

Fig. 1 illustrates a fundamental depiction of the IoT system
[5], [6]. Within this system, users and IoT devices are in-
terconnected via the Internet. Communication between users
and devices is facilitated by gateways and signals, which
are transmitted and routed through signal receiving towers.
Additionally, the data shared among these interconnected users
and devices can be archived on the public cloud for later
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retrieval, while sensitive private data can be securely stored
in the private cloud.

Based on the above paradigm, IoT devices have become
omnipresent in everyday life, particularly due to the flourishing
of AI techniques. For example, connected appliances [7],
such as smart thermostats, refrigerators, and washing ma-
chines, are equipped with sensors that provide data about
their status and performance. Wearable devices with healthcare
applications [8], [9], such as Fitbit and Apple watch, are
able to monitor various health metrics such as heart rate,
steps taken, and sleep patterns, while synchronizing the data
with smartphones or medical institutions, allowing users or
doctors to track the physiological indicators in a real-time
manner. Smart cameras [10] are widely used for home secu-
rity purposes, which are integrated with multiple sensors for
motion detection, two-way audio communication, and facial
recognition. The IoT devices are also used for connected
vehicles [11], [12] for features like GPS navigation, remote
diagnostics, and even self-driving capabilities. These devices
communicate with each other and external systems to enhance
driver safety and convenience.

B. AI in IoT

In recent times, artificial intelligence (AI) has exhibited
remarkable achievements across various domains of IoT. AI’s
success has resonated strongly in IoT applications, power-
ing tasks that encompass areas like sensor data analysis
[13], [14], predictive maintenance [15], [16], and real-time
decision-making [17], [14]. For instance, deep neural net-
works, including advanced architectures like Convolutional
Neural Networks (CNNs) [18] and Recurrent Neural Networks
(RNNs) [19], have propelled IoT systems to autonomously
process and interpret complex visual and textual data streams.
These networks enable smart devices to excel in intricate
tasks such as anomaly detection in manufacturing processes
[20] and natural language understanding for voice-controlled
home automation [21]. Additionally, AI models like RoBERTa
[22] have demonstrated their prowess in enhancing human-like
comprehension of IoT-generated textual data. It is important
to note that while many AI advancements have traditionally
focused on surpassing human performance in single cognitive
abilities, the convergence of deep learning and IoT ushers in a
new era where foundational models, pre-trained on expansive
multimodal datasets, can be swiftly adapted to a diverse array
of downstream cognitive tasks, marking a significant stride
towards achieving Artificial General Intelligence (AGI) in the
context of IoT.

C. AGI Background

The fast development of AI in the past ten years can be
attributed to three major reasons: the increasing availability of
training data, enhanced support from AI infrastructures, and
the advancement of AI models such as Generative Adversarial
Networks (GAN) [23], diffusion models [24], and Transform-
ers [25].

Recently, AGI has become an increasingly popular topic,
not only within the realm of AI but also across diverse fields

such as agriculture [26], [27], biology [28], healthcare [29],
geography [30], [31], and so on, especially after OpenAI’s
recent introduction of ChatGPT [32]. In fact, we believe the
technological advancement of AGI should not be linked solely
to a particular entity; rather, it embodies a collaborative en-
deavor between academia and industry over recent years. The
triumph of AGI, notably concerning large language models
(LLMs), finds its origins in the introduction of the Transformer
architecture [25] by Google in 2017. This innovative architec-
ture, which revolves around parallelizable self-attention based
sequential neural networks, was conceived as a substitute for
the RNN. Subsequently, a milestone in the history of the
LLMs and AGI is the development of BERT (Bidirectional
Encoder Representations from Transformers) [33]. Through
the process of pre-training on extensive unsupervised text data
followed by supervised fine-tuning on labeled data, BERT
accomplished groundbreaking results across eleven natural
language processing (NLP) tasks.

The success of BERT started a new era of AI, i.e., AGI
– instead of training task-specific AI models, an increasing
number of researchers started to seek ways to first pre-train a
large model on internet-scale data in a task-agnostic manner
and then adapt this model to various downstream tasks via
fine-tuning, few-shot learning, or even zero-shot learning. This
genre of large-scale task-agnostic models, later on, is called
foundation models [34], [35], [36], [32], [37], [38], [37]. Large
language models are examples of foundation models: GPT-
3 [39], InstructGPT [36], ChatGPT [32], GLaM [40], PaLM
[41], LLaMA [42], Alpaca [43], Claude2 1, LLaMA 2 [44],
and so on.

The development of LLMs in the NLP domain also inspired
the development of foundation models in other domains such
as reinforcement learning (RL) [45] and computer vision
(CV) [46], [38]. For example, many diffusion-based models
such as DALL·E·2 [47], Imagen [48], Stable Diffusion [46]
are visual foundation models. They were trained in a task-
agnostic manner but can be adapted to many vision tasks
such as style transfer [47], image editing [49], [48], image
denoising [50], [51], image super-resolution [52], image in-
painting [50], [47], [46], image colorization [50], [51], [46],
image compression [51], and so on. Most of the current
diffusion-based visual foundation models focus on the image-
to-image translation problem. Recently, the Segment Anything
Model (SAM) [38] has been proposed as a visual foundation
model for various segmentation tasks in remote sensing [53]
and the medical [54] domain.

In addition, instead of limiting foundation models to one
data modality, one rising trend in foundation model research
is developing multimodal foundation models which can simul-
taneously handle various data modalities such as text, images,
video, audio, and so on. An early pioneering work is CLIP [55]
which pre-trained a text encoder and an image encoder jointly
with a self-supervised contrastive learning objective based on
a paired text-image dataset. The benefits include knowledge
sharing across data modalities and the ability to enable tasks
that require multiple data modalities. This practice inspired

1https://www.anthropic.com/index/claude-2

https://www.anthropic.com/index/claude-2
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many follow-up studies on multimodal foundation models such
as BriVL [56], BLIP [57], GPT-4 [58], KOSMOS-1 [59], and
KOSMOS-2 [60].

D. Towards AGI Paradigm for IoT

A point broadly shared in the AGI community is called the
core AGI hypothesis [61], which refers to “the creation and
study of synthetic intelligence with sufficiently broad scope
and strong generalization capability, is qualitatively different
from the synthetic intelligence with significantly narrower
scope and weaker generalization capability”. We characterize
the AGI systems with a list of capabilities motivated by the
competencies summarized by AI researchers and psycholo-
gists [62] in Fig. 2.

1) Perception: The sense and understanding of visual, hear-
ing, touch information from environment, and the abil-
ity of integrating multi-modal information from various
senses.

2) Actuation: The ability of manipulating physical objects,
using tools, and navigation in complex environments.

3) Memory: The memory regarding facts or beliefs, the
outcome of sequential/parallel combinations of actions,
and experience attributed to a particular instance.

4) Learning: The ability to learn from teachers, other ob-
served agents, media, experimentation, and positive or
negative reinforcement signals in the environment.

5) Reasoning: The ability of deduction, induction, and ab-
duction. The ability of reasoning from observed premises,
physical rules and spatio-temporal associations.

6) Planning: The ability of conducting strategical, physical,
and social planning.

7) Motivation: The ability of creating sub-goals based on
the pre-programmed goals, or driven by curiosity, emo-
tions, empathy, and altruism.

8) Emotion: The ability of expressing emotion, as well as
perceiving or interpreting emotion.

9) Interaction: The ability to initiate communication and
organize group activities, with appropriate behavior. The
communication could be achieved through verbal, gestu-
ral, pictorial or even cross-modal signals.

10) Quantitative: The ability to comprehend and articulate
mathematical concepts, solve mathematical problems, and
apply quantitative reasoning to solve problems that de-
mand mathematical thinking and model-building skills.

11) Creation: The ability to build and modify physical ob-
jects, assemble and organize social groups, and form
novel concepts.

AGI within the IoT context would imply the development of
highly advanced and versatile AI systems that possess human-
like cognitive capabilities (i.e., more than one capability listed
above) and can seamlessly interact and adapt across a broad
spectrum of IoT devices and scenarios.

E. AI in IoT Applications and the Necessity for AGI

IoT generates massive amounts of heterogeneous data from
interconnected sensors, devices, and systems [63]. Applying

AI to analyze and extract value from this data is critical. Some
common AI use cases in IoT include:

1) Predictive Maintenance: Using machine learning to
analyze sensor data from industrial equipment and predict
failures before they occur [64]. This avoids costly IoT
downtime.

2) Anomaly Detection: Identifying anomalies in real-time
IoT data streams to detect cyberattacks, equipment faults,
or other issues requiring intervention [65].

3) Personalization: Applying deep learning to user data
from smart devices to provide personalized recommen-
dations and customized experiences [66].

4) Smart Grids: AI algorithms analyze data from smart me-
ters and sensors to optimize energy distribution, manage
demand response, and forecast energy needs, enhancing
the reliability and efficiency of power grids [67].

5) Smart Home: AI-driven systems in smart homes [68]
learn user preferences and behavior to automate light-
ing, heating, and cooling, resulting in an intelligent
environment that enhances comfort and reduces energy
consumption.

6) Smart Agriculture: AI enhances smart agriculture by
processing data from sensors and satellite images for
precision farming, optimizing irrigation, and predicting
environmental impacts on crop yields [69], [70], [71].

7) Smart Robotics: AI-driven robotic systems achieve self-
perception and environmental perception in robots and
drones by collecting and analyzing real-time, multimodal
data from sensors and cameras. This enables precise
navigation and manipulation [72] across a wide range of
applications, from last-mile delivery to industrial automa-
tion and automated farming.

8) Smart Manufacturing: In industrial IoT, AI is used
for modeling, monitoring, diagnosis, and control by ana-
lyzing machine data to forecast breakdowns, optimizing
production schedules, and improving supply chain effi-
ciencies [73].

9) Smart Healthcare: AI applications in smart healthcare
[74] include predictive analytics for patient monitoring,
natural language processing for electronic health records
[75], [76], [77], and image analysis for diagnostic imag-
ing [75], [78].

10) Smart Transportation: AI analyzes data from sensors
and cameras to optimize traffic flows, improve public
transportation systems, enhance navigation with real-time
data, and facilitate autonomous vehicles [79].

11) Smart Public Safety: AI helps in analyzing data from
IoT devices for faster emergency response, uses pattern
recognition to anticipate incidents, and improves commu-
nication systems in crisis situations [80].

12) Smart Environmental: AI is utilized in smart environ-
mental systems to analyze data from sensors for pollu-
tion control, predict environmental trends, and facilitate
wildlife monitoring for conservation efforts [81].

While traditional AI applications perform well for narrow
tasks, developing more versatile systems requires AGI. Con-
ventional AI lacks the flexible reasoning, contextual adapta-
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Fig. 2. A summary of AGI competencies.

tion, and learning capabilities of human intelligence [82]. AGI
aims to produce AI with greater generalizability across tasks
and situations. Key capabilities for AGI include:

1) Transfer learning: Applying knowledge gained in one
domain to new domains [83].

2) Multimodal understanding: Integrating and contextual-
izing data from diverse sensors (text, audio, video, etc.)
[75], [83].

3) Reasoning: Understanding causes and effects to explain
events and make predictions [84].

4) Self-supervised learning: Discovering higher-level con-
cepts and representations by exploring environments [82],
[78].

5) Interactivity: Modern generative AGI models are capa-
ble of dynamic and interactive engagements with humans
and environmental inputs, bringing us closer to the goal
of truly interactive agents [78].

6) Few-shot learning: Learning new skills and apply to
unseen tasks rapidly from limited examples [85].

AGI will enable the creation of AI agents that can dynami-
cally process and analyze multifaceted IoT data, understand
context, and make decisions accordingly. This will unlock
more powerful, flexible applications rather than current narrow
AI solutions.

F. Challenges

IoT devices are destined to be the main carrier for future AI
applications. However, the confluence of AGI and IoT devices
is still facing many challenges.

AGI models, such as the LLMs, exhibit immense computa-
tional demands, while IoT devices are often characterized by
their limited computing power (e.g., computation resource and
memory size). This is a natural challenge when accommodat-
ing resource-intensive AGI. IoT devices also have a limited
energy budget since most of them are designed to be battery-
powered. However, intensive computation of AI models could
drain the battery quickly.

Other than executing the computation of AI models locally,
the computation can also be offloaded to the centralized data
center. In this paradigm, IoT devices are mainly responsible

for gathering raw data from the physical environment via the
embedded sensors and transmitting this data to central repos-
itories or other connected devices. However, the bandwidth
limitations and communication in the dynamic environment
of IoT networks [86] can hinder the timely transfer of data to
centralized AGI processing nodes.

The integration of AGI with IoT devices also magnifies
challenges surrounding data privacy and security. The dis-
tributed nature of IoT devices and the data-hungry nature
of AGI amplify vulnerabilities, necessitating robust measures
for authentication, encryption, and access control. IoT devices
gather diverse and often sensitive data, which are required by
AI models for training and inference. However, deploying AI
models on IoT devices that respect data privacy presents a
formidable challenge. Models trained on personal or sensitive
data, e.g., the LLMs fine-tuned with users’ personal behavior
patterns or habits, may inadvertently expose confidential in-
formation during inference, raising privacy, ethical, and legal
issues.

Another challenge lies in ensuring the lifespan and adapt-
ability of AGI over time. IoT devices often find their way into
infrastructure and devices with extended lifespans. Though
AGI could achieve much better generalizability compared to
the conventional AI application that mainly targets solving
specific problems, the integration of AGI within IoT devices
necessitates foresight into or adapting to the evolving deploy-
ment scenarios over time.

II. AI FOUNDATION FOR IOT

A. IoT-Centric Foundation Model for Achieving AGI

As mentioned previously, the emergence of IoT has led
to a broad spectrum of applications across various domains,
including power grids, healthcare, and smart cities, among
others. Despite their diverse forms, these IoT-related appli-
cations can be mathematically abstracted as a function f(·)
that establishes a mapping between input features x and the
resulting output y. With x representing the measured vitals
for wearables, the output y could be a binary indicator for
heart attack in smart healthcare. Building on data modality,
the prevalent approaches for IoT data analysis can be broadly
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categorized into CNNs for images, RNNs for times series,
and graph neural networks (GNNs) for networked data. Albeit
achieving encouraging performances, the aforementioned IoT-
centered approaches remain tailored to specific tasks and
domains. For each problem at hand, the sought learning model
has to be retrained from scratch. Apparently, this paradigm
is far away from biological intelligence that is capable of
transferring knowledge across domains and tasks. Moving
towards AGI, our vision is to leverage the foundation models
(FMs), empowered by vast quantities of training data, learning
parameters, and computational resources [34]. The application
of FMs emerges in the field of NLP, and are later adapted to the
computer vision community. Most recently, with the advent of
models like ChatGPT, FMs have garnered significant attention
and have been successfully applied to diverse domains such as
education, geoscience, and agriculture. However, in the realm
of IoT data analysis, the potential of FMs remains largely
unexplored.

1) Basic components of FM-based learning: Given a pre-
specified FM that is equipped with massive number of pa-
rameters, one starts with pre-training the model using a
huge number of data samples, and subsequently adapted to
domain-specific tasks via fine-tuning techniques. Next, we will
outline the three basic modules involved in the FM-based
AGI paradigm, that is, Transformer-based model structure,
pre-training, and adaptation.

Transformer The Transformer is undoubtedly the most
celebrated architecture underlying most FMs. Unlike CNNs
and RNNs, it solely relies on the attention mechanism to
allow for the transfer of weighted representation knowledge
between various neural units [25]. Specifically, it assigns
weights to all the encoded input representations and learns
the most important part of the input data. Numerous attention
mechanisms have been developed in large models [87]. Today,
attention-based Transformer is the most popular structure for
FMs in NLP and CV. In NLP, the Transformer can characterize
the long-range dependency in the sequential input data. For
example, the GPT-3 [85] is a generative model based on
the transformer. The Vision Transformer (ViT) [88] in CV
is proposed to represent an image to a series of image
patches. The number of parameters in the aforementioned
Transformer-based FMs is large; e.g., 175 and 22 billion for
GPT-3 and ViT-22B [89], respectively. In spite of these large
scales, Transformers can still be scalable thanks to the model
parallelization.

Pre-training Given enormous (unlabelled) data, the FM is
firstly trained on pre-training tasks to obtain specific attributes,
structure, and feature representations that could later on be
adapted to downstream tasks for faster convergence. These
pre-set tasks are tailored to the data modality and application
domain, and are usually learned in a self-supervised fashion,
which extracts important feature mappings without labelled
data. Generally, self-supervised learning (SSL) approaches can
be classified into generative- and discriminative-based. For the
former, variational autoencoder (VAE) [90] and generative
adversarial network (GAN) [91] are two representative exam-
ples, which are to reconstruct the data itself. For the latter,
contrastive learning is a widely adopted discriminative SSL

method in CV and NLP. The main idea of contrastive learning
is to learn a model that makes similar instances closer in the
projected space, and dissimilar instances farther apart in the
projected space.

Adaptation Given a pre-trained FM, application to a spe-
cific task entails model adaptation by incorporating new in-
formation. This can be achieved through task specification as
in text summarization by appending a prompt to the input
article, or alternatively by fine-tuning the FM parameters using
domain-specific data [34].

2) FM-based AGI for IoT data: The sheer volume of
IoT data makes large FM-based AGI possible. Targeting at
IoT-oriented FM learning, we identify two unique features
of IoT data, namely: temporal evolution and multi-modality.
The former entails fast temporal adaptation with low latency,
the latter necessitates sophisticated technique to incorporate
multiple sources of data. In the subsequent section, we will
delve into the strategies for tackling these two challenges,
drawing insights from established methodologies within the
realms of NLP and CV.

Continual adaptation with low latency. Data collected
by IoT sensors and devices usually vary unpredictably over
time. This temporal dynamics induces distribution shift, thus
rendering pre-trained FMs inaccurate without carefully de-
signed adaptation techniques. Temporal adaptation for FMs
has been investigated in the context of language modelling by
reweighting the training data [92], explicitly conditioning a
language model on the time period [93], as well as retrieval
based approaches (e.g., [94]).

While the aforementioned adaptation schemes can be trans-
ferred to the IoT-related tasks, one has to take into account the
time constraints. How to design adaptation methods with low
latency and high accuracy is a major challenge facing FM-
based AGI.research for IoT. In addition to the adaptation step,
innovative FM architectures and pre-training tasks are called
for to better cope with such unknown temporal dynamics in
IoT data.

Accounting for multi-modalities IoT-based inference tasks
usually rely on collected data from multiple sources. In smart
medical diagnosis for example, one could rely on measure-
ments from multiple wearable devices . How to cope with such
multi-modaility poses another challenge for FM-based AGI in
IoT. Drawing inspirations from vision-language multimodal
FMs, we envision two ways to account for the interaction
among different modalities according when the information
fusion acorss multimodalites is conducted. While the first ap-
proach combines extracted feature representations from differ-
ent modalities as in CLIP [55], the second method alternatively
obtains feature vector after fusing the original multimodal data
similar to ViLBERT [95]. Going beyond the aforementioned
two frameworks, more sophisticated mechanisms are to be
developed toward efficiently and effectively extracting and
combining information from the multiple modalities. More so-
phisticated mechanisms are to be developed toward efficiently
and effectively extracting and combining information from the
multiple modalities.
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B. Domain Generalization Techniques

Domain generalization (DG) research has undergone a rapid
acceleration, resulting in an abundant array of principled
algorithms that can be broadly classified into four categories:
domain alignment, meta-learning, data augmentation, and dis-
tributionally robust optimization [96], [97].

Domain alignment. Domain alignment is the most popu-
lar category in domain generalization, which aims to mini-
mize differences among different domains and learn domain-
invariant representations [98], [96], [99], [100]. Predictors
that rely on the causes of the label to make predictions are
created as a result. Several methods, such as invariant risk
minimization [101] and related ones [102], [103], [104], [105],
[106], have been proposed based on the invariance principle
from causality. This principle distinguishes predictors that
solely rely on the causes of the label from those that do
not. The optimal predictor that only focuses on the causes
is invariant and min-max optimal [107], [108], [109] under
distribution shifts, but the same is not true for other predictors.

To reduce distribution mismatch in domain generalization,
one approach is to learn a mapping function that can minimize
the moments, which is a representation of the distribution,
of the transformed features between source domains [110],
[111], [112], [113]. Another option for reducing distribution
mismatch is to take the semantic labels into account [114],
[115]. The basic idea is to construct the anchor group, the
positive group (same class as the anchor but from different
domains), and the negative group (different class than the
anchor). To achieve this, the anchor and the positive groups
are pulled together, while the anchor and the negative groups
are pushed away [114], [115]. Commonly used distribution
divergence measures between two probability distributions
are also applied to align the domains [112], [116], [117].
In domain generalization, adversarial learning [118] is also
performed between source domains to learn source domain-
agnostic features that are expected to work in novel domains.
Simply speaking, the learning objective is to make features
confuse a domain discriminator, which can be implemented as
a multi-class domain discriminator [119], [120], [121], [122],
[123], [124], [125].

Meta-learning Meta-learning, also known as learning-to-
learn, is a rapidly developing field that has found applications
in domain generalization. The main idea behind using meta-
learning for DG is to train a model on a range of tasks
that involve domain shift, with the aim of improving its
performance on new tasks with unseen domains. For instance,
MAML [126] trains a model on meta-train and meta-test
sets to enhance its performance on the meta-test set. Many
studies [127], [128], [129], [130], [131], [132], [133] have
focused on two crucial components in meta-learning, namely
episodes, which are formed from available samples, and meta-
representation, which is defined in [134] to represent the model
parameters that are meta-learned.

Data augmentation To enhance model performance in
testing domains, data augmentation is a natural approach that
involves creating new (A(x), y) pairs by applying transfor-
mations to original (x, y) pairs. Based on the type of trans-

formation used, existing methods can be classified into four
categories: a) hand-engineered image transformations [135],
[136], [137]. b) adversarial gradients obtained from category or
domain classifiers [138], [139], [140], [141], [142]. c) model
A(·) using neural networks, such as random CNNs [143], an
off-the-shelf style transfer model [144], [145], or a learnable
image generator [146]. d) inject perturbation into intermediate
features in the task model [147], [148].

Domain adaptation Distributionally robust optimization
(DRO), a method to optimize for worst-case loss over potential
test distributions, is also a useful approach to avoid learning
spurious correlations that hold on average but not in atypical
groups [149], [150], [151], [152], [153], [154], [155].

The paper[156] presented an unsupervised domain adapta-
tion method that also incorporates target domain data during
training. Their approach involves minimizing the KL diver-
gence between the representations of the source and target
domains for each layer’s output in the model. This objective
aims to eliminate the discrepancy between the source and
target domains. [157] introduced a source domain selection
algorithm aimed at identifying the most similar source do-
mains by comparing the cosine similarities of each source
domain with the target domain. Additionally, they minimized
the distance between representations in the last fully connected
layers of both the source and target domains. On the other
hand, [158] proposed a gradient reversal layer on the feature
extractor. This layer’s purpose is to reverse the gradient direc-
tion during the back-propagation stage, enabling adversarial
training to encourage the model to learn invariant features
across domains. [159] adopted the same strategy as [158] in
their work. [160] keep the batch norm layer active during
inference stage which could adapt to online mode as well.

According to [161], they claim to be the first ones in apply-
ing adversarial unsupervised domain adaptation to regression
tasks. Their model comprises two prediction layers, denoted as
h1 and h2. The algorithm in [161] involves four optimization
steps during training: (1)Minimizing the prediction loss of h1
on source domain. (2) Maximizing the discrepancy between
the source and target domains by updating parameters in h2.

III. APPLICATIONS OF IOT TOWARDS AGI:
ENHANCEMENTS AND POTENTIAL OPPORTUNITIES

In this section, we provide an overview of the primary
application scenarios of IoT and their integration with the AGI
paradigm.

A. Smart Grid

Over the past decade, concerns about cybersecurity in
intelligent power electronics systems have grown due to the
widespread implementation of networked digital control units.
Numerous studies [162], [163], [164], [165] have demon-
strated the vulnerabilities and impacts of modern power elec-
tronics systems across various applications, such as photo-
voltaic (PV) systems, electric vehicles, and intelligent manu-
facturing systems. Recent research has focused on different de-
tection approaches targeting diverse power electronics applica-
tions, including DC microgrids, PV farms, and industrial motor
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Fig. 3. Examples of IoT applications.

drives, to address these concerns and enhance the reliability of
intelligent power electronics systems. For IoT enabled power
electronics systems, we focus on two sub-applications: power-
electronics-based smart grid and intelligent motor drives.

Power electronics converters play a crucial role in inte-
grating distributed energy resources (DERs) with the power
grid. The increasing use of industrial Internet of Things (IoT)
edge devices has led to the incorporation of various built-
in functionalities in power converters, such as remote control
and wireless communication with a central plant controller.
Recent literature highlights the use of such functionalities, in-
cluding converter remote control and wireless communication,
to enhance power converter operation [166], [167], [168].
However, the latest revisions to IEEE 1547 standard mandate a
set of control parameters for grid-tied DER converters that re-
quire remote control and adjustment by a Supervisory Control
and Data Acquisition (SCADA) system via a communication
network [169], [170], [171]. With the increasing number of
DER equipment connected to the IoT infrastructure, power
electronics based smart grids are more susceptible to cyber
attacks.

Detection of cyber-attacks in smart grids has become an
essential topic because more internet technologies are em-
ployed in communication between distributed energy resources
and central locations [166], [167]. Smart grid cyber-physical
security studies have proposed many cyber-attack detection
and diagnosis methods using AI techniques. In [172], RNN is
used for false data injection attack detection in a DC microgrid
with dynamic loads. In [173], a novel cooperative mecha-
nism based on a secondary voltage controller is proposed to
facilitate the detection and mitigation of stealth attacks on
DC microgrid. In [174], a measurement data authentication
algorithm based on Fast Fourier Transform (FFT) and machine
learning methods is developed for smart grids to protect
against data spoofing attacks. In [175], a novel optimization
technique is developed to train an Artificial Neural Network
(ANN) to classify and detect cyber-attacks and intrusions

in a smart grid. In [176], an artificial intelligence-based
method is proposed for detection of DIAs in DC microgrids.
By exploiting the nonlinear mapping capability of nonlinear
autoregressive exogenous (NARX) neural networks, cyber-
attacks in DC microgrids could be identified. Although a
supervised learning method could generate a good estimation
or classification result to distinguish cyber-physical threats, it
needs a large amount of data from the plant, either simulated
or actual, during the training phase. However, it is impossible
to emulate all of the potential cyber-physical threats in real
applications. Specifically for a PV system, [177] proposed a
multilayer LSTM-based diagnosis solution for DIAs in a two-
stage PV converter. By using the collected electrical waveform,
a supervised-learning-based classifier is trained for cyber-
attack detection. In [178], an attempt is made to detect typical
cyber-attacks in PV systems by using micro phasor measure-
ment units (µPMU) data. Notice that the above two studies
do not consider physical faults because electric waveforms and
µPMU under cyber-attacks and physical faults show very sim-
ilar patterns. To overcome the drawback of supervised learning
methods, [179] proposed a binary matrix factorization-based
cyber-attack diagnosis without a training process. The results
have shown that most cyber-attacks are clustered at different
locations. Physics-informed neural networks offer a promising
avenue for addressing these concerns. This is achieved by
seamlessly integrating principles rooted in physics (referred
to as physics-informed) into the cutting-edge framework of
deep learning. These paradigms encompass diverse aspects,
including the formulation of physics-informed loss functions,
the initialization of neural networks with physics-driven in-
sights, the architectural design guided by physical principles,
and the amalgamation of physics-deriven knowledge with deep
learning models in a hybrid fashion [180]. In [181], innovative
physics-guided features such as frequency-domain magnitude-
based residuals time-domain mean current vector-based feature
were proposed to address novel cyber-attacks that are excluded
from the machine learning training process.
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B. Smart Homes

Advancements in electronics, information communication
technologies, mobile applications, autonomous systems, virtu-
alization, and cloud computing have contributed to the evolu-
tion of the smart home concept. A smart home is characterized
as a living space outfitted with devices that possess com-
putational capabilities and communication technologies. This
setup seamlessly integrates diverse IoT devices and sensors, AI
algorithms, and network connectivity. The purpose is to facil-
itate smooth communication and control of various systems
and appliances within the household. Through collaborative
interaction, these IoT devices ensure convenience, comfort,
security, energy efficiency, and an improved quality of life for
residents. Smart homes offer remote user control, enabling a
wide range of tasks, such as voice interaction, setting alarms,
managing to-do lists, and controlling other smart devices like
locks, light bulbs, thermostats, and more [182], [183], [184].

A smart home is characterized by its automation capa-
bilities [185], [186], [187], [188], allowing tasks such as
adjusting lighting, temperature, and blinds to be executed
based on occupants’ preferences or environmental conditions.
The interconnected IoT devices communicate through a cen-
tralized hub or cloud-based platform, while remote access
and control enable homeowners to manage devices from afar
using smartphone apps or web interfaces [189], [190], [191],
[192]. Energy efficiency [193], [194], [195], [196] is promoted
through smart thermostats, lighting, and energy monitoring
systems to reduce consumption and utility bills. Enhanced
security and surveillance features [10], [197], [198], [199], like
cameras, motion sensors, and smart locks, bolster safety and
real-time monitoring. Voice-activated virtual assistants [200],
[201], [202], such as Amazon Alexa or Google Assistant,
facilitate device control via voice commands. Smart homes
also adapt to occupants’ preferences, delivering personalized
experiences [203], [204], [205], [206]and automating routines.
Moreover, certain smart homes incorporate health monitoring
devices for tracking vital signs, activity levels, and sleep
patterns to promote wellness and safety for residents [207],
[208], [209], [210].

Large language models built upon the Transformer archi-
tecture, such as BERT [33], GPT [211], XLNet [212], and
T5 [213] have introduce both opportunities and challenges
towards AGI-integrated smart home. To address challenges
including the models’ dependence on discrete tokens for input,
or domain mismatch problems [214], dedicated frameworks
have been developed based on large language models. Ad-
vances in technologies like XLS-R [215], Whisper [216],
and DALL-E [217] contribute to the advancement of AGI in
smart homes by enhancing the capabilities of AI systems in
understanding, communicating, and adapting to the dynamic
and complex environments of modern living spaces.

XLS-R is a large-scale model for cross-lingual speech rep-
resentation learning based on wav2vec 2.0 [218], [219], where
cross-lingual transfer is employed to enhance representations
for low-resource languages using the knowledge from high-
resource languages. XLS-R’s ability to understand and pro-
cess multiple languages enables AGI systems to comprehend

diverse user commands and queries, catering to a global
user base in smart homes. Understanding various languages
helps AGI systems recognize cultural nuances, which can
be crucial for personalized and context-aware interactions in
smart homes.

The Whisper model [216] has revolutionized speech recog-
nition, delivering exceptional accuracy across diverse speech
tasks and challenging conditions. Through minimal data pre-
processing and weak supervision, it achieves state-of-the-art
results, excelling in multilingual recognition, translation, and
language identification. Its accuracy in understanding spoken
language can enable more intuitive and natural interactions
between users and their smart home systems. This includes
controlling devices, requesting information, and even having
context-aware conversations. This level of communication
bridges the gap between human language and technology,
bringing smart home interactions closer to human-like inter-
actions, a significant step towards AGI.

Recent strides in text-to-speech synthesis have led to inno-
vative models like VALL-E [217]. This pioneering approach
capitalizes on abundant semi-supervised data to train a versa-
tile text-to-speech system, capable of producing personalized,
high-quality speech. It offers diverse outputs while maintaining
the acoustic setting and speaker’s emotions related to the
prompt. Incorporating VALL-E into AGI systems for smart
homes elevates the quality of communication, personalization,
and adaptability. These advancements bring us closer to the
vision of AGI-powered smart homes that seamlessly interact
with users in ways that are natural, tailored, and responsive,
fostering an environment that aligns with users’ preferences
and needs.

C. Smart Healthcare

Incorporating AGI into the healthcare sector presents a
vast potential for optimizing patient care [75], [78], refining
wearable device monitoring, and more. With the continued
development of AGI, various aspects of healthcare have wit-
nessed notable advancements. Research findings increasingly
underscore AGI’s capacity to usher in a transformative era for
intelligent healthcare solutions.

AGI has demonstrated its potential in enhancing patient
care through the prediction of disease progression, identifica-
tion of potential complications, and optimization of treatment
strategies [75]. Leveraging electronic health record (EHR)
data, machine learning models can forecast patient outcomes,
furnishing insights critical for personalized treatment planning.
Through EHR analysis, AGI can construct comprehensive
patient profiles, amalgamating medical history and current
health conditions. Rajkomar et al. [220] demonstrated the
high accuracy of outcome prediction through machine learn-
ing using EHR data, culminating in enhanced patient care
strategies. Furthermore, AGI’s pivotal role lies in furnish-
ing tailored treatment recommendations that align with each
patient’s distinct characteristics and requirements. Zhang et
al. [221] highlighted the effectiveness of machine learning-
driven recommendation systems in providing personalized
treatment plans. More recently, Venkatasubramanian et al.
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[222] presented a solution for monitoring high-risk Maternal
and Fetal Health (MFH) using IoT sensors, data analysis
for feature extraction, and a Deep Convolutional Genera-
tive Adversarial Network (DCGAN) classifier. It continuously
monitors clinical indicators like heart rate, oxygen saturation,
blood pressure, and uterine tonus, and the proposed system
effectively classifies MFH status into more than four possible
outcomes, showing that IoT-based mobile monitoring of MFH
for pregnancy care is practical.

AGI’s potential extends to wearable health devices, enabling
real-time processing and analysis of data to detect anomalies
in vital signs. The capacity for on-device data processing
ensures timely alerts and recommendations. Wearable devices
endowed with AGI capabilities excel in detecting irregularities
in patients’ essential indicators, such as heart rate, blood
pressure, and oxygen saturation, facilitating prompt interven-
tions [223]. Kumar et al. [224] developed a Smart Healthcare
System (SHS) by integrating the IoT with AGI. Millions of
devices and sensors capture data for continuous patient health
monitoring. This data is analyzed using machine learning and
deep learning algorithms to predict disease severity, and the
insights are wirelessly shared with medical professionals for
appropriate recommendations.

Telemedicine and telesurgery platforms equipped with AGI
offer personalized, real-time feedback and support to patients.
Virtual health assistants powered by AGI can interact with
patients in natural language, addressing queries, guiding them
through treatment plans, and providing information and rec-
ommendations [225]. By integrating AGI, telemedicine plat-
forms can also improve patient engagement and adherence
to treatment plans [226]. Meanwhile, LLMs, a rising trend
in AGI, will revolutionize how patients and clinicians access
and obtain information. It is crucial for telehealth clinicians
to understand LLMs and recognize their potential and lim-
itations [227]. With a telesurgery system powered by AGI
medical robotic systems, like the da Vinci Surgical System
from Intuitive Surgical (Sunnyvale, CA, USA), more complex
surgeries can be performed remotely to reduce the imbalance
in medical resources across geographical areas. AGI methods
like GANs are also pivotal in filling knowledge voids and
speeding up the incorporation of telemedicine and telesurgery
into clinical practice [228], especially for sim2real transfer
learning to bridge the domain gap between simulated and real
data in the development of data-driven models for medical
segmentation and detection tasks that require human labeling
[229], [230].

AGI-integrated smart pill dispensers manage medication
for patients effectively. By learning from patient medication
adherence patterns, AGI can alert patients or their caregivers in
case of missed doses and predict potential health issues due to
non-compliance. Johnson et al. [231] explored the application
of AGI in medication management, highlighting its potential
to improve medication adherence.

With any future advancements in AGI, the healthcare sector
is poised for significant transformations that will benefit both
patients and healthcare providers.

D. Environmental Monitoring

1) Background of Environmental Monitoring with IoT:
IoT technologies have been widely used for monitoring envi-
ronmental conditions such as air temperature, large-scale sea
surface temperature, soil moisture, air quality, etc. According
to the nature of the sensor platform, real-time environmental
observation data is usually collected by various sensors includ-
ing satellite-based sensors, airborne sensors, temporal in situ
sensors, and long-term sensors installed at monitoring stations.

The data collected from various environmental monitoring
methods have their own advantages and disadvantages in terms
of spatial resolution, spatial coverage, temporal resolution,
and temporal span. For example, accurate and real-time soil
moisture (SM) estimates are useful to characterize trends in
the global and local climate systems, and for predicting the
interactions between land and atmosphere [232]. Soil Moisture
Active Passive (SMAP)2 is an Earth satellite mission that
measures and maps Earth’s soil moisture by the National
Aeronautics and Space Administration (NASA). SMAP data
can provide global-scale soil moisture radiometer data but with
a rather lower spatial resolution (36 km) and lower temporal
resolution (every 2-3 days). In contrast, high spatial-resolution
soil moisture data can also be collected from airborne sensors
(∼ 800 m), long-term in situ sensors (3 - 5 km), and temporal
in situ sensors (∼ 5 − 10 cm) such as soil moisture data
measured during the joint NASA-United States Department
of Agriculture (USDA) soil moisture validation campaigns for
SMAP airborne scale (∼ 800 m), sub-pixel scale (3 - 5 km),
and point scale (∼ 5 − 10 cm) such as soil moisture data
measured during the joint NASA-United States Department
of Agriculture (USDA) soil moisture validation campaigns
for SMAP [233], [234]. However, these observations can
only be collected by request with small spatial coverage
(e.g., airborne data, temporal in situ sensor data), or have
rather sparse spatial distribution (e.g., data from long-term in
situ monitoring stations). In order to provide real-time high-
resolution soil moisture observations over a large spatial scale,
the best approach is to integrate observation data collected
from various sensors.

2) Foundation Models for Earth and Environmental Moni-
toring: Recently, significant efforts have been made to develop
FMs for climate and weather forecasting based on various
environmental observation data. For example, ClimaX [235]
is a recently developed FM for weather and climate science
which are trained using heterogeneous climate, environmental,
and earth observation data including 6 atmospheric variables
at 7 vertical levels, 3 surface variables, and 3 constant fields.
ClimaX shows promising performance on various weather
global/regional forecasting, sub-seasonal to seasonal predic-
tion, climate projection, and climate model downscaling tasks.

In addition, IBM recently released its newest geospatial
foundation model on the open-source AI platform Hugging
Face 3. This geospatial FM was first pre-trained on NASA’s
Harmonized Landsat Sentinel-2 satellite data (HLS) over one

2https://smap.jpl.nasa.gov/data/
3https://newsroom.ibm.com/2023-08-03-IBM-and-NASA-Open-Source-

Largest-Geospatial-AI-Foundation-Model-on-Hugging-Face

https://smap.jpl.nasa.gov/data/
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year across the continental United States and was further fine-
tuned on labeled data for flood and burn scar mapping tasks,
two typical tasks in remote sensing domain. The results show
that this geospatial foundation model leads to a 15 percent
performance improvement over the state-of-the-art model by
using only half-labeled data.

3) Challenges in FM Design for Environment Monitoring:
Despite the recent success in foundation model development
for earth observation and environmental monitoring, we also
identify several unique challenges:

1) Integration of data with various spatial/temporal cov-
erage: As we discussed in Section III-E5, environmental
monitoring data collected from different sensors can have
different spatial coverage and temporal coverage. How to
integrate them into a unified format so that they can be
used for foundation model training? CLimaX [235] lists
this as one of their major challenges when developing
a foundation model based on different earth observation
data. They partially solve the diverse spatial coverage
challenge by leveraging the image patch idea from Vi-
sion Transformer (ViT) [236]. They splitted the globe
space into various spatial patches. For an environmental
monitoring variable with a partial spatial coverage, they
can only feed the patches with available data to ViT
which does not necessary to form a complete grid. Similar
practices can be used to solve the diverse temporal
coverage challenge.

2) Integration of data with various spatial/temporal
resolutions: Similarly, death observation and environ-
mental monitoring data collected from different sensors
inherently have different spatial resolutions and temporal
resolution. Most existing approaches [235], [237], [50]
simply downsample the high-resolution data or upsample
the low-resolution data to make the shape of input data
match each other. This practice can bring unnecessary
negative impacts to the model: 1) downsampling the
high-resolution data will lead to information loss and 2)
upsampling low-resolution data with the bilinear spatial
interpolation method will lead to data bias and errors.
A resolution-agnostic architecture is preferable in this
context such as some recent implicit neural representation
models [238], [239], [240], [241].

3) FM with data in various spatial data formats: Satellite-
and airborne-based environmental monitoring data are
usually in the form of imagery while in-situ data are
usually stored as a set of point observations. Different
spatial data formats require different spatial representa-
tion learning modules [242], [243] so that they can be
simultaneously learned by one foundation model. So far
most of the multimodal foundation models focus on han-
dling text, images, and video modalities while ignoring
the importance of integrating data in different spatial
formats such as points, polylines, polygons, networks,
and so on. However, this is an unavoidable challenge for
FM design for environmental monitoring.

4) FM training with limited historical data: Unlike lan-
guage foundation models which have a massive amount
of data for model pre-training, the size of historical envi-

ronmental monitoring data at any given time is fixed and
it increases at an almost constant rate [235]. For example,
ClimaX [235] utilizes atmospherical observations from
1850 to 2015 with 6-hour spatial resolutions. Such limited
data size is not enough for foundation model training. To
solve that, ClimaX proposes to use simulation data from
various earth system models in foundation model pre-
training and use real-world data on model fine-tuning.
However, such kind of simulated data is only available
for a limited set of environmental variables. We still need
other approaches such as data augmentation to increase
the size of model pre-training dataset.

E. Smart Agriculture

Precision and smart agriculture integrates diverse technolo-
gies to enhance the productivity, efficiency, and sustainability
of the farm-to-market journey. This involves capturing critical
data about soil conditions, crops, and pests, which then in-
forms comprehensive monitoring from planting to harvest. The
amalgamation of data from multiple sensors, coupled with IoT
devices like drones and ground robots, holds the potential to
optimize resources, increase yields, and minimize costs when
seamlessly interconnected. Thus, unlocking the full capabili-
ties of precise agriculture hinges on a robust interconnectivity
framework that facilitates smooth data exchange among field
devices and cloud-based facilities for storage, analysis, and
decision-making.

At present, local farm connections often rely on Wi-Fi or
Bluetooth for short-range wireless communication [244], while
remote functionalities utilize 4G cellular networks. While
these solutions provide cost-effective connectivity, emerging
applications in precise agriculture necessitate attributes like
elevated data rates, reduced latency, and high-density commu-
nication. Consider, for instance, unmanned tractors executing
precision plowing guided by GPS and computer vision [245],
[246]; robots requiring real-time coordination to avert colli-
sions and enhance cooperative planning; drones and ground
robots accomplishing tasks in complex environments, relying
on prompt operator feedback; and myriad sensors necessitating
continuous communication for data aggregation [247].

Farming systems are complex amalgamations of interde-
pendent components that drive profitability, efficiency, and
sustainability. Effective management of outdoor cropping sys-
tems hinges on the meticulous control of water supply via
irrigation, addressing nutrient deficiencies with mineral and
organic fertilizers, managing insect pressures through scouting
and chemical interventions, and combating weeds using chem-
ical and/or mechanical methods. Additionally, crucial weather
conditions must be constantly monitored. Historically, these
soil, plant, and environmental factors required labor-intensive,
frequent visits to agricultural sites for manual data collection
and sensor data retrieval. However, recent advancements in
technology, including wireless data transmission, storage, and
computation, have paved the way for real-time access to farm
data [248]. Still, the vision of smart farming necessitates a
robust network capable of accommodating multiple sensors
generating substantial data volumes, demanding the high-
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speed data processing and transmission capabilities offered by
5G or even 6G wireless connections.

The interconnectivity solutions address key biotic and abi-
otic factors influencing farming systems, offering solutions
across various applications. This entails integrating thermal
camera systems and soil moisture sensors to detect water stress
for informed irrigation management [249]. Automated insect
trap camera systems will be employed to monitor pest pressure
and guide control strategies. Multispectral sensors will aid
in identifying nutrient deficiencies and detecting weeds. All
these elements can be linked to a cutting-edge 5G or 6G
wireless system. Furthermore, multiple sensor platforms can
incorporate sensors onto fixed mounts, as well as multi-robot
ground and aerial platforms [250].

The adoption of multi-robot collaborative Simultaneous
Localization and Mapping (SLAM) [251][252] technology
holds immense promise, particularly in agricultural production
and environmental monitoring. In agriculture, diverse robots
can be equipped with distinct sensors to perform specific
monitoring tasks, enhancing overall efficiency. For effective
collaboration, real-time communication among robots (both
ground and aerial) is essential, necessitating swift interconnec-
tivity. For instance, aerial robots can capture imagery to build
crop field maps and plan paths for ground robots, boosting
efficiency in large fields. This entails efficient communication
infrastructure to cater to multiple users, including robots and
human operators. Robotic arms mounted on aerial and ground
robots can be used for specialized actions such as harvesting.

In essence, IoT in agriculture is to establish robust, high-
speed, and responsive interconnectivity systems, fostering
multi-sensor and multi-platform communication across farms.
This connected smart farming concept encompasses data from
various sensors, algorithms translating data into actionable
decisions, and robotic platforms implementing these decisions
for profitable, sustainable, and efficient farm management.
This holistic approach is underpinned by an interconnected
IoT system that facilitates data transmission, processing, in-
telligence, and the management of robotic fleets.

Smart agriculture is a management concept implemented
with advanced technology, such as big data, the cloud com-
puting, artificial intelligence, robotics and the internet of things
(IoT) for monitoring, tracking, automating, and analyzing
agricultural operations [253]. The IoT is one of the important
technologies in smart agriculture that can collect data and con-
nect devices. It can provide a diverse set of tools for farmers
to address several challenges in the field [254]. Farmers can
remotely access and manage their farms from anywhere at
any time using IoT technologies. The utilization of cameras
and sensors first collects valuable data and then uploads it to
the cloud. After data analyzing on the cloud, actuators are
used to regulate farming processes automatically. Farmers can
achieve these data using smart phone or PC to monitor the
farm. Many IoT applications in smart agriculture have been
studied in literature.

1) Irrigation management: The irrigation system collects
the data from soil, climate and plant using IoT technology
to calculate the water requirements of crops and adjust the
water flow to avoid water waste [255]. Several IoT-based

irrigation systems have been developed, such as sprinkler irri-
gation [256], [257], drip irrigation [258], [259] and capillary
irrigation [260]. Kumar et al. [261] developed an IoT-based
drip irrigation system comprising of capacitive soil moisture
sensor, DHT11 ambient temperature and humidity sensor,
DS18B20 soil temperature sensor, ESP-32 microcontroller,
ESP8266 Wi-Fi module, pump, solenoid valve and solar panel.
Similarly, Jenitha et al. developed a Deep Bi-directional Long
Short-Term Memory (DBLS-TM) algorithm to predict the soil
moisture and rainfall status according to the air temperature,
humidity, soil moisture, rainfall status, and wind speed col-
lected by IoT sensors [262]. The volume of irrigation can
be calculated by predicted soil moisture, rainfall status and
evapotranspiration level.

2) Fertilizers and Pesticides management: Fertilizers can
provide all nutrient requirements of plants, crops, and soil
fertility [263]. Farmers can precisely know the exact amount
of nutrients required for their crops to save fertilizers and
minimize harm to the ecosystem caused by excess fertilization
using IoT-based fertilization system. Swaminathan et al. [264]
collected the data from optical sensors, weather measuring
sensors and nitrogen phosphorus and potassium (NPK) sensors
to predict fertilizer recommendation. The trained Bi-LSTM
prediction model performs effectively and produces better
outcomes, which is close to the expert’s advice. At the same
time, pesticides are also important during crop management,
which can reduce the impact of weeds and pests and improve
crop productivity . To achieve precision weed spraying, Mary
et al. [265] developed an IoT-based weeding robot equipped
with an ESP32 AI camera to capture the photo in the field,
a NodeMCU to detect the weed and a servo motor to control
the pump of the nozzle for precision spraying. TFL Classify,
a Real time image classification powered by TensorFlow Lite,
was adopted to detect weeds. For pest control, Azfar et al.
[266] set infrared (IR) light wall around the cotton plant. Once
the insect obstructed the light, the position-sensitive detector
can catch the light deviation. The detection coordinates were
sent to the drone to respond by spraying pesticide in the
detection region.

3) Microclimate management: Greenhouse production is
considered as an ultimate solution for increasing food demands
spurred by the growing population. Greenhouse offers a year-
round production environment for fresh vegetables, boasting
a production rate approximately 50% higher than open-air
cultivation [267]. Compared to other agricultural industries,
the commercial greenhouse consumed largest energy [268].
Therefore, it is important to manage the microclimate pre-
cisely in the greenhouse to save energy and cost. Ullah et
al. [267] collected temperature, humidity, CO2 concentration,
solar radiation and wind speed using sensors to monitor the
microclimate in the greenhouse. The developed optimization
scheme can be used to control seven greenhouse actuators
(heater, chiller, dehumidifier, fogging system, CO2 generator
and forced and natural ventilation) and achieve a tradeoff
between energy consumption and plant growth rate.

4) Plant stress detection: Detection of plant stress at early
stage is important for improving the crop production because
plant stress can lead to crop diseases and death [269]. The
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IoT-based systems can provide an efficient and smart solution
to detect plant stress[270], [271]. To detect the rice nitrogen
stress, Zhu et al. [272] developed a de-striping convolution
neural network to remove strip noise in hyperspectral image
and designed a nitrogen diagnosis CNN to detect nitrogen
stress for rice leaves. In addition, Elsherbiny et al. [273]
combined CNN and LSTM to fuse the RGB images, the
weather-related factors and soil moisture collected by IoT
sensors to detect the water stress. The model trained by
multimodal data performed better than that by only RGB
images.

5) Livestock monitoring: Precision livestock farming in-
volves automated remote detection and monitoring of indi-
viduals for animal health and welfare through the analysis of
images, sounds, locations, weight and body condition [274].
It can detect issues in time and even predict potential issues
based on historical data [275]. Many measurements related to
the health of animals are based on physiological responses,
such as body temperature, heart rate and respiration [276].
To measure heart rate, breathing rate, and oxygen satura-
tion of dairy cow, Salzer et al. [277] designed a nose ring
sensor by integration of thermal and photoplethysmography
sensors. Besides, some studies mounted accelerometer, IMU
and GNSS devices to monitor the behavior of animals[278],
[279], [280]. Arablouei et al. [281] fused the accelerometry
and GNSS data to classify animal behavior. The performance
of posterior probability fusion is preferable to that based
on feature concatenation. However, many sensors are contact
or invasive, which may cause potential pressure on animals.
Therefore, many studies are focused on contactless methods,
such as computer vision [282], [283], [284], [285]. Guo et
al. [286] employed object detection methods to obtain the eye
temperature from thermal image of the eye socket in 3 seconds.

AGI can be a powerful and efficient solution for IoT
applications in agriculture. AGI-driven IoT system can adap-
tively regulate irrigation by analyzing multimodal data, such
as the soil moisture, environment data and crop needs to
optimize water usage and reduce water waste [287]. AGI can
evaluate the soil and crop conditions as well as weed and
pest threats through IoT-sensors to recommend precise dosages
of fertilizers and pesticides, which can minimize overuse,
maximize crop health, and reduce environmental impact. AGI-
powered microclimate management systems can create optimal
conditions for crops in greenhouse by controlling factors like
temperature, humidity, light, and gas to improve the plant
growth and productivity. In plant pressure detection, AGI
can process various datasets from IoT sensors to detect early
signals of plant stress caused by diseases and pests. Growers
can enable proactive interventions to prevent crop losses and
financial costs. In precision livestock farming, AGI can analyze
data from wearable IoT devices and contactless sensors to
monitor the health, behavior, and productivity of individual
animals. This enables early disease detection and optimized
animal welfare. However, there are also some challenges when
using AGI in IoT for agriculture. The agricultural environ-
ment is complex, a robust and reliable AGI-driven system is
necessary. Furthermore, some agricultural applications, such
as spraying and irrigation, require real time data processing,

which could be challenging for complex AGI models. Besides,
the diverse range of IoT devices used in agriculture may
cause compatibility issues. Seamless integration of the devices
from different manufacturers and standards can be a challenge.
Finally, protecting the vast data from cyberattacks is essential
to maintaining farm security and animal welfare.

F. Smart Transportation

1) Intelligent Motor Drives: The majority of recently pro-
posed detection methods can be classified as either physics-
based methods or data-driven methods. Physics-based meth-
ods commonly detect cyber-attacks by analyzing pre-defined
system performance metrics or residuals between predicted
system variables and corresponding true measurements [288].
However, most physics-based methods rely on accurate phys-
ical models of the target systems, which are unavailable
for most cyber-attack scenarios. In real-world applications,
cyber-attacks are highly unpredictable, and their analytical
impact models heavily depend on specific attack policies.
These factors render the performance of most physics-based
methods unreliable. Recent research has begun to harness the
power of data-driven methods to develop model-free detection
methods in power electronics systems, reducing dependency
on physical models [176] adopted a specific type of RNN,
namely a nonlinear auto-regressive exogenous model, to detect
false data injection attacks in microgrids. [289] proposed an
attack detection method by combining deep neural networks
and wavelet singular value decomposition. [290] employed
multi-class support vector machines to detect and localize
false-data-injection and denial-of-service attacks in inverter-
based systems. [291] proposed a detection and diagnosis
method targeting data integrity attacks in solar farms using a
multilayer long short-term memory network. [178] examined
the effectiveness of various standard data-driven methods with
micro-PMU data in detecting cyber-attacks in PV farms. [292],
[293] developed anomaly detection methods for electric ve-
hicle traction motor drives using a combination of support
vector machines, random forests, k-nearest-neighborhood, and
logistic regression. [294] employed supervised classification
methods to differentiate cyber-attacks and physical faults in
manufacturing motor drives. Despite the advantages of re-
cently developed data-driven approaches, a significant chal-
lenge in deep learning-based cyber-attack detection in power
electronics systems is the requirement for large-volume train-
ing datasets. The model can only learn features incorporated in
the training data, and the algorithm may fail when testing data
contains different features [120], [117]. To address this issue, a
large-scale training dataset is necessary to include similar data
to the testing data. However, the computational cost due to
the large volume of training data hinders deep learning model
performance. Transfer learning techniques have been proposed
to enable machine learning models to leverage knowledge
from one domain to another [295], thus reducing the amount
of required training data [296]. Deep transfer learning methods
have been utilized in cyber-attack detection and fault diagnosis
in intelligent machine systems. Some methods [119], [120],
[121] employ deep adversarial models to achieve transfer
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learning by minimizing predicted domain labels, while others
aim to minimize the discrepancy between learned features
from the source and target domains [117].

2) Connected and Autonomous Vehicles: Emerging smart
transportation technologies such as connected and automated
vehicles (CAVs) provide new opportunities to improve safety,
energy efficiency, sustainability, and mobility of the automo-
tive and transportation sector [297], [298], [299]. Connected
vehicles (CVs) are essentially edge IoT devices that can con-
nect to the internet or other edge devices such as surrounding
CVs, smart infrastructures (e.g., traffic signal lights), and
other connected road users (e.g., pedestrians, cyclists). CVs
are equipped with onboard communication devices that are
enabled by communication technologies [300], [301] such as
5G, C-V2X, or dedicated short-range communication (DSRC).
Thus, real-time communication can be established to obtain
information on other vehicles’ position and speed, signal
phase and timing (SPaT), routing and road curvatures, etc.
In addition to connectivity, a CV equipped with vehicle au-
tomation technologies becomes a CAV whose real-time vehicle
states and motions can be precisely controlled. SAE has
defined different levels of automation [302], from advanced
driver assistance systems (ADAS) such as adaptive cruise
control (ACC), lane keeping, to fully automated vehicles.
CAV technologies not only leverage real-time communication
to significantly extend the line-of-sight of a human driver
or traditional onboard sensors to receive traffic information
hundreds of meters away [303], but also bring in new control
means through vehicle automation. Therefore, future traffic
conditions can be predicted more precisely to provide oppor-
tunities for proactive vehicles or traffic control strategies [297].

Many CAV technologies have been studied in the literature.
It is necessary to give an introduction to the state-of-the-art
CAV applications before discussing how AGI can potentially
address challenges in the current literature. CAV technologies
can be categorized into the following levels based on control
means:

a) Powertrain: A vehicle’s powertrain control includes
energy management strategy (EMS) and transmission gear
shifting control. EMS determines the battery-engine power-
split of hybrid electric vehicles (HEVs), power-split of hy-
draulic hybrid vehicles (HHVs), and multi-motor power-split
of electric vehicles (EVs). Transmission gear shifting control
changes the torque and speed ratios between the engine and
the driveline [304]. Powertrain control strategies in production
vehicles are often tuned conservatively for the most demanding
conditions to balance between efficiency and drivability. They
are mostly rule-based and cannot adapt to varying driving
conditions [305], [306]. Many smart powertrain control ap-
proaches have been studied in literature to leverage better
predicted future conditions from CVs. Therefore, powertrain
efficiency can be improved by proactively controlling gear
shifting of conventional vehicles or power-split of HEVs [307],
[308], [309], [310], [311], HHVs [312], [313], [314], and EVs
[315], [316], [317]. For example, EMS can use more battery
power when it anticipates a HEV will decelerate during an
intersection as the battery power will be replenished from
regenerative braking [318].

b) Individual vehicle: On top of powertrain control, a
vehicle can be better controlled by leveraging CV information.
First, vehicle speed can be optimized based on predicted
future traffic conditions. For example, a CAV can receive
future SPaT to arrive at an intersection during green light
and avoid waste due to braking. This is referred to as Eco-
approach applications [319], [320], [321]. Second, vehicle
routing can be planned to reduce travel time based on real-time
information of the traffic flow speed [322], [323].

c) Multi-vehicle cooperative driving automation (CDA):
An individual vehicle-based vehicle control strategy can be
selfish and compromise the performance of other vehicles.
CDA strategies can be developed to optimize multiple vehicles
to achieve global optimality for both the overall traffic and
each vehicle (agent). Applications such as cooperative adaptive
cruise control [324], [325], [326], [327], cooperative merging
[328], [329], [330], [331], speed harmonization [332], [333]
have been proposed in the literature. In addition, when con-
sidering multiple CAVs, cooperative perception [334] becomes
possible where CAVs collaboratively perceive the environment
to extend perception beyond local sensing capability, improve
safety, and reduce the computational power needed.

d) Traffic infrastructure: In addition to vehicle-centered
control strategies, traffic infrastructures can be further opti-
mized as CVs provide real-time traffic information regarding
arrival time, demand, routing, etc. The literature has studied
various applications, including smart signal control strategies
[335], [336], [337], variable speed limit [338], [339], ramp
metering [340], [341], etc. Also, because of IoT, CVs or con-
nected infrastructures can be used as remote sensing devices
to provide real-time traffic data. Proactive traffic management
strategies [342], [343] can be designed to improve overall
traffic performance, such as lane management, incident and
emergency response, and provision of information and guid-
ance.

It is anticipated that combining the above categories can
introduce further benefits. For example, both individual and
multi-vehicle control strategies can be integrated with power-
train level control to improve performance for CAVs [307],
[319]. Co-optimized vehicles and traffic infrastructure control,
such as integrated vehicle speed and signal light control,
can avoid conflicts between the two systems and maximize
energy efficiency and mobility [344], [345]. Recently, the
electrification of vehicles and transportation has attracted more
attention, and several new opportunities have been proposed in
the literature. EVs have different powertrain architectures and
can be controlled to improve powertrain efficiency. Electrified
vehicles generally have a faster response time to effectively
control and actuate the vehicles in highly dynamic driving
conditions. EVs also have more electrical power onboard
to support increased computational capabilities for complex
driving tasks.

AGI can be a promising solution for the above CAV and
smart transportation applications in the literature. All the above
applications require an effective prediction of future traffic
conditions, which relies on the modeling and understanding
of the overall system. The system can include several vehicle
types with clearly different driving behaviors: human-driven
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vehicles, CVs with human drivers, individual CAVs, and
cooperative CAVs. Traffic and driving behaviors are complex
to model and highly nonlinear and stochastic in nature. It is
challenging to propose a generic model as traffic dynamics
depend on the specific road geometries, whether it is signal-
ized, curvature, speed limit, number of lines, traffic movements
and approaches, etc. Even for traffic on the same road, the
conditions can change drastically according to the time of day,
events, or incidents. A small change in the road geometry can
greatly impact traffic patterns and reduce the accuracy of an
already calibrated and trained model using either traditional
methods or AI-based approaches. Novel AGI techniques can
significantly improve the accuracy of traffic modeling and
prediction and obtain generic models that can adapt to the
conditions and variants mentioned above. Breakthroughs in
traffic modeling using AGI can also benefit the evaluation
of CAVs. The fidelity of simulation will be greatly improved
to reduce the amount of real-world testing that is expensive,
time-consuming, and causes safety concerns [346]. In addition,
traffic models are usually highly nonlinear and complicated,
which makes it challenging to solve the associated control or
optimization problem in real-time. AGI can help identify an
efficient model structure and be used to effectively search the
optimal control strategies for real-time implementation. This
is especially promising for autonomous driving tasks [347],
which are traditionally divided into tasks, including localiza-
tion, perception, prediction, planning, and motion control. A
unified end-to-end AGI approach can greatly reduce the accu-
mulative errors from each module and improve coordination
among different tasks. Such an AGI-based autonomous driving
model has already attracted much attention in academia and
industry [348], [349], [350].

G. Smart Manufacturing

The Industry 4.0 led by organizations such as GE and IBM
has allowed better production process description, communi-
cation, and computation, and this trend is being accelerated by
the mass adoption of IoT devices, 5G communication technol-
ogy, the advancement of AI and AGI technologies [351], [352],
[353], [354]. Accordingly, the Strategy for American Leader-
ship in Advanced Manufacturing (AM) states that worldwide
competition in manufacturing has been dominated in recent
decades by the maturation, commoditization, and widespread
application of computation in production equipment and lo-
gistics.

With the IoT devices, various modeling, monitoring and
control approaches have been proposed for manufactur-
ing quality, performance and reliability improvements [355],
[356], [357], [358]. For instance, the product geometric accu-
racy was investigated in [359] and different types of process
properties, such as porosity, roughness, were investigated in
3D printing with various process sensing information from
IoT sensors [360], [361], [362]. The model sparsity and
interpretability was considered during the sensor data qual-
ity modeling in semiconductor manufacturing [363], [364].
To address high dimensional sensor and video data, tensor
techniques and deep learning models are investigated in smart

manufacturing [365], [366], [367], [368]. In terms of IoT data
monitoring and anomaly detection, methods such as binary
segmentation, dynamic programming, Bayesian methods, non-
parametric methods, and model-driven methods were proposed
[369], [370]. For instance, Bayesian online change detection
was used for the droplet video monitoring during inkjet print-
ing [371]. Workers play a significant role in manufacturing,
warehouse and other systems. The consideration of human
safety and human performance and their impact to the general
system performance in engineering systems was investigated,
see for instance [372], [373], [374], [375], [376].

The digital tools in IoT and Industry 4.0 enabled the remote
and connected tracking and control, at any place and platform,
by connecting the once isolated Operational Technology (OT)
networks to the rest of the enterprise through the Information
Technology (IT) network [377], [378]. While this allows for
a better manufacturing modeling, monitoring and control, it
also poses profound questions in areas such as intellectual
property (IP) protection, data security and privacy. These
issues have led to product recalls, public backlash, lost revenue
for companies, and will potentially threaten public safety and
security [379], [380]. Specific techniques were proposed to
address the above-mentioned challenge. Differential privacy
and privacy-preserving modeling are proposed to address the
privacy and security issue [381], [382], [383], [384]. For
instance, Gómez et al. integrated traditional differential privacy
with k-anonymity, so that the preserved data can be aggregated
and transmitted without risking the privacy [385]. Federated
Learning (FL) was used so that machines collaboratively train
a model without sharing raw data [383], [384]. For instance,
Liu et al. proposed a FL monitoring framework to enable
decentralized edge devices to collaboratively train an anomaly
detection model [383]. Wang et al. applied FL to build a
universal anomaly detection model with each local model
trained by the deep reinforcement learning [384]. However,
it is reported FL suffers from data leakage [386], [387].

Though the machine learning and AI approaches have
shown useful in addressing a certain type of problem, it can
be hard for them to work in general problems with varying
and heterogeneous environments, limited annotated data, mul-
timodal information source, etc. AGI poses opportunities to
address these challenges, and has the potential to provide more
comprehensive and robust solutions to further enhance the
capabilities of existing AI based methods for manufacturing
modeling, monitoring and control. [388] surveyed the AGI and
Industry 4.0 fields, and found that though AGI studies has huge
potential, the gap between the AGI studies and the industry
needs is high.

We point out the potential of AGI in manufacturing here.
1) Manufacturing system heterogeneity and model gen-

eralization: The manufacturing processes and systems
can be complex with heterogeneous machines and op-
erations, and most AI methods may not be able to cope
with the heterogeneity. There is a need to develop models
and methods that is generalizable to various scenarios.
AGI has the potential to adapt to new scenarios, by
transfer learning from one domain to another [389],
[390] or incorporating physics driven domain knowledge
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[391], [392]. For instance, [389] investigated the feasi-
bility of transferring the process knowledge at various
manufacturing scales. [392] proposed a framework that
consists of a data layer and a physics layer, to capture
the statistically-correlated temporal dynamics and im-
poses regularizations through system working principles
and governing physics, respectively. More endeavors are
needed to deal with the manufacturing heterogeneity and
achieve generalizable models.

2) Manufacturing data augmentation and labeling, and
learning with limited data: The manufacturing data
collection and labeling can be expensive. AGI has the
potential to deal with the challenge, by performing data
augmentation [393], [394], adaptive/interactive data la-
beling and annotation [395], [396], and learning with
limited data [397], [398]. GAN has been used to generate
useful samples for teeth aligner printing and point cloud
characterization [393], and data augmentation for super-
vised anomaly detection in additive manufacturing [394].
Generative models have been used in CAD software
for engineering designs [399]. Reinforcement learning
and active learning can adaptively identify the important
samples to annotate and achieve process characterization
with limited annotation efforts [395], [396]. [397] used a
Siamese CNN based few-shot learning network to mea-
sure distances of input samples based on their optimized
feature representations, which is helpful for achieving
good anomaly detection performance with limited sam-
ples.

3) Multimodal manufacturing data analysis: Manufac-
turing system conditions can be measured and reflected
with various data types and sources, such as IoT sensors,
images, domain knowledge, and texts. How to make the
best use of multimodal information and support decision-
making is attracting much attention. While data fusion
and multimodal analysis have been studied for decades
[400], [401], [402], the solutions are generally tailored
for an application scenario and can be hard to general-
ize. AGI has the potential to overcome this challenge.
Recently, contrastive learning was studied to acquire
effective data representations from multiple modalities
for downstream tasks [403], [404]. For instance, Ai
et al. integrated knowledge distillation to transfer the
information from handcrafted features to deep learning
and supervised contrastive learning to enhance feature
discrimination [404].

4) Manufacturing diagnosis and troubleshooting: Diag-
nosis and troubleshooting is an important step in the
manufacturing value chain, but was mainly done man-
ually by experts and workers in the past. With the
advent of tools such as LLMs, AGI has been explored
for the manufacturing process and system diagnosis and
troubleshooting [405], [406], [354]. This has the potential
to bridge human knowledge and AI methods to train reli-
able decision-making tools. Power et al. studied artifacts
such as cars and circuit designs using Non-Axiomatic
Reasoning System (NARS), which demonstrated certain
features of the generalized diagnostics. NARS can diag-

nose the abnormal states of unknown artifacts without
having prior knowledge on them [405]. The collection of
manufacturing know-hows and building a reliable AGI
for diagnosis and troubleshooting is promising but needs
tremendous effort.

5) Manufacturing assistance and workforce training:
Manufacturing workforce training in the Industry 4.0 and
IoT era is of super importance to national security, and
there is a huge lack in the manufacturing talent pool
[407], [408]. AGI has the potential to revolutionize the
way workers learn and interact with machines. For in-
stance, AGI can facilitate interactive question answering
and learning and smooth the learning curve. AGI can also
help simplify the operation of machines by developing
smart manufacturing assistants. These assistants could
optimize the recommendations based on real-time data
from the machines and adapt to individual workers’
preferences.

H. Smart Education

The potential of integrating AGI and IoT into education
has prompted educators to reconsider traditional teaching
methods and embrace innovative approaches [409], [410].
When applied to education, AI and IoT can address various
challenges and enhance the learning experience. Recent de-
velopments in AGI technologies, such as OpenAI’s GPT-4,
have increased awareness about using digital resources in K-
12 and higher education to equip students for 21st-century
problem-solving[411]. AGI tools like ChatGPT and GPT-4
enhance personalized and interactive learning by providing for-
mative assessment prompts, feedback, and relevant references.
They assist teachers with lesson planning, including content
knowledge and assessment strategies, offering a wider range
of content to enrich teachers and help students gain diverse
perspectives. AGI frees teachers from textbook limitations and
expands their content knowledge. For instance, using the 5Es
model, ChatGPT designed a learner-centered teaching unit
on renewable and nonrenewable energy sources, generating a
rubric for student self-evaluation, exam questions, and a scor-
ing key for teacher-led evaluation [412]. Key concepts arising
from discussions on AI and education include improving
teachers’ content knowledge, facilitating individualized and
adaptive learning, differentiated instruction and assessment,
and enhancing educational outcomes for students. As AGI
technologies progress, further research will explore their prac-
tical applications in the classroom. While the integration of
AGI to bridge the gap between IoT and AGI within education
remains an ongoing endeavor, the following section explores
the insights from diverse scholarly works to elucidate the
transformative potential of AGI and IoT within education.

Educational Goals. The attainment of educational goals
within any learning environment is a critical endeavor, aimed
at fulfilling designated learning objectives and desired student
outcomes. Despite resource constraints, shortages of skilled
educators, and inadequate attention to diverse learning needs,
strides have been made with the integration of IoT technology.
This integration has the potential to reshape the educational
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landscape by fostering interactive and personalized learning
experiences. However, while IoT’s integration in education
offers promising opportunities, several challenges must be
addressed. Data privacy and security concerns loom large,
as the abundance of sensitive information collected by IoT
devices exposes vulnerabilities that can be exploited by cyber
threats [413], [414]. Moreover, the digital divide persists as
a challenge, potentially exacerbating educational inequalities.
Unequal access to IoT infrastructure and resources could
lead to a disparity in learning experiences [415], hindering
equitable goal achievement. Striking a balance between tech-
nological advancement and accessibility remains a critical
hurdle. AGI emerges as a promising solution in surmounting
the obstacles posed by IoT in educational goal attainment.
Leveraging AGI’s capabilities, one can develop sophisticated
predictive models that identify students at risk and customize
interventions based on a holistic range of factors. AGI can
bolster data security through adaptive threat detection mech-
anisms, fortifying the protection of sensitive information.
Furthermore, AGI-powered educational tools can bridge the
digital divide by providing personalized learning experiences
to improve the outcomes [416], [417], [418], even in resource-
constrained environments. Through adaptive content delivery
and intelligent tutoring systems, AGI has the potential to
foster inclusivity and equitable access to quality education. As
AGI continues to evolve, its integration holds the promise of
not only addressing IoT-related challenges but also propelling
educational goals within reach, enabling learners to thrive in
an interconnected world.

Pedagogy. As educators delve into the IoT realm, they
encounter challenges that could hamper the realization of
its full potential in education. Integrating IoT into pedagogy
requires renovating instructional methods. Furthermore, not all
educators are equipped with the necessary skills or training to
incorporate these new tools effectively into their teaching. This
has led to a growing gap between the potential benefits of IoT
and its actual educational application. AGI presents promising
solutions to these challenges. By leveraging AGI’s cognitive
capabilities, IoT devices can be equipped with advanced data
analysis and contextual interpretation abilities. This enables
personalized and adaptive learning experiences for students
by processing vast amounts of data generated by IoT devices,
extracting meaningful insights, and tailoring instruction that
addresses the individual needs of students. For example, a
study exploring AI-based strategies in teaching art courses
found that AI technology had significant reference significance
in improving teaching effectiveness [417]. Multi-modal AGI
tools from OpenAI are able to handle various types of IoT
data in order to make better assessment to students, allowing
educators to accurately evaluate progress and cater to specific
needs and learning styles [419]. AGI’s ability to translate
text into different languages and convert it to different lan-
guages, even including sign language, improves accessibility
for students with disability and non-native speakers, visually
impaired students, and those with reading difficulties via IoT
devices, making learning more inclusive [420]. Additionally,
the variety of resources available through OpenAI can greatly
benefit teachers in learning how to utilize new IoT tools in

differentiating instruction and developing targeted lesson plans
and teaching strategies to support each student effectively.

Curriculum Design. Integrating IoT techniques into cur-
riculum design represents a significant advancement in educa-
tion, enabling students to understand and harness the potential
of interconnected smart devices. However, this integration
poses challenges across four critical dimensions: discipline-
specific, learner-centered, career-oriented, and society-oriented
[421]. AGI’s capacity to generate customized learning ma-
terials empowers educators to develop IoT-centric modules
that align with the discipline’s specific requirements. These
modules are readily to include discipline-specific individual-
ized case studies, examples, and practical applications of IoT
concepts, making the integration more engaging and relevant
for students, which personalizes learning experiences and
demonstrates comprehensive assessments [422]. Personalized
learning is made possible through IoT-driven data analysis.
Learning management systems can collect data on students’
progress, preferences, and learning styles, enabling educators
to tailor content and pacing to individual needs. AGI-powered
adaptive systems can dynamically adjust learning materials,
assessments, and activities based on real-time IoT data [418].
IoT integration can prepare students for the evolving job
market by simulating workplace scenarios. For instance, in
business education, students can engage with IoT-driven sim-
ulations of supply chain management, decision-making pro-
cesses, and customer interactions. This hands-on experience
enhances their problem-solving skills and industry readiness.
IoT-enabled projects can emphasize societal challenges and
encourage students to develop solutions. In environmental
studies, students can design IoT sensors to monitor pollution
levels, promoting awareness and proactive environmental stew-
ardship. In social sciences, IoT data collection and analysis
can provide insights into urban planning, public health, and
community engagement.

IV. CHALLENGES AND OPTIMIZATIONS

A. Limited Computing Resources and Real-time Response
After Deep Neural Network (DNN) models are trained

with large volumes of data, they can be applied to a broad
spectrum of devices, including but not limited to sensor nodes,
wireless access points, smartphones, wearable technologies,
video streaming devices, augmented reality systems, robotics,
unmanned vehicles, and smart health devices [423], [424],
[425], [426], [427]. Recent breakthroughs in transistor density
have led to a significant increase in the computational power
of these devices. This advance enables applications, previously
limited to high-performance CPU/GPU environments, to be
effectively executed on these devices. As a result, IoT devices
have emerged as the preferred platform for the applications
discussed in this paper, given their capabilities, enhanced
privacy protections, and low power consumption.

Given the nature of the applications, achieving real-time
performance (typically 30 processes per second or 33 mil-
liseconds per processing) is a principal criterion. However,
the progressively expanding size of DNNs poses a critical
challenge in delivering real-time inference performance, par-
ticularly for LLMs [42]. These models utilize over a thousand
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computational layers and more than a billion parameters [42],
[428] in order to achieve superior accuracy. However, this
poses significant challenges for deploying these models on IoT
devices, especially when it comes to real-time performance.
IoT devices have limited computation resources such as mem-
ory bandwidth, throughput, and power budgets. As a result,
there is a complex trade-off between the increasing complexity
of DNNs, which is necessary for improving accuracy, and the
deployment of these DNNs on resource-constrained mobile
devices to enable wider application.

From the hardware perspective, there is a growing trend in
designing specialized system-on-chips (SoCs) for IoT devices,
which provide a programming interface suitable for general-
purpose processing [429], [430], [431]. Smartwatches, in par-
ticular, have made significant investments in advanced Apple
Silicon chips [432], which can also accelerate highly parallel
workloads. However, there has been limited exploration of
using these specialized chips for other types of workloads. In
the next section, we will analyze existing efforts and potential
optimizations to address the challenges mentioned earlier.

1) Algorithm-level Optimizations: DNN model compres-
sion techniques, such as pruning[433], [434], [435], [436],
[437], [438], have been proposed to reduce storage and compu-
tation while accelerating inference. However, there is a trade-
off with a slight accuracy loss. Pruning can be performed dur-
ing DNN training and is considered an algorithmic optimiza-
tion that reduces redundancy in weight numbers. There are
three types of weight pruning schemes: non-structured (irregu-
lar), coarse-grained structured (regular), and fine-grained struc-
tured (regular). Non-structured pruning [433], [434], [435]
allows arbitrary weights to be pruned, resulting in a higher
pruning rate but potential performance degradation in GPU
and CPU implementations due to sparse matrix storage format.
On the other hand, structured pruning[436], [437], [438] leads
to regular smaller weight matrices in GPU/CPU implementa-
tions, resulting in more significant acceleration. Fine-grained
structure pruning [439], [440], [441], [442] prunes fine-grained
patterns within coarse-grained structures. The data access
pattern and computational pattern are more regular, offering
high accuracy, hardware-friendliness, and a high pruning rate.

Weight quantization [443], [444], [445], [446], [447], [448],
[449], [450] is another model compression technique that
reduces redundancy in the bit representation of weights. It
involves mapping floating-point weights to a set number of
quantized levels, determined by the chosen bit representation
(e.g., nk-bit). Each quantized weight is equal to the weight
quantization scaling factor αk multiplied by the value rep-
resented by an nk-bit digit. Compared to pruning, weight
quantization is considered hardware-friendly and offers pro-
portional computation and storage requirements reductions.
Consequently, it has become a prominent technique for com-
pressing DNNs, often seen as an essential step in FPGA
and ASIC designs for DNN inference engines. Furthermore,
support for weight quantization has expanded to include GPUs
and mobile devices such as NVIDIA GPUs with PyTorch [451]
and TFLite [452] support for mobile devices.

2) System-level Optimizations: Recently, substantial ef-
forts have been directed towards accelerating DNN infer-

ence frameworks for edge and IoT devices. These efforts
include the development of DeepX [453], TFLite [452],
TVM [454], Alibaba’s Mobile Neural Network (MNN) [455],
DeepCache [456], DeepMon [457], DeepSense [458], and
MCDNN [459]. However, most of these frameworks failed
to fully exploit model compression techniques, and none
succeeded in real-time execution of LLMs on edge devices.
Although previous attempts have been made to perform infer-
ence using compressed DNNs on edge platforms (e.g., [460],
the interaction between model compression and hardware
acceleration has not been meticulously explored in previous
studies. There are still some open questions to further reduce
the storage and computation cost for emerging LLMs.

B. Large-scale IoT Communication

As IoT devices become prevalent and deeply integrated into
our daily life, it becomes crucial to establish both intra- and
inter-connectivity among them. Such connectivity is vital for
data transfer, sharing, and analysis. However, as the number
of IoT devices grows exponentially, a grand challenge a sig-
nificant challenge arises in facilitating smooth communication
between them. This challenge is particularly pronounced in
wireless communication, where interference becomes a major
concern when sharing limited spectrum resources [461]. The
scarcity, limitations, and cost associated with spectrum avail-
ability make this a complex issue that cannot be easily resolved
by merely allocating additional spectrum bands. Consequently,
over the past few decades, substantial research efforts have
been dedicated to enhancing communication design, such as
improving spectrum and energy efficiency [462], enabling
large-scale and high-density connectivity [463], [464], sup-
porting diverse communication needs (low latency, high data
rate, high reliability), and more.

In a classic communication system with one transmitter
(TX) and one receiver (RX), TX will translate application data
into binary form. These binary data then undergo a sequence
of operations: channel coding, modulation, transmission, de-
modulation, and de-channel coding (commonly known as the
classic 5-step process) [465]. Eventually, they are translated
back from binary to their original application data format. At
each step, robust solutions have been established, primarily
rooted in the framework of probability and statistics. These
solutions form the bedrock of the dynamic wireless research
landscape and the products we have today. While significant
progress has been made in this area, leading to several
generations of wireless technology (1G to the latest 5G), the
intricate challenges arising from factors such as high traffic,
heterogeneity, constant connectivity, and dynamic conditions
have rendered conventional optimization-based approaches
unfeasible. Notably, optimization at each transmission step
introduces high computational cost, not to mention they are
disjoint in terms of end-to-end optimization. For IoT devices,
these challenges are more severe, since they typically have
limited computation and power capacity.

In recent years, ML-based approaches have emerged as
dominant forces within wireless research, particularly at a
lower layer of Open Systems Interconnection (OSI) model,
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such as physical layer (PHY). While the transmission of
electromagnetic signals from transmitters (TX) to receivers
(RX) involves intricate physical interactions with the surround-
ing environment (e.g., reflection, diffraction, and diffusion),
ML tools exhibit remarkable prowess in effectively managing
these random behaviors. Furthermore, ML-driven approaches
possess the unique ability to bypass the traditional 5-step
process and engage in end-to-end optimization. One factor
that may hinder the traditional ML-based wireless system is
the generalizability.

Given the recent introduction of more robust AGI models,
it’s not beyond reason to anticipate that AGI could even
devise efficient IoT wireless communication systems that have
hitherto remained unexplored. For example, a model that may
work well in an indoor setting but cannot work well outdoors;
or a model can optimize laptop communication but cannot
handle IoT devices. The contributing factors are not only
coming from the limitation of traditional models (CNN, RNN,
LSTM), but also insufficient datasets. Fortunately, in the age
of massive IoT, we foresee the formal can be solved with a
more powerful AGI model, while the latter can be addressed
by a huge volume of data from pervasive IoT devices.

In the following section, we still follow OSI layer model and
provide a brief literature review, each with our observation
and remark. Different from existing literature reviews and
insights [466], [467], our emphasis is the impact that new AGI
models can bring to large-scale IoT wireless communication.

1) AGI for Physical Layer: PHY layer mainly handles raw
signals, such as analog-to-digital (ADC) and digital-to-analog
(DAC) conversion, radio frequency (RF), signal estimation and
detection, etc. As mentioned above, PHY layer is the most
active area that has been applied with ML. There have been
extensive reviews on ML-based PHY techniques, such as those
summarized in [468]. However, these works mainly focused on
a specific task. For example, [469], [470] discussed approaches
for channel estimation, and [471], [472] introduced ML-based
coding/decoding. These works may work well under their
proposed scenarios but can hardly extend to a more general
setting, for example, the IoT scenario. What makes IoT PHY
different from other communication applications is that IoT
communication reveals scalability and heterogeneity. A plau-
sible solution is AGI-based one. The idea is to collect enough
IoT wireless data, which can be relatively easy to obtain due
to their ubiquity, and then use foundation models to train. The
objective here is to accurately predict PHY parameters, such
as transmit power, bandwidth allocation, coding scheme, etc.

2) AGI for MAC Layer: MAC layer handles user coor-
dination, such that when multiple users try to access the
shared medium, it can efficiently coordinate resources, such
as spectrum bandwidth, power, time, etc. MAC is of criti-
cal importance, especially for wireless communication, since
wireless signals can cause interference (hence unsuccessful
transmission) if not coordinated properly. In the past, schedul-
ing is usually formulated as an optimization problem, usually
non-convex [473], [474]. Solving the problem is challenging
and in most scenarios, the optimal solution is not possible. In
recent years, ML-based methods, such as deep reinforcement
learning (DRL) [475], prove to be very effective, especially

when scheduling becomes complicated when IoT users scale.
As a more generic approach, the powerful AGI tools can
remedy this problem. Specifically, we envision that AGI can
effectively tackle the non-linear binary optimization problem
involved with user scheduling, and it should scale well as
indicated by existing ML tools [476].

3) AGI for IP and Network Layer: IP and network layer
process routing and network-specific traffics, respectively.
Recently, it has become a research hotspot since it mainly
tackles network anomaly activities [477]. In [478], anomaly
detection has emerged as a primary challenge in IoT networks,
and several techniques were proposed, with a focus on tradi-
tional fingerprint-based detection. Usually, packet IP address,
length, protocol type, etc, can be applied to identify if the
incoming packet is normal or abnormal. However, such rule-
based methods cannot be generalized as the communication
becomes more complicated and diverse. The past decade has
witnessed some novel anomaly detection architects, especially
those in ML domain. For example, in [479], common ML
classifiers, such as KNN and random forest, have proved to
be very effective in a more dynamic setting. Moving forward,
as communication between IoTs and servers becomes more
frequent, it is essential to have a more generic detector,
which has the capability to not only detect based on past
patterns, but also evolve as the communication packets become
complicated. We believe the AGI has such capability.

C. Security and Privacy

The resource-constrained, distributed, and heterogeneous
nature of IoT not only impedes the deployment of AI algo-
rithms but also entails acute security and privacy issues that
were never seen before. This section first provides insights
about how to safeguard AI workload on IoT devices at system
level. Then, we discuss algorithm-level security and privacy
concerns. Finally, we elaborate on the legitimate use of AGI
in addressing IoT security/privacy problems.

1) Safeguarding AI Workload on IoT: IoT devices gener-
ally run on less powerful hardware and lack many modern
security mitigation mechanisms, making them more vulnerable
than traditional computing platforms [480]. Worse, some IoT
devices are deployed in ambient or unattended environments.
This opens a door for adversaries to launch more powerful
physical attacks such as cold-boot attacks to directly dump
device memory [481], [482], leading to the theft of user
privacy or manipulation of machine learning models. We
envision three technological paths to mitigate these threats.
1) Bug elimination: Cyber attacks leverage firmware vulner-
abilities to cause unintended behaviors. Therefore, extensive
in-house firmware testing becomes essential to reduce cy-
ber exploitation. A promising technique, known as firmware
rehosting, tries to build a general IoT hardware model and
emulate firmware execution on a virtualized hardware [483],
[484], making it possible to test thousands of instances si-
multaneously. 2) Attack Mitigation: Firmware testing can
never eliminate all bugs. Therefore, firmware hardening can
serve as the second line of defense to detect and thwart
ongoing attacks. The idea is to instrument the firmware so
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that violations of predefined properties (e.g., control flow in-
tegrity and memory safety) can be actively detected. Firmware
hardening often requires injecting additional code into the
firmware, which inevitably imposes performance penalties.
However, recent research has been successful in enforcing
certain types of security properties (e.g., control flow integrity
in µRAI [485]) on resource-constrained embedded systems.
3) Isolation: Nowadays, our IoT firmware is bloated with
libraries from multiple third-party contributors. It becomes
necessary to isolate the confidential ML models from the rest
of the firmware. By placing ML models in the hardware-
enforced trusted execution environment (TEE), even if the
firmware is compromised, the models cannot be accessed.
Representative TEE implementations in IoT include ARM
TrustZone-M [486] and RISC-V MultiZone [487]. To further
reduce the code base in TEE, partitioned execution of ML
only puts a security-critical portion in TEE [488]. However,
automatically splitting an ML model into a secure part and
a non-secure part is a challenging task that warrants further
research.

2) Exploiting AGI for Bad: Assuming a bug-free imple-
mentation, the ML algorithms themselves might be vulnerable.
Existing attacks on ML models can be largely applied to IoT
AGI. For example, in adversarial machine learning attacks,
attackers find small variations in inputs that can result in
very different model outputs [489]. In data poisoning attacks,
attackers bias or “poison” the training data to compromise the
resulting machine learning models [490]. In model stealing at-
tacks, attackers with black-box access to the machine-learning-
as-a-service systems aim to duplicate the functionality of the
model by stealing model’s parameters [491], [492]. Finally,
denial-of-service attacks disrupt the model’s availability by de-
liberately sending it high-cost problems, aiming to overwhelm
the host’s resources to handle the inquiry.

With the emergence of foundation models in IoT AGI,
a single point of failure exacerbates the impacts of these
traditional attacks [34]. Moreover, we found that the open
nature of IoT leads to new attack surfaces and brings about
unprecedented challenges to the ecosystem. In particular, the
data collected on Internet-scale billions of IoT devices makes
it particularly challenging to validate the data integrity, leading
to data poisoning where falsified data is injected into the
training data. Such attacks can be stealthy and persistent in
the sense that the adversaries do not need to cause immediate
damage. Rather, they inject a tiny bit of falsified data each
day and remain undetected for an extended period.

In smart homes, AGI can be used in home automation for
personalized living experiences. However, by learning home
owners’ looks and voices, the AI technology can generate
“deep-fake” audio and/or animated images, leading to home
robbery, unauthorized operations, etc. Using these biometric
data, social engineering attacks are possible by impersonating
trusted individuals or entities. Likewise, by embedding AGI
into smart factories and self-driving cars, an attacker could
comprise AGI algorithms to cause factory equipment shutdown
and car accidents. In prompt injection attacks, a prompt is used
to make the model ignore previous instructions or perform
unintended actions. When running these AGI algorithms on

IoT devices or the edge, the ML models can be manipulated
to generate false responses, leading to incorrect decisions
and actions. A prompt can also carry confidential data or
source code of a company, opening the door for challenges
to compliance obligations and putting intellectual property at
risk.

In training data extraction attacks, attackers recover raw
training inputs that are memorized as a part of the model,
leading to privacy issues [493]. The data provider may not
trust the training module in the first place. This is particularly
concerning in handling IoT data (e.g., smart homes) where
users’ privacy is included. It has shown that GPT-4 achieves
high accuracy and reliability in masking private information
from unstructured medical texts [494]. The same technique
can be applied to redact sensitive user privacy from IoT data
before they are presented to the AGI training module.

3) Using AGI for Good: On the other hand, defenders
can also weaponize themselves with such powerful tools
to handle complex real-life IoT security problems at scale.
For example, leveraging AGI, IT specialists can deploy sys-
tems to analyze device configurations and firmware versions,
thus making recommendations for remediation (e.g., change
insecure configurations or update vulnerable firmware). By
analyzing system logs or network traffic, AGI can augment
existing intrusion detection systems with its powerful NLP
capability. In particular, IoT applications often come with nat-
ural language descriptions of their behaviors and data usage.
By comparing the system logs captured at run-time and the
claims extracted from the APP description, compliance checks
can be conducted to detect violations. Once detected, AGI can
further assist security analysts in analyzing and diagnosing
the security threats, leading to faster discovery, response, and
sharing.

D. Persistent Challenges Beyond Current Solutions

The challenge of IoT data storage lies in effectively man-
aging and storing the vast and continuous stream of data
generated by a multitude of interconnected devices and sensors
[495]. This data often comes in various formats and includes
real-time updates, requiring robust storage solutions that can
handle the volume, variety, velocity, and variability of the
data. As IoT deployments expand. IoT ecosystems encompass
an ever-growing number of devices and sensors, leading to
an exponential increase in data volume. Traditional storage
systems may struggle to handle such scale efficiently. IoT
data can come in diverse forms [496], including structured,
semi-structured, and unstructured data. Storage solutions must
be flexible enough to accommodate various data formats and
adapt to changes in data structure. It is challenging for low-
cost sensors to accommodate the data variety and solubility,
limiting the deployment scale of IoT systems.

There are also challenges for local computing in IoT devices
that need to be addressed for effective implementation and
operation [497]. Many IoT devices have constrained process-
ing power, memory, and storage capacities. Running com-
plex computations locally while ensuring efficient resource
utilization can be a significant challenge. IoT devices are
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often battery-powered or have limited access to power sources.
Local computing tasks must be optimized to minimize energy
consumption and extend device battery life [498]. Some IoT
applications require real-time processing of data for timely
decision-making. Ensuring that local computations meet the
required response times without introducing latency is crucial.
Therefore, the complexities of algorithms in local computing
would be limited, therefore potentially restricting the comput-
ing accuracy. Nevertheless, it is expected that with improved
algorithm optimization efficiency and more advanced power-
supplying devices, the challenges in data storage and comput-
ing can be effectively mitigated or resolved.

In the realm of security and privacy, one of the pressing
concerns is data encryption. As IoT devices proliferate, creat-
ing secure methods to encrypt data across a network becomes
increasingly complex [499]. Traditional encryption techniques
may not be applicable, given that many IoT devices have
resource constraints. Device authentication further compounds
this issue. In a sprawling IoT network, establishing trust
between various devices and central servers is complex and
critical. A single unauthenticated or compromised device can
become a gateway for network-wide vulnerabilities. Alongside
this is the question of user privacy. IoT devices often collect
and transmit personal information, from health data to geolo-
cation. How this sensitive data is stored, accessed, and utilized
is a subject that demands careful consideration, both from a
technical and ethical standpoint [500].

Scalability and interoperability pose another set of chal-
lenges [501]. With IoT devices coming from a plethora of
manufacturers, each with its own set of standards and pro-
tocols, achieving seamless interoperability is a daunting task.
This lack of standardization is not merely a technical obstacle
but a barrier to scaling IoT networks to accommodate the
exponential increase in devices. In the absence of universal
protocols, interoperability, and scalable architectures become
significant hurdles, inhibiting the efficient growth and func-
tionality of IoT ecosystems.

Environmental and social challenges are often overlooked
but are no less significant [502]. While IoT devices offer
potential solutions for environmental monitoring, they them-
selves can be quite energy-intensive, thus contributing to the
very problems they aim to solve. This irony underscores the
need for designing more energy-efficient devices. The rapid
development and turnover of IoT technology also lead to
another concern: electronic waste [503]. The limited lifespan
of these devices exacerbates existing environmental issues
related to e-waste, a challenge yet to be fully tackled.

Regulation and governance in IoT are largely nascent and
nebulous [504]. Despite the rapid technological advancements,
the legal framework governing IoT remains ambiguous, creat-
ing challenges for accountability and compliance [505]. This
is particularly critical when IoT technologies are implemented
in sectors with stringent regulations, such as healthcare [494]
and transportation. The absence of clear regulatory guidance
can lead to ethical and legal grey areas, putting both users and
providers in precarious positions.

Last but not least, human factors should not be underesti-
mated. The usability of IoT devices can vary widely depending

on the design, and the target user demographic [506]. Crafting
interfaces that are both intuitive and functional across different
devices and user groups is a complex challenge [507], [508],
[509], [510]. Moreover, ethical concerns about how data col-
lected by IoT devices is used can arise, including issues related
to surveillance or discrimination based on data analytics [511].
Ensuring ethical use while maintaining utility is a challenge
that has social, cultural, and political implications.

Addressing these challenges in IoT will require a multi-
disciplinary approach, involving contributions from various
fields including cybersecurity, legal studies, environmental
science, and social sciences. While these challenges present
significant obstacles, they also open avenues for innovation
and advancements in technology and policy.

V. CONCLUSION

In this survey, we discuss how Artificial General Intelligence
(AGI) can revolutionize the Internet-of-Things (IoT) systems
and frameworks, and at the same time introduce unique
challenges. AGI can be used to apply knowledge gained
in one domain in the heterogeneous data collected in IoT
systems to new domains, integrate and contextualize data
from diverse sensory inputs, understand causes and effects in
events, discover, communicate, and interact with humans on
dynamic and complex systems, and learn and apply new skills
to unseen tasks. AGI-powered IoT systems have a wide range
of applications including smart grids, home, agriculture, man-
ufacturing, healthcare, and transportation. In the meantime,
those applications require significant new research in AGI to
be adapted to resource-limited scenarios in IoT. Data privacy
and security also need to be considered in designing AGI-
powered IoT systems.

While this article summarizes the diverse opportunities and
applications enabled by AGI, we expect to see new and
exciting applications powered by AGI in IoT with the rapid
evolution of technology in AI and machine learning. We hope
this survey can inspire researchers from both the AI as well
as the IoT communities to develop and explore the limitless
possibilities of AGI+IoT.

REFERENCES

[1] K. Lakhwani, H. K. Gianey, J. K. Wireko, and K. K. Hiran, Internet
of Things (IoT): Principles, paradigms and applications of IoT. Bpb
Publications, 2020.

[2] J. H. Nord, A. Koohang, and J. Paliszkiewicz, “The internet of things:
Review and theoretical framework,” Expert Systems with Applications,
vol. 133, pp. 97–108, 2019.

[3] A. A. Laghari, K. Wu, R. A. Laghari, M. Ali, and A. A. Khan,
“A review and state of art of internet of things (iot),” Archives of
Computational Methods in Engineering, pp. 1–19, 2021.

[4] L. Farhan, S. T. Shukur, A. E. Alissa, M. Alrweg, U. Raza, and
R. Kharel, “A survey on the challenges and opportunities of the internet
of things (iot),” in 2017 Eleventh International Conference on Sensing
Technology (ICST), pp. 1–5, IEEE, 2017.

[5] R. Lohiya and A. Thakkar, “Application domains, evaluation data sets,
and research challenges of iot: A systematic review,” IEEE Internet of
Things Journal, vol. 8, no. 11, pp. 8774–8798, 2020.

[6] L. Atzori, A. Iera, and G. Morabito, “The internet of things: A survey,”
Computer networks, vol. 54, no. 15, pp. 2787–2805, 2010.

[7] K.-H. N. Bui, J. J. Jung, and D. Camacho, “Consensual negotiation-
based decision making for connected appliances in smart home man-
agement systems,” Sensors, vol. 18, no. 7, p. 2206, 2018.



21

[8] N. L. Kazanskiy, M. A. Butt, and S. N. Khonina, “Recent advances in
wearable optical sensor automation powered by battery versus skin-like
battery-free devices for personal healthcare—a review,” Nanomaterials,
vol. 12, no. 3, p. 334, 2022.

[9] Y.-M. Fang and C.-C. Chang, “Users’ psychological perception and per-
ceived readability of wearable devices for elderly people,” Behaviour
& Information Technology, vol. 35, no. 3, pp. 225–232, 2016.

[10] J. Pierce, “Smart home security cameras and shifting lines of creepi-
ness: A design-led inquiry,” in Proceedings of the 2019 CHI Conference
on Human Factors in Computing Systems, pp. 1–14, 2019.

[11] K.-H. N. Bui and J. J. Jung, “Aco-based dynamic decision making
for connected vehicles in iot system,” IEEE Transactions on Industrial
Informatics, vol. 15, no. 10, pp. 5648–5655, 2019.

[12] Z. Mahmood, “Connected vehicles in the internet of things,” Springer
Nature SwitzerlandAG, 2020.

[13] S. Balakrishna, M. Thirumaran, and V. K. Solanki, “Iot sensor data
integration in healthcare using semantics and machine learning ap-
proaches,” A handbook of internet of things in biomedical and cyber
physical system, pp. 275–300, 2020.

[14] M. Syafrudin, G. Alfian, N. L. Fitriyani, and J. Rhee, “Performance
analysis of iot-based sensor, big data processing, and machine learning
model for real-time monitoring system in automotive manufacturing,”
Sensors, vol. 18, no. 9, p. 2946, 2018.

[15] A. Kanawaday and A. Sane, “Machine learning for predictive mainte-
nance of industrial machines using iot sensor data,” in 2017 8th IEEE
international conference on software engineering and service science
(ICSESS), pp. 87–90, IEEE, 2017.

[16] J. C. Cheng, W. Chen, K. Chen, and Q. Wang, “Data-driven predictive
maintenance planning framework for mep components based on bim
and iot using machine learning algorithms,” Automation in Construc-
tion, vol. 112, p. 103087, 2020.
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