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Priors
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Abstract—This paper studies how to approximate pufferfish
privacy when the adversary’s prior belief of the published
data is Gaussian distributed. Using Monge’s optimal trans-
port plan, we show that (ϵ, δ)-pufferfish privacy is attained if
the additive Laplace noise is calibrated to the differences in
mean and variance of the Gaussian distributions conditioned
on every discriminative secret pair. A typical application is
the private release of the summation (or average) query, for
which sufficient conditions are derived for approximating ϵ-
statistical indistinguishability in individual’s sensitive data. The
result is then extended to arbitrary prior beliefs trained by
Gaussian mixture models (GMMs): calibrating Laplace noise to a
convex combination of differences in mean and variance between
Gaussian components attains (ϵ, δ)-pufferfish privacy.

Index Terms—Pufferfish privacy, noise calibration, Monge-
Kantorovich optimal transport plan.

I. INTRODUCTION

WHEN participating in data sharing activities, we want
to provide useful information to others but keep secret

our personal data, e.g., race, gender, etc. To do so, some
privacy metric is applied to quantify the confidentiality of
the sensitive attributes in the released data. A data regulation
scheme is devised thereafter to mitigate the privacy leakage.
Differential privacy (DP) [1], [2] is a rigorous definition of
data privacy based on a typical inference setting [3]. For an
analyst who is able to compute the data statistics, DP ensures
a restricted probabilistic resolution on the secret that is nested
in the released data.

Specifically, for a (deterministic) query function f(·) that
returns distinct values when it is applied to a database D given
two secrets si and sj . For example, si refers to the event
that some user is present in D, while sj denotes the event
that this user is absent. To protect privacy, the query answer
f(D) should be randomized (e.g., by injecting noise) to ensure
some statistical indistinguishability between si and sj . That
is, denoting Pr(f̃(D)|si) and Pr(f̃(D)|sj) the probability
of noised f(D) given si and sj , respectively, the difference
between them should be upper bounded by a nonnegative
threshold ϵ. This is so-called ϵ-indistinguishability, where
the privacy budget ϵ denotes the privacy level: a smaller ϵ
indicates higher indistinguishability between Pr(f̃(D)|si) and
Pr(f̃(D)|sj) and therefore more privacy.1

While in DP the uncertainty is introduced by the data
regulation scheme only, a more realistic scenario is that the
original dataset exhibits an inherent uncertainty, too. For
example, a database could be drawn from a probabilistic space,

1In DP, it is assumed that the database D given si and sj differs in one
entry only.

where the chances for getting each realization D conditioned
on distinct secrets si and sj are different; or, the query function
f(·) could be a randomized response function. To this end,
a more general framework is formulated by [4], [5] called
pufferfish privacy.

For the original data X that is statistically correlated with
the nesting secret S, the purpose of pufferfish privacy is to
have the noised data X̃ probabilistically indistinguishable on
S. DP can be treated as a special case of pufferfish privacy
for deterministic X such that X = f(D). This framework also
incorporates Bayesian inference setting (as seen in quantitative
information flow [6] and information leakage studies [7], [8])
via a parameter ρ that denotes the prior belief of the adversary.
The prior belief is usually a probability distribution, e.g., the
conditional probability of X given secret S, before privatiza-
tion, which could be learned from the previous data release.
In this sense, the posterior probability refers to the statistics
of the noised data X̃ , where the purpose is to guarantee ϵ-
indistinguishability between Pr(X̃|si, ρ) and Pr(X̃|sj , ρ).

The difficulty is how to calibrate the noise given the intrinsic
uncertainty in the original dataset. It is shown in [9] that
scaling Laplace noise by the Wasserstein metric of infinite
order W∞ is sufficient to attain ϵ-pufferfish privacy.2 [10]
pointed out the infeasibility of this approach due to the non-
convexity of W∞ [11], [12] and proposed a realistic W1 noise
calibrating method by the corresponding Kantorovich optimal
transport plan. However, the W1 method can only be applied
to X taking values in a countable alphabet, as it involves the
computation of the second derivative of a joint probability,
which is hard to obtain for continuous random variables or
probability distributions that do not have a closed-form ex-
pression. In addition, for continuous X and the corresponding
probability density function, the maximum pairwise distance
over the Kantorovich optimal transport plan could be infinitely
large, which would result in an excessive amount of noise and
therefore severely deteriorate the data utility.

On the other hand, an adversary would be very likely to
adopt machine learning techniques to infer the prior knowl-
edge ρ, i.e., train or fit a parameterized probability density
function out of the past observations. In particular, for X being
aggregated statistics, e.g., the counting or summation query,
Gaussian prior would be a good choice as it is closest to the
true statistics. This is the reason why the prior knowledge is
usually modeled by a normal probability density function such
as [13].

2This method reduces to the famous ℓ1-sensitivity noise calibration for DP
[2] if X is deterministic, which also proves that less noise is required for
attaining pufferfish privacy than DP [5], [9].

ar
X

iv
:2

40
1.

12
39

1v
2 

 [
cs

.I
T

] 
 6

 M
ay

 2
02

4



JOURNAL OF LATEX CLASS FILES, VOL. 14, NO. 8, AUGUST 2021 2

A. Our Contributions

This paper studies how to calibrate Laplace noise for
attaining pufferfish privacy when the adversary’s prior belief
ρ is Gaussian distributed. The result is further extended to
arbitrarily distributed prior belief ρ that is trained by Gaussian
mixture model (GMM). The main results in this paper will be
derived under the Monge’s optimal transport plan [14]–[16],
the W2 solution for Gaussian couplings.

The main contributions of this paper are listed below.
1) To release data X which is known to be normally dis-

tributed given all instances of secret S but differ in mean
and variance, we apply Monge’s optimal transport plan
to show that a δ-approximation of ϵ-pufferfish privacy,
i.e., (ϵ, δ)-pufferfish privacy, can be achieved by adding
Laplace noise to X . The scale parameter b of Laplace
noise should be calibrated to the differences in both mean
and variance conditioned on each pair of secrets si and
sj . This method is shown to be a generalization of the
ℓ1-sensitivity noise calibration method for DP [2].

2) The result above is applied to the problem of privatizing
the summation query in a multi-user system containing a
finite number of participants. It is assumed that each user
obtains an independent random variable. To privately re-
lease the summation over all users, we derive a sufficient
condition for ensuring the statistical indistinguishability
about the individual’s presence in the system. It is proved
that ϵ-indistinguishability about each participant’s data
can be guaranteed.

3) Assuming the adversary learns the prior knowledge ρ
on the arbitrarily distributed X by GMMs, we show
that (ϵ, δ)-pufferfish privacy is guaranteed by calibrating
the scale parameter b of Laplace noise to the convex
combination of differences in mean and variance of
Gaussian components. We apply this method to the
adult and Hungarian heart disease datasets in
the UCI machining learning repository [17] to show how
to scale the parameter b to achieves δ-approximation of
ϵ-indistinguishability on real-world data.

B. Related Works

Consider publishing a table having two columns “age”
and “cholesterol level”. Even if column “age” is ex-
cluded, it can still be inferred by an adversary who can exploit
the correlation between the two attributes. Here, the DP setting
[1], [2] does not fit, as the published data “cholesterol
level” is a random variable, not a deterministic query
answer, the statistics of which depend on the hidden secret
“age”. Instead, a pufferfish privacy framework is proposed
in [4], [5] to study how to achieve indistinguishability in
the presence of intrinsic randomness. It has been applied to
temporally correlated data, e.g., the privacy measure in [18],
[19], monitoring web browsing behavior [20] and the trajec-
tory data, e.g., [21], etc. Besides these specific applications,
an efficient noise calibrating method remains missing until
the proposal of Wasserstein approach in [9]. It is shown that
pufferfish privacy can be attained by a Laplace mechanism
calibrated by the Wasserstein distance W∞. To deal with the

difficulty in calculating W∞, apart from the relaxation by
a Rényi measure [22], [10] shows that W∞ method can be
computed by Kantorovich optimal transport plan (the solution
to W1 distance), which is easy to obtain for finite and discrete
alphabet cases, e.g., the W1 approach for a trajectory clustering
task in [23, Algorithm 2]. This motivates the study of a
more realistic case as to how an adversary infers the intrinsic
randomness.

Pufferfish privacy is a guarantee of indistinguishability
against the adversary’s prior knowledge ρ [4], [5], the belief
or side information on the statistical dependence of published
data on hidden secret, which might be obtained from previous
data releases. For 50 distinct cholesterol levels, an adversary
needs to store 50 probability values to express the prior belief
for only one secret instance. Instead, fitting a probabilistic
model can largely reduce space complexity, e.g., two values,
mean and variance, determine a Gaussian probability. This
coincides with the idea of statistical machine learning [24],
but in return causes a problem in the Wasserstein approach:
the noise calibrated by the maximum pairwise distance of W∞
or W1 solution might be too large.3 Therefore, the existing
study is restricted to special cases of parameterized priors, e.g.,
Gaussian priors that only differ in mean [13], [25]. This paper
considers pufferfish privacy where the prior ρ is Gaussian
distribution with the mean and variance varying with secret
instance. The underlying assumption is that the published data
is a continuous random variable, not the bounded discrete ones
as in [18]–[21].

Meanwhile, an important use case for data privacy
is reporting aggregated statistics for a finite number of
users/participants, e.g., how to ensure ϵ-DP in counting query
so that an adversary cannot easily tell the existence of individ-
ual users [1], [2]. This also motivates the proposal of pufferfish
privacy (see hedging privacy in [5, Section 7]) where the data
obtained by each user is randomized. This paper also studies
how to attain (ϵ, δ)-pufferfish privacy in this multi-user system.

C. Notation

The capital and lower case letters denote random variable
and its realization, respectively. For example, x denotes an
instance/realization of random variable X . Notation PX(x)
refers to the probability Pr(X = x). The calligraphic X
denotes the alphabet of X . We use X|s to denote the random
variable X conditioned on the event S = s and PX|S(·|s) to
denote the corresponding conditional probability distribution.
Normal probability density distribution with mean µ and
variance σ is denoted by G(µ, σ2) and Laplace distribution
with the scale parameter b is denoted by L(b). We only
consider zero mean Laplace distribution in this paper. We use
R and R+ to denote real number set and nonnegative real
number set, respectively.

D. Organization

Section II clarifies the definition of pufferfish privacy and
reviews the Monge’s optimal transport plan. Sections III and

3This is largely due to the fact that the support of a parameterized
probability is usually the overall real number set.
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IV derive sufficient conditions for attaining (ϵ, δ)-pufferfish
privacy for Gaussian and GMM priors, respectively. Sec-
tion III-B shows how to compute the scaling parameter b
for publishing pufferfish private summation query in a multi-
user system. Section V presents the experimental result on the
adult dataset. In this paper, the main results (Theorems 1
and 2 and Corollaries 1 and 2) are stated in the main context
with corresponding proofs presented in the appendix.

II. PRELIMINARIES

Denote S the secret and S the alphabet of the secret, where
each s ∈ S denotes an elementary event or outcome of S, e.g.,
s =“the patient has type 2 diabetes”, s =“the user is female”,
etc. There is a statistical correlation between the data X to be
published and secret S, which can be described by the condi-
tional probability PX|S(·|s, ρ). Here, ρ denotes an adversary’s
prior belief on the probability distribution of X given secret
S = s, which could be different from others, i.e., for two
adversaries obtaining prior beliefs ρ and ρ′, PX|S(·|s, ρ) and
PX|S(·|s, ρ′) are two different probability distributions even
for the same secret s. In this paper, PX|S(·|s, ρ) is assumed
to be Gaussian probability density function (See Section II-B)
characterized by its mean and variance. Thus, each adversary
obtains his own prior belief ρ constituted by pairs of means
and variances, each of which corresponds to one secret s.

To protect secret S, a privatized version Y of the original
data X is generated to ensure the indistinguishability between
two distinct secrets si and sj . Let S ⊆ S2 be the discriminative
pair set containing all secret pairs (si, sj) on which a certain
degree of statistical indistinguishability should be guaranteed
against each adversary’s prior belief ρ.

Definition 1 ((ϵ, δ)-pufferfish privacy). For δ ∈ [0, 1) and
ϵ > 0, Y attains δ-approximation of ϵ-pufferfish privacy on
the discriminative secret pair set S if for all (si, sj) ∈ S and
ρ,

PY |S(B|si, ρ) ≤ eϵPY |S(B|sj , ρ) + δ, ∀B ⊆ R. (1)

If the condition (1) holds for δ = 0, (ϵ, 0)-pufferfish privacy
is also called ϵ-pufferfish privacy [4], [5].

A. Privatization mechanism

We consider additive noise mechanism to generate Y . Let
N be the zero mean noise that is independent of X . The goal
is to attain pufferfish privacy in

Y = X +N.

See Fig. 1. Denoting PN (·) the probability of N , we have the
conditional probability

PY |S(y|s, ρ) =
∫

PN (y − x)PX|S(x|s, ρ) dx,

for which the condition (1) is equivalent to

PY |S(B|si, ρ)− eϵPY |S(B|sj , ρ)

=

∫
B

∫
PN (y − x)PX|S(x|si, ρ) dxdy

− eϵ
∫
B

∫
PN (y − x′)PX|S(x

′|sj , ρ) dx′ dy

=

∫
B

∫ (
PN (y − x)− eϵPN (y − x′)

)
dπ(x, x′) dy ≤ δ.

(2)

The coupling π is the joint probability π(x, x′) with
two marginals being PX|S(x|si, ρ) and PX|S(x

′|sj , ρ), i.e.,∫
π(x, x′) dx′ = PX|S(x|si, ρ) for all x and

∫
π(x, x′) dx =

PX|S(x
′|sj , ρ) for all x′.

B. Monge’s Optimal Transport Plan π̂

Assume that the priors are Gaussian distributed: X|si ∼
G(µi, σi) and X|sj ∼ G(µj , σj) for each discriminative pair
(si, sj) ∈ S. Consider the Monge’s optimal transport plan
π̂ [14]–[16]:

dπ̂(x, x′) = dPX|S(x|si, ρ) · I{x′ = T (x)}

where I{·} is the indicator function and T is the linear
mapping

T (x) = µj +
σj

σi
(x− µi), ∀x. (3)

Inequality (2) under π̂ reduces to∫ ∫
B

(
PN (y−x)− eϵPN (y−T (x))

)
dy dPX|S(x|si, ρ) ≤ δ.

(4)
The main results in this paper are derived by proving the
inequality (4). The transport plan π̂ is in fact the minimizer of
the Wasserstein metric Wα =

(
infπ

∫
dα(x, x′) dπ(x, x′)

)1/α
in the order of α = 2, where the infimum is taken over all cou-
plings π of two Gaussian marginals [16] [26, Remark 2.31].

Noise reduction: It is clear that any coupling π can
be adopted to derive a sufficient condition for (ϵ, δ)-
pufferfish privacy, e.g., determining the minimum noise
power that satisfies (2) under transport plan π(x, x′) =
PX|S(x|si, ρ)PX|S(x

′|sj , ρ),∀x, x′. But, it might result in a
high noise power that jeopardizes data utility. We adopt the
W2 or Monge’s optimal transport method in an attempt to
minimize the noise for attaining (ϵ, δ)-pufferfish privacy. See
Appendix E, where we explain in detail how the minimization
infπ in Monge’s optimal transport plan contributes to a noise
reduction over all couplings.

III. GAUSSIAN PRIORS

We consider Laplace noise N ∼ L(b) with the noise
distribution PN (z) = 1

2be
− |z|

b ,∀z ∈ R.

Theorem 1. For X|si ∼ G(µi, σi) and X|sj ∼ G(µj , σj) for
all (si, sj) ∈ S, adding Laplace noise N ∼ L(b) with

b ≥ 1

ϵ
max

ρ,(si,sj)∈S

{
|µi − µj |+ |σi − σj |τ∗(δ)

}
(5)

attains (ϵ, δ)-pufferfish private on S in Y .
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Fig. 1: For the original data X and X ′ in (a) that is normal distributed with different mean and variance, (b) shows the resulting
probability density of Y = X+N and Y ′ = X ′+N for Laplace noise N ∼ L(4), where the maximum logarithmic difference
in probability density is maxy

∣∣∣log PY (y)
PY ′ (y)

∣∣∣ = 0.2992. (c) shows the resulting probability density of Y and Y ′ for Gaussian

noise N ∼ G(0, 8), where maxy

∣∣∣log PY (y)
PY ′ (y)

∣∣∣ = 0.0156. Note, the Laplace noise in (b) and Gaussian noise in (c) have the same
variance.

The proof is in Appendix A. In (5), τ∗(δ) =
min{τ : Pr(Z > τ) ≤ δ

2} or τ∗(δ) = Q−1( δ2 ), where Q(t) =
1√
2π

∫∞
t

e−x2/2 dx is the tail probability of standard normal
distribution. Alternatively, one can derive the value of τ∗(δ)
by the Lambert-W function. See Appendix A. Theorem 1
states that to attain sufficient statistical indistinguishability in
the released data, the additive noise should be large enough
to compensate the difference in both mean and variance. The
second term |σi−σj |τ∗(δ) in (5) corresponds to the difference
in variance. The value of τ∗(δ) is decreasing in δ ∈ (0, 1) and
can be obtained numerically. See Fig. 5 in Appendix A.

A. Special Case: ℓ1-sensitivity Method for Differential Privacy

We show below that Theorem 1 is a generalization of the
ℓ1-sensitivity noise calibration method proposed in [2] for
attaining differential privacy (DP).

Remark 1 (Translation priors). If for all (si, sj) ∈ S, X|si
and X|sj are translation rvs to each other, i.e., PX|S(x|si) =
PX|S(x−µj +µi|sj) for all x, Y = X +N for N ∼ L(b) is
ϵ-pufferfish private if

b ≥ 1

ϵ
max

ρ,(si,sj)∈S
|µi − µj |. (6)

Remark 1 is derived by the fact that the second term
|σi − σj |τ∗(δ) in (5) vanishes if σi = σj for all (si, sj) ∈ S.
The proof is in Appendix B showing that Remark 1 holds
for any translation priors X|si and X|sj , not just Gaussian
distribution. A similar result can also be found in [25, Theo-
rem 4.1].

In DP [27], data X is deterministic, i.e., priors PX|S(.|si)
and PX|S(.|sj) are point masses located at means µi and
µj , respectively, with the same variance σi = σj = 0,
e.g., query answers of two neighboring databases. In this
case, the sufficient condition in Theorem 1 reduces to b ≥
1
ϵ maxρ,(si,sj)∈S |µi − µj |, which is exactly the ℓ1-sensitivity
method proposed in [2] for attaining ϵ-DP. In other words,
Theorem 1 extends the ℓ1-sensitivity method for probabilistic
priors with different variance.

B. Summation query in K-independent user system

Assume there are K users indexed by K = {1, . . . ,K}.
Each user k obtains a random variable Zk, independently.
We construct a multiple random variable Z = (Zk : k ∈ K)
for the overall outcome of the system. The answer to the
summation query is X =

∑
k∈K Zk. Let the adversary’s prior

belief ρ on X be a Gaussian distribution with observed mean
and variance. Note, in this case, this prior belief is a good
approximation of the true distribution of X by the central
limit theorem (CLT).

For each user k, denote “Zk =⊥” the event that user k is
absent in the system, “Zk ̸=⊥” the event that user k is present
in the system and “Zk = a” the event that user is present in
the system and reports the value a of random variable Zk.
Consider a discriminative pair set S that consists of mutually
exclusive secret pairs si and sj denoting whether or not user
k is present, i.e., si = “Zk =⊥ ” and sj = “Zk ̸=⊥ ”.
Alternatively, we define

S⊥ =
{
(“Zk ̸=⊥ ”, “Zk =⊥ ”) : k ∈ K

}
.

It is clear that the pufferfish privacy on S⊥ guarantees the
adversary’s indistinguishability between the existence and
nonexistence of individual users. Or, if the purpose is to make
the actual realization of Zk indistinguishable for each user, we
can define the discriminative pair set

Sa =
{
(“Zk = a”, “Zk = a′”) : k ∈ K

}
for some a, a′ ∈ R such that a ̸= a′. For discrete rv Zk,
typically a′ = a± 1.

In general, Zk’s are mutually independent, but not neces-
sarily identically distributed. For each k ∈ K, assume Zk is
a random variable with mean µk and variance σ2

k. Let the
adversary’s prior belief ρ be that the summation query

X =
∑
k∈K

Zk ∼ G
(∑

k∈K

µk,
∑
k∈K

σ2
k

)
(7)
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when all K users present in the system. Based on (7) and due
to the independence of Zk’s, given Zk = a,

X = a+
∑

k′∈K−k

Zk′ ∼ G

a+
∑

k′∈K−k

µk′ ,
∑

k′∈K−k

σ2
k′

 ,

(8)
where K−k = K \ {k} containing all users except user k.
Note, the prior beliefs (7) and (8) approach the true probability
distributions of X for large K based on CLT, if Zk’s satisfy
the Lyapunov or Lindeberg condition [28].

Using Theorem 1, we derive a sufficient condition for
attaining pufferfish privacy on S⊥ and Sa below.

Corollary 1. In the K-independent user system, let X be the
summation query and N ∼ L(b). Y = X +N is
(a) (ϵ, δ)-pufferfish private on S⊥ if

b ≥ 1

ϵ
max
k∈K

{
|µk|+△σkτ

∗(δ)
}

(9)

where △σk =
√∑

k′∈K−k
σ2
k′ + σ2

k −
√∑

k′∈K−k
σ2
k′ .

(b) ϵ-pufferfish private on Sa if

b ≥ |a− a′|
ϵ

. (10)

Proof: For discriminative pair set S⊥, given Zk =⊥,
X has mean

∑
k′∈K−k

µk′ and variance
∑

k′∈K−k
σ2
k′ ; given

Z ̸=⊥, X has mean
∑

k′∈K−k
µk′ + µk and variance∑

k′∈K−k
σ2
k′ + σ2

k. Applying Theorem 1, we have (a). For
discriminative pair set Sa containing secret pairs Zk = a and
Zk = a′, we have X given Zk = a being a translation of X
given Zk = a′, i.e., PX|S(x|Zk = a) = PX|S(x−a′+a|Zk =
a′),∀x ∈ R, where the priors have the same variance but differ
in mean. By Remark 1, calibrating noise to the difference in
mean |a− a′| attains ϵ-pufferfish privacy.

In Corollary 1(a), △σk → 0 as K → ∞. That is, when
the number of users K grows, it is getting more difficult for
an adversary to distinguish the changes in variance of the
summation query conditioned on the participation of individual
users. Equivalently, it is easier for an individual to hide his/her
presence in a larger system. This coincides with the intuition
of early definition of data privacy, e.g., K-anonymity [29], t-
closeness [30], to guarantee a lower bound on the number of
users where indistinguishability is achievable. In addition, as
K → ∞, the lower bound in (9) approaches 1

ϵ maxk∈K µk,
i.e., it suffices to scale the Laplace noise to the maximum
mean over all users.

Identical users: If Zk is identically distributed, i.e., µk = µ
and σ2

k = σ2 for all k ∈ K, we have (9) reduced to

b ≥ 1

ϵ

(
|µ|+ (

√
K −

√
K − 1)στ∗(δ)

)
. (11)

Here, the multiple random variable Z = (Zk : k ∈ K)
could also refer to a K-length i.i.d. sample sequence, e.g.,
a dataset with K records/rows. In this case, (11) states
that as the number of records K grows larger, the term
(
√
K −

√
K − 1)στ∗(δ) vanishes, and we can attain ϵ-

pufferfish privacy by adding Laplace noise N ∼ L(b) with
b = µ/ϵ. See Fig. 2. If µ → 0, only small amount of noise

5 10 15 20 25 30 35 40 45 50
1

2

3

4

5

the number of users K

( µ
+
(√

K
−
√
K

−
1)
σ
τ
∗ (
δ)
) /ϵ

µ = 1, σ2 = 1
µ = 1, σ2 = 4
µ = 1, σ2 = 9
µ = 1, σ2 = 16
µ = 1, σ2 = 25

Fig. 2: For the K-independent and identical user system,
the lower bound on b in (11) for attaining (1, 0.3)-pufferfish
privacy with Laplace noise N ∼ L(b) as the number of users
K increases. We set the mean µ = 1 and vary the variance
σ2 from 1 to 25.

is required. The identically distributed Zk setting also applies
to data parallelism for distributed learning, e.g., [31], where
a large dataset is partitioned and assigned to users to allow
parallel model training.

IV. GMM PRIORS

For arbitrary distributed X|si, assume the adversary trains
a Gaussian mixture model (GMM) X|si ∼ GM(Di) that is
constituted by a finite number Di of Gaussian components.
That is, under the adversary’s prior belief ρ, the probability
distribution of X given secret si is

PX|S(x|si, ρ) =
Di∑

m=1

αimg(x;µimσ2
im),

where
∑Di

m=1 αim = 1 and g(·;µim, σ2
im) denotes the mth

Gaussian component with mean µim and variance σ2
im.

We apply the optimal transport plan between two GMMs
recently derived in [32], [33]. For X|si ∼ GM(Di) and
X|sj ∼ GM(Dj), the transport plan π̂ for W2 distance is4

π̂(x, x′) =
∑
m,l

w∗
klg(x;µim, σ2

im)I{x′ = Tml(x)} (12)

where Tml is the linear mapping (3) between the mth
component in GM(Di) and lth component in GM(Dj)
and w∗

ml,∀m, l is the minimizer of linear programming
min

∑
ml wmlW

2
2 (g(·;µim, σ2

im), g(·;µjl, σ
2
jl)).

5

We show in the following theorem that it suffices to calibrate
the noise to the weighted sum of means and variance for GMM
priors.

4The transport plan in (12) gives rise to W2 distance if the infimum is
taken over all couplings that are GMMs, i.e., it provides an upper bound on
the actual W2. See [33, Sec. 4].

5W 2
2 (g(·;µim, σ2

im), g(·;µjl, σ
2
jl)) = (µim − µjl)

2 + (σim − σjl)
2

denotes the square of W2 distance between mth component in GM(Di) and
lth component in GM(Dj) [33, Sec. 2.4.1]. That is, the optimal transport
plan in (12) is fully determined by the parameters of GMMs.
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(f) Y |sj : ϵ = 1 and δ = 0.3

Fig. 3: The Adult dataset in UCI machine learning repository [17]: X and S denote the attributes education-num and
race, respectively. To attain the statistical indistinguishability between secrets si =“race is Black” and sj =“race is
Asian-Pac-Islander”, the privatized data Y = X +N is generated, where in Laplace noise N ∼ L(b) is calibrated by
Theorem 2 based on the GMM fitting for attaining (1, 0.5)-pufferfish privacy and (1, 0.3)-pufferfish privacy.

Theorem 2. For X|si ∼ GM(Di) and X|sj ∼ GM(Dj) for
all (si, sj) ∈ S, adding Laplace noise N ∼ L(b) with6

b ≥ 1

ϵ
max

ρ,(si,sj)∈S

∑
m,l

w∗
ml

(
|µim − µjl|+

τ∗(δ)|σim − σjl|
)
. (13)

attains (ϵ, δ)-pufferfish privacy on S in Y .

Consider a special case when all GMMs have the same
number of components and differ in mean only. That is,

PX|S(x|si) =
D∑

m=1

αmg(x;µim, σ2
m) (14)

for all secrets si, where µim ̸= µjm for each secret pair
(si, sj) ∈ S. This is a common situation in audio pattern
recognition, the so-called GMM-UBM method [34]: train a
universal background model (UBM); then, adapt to the GMM
for each individual by changing only the means of Gaussian
components in UBM. It is a maximum a posteriori (MAP)
approach, where variance adaptation does not improve the
performance of estimation and therefore remains unchanged.

GMM-UBM would very likely be the inference method
adopted by an adversary, who is maliciously estimating the
arbitrarily distributed statistics for each secret si. In this case,
for each secret pair (si, sj), all Gaussian components are trans-
lations to each other: for each component m, g(x;µim, σ2

m) =
g(x′;µjm, σ2

m),∀x′ = x − µim + µjm. In this case, the

6Note that there is an optimal weight w∗
kl for each pair of secret (si, sj) ∈

S.

following corollary shows that it suffices to only scale b to
a convex combination of differences in mean.

Corollary 2. If X|si ∼ GM(D) with probability distribution
(14) for all si, Y = X + N for N ∼ L(b) is ϵ-pufferfish
private if

b ≥ 1

ϵ
max

ρ,(si,sj)∈S

∑
m

αm|µim − µjm|. (15)

V. EXPERIMENT

In the UCI machine learning repository [17], the adult
dataset was extracted from the census bureau database contain-
ing 32652 instances/individuals/records and 15 attributes. In
this experiment, S refers to the sensitive attribute race, a cat-
egorical variable, and X refers to attribute education-num,
an integer number indicating an individual’s education level.
We simulate a scenario that education-num column is to
be published. It is assumed that the adversary have access to all
published records of education-num and can statistically
infer the information on race. Therefore, the data curator re-
quires a certain level of statistical indistinguishability (by spec-
ifying the values of ϵ and δ) between the secrets: si =“race
is Black” and sj =“race is Asian-Pac-Islander”.

In this case, X refers to the values of education-num
in all 32652 records; X|si refers to the values of
education-num in all records having attribute race
being “race is Black”; X|sj refers to the values of
education-num in all records having attribute race being
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Fig. 4: The Hungarian heart disease dataset in UCI machine learning repository [17]: X and S denote the attributes
chol, the cholesterol level, and sex, respectively. To attain the statistical indistinguishability between secrets si =“sex is
female” and sj =“sex is male”, the privatized data Y = X + N is generated, where in Laplace noise N ∼ L(b) is
calibrated by Theorem 2 based on the GMM fitting for attaining (1, 0.5)-pufferfish privacy and (1, 0.3)-pufferfish privacy.

“race is Asian-Pac-Islander”.7 Noise N is added
to X to generate privatized data Y referring to 32652 ran-
domized values of education-num.8 By Definition 1, the
problem is to ensure PY |S(B|si, ρ) ≤ eϵPY |S(B|sj , ρ) + δ
for any real number subset B. That is, the adversary should
have difficulty telling whether “race is Black” or “race
is Asian-Pac-Islander” by observing the randomized
education-nums in Y , regardless of the observing order.9

We first fit two three-component GMMs to the empirical
distributions of X|si and X|sj , respectively (see Fig. 3(a) and
(d)). Here, the GMMs denote the adversary’s belief or side
information ρ on X given two secrets si and sj . For ϵ = 1
and δ = 0.5, calculating the Laplace parameter b by applying
Theorem 2, we generate privatized data Y = X + N where
N ∼ L(b) is calibrated by Theorem 2. The plots in Fig. 3(b)
and (e) show the statistics of Y given si and sj , where the
differences in empirical probability is reduced. Repeating the
same procedure for a more strict privacy constraint: ϵ = 1 and
δ = 0.3, the statistical indistinguishability in the randomized
data is further improved. See the two plots in Fig. 3(c) and
(f). The experiment results show the noise calibration methods
proposed in this paper work for any given privacy constraints
ϵ and δ. The exact values of ϵ and δ can be determined by

7Here, both X|si and X|sj refer to a set of data records, instead of a
query answer, with the probability for each instance x to appear in the dataset
governed by PX|S(x|si) and PX|S(x|sj), respectively. Therefore, the DP
framework proposed [1], [2] does not fit in this case.

8Noise N is assumed to be a continuous random variable and therefore the
value of Y is continuously changing.

9Even if in a typical scenario where the data curator releases the randomized
education-num Y for all black people first and then for all Asian-Pac-
Islander people, the change in statistics in Y is under control.

data privacy requirements in actual applications.
In addition, we repeat the same experiment using the

another dataset in the UCI machine learning repository: the
Hungarian heart disease dataset was created by the
Hungarian Institute of Cardiology, Budapest, which records
293 patients’ data of 76 attributes for the purpose of identi-
fying the presence of heart disease. We extract two attributes:
sex as the sensitive data S and chol, denoting the serum
cholesterol in mg/dl, as the public data X . We consider X
given two secrets: si =“sex is female” and sj =“sex is
male”. The results are in Fig. 4. The same as Fig. 3, they
show that one can apply the sufficient condition (2) to attain
(ϵ, δ)-pufferfish privacy.

VI. DISCUSSION

It is understandable that the privacy protection should not
severely undermine the useful information in the released data
Y . For example, the noised counting query in Section III-B
should prevent the malicious inference on individual’s data
or existence, but still report the summation with the highest
accuracy. It is noted that the conditions derived in Theorems 1
and 2 are sufficient only. Yet, there is a problem of how to im-
prove these results to further reduce the data distortion but still
guarantee a specific degree of statistical indistinguishability,
i.e., to minimize the noise for (ϵ, δ)-pufferfish private Y . This
section discusses possible solutions: tighten the upper bound
on PY |S(B|si, ρ) − eϵPY |S(B|sj , ρ) that points out several
directions for future works.
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A. Tighter Bound on (2)
The idea of proving Theorems 1 and 2 is to derive an upper

bound on (2): PY |S(B|si, ρ) − eϵPY |S(B|sj , ρ) ≤ U for all
B ⊆ R and then request U ≤ δ to work out the value of
scale parameter b in Laplace noise for given ϵ and δ. See
Appendices A and C. It is clear the tighter U is, the smaller
value of b can be derived and the smaller the amount of noise
added to the (ϵ, δ)-pufferfish privacy attaining released data.
It is worth studying whether a tighter U can be derived.

1) Reducing τ∗(δ): In Theorem 1, the maximand in the
sufficient condition (5) consists of the differences in mean
|µi − µj | and standard deviation |σi − σj |, where the latter
is scaled by τ∗(δ). Clearly, minimizing τ∗(δ) that attains
(ϵ, δ)-pufferfish privacy will result in a smaller b and there-
fore a reduction in noise power. In this paper, the value of
τ∗(δ) is derived by a sequence of upper bounds on

∫ (
1 −

eϵ−
|x−T (x)|

b

)
dPX|S(x|si, ρ). See (18) to (19) in Appendix A.

It is possible to tighten these upper bounds or the Gaussian
tail bound in (21), e.g., by referring to the analytical tightening
method such as [35], to further reduce τ∗(δ).

2) Transport plan other than π̂: Section II-B points out the
approach of tightening the bound on (2) by a minimization
over all couplings infπ{PY |S(B|si, ρ) − eϵPY |S(B|sj , ρ)}.
This paper exploits the existing Monge’s optimal coupling π̂
for Gaussian priors, which only searches an upper bound on
this infimum (see Appendix E). It is of interest whether there
exist other couplings that can improve Theorems 1 and 2.

Finally, the results in this paper can be refined or simplified
for some specific settings or applications, e.g., the summation
query where individual’s random variable Zk is binary, where
one might be able to find better solution than Monge’s optimal
transport plan or a smaller δ∗(δ).

B. Exponential Mechanism

The Laplace distribution belongs to the exponential family,
for which we use the inequality of the exponential function
eϵ−

|y−T (x)|−|y−x|
b ≥ eϵ−

|x−T (x)|
b and upper bound

∫ (
1 −

eϵ−
|x−T (x)|

b

)
dPX|S(x|si, ρ) ≤ δ thereafter in the proofs of

Theorems 1 and 2, in Appendices A and C, respectively.
This implies the exponential mechanism with noise probability
PN (z) ∝ e−η(θ)d(z) for some metric d(·) can be applied to
approximate the ϵ-pufferfish privacy for Gaussian priors, too.
To do so, one can refer to [2] that extends the noise calibration
result on Laplace mechanism to exponential mechanism for
attaining ϵ-DP. Among all the probability distributions in
the exponential family, we specifically discuss the Gaussian
mechanism below.

Gaussian Noise: Gaussian mechanism is another com-
monly used privatization scheme, which might be favored to
enhance data utility. One reason is that the noise variance
proportional to the ℓ2-norm is no larger than ℓ1-norm. This
can be seen from Fig. 1, showing that with the same noise
power, Gaussian mechanism provides higher statistical indis-
tinguishability than Laplace mechanism. In addition, the tail
probability of Gaussian distribution decays faster than Laplace
distribution, as pointed out by [36], and therefore results in an
accurate query answer.

While this paper focuses on Laplace mechanism, we suggest
the design of Gaussian mechanism as follows. For Gaussian
noise N ∼ G(0, θ2) and Gaussian prior ρ, the privatized data
Y = X + N conditioned on each secret si is necessarily
Gaussian distributed with mean µi and variance θ2+σ2

i . Then,
the problem of attaining (ϵ, δ)-pufferfish privacy is to derive a
sufficient condition in the form of θ2 ≥ ξ(ϵ, δ, µi, µj , σ

2
i , σ

2
j )

such that PY |s(B|si, ρ)−eϵPY |s(B|sj , ρ) ≤ δ, ∀B ⊆ R where
Y |si ∼ G(µi, θ

2 + σ2
i ) and Y |sj ∼ G(µj , θ

2 + σ2
j ). This

reduces to determining the sufficient condition on σ2
1 = θ2+σ2

i

or σ2
2 = θ2 + σ2

j such that [37]∫
[g(y;µ1, σ

2
1)− eϵg(y;µ2, σ

2
2)]+ dy ≤ δ, (16)

where [z]+ = max{z, 0}. The main difficulty is to obtain an
estimate of the left hand side of (16), for which one can still
refer to the proofs of Theorem 1 or the FFT method proposed
in [38]. Once the Gaussian mechanism is designed, one can
compare it experimentally to the Laplace mechanism in Figs. 3
and 4 for the same values of ϵ and δ.

VII. CONCLUSION

Considering adding Laplace noise N ∼ L(b) to the nor-
mally distributed data, we derived a lower bound on the scale
parameter b for attaining (ϵ, δ)-pufferfish privacy in the noised
data. It is shown that the ϵ-indistinguishability is guaranteed
if the noise is sufficient enough to compromise the difference
in mean and variance conditioned on the discriminative secret
pair (si, sj). An application of this result to the summation
query revealed that as the number of participants increases, it
is more difficulty for an adversary to differentiate individual
participants and therefore requires less noise for attaining
pufferfish privacy. When the noise is pairwisely calibrated to
the convex combination of difference in mean and variance
of Gaussian components, (ϵ, δ)-pufferfish privacy is attained
for any arbitrarily distributed data that is modeled by GMM.
Finally, we pointed out two ways for improving the results in
this paper for a higher data utility.

APPENDIX A
PROOF OF THEOREM 1

For each (si, sj) ∈ S, we have (4) equal to∫ ∫
B

1

2b

(
e−

|y−x|
b − eϵ−

|y−T (x)|
b

)
dy dPX|S(x|si, ρ)

=

∫ ∫
B

1

2b
e−

|y−x|
b

(
1− eϵ−

|y−T (x)|−|y−x|
b

)
dy dPX|S(x|si, ρ)

≤
∫
A

∫
B

1

2b
e−

|y−x|
b dy

(
1− eϵ−

|x−T (x)|
b

)
dPX|S(x|si, ρ)

(17)

≤
∫
A

(
1− eϵ−

|x−T (x)|
b

)
dPX|S(x|si, ρ)

≤ PX|S(A|si, ρ), ∀B ⊆ R, (18)

where inequality (17) is because of the triangular inequality
|y−T (x)|−|y−x| ≤ |x−T (x)| and A = {x : |x−T (x)| > ϵb}
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Fig. 5: The value of τ∗(δ) in (22) when δ varies from 0.001
to 0.999.

in (18). Assume b ≥ |µi−µj |+c
ϵ , where c ∈ R+. For X ∼

G(µi, σi), let Z = X−µi

σi
∼ G(0, 1). We have

PX|S(A|si, ρ) = Pr(|X − T (X)| > ϵb)

= Pr
(∣∣X − µj −

X − µi

σi
σj

∣∣ > ϵb
)

= Pr(|Z(σi − σj) + (µi − µj)| > ϵb)

= Pr
(∣∣∣Z +

µi − µj

σi − σj

∣∣∣ > ϵb

|σi − σj |

)
=

Pr
(∣∣∣Z +

|µi−µj |
|σi−σj |

∣∣∣ > ϵb
|σi−σj |

)
µi−µj

σi−σj
≥ 0

Pr
(∣∣∣Z − |µi−µj |

|σi−σj |

∣∣∣ > ϵb
|σi−σj |

)
µi−µj

σi−σj
< 0

≤

{
2Pr

(
Z >

ϵb−|µi−µj |
|σi−σj |

) µi−µj

σi−σj
≥ 0

2Pr
(
Z <

−ϵb+|µi−µj |
|σi−σj |

) µi−µj

σi−σj
< 0

=

{
2Pr

(
Z >

ϵb−|µi−µj |
|σi−σj |

) µi−µj

σi−σj
≥ 0

2Pr
(
Z >

ϵb−|µi−µj |
|σi−σj |

) µi−µj

σi−σj
< 0

(19)

where (19) utilizes the symmetric property of standard normal
distribution. We then just need to have Pr

(
Z >

ϵb−|µi−µj |
|σi−σj |

)
=

Pr
(
Z > c

|σi−σj |
)
≤ δ

2 .
Using the Q-function for tail probability of standard normal

distribution: Q(t) = 1√
2π

∫∞
t

e−x2/2 dx, define

τ∗(δ) = min
{
τ : Pr(Z > τ) ≤ δ

2

}
= Q−1(δ/2)

(20)

We then have sufficient condition c ≥ |σi − σj |τ∗(δ) which
gives b ≥ 1

ϵ

(
|µi − µj |+ |σi − σj |τ∗(δ)

)
. Maximizing over ρ

and S, we have (5).
One can derive an upper bound on τ∗(δ) without using Q-

function. For example, following an (ϵ, δ)-DP proof in [27,
Appendix A] by using Gaussian tail bound

Pr(Z > τ) ≤ 1√
2πτ

e−
τ2

2 , ∀τ > 0. (21)

To ensure Pr(Z > τ) ≤ δ
2 , it suffices to have 1√

2πτ
e−

τ2

2 ≤ δ
2 ,

which is equivalent to τe
τ2

2 ≥ 2√
2πδ

=⇒ τ2

2 e
τ2

2 ≥ τ√
2πδ

=⇒
τ2 ≥ 2W0

(
τ√
2πδ

)
and

τ∗(δ) ≤ min
{
τ ∈ R+ : τ2 ≥ 2W0

( τ√
2πδ

)}
, (22)

where W0(·) is the Lambert-W function such that
W0(x)e

W0(x) = x for nonnegative x. W0(x) is increasing in

x ∈ R+. See Fig. 5. Or, τe
τ2

2 ≥ 2√
2πδ

=⇒ τ2eτ
2 ≥ 2

πδ2 =⇒
τ2 ≥ W0

(
2

πδ2

)
and

τ∗(δ) ≤
√
W0

( 2

πδ2

)
, (23)

It should be noted that the method of determining τ∗(δ) that
satisfies Pr

(
Z > c

|σi−σj |
)
≤ δ

2 is not unique.

APPENDIX B
PROOF OF REMARK 1

For translation priors X|si and X|sj , we have linear push-
forward T (x) = µj + (x − µi),∀x ∈ R. Then, for Laplace
noise N ∼ L(b), we have (4) equal to∫ ∫

B

(
PN (y − x)− eϵPN (y − x− µj + µi)

)
dy dPX|S(x|si, ρ)

=

∫ ∫
B

1

2b

(
e−

|y−x|
b − eϵ−

|y−x−µj+µi|
b

)
dy dPX|S(x|si, ρ)

≤
(
1− eϵ−

|µi−µj |
b

) ∫ ∫
B

1

2b
e−

|y−x|
b dy dPX|S(x|si, ρ), ∀B ⊆ R.

Thus, any b ≥ µi−µj

ϵ ensures PY |S(y ∈ B|si, ρ)−eϵPY |S(y ∈
B|sj , ρ) ≤ 0 for all B ⊆ R. Taking the maximum of the right
hand side over all ρ and (si, sj) ∈ S, we have (6).

APPENDIX C
PROOF OF THEOREM 2

For PX|S(x|si, ρ) =
∑Di

m=1 αimg(x;µim, σ2
im) and

PX|S(x|sj , ρ) =
∑Dj

l=1 αjlg(x;µjl, σ
2
jl) and N ∼ L(b), we

have (4) equal to∑
m

αim

∫ ∫
B

1

2b

(
e−

|y−x|
b −

eϵ
∑
l

w∗
ml

αim
e−

|y−Tml(x)|
b

)
dy dg(x;µim, σ2

im)

≤
∑
m

αim

∫ ∫
B

1

2b
e−

|y−x|
b dy

(
1−

∑
l

w∗
ml

αim
eϵ−

|x−Tml(x)|
b

)
dg(x;µim, σ2

im)

=

∫ ∫
B

1

2b
e−

|y−x|
b dy

∑
m

αim

(
1−

∑
l

w∗
ml

αim
eϵ−

|x−Tml(x)|
b

)
dg(x;µim, σ2

im)

=

∫ ∫
B

1

2b
e−

|y−x|
b dy

(
1−

∑
m,l

w∗
mle

ϵ− |x−Tml(x)|
b

)
dg(x;µim, σ2

im)

(24)

≤
∫ ∫

B

1

2b
e−

|y−x|
b dy

(
1− eϵ−

∑
m,l w∗

ml|x−Tml(x)|
b

)
dg(x;µim, σ2

im)

(25)

≤
∫ ∫

B

1

2b
e−

|y−x|
b dy

[
1− eϵ−

∑
m,l w∗

ml|x−Tml(x)|
b

]
+
dg(x;µim, σ2

im)

(26)

≤
∫ [

1− eϵ−
∑

m,l w∗
ml|x−Tml(x)|

b

]
+
dg(x;µim, σ2

im) (27)

=

∫ [
1− eϵ−

∑
m,l w

∗
ml

|(σim−σjl)z+(µim−µjl)|
b

]
+
dg(z; 0, 1) (28)

≤
∫ [

1− eϵ−
∑

m,l w
∗
ml

|σim−σjl||z|+|µim−µjl|
b

]
+
dg(z; 0, 1) (29)

≤
∫
A
dg(z; 0, 1), ∀B ⊆ R, (30)
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where

A =
{
z :

∑
m,l

w∗
ml

(
|σim − σjl||z|+ |µim − µjl|

)
> ϵb

}
.

Equality (24) is using the fact that
∑

l w
∗
ml = αim,∀m and∑

m αim = 1 [33], (25) is using the Jensen inequality of
the exponential function E[eX ] ≥ eE[X], in (26), [z]+ =

max{z, 0}, inequality (27) is because
∫
B

1
2be

− |y−x|
b dy ≤ 1 for

all B, equality (28) is by substituting Tml(x) = µjl+
σjl

σim
(x−

µim) and the change of variable Z = X−µim

σim
, (29) is using

triangular inequality |(σim − σjl)z + (µim − µjl)| ≤ |σim −
σjl||z|+ |µim − µjl| and the monotonicity of [·]+ and (30) is

because
[
1− eϵ−

∑
m,l w

∗
ml

|σim−σjl||z|+|µim−µjl|
b

]
+
∈ [0, 1].

For b ≥ 1
ϵ

(∑
m,l w

∗
ml|µim − µjl|+ c

)
,

∫
A

dg(z; 0, 1) = Pr
(
|Z| > c∑

m,l w
∗
ml|σim − σjl|

)
= 2Pr

(
Z >

c∑
m,l w

∗
ml|σim − σjl|

)
.

by (21), it suffices to have c ≥ τ∗(δ)
∑

m,l w
∗
ml|σim − σjl|

such that b ≥ 1
ϵ

∑
m,l w

∗
ml

(
|µim − µjl| + τ∗(δ)|σim − σjl|

)
Maximizing over ρ and S, we get (13).

APPENDIX D
PROOF OF COROLLARY 2

For PX|S(x|si, ρ) =
∑D

m=1 αmg(x;µim, σ2
m),

PX|S(x|sj , ρ) =
∑D

m=1 αmg(x;µjm, σ2
m) and N ∼ L(b), (4)

equals to

∑
m

αm

∫ ∫
B

(
PN (y − x)−

eϵPN (y − x+ µim − µjm)
)
dy dg(x;µim, σ2

m)

≤
∑
m

αm

(
1− eϵ−

|µim−µjm|
b

)∫ ∫
B
PN (y − x) dy dg(x;µim, σ2

m).

So, b ≥ 1
ϵ

∑
m αm|µim − µjl| ensures (4) ≤ 0. Maximizing

over ρ and S, we get (15).

APPENDIX E
INTERPRETATION OF π̂

In this paper, the purpose of Laplace mechanism is to attain
(ϵ, δ)-pufferfish privacy: for given ϵ and δ, PY |S(B|si, ρ) ≤
eϵPY |S(B|sj , ρ) + δ, ∀B ⊆ R, (si, sj) ∈ S. For X|si ∼
G(µi, σ

2
i ), X|sj ∼ G(µj , σ

2
j ) and N ∼ L(b), consider

the problem of searching the minimum value of δ over all
couplings:

inf
π
{PY |S(B|si, ρ)− eϵPY |S(B|sj , ρ)}

= inf
π

∫
B

∫ (
PN (y − x)− eϵPN (y − x′)

)
dπ(x, x′) dy

= inf
π

∫
B

∫
1

2b

(
e−

|y−x|
b − eϵ−

|y−x′|
b

)
dπ(x, x′) dy

≤ inf
π

∫ (
1− eϵ−

|x−x′|
b

) ∫
B

1

2b
e−

|y−x|
b dy dπ(x, x′)

≤ inf
π

∫ [
1− eϵ−

|x−x′|
b

]
+
dπ(x, x′)

≤
∫ [

1− eϵ−
|x−x′|

b

]
+
dπ̂(x, x′) (31)

≤
∫ [ |x− x′|

b
− ϵ

]
+
dπ̂(x, x′) (32)

≤
(∫ ( |x− x′|

b
− ϵ

)2
dπ̂(x, x′)

) 1
2

(33)

=

(
inf
π

∫ ( |x− x′|
b

− ϵ
)2

dπ(x, x′)

) 1
2

,∀B ⊆ R, (34)

where inequality ex ≥ 1 + x is applied in (32) and inequality
(33) is due to the monotonicity of ℓα-norm. In (34), infπ gives
rise to the Monge’s transport plan π̂ in (33), which tightens
the upper bound on infπ{PY |S(B|si, ρ) − eϵPY |S(B|sj , ρ)}.
The reason for having this tighter upper bound is to obtain a
smaller value of b, indicating less noise power, as a sufficient
condition for (ϵ, δ)-pufferfish privacy. Therefore, adopting
Monge’s optimal transport plan contributes to a reduction in
noise for attaining pufferfish privacy.

In this paper, we use the Monge’s solution of dπ̂(x, x′) =
dPX|S(x|si, ρ) · I{x′ = T (x)} and the main results, Theo-
rems 1 and 2, are essentially derived by the idea of imposing
an upper bound δ on (31) :∫ [

1− eϵ−
|x−x′|

b

]
+
dπ̂(x, x′)

=

∫ [
1− eϵ−

|x−T (x)|
b

]
+
dPX|S(x|si, ρ) ≤ δ.

(35)
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