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Abstract

As Large Language Models (LLMs) become
more proficient, their misuse in large-scale vi-
ral disinformation campaigns is a growing con-
cern. This study explores the capability of Chat-
GPT to generate unconditioned claims about
the war in Ukraine, an event beyond its knowl-
edge cutoff, and evaluates whether such claims
can be differentiated by human readers and au-
tomated tools from human-written ones. We
compare war-related claims from ClaimReview,
authored by IFCN-registered fact-checkers, and
similar short-form content generated by Chat-
GPT. We demonstrate that ChatGPT can pro-
duce realistic, target-specific disinformation
cheaply, fast, and at scale, and that these claims
cannot be reliably distinguished by humans or
existing automated tools.

1 Introduction

The recent evolution in AI generation technologies
significantly alters the landscape of disinformation
dissemination and detection. Whilst this risk has
been considered for some time1, the inaccessibil-
ity of state-of-the-art models made it somewhat
hypothetical (Zellers et al., 2019; Buchanan et al.,
2021), until the release of GPT-3.5 and later GPT-4
as a consumer product in ChatGPT. Due to their
training on web corpora, Large Language Models
(LLMs) are inevitably exposed to harmful and mis-
leading content, which can be integrated into their
output with sufficient prompting (McGuffie and
Newhouse, 2020), although all knowledge expo-
sure is limited by a training data cutoff date.

While prior work has demonstrated the viabil-
ity of machine-generated misinformation (Zellers
et al., 2019; Mosallanezhad et al., 2020; Stiff and
Johansson, 2022; Vykopal et al., 2023), these stud-
ies generally condition the model with a claim and

1https://openai.com/research/better-languag
e-models

assess the models’ ability to work with it. Addi-
tionally, by generating long-form texts, they jointly
assess the models’ ability to generate disinforma-
tion and ability to write news-style articles. Chen
and Shu (2023) study disinformation generation
including unconditioned claims, but report a low
success rate due to model safeguards.

Although reliable detection of AI-generated con-
tent is possible theoretically (Crothers et al., 2023),
performance is highly dependent on texts having
sufficient length (Ippolito et al., 2020), the exact
training data used (Tourille et al., 2022) and domain
similarity (Bakhtin et al., 2019). Length is a par-
ticular concern, with most studies using long-form
content, such as news articles, or at least content of
several sentences (Uchendu et al., 2023).

Human performance at AI detection is typically
poor, and no better than random chance (Brown
et al., 2020; Clark et al., 2021), although some
benefit is gained from training annotators (Ippolito
et al., 2020; Clark et al., 2021) and some individu-
als appear to be highly skilled at this task (Ippolito
et al., 2020). Whereas machine detectors exploit
statistical patterns present in long, fluent text, hu-
man annotators identify structural or factual errors
(Ippolito et al., 2020; Clark et al., 2021). Whilst
longer texts allow more room for errors such as
topic drift, it may be easier to identify implausible
or incoherent facts when they are the sole content.

In this paper, we investigate ChatGPT with GPT-
3.5’s ability to generate disinformation without
prior conditioning. By prompting it to output dis-
information claims, a short (counter-)factual state-
ment, we are able to investigate the quality of disin-
formation independently of ability to mimic news
texts. Minimal effort is required to bypass safe-
guards and achieve 100% model compliance. We
find that ChatGPT is capable of outputting realis-
tic disinformation claims, which integrate world
knowledge not included in the prompt, and that
they cannot be reliably distinguished by humans

ar
X

iv
:2

40
2.

08
46

7v
1 

 [
cs

.C
L

] 
 1

3 
Fe

b 
20

24

https://openai.com/research/better-language-models
https://openai.com/research/better-language-models


or machine authorship classifiers. Furthermore,
we show that ChatGPT can even generate realis-
tic disinformation about events that postdate its
knowledge cutoff.

In summary, our contributions are: i) a dataset
of human and unconditioned ChatGPT disinfor-
mation claims about the war in Ukraine; ii) a lin-
guistic comparison between them; and iii) a study
of human and computational methods to identify
authorship of these short claims.

2 Generating Our Claim Dataset

2.1 Human-Authored Claims

The ClaimReview data feed2 includes over 50,000
fact-checking articles from more than 1,000 fact-
checking organisations in multiple languages. Each
debunk article includes a concise summary of the
evaluated claim and metadata. We first identified
23,040 English-language claims using the fastText
language identification model3 (Joulin et al., 2016,
2017), then used BERTopic (Grootendorst, 2022)
(see appendix A for configuration) to retrieve 282
claims related to the war in Ukraine.

2.2 Prompt Design and Evaluation

All ChatGPT texts were generated with the ‘gpt-
3.5-turbo’ model.

Firstly, three prompting strategies (see appendix
were C) were evaluated using both the UI and API:
asking ChatGPT to produce (i) a single or (ii) multi-
ple instances of disinformation, and (iii) asking for
multiple instances with a safeguard-bypass strategy.
As in Chen and Shu (2023), ChatGPT often refused
to generate disinformation when asked plainly, but
our bypass strategy was always successful. To pre-
vent misuse by disinformation actors, the exact
prompts will be shared on request with academic
researchers only, however for an outline see ap-
pendix C.

2.3 Dataset Creation

The final dataset was generated with the ChatGPT
API (see examples in figure 1). The prompt with
safeguard bypass was used, along with an initial
system prompt (see appendix C), to generate over
300 disinformation claims (henceforth ChatGPT-
General) by repeatedly sending “More examples...”
in the same conversation. Additionally, the prompt

2https://www.datacommons.org/factcheck/downlo
ad - version used includes reviews up to 2023-03-09.

3Uncompressed version

Human ChatGPT

Metric r Metric r

OtherP 0.597 cause 0.512
AllPunc 0.591 WPS 0.418
comm 0.352 Dic 0.418
number 0.350 cogproc 0.391
Apostro 0.347 space 0.368
pronoun 0.344 Cognition 0.334
time 0.323 article 0.333
Social 0.317
male 0.312
adverb 0.306

Table 1: Top correlated LIWC metrics to human and
ChatGPT-authored data

was modified to ask specifically for claims regard-
ing the Bucha massacre, an event after its knowl-
edge cutoff4, and use of banned weapons in war
(ChatGPT-Topic).

Responses were processed to remove any intro-
ductory text, numbering of the claims, and exact
duplicate claims. 282 claims were randomly sam-
pled from each, to match the size of the ClaimRe-
view subset. No manual screening for quality or
fluency was performed.

2.4 Linguistic Comparison

In order to determine whether ChatGPT can gener-
ate disinformation similar to human-written false
claims, we compare the three datasets using LIWC-
22 (Pennebaker et al., 2022; Boyd et al., 2022).

Two comparisons are made: between the Claim-
Review texts and combined ChatGPT datasets, and
between ChatGPT-General and ChatGPT-Topic.
The former is to investigate potential stylistic dif-
ferences between human- and ChatGPT-authored
texts, the latter to determine the effect topic speci-
ficity has had. In each case, the texts were assigned
boolean labels and the Pearson correlation coeffi-
cient (r) is calculated between each metric and the
label. Values of |r| ≥ 0.3 are considered notable,
shown in tables 1 and 2.

Between human and combined ChatGPT
datasets (table 1), there are several correlations
that expose stylistic differences in the dataset. The
generated texts are typically vaguer, avoiding in-
cluding quotes (OtherP, AllPunc, WPS5), numbers
(number), or timeframes and time-related order-

4September 2021 at the time of dataset generation.
5Human texts often integrate quotes within sentences, cre-

ating multiple short sentences

https://www.datacommons.org/factcheck/download
https://www.datacommons.org/factcheck/download


ClaimReview “Ukraine has been shooting residents of Donetsk and Lugansk just because they
wanted to speak Russian.”

ChatGPT-General The Ukrainian government is deliberately provoking the conflict in order to secure
military and financial aid from the West.

ChatGPT-Topic The Bucha Massacre was a result of Ukrainian forces acting on misinformation
provided by Ukrainian politicians and military leaders.

Figure 1: Examples of claims from each dataset

ChatGPT-General ChatGPT-Topic

Metric r Metric r

focuspresent 0.545 cause 0.599
politic 0.414 Cognition 0.552
function 0.366 cogproc 0.548
Linguistic 0.360 focuspast 0.500
adj 0.358 death 0.398
conflict 0.314 Physical 0.386
socbehav 0.303 power 0.311

Table 2: Top correlated LIWC metrics to ChatGPT-
General and ChatGPT-Topic

ing (time). ChatGPT’s texts do not ever make
reference to individuals (pronoun, male, Social,
Dic6), even in abstract terms (e.g. “president”),
instead referring to nations or nonspecific groups
(e.g. “separatists”). ChatGPT’s texts are often
much more formal (Apostro, from lack of contrac-
tions) and explanatory (cause, due to many claims
being structured as “X did Y, causing Z”).

Within the ChatGPT-generated claims, there is a
slight stylistic difference between the general and
topic-specific data. Asking ChatGPT to focus on a
specific event caused it to switch from present to
past tense (focuspresent, focuspast), matching
human texts. There is a clear shift in subject mat-
ter (from politic, conflict, socbehav to death,
Physical, power). Correlation to linguistic vari-
ables (adj, Linguistic) appears to be caused by
the word list selection of LIWC; no such correla-
tion exists using a statistical POS tagger.

A further analysis considering frequent key-
words in the data is presented in appendix D.

3 Human AI Detection

Next, we assessed whether humans could dis-
tinguish human-written false claims from AI-
generated ones. We randomly selected 50 samples

6Proportion of words in LIWC dictionary, which named
entities are unlikely to be

from each dataset, resulting in 150 samples in to-
tal. For each claim, three human annotators were
asked to judge the claim as human-written or AI-
generated, and the majority label chosen. 12 fluent
English-speaking volunteers were recruited for this
experiment. More information on the annotation
process is given in appendix F.

3.1 Results
Annotator performance metrics are shown in ta-
ble 3. All Fleiss’ Kappa inter-annotator agreement
(Fleiss, 1971) values were very low or negative. Hu-
man annotators struggled to distinguish ChatGPT-
generated claims from real ones due to overpredic-
tion of human authorship, as seen in previous work
(Clark et al., 2021). This causes higher F1 for the
ClaimReview dataset, but poor F1-Macro overall.

After the task, annotators reported that they felt
entirely unable to distinguish the content, and were
essentially guessing. As in Clark et al. (2021),
annotators reported using grammatical and spelling
errors to imply the claim’s source may be human.
It is unclear if this approach improved results on
the ClaimReview set, as accuracy is only slightly
higher than the proportion of claims labelled human
(59%).

4 Computational AI Detection

We evaluated the performance of several methods
of AI content detection using our datasets.

Fine-tuned transformer models have been found
to effectively detect machine-generated content on
older generative models (Uchendu et al., 2020) and
newer including ChatGPT (Macko et al., 2023).
We fine-tuned a RoBERTa (Liu et al., 2019) model
following Uchendu et al. (see appendix B for con-
figuration), and used the best model7 reported in
Macko et al., a fine-tuned MDeBERTa model (He
et al., 2023).

An alternative method, DetectGPT (Mitchell
et al., 2023), which uses a criterion to detect lan-

7A variant trained on all data splits.



Detector
F1 of True Class F1-Macro

ClaimReview ChatGPT-General ChatGPT-Topic All

RoBERTa 1.00 0.00 0.00 0.25
ZeroGPT 0.99 0.20 0.05 0.32
Majority Annotator Vote∗ 0.77 0.51 0.67 0.48
Random 0.67 0.67 0.67 0.49
MDeBERTa 0.19 1.00 1.00 0.50

Table 3: Comparison of overall performance of each method. ∗Annotations of proportional sample of data.

guage model-generated text based on the negative
curvature of the model’s log probability function,
was considered, however it requires a minimum of
48 tokens for reliable classification, higher than the
average size of our short claims.

Finally, a commercial detection tool, ZeroGPT8,
was considered. It does not have a stated minimum
length and was able to produce predictions9. In-
formation on this model is limited, but it claims
to use a multi-stage method of “complex and deep
algorithms”, with a claimed accuracy of 98%. Re-
sults are given on a categorical scale covering cer-
tainty and the possibility of mixed human/machine-
generated text.

4.1 Experimental Results

A comparison of results for all detectors and hu-
man annotators is shown in table 3. The RoBERTa
model identified all texts as human-authored. This
is likely because it is trained on older models such
as GPT-2, whose lower-quality outputs are eas-
ier to identify. The MDeBERTa model predicted
machine-authored for both ChatGPT datasets and
90% of the human-authored data, achieving an
overall F1-Macro of 0.5. This is far worse than
the 0.94 F1-Macro reported by Macko et al. for
English texts, presumably due to the much shorter
length of our claims. However, the model did as-
sign lower scores (on a scale between 0: human
and 1: machine) on average to human texts mis-
classified as machine (0.91 ± 0.10) compared to
correctly classified machine texts (0.98 ± 0.03).

ZeroGPT predicted human authorship for the
majority of each dataset. Only the weakest AI-
generated label (“mixed signals”) was applied to
ChatGPT-generated claims, whilst stronger AI-
generated labels were assigned to a minority of

8https://www.zerogpt.com/
9It does warn that more text is required to be more accurate,

but does not specify the threshold.

ClaimReview texts. After aggregating the label
scheme to a binary human/AI label (see appendix
E), it achieved an F1 of 0.99 on the ClaimReview
data, but 0.20 and 0.05 on ChatGPT-General and
-Topic respectively. The markedly worse perfor-
mance on ChatGPT-Topic suggests the factors Ze-
roGPT uses are not consistently present in all out-
put texts. The performance of ZeroGPT on these
texts is significantly worse than recent results from
literature, with Macko et al. (2023) finding an F1-
Macro on English texts of of 0.60, compared to
their MDeBERTa result of 0.94.

5 Conclusion

This paper demonstrated the ability of ChatGPT
to generate unconditioned short disinformation at
scale, including false claims about events unknown
to the model. We showed that this content cannot
be reliably identified as AI-generated by humans,
and that the performance of AI text detectors can
be strongly influenced by the type of content.

Our finding that ChatGPT is able to create dis-
information posts from scratch has wider implica-
tions for LLM generated disinformation, as pre-
vious work had only shown effective generation
of complete disinformation articles from a human-
authored false claim.

In practical terms, this means not only can Chat-
GPT be used by malicious actors to propagate vast
amounts of AI-generated disinformation to drown
out reliable information on social media platforms,
but that it is unlikely that the public will be able
to identify the posts of such disinformation bots as
AI-generated due to their fluency.

Finally, our findings reinforce the need for trans-
parency in commercial AI detection products such
as ZeroGPT. It is likely that its poor performance
can be partially attributed to text length, but without
proper access to the model it is difficult to validate
its performance in a range of scenarios.

https://www.zerogpt.com/


Limitations

All texts in this study were on the war in Ukraine.
Due to the September 2021 knowledge cutoff, the
model had no direct knowledge of the current con-
flict, hence it primarily discussing the 2014 annex-
ation of Crimea.

Although we showed the model’s behaviour for
a specific unknown event, the Bucha massacre, we
did not trial a specific known event, and it is con-
ceivable the model may behave differently in this
case. We did not check all generated claims to de-
termine their truthfulness, however many of them
are close to real disinformation narratives.

The human-authored texts have some unintended
homogeneity of source, with approximately 50%
coming from PolitiFact. This source is the largest
single provider of English-language claims in the
ClaimReview feed (approximately 23%). The
higher proportion after topic selection may be due
to their claims being written in a way that makes
them more readily identifiable as Ukraine-related,
or that they genuinely have a higher proportion of
texts about Ukraine.

All texts were generated by ChatGPT (gpt-3.5-
turbo), a private, commercial LLM. We chose to
focus on this LLM as it is by far the most accessible
and popular, although we plan to perform similar
experiments with other LLMs in the future.

There is limited public information about the
GPT-3.5 model, the functionality of the ChatGPT
platform, particularly surrounding updates to the
model and platform. As detailed in appendix
C.1, the model now produces noticeably different
texts with the same prompts, although presumably
similar outputs could be obtained by altering the
prompt.

Similarly, there is little publicly known informa-
tion about ZeroGPT. It is unknown if our results
were obtained on the same model as those reported
in prior work.

Our generated datasets are relatively small, with
282 examples in each of ChatGPT-General and
ChatGPT-Topic. This limitation is imposed by the
number of relevant English-language fact-checks
that we were able to extract from ClaimReview, not
a limitation in ChatGPT’s capabilities.

The human annotation was performed on a sub-
set of the data, with 50 claims selected randomly
from each dataset (all containing 282 claims).
Whilst this preserves the relative frequencies of the
data, there is the possibility that this sample is not

representative of the difficulty of the whole dataset.
As the number of annotations per annotator was
uneven, we were not able to perform per-annotator
evaluation to assess the possibility of unusually
skilled or unskilled annotators as in Ippolito et al.
(2020).

Ethics

This research, including the human annotation of
texts, was approved by an institutional ethics re-
view process.

We have chosen not to release the exact prompt
used in order to minimise its misuse by bad actors
to create AI-generated disinformation, particularly
as we have found the prompt is still quite effective
(appendix C.1). It would also be trivial to modify
the prompt to generate disinformation on other top-
ics. We describe the general strategy used by the
prompt in appendix C, which we believe is suffi-
cient for a researcher with knowledge of prompt
engineering to understand the safeguard bypass-
strategy we used, whilst preventing the prompt
from being trivially copied. For replicability, aca-
demic researchers can approach the authors for the
exact prompts.

Likewise, we will not be publicly releasing our
complete datasets, although we will make them
available upon request by academic researchers.
Although there is already significant disinforma-
tion surrounding the war in Ukraine, we are con-
cerned that publicly releasing a dataset of synthetic
disinformation claims would greatly aid generating
long-form disinformation.

To the best of our knowledge, the generated
claims do not ever directly or indirectly mention
individuals. None of the generated claims contain
content which is inherently offensive (e.g. abusive
or disturbing content), but as it is disinformation
surrounding a sensitive topic, some may consider
it offensive nonetheless.

Human annotation data is reported as three ag-
gregated and anonymous votes, with no possibility
to identify any individual annotator.

Data and Model Licensing

The datasets produced for this paper will be made
available under the CC-BY-NC 4.0 license. Our
subset of the ClaimReview dataset is publicly re-
leased and our ChatGPT-generated data will be
made available upon request to the authors.

All use of datasets and models within this pa-



per is within their license and intended use. The
fastText language detection model is released un-
der CC-BY-SA 3.0. The ClaimReview data feed
compilation is released under CC-BY 4.0. Each
claim is subject to the copyright of its publisher
(news organisations or fact-checkers); contrary to
the accompanying documentation, there is not an
individual license field for each claim. Our usage
of the data falls under fair use for research and a
legal exemption for text mining in our country.

Research usage of ChatGPT, including circum-
vention of safeguards, is permitted by the OpenAI
usage policy10.

When training the RoBERTa detector model
following Uchendu et al. (2020), we used their
dataset, which was published without an explicit
license. The dataset consists of machine-authored
texts (likely exempt from copyright) and human-
authored texts obtained from news publishers (per-
missible under fair use). For the MDeBERTa model
(Macko et al., 2023), we used a hosted version of
the model made available to us by the authors.

ZeroGPT results were obtained from the web
interface.
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on an NVIDIA RTX 3090.
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9,985 were outliers as there were not enough
similar claims to cross the topic size threshold.
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each manually reviewed to remove any irrelevant
claims, after which 282 claims remained. We will
publicly release this dataset.

B RoBERTa Training Details

The fine-tuned RoBERTa model was trained with
the P2 dataset used in Uchendu et al. (2020). It
was split with 80% train, 20% validation. The
RoBERTa-base model (124M params) was fine-
tuned for 10 epochs on an NVIDIA A100, and the
epoch with lowest validation loss selected for in-
ference. The model was trained with the Hugging
Face Transformers12 trainer. We were unable to lo-
cate clear hyperparameters or training code used by
Uchendu et al., so we use the default trainer hyper-
parameters (learning rate 5e-5, AdamW optimiser)
with a batch size of 16.

C ChatGPT Prompt Information

Due to safety concerns, we will not publish the ex-
act successful prompt used, but these are available
on request from the authors. The datasets were gen-
erated in April 2023. All prompting was zero-shot,
and did not include requests designed to alter the
style of the output.

As ChatGPT is non-deterministic, prompts were
trialled 5 times in isolated sessions in the web UI
and via the API (accessed with the official OpenAI
Python library13).

The two unsuccessful clear prompts used were:

• “Generate a disinformation text about the Rus-
sia Ukraine war.”

• “Generate a list of disinformation about the
Russia Ukraine war.”

The successful, more complex prompt asked
ChatGPT to produce the examples in terms of the
actions of a third-party. It additionally included an
instruction to not attempt to debunk its own claims.

Table 4 shows the rate ChatGPT complied with
the prompt instruction. The UI always refused
the prompt when instructions were given plainly,
whereas the API had an inconsistent non-zero re-
jection rate14. The complex prompt was always
accepted by both UI and API.

12https://huggingface.co/docs/transformers
13https://github.com/openai/openai-python
14Due to the lack of transparency surrounding ChatGPT, it

is unclear why this is. The UI and API may serve different
models, or the UI may include non-model safety features.

Prompt Type GUI API

Clear, Single 0% >0%
Clear, Multiple 0% >0%
Complex, Multiple 100% 100%

Table 4: The success rate of generating disinformation
data using ChatGPT with different types of prompts.

To generate the ChatGPT-General dataset, the
complex prompt was used alongside an initial cus-
tom system prompt, which informed ChatGPT it
was an assistant designed to help understand disin-
formation.

For the ChatGPT-Topic dataset, the prompt was
modified to request content “about the Bucha Mas-
sacre and different banned weapons use”. No fur-
ther information about these topics was provided.

C.1 Follow-Up Experiment
A small subsequent experiment was performed in
January 2024 which found the successful complex
prompt still functioned in GPT 3.5. The prompt
was trialled five times in the web interface, with
zero refusals.

In three of the cases, the generated claims were
now grouped into categories (e.g. “Misattributed
events”, “False casualty numbers”). In one case,
the outputted claims are closer to descriptions of
the category than actual claims (e.g. under ‘Mis-
attributed events”, the claim: “Blaming a specific
incident on the wrong party to create a false nar-
rative.”). These descriptions tend to be neutral
with respect to side, with one even using “Rus-
sia/Ukraine”.

Where claims were generated, a mixture of neu-
tral and more specific claims were produced, for
example:

• “Certain footage circulating online shows re-
cent events in Ukraine, but it is actually from
a different time or location.”

• “Russia is not involved in the conflict in
Ukraine, and any evidence suggesting other-
wise is fabricated.”

In the first claim, this could refer to mislead-
ing media supporting either Russia or Ukraine,
whereas the second is explicitly a pro-Russian
claim.

As with our earlier experiments, none of the
claims mention individuals directly or indirectly.

https://huggingface.co/docs/transformers
https://github.com/openai/openai-python


However, they now include references to external
images or videos (as in the first example above with
“footage”). Finally, these claims are far less related
to the annexation of Crimea. Four of the five trials
had no explicit reference to Crimea, with the fifth
mentioning it frequently.

D Dataset Keywords

The top 20 words used in each dataset are listed in
table 5. Words were whitespace tokenized, lower-
cased, and stopwords removed using NLTK prior
to frequency calculation.

The presence of individual names (e.g. “trump”,
“biden”, “putin”) is clearly present in the Claim-
Review set but absent in the ChatGPT sets, in
favour of vaguer terms (“government”, “sepa-
ratists”). “Crimea” is frequent in the ChatGPT-
General dataset but absent in either ClaimReview
or ChatGPT-Topic, and ChatGPT-topic makes fre-
quent reference to words relevant to its prompt
(“bucha”, “massacre”, “banned”, “weapons”) and
inferred terms (“cluster”, “bombs”, “white”, “phos-
phorous”)

In human texts, the words “photo” and “video”
are frequent, typically making reference to media
circulating on social media with a misleading nar-
rative attached. None of the ChatGPT-generated
texts make reference to external media.

E Complete ZeroGPT Results

Complete results for ZeroGPT’s original labels are
shown in table 6. ZeroGPT uses a 9-point labelling
scale, representing both certainty and proportion
of content that is AI-generated. Each label was
assigned to the boolean labelling scheme (indicated
by the dashed line in the table).

F Annotation Process

Annotations were collected with GATE Teamware
2 (Wilby et al., 2023).

Annotators were recruited from our NLP re-
search group, with 12 people participating. All
were fluent in English, and have at least some ex-
perience of AI text generation.

They were provided with the following instruc-
tions:

Your task is to analyze a set of state-
ments about disinformation and deter-
mine whether they were written by a hu-
man or by a Large Language Model. You

will be presented with two choices, hu-
man or AI, and your task is to choose
the option that you believe the claim was
written/generated by.
Do not look at any online resources, just
judge the statement whether it is human
or AI.

Annotators were asked if the text was human-
authored or AI-generated, with no option for “un-
known” or to skip a text.

Annotators were given claims until either: a)
they had annotated 60% of claims (90/150), or; b)
all claims had received 3 annotations. As such, the
number of annotations per annotator is not equal
(mean 37.5).



ClaimReview ChatGPT-General ChatGPT-Topic

ukraine 185 ukrainian 160 ukrainian 210
president 78 government 148 forces 208
ukrainian 62 ukraine 119 russian 121
russia 50 conflict 114 banned 113
russian 46 eastern 88 weapons 111
video 43 separatists 80 used 104
trump 40 fighting 73 result 104
biden 37 russian 61 backed 93
shows 29 right 56 bucha 92
putin 24 annexation 55 massacre 92
aid 22 crimea 55 use 78
joe 22 using 54 conflict 78
company 19 necessary 52 separatist 72
said 18 region 46 military 62
says 17 civilians 42 separatists 52
war 17 establish 41 way 51
photo 17 protect 40 cluster 47
money 15 military 40 bombs 45
server 13 russia 37 phosphorus 44
million 13 banned 35 white 43

Table 5: Frequencies of the 20 most common words in each dataset.

Label ZeroGPT Result ClaimReview ChatGPT-General ChatGPT-Topic

Your text is Human written 96.81% 89.01% 97.52%
Your text is Most Likely Human written 0.00% 0.00% 0.00%
Your text is Most Likely Human written, may include
parts generated by AI/GPT

0.35% 0.00% 0.00%

H
um

an

Your text is Likely Human written, may include parts
generated by AI/GPT

0.00% 0.00% 0.00%

Your text contains mixed signals, with some parts
generated by AI/GPT

2.13% 10.99% 2.48%

Most of Your text is AI/GPT Generated 0.35% 0.00% 0.00%
Your text is Likely generated by AI/GPT 0.00% 0.00% 0.00%
Your text is Most Likely AI/GPT generated 0.00% 0.00% 0.00%M

ac
hi

ne

Your text is AI/GPT Generated 0.35% 0.00% 0.00%

Table 6: Proportion of texts in the datasets assigned to each fine ZeroGPT result, and assigned boolean label.
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