
JOURNAL OF LATEX CLASS FILES, VOL. X, NO. X, XXX, 2024 1

Advances and Open Challenges in Federated
Foundation Models

Chao Ren, Member, IEEE, Han Yu, Senior Member, IEEE, Hongyi Peng, Xiaoli Tang, Bo Zhao, Liping Yi,
Alysa Ziying Tan, Member, IEEE, Yulan Gao, Member, IEEE, Anran Li, Member, IEEE,

Xiaoxiao Li, Member, IEEE, Zengxiang Li, and Qiang Yang, Fellow, IEEE

Abstract—The integration of Foundation Models (FMs) with
Federated Learning (FL) presents a transformative paradigm
in Artificial Intelligence (AI). This integration offers enhanced
capabilities while addressing concerns of privacy, data decen-
tralization, and computational efficiency. This paper provides
a comprehensive survey of the emerging field of Federated
Foundation Models (FedFM), elucidating their synergistic re-
lationship and exploring novel methodologies, challenges, and
future directions that the FL research field needs to focus on
in order to thrive in the age of FMs. A systematic multi-tiered
taxonomy is proposed, categorizing existing FedFM approaches
for model training, aggregation, trustworthiness, and incentiviza-
tion. Key challenges, including how to enable FL to deal with
high complexity of computational demands, privacy considera-
tions, contribution evaluation, and communication efficiency, are
thoroughly discussed. Moreover, the paper explores the intricate
challenges of communication, scalability, and security inherent
in training/fine-tuning FMs via FL. It highlights the potential of
quantum computing to revolutionize the processes of training,
inference, optimization, and data encryption. This survey also
introduces the implementation requirement of FedFM and some
practical FedFM applications. Then, this survey provides the
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lessons with a clear understanding of our findings for FedFM.
Finally, this survey not only provides insights into the current
state and challenges of FedFM but also paves the way for
future research directions, emphasizing the need for developing
trustworthy solutions. It serves as a foundational guide for
researchers and practitioners interested in contributing to this
interdisciplinary and rapidly advancing field.

Index Terms—Federated learning, foundation models, fed-
erated foundation models, large language models, efficient
training/aggregation, trustworthiness, incentivization, evaluation,
quantum computing.

I. INTRODUCTION

A. Motivation

The Artificial Intelligence (AI) landscape is undergoing
significant advancement propelled by the emergence of Foun-
dation Models (FMs) [1], [2]. FMs are large-scale machine
learning (ML) models that serve as a foundational backbone
for a wide range of learning tasks across diverse modalities
[3]. FMs are typically pre-trained on extensive datasets us-
ing self-supervised learning methods, equipping them with
general and adaptable knowledge applicable to various tasks.
While technically representing an evolutionary rather than
revolutionary development in AI [2], FMs have significantly
reshaped model training and deployment practices through
their widespread application. This practice arises from the high
costs associated with FM training and the relatively limited
scale of available datasets, making the traditional training-
from-scratch paradigm impractical.

Recently, FMs with their diverse designs and learning pro-
cesses have achieved remarkable success in tackling complex
tasks that were once considered too difficult or even impossi-
ble. Particularly in Natural Language Processing (NLP), FMs
such as those in the GPT series [4]–[6], LLaMa [7] and PaLM
[8] have demonstrated extraordinary capabilities. In computer
vision, Segment Anything [9] has emerged as a standout per-
former. In the realm of Generative AI models, Stable Diffusion
[10] has garnered significant attention. Notably, DALL-E [11]
and CLIP [12] have demonstrated outstanding performance in
multi-modal tasks, bridging the understanding of textual and
visual data.

However, the success of FMs comes at a high cost. The
enhanced capabilities necessitate a substantial amount of high-
quality training data and computational resources. Addition-
ally, centralized training of FMs raises concerns about data
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TABLE I
COMPARISON BETWEEN FedFM AND TRADITIONAL FMS

FACTORS FedFM TRADITIONAL FMS

Data Efficiency More Diverse Data Across Devices Higher Data Demand for Same Performance
Data Privacy Privacy Preserving Mechanisms Centralized Data Collection
Model Performance Diverse and Adaptive Improvement Lack Diversity and Personalization
System Operation Distributed Coordination Central Management
Scalability Scalable to Multiple Participants Unscalable with much Larger Datasets
Deployment Challenging Easier to Setup
Consistency Not Particularly Controllable Controllable for Consistent Updating
Latency Distributed Communication and Computation Lower under Centralized Environment

TABLE II
COMPARISON OF EXISTING REVIEWS AND POSITION PAPERS WITH THIS SURVEY PAPER

YEARS REFERENCES
FedFM

TAXONOMY
FedFM

EFFICIENCY
FedFM

TRUSTWORTHINESS
FedFM

INCENTIVIZATION
FedFM

EVALUATION
FedFM

FRAMEWORK
FedFM

CHALLENGES

FedFM
FUTURE

DIRECTIONS

2023

Chen et al. [14]
Zhuang et al. [15]

Yu et al. [16]
Kang et al. [17]

2024
Herbert et al. [18]

Li et al. [19]
Li et al. [20]

This paper

privacy and security. These challenges underscore the potential
value of a collaborative learning paradigm that enables the
distribution of both data resources and computational loads
while preserving data privacy.

Federated Learning (FL) [13] presents a promising so-
lution to these challenges. FL is a collaborative learning
approach that enhances privacy, leverages distributed datasets,
and distributes computational loads. By training and fine-
tuning FMs via FL, several advantages can be realized. FL
can broaden the data horizons for FMs by aggregating diverse
data sources from both the public and private sectors [14],
including research institutions and industries. It can also
distribute computational loads among multiple participants,
leading to more efficient resource utilization and mitigating
the risk of AI monopolies by major technology companies.
On the other hand, the robustness of FMs strengthens the
effectiveness of FL, particularly in managing non-iid (non-
independent and identically distributed) data. Moreover, the
flexibility of FMs in adapting to various downstream tasks
facilitates easier personalization of FL models. These benefits
highlight the promising potential of integrating FMs with FL.

B. Related Works and Contributions

Recent efforts to integrate FMs into the FL training process
have introduced a range of novel techniques and designs. We
refer to these emerging approaches as Federated Foundation
Models (FedFM). The motivation for FedFM is to address
the limitations of traditional FMs and improve upon them
by leveraging the potential of FL, offering several advantages

over traditional FMs. The key factors driving the development
of FedFM are summarized in Table I (with indicating
advantages, and indicating limitations). Table I contrasts
FedFM and traditional FMs across a diverse spectrum of topics
ranging from data efficiency, data privacy, model performance,
system operation, scalability, deployment, consistency and
latency, to the broader array of trustworthy AI.

As the research field of FedFM is still emerging, there
are currently only two position papers [14], [19] and five
short review papers [15]–[18], [20] on this topic. Table II
compares these existing position papers and review paper with
our survey paper in terms of the coverage of important aspects
of FedFM (with indicating mentioned, and indicating no
discussion). While the aforementioned survey efforts provide
a reasonable overview of some aspects of FedFM, they tend
to be brief and often lack comprehensiveness. Moreover,
they are limited to considering selected aspects of FedFM,
such as training/aggregation efficiency and trustworthiness,
which does not provide a comprehensive overview of this
interdisciplinary field for readers. Additionally, they neglect
key issues of FedFM contribution evaluation and frameworks.
To the best of our knowledge, this survey provides the most
comprehensive coverage of the FedFM topic.

The primary contribution of this survey paper is the proposal
of a systematic multi-tiered taxonomy for FedFM. It catego-
rizes existing approaches and identifies key challenges and op-
portunities in this domain, encompassing innovative strategies
for FedFM training and aggregation, strategies for achieving
trustworthiness, and designs for FedFM incentive mechanism
prioritizing efficiency, privacy, novel contribution evaluation,
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Fig. 1: Organization of This FedFM Survey

and active selection. Additionally, we explore the potential of
quantum computing to enhance the effectiveness, efficiency
and security of FedFM. Our survey not only reviews existing
works, but also comprehensively discusses the motivations
behind these approaches, often inspired by developments and
insights regarding FMs. Finally, we outline promising future
research directions, aiming to inspire advancements in the
creation of efficient, secure and scalable FedFM approaches.

C. Organization of This Paper

The paper is organized as follows. Section II introduces
FMs and FL, concepts relevant to our discussion. Section
III describes the FedFM taxonomy, which encompasses sev-
eral key aspects: training and aggregation methods, ensur-
ing trustworthiness, creating effective incentive mechanisms,
and managing evaluation. Section IV focuses on aggregation,
communication and computational efficiency, highlighting the

nuanced considerations required for the effective deployment
of FedFM. Section V addresses the critical areas of robust-
ness, privacy and intellectual property for FedFM. Section
VI highlights the complexity of developing effective incentive
mechanisms for FedFM.

Section VII describes the implementation and applications
of FedFM. Section VIII summarizes the key insights of three
categories of FedFM and connects these lessons to Section
IX. Section IX discusses open research challenges of FedFM
in terms of memory, computing and communication, while
also delving into potential future directions involving quan-
tum computing techniques for FedFM and effective FedFM
evaluation. Finally, Section X concludes the paper.

II. BACKGROUND

This section aims to provide an overview of FMs and FL,
outlining the fundamental concepts and historical development
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trajectories that have propelled their current prominence in the
field. There are more recent surveys on FMs and FL, because
many relevant schemes for efficiency, privacy, etc.

Recent surveys on FMs have highlighted the advancements
and applications of these models in various AI tasks. Bom-
masani et al. [2] provide a detailed analysis of the opportunities
and risks associated with FMs, discussing their impact on
different AI fields. Another comprehensive survey by Myers et
al. [21] explores the design, training techniques, and deploy-
ment challenges of FMs, offering insights into their scalability
and performance. Furthermore, Brown et al. [5] review the
progress and future trends in FMs, with a particular focus on
language models like GPT-3/GPT-4 and their implications for
AI research.

Recent surveys have extensively discussed relevant schemes
for efficiency, privacy, and other challenges in FL. For in-
stance, Li et al. [22] provide a comprehensive review of FL,
covering various optimization techniques, privacy-preserving
methods, and system challenges. Kairouz et al. [13] delve into
the advancements in FL, emphasizing theoretical foundations,
communication efficiency, and security measures. Addition-
ally, Yang et al. [23] discuss the applications of FL across
different domains, highlighting the practical considerations
and future directions for FL research.

A. Foundation Models

The term FMs was coined in [2] to denote the role of
such models as a foundational base, from which numerous
task-specific models can be built through adaptation. FMs
emphasize the stability of their architecture during training
and the consistency of parameters throughout the adaptation
phase. This term also signifies a profound shift in AI research
and deployment, which began in the field of NLP, where
the synergy of large-scale models and transfer learning [24]
resulted in the development of powerful models.

The need for FMs arises from several critical challenges and
driving forces in the field of AI:

• High Costs of Training: Training large-scale models
from scratch is resource-intensive, requiring substantial
computational power and vast amounts of data. FMs ad-
dress this by being pre-trained on large datasets, enabling
them to learn generalized knowledge that can be fine-
tuned for specific tasks, reducing the need for extensive
resources for each new task. For example, GPT-2 [4]
consists of 1.3 billion parameters with a memory footprint
of approximately 2.6 GB, while GPT-3 [5] consists of 175
billion parameters with a memory footprint of around 350
GB in half-precision format. GPT-4 [6] further extends
this scale to over one trillion parameters.

• Data Scarcity: Many AI tasks suffer from a lack of
sufficient high-quality labeled data. FMs, pre-trained on
diverse and extensive datasets, can be adapted to new
tasks with limited data, leveraging their pre-existing
knowledge to achieve high performance even with smaller
datasets. GPT-3, for instance, is trained on a dataset with
300 billion tokens [5], equivalent to hundreds of gigabytes

of data. Research suggests a potential depletion of high-
quality language data by 2026 [25], raising concerns that
data availability might eventually impede the advance-
ment of FMs.

• Scalability: Traditional models often struggle with scala-
bility when dealing with diverse tasks and large datasets.
FMs, with their scalable architectures, can handle a wide
range of tasks across different domains, making them
versatile and efficient for various applications [26].

• Transfer knowledge Ability: The ability to transfer
knowledge from one task to another is a significant
advantage of FMs. By pre-training on broad data and fine-
tuning for specific tasks, FMs facilitate transfer learning,
allowing models to be quickly adapted to new tasks
without starting from scratch [27].

• Efficiency and Performance: FMs have demonstrated
remarkable success in improving efficiency and perfor-
mance across numerous AI applications. In NLP, for
instance, models like GPT series [4]–[6], LLaMa [7],
and PaLM have set new benchmarks for language un-
derstanding and generation. In computer vision, models
like Segment Anything and generative models like Stable
Diffusion and DALL-E have achieved impressive results.
For instance, the LLaMA model requires 2,048 NVIDIA
A100 GPUs for a duration of 21 days for training [7],
while the vision transformer in CLIP requires 8 core
TPUv3 for approximately 30 days for training [28].

• Unified Architectures: FMs provide a unified architec-
ture that can be applied to multiple tasks, simplifying the
model development process and fostering consistency in
performance [29]. This unified approach contrasts with
the need to develop and train separate models for each
task, streamlining the workflow and enhancing efficiency.

Besides, Table I also contrasts FedFM and traditional
FMs across a diverse spectrum of topics ranging from data
efficiency, data privacy, model performance, system opera-
tion, scalability, deployment, consistency and latency. All of
these factors have collectively propelled the evolution and
widespread adoption of trustworthy AI landscape.

B. Federated Learning

FL aims to collaboratively train models across multiple
decentralized data owners holding potentially sensitive local
data in a privacy-preserving manner [13]. The essence of FL
lies in its ability to learn a shared model by aggregating locally
computed updates, rather than directly accessing or sharing
the raw data. This ML paradigm not only enhances privacy
and security, but also enables the utilization of distributedly
owned data for model training, making it particularly suitable
for mission critical applications, such as healthcare [30] and
finance [31], where data privacy is of paramount concern. The
motivation behind FL is driven by several key factors:

• Data Privacy and Security: In many domains, especially
healthcare and finance, data is highly sensitive and cannot
be shared directly due to privacy concerns and regulatory
constraints [22]. FL addresses this by ensuring that raw
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data remains local, and only model updates are shared,
significantly reducing the risk of data breaches.

• Utilization of Distributed Data: Organizations often
have valuable data that is distributed across various
locations. Traditional centralized training methods cannot
effectively leverage this distributed data without transfer-
ring it to a central server, which is often impractical [23].
FL enables the use of this distributed data for training
robust models without requiring data centralization.

• Reduction of Communication Overhead: Transferring
large datasets to a central server for training can be
resource-intensive and time-consuming [13]. FL reduces
this overhead by only transmitting model updates, which
are typically much smaller in size compared to the raw
data.

• Scalability and Collaboration: FL facilitates collabora-
tion among multiple entities, such as hospitals or financial
institutions, allowing them to build more accurate and
generalizable models by leveraging diverse datasets. This
collaborative approach enhances the scalability of AI
solutions across different domains [23].

• Enhanced Model Robustness: By training on data from
multiple sources, FL can produce models that are more
robust and generalizable [22]. This is particularly impor-
tant for applications where the model needs to perform
well across different environments and conditions.

The typical FL process involves several key steps. Initially,
a global model is distributed to all participating FL clients
from the FL server. Each client then trains the ML model
on its local data to derive an updated local model. These
model updates are subsequently sent back to the FL server,
and then are aggregated to update the global model. Such
cycle is repeated until convergences or specific performance
criteria are met. A widely used framework in FL is Federated
Averaging (FedAvg) [32], renowned for its ability to aggregate
model updates with minimal communication overhead. This
is particularly crucial in FL settings, where a potentially
large number of participants may have limited communication
bandwidth [23].

To achieve meaningful real-world impact, FL must address
several intricate challenges, including non-independently and
identically distributed (non-IID) data across clients, system
heterogeneity, and scalability [13]. Non-IID data can intro-
duce biases into models by favoring the data distribution of
specific participants [33]. System heterogeneity, characterized
by variations in computation and communication capabilities
among client participants, can result in uneven contributions to
the model training process. Additionally, scalability concerns
arise as the number of participants increases, necessitating the
development of efficient algorithms and infrastructure to man-
age the aggregation of updates and distribution of the global
model. The development of FL continues to evolve, spurred
by advancements in both theoretical research and practical
applications across various industries. FL is anticipated to
play a pivotal role in building AI solutions that prioritize user
privacy and data sovereignty.

III. THE PROPOSED FedFM TAXONOMY

In the rapidly evolving domain of FL, the integration of FMs
into federated settings, termed FedFM, represents a significant
leap forward. This integration aims to leverage the capabilities
of FMs and the collaborative training process of FL to enable
FedFM to access privately owned decentralized data. The
development of FedFM requires rethinking of several key
aspects of the current FL paradigm: 1) achieving efficiency
in federated training and aggregation, 2) ensuring trustworthi-
ness, and 3) building effective incentive mechanisms. Each
part plays a crucial role in the successful implementation
and operation of FedFM. Based on the above considerations,
we propose a novel and multi-tiered FedFM taxonomy, as
illustrated in Fig. 2.

A. Efficient Federated Training and Aggregation: The Foun-
dation of FedFM

Research on FL training and aggregation methods for
FedFM seeks to address the unique challenges posed by the
size and complexity of FMs. The goal is to adapt traditional
FL training methods to work efficiently with FMs, minimizing
computational efficiency and communication overheads. This
includes finding ways to effectively aggregate parameter up-
dates involving FMs from potentially a large number of FL
clients without overwhelming the communication network.

Existing federated training and aggregation research that
holds potential for FedFM generally focus on three main areas:
1) advanced aggregation methods, 2) enhancing computational
efficiency, and 3) enhancing communication efficiency. We
summarize key trends in each of these areas:

• FedFM Aggregation: Under this topic, we explore
weighted averaging-based methods and promising new
techniques. Weighted averaging is a widely adopted fed-
erated aggregation approach for local model updates in
FedFM. Despite its simplicity, such methods are favored
due to their efficiency and the computational challenges
of more complex aggregation techniques given the vast
scale of FMs. Nevertheless, innovative aggregation strate-
gies are emerging which can be more effective for
FedFM. Simple methods, such as model soups, which
have shown promising results in enhancing model ac-
curacy and robustness by averaging weights of models
fine-tuned with different hyper-parameters. In addition,
Mixture of Experts (MoE)-based models can be useful
for developing sophisticated aggregation strategies that
improve the performance of FedFM.

• Computationally Efficient FedFM: Research in this
area focuses on adapting pre-trained FMs to specific
tasks with minimal adjustments to the model parameters.
Techniques like Parameter-Efficient Fine-Tuning (PEFT),
Prompt Tuning (PT), and Instruction Tuning (IT) are pos-
sible ways to enhance FedFM computational efficiency.
These methods allow for significant reductions in the
computational and storage demands by only fine-tuning
a small subset of the model parameters.
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Fig. 2: The proposed taxonomy of FedFM.

• Communication Efficient FedFM: Research in this areas
focuses on strategies to enhance efficiency in transmitting
FM updates between FL clients and the FL server. It
generally involves two primary approaches: 1) model
pruning, which selectively transmit important FM pa-
rameters; and 2) model compression, which aims reduce
the size of the model being exchanged. These strategies
are crucial for managing the increased communication
overhead introduced by the large sizes of FMs and
enhancing the scalability of FedFM.

This part of the review underscores the evolving landscape
of on FedFM research, detailing the challenges, strategies, and
innovations in this interdisciplinary field. The focus on scal-
ing, communication, and computational efficiency reflects the
nuanced considerations required to effectively deploy FedFM.

B. Trustworthiness: A Crucial Pillar of FedFM Integrity

Research on trustworthy FedFM encompasses strategies to
ensure that the system is robust against attacks and preserves
the privacy of participants’ data. This involves developing

mechanisms to protect against poisoning attacks which aim
to corrupt the model and privacy-preserving techniques. The
focus is on maintaining the integrity of the learning process
and safeguarding participant data from breaches.

Trustworthy FedFM address the critical areas of robustness,
privacy preservation, and intellectual property in the context
of FedFM, exploring the challenges and proposing solutions
to ensure the integrity and security of these systems. We
summarize key trends in each of these areas:

• Robustness: Research in this area discusses how poi-
soning attacks, both untargeted and targeted, aim to
compromise the integrity of global models in FL systems.
Untargeted attacks disrupt the training process to pre-
vent convergence, while targeted attacks manipulate the
model output subtly. The complexity and heterogeneity
of FedFM training tasks make these attacks particularly
challenging to execute and defend against. Byzantine-
robust aggregation rules are also being proposed to coun-
teract poisoning attacks, including geometrical outlier
detection, top performance selection, and other hybrid
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schemes. However, the effectiveness of these defenses
has been questioned in FedFM settings, calling for novel
approaches tailored to its complexities.

• Privacy Preservation: Research on privacy attacks ex-
plore the threat landscape of FL, including membership
inference and data reconstruction attacks. Membership
inference attacks aim to determine whether specific data
samples were used in training, while data reconstruc-
tion attacks seek to recreate the original training data.
The large scales of FMs and the nature of FedFM
introduce new vulnerabilities and challenges in defend-
ing against these privacy attacks. Research on privacy
defenses focuses on developing strategies to counteract
privacy attacks, focusing on a balance between preserving
knowledge integrity and ensuring privacy. Techniques like
differential privacy, confidence masking, and model com-
pression are highlighted as means to protect client data
privacy in FedFM without significantly compromising the
quality of local model updates.

• Intellectual Property: Research in this area emphasizes
the importance of intellectual property protection for
safeguarding the ownership of FedFM against unautho-
rized usage, such as model theft. Two primary strategies
are being explored in the context of FedFM: black-
box fine-tuning and watermarking. Black-box fine-tuning
allows for model adaptation while keeping the core in-
tellectual property intact, whereas watermarking embeds
identifiable markers within the model to assert own-
ership. The integration of these methods ensures that
FedFM can be securely and efficiently utilized across
distributed networks. Nevertheless, the effectiveness of
these strategies in the diverse and complex environments
typical of FedFM has prompted ongoing discussions and
investigations into more robust and tailored approaches.

This part of the review on FedFM research underscores the
intricate balance required to achieve trustworthiness, empha-
sizing the need for innovative solutions to address the dual
challenges of robustness against poisoning attacks, privacy
preservation, and intellectual property. The complexity of
FMs and the FL environment necessitates a re-evaluation
of traditional defense mechanisms and development of new
strategies to ensure the integrity and privacy of such advanced
learning systems.

C. Incentive Mechanisms: Fostering Participation, Collabora-
tion, and Adaptability of FedFM

The participation of data owners is vital for the success of
FedFM. Incentive mechanisms are often leveraged to motivate
data owners to contribute their local data and computational
resources. These mechanisms often draw upon economic and
game theories to fairly compensate participants for their con-
tributions. The challenge lies in creating a system that balances
the need to encourage participation with the practicalities of
managing the distribution of rewards. Research in FedFM
incentive mechanism design delves into the crucial aspects of
FL participant selection, contribution evaluation, and reward
distribution. We summarize key trends in each of these areas:

• Participant Selection: Research in this area develops
strategies for selecting participants to join the FL pro-
cess, emphasizing the importance of both traditional
approaches (e.g., Contract Theory, Game theory, auc-
tions) and emerging model-centric approaches. Contract
Theory-based mechanisms are employed in scenarios
with information asymmetry, focusing on computation
and communication resource optimization before de-
termining rewards. Game theoretic approaches aim to
optimize resources, while offering incentives through
server-client negotiations. Auction-based schemes focus
on attracting high-quality participants by addressing la-
tency and resource burdens efficiently. Model-centric
approaches select FL participants based on the character-
istics of participants’ models rather than just the resources
they hold, introducing the concepts of horizontal task-
specific training fitness and vertical training capability.

• Contribution Evaluation: Research in this area ad-
dresses the challenges of evaluating participant contri-
butions in FedFM, particularly dealing with the imprac-
ticality of Shapley Value-based methods due to high
latency and the compositional gap inherent in FMs. The
complexity of FMs and the sheer volume of participants
amplify the latency in training and inference, making
timely feedback challenging. FMs face difficulties in
generating correct answers to compositional problems,
indicating that direct contribution evaluation for FMs built
by FedFM is beyond current capabilities.

• Reward Distribution: Research in this area focuses
on the intricate balance required in designing reward
distribution mechanisms that align with the objectives of
FedFM (e.g., deterring free-riding, managing the costs
associated with rewards to ensure project sustainability).
Incentive alignment ensures that rewards are structured
to motivate FL participants and align with the FedFM
goals. Minimizing free-riding requires mechanisms to
ensure participants cannot benefit from FedFM without
making positive contributions. Cost management strikes
a delicate balance between incentivizing FL participants
and maintaining the FedFM financial viability.

FedFM incentive mechanism design emphasizes the com-
plexity of effectively motivating data owner participation.
It suggests that addressing the interconnected challenges of
participant selection, contribution evaluation, and reward dis-
tribution is crucial for the success and sustainability of FedFM.

D. Summary of the Proposed FedFM Taxonomy

The proposed FedFM taxonomy covers the fundamental
aspects of FedFM, highlighting the need for robust train-
ing and aggregation methods, trustworthiness in the form
of Byzantine-robustness and privacy preservation, and novel
incentive mechanisms to encourage active and meaningful
participation. These areas are where the involvement of FMs
necessitates significant revisions to the current FL techniques.
In subsequent sections, we conduct comprehensive literature
review on each of these topics, and put forth a vision for
promising future research directions.
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Fig. 3: Taxonomy of enabling techniques for efficient FedFM. The diagram categorizes existing methods into three main
domains: 1) Aggregation, 2) Computational Efficiency, and 3) Communication Efficiency. Each domain is further divided into
specific strategies that address the challenges of FedFM.

IV. TOWARDS EFFICIENT FedFM

In this section, we review and discuss current literature on
the topic of efficient collaborative model training/fine-tuning
and aggregation for FedFM, focusing on emerging settings and
scenarios that arise as a result of combining FL with FMs. We
further break down each dimension into sub-areas for more
detailed analysis (Fig. 3).

A. FedFM Training and Aggregation

To grasp the challenges involved in integrating FMs into the
FL process, a revision of the general FL procedure is neces-
sary. FL typically operates under the control and decision-
making of the central server with the primary purpose of
collaboratively training a Deep Learning (DL) model θ across
N clients over multiple rounds, as outlined in Algorithm
1. The integration of FMs, with their considerable sizes,
introduces challenges at various stages of the FL process.
These challenges can be distilled into three critical research
questions (highlighted in yellow in Algorithm 1):

Q1) How to aggregate FMs to enhance performance?
Given that one of the primary goals of FL is to improve
the global model performance, the challenge lies in
designing aggregation approaches that are suited for the
scale and complexity of FMs. Despite the large body
of existing FL model aggregation techniques, few are
tailored for FMs.

Q2) How to improve FL computational efficiency so that
FMs can be efficiently hosted and updated by FL
clients? In traditional FL, especially in cross-device sce-
narios where client devices often have limited memory
and compute power, finding ways to efficiently host
and update models is already a significant challenge.
The substantial increase in the size of FMs exacerbates
this challenge, highlighting the need for techniques with
significantly improved computational efficiency.

Q3) How to improve communication efficiency? FL often
involves transmitting model updates between clients and
the server. The enormous size of FMs creates significant

Algorithm 1 Opportunities for efficient training and aggrega-
tion of FMs under the existing FL procedure

1: Input: N clients, local epochs E, learning rate η, initial
global model weights θ1, total number of communication
round R

2: for each round t = 1, 2, . . . , R do
3: Server selects a subset of m clients St

4: for each client i ∈ St in parallel do
5: θt+1

i ← ClientUpdate(i,θt)
6: end for
7: θt+1 ← Aggregate({θt+1

i }mi=1)
8: end for
9:

10: procedure ClientUpdate(i,θt):
11: B ← (split Dc into batch of size B)
12: for each local epoch i from 1 to E do
13: for batch b ∈ B do
14: θt

i ← θt+1 − η∇L(θt; b)
15: // Q2) How to improve the computational efficiency

so that FMs can be efficiently hosted and updated on
FL clients?

16: end for
17: end for
18: return θt

i to the server
19: // Q3) How to improve communication efficiency when θt

i

is large?
20:
21: procedure Aggregate({θt+1

i }mi=1)
22: FedAvg [32]: θt+1 ← 1

m

∑m
i=1 θ

t+1
i

23: or
24: // Q1) Aggregation methods for FMs to enhance perfor-

mance?
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Fig. 4: Illustration of efficient FedFM.

communication overhead that overwhelms the network.
Thus, developing more efficient communication strategies
is essential for the scalability of FedFM.

Therefore, our survey examines innovative methods and
strategies useful for FedFM from three dimensions: 1) ag-
gregation methods for enhanced effectiveness, 2) techniques
for boosting computational efficiency, and 3) techniques for
improving communication efficiency. We further break down
each domain into specific areas as shown in Fig. 4.

For aggregation methods, we examine the traditional
weighted average approach, which is the prevailing approach
in current FedFM works. In addition, we explore a selection of
promising aggregation techniques, which can be particularly
effective for FedFM, offering insights into their potential
applicability and benefits.

For computational efficiency, we divide existing approaches
into three categories.

• Parameter-efficient Fine-tuning: which aims to adapt a
pre-trained FM to a specific task by adjusting only a
minimal subset of its parameters.

• Prompt Tuning: which seeks to enhance FM performance
without direct model training, but with carefully crafted
textual prompts instead.

• Instruction Tuning: which fine-tunes FMs by making
the model learn to follow and execute a sequence of
instructions instead of traditional input-output pairs.

For communication efficiency, we divide existing ap-
proaches into two categories.

• Model Pruning: which focuses on selectively transmit-
ting critical parameters between clients and the server,
ensuring only the most vital information is shared.

• Model Compression: which aims to decrease the total
number of the model parameters being transmitted.

B. Scaling Efforts for FedFM

It is useful to recognize that traditional FL typically involves
models with fewer than 10 million parameters. For instance,
the largest base model aggregated by FedAvg [32] is typically
a stacked LSTM with approximately 5 million parameters.
The seminal paper of FedProx [22] is tested with a stacked
LSTM with roughly 2 million parameters. The largest base
model tested with SCAFFOLD [34] is a 2-layer CNN with an
estimated parameter count under 5 million. With transformer-
based models, FL techniques are starting to be tested on larger
models. However, to significantly scale up this respect of FL
not only requires new techniques, but also new experiment
designs for improved evaluation. Although recent studies have
started to evaluate new FL methods with larger base models,
they are still markedly smaller than FMs which are achieving
breakthrough performance under centralized training settings.

We list the methods reviewed alongside with the largest base
models involved in their evaluations in Table III and Table IV.
The substantial difference for model sizes between existing
FL research and centralized FMs might cast doubts on the
feasibility and practicality of the FL techniques for FedFM,
calling for further experimental studies involving large-scale
FMs. Such an effort depends on the availability of frameworks
that can streamline implementation. Thus, in Section VII-A,
we analyze the support for FMs in existing FL frameworks.

C. Aggregation Methods for FedFM

1) Weighted Average:
As shown in Algorithm 1, the local training process of

traditional FL yields a set of local models {θt
1,θ

t
2, . . . ,θ

t
m}

at communication round t. These models are transmitted to
the server where they undergo an aggregation process to
produce global model θt+1 ← Aggregate({θt

1,θ
t
2, . . . ,θ

t
m}).

The aggregation step is pivotal in FL, as the overall FL model
performance relies on it [69]. Consequently, the development
of aggregation methods that balance efficiency with efficacy
remains a central theme in FL research. The predominant
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TABLE III
SIZES OF FMS AND AGGREGATION UNDER FL SETTING

METHODS YEAR ↓ SIZE (M) AGGREGATION MODEL DESCRIPTION

FedPAQ
[35] 2020 0.2 FedSGD

Implement quantization techniques to reduce communication
overhead in FL by compressing model updates

HeteroFL
[36] 2020 11 FedAvg

Support heterogeneous model architectures across different
clients, optimizing the training process based on individual
device capabilities

LotteryFL
[37] 2020 138 FedAvg

Apply the lottery ticket hypothesis to identify and retain
efficient sub-networks to improve training efficiency

FjORD
[38] 2021 11 FedAvg

Utilize ordered dropout to maintain a structured hierarchy
of knowledge within the model, facilitating efficient
extraction of sub-models

H-FL
[39] 2021 138 FedAvg

Address statistical heterogeneity among clients by
employing lossy SVD and bias correction mechanisms

PruneFL
[40] 2022 132 FedAvg

Introduce a two-stage pruning process to reduce model size
while preserving performance, tailored for FL environments

FedPM
[41] 2022 12 FedAvg

Use a binary mask approach inspired by the lottery ticket
hypothesis to prune models, enhancing efficiency

FedTiny
[42] 2022 132 FedAvg

Enhance adaptability by using batch normalization statistics
for initializing models, suitable for diverse data distributions
across clients

SoteriaFL
[43] 2022 0.05 FedSGD

Combine differential privacy and communication compression
to protect data while reducing the overhead in FL

FedPrompt
[44] 2022 223 FedAvg

Focus on prompt tuning techniques for fine-tuning pre-trained
models in federated environments, optimizing performance on
specific tasks

FedBERT
[45] 2022 117 FedAvg

Adapt the BERT model for FL, enabling pre-training and
fine-tuning across distributed datasets

FedCLIP
[46] 2023 85 FedAvg

Adapt the CLIP for federated settings by leveraging adapter-
based fine-tuning to handle multi-modal tasks effectively

FedPEFT
[47] 2023 85 FedAvg

Introduce parameter-efficient fine-tuning methods that modify
only few parameters, reducing the burden on client devices

FedPETuning
[48] 2023 125 FedAvg

Conduct benchmark analyses of adapter-based fine-tuning
techniques, assessing their efficiency in FL

SLoRA
[49] 2023 67 FedAvg

Optimize LoRA for non-IID federated settings, using
parameter moderation to handle diverse data distributions

FedOBD
[50] 2023 17 FedAvg

Segment FMs into semantic blocks for selective transmission,
reducing communication costs while maintaining performance

FedIT
[51] 2023 7,000 FedAvg

Apply instruction tuning to the LLaMA model, allowing it to
handle a variety of tasks simultaneously in a FL setting

FwdLLM
[52] 2024 7,000 FedSGD

Combines Backpropagation-free training with
parameter-efficient methods to adapt FMs for mobile devices
with limited resources

approach involves computing a weighted average of the param-
eters from local models (i.e., the weighted average method).
Prominent examples of this approach include FedAvg/FedSGD
[32], FedProx [22], and FedMA [70].

To the best of our knowledge, currently, there is not FL
aggregation technique specifically tailored for FedFM. The
prevailing practice has gravitated towards adopting the basic
vanilla versions of FedAvg or FedSGD, with the latter being
equivalent to FedAvg when the number of local epochs (E) is
set to one, as shown in Fig. 5. Table III provides a summary of
the aggregation methods adopted by existing FedFM works.

The preference for simple weighted averaging by existing
FedFM methods has been driven by three primary factors.

• The scale of FMs results in a significant computational
overhead for the aggregation process at the server-side,
rendering more complex methods such as FedMA [70]
less appealing, particularly considering the computational
challenge of running Hungarian algorithms on billions of
parameters. FedAvg-based methods are not only efficient
but also well-suited for parallelization, making them
effective for aggregating a large number of parameters.

• Recent benchmarking studies [71] indicate that empiri-
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TABLE IV
SIZES OF FMS UNDER CENTRALIZED LEARNING SETTING

METHODS YEAR ↓ SIZE (M) MODEL DESCRIPTION

BERT
[53] 2018 340

A transformer-based model pre-trained on large text corpora, widely used for
various NLP tasks

GPT-1
[54] 2018 117

The first Generative Pre-trained Transformer (GPT) model, designed for
language modeling tasks, setting the foundation for subsequent versions

GPT-2
[4] 2019 1,500

An improved version of GPT with significantly more parameters, enhancing
performance on a range of NLP tasks

GPT-3
[5] 2020 175,000

A large-scale language model with 175 billion parameters, capable of
performing a wide variety of language generation and comprehension tasks

ViT
[55] 2020 632

The Vision Transformer model by applying transformer architecture to image
classification tasks, demonstrating high performance on standard benchmarks

T5
[56] 2020 11,000

The Text-to-Text Transfer Transformer, designed to convert all NLP tasks into
the text-to-text format, achieving state-of-the-art performance

DALL-E
[57] 2021 12,000

An image generation model that creates images from textual descriptions,
showcasing the capabilities of generative models

CLIP
[58] 2021 1,000

A multi-modal model that can understand and generate images and text,
trained to connect textual descriptions with images

Gato
[59] 2022 1,200

A generalist agent by DeepMind capable of performing various tasks across
different modalities using a single neural network

PaLM
[60] 2023 540,000

A Pathways Language Model designed for scaling up to very large models,
demonstrating strong performance across a wide range of NLP tasks

LLaMA
[61] 2023 69,000

A large-scale language model designed for multi-task learning, integrating
capabilities across different domains to enhance versatility

GPT-3.5
[62] 2023 20,000

GPT-3.5 Turbo models can understand and generate natural language or code
and have been optimized for chat but work well for non-chat tasks as well

GPT-4
[6] 2023 1,800,000

GPT-4 is large multimodal model (accepting text\image inputs and outputting
text) that can solve difficult issues with greater accuracy than GPT-3.5

Chinchilla
[63] 2023 70,000

An efficient language model designed by DeepMind, focusing on optimized
training efficiency and resource utilization

Flamingo
[64] 2023 80,000

A model designed for visual understanding tasks, integrating both vision and
language inputs for improved performance

LLAVA
[65] 2024 15,000

A vision-language model aimed at handling multi-modal tasks, combining
visual and textual data to improve task performance

LLaMA 3
[66] 2024 70,000

The models are pre-trained on 15 trillion tokens of text gathered from publicly
available sources with the instruct models fine-tuned on instruction datasets

GPT-4o
[67] 2024 Not disclosed

GPT-4o (“o” for “omni”) has the same high intelligence as GPT-4 Turbo but is
much more efficient—it generates text 2x faster and is half cheaper

LLaMA 3.1
[68] 2024 405,000

An auto-regressive LLM that uses an optimized transformer architecture. The
tuned versions use supervised fine-tuning and reinforcement learning with
human feedback to align with human preferences for helpfulness and safety

cally, FedAvg-based techniques often outperform more
complex methods across a variety of datasets and FMs.

• Perhaps most crucially, many existing methods incor-
porate the weighted averaging concept inherent in Fe-
dAvg (e.g., by aggregating only a subset of parameters).
These methods shall be discussed in detail in Section
IV-D. Some studies have demonstrated a preference for
FedSGD over FedAvg [35], [43], [52] due to its supe-
rior performance, partially attributable to the asymmetric
nature of computational and network costs [52].

2) Mixture of Experts:
In traditional FL, there is commonly a trade-off between the

complexity, frequency and overhead of aggregation methods
and the performance of the resulting global model. Increased
complexity and frequency, along with increased overhead,
nudge FL closer to distributed learning, where aggregation
occurs after every local iteration, leading to low efficiency.
Conversely, reducing these factors can enhance efficiency but
often results in reduced model performance. With bandwidth
being a limiting factor, the significantly larger sizes of FMs
tip the balance in favour of simpler aggregation techniques.

Recently, promising studies have emerged, suggesting that
simpler aggregation methods can be effective. The concept
demonstrated in [72] shows that averaging the weights of sev-
eral models, each fine-tuned with varying hyper-parameters,
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Fig. 5: Illustration of weight averaging strategy of aggregation
methods in FedFM.

can enhance both accuracy and robustness. This finding has
notably been observed with large pre-trained models. This
phenomenon suggests that aggregating independently trained
FMs just once after training might still yield performance
improvements. Building on this insight, [73] advocates for the
utilization of FMs that have been fine-tuned across a spectrum
of tasks, by averaging all the fine-tuned weights to produce the
final model. This final model shows enhanced generalization
to out-of-distribution data, indicating that averaging FMs,
particularly those fine-tuned on disparate local tasks, can be a
promising aggregation technique for FedFM.

On the other hand, the potential for more sophisticated
aggregation strategies remains. The emergence of large-scale
language models based on Mixture of Experts (MoE) [74],
exemplified by GLaM [75] and ST-MoE [76], has showcased
exceptional capabilities across various tasks. These MoE ar-
chitectures incorporate a myriad of smaller, specialized sub-
models orchestrated by a routing function (gating network)
that aligns with the principle of dedicated local models in
FL, as shown in Fig. 6. The efficacy of MoE models is
significantly influenced by their learned routing mechanisms
[77]. This concept resembles the aggregation strategies in FL,
where local model outputs are synthesized to form a global
model. The routing mechanism in MoE could inspire a novel
class of aggregation strategies in FL, where dynamic data-
driven approaches could allocate model contributions in a
similar manner. Exploring aggregation strategies that mirror
MoE’s routing scheme, adapting it to the distributed nature
of FL, could inspire new FedFM model aggregation methods.
Such exploration might involve designing algorithms that not
only learn from local data but also intelligently decide how
to combine local updates to form a robust global model, po-
tentially redefining FedFM aggregation approach as a learned
component rather than a fixed rule.

MoE-FL [78] uses MoE to aggregate a robust global
model on the server. It assumes trust between the server and
clients where each client shares partial data with the server.
Although the produced robust aggregation model can filter
outliers (poisoned/corrupted/outdated client models), sharing
partial local data may be prohibited in most FL applications
with privacy requirements. To alleviate the data heterogeneity
problem in FL, FedMix [79] allows each client to utilize MoE
for adaptively selecting which client expert models are relevant
to it. Fed-MoEs [80] obtain all client local models pre-trained
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Fig. 6: Illustration of MoE strategy of aggregation methods in
FedFM.

on local data, these pre-trained models, the aggregated global
model, and the private client model form the experts of MoE
on each client. The client uses MoE to dynamically combine
these experts for domain adaptation, addressing the domain
shift problem but introducing significant communication over-
head due to transmitting multiple models to each client.

PFL-MoE [81] applied MoE into personalized FL (PFL)
to improve model personalization while maintaining model
generalization. It constructs an MoE for each client, involving
the gating network and two expert models - the global model
and the local personalized model. Each client uses the gating
network to generate two weights for the outputs of two expert
models and mixes the weighted outputs as the final output.
pFedMoE [82] first introduced MoE into model-heterogeneous
personalized FL (MHPFL) to achieve the collaboration of
heterogeneous client models while achieving efficient com-
munication and computation. Each client is constructed with
an MoE formed by a gating network, the shared homogeneous
feature extractor as the global expert, and the heterogeneous
client model as the local expert. For each local data, the gating
network produces a pair of personalized weights for the repre-
sentations of the two experts, and the client weighted averages
them as a complete representation which involves both global
generalized and local personalized feature information.

D. Computationally Efficient FedFM

This section delves into recent advances in training FMs via
FL techniques, with a focus on enhancing computational effi-
ciency. Specifically, we examine a set of methods including:
1) Parameter-Efficient Fine-Tuning (PEFT), 2) Prompt Tuning,
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and 3) Instruction Tuning. These three types of methods have
been shown to be feasible, as shown in Fig. 7.

Traditionally, FL has predominantly involved full model
training, a process where all parameters of a model are trained
from the ground up. This approach includes strategies for
training entire FedFM framework. For instance, [45] explores
federated pre-training of models within the BERT family,
which can include up to 117 million parameters. As a founda-
tional architecture for many FMs, BERT represents a critical
component of this research domain.

Training FMs from scratch in an FL context has demon-
strated its potential. However, this approach tends to be less
reliable and less effective for models exceeding 100 million
parameters. The substantial computation and communication
requirements associated with training such larger models sig-
nificantly constrain the feasibility of traditional full model
FL training techniques for FMs. Consequently, the shift from
pre-training towards more computationally efficient adaptation
methods (e.g., PEFT, prompt tuning, instruction tuning) is
promising for overcoming these limitations.

1) Parameter-Efficient Fine-Tuning:
PEFT refines FMs by optimizing a minimal subset of model

parameters, strategically positioned throughout the model.
This approach significantly reduces computational and storage
requirements, demonstrating that even large models can be
efficiently adapted by tweaking a handful of parameters [83].

A pioneering PEFT technique, adapter tuning [84], modifies
pre-trained models with minimal parameter adjustments. It
integrates specialized adapters with a bottleneck design be-
tween model layers. BitFit [85] selectively updates only the
bias terms within FMs, leaving other components unchanged.
Low-Rank Adaptation (LoRA) [86] updates attention weights
through low-rank matrices, thereby minimizing the number
of parameters required for training. Typically, the proportion

of trainable parameters in such methods is around 1% of the
entire FM. For instance, conventional fine-tuning of a model
like GPT-3 necessitates adjusting approximately 175 billion
parameters—a task that is untenable for most industry and
academic settings. By employing LoRA and focusing solely on
low-rank matrices within each transformer layer, the training
process involves just 37.7 million parameters.

Under FL settings, Sun et al. [47] introduced FedPEFT, an
innovative approach for fine-tuning FMs. This method freezes
the majority of the model weights, focusing on adjusting a
minimal subset of parameters tailored to specific downstream
tasks. FedPEFT evaluates the efficiency of four distinct PEFT
strategies including, Head-tuning, Bias, Adapter and Prompt-in
the context of the Vision Transformers (ViT-B) with 85 million
parameters. Their findings demonstrate that these targeted
fine-tuning methods achieve comparable results to centralized
model fine-tuning with non-IID data, while remarkably re-
ducing communication overhead by over 99%. FedCLIP [12]
also experimented with an Adaptor-based PEFT method using
adapter aggregation even based on FedAvg, showing the better
performance than standard FedProx and FedAvg.

FedPETuning [48] conducted an extensive benchmark anal-
ysis of adapter-based fine-tuning techniques under FL settings.
Their findings indicate that both approaches, integrating addi-
tional adapters and utilizing LoRA, can achieve comparable
accuracy. However, LoRA-based fine-tuning incurs only one-
third of the communication overhead required by methods
involving extra adapters. SLoRA [49] introduced an optimiza-
tion of LoRA tailored for non-IID FL settings. It employs
a ratio to moderate the influence of updates from individual
clients, aiming to counteract the drift caused by heterogeneous
data distributions. Although it reportedly matches the perfor-
mance levels of full model fine-tuning, it requires a consider-
able warm-up period to ensure that all clients share a common
initialization of LoRA. pFedLoRA [87] first introduced LoRA
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into model-heterogeneous FL, it designed a lightweight linear
low-rank adapter shared by clients with heterogeneous local
models for effective knowledge exchange, achieving efficient
communication and computation. SA-FedLoRA [88] applied
LoRA to fine-tune a large-scale pre-trained model in FL, it
freezes the pre-trained model and trains a LoRA adapter with
reduced ranks as communication rounds increase, improving
model performance while consuming low communication and
computational overheads. FFA-LoRA [89] utilizes LoRA to
fine-tune LLMs, it freezes the pre-trained LLMs and the
randomly initialized non-zero matrix of LoRA, and it only
fine-tunes the zero-initialized matrix of LoRA to address data
heterogeneity, enhance privacy preservation under differential
privacy (DP), and improve computational efficiency.

For heterogeneous scenarios, cross-device FL systems often
include devices with varying resource capacities, leading to
differences in model training efficiency [90]. To mitigate this
issue, several methods have been devised to tailor model
architectures for resource-heterogeneous FL systems. LoRA-
based FedPEFT, for example, offers notable flexibility and
adaptability in fine-tuning frozen FMs without overloading
client devices. [91] suggested assigning LoRA adapters to
different numbers of layers for clients based on a randomly
generated mask matrix. Alternatively, selecting diverse LoRA
ranks according to the system capabilities of clients is another
strategy. [92] designed FlexLoRA, which dynamically adjusts
local LoRA ranks. This method reconstructs the full-sized
LoRA module for server-side aggregation, followed by SVD-
based parameter redistribution. However, [93] observed that
this reconstruct-redistribute approach results in performance
degradation compared to homogeneous LoRA. Consequently,
they designed HETLORA in [93] by employing zero-padding
to standardize module sizes before aggregation and then
truncates the global LoRA modules to fit the specific rank
requirements of the subsequent clients.

FwdLLM [52] is designed to adapt FMs for use on mobile
devices with stricter resource constraints. To address this
issue, it integrates Backpropagation (BP)-free training with
parameter-efficient training approaches. Rather than relying
on traditional BP to calculate precise gradients, the BP-free
method introduces minor and self-generating perturbations
to these ML model parameters. It then evaluates how these
perturbations affect model predictions compared to the original
unperturbed model. If a perturbation results in predictions that
are closer to the actual labels, it is considered to be guiding
the model towards the global optimum. Remarkably, FwdLLM
demonstrates substantial performance enhancements, achiev-
ing convergence three orders of magnitude faster and reducing
the memory footprint by close to 15 times.

2) Prompt Tuning:
Prompt tuning is a highly effective strategy for adapting

pre-trained models to specific downstream tasks. This tech-
nique involves appending natural language texts to either the
beginning or the end of inputs or outputs. It aims to guide
the pre-trained models towards executing particular functions
[94], [95]. Among the various fine-tuning methods, prompt
tuning stands out for a variety of benefits, which make them

particularly suitable for FL for which computational efficiency
and task effectiveness are paramount.

A key significant advantage of prompt tuning is that it
often does not require modifications to the FM parameters,
thereby markedly lowering computational overhead. Further-
more, in scenarios involving limited training data, skillfully
crafted prompts can effectively substitute for hundreds of
labeled examples [96], demonstrating its potential to enhance
model performance with minimal resources. Prompt tuning
specifically focuses on optimizing the likelihood of obtaining a
desired output by augmenting the original input with trainable
embedded prompts. It is important to note that under FL
settings, the desired outputs can differ across FL clients.

FedPrompt [44] introduced an approach that focuses on
efficient transmission and aggregation of prompts generated
across FL clients. It aims to enhance the performance of a
pre-trained model on specific downstream tasks by centrally
combining the insights gained from locally generated prompts.
Their results highlight the challenges posed by data hetero-
geneity and the inconsistency of desired outputs across FL
clients. It has been observed that such heterogeneity in data
distributions and objectives leads to performance decline of
5-10% compared to models trained in a centralized manner.

3) Instruction Tuning:
Instruction tuning is an effective method for improving the

functionality and manageability of LLMs [97]. It involves
additional training of FMs using pairs of instructions and the
corresponding outputs, where an instruction specifies a task
for a model and the output represents the expected result in
accordance with the given instruction. The appeal of employ-
ing instruction tuning for FedFM stems not only from its
computational efficiency, which facilitates the quick adaptation
of FMs to particular domains. In this way, there is no need for
extensive re-training or modifications to the model structure.
In addition, it also effectively narrows the divergence between
FMs’ inherent next-word prediction goals and the actual user
intent, aligning with the aim of personalized FL [33]. This
approach also leads to more consistent and predictable model
behaviors. Through instruction-based fine-tuning, models are
more closely guided in output generation, ensuring alignment
with user expectations and enhancing overall controllability.

FedIT [51] explores the application of instruction tuning to
the LLaMA-7B model under FL settings, catering to a variety
of client-specific tasks simultaneously. Similar to methods
discussed previously, FedIT also applies LoRA for fine-tuning
FMs and leverages FedAvg for aggregating LoRA parameters.
A distinctive aspect of FedIT is its utilization of structured
instruction-output pairs for fine-tuning FMs. The findings
from their study indicate that federated instruction tuning,
offers substantial benefits over centralized training approaches.
This demonstrates its potential to enhance model performance
effectively, even in the presence of task diversity.

E. Communication Efficient FedFM

The complexity of FMs directly translates to inflated com-
munication overhead between FL clients and the FL server
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in FedFM, hindering efficient collaboration. Although as dis-
cussed in Section IV-D, it is not always necessary to transmit
an entire FM, fine-tuning billion-parameter FMs by adapter
still requires the transmission of millions of parameters. This
highlights the need for communication efficient FedFM re-
search. In this section, we highlight two primary strategies
for enhancing efficiency: 1) model pruning and 2) model
compression, the readers can refer to Fig. 4.

1) Model Pruning:
Model pruning aims to identify and retain only the es-

sential parts of the model for a specific purpose. An early
model pruning approach is HeteroFL [36], which aims to
accommodate heterogeneous model architectures within FL by
adaptively distributing sub-networks suited to the capacities
of individual clients. It selects and aggregates subsets of the
global model, pruning of a large model into a variety of smaller
more manageable models in effect. FjORD [38] implements
ordered dropout, a technique that organizes knowledge within
a deep neural network in a structured and hierarchical manner.
This allows for the extraction of compact sub-models without
retraining. Ordered dropout enhances computational efficiency
by dropping model components in sequence rather than at
random, aligning with the optimization capabilities of contem-
porary linear algebra libraries. The approach is complemented
by a self-distillation process to refine the model further.

Building on these foundations, PruneFL [40] proposed a
two-stage model pruning process specifically designed for FL
environments. Initially, a “warm-up” phase involves selecting
a single capable and trusted client to prune the model using its
local data, thereby starting the FL process with a streamlined
model. In the subsequent “adaptive pruning” phase, the server
periodically adjusts the model by removing or reintroducing
parameters over multiple iterations. FedPM [41] adopts a
strategy inspired by the lottery ticket hypothesis for model
pruning. Rather than utilizing a pruned model as an initial
point, it initializes the random binary mask guided by the
common seed for all clients. At the end of each round of
FL training, clients return their binary masks to the server.
The server then constructs a global model by computing a
weighted average of these masks. FedTiny [42] follows a
similar approach to PruneFL, but with a novel initialization
step. It utilizes batch normalization values from clients’ data
as the basis for selecting a shared initialization, thereby
enhancing adaptability to diverse client data distributions.

2) Model Compression:
Another approach for improving the communication ef-

ficiency of FedFM is through model compression. Unlike
pruning which typically removes or masks unnecessary param-
eters without changing model structures, compression involves
transforming the model structure or using quantization and
coding techniques to represent the model more compactly.1

Deep models often operate with full precision (32-bit), but
in practice such high degree for computation may be not
always necessary. FedPAQ [35] leverages this fact to reduce
communication overhead. Note that dynamic quantization only

1Some research regards pruning as a model compression method [98].

benefits communication. Depending on the infrastructure, the
model updates might need to cast back to full precision,
thereby incurring additional computational burden. SoteriaFL
[43] strikes a balance among privacy, convergence accuracy
and communication efficiency. For model compression, it
utilizes a straightforward algorithm, CDP-SGD, which effec-
tively integrates communication compression with DP-SGD
for enhanced efficiency.

H-FL [39] addresses the challenges posed by the statistical
heterogeneity of client data, which often leads to performance
degradation in FL models. A notable aspect of its design is the
utilization of lossy singular value decomposition (SVD) [99]
applied to the feature matrix for model compression. While
this technique enables efficient data representation, it compro-
mises model accuracy. To counteract this, H-FL incorporates
a bias correction mechanism that is activated prior to each
FL training round on the client side. It is designed to adjust
the gradients of features affected by the lossy compression.
This corrector comprises of multiple fully connected layers,
which are sequentially arranged and whose parameters are
dynamically updated based on the SVD outcomes of the
features extracted from the initial, shallow model layers.

FedOBD [50] segments a large model into semantic blocks.
It enables FL server and clients to selectively exchange quan-
tized blocks. This strategy assesses the importance of blocks
over individual parameters, enabling the selective omission
of less critical blocks to significantly reduce communication
overhead, while preserving model performance. In addition,
FedOBD incorporates the advanced Adaptive Deterministic
Quantization for Neural Networks (NNADQ) to further im-
prove communication efficiency. Results show that it can
achieve a two-fold reduction in communication costs com-
pared to FedPAQ, highlighting its potential in improving
communication efficiency for FedFM.

V. TOWARDS TRUSTWORTHY FedFM

Attacks and defenses on traditional FL process have been
extensively studied [100]. In this section, we review selected
studies on robustness and privacy issues in FL, and point out
the intellectual property of FedFM. We further break down
each domain into specific areas as shown in Fig. 8.

A. Robustness of FedFM

There are numerous studies on robust FL, among which the
robustness against poisoning attacks launched by Byzantine
clients is the main focus. Diverse poisoning attacks that exploit
vulnerabilities in FL and various Byzantine-robust FL schemes
have been proposed.

1) Poisoning Attacks:
FL poisoning attacks aim to compromise either the global

model or the training process. They can be divided into two
categories: 1) targeted attacks and 2) untargeted attacks, based
on whether the attacks aim to manipulate model outputs or
disrupt global model convergence (Fig. 9).

Targeted Attacks: They are usually utilized by attack-
ers to manipulate the specific global model outputs, while
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Fig. 8: Taxonomy for trustworthy FedFM techniques consisting of three main domains: 1) Robustness, 2) Privacy, and 3)
Intellectual Property, each of which is further divided into specific strategies that address the challenges of FedFM.

maintaining its benign performance. During the training
phase, the attackers inject crafted poisoned samples into the
training dataset, which can perturb the decision boundaries
of the model within a small sub-space, resulting in miss-
classifications. These perturbations usually depend on the
victim model’s overfitting the trigger patterns on benign inputs.
Various trigger generation schemes [101]–[103] have been
proposed to make attacks stealthier. Targeted attacks on FL
[104], [105] have been proposed to elevate the survivability
and utility of the attacks.

Untargeted Attacks: They are often launched by attack-
ers to prevent the FL model from achieving convergence.
Specifically, the attackers could craft and submit local mod-
els that introduce significantly high variances if aggregated
into the global model, perturbing and even blocking it from
being optimized towards the global optimum. An example
is the Gaussian attack, in which poisoned model parameters
are randomly sampled from a Gaussian distribution. Various
advanced poisoning sample generation algorithms [106]–[110]
usually aim to craft samples in training datasets to make the
models achieve maximum validation losses.

Under FedFM settings, the reliance on contextual inputs
(i.e., in-context learning) makes the prompts given by the
trainer play a significant role in FM training. This can be
a potential vulnerability to be exploited by targeted attacks.
Various prompt-based targeted poisoning attacks against lan-
guage models [111]–[113] have been proposed, which could
also threaten the integrity of FedFM.

2) Poisoning Defenses:
Defense for Targeted Attacks: Defending against targeted

attacks is more challenging under FedFM settings. Specifi-
cally, due to the high complexity of FM training tasks, the
poisoned input that triggers the FM misbehavior is more
stealthy. Existing backdoor detection approaches [114], [115]
mainly rely on generating cross-category sample transfer
shortcuts via optimization, given the model and total number

of categories. However, the ML tasks for FMs introduce a
enormously high level of complexity (e.g., millions of image
classification categories), making existing defense mechanism
against targeted FL attacks intractable.

Defense for Untargeted Attacks: However, achieving the
objective of such attacks can be challenging in FedFM, due
to the large sizes and high local heterogeneity of FM training
tasks. Firstly, to achieve validation loss maximization, an
attacker needs to repeatedly train a local shadow model to form
a differentiable poisoning sample optimization objective. This
is infeasible in FedFM considering the huge costs introduced
by FMs. Secondly, the local ML tasks can be heterogeneous,
making it hard for such attacks to compromise global FM
convergence or performance.

To defend against FL poisoning attacks, the FL server
usually adopts Byzantine-robust aggregation rules to ensure
poisoned local model updates are excluded from model ag-
gregation. Such aggregation rules can be divided into three
categories: 1) geometrical outlier detection, 2) top performance
selection, and 3) other hybrid schemes.

Geometrical Outlier Detection: These schemes discard local
model updates which are regarded as geometric outliers, and
only aggregates the remaining ones to form the global model.
Some approaches [116] calculate the Euclidian distances
among local model updates to determine the divergences
among them, and remove those with the highest degree of
heterogeneity from the majority. Others [117] analyze the
parameter-wise geometrical divergence, removing the smallest
and largest values of the same parameter of all model updates,
and only aggregating the remainders to produce the final
corresponding parameter in the global model.

However, these schemes are not compatible with FedFM.
Specifically, due to the significant multi-modality of local
models and high levels of heterogeneity among local data
distributions, there might be significant natural geometric
divergence among benign local model updates, sometimes
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Fig. 9: Illustration of poisoning and privacy attacks in FedFM.

even making them geometrically incomparable. Besides, the
huge scales of FMs also make the calculation of divergence
computationally intensive. Hence, for FedFM, existing de-
fenses against FL poisoning attacks from Byzantine clients
might not be effective.

Top Performance Selection: These schemes require a clean
validation dataset to be stored by the central FL server to
evaluate each local model update from the clients, selecting
and aggregating the ones with top performance. Some schemes
[118], [119] choose to aggregate the local model updates that
contribute the largest validation loss reduction. Others [120]
choose to aggregate the local model updates that contribute
the largest accuracy improvement.

However, these schemes might not be feasible under FedFM
settings. Specifically, due to the significant heterogeneity of
local training tasks, benign local model updates might also
show sub-optimal perform on the validation dataset. It can
be challenging to construct a validation dataset due to the
currently unclear evaluation metrics for FM performance. The
huge scales of FMs and the corresponding datasets also make
effective evaluation of local model updates costly.

Hybrid Schemes: Research works have emerged [121]–
[123] in an attempt to form hybrids schemes to take advantages
of the aforementioned by combining them together. These
works often update a benchmark model with a central clean
dataset, and lower the weights assigned to local model updates
that significantly deviate from the benchmark (or even discard
them completely) during aggregation. Although these methods
have achieved superior robustness, they have also inherited the
limitations from the aforementioned categories of approaches
which make them incompatible with the FedFM settings.

B. Privacy of FedFM

Privacy preservation has always been a central focus of FL
research. A wide range of privacy attacks have been studied

and potential defenses have been proposed.

1) Privacy Attacks:
Privacy attacks in FL are generally designed to access the

victim client’s private information given based on auxiliary
information essential for FL model training (e.g., the victim’s
local model updates or gradients). They can be divided into
two categories: 1) membership inference attacks, which at-
tempt to infer the involvement of a specific data sample in FL
training, and 2) data reconstruction attacks, which attempt to
recover a victim client’s original training data (Fig. 9).

Membership Inference Attacks: They aim to infer whether
a specific data sample is in a victim client’s local training
dataset, which can be used to infer about the victim’s private
information such as identity for instance. Specifically, with
a victim client’s model (white box) or a trained shadow
model that imitates it (black box), the attacker could train an
attack model that infers whether a data sample belongs to the
victim’s local dataset. Schemes like [124]–[126] under black
box settings usually train several shadow models with datasets
partitioned in a variety of ways into training and validation
sets. Then, correspondingly labeled as in (indicating used for
training) and out (indicating not used for training), training
and validation data, together with their predictions/logits, form
the training dataset for the attack models. Recent studies have
proven that such attacks can work on generative models (e.g.,
diffusion models [127]), demonstrating the potential risks of
membership inference attacks on FedFM.

However, the reliance on the original victim or shadow
model makes this category of attacks difficult to implement
under FedFM settings. The significant scale of FMs and the
highly restricted external access to FMs (black box nature)
make existing membership inference attacks designed for FL
intractable for FedFM. Nevertheless, recent studies [128] have
proposed membership inference attacks which do not rely on
a shadow model against prompt-based LLMs. Therefore, the
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threat still exists.
Data Reconstruction Attacks: These attacks aim to re-

construct the actual training data used from a victim client’s
model. Through various optimization methods (e.g., model
inversion, gradient matching, adversarial training), an attacker
can generate data samples that are close to the original ones
in the victim’s training dataset. Schemes based on diverse
techniques (e.g., gradient matching [129], [130], GAN [131])
have been developed and demonstrated to be effective under
the traditional FL settings.

Due to the large sizes of FMs, data reconstruction attacks
on FedFM can incur significantly costs. However, recent
studies show that in various FM training scenarios, the model’s
superior ability of information representation and frequent
model-client interactions can lead to privacy leakage, making
data reconstruction attacks feasible. With specifically crafted
prompts, FMs could generate sensitive feedback [132]–[134],
from which the attackers can gain access to private information
about the training datasets.

2) Privacy Defenses:
A wide range of defenses against privacy attacks in tra-

ditional FL settings have been proposed to preserve clients’
data privacy. The mainstream schemes are generally designed
to make trade-offs between knowledge integrity and pri-
vacy guarantees. Specifically, through model perturbation or
compression techniques (e.g., differential privacy, confidence
masking, model compression/sparsification), clients can re-
duce the risk of exposure of local private information through
model parameters, while avoiding significantly negative impact
on model performance.

By adding statistical noises to the shared local model
updates, differential privacy techniques can provide guarantees
on privacy preservation to different extents [135]–[137]. The
trade-off between privacy preservation and model performance
has been widely studied, with Game Theory often being
leveraged to constrain the variance of the noises added to
the model while compensating the privacy risks of clients
through incentive mechanisms [138], [139]. The difficulty of
recovering private local data could be further enhanced by
incorporating mechanisms of gradient/model compression and
sparsification [140]–[143]. Due to the tension between model
performance and degree of compression, the trade-off between
performance and privacy is also an important topic of study
[143], [144], aiming to find potentially optimal solutions of
privacy guarantee with limited impact on performance.

Due to their simplicity and flexibility, the approaches men-
tioned above are compatible with FL schemes with various
modalities and scales. Hence, they could be promising solu-
tions to addressing privacy issues under FedFM settings.

C. Intellectual Property of FedFM

Intellectual property protection is crucial for securing the
ownership of FedFM against unauthorized use, such as model
theft [145]. In the context of FedFM, we explore two main
intellectual property protection strategies: 1) black-box fine-
tuning and 2) watermarking (Fig. 10). By integrating these in-

Watermarking

Server

Black-Box Fine-Tuning

Fig. 10: Illustration of intellectual property protection strategy
in FedFM.

tellectual property protection strategies, FedFM can ensure the
secure and efficient use of FMs across distributed networks.
The combination of black-box fine-tuning and watermarking
provides a comprehensive approach to safeguarding intellec-
tual property in FL environments, making FedFM a robust and
secure framework for collaborative AI model development.

Black-Box Fine-Tuning: Black-box fine-tuning refers to
methods that fine-tune FMs without accessing the model’s
internal parameters [146]. This approach is particularly rel-
evant in FL, where maintaining the integrity and ownership of
the original models is crucial. Black-box fine-tuning methods
often add new parameters while keeping the original model
unchanged, thus preserving the original model’s intellectual
property. For example, Fed-BBPT [147] is a prompt tuning
framework that enables the joint training of a lightweight
prompt generator across multiple clients. This framework al-
lows clients to fine-tune their models locally without accessing
or altering the core model parameters. Similarly, FedBPT
[148] uses an evolutionary algorithm to train optimal prompts
that enhance the performance of frozen FMs. These black-
box fine-tuning methods ensure that local fine-tuning of FMs
can be achieved while maintaining robust intellectual property
protection. However, current research mainly focuses on few-
shot learning with small datasets for FM fine-tuning, indicating
a need for further exploration with larger datasets and other
data types to fully leverage the potential of black-box fine-
tuning in FedFM.

Watermarking: Watermarking is a widely-used technology
for intellectual property protection that embeds identifiers
into models to prove ownership. In FL environments, [145]
introduced WAFFLE, a solution for embedding watermarks
into global models. This technique ensures that the ownership
of the model can be verified even when the model is distributed
across multiple clients. More recently, [149] developed DUW
algorithm, which embeds a unique key into each client’s local
model. This key can identify the source of a leaked model
and verify ownership, thereby providing a robust mechanism
for intellectual property protection in federated settings. The
use of watermarking in FedFM not only secures the global
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TABLE V
SUMMARY OF THE MAIN CATEGORIES OF INCENTIVE MECHANISMS IN FL

GENERAL
OBJECTIVES

APPLICATION
SCENARIOS

MAIN
ADVANTAGES

MAIN
DISADVANTAGES

RELATED
WORKS

Contract
theory

Maximizing the clients’ key
performance indicators

Scenarios with complete infor-
mation asymmetry

Efficient resource-
based reward

Reliance on traditional
optimization methods

[150]–[157]

Game
theory

Finding equilibrium solutions
among participants to achieve
utility maximization

Scenarios where interactions
among participants are complex

Efficient handling of
multifaceted goals

Prolonging training time [155], [156], [158]–[166]

Auction
mechanism

Maximizing the social welfare Scenarios with high competition Fairness & efficiency May lead to dishonest
behaviors

[167]–[188]

model but also extends protection to individual client models,
ensuring comprehensive intellectual property protection across
the entire FedFM network.

VI. TOWARDS INCENTIVE MECHANISMS FOR FedFM

The remarkable success of FL depends on clients (a.k.a.,
data owners) actively engaging during the training process. In
reality, data owners might hesitate to join FL without proper
compensation, especially if it involves significant commitment
of local resources for training FMs. Thus, developing robust
incentive mechanisms is imperative to motivating clients to
participate in the FedFM training process, while deterring
misbehaviours through punitive measures. Table V provides
an overview of existing incentive mechanisms in FL.

A. FL Incentive Mechanisms

Contract theory, game theory and auction mechanism are
three widely adopted techniques in FL incentive mechanism
design. Thus, we review and discuss existing works based on
these three categories.

1) Contract Theory-based Methods:
To address the information asymmetry issue, [150] devised

an incentive mechanism categorizing FL participants based on
data quality and compute resources, offering rewards based
on contributions. FL participants select contracts to maxi-
mize profits, facing penalties for failures to meet the terms.
This approach attracts high-quality data owners, enhancing
FL performance and optimizing incentive payouts. Compared
to Stackelberg game-based methods [151]–[153], it is more
adaptable to asymmetric information.

However, [154] noted limitations in existing techniques
[150], [155], [156], which only allowed the FL server to
make decisions based on a single dimension of consider-
ation. They proposed a two-dimensional incentive scheme
considering training costs and communication delays, dealing
with incomplete information regarding heterogeneous device
networks. FL clients offering specific training data sizes and
timely updates are selected, with penalties for non-compliance.
Their method can effectively deal with a weak level of
information asymmetry. However, strong information asym-
metry challenges server decision-making, potentially leading
to incentive mismatches.

2) Game Theory-based Methods:
Stackelberg Game-based Methods: In FL, direct commu-

nication between the server and clients for exchanging model

parameters has been identified as a source of inefficiency. To
tackle this issue, [156] proposed a relay network to construct
a communication platform, introducing a Stackelberg game to
analyze the interaction between clients and the server. This
game involves decisions about transmission power and relay
node selection due to wireless network interference. In [155],
the emphasis is placed on fair treatment of clients, recognizing
potential selfish behaviours. They addressed challenges in
synchronous batch tasks, introducing an incentive scheme
to reduce time delay through a Stackelberg game. Another
contribution by [158] focused on enhancing communication
efficiency by a crowdsourcing framework. They employed a
two-stage Stackelberg game to model the interaction between
mobile edge computing (MEC) servers and clients. Rewards
are determined based on local model accuracy. Building on
these works, [159], [160] extended Stackelberg game-based
FL incentive mechanisms to model interactions in edge net-
works. The server acts as a leader offering a reward, moti-
vating clients to perform more FL training rounds to improve
model accuracy. [161] criticized existing incentive schemes
for privacy burdens on the FL server. They proposed a two-
stage Stackelberg game to ensure privacy with a specialized
budget. Users can strive towards optimizing utility under a
given privacy budget. In [162], a distributed market model
involving IoT devices, MEC operators and a cloud operator
was introduced. It leverages Stackelberg game to optimize
revenue and energy consumption. These studies highlight
the importance of incentive design, privacy preservation, and
efficient communication in FL, demonstrating the potential of
Stackelberg games in optimizing server-client interactions.

Yardstick Competition-based Methods: Stackelberg
game-based approaches tend to be time-consuming [163].
To address this, [163] introduced a novel yardstick compe-
tition scheme, aiming to reduce training time in synchronous
stochastic gradient descent. The yardstick serves as a bench-
mark, calculating acceptable delay with rewards being de-
termined based on client deviations from it. However, this
approach estimates delay solely based on CPU power without
considering communications related factors.

Shapley Value-based Methods: In [164], a two-phase
framework incentivizing edge servers in a collaborative cloud-
edge-device setting was proposed. It leverages Shapley Value
(SV) to distribute rewards based on edge server contributions.
However, it does not incentivize data-contributing devices. SV-
based methods [189] can assess contributions by FL clients,
but often incur high computation costs. To address this issue,
[165] introduced the Contribution Index (CI) based on SVs. It
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Fig. 11: Taxonomy for incentive mechanisms for FedFM techniques consisting of three main domains: 1) Participant Selection,
2) Reward Distribution, and 3) Contribution Evaluation, each of which is further divided into specific strategies that address
the challenges of FedFM.

is effective but only applicable to horizontal FL settings.
Temporal Incentivization: In [166], the Federated Learning

Incentivizer (FLI) was designed to address delays in compen-
sating FL contributors. FLI is a real-time payment algorithm.
It emphasizes fair treatment and efficient budget allocation.
Compared with contemporary schemes, FLI is able to deal
with practical FL scenarios in which the revenue generated by
the FL model is gradually received and disseminated among
contributors in a post-hoc fashion.

3) Auction-based Incentivization:
Reverse Auction-based Methods: Approaches based on

reverse auction aim to help the server select clients in a
monopoly market to maximize its utility [176]–[185]. They
often leverage techniques such as reputation, blockchain, deep
reinforcement learning, and graph neural networks. More-
over, they are typically tailored for monopoly markets, where
there is only one server (i.e., data consumer) and multiple
clients. For example, RRAFL [181] incorporates reputation
and blockchain into a reverse auction. The data consumer
publicizes its FL task, and clients bid for it unde RRAFL.
The data consumer then determines the winning clients based
on their reputation values, which are derived from their data
quality and reliability track records in a blockchain.

Forward Auction-based Methods: Methods in this cate-
gory study how multiple data consumers shall bid for the same
pool of clients to maximize their utility [186]–[188]. In [186],
an optimal bidding function was proposed for data consumers,
considering not only their limited budgets and the suitability
of clients, but also prior auction-related knowledge such as
the distribution of clients and the probability of winning
the ongoing auction. It demonstrates that the estimation of

client utility and the appropriate winning function significantly
impact the optimal bidding strategy.

Double Auction-based Methods: FL incentive mechanisms
based on double auction generally aim for social welfare
maximization, social cost minimization or maximizing all
servers or clients utility [167]–[170]. They facilitate optimal
client-server matching and pricing, and are applicable in
cases where there are multiple FL servers and multiple FL
clients. For example, in [168], an iterative double auction-
based method for computing resource trade was proposed to
achieve social welfare maximization. The method alternates
between optimizing three objectives, while adhering to pricing
rules to determine the winners and pricing.

Combinatorial Auction-based Methods: Similar to those
based on double auction mechanisms, methods based on com-
binatorial auction mechanisms also aim to maximize social
welfare, minimize social cost and maximize the utility of all
involved FL servers or clients [171]–[175]. They are suitable
for scenarios in which FL clients sell resources in the form
of packages, and FL servers compete for these packages.
For instance, in [175], a multi-round sequential combinatorial
auction model was adopted to allocate clients with limited
resources to servers with heterogeneous resource requirements.
In this approach, servers sequentially publicize their resource
requirements and bidding values for different clients. The
client-server matching and payments are then optimized.

B. Discussions on FedFM Incentive Mechanisms

It is worth noting that the current incentive mechanisms
primarily emphasize participant selection based on a data-
centric approach in traditional FL settings. Specifically, the
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Fig. 12: Illustration of participant selection in FedFM.

FL server determines participant recruitment by assessing the
characteristics of the data held by the candidates. Nevertheless,
given the expansive scale and nuanced execution specifics
of FedFM, it might be beneficial for FedFM to adopt a
model-centric approach for participant selection, selecting
participants based on the characteristics of their models. In
the next section, we envision promising approaches for de-
signing effective incentive mechanisms for FedFM from three
interconnected and critical directions (as shown in Fig. 11):
1) participants selection, 2) contribution evaluation, and 3)
reward distribution.

C. FedFM Participant Selection

Figure 12 summarizes FedFM participants selection. The
model selection process in FedFM encompasses two critical
dimensions: 1) horizontal fitness for task-specific training and
2) vertical capability for training.

1) Horizontal Fitness for Task-Specific Training:
The horizontal dimension, addressing the fitness of task-

specific training, entails the selection of a model that meets the
training requirements for various tasks. Given the huge scale
of typical FMs, direct training from scratch can be challenging.
Consequently, a strategy of pre-training followed by fine-
tuning is commonly adopted. Typically, techniques such as
LoRA [86] are applied for fine-tuning the pre-trained model
to align with downstream tasks, which might turn out to be
diverse (e.g., NLP, computer vision). In this context, the pre-
trained FM should be robust and flexible enough to adapt to
various downstream tasks. To achieve this goal, it is necessary
to select a mixture of FMs hosted by FL participants based
on their task training abilities. To this end, it is crucial to gain
insight into the relationships among participants as well as the
relationships between participants and the training tasks.

Relationships among Participants: There are two types of
relationships among participants: 1) the substitute relationship
and 2) the complementary relationship. In the context of

FedFM, a substitute relationship between two participants
implies that the model or contribution of one participant can be
substituted by those of another, without significantly affecting
the overall performance or objective of FedFM. It suggests
a degree of similarity or equivalence in the roles of the
two participants in FedFM. The complementary relationship
among participants in FedFM refers to a situation where
the contributions, capabilities or characteristics of different
participants complement each other, thereby enhancing the
overall performance or effectiveness of FedFM.

To effectively manage various participants based on their
relationships, clustering can adopted, drawing inspiration from
their successful application in conventional FL [190]. In
particular, according to the relationship among participants,
they can be grouped into clusters, with substitute participants
assigned to the same cluster while complementary participants
assigned to different clusters. Then, in the participation selec-
tion process, multi-agent mechanisms [187] could be leveraged
with each agent assigned to help manage a cluster, in order to
achieve the target performance goals for FedFM.

Relationships between Participants and Training Tasks:
With FMs pre-trained on publicly available datasets with
general knowledge, the significance of uniqueness of local
data and domain-specific knowledge of each FedFM partic-
ipant becomes important for enhancing domain-specific FM
performance. To effectively manage the relationships among
participants and training tasks, a possible approach is to adopt
a combination of relationship networks, reputation systems,
blockchains, and graph neural networks:

• Graph Neural Networks (GNNs) [191]: GNNs offer
powerful means to model the complex interconnections
among participants, their local data, domain expertise,
and the target tasks or domains. Through encapsulating
these intricate relationships, the network can discern the
relevance and synergies among participants’ contributions
to particular domains or tasks. Leveraging this insight,
strategies for knowledge transfer, model personalization,
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and resource allocation can be orchestrated, thereby max-
imizing the utilization of participants’ distinct data and
expertise to boost domain-specific FedFM performance.

• Reputation Systems [181], [187]: A reputation system
can incentivize participants to contribute high-quality,
domain-specific data and knowledge to the FedFM train-
ing process. Participants can earn higher reputations
by consistently providing valuable contributions, which,
in turn, can grant them increased training resources,
greater influence over global model updates, or pref-
erential access to personalized domain-specific models.
The tracking of participants’ reputation can be facili-
tated by blockchains [181], which support transparency,
immutability and decentralization. This encourages par-
ticipants to curate and share their most relevant and
unique local data, ultimately benefiting the performance
of domain-specific FedFM.

2) Vertical Capability for Training:
The vertical dimension, focused on the ability to train,

entails selecting a mixture of model components that can
be assembled into a coherent FM. A large-scale FM can
be divided into various components based on the role of
each of them. These components can be combined together
through techniques akin to conventional FL. For instance, in
heterogeneous FL, the local model of each participant can be
segmented into two primary parts: the feature extractor and the
classifier [192]. The feature extractor maps the input data into
the latent space representation, while the classifier translates
these representations into output logits.

In [193], [194], FedLEGO was proposed to address model
heterogeneity issues in conventional FL. It treats participants’
local models as a LEGO toy, disassembling them into bricks by
layers. Subsequently, FedLEGO reassembles these bricks into
new model structures. Drawing inspiration from heterogeneous
FL, we envision that FM construction can be performed
similar to LEGO, where it can consist of various functional
building blocks hosted by diverse FedFM participants to be
assembled together. We envision a multi-step approach for
FedFM training through layer-wise decomposition, function-
wise layer grouping, reassembly candidate generation, and
candidate stitching.

• Layer-wise Decomposition: Initially, the FedFM is dis-
assembled into layers, focusing on the operation type of
each model component. This step aims to identify the
layers and their corresponding operation types within the
FMs.

• Function-wise Layer Grouping: Subsequently, in the
function-driven layer grouping step, these layers are
grouped based on their functional similarities. Utilizing
K-means style algorithms, these layers can be clustered
together based on their functional attributes.

• Reassembly Candidate Generation: The reassembly
candidate generation step involves assembling various
functional candidates by combining the learned layer
groups based on their functions. This step results in mul-
tiple functional candidates with diverse configurations.

• Candidate Stitching: Finally, the functional candidates

are stitched together to form various FMs tailored
to specific downstream tasks. This approach enhances
the adaptability and flexibility of FedFM, allowing for
the construction of task-specific FMs by reassembling
learned functional components.

This envisioned modular approach can enhance the flexibil-
ity and adaptability of FedFM. It allows for the construction
of diverse model configurations tailored to specific tasks or
requirements. This Lego-inspired approach can be promising
in dealing with model heterogeneity, promoting collaborative
learning in FedFM settings.

D. FedFM Contribution Evaluation

Participant contribution evaluation is crucial to the success
of FedFM for the following reasons. Firstly, the intricate
non-linearity and complexity of FedFM pose a challenge for
stakeholders to understand the internal working mechanisms
and decision making processes. This lack of transparency
can diminish trust and impede adoption, especially in safety-
critical sectors like finance and healthcare [195]. Secondly, the
evaluation of FedFM contributes to an enhanced understanding
of their strengths and weaknesses. For instance, the Prompt-
Bench benchmark [196] demonstrated that existing FMs are
sensitive to adversarial prompts, thereby emphasizing the im-
portance of prompt engineering for better model performance.

Contribution evaluation in FedFM is more challenging
compared to the current approaches for centralized FMs or tra-
ditional FL. Firstly, different from centralized FM evaluations,
FedFM cannot directly assess the quality of the training data
used due to privacy protection requirements. Secondly, FedFM
evaluation is limited by the resource constraints in terms
of communication power and local computation of the FL
clients involved. Thirdly, compared to traditional FL, FedFM
evaluation can involve a large number of sequences, resulting
in insufficient test coverage [197].

There are a number of existing evaluation methods for
traditional FL and centralized FMs, but few for FedFM. In this
section, we discuss existing evaluation methods and envision
promising research directions for designing new FedFM eval-
uation protocols. We present approaches which cover relevant
works to evaluate the model performance, analysis the decision
results, and provide insights into the contributions of individual
participants and datasets.

1) Contribution Evaluation for Traditional FL:
Client and Sample Contribution Evaluations:
The performance of the global FL model highly relies on

the quality of the local dataset. Client and sample contribution
evaluation can help the FL server analysis this through tracing
back to local data, and is important to model aggregation.
FL client and sample contribution evaluation methods can be
divided into two main categories: 1) Shapley value (SV)-based
evaluation and 2) influence-based evaluation (Table VI).

Shapley Value-based Evaluation: SV-based evaluation
methods provide insights into FL clients’ data via evaluating
their contributions to the performance of the final FL
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TABLE VI
SUMMARY OF EVALUATIONS OF TRADITIONAL FL MODELS

Evaluations of
Traditional FL Models

Detailed Methods
: suitable STAKEHOLDERS

THREAT
MODELS

PRIVACY
PROTECTION

TARGETS

PRIVACY
PROTECTION
TECHNIQUES

EFFECTIVENESS
METRICS

S1 S2 A1 A2 P1 P2 P3 T1 T2 T3 E1 E2
Client & Sample

Contribution Evaluation
Influence-based ✓ ✓ ✓ ✓ ✓ ✓

Shapley value-based ✓ ✓ ✓ ✓ ✓ ✓ ✓ ✓
Feature Contribution

Evaluation
Model-Agnostic ✓ ✓ ✓ ✓
Model-Specific ✓ ✓ ✓ ✓ ✓

S1: To FL Server A1: Semi-Honest Participants P1: Raw Data T1: Differential Privacy E1: Post-Interpretation Performance
S2: To FL Client A2: Malicious Participants P2: Data Distribution T2: Homomorphic Encryption E2: Faithfulness

P3: Label T3: Secure Multi-party Computation

model. Existing SV-based evaluation methods mostly focus
on improving computational efficiency, while maintaining
accuracy performance of the estimated SV. The original SV
method is prohibitively expensive since the required utility
function evaluation grows exponentially with the number of
FL participants.

Existing FL evaluations based on efficient SV calculation
can be divided into two categories: 1) accelerating within-
round evaluations, and 2) decreasing the number of rounds
of sub-model evaluation. For the accelerating within-round
evaluation approach, instead of re-training them from scratch,
gradient-based SV [198] and local embedding-based SV [199]
methods have been proposed to reconstruct sub-models. For
the decreasing the number of rounds of sub-model evaluation
approach, three popular methods have been proposed. The
first evaluates every possible sub-model within the original
SV setting based on gradient-based estimation [165], [200].
The second method leverages randomly sampled permutation
evaluation [201], [202] which produces the estimated SV of
an FL participant as its expected contribution. However, since
the number of selected permutations is fixed, potentially im-
portant permutations may be overlooked, leading to inaccurate
estimation. Thus, the third approach [203], [204] combines the
within-round and between-round truncation approach and the
guided Monte Carlo sampling and in order to prioritize sub-
model permutations based on their importance.

Another branch studies the problem of secure SV calcula-
tion under malicious settings. In [205], a two-server secure SV
calculation protocol was designed, which leverages a hybrid
scheme to avoid ciphertext-ciphertext multiplications. Another
work [206] designed a group-based SV computation scheme
leveraging a blockchain-based secure aggregation framework
in order to protect participants’ data privacy.

Influence-based Evaluation: Although SV-based FL client
and sample contribution evaluation consider the complex de-
pendencies among clients, they are generally highly expen-
sive to compute. Influence-based FL contribution evaluation
methods have been proposed to efficiently evaluate the con-
tribution of FL clients and their local data samples on FL
model performance. Existing influence-based methods can be
divided into two main branches. The first [207], [208] perturbs
clients or their local samples to retrain FL models, and uses
the difference in performance (e.g., test loss, test accuracy)

between the new and the original model to approximate client
or sample contribution. However, since this method requires
retraining of FL models on all clients’ datasets or individual
samples, the evaluation procedure is prohibitively expensive
[209], [210].

The second category uses influence function methods [210]
that leverage the second-order optimization technique to avoid
the expensive retraining. An early approach leveraging in-
fluence functions in client contribution evaluation is Fed-
influence [211]. To measure the influence of a client, Fed-
influence sums up all sample influence values since there is
an additive property of the influence function when measuring
changes in test predictions [212]. However, this approach
requires clients to calculate the inverse of the Hessian matrix
and transmit it, which incurs large computation and com-
munication overhead. To reduce the overhead of influence
approximation, emerging methods [209], [213]–[215] leverage
the Hessian vector product to approximate the influence val-
ues. They are capable of achieving the linear operation costs,
making them promising for practical adoption.

Feature Contribution Evaluation:
Model-Agnostic Evaluation: These methods consider an FL

model as a black-box and attempts to measure the relevance
of each feature to the learning task to filter out irrelevant ones.
They leverage various statistical measures (e.g., mutual in-
formation, F-statistics, Gini-impurity [216]–[218]) to compute
per-feature relevance scores. Another branch of methods use
efficient gradient-based SV estimation approaches for feature
contribution evaluation [207], [219]. However, they methods
require the FL server to familiarize all the IDs of clients’
features, which might violate clients privacy and make them
unsuitable for practical vertical FL applications.

Model Specific Evaluation: The utilization of attention-
based evaluation method enables the server to interpret which
specific parts of inputs are leveraged by the global FL model.
In [220], a hierarchical attention mechanism is proposed which
develops task-specific attentions to access personal feature
correlations. Besides, a temporal attention layer is designed
to evaluate cross-client temporal correlations at the FL server
level. The final visualization of the attention weights is used
to determine which features the global model focuses for indi-
vidual predictions. Another work, Flames2Graph [221], offers
a personalized evaluation approach for the multivariate time
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series FL classification issue, which can extract and visualize
the essential sequences that highly activate network neurons to
capture the temporal dependencies among them. Furthermore,
[222], [223] proposed a federated feature selection method,
which introduces a Gaussian stochastic dual-gate based on
the l0 constraints to efficiently and privately approximate the
probability of selected feature.

2) Contribution Evaluation for Centralized FMs:
Existing evaluation approaches designed for FMs can be

divided into: 1) model-based evaluation, and 2) training data-
based evaluation.

Model-based FM Evaluation:
The initial objective of language models, particularly FMs,

is to enhance language processing task performance (e.g.,
inference accuracy, robustness, trustworthiness). There are two
common evaluation methods for FMs: 1) automated evalua-
tion, and 2) human evaluation.

Automated Evaluation: Automated evaluation of FMs com-
monly adopts standard indicators or metrics and evaluation
tools to assess model performance. These include accuracy,
fairness, ROUGE [224] and BERTScore [225]. For instance,
the BLEU score [226] has been leveraged to measure the
similarity and quality between the text generated by the FM
and the reference text by the machine translation task. Due
to its simplicity and automatic computing, this evaluation
metric is widely adopted by existing FM evaluation effort.
In addition, with the deployment of FMs, more advanced
automated evaluation approaches are emerging. For example,
Lin et al. [227] proposed a unified multidimensional automated
evaluation approach, LLM-EVAL, for domain conversations.
PandaLM [228] trained an additional LLM to evaluate differ-
ent models, which is suitable for reproducible and automated
language model evaluation.

Human Evaluation: Human evaluation aims to assess the
quality and accuracy of FM-generated results by human
participation. Different from automated evaluation, human
evaluation focuses more on specific application scenarios and
can provide more comprehensive results. Usually, evaluators
consist of experts, researchers or the target users. Recent
human evaluation methods involve tasks including generation,
summarization and analogical reasoning tasks. Bubeck et al.
[229] conducted various human-crafted tests on GPT-4. It can
be observed that GPT-4 performs close to or even exceeds
human performance on various tasks. In practice, automated
evaluation and human evaluation are considered for adoption
on a case-by-case basis.

Training Data-based FM Evaluation:
During fine-tuning, the training data might not be equally

important for a pre-trained FM. On the one hand, pre-trained
FMs are prone to significant performance degradation with
noisy data. This effect can be further amplified when noisy
samples are highly influential to the model. On the other hand,
specific knowledge embedded within some samples might
have been extracted after several training rounds. Therefore,
they can be ignored afterwards without affecting final fine-
tuned model performance. Therefore, it is important to identify

noisy samples and important samples in the fine-tuning data
to improve training efficiency and model performance. Jain
et al. [230] evaluate FMs from the data-based perspective by
eliminating the need for laborious labeling of new data. In
[231], an efficient SV-based data evaluation method has been
proposed. It achieves this design goal through an efficient
sampling-based method that aggregates SV values calculated
from subsets for valuation of the entire training set, and a value
transfer method that leverages value information extracted
from a simple classifier trained by representations. DataInf
[214] is a computationally efficient influence approximation
method that is based on an easy-to-compute closed-form
expression. It can be easily applied to FMs.

3) Contribution Evaluation for FedFM:
As for evaluating FedFM, so far, there have been few

relevant works. The work [232] proposed a logic rule learning
approach to select the optimal chain-of-thoughts prompts for
improving the interpretability of federated prompt selection
for multi-domain FMs. They cast this problem as a bi-
level program, and solve it through variational expectation
maximization. The work [233] proposed to evaluate FedFM
by comparing the performance of the federated parameter-
efficient fine-tuned model with traditional centralized fine-
tuning methods. FedIT [234] leverages FL framework for
FM instruction tuning and conducted studies on the widely
used GPT-4 to exploit the heterogeneous and diverse sets of
instructions. FedNLP [235] is a benchmark framework for
evaluating FL methods on four common formulations of NLP
tasks: text classification, sequence tagging, question answering
and seq2seq generation. They proposed a universal interface
between Transformer-based language models (e.g., BERT,
BART) and FL methods under various non-IID partitioning
strategies.

SV-based methods have been extensively employed in con-
ventional FL scenarios to assess the contribution of each
participant. However, applying SV-based methods to measure
contributions in FedFM settings presents two notable chal-
lenges: inference latency and compositional gap.

Inference Latency:
Due to the substantial number of model parameters, directly

utilizing SV-based methods for contribution evaluation in
FedFM is impractical [203]. The vast scale of participants,
coupled with a large number of participation records, sig-
nificantly amplifies the complexity and time-latency involved
in both training and inference. The large model size further
hinders the feasibility of incorporating timely contribution
feedback to update and refine the utility of each participant, as
is customary in traditional FL settings. This timely feedback
plays a pivotal role in the participant selection process.

Compositional Gap:
FMs often grapple with the issue of a compositional gap,

where they struggle to generate correct answers to compo-
sitional problems, even though they can correctly answer
all their sub-problems [236]. Directly requiring contributions
from FMs for each participant is currently beyond their capa-
bilities. FMs cannot fully exploit the open-world knowledge
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Fig. 13: Illustration of reward distribution in FedFM.

encoded in them [237], [238], making it challenging to assess
the contribution of each participant or even each component
under FedFM settings.

E. FedFM Reward Distribution

Similar to traditional FL, FedFM reward distribution, shown
in Figure 13, needs to address the following issues.

1) Incentive Alignment:
Reward distribution mechanisms must align with the overar-

ching goals of FedFM. This includes decisions about the struc-
ture of rewards (e.g., monetary vs. non-monetary), whether
rewards are distributed centrally or via smart contracts on a
blockchain, and the criteria for reward eligibility. Ensuring
that incentives align with the FedFM objectives is essential
for motivating participation.

2) Free-Riding Minimization:
To maintain the integrity of the incentive structure, it is

crucial to prevent free-riding, where some participants benefit
without actively contributing to FedFM. Effective mecha-
nisms, such as requiring a minimum level of participation or
using reputation systems, can deter free-riding behaviours.

3) Cost Balancing:
Managing the costs associated with rewards while ensuring

the long-term sustainability of FedFM is a delicate balancing
act. Striking the right balance between incentivizing partic-
ipants adequately and maintaining the financial viability is
essential for long-term sustainable operation of FedFM.

VII. FedFM IMPLEMENTATION AND APPLICATIONS

Implementing FedFM requires careful consideration of both
hardware and platforms capable of handling the computational
and storage demands of large-scale models. Below, we provide
a concise tutorial on the key components and tools commonly
used in FedFM applications, referencing the platforms in Table
VII and the representative applications in Table VIII.

A. FedFM Implementation

Setting up FedFM involves a multi-faceted approach in-
volving both the software and hardware aspects to enable
distributed training and fine-tuning across diverse devices
while maintaining data privacy and security. It can be sig-
nificantly facilitated by well-designed platforms and libraries
supporting FL and the unique requirements of FMs. Here, we
discuss leading FL frameworks which support large-scale FMs,
including advanced hardware configurations and specialized
platforms.

1) Platform and Library Considerations:
An overview of prospective platforms and libraries for

FedFM are shown in Table VII. We focus on frameworks
such as FedML [239], FederatedScope-LLM [240], Fate-
LLM [241], and OpenFedLLM [71], comparing the methods
supported, dataset compatibility and maximum model sizes as
showcased in their examples.

• FedML [239] is a flexible and scalable platform designed
for implementing and experimenting with various FL
models. It supports both simulation and real-world de-
ployment, making it an ideal choice for research and prac-
tical applications of FedFM. FedML’s integration with
popular machine learning frameworks like TensorFlow
and PyTorch allows for seamless adaptation of foundation
models in federated settings.

• FederatedScope-LLM [240] is an extension of Federat-
edScope focused on LLMs. It addresses the unique chal-
lenges of training LLMs in a federated environment, such
as efficient communication and privacy preservation. This
platform is relevant for FedFM as it provides specialized
tools to manage the complexities of FedFM.

• Fate-LLM [241], a specialized version of the Federated
AI Technology Enabler (FATE) platform, is tailored
for LLMs. It leverages secure computation protocols
and privacy-preserving techniques, making it suitable for
FedFM applications that require strong data security and
compliance with privacy regulations.

• OpenFedLLM [71] is an open-source framework aimed
at facilitating the FedFM. Its extensibility and ease of use
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TABLE VII
COMPARATIVE ANALYSIS OF FL PLATFORMS AND LIBRARIES THAT SUPPORT FMS

Platforms
NO. OF
AGGREGATION
METHODS

METHODS TO IMPROVE
COMPUTATIONAL
EFFICIENCY

METHODS TO IMPROVE
COMMUNICATION
EFFICIENCY

NO. OF
DATASETS

LARGEST
MODEL

FedML [239] 11 PEFT (powered by HuggingFace) None Unknown LLaMa2 (7B)

FederatedScope-LLM [240] 1 LoRA, P-Tuning, Prompt-Tuning,
Instruction-Tuning None 6 LLaMa (7B)

Fate-LLM [241] 1 LoRA, Prompt Tuning,
Full Fine-Tuning

Quantization,
Knowledge Distillation 3 LLaMa (7B)

OpenFedLLM [71] 7 LoRA, Instruction Tuning Quantization 8 LLaMa2 (7B)

make it a valuable tool for developing FedFM workflows.
OpenFedLLM supports various FL paradigms and inte-
grates with existing ML libraries, promoting innovation
in FedFM.

The findings reveal a trend towards integrating state-of-the-
art techniques to facilitate FedFM. However, there appears
to be little emphasis on computational efficiency. Notably, all
frameworks have been assessed with contemporary large-scale
FMs, underscoring their practical relevance. Utilizing these
frameworks can facilitate the reassessment of techniques pre-
viously surveyed with actual FMs, potentially catalyzing novel
research directions. Implementing FedFM is an emerging and
evolving research area, with continuously improving tools
and practices. Selecting the right combination of platforms
and libraries depends on the specific requirements of FedFM
tasks, including the type of FMs involved, privacy, security
and scalability requirements, as well as the computational
resources available.

2) Hardware Considerations:
For servers, high-performance central servers are crucial for

coordinating the FL process. These servers, often hosted on
cloud platforms like AWS2, Google Cloud3, Microsoft Azure4,
or NVIDIA FLARE5, need to have high-end configurations
including multi-GPU setups, large memory, and extensive
storage solutions to manage the aggregation and training of
large-scale models. Distributed edge servers, equipped with
multiple GPUs, high-core-count CPUs, and large memory, act
as intermediaries between the central server and edge devices
to reduce latency and enhance scalability.

Regarding edge devices, high-performance smartphones and
tablets equipped with the latest processors, substantial RAM,
and storage capabilities are suitable for initial phases of model
training and inference tasks. Powerful laptops and desktops
with multi-core CPUs, ample RAM, and dedicated GPUs are
essential for edge clients participating in FedFM. Additionally,
advanced IoT devices with enhanced processing units, such
as NVIDIA Jetson series6 or Google Coral AI accelerators,
can support model inference and lightweight training tasks in
distributed settings.

2https://aws.amazon.com/
3https://cloud.google.com/?hl=en
4https://azure.microsoft.com/en-gb
5https://developer.nvidia.com/flare
6https://www.nvidia.com/en-us/autonomous-machines/embedded-systems/

3) Practical Implementation:
For simulation and testing, high-performance computing

clusters equipped with multiple GPUs and high-speed inter-
connects can mimic large-scale federated environments and
provide insights into performance bottlenecks. Cloud-based
simulation platforms such as AWS EC2 with p3/p4 instances,
Google Cloud with TPU support, and Microsoft Azure with
NDv2/NDv4 instances offer scalable simulation and testing
environments for FedFM setups.

Deployment of FedFM systems benefits from containeriza-
tion and orchestration tools like Docker and Kubernetes7. Ku-
bernetes operators can manage the lifecycle of FL jobs, ensur-
ing efficient resource allocation and fault tolerance. For edge
deployment, tools like NVIDIA Fleet Command8 and AWS
IoT Greengrass9 facilitate the deployment and management of
FL models on edge devices, supporting secure and efficient
model inference and updates in distributed environments.

B. FedFM Applications

In NLP, FedFM enables collaborative training of FMs
across diverse datasets, enhancing language understanding
and generation capabilities while preserving data privacy.
For speech recognition, FedFM facilitates the training of
robust models that can generalize across different accents
and languages, leveraging distributed data without centralizing
sensitive voice data. In recommendation systems, FedFM
supports the development of personalized recommendations
by aggregating user preferences from multiple sources, en-
suring privacy and enhancing recommendation accuracy. In
healthcare, FedFM allows for the aggregation of medical data
from various institutions, enabling the development of more
accurate diagnostic models and personalized treatment plans
without compromising patient privacy. The paper [20] also
mentioned some applications of current FedFM methods. The
FedFM applications are shown in Table VIII and the detailed
descriptions of each application are given as below.

• In healthcare, FedPR [242] focused on magnetic reso-
nance imaging (MRI), using an FM pre-trained on public
datasets and training visual prompts from decentralized
clinical data via a personalized FL mechanism, achieving

7https://kubernetes.io/
8https://resources.nvidia.com/en-us-retail-and-edge-ai/

fleet-command-web-page?xs=205038&ncid=no-ncid
9https://aws.amazon.com/greengrass/

https://aws.amazon.com/
https://cloud.google.com/?hl=en
https://azure.microsoft.com/en-gb
https://developer.nvidia.com/flare
https://www.nvidia.com/en-us/autonomous-machines/embedded-systems/
https://kubernetes.io/
https://resources.nvidia.com/en-us-retail-and-edge-ai/fleet-command-web-page?xs=205038&ncid=no-ncid
https://resources.nvidia.com/en-us-retail-and-edge-ai/fleet-command-web-page?xs=205038&ncid=no-ncid
https://aws.amazon.com/greengrass/
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TABLE VIII
RELATED WORKS ON THE APPLICATIONS OF FedFM

Application
(Modality) RELATED WORKS YEAR TASK AND DOMAIN ON-DEVICE PERSONALIZATION

Healthcare (Vision and Text) FedPR [242] 2023 MRI Reconstruction No No
FedTherapist [243] 2023 Mental Health Prediction Yes No

Recommendation System (Text)
GPT-FedRec [244] 2024 General No No

TransFR [245] 2024 General Yes Yes
PPLR [246] 2024 General No Yes

Speech (Audio)
FedE2EASR [247] 2023 Speech Recognition No Yes

FedASR [248] 2023 Speech Recognition Yes Yes
pFedS2T [249] 2024 Speech-to-Text No Yes

Multilingual NLP (Text)

MFPT [250] 2024 Multi-Tasks Yes No
FL-MetaSend [251] 2024 Machine Translation No No
Fed-MNMT [252] 2023 Machine Translation No No

PMMFL [253] 2022 Multi-Tasks No No
FedKC [254] 2022 Language Understanding No No

competitive performance with limited local data. Shin et
al. [243] developed a mobile mental health monitoring
system that uses user speech and keyboard input to fine-
tune FedFM, demonstrating high accuracy in predicting
mental health conditions such as depression, stress, and
mood.

• For recommendation systems, GPT-FedRec [244] uti-
lized ChatGPT’s strong zero-shot generalization ability
in federated recommendation, facilitating hybrid retrieval
and re-ranking of recommendation systems. Zhang et al.
[245] introduced a transparent federated recommendation
framework that enhances recommendation accuracy while
maintaining user privacy. Zhao et al. [246] presented a
personalized privacy-preserving language representation
learning method, using FL to protect user data privacy.

• In the speech domain, Azam et al. [247] proposed fed-
erated end-to-end automatic speech recognition systems,
leveraging FedFM’s advantages in privacy-sensitive audio
scenarios. FedASR [248] showed that FL can improve
automatic speech recognition by training collaboratively
on decentralized audio data. Du et al. [249] introduced
personalized federated speech-to-text models, addressing
the need for accurate speaker-independent performance
while offering personalized adaptation.

• For multilingual NLP, Zhao et al. [250] aimed to enhance
training efficiency in multilingual NLP by adapting pre-
trained FedFM through prompt tuning. FL-MetaSend
[251] used knowledge distillation to selectively transfer
global knowledge based on entropy measures, improving
generalization across various domains. Liu et al. [252]
explored different clustering methods to group adapter
parameters, reducing the negative impact of data diver-
sity. They found that language family-based clustering
significantly outperforms other strategies. Weller et al.
[253] demonstrated that fine-tuning pre-trained FedFM
can achieve performance comparable to centralized fine-
tuning in NLP settings. FedKC [254] employed k-means
clustering on client data to generate representative knowl-
edge, specifically in the form of clustered data centroids.
These centroids were subsequently shared among clients
for local training, enhancing data richness and addressing

heterogeneity issues.

VIII. LESSONS LEARNED ON FedFM

This section summarizes the key insights and takeaways
from Sections IV- VII-A, providing readers with a clear
understanding of the practical implications and broader context
of our findings. Additionally, we have connected these lessons
to the topics discussed in Section IX to ensure a cohesive
narrative throughout this survey.

Section IV focuses on efficient training and aggregation
methods in FedFM. In FedFM, the heterogeneity of client
devices in terms of computational resources and data dis-
tributions necessitates sophisticated customization of model
architectures and training protocols. Techniques such as PEFT
and Prompt Tuning are pivotal for optimizing performance and
efficiency. PEFT methods, including adapter tuning, BitFit,
and LoRA, allow selective fine-tuning of a small subset of
parameters, significantly reducing computational and com-
munication overhead while maintaining high model perfor-
mance. These methods are crucial for adapting large models
in resource-constrained environments by selectively updating
the most relevant parameters. Prompt tuning involves incor-
porating task-specific prompts into the input data, providing
an efficient means of adapting pre-trained models to new
tasks with minimal additional training. Robust and efficient
aggregation methods, such as hierarchical aggregation, are
also essential to reduce communication costs by aggregating
updates at multiple levels. The key lesson here is the necessity
of developing adaptive and efficient training and aggregation
strategies that can cater to the heterogeneous environments
typical of FedFM deployments, ensuring robust and scalable
model training.

Section V focuses on the critical areas of robustness, pri-
vacy, and intellectual property for FedFM. Ensuring robustness
and privacy in FedFM is critical due to the sensitivity of
the data involved and the potential for malicious attacks.
Byzantine robustness addresses the challenge of dealing with
malicious or faulty clients that can disrupt the learning process.
Techniques such as robust aggregation methods, including
geometric median and trimmed mean, help in mitigating the
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impact of Byzantine clients by aggregating updates in a way
that reduces the influence of outliers. Privacy preservation is
equally crucial, with techniques like DP and secure aggre-
gation playing a vital role. Protecting intellectual property is
vital to securing the ownership of FedFM from unauthorized
exploitation, including model theft. The lesson learned here is
the critical importance of developing methods that balance ro-
bustness and privacy with performance, meanwhile protecting
intellectual property of FedFM. Continuous advancements in
cryptographic techniques and robust aggregation algorithms
are essential for enhancing the security and resilience of
FedFM systems against adversarial threats.

Section VI focuses on the incentive mechanism and contri-
bution evaluation for FedFM. The successful deployment of
FedFM relies heavily on the active participation of diverse
stakeholders, necessitating effective incentive mechanisms.
These mechanisms must ensure fairness, transparency, and
security, motivating data owners to contribute their resources
while deterring malicious behavior. Contract theory-based
approaches can formalize participation terms, ensuring stake-
holders are fairly compensated. Game theory-based methods
model interactions between participants as strategic games,
designing mechanisms that promote cooperative behavior and
optimize collective outcomes. Auction-based methods provide
a dynamic approach to incentivization, allowing participants
to bid for the opportunity to contribute or receive rewards
based on their resources and data quality. A critical takeaway
from this section is that incentive mechanisms must be tailored
to the specific needs and behaviors of FedFM participants.
Combining multiple incentive strategies can address diverse
motivations, ensuring sustained and meaningful participation,
which is crucial for the success of FedFM.

Section VIII focuses on the implementation and applica-
tions of FedFM. The implementation of FedFM requires a
comprehensive framework that integrates various components
essential for effective deployment. This section discusses a
structured approach to implementing FedFM, encompassing
data management strategies, model training protocols, and effi-
cient communication mechanisms. The framework emphasizes
modularity, allowing for seamless integration of new methods
and technologies as they evolve. Best practices in data pre-
processing, feature extraction, and model optimization are in-
corporated to ensure robust and scalable implementations. Ad-
ditionally, this section highlights the transformative potential
of FedFM across various applications, including NLP, speech
recognition, recommendation systems, and healthcare. The
lesson learned is that leveraging the comprehensive structure
provided by the FedFM framework, along with its scalability
and adaptability, can significantly enhance the effectiveness
and reach of FL implementations, ensuring they meet the
specific requirements of various real-world applications.

In summary, the lessons learned from Section VIII provide
a foundation for the future directions and open challenges
discussed in Section IX. By understanding the practical im-
plications and challenges identified in our survey, researchers
and practitioners can better address key areas such as advanced
customization, enhanced privacy mechanisms, comprehensive

incentive strategies, and scalable solutions. Future research
should focus on developing more sophisticated adaptive strate-
gies that can dynamically adjust to diverse client environments,
designing robust privacy-preserving techniques that minimize
performance trade-offs, and creating comprehensive incentive
mechanisms that integrate multiple approaches to effectively
motivate diverse participants. Additionally, exploring scalable
and adaptable solutions will be crucial for meeting the evolv-
ing demands of real-world applications and advancing the field
of FedFM.

IX. CHALLENGES AND PROMISING DIRECTIONS

Bringing FedFM into practice involves overcoming some
technical and logistical challenges, including managing het-
erogeneous data and compute resources, ensuring robust and
secure communication, and developing efficient algorithms
for federated optimization and aggregation. Due to regulatory
considerations, when implementing FedFM, it is crucial to
monitor and mitigate biases that might arise from uneven data
distributions across data owners. Auditing and fairness-aware
algorithms can help address these concerns. In this section,
we discuss the memory, computation and communication
challenges of FedFM, as well as promising future research
directions, exploring the synergy between quantum computing
and FedFM as well as novel ways of evaluation to help the
field advance further.

A. Memory and Computing Challenges facing FedFM

The integration of FMs with FL poses several key chal-
lenges, primarily focused on managing the substantial require-
ments for memory and computation resources.

Multimodal GPT-4o: The large scale of FMs, often in-
volving billions of parameters, results in significant memory
demands. This is particularly challenging in FL environments,
where client devices may have limited memory capacities.
The key challenge is developing strategies to accommodate
these large models efficiently within the memory constraints of
diverse client devices. For multimodal GPT-4o Model, it inte-
grates text, audio, and vision capabilities in real-time, promis-
ing to transform human-machine interaction [255], [256].
Further FedFM research can focus on seamless integration and
processing of multimodal data from diverse sources while pre-
serving privacy. Enhancing cross-modal learning in federated
settings enables models to leverage insights from different data
types effectively. Additionally, optimizing the performance of
multimodal models like GPT-4o in FL frameworks is vital,
particularly for communication efficiency and computational
demands.

In FedFM, the demand for high computational resources on
FL client devices poses a persistent challenge. Despite strate-
gies to mitigate this, it remains an open issue. Approaches
such as model splitting [257] and model compression [258]
have been proposed. In addition, efforts are made to develop
lighter models and more efficient training algorithms [259] that
are less taxing on device resources. Yet, these solutions only
offer a partial remedy. The research on federated optimization
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Fig. 14: Challenges and Promising Directions for FedFM.

[32], [260] indicate that finding the right balance between
maintaining model performance and managing resource con-
straints is an ongoing struggle. Although these advances mark
progress, ensuring that FedFM is adaptable for devices with
diverse capabilities continues to be a significant open research
question.

Balancing Efficiency with Model Performance: A pivotal
aspect of FedFM research is finding a balance between reduc-
ing model sizes for compatibility with FL constraints while
maintaining model performance [261]. New strategies need to
be developed for achieving this balance, ensuring that models
are both efficient in terms of resource utilization and effective
in terms of performance.

Efficient Data Curation: Managing the distribution of large
datasets necessary for training FMs in a federated manner
presents unique challenges. Key to this is the development
of methods for efficient data handling, which minimizes data
redundancy and optimizes data usage across multiple nodes
during the training process.

B. Communication Challenges facing FedFM

Through revealing the inherent complexity of FMs, com-
bined with the distributed nature of FL, we identify the
following key communication challenges facing FedFM. This
section discusses the multifaceted challenges associated with
communication overheads, bandwidth constraints, latency, re-
source demand, security, scalability, and privacy, which affect
the operational efficiency of FedFM (Table IX).

Increased Communication Overhead vs. Bandwidth
Constraints: Bandwidth constraints present a critical chal-
lenge to FedFM [262]. The sheer size of FMs necessitates
large transmission overhead, which is compounded by the
need for frequent communication across distributed training
devices (i.e., clients and servers). While strategies like model
compression (using techniques like pruning, quantization, and
knowledge distillation) aim to reduce the size of the mod-
els, and thus the network load [263], they only partially

alleviate the bandwidth demand. Sparse communication tech-
niques [264], which focus on sharing only essential model
updates, help to some extent but do not entirely solve the
problem. Asynchronous communication strategies [265] and
edge computing [266] can reduce network congestion and
data transmission volume. Yet, they cannot fully compensate
for the inherent high transmission requirements of FedFM.
Efficient coding schemes optimize data transmission [267],
but the fundamental challenge of transmitting large volumes of
data in a bandwidth-limited environment persists. Collectively,
these approaches would make strides in addressing bandwidth
issues, but they do not completely solve the challenge, high-
lighting the pressing need for innovative solutions in the field
of FedFM [15].

Latency Issues: The long time it takes to transmit large
volumes of parameter across clients and the FL server is
a significant obstacle in FedFM. This delay is more pro-
nounced when dealing with complex models and numerous,
often geographically dispersed, FL clients. To mitigate this,
techniques such as efficient data serialization [268] and opti-
mizing network protocols have been investigated. Moreover,
implementing edge computing [266], where data processing
occurs closer to the sources, helps in reducing the round-trip
time for parameter transmission. Despite these efforts, latency
remains an open challenge for FedFM, often impacting the
overall speed and responsiveness of the model training and
fine-tuning processes [269].

Scalability Issues: This problem arises because as more
devices join the network, managing and processing their inputs
becomes more complex and resource-intensive. To tackle this,
strategies such as efficient network protocols [278], [284] and
load balancing techniques [279] have been studied to manage
the increased traffic and computational demands. Moreover,
client selection [285], where only a subset of clients are active
at any given time, can help manage the load. However, despite
these efforts, scalability remains a challenge for FedFM. As
the number of FL participants and the complexity of the
FMs increase, achieving scalability remains a major obstacle,
affecting both the effectiveness and adoption of FedFM.
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TABLE IX
SUMMARY OF COMMUNICATION CHALLENGES AND POTENTIAL MITIGATION STRATEGIES IN FedFM

Challenge MITIGATION
STRATEGIES

RELEVANT WORKS

Bandwidth Constraints / Latency Issues Model Compression, Sparse Communication,
Asynchronous Communication, Efficient Coding Schemes [48], [270]–[274]

Resource Demands on Clients Model Splitting, Model Compression,
Lighter Models, Efficient Training Algorithms [257], [260], [275]–[277]

Communication Overheads / Scalability Issues Efficient Network Protocols, Load Balancing,
Active Client Selection [48], [278]–[280]

Privacy Concerns and Security Issues Homomorphic Encryption [281]–[283]

Security Issues: In FedFM supported by advanced net-
work technologies like 5G and beyond (B5G), security issues
pose a significant challenge. The diversity in computing and
communication capabilities across different participants in the
network, stemming from variations in hardware (e.g., CPU,
GPU), network connections (e.g., 4G, 5G, B5G, WiFi) and
energy resources (e.g., battery, charged), leads to system
heterogeneity [286]–[288]. This diversity can introduce in-
consistencies and vulnerabilities in FedFM [289]. Moreover,
the presence of unreliable devices within the network might
lead to Byzantine failures as highlighted in [290], [291]. These
failures refer to scenarios where certain nodes in the network
act in a faulty or malicious manner, further complicating the
security landscape of FedFM. The varying levels of security
across different devices exacerbate the difficulty in defend-
ing against attacks and ensuring system reliability. Despite
ongoing efforts to enhance FL security [22], these inherent
vulnerabilities in FedFM remain open.

Privacy Issues: Privacy concerns in FedFM remain a
significant challenge, despite the ongoing privacy protection
research in traditional FL settings. While FL enhances privacy
by sharing model updates rather than raw data, there are
still vulnerabilities during interactions between FL participants
[292]. For instance, adversaries can exploit these vulnerabili-
ties to perform attacks such as membership inference or gradi-
ent leakage [292]–[294], aiming to extract local training data
from devices. Existing countermeasures, such as homomorphic
encryption (HE) and secure multi-party computation (SMC),
while effective in enhancing FL privacy to some extent, fall
short in fully addressing these malicious attacks. As detailed in
[295], HE can protect against data leakage but is less effective
against more sophisticated threats like membership inference
and gradient leakage attacks. However, it cannot be efficiently
applied on large-scale FMs. Despite these efforts in improving
privacy protection, the evolving nature of threats and the
complexity of FL systems, particularly in the context of FMs,
means that privacy concerns remain a pressing and unresolved
issue in FedFM. The development of more advanced and
resilient privacy-preserving mechanisms continues to be a
critical need in this field.

GPT Model Management: Currently, there are millions
of new GPTs in the GPT Store. The GPT store concept
envisions a vast repository of pre-trained GPT models, each
specialized for different tasks, domains, or languages. FedFM
can explore dynamic selection and personalization of the most
suitable GPT models for specific participant needs. Addition-

ally, efficient FedFM techniques to aggregate updates from
diverse GPT models while maintaining model performance
and privacy are crucial. Optimal management of computational
and data resources is also essential to support millions of
GPT models in a federated environment, ensuring robust
performance and low latency.

C. Promising Direction: Quantum Computing for FedFM

The integration of quantum computing with FedFM presents
a transformative opportunity to enhance FedFM [296]. This
integration could revolutionize the efficiency and capability
of these models [297]. In this section, we envision how four
promising quantum computing techniques (Table X): 1) quan-
tum machine learning, 2) quantum optimization, 3) quantum
security and 4) a combination of quantum entanglement and
quantum aggregation hold promise to improve the efficiency,
trustworthiness and incentives aspects of FedFM.

Quantum ML for FedFM: A key area in which quantum
computing can make a significant impact is matrix operations,
which are widely utilized in ML training. Quantum ML algo-
rithms can perform these operations much faster than classical
algorithms [298]. In the context of FedFM, this speedup can
be particularly beneficial given the large matrices involved in
such models [299]. Another crucial element in ML is gradient-
based optimization, vital for training neural networks (NNs)
in LLMs. Quantum algorithms promise more efficient gradient
computation, potentially expediting the optimization process in
FedFM settings. This enhancement hold the promise to lead
to faster convergence during the training process.

The ability of quantum computing to efficiently perform
certain types of sampling and approximation (e.g., Monte
Carlo sampling) can be advantageous for many ML tasks. For
example, [300] have demonstrated a framework for reservoir
computing with nonlinear quantum reservoirs, showcasing
the computational capabilities across classical and quantum
regimes. Quantum systems enable more efficient data structure
representation, which can expedite computation in NNs during
inference. When fine-tuning FedFM for specific tasks, feature
selection is a crucial process. Quantum computing can offer
efficient solutions for this process, enhancing the performance
of the resulting FMs [301]. Lastly, quantum parallelism can
support simultaneous evaluation of different hyper-parameter
settings. This capability is significant for the hyper-parameter
tuning process, a time-consuming aspect of FM fine-tuning.
Moreover, the capability of quantum computing for handling
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TABLE X
POTENTIAL FOR QUANTUM COMPUTING TECHNIQUES TO ENHANCE FedFM

Quantum Computing
Techniques ( means suitable) GENERAL OBJECTIVES

ASPECTS OF FedFM
Efficiency Incentivization Trustworthiness

Quantum Machine Learning Quantum Speedup for FedFM
(including Training, Inference, and Fine-tuning)

Quantum Optimization Leveraging Quantum and Classical Capabilities
to Optimize FedFM Objective and Cost Functions

Quantum Security Quantum Enhanced Data Encryption
and Quantum Communications for FedFM

Quantum Entanglement and Aggregation Quantum Entanglement Synchronized Updating
and Quantum Aggregation for FedFM

high-dimensional spaces can aid in optimizing the high-
dimensional parameter space of FMs more efficiently.

Overall, quantum computing can accelerate training and
inference, enhancing fine-tuning, and offering innovative ap-
proaches to complex computational tasks in FedFM settings.
This paradigm shift can notably improve the efficiency and
effectiveness of FedFM.

Quantum Optimization for FedFM: Quantum optimiza-
tion in ML, particularly in the context of FedFM, stands as
a significant advancement in training methodologies. Lever-
aging quantum computing capabilities, these techniques aim
to optimize ML models more effectively, focusing on finding
the most suitable parameters to minimize loss functions and
enhance overall performance. Methods like the Quantum Ap-
proximate Optimization Algorithm (QAOA) [302] and Vari-
ational Quantum Eigensolver (VQE) [303] represent a leap
forward in solving optimization problems. These quantum-
based solutions can outperform classical algorithms, espe-
cially in navigating complex, high-dimensional solution spaces
typical in FMs. Such algorithms are not only efficient in
locating global minima, which can be challenging for classical
methods, but also provide more effective ways to fine-tune
model parameters, thereby accelerating convergence to optimal
solutions and enhancing the efficiency of fine-tuning [304].
Quantum Annealing leverages quantum tunneling to efficiently
explore solution spaces and find global minima of objective
functions. Its ability to escape local minima makes it a valuable
tool in the optimization process. It offers a novel approach to
optimizing parameters, especially in FedFM.

The integration of quantum and classical optimization steps
in hybrid algorithms offers a balanced approach. By utilizing
quantum processors for the more computationally demanding
parts and classical processors for other parts, these hybrid
models leverage the strengths of both quantum and classical
computing. They can be particularly effective in overcoming
current limitations of quantum computing, while still har-
nessing its advantages for optimization tasks [305]. Global
optimization is a key factor in FedFM settings, where the
objective is to achieve consensus among distributed models.
Quantum algorithms can efficiently aggregate local updates
and conduct global optimization. This can produce more
effective and cohesive FMs in a collaborative learning environ-
ment. The incorporation of quantum optimization into FedFM
represents a promising direction. By enhancing the efficiency
of finding optimal solutions, these quantum-based techniques

have the potential to significantly improve the performance
and effectiveness of FedFM.

Quantum Security for FedFM: Quantum computing-based
encryption methods are promising for enhancing the privacy
and security of FedFM [298]. Quantum Key Distribution
(QKD) employs quantum properties to create a secure com-
munication channel [306], [307]. It enables the generation of
a shared random secret key for encryption and decryption. Its
sensitivity to eavesdropping ensures high security. In addition,
device-independent QKD (DI-QKD) offers an even higher
level of security by not requiring trust in the quantum devices
used in the protocol [308]. In FedFM settings, QKD can
securely distribute keys among participants, ensuring secure
communication and model updates.

Quantum encryption methods use quantum states for secure
information representation and transmission. They can help
FedFM protect the model parameters transmitted across the
federated network. As quantum adversaries threaten classical
encryption methods, quantum-secure cryptography develops
new techniques that are secure against them. Its incorporation
into FedFM is essential for long-term security. Quantum
authentication protocols ensure the authenticity of data and
participants, which is crucial in FedFM settings to defend
against malicious activities and maintain integrity. Quantum-
secure hash functions can provide data integrity and au-
thentication. They remain secure against quantum attacks,
thus enhancing data integrity in FedFM [309]. Quantum
homomorphic encryption allows computations on encrypted
data without decryption. It can offer privacy protection on
transmitted model parameters during the collaborative learning
effort in FedFM [310]. Blind quantum computing enables
private quantum computations [311]. It can be leveraged
to allow FedFM participants to contribute to the learning
processes without revealing their data. Quantum secure multi-
party computation (SMPC) can extend classical SMPC to the
quantum realm for FL without revealing individual data [312],
thereby ensuring secure communication in FedFM.

Overall, these secure quantum computing methods can be
leveraged to build a comprehensive framework for ensuring
unparalleled security and privacy in data encryption and com-
munication in FedFM settings.

Quantum Entanglement and Quantum Aggregation for
FedFM: Quantum entanglement offers a novel approach to
synchronizing updates in FedFM. This quantum phenomenon,
where two or more particles become interconnected so that the
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state of one instantly influences the others, can be useful for
FedFM in multiple ways. Theoretically, quantum entanglement
might enable immediate synchronization of model updates
across different nodes in a federated network [313]. Using en-
tangled particles to represent model parameters allows changes
in one node to be instantly reflected in all other entangled
nodes, ensuring real-time synchronization of updates. Reach-
ing consensus on model updates among distributed nodes is
a significant challenge in FedFM. Quantum entanglement can
achieve highly resource-efficient synchronization by reducing
communication overhead and allowing for more effective error
correction [314]. This can save bandwidth and computational
resources, with quantum entanglement-assisted aggregation
potentially correlating model updates from different nodes
more efficiently. While still in the theoretical stage, the po-
tential impact of quantum entanglement on FedFM could
revolutionize the way model updates are synchronized, with
highly enhanced efficiency, security and resource management.

Quantum aggregation in FedFM involves leveraging quan-
tum computing principles for aggregating model updates from
various nodes. This process aims to compute a global model
update that effectively integrates local model changes from
each node, potentially enhancing both efficiency and security.
Key approaches in quantum aggregation include the follows.
Quantum superposition [315] and quantum interference [316]
involve using quantum superposition to represent multiple
model updates on a single quantum state. This state can then
be processed to compute a global model updating. Quantum
interference, where quantum states interfere constructively
or destructively, can facilitate efficient FedFM aggregation.
Quantum summation algorithms can perform aggregation tasks
more efficiently than classical algorithms [317]. Leveraging
quantum cryptography techniques, quantum secure aggrega-
tion of model updates can preserve privacy while enabling ef-
fective aggregation. While detailed studies specific to FedFM
and quantum aggregation are not yet available, the principles
of quantum computing offer promising pathways for enhanc-
ing the efficiency and security of FedFM model aggregation.

D. Promising Direction: Model Evaluation of FedFM

Multimodal Data Evaluation: Existing FL evaluation ap-
proaches are generally designed for single-modal data and
cannot be directly adopted by FedFM where multimodal data
which are combinatorial objects (e.g., integers, dates, URL
strings, phone numbers) are often involved. The multiple
modalities and heterogeneity among data owners make it hard
to match samples and conduct model aggregations. Further-
more, when there are noisy samples in certain modalities, how
to select high-quality data and train high-performance models
via FedFM is still an open challenge.

Robust Evaluation: It is crucial to maintain robustness
against varying inputs in FMs trained via FedFM. For exam-
ple, employing identical prompts with distinct grammars and
expressions might result in different outputs from ChatGPT
and other LLMs, which indicates the lack of robustness of
current LLMs to input variations. Although there exist prior
work on robustness evaluation, there is still considerable room

for improving, including using more diverse evaluation sets
and developing more efficient evaluations to achieve robust-
ness task performance.

Evaluation under Complex Threat Models: Existing FL
evaluation methods are mostly based on the simple threat
model of semi-honest participants. This renders them suscepti-
ble to scenarios in which the server or clients are colluding or
malicious. It is imperative to relax this simplifying assumption
to enable future FedFM evaluation methods to handle more
realistic threats in practice. Moreover, understanding how the
adversaries can exploit the interpretations derived from FedFM
evaluation methods to compromise the system is also crucial
for the adoption of FedFM by mission-critical applications.

Efficiency and Accuracy Trade-offs: Existing FL evalua-
tion techniques (e.g., shapely value, influence functions) incur
high computation and communication costs if directly used to
evaluate FedFM. This is especially challenging if resource-
constrained devices are involved. Therefore, research focusing
on trade-off between efficiency and accuracy is very important
for FedFM evaluation for practical adoption.

Actionable Recommendation based on FedFM Evalua-
tion: FedFM evaluation is not the ultimate goal, but rather
a means to its enhancement. A powerful evaluation sys-
tem should not only provide benchmark results, but also
deliver insightful analyses, recommendations and guidance
for future FedFM enhancement. With evaluation results, we
obtain conclusions regarding model performance, robustness,
stability and other factors. It is important to explore adap-
tive explainable federated learning techniques (e.g., federated
neuro-symbolic learning) to provide FedFM designers with
actionable recommendations on how to enhance FedFM.

X. CONCLUSIONS

In this paper, we provide a comprehensive and perspec-
tive survey on the development of FedFM, representing a
significant step towards building FM-based AI systems in
an efficient and collaborative manner. The survey reveals a
complex yet promising set of topics intersecting FL and FMs.
As FedFM continue to evolve, the focus on training and ag-
gregation methodologies, trustworthiness measures, incentive
mechanisms, and participant management strategies will be
crucial for its success. This field is essential for unlocking
the full potential of FL and leveraging the power of FMs.
The proposed taxonomy for FedFM and novel strategies for
participant selection and model training pave the way for
future research, particularly in enhancing privacy-preserving
techniques and leveraging quantum computing for improved
security and efficiency. Overall, the convergence of FedFM
demonstrates significant potential in advancing AI capabilities
while effectively addressing critical challenges in data privacy
and model trustworthiness.
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