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Abstract We evaluate the ADAPTIVEQF by using it to filter queries to an on-

Filters tradeoff accuracy for space and occasionally return false pos-
itive matches with a bounded error. Numerous systems use filters
in fast memory to avoid performing expensive I/Os to slow stor-
age. A fundamental limitation in traditional filters is that they do
not change their representation upon seeing a false positive match.
Therefore, the maximum false positive rate is only guaranteed for
a single and not an arbitrary set of queries. We can improve the
filter’s performance on a stream of queries (especially on skewed
distributions) if we can adapt after seeing false positives.

Adaptive filters, such as telescoping and adaptive cuckoo filters,
update their representation upon detecting a false positive to avoid
repeating the same error in the future. Adaptive filters require an
auxiliary structure, typically much larger than the main filter and
often residing on slow storage, to facilitate adaptation.

However, existing adaptive filters are not practical and have seen
no adoption in real-world systems due to two main reasons. Firstly,
they offer weak adaptivity guarantees, meaning that fixing a new
false positive can cause a previously fixed false positive to come back.
Secondly, the sub-optimal design of the auxiliary structure results in
adaptivity overheads so substantial that they can actually diminish
the overall system performance compared to a traditional filter.

In this paper, we design and implement ApAPTIVEQF, the first
practical adaptive filter with minimal adaptivity overhead and strong
adaptivity guarantees, which means that the performance and false-
positive guarantees continue to hold even for adversarial workloads.
The ApAPTIVEQF is based on the state-of-the-art quotient filter de-
sign and preserves all the critical features of the quotient filter such
as cache efficiency and mergeability. Furthermore, we employ a new
auxiliary structure design which results in considerably low adaptiv-
ity overhead and makes the ADAPTIVEQF practical in real systems.
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disk B-tree database and find no negative impact on insert or query
performance compared to traditional filters. Against adversarial
workloads, the ADAPTIVEQF preserves system performance, whereas
traditional filters incur 2x slowdown from adversaries representing
as low as 1% of the workload. Finally, we show that on skewed query
workloads, the ADAPTIVEQF can reduce the false-positive rate 100X
using negligible (1/1000th of a bit per item) space overhead.
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1 Introduction

Filters [11, 41, 46, 71] are a go-to data structure in systems builders’
toolkits. Filters maintain a compact representation of a set of items,
saving space by allowing a small false-positive ratee: a membership
query to a filter for set S returns YEs for any x € S and returns NO
with probability at least 1—¢ for any x ¢S.

Filters are powerful because allowing false-positives dramatically
reduces the space required to store S. For example, if we are required
to answer queries on S with no errors, then the size of a data structure
is at least log(:‘l) =Q(nlog(u/n)) bits, where u is the size of the uni-
verse [19]. In contrast, modern filters have size nlog(1/¢)+cn, where
cisbetween 2 and 3 [9, 71]. This means that, for typical false-positive
rates around 1% to 0.1%, a filter can store one or two bytes of informa-
tion per item, no matter how large the universe. This bound is tight
up to lower-order terms in that any filter requires at least nlog(1/¢)
bits [19]. Filters have been extensively used to compactly summa-
rize a set of items in networks, storage systems, machine learning,
computational biology, and other areas [2, 13, 16, 27, 33, 34, 40, 44, 50—
52,74,77, 85, 86,90-92, 94].

Types of problems. The following problem settings offer challenges
for traditional filters and opportunities for improvement:
o Static YEs/No lists. Given a set Y of YEs items and a set N of

No items chosen from a universe U, build a data structure that

answers YES to any query for an item in Y, No for any query for
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anitem in N, and answers No with probability at least 1—¢ for any
other item in U.

e Dynamic YEs/No lists. This is similar to the static YEs/No list

problem, except that the sets Y and N may be updated dynamically.

Skewed query distributions. In some settings, the frequency

distribution of queries may be highly skewed. In such settings, the

observed false-positive rate of the filter can be very far from the
expected rate, e. For example, if all the queries are for a single item,
the observed false-positive rate will be 0 or 1, but not in between.

Avoiding repeated mistakes can reduce the false-positive rate of

a filter, or equivalently, reduce the filter size needed to achieve

some target error rate. In summary, filters that ignore the skew

may perform arbitrarily poorly, whereas filters that exploit the
skew can outperform the lower bounds.

o Adversarial queries. In this problem, the goal is to design a filter
that guarantees that the fraction of queries from an adversary that
are false positives is at most ¢, even when the queries are chosen by
anadversary that is trying to cause the filter to return as many false
positives as possible. Here we assume the attacker can detect when
aquery results in a false positive and can repeat queries arbitrarily.
This is a more general case of the skewed-query distribution.

Prior work. Prior work has considered each of these problems sep-
arately, and consequently has developed distinct approaches to solv-
ing each of them. Chazelle et al. [22] describe Bloomier filters, which
encode static YES/No lists. Bloomier filters also support a limited form
of dynamicity—they support moving items between Y and N but not
adding or deleting items. Tripunitara and Carbunar [88] introduce
cascading Bloom filters to solve the static YEs/No list problem, and
these are used in many systems [25, 55, 64, 81, 82]. Reviriego et al. [79]
proposed an extension of the static xor filter to support the static
YES/NO list problem. Li et al. [59] proposed the seesaw counting fil-
ter for the dynamic YEs/No list problem, specifically in the context of
detecting malicious URLs. Mitzenmacher et al. [62] proposed adap-
tive cuckoo filters to solve the skewed-query-distribution problem.
Bender et al. [7] define the notion of an adaptive filter, which offers
strong guarantees on the number of false positives that an application
will see, even with a skewed or even adversarial query distribution,
and present the broom filter, which meets their definition. Bender
et al. [6] analyzed the performance of broom filters [7] on queries
that obey Zipfian distributions. Lee et al. [56] proposed telescoping
filters to address the skewed query distribution problem.

This paper. We argue that all of these problems can be naturally
solved, with comparable space and better performance than the prior
special-purpose solutions, by what we call a monotonically adap-
tive filter, which is a filter that never forgets a false positive. Further-
more, we show how to build fully dynamic monotonically adaptive
filters from quotient filters [70]. We design, build, and evaluate a
fully dynamic monotonically adaptive filter, the ADAPTIVEQF, and
show that it outperforms several prior solutions to these problems.
Finally, we prove lower bounds on the space required to solve the
YES/NO list problem, showing that the ADAPTIVEQF is space-optimal.

Like adaptive filters, monotonically adaptive filters can adapt,
i.e. they can update their state to correct false positives. Bender et al.
defined what it means for a filter to be adaptive: every query has a
probability of at most ¢ of returning a false positive, independent
of the outcome of all prior queries [7]. Adaptivity is a very strong
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property: it guarantees that after n queries—even adversarially gen-
erated queries—the upper bound on the number of false positives
is tightly concentrated around en. Specifically, the system will see
at most en+0 (y/enlogn+logn) false positives with high probability.

Adaptive filters require two things: feedback about their
false positives and auxiliary data to correct them. For exam-
ple, if an adaptive filter is used by an application to avoid database
lookups for non-existent items, then the application can inform the
filter that a query for an item x was a false positive if the subsequent
database query returned that x is not present in the database. Adap-
tive filters also need an auxiliary structure to store information to
support adaptation. Bender et al. showed that this auxiliary infor-
mation is necessary and in fact must be quite large: the total size of
an adaptive filter on a set S essentially must be large enough to store
S [7]. The trick is to break the filter into two parts, a small in-memory
component thatisaccessed on every query and alarge auxiliary struc-
ture that is accessed only during adaptations and hence can reside
in slower storage. Note that all proposed adaptive filters have this
overall structure. In some applications, such as when the filter is in
front of a database, the database may be able to serve as the auxiliary
structure, so that the total storage requirements of the system remain
essentially unchanged. See Bender et al. for more discussion [7].

What makes monotonically adaptive filters special is that, when
they adapt, their false-positive set only shrinks. Prior proposed adap-
tive filters were not monotonic: fixing one false positive could cause
other elements to become false positives. Even filters that meet Ben-
der et al.’s strong definition of adaptivity need not be monotonic.
For example, Bender et al.’s broom filter periodically rotates its hash
function, at which point it forgets all the false positives it corrected
under the old hash function.

Fingerprint filters, such as the quotient filter [70], are good can-
didates for building practical monotonically adaptive filters because
they store a set S by compactly storing the set h(S) ={h(x) |x €S},
where h is a hash function and h(x) is called the fingerprint of x. A
query for y simply checks whether h(y) € h(S), so the only source of
false positives is fingerprint collisions. Fingerprint filters support
a false-positive rate of ¢ on a set of size n by using log(n/¢)-bit fin-
gerprints and typically store the first logn bits of each fingerprint
implicitly so that the per-item space is log(1/¢)+0(1) bits. To make
a fingerprint filter monotonically adaptive, we need only to be able
to eliminate fingerprint collisions. To do so, we can use a hash func-
tion h that outputs a large number of bits and initially store the first
log(n/e) bits of h(x) for each x € S, where n = |S|. Whenever we
discover a false positive, i.e. a query y whose fingerprint matches
a fingerprint for some x € S, we modify the filter to store a longer
fingerprint for x until the collision disappears. In fact, Kopelowitz
et al. [54] show that this approach is not only natural but neces-
sary: a space-efficient fingerprint filter must have variable-length
fingerprints to be adaptive.

We implement a prototype fully dynamic monotonically adaptive
filter, the ADAPTIVEQF, that uses only (1+0(1))nlog(1/¢e) +O(n)
space. We demonstrate experimentally that it outperforms exist-
ing purpose-built solutions for skew distribution and vEs/No list
workloads in terms of space efficiency, insertion speed, and query
speed. We also show a space lower bound for the static YES/NoO list
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problem and that the ADAPTIVEQF meets the space lower bound up
to low-order terms.

The challenge is to store and update these variable-length fin-
gerprints efficiently in terms of space and time. Prior theoretical
proposals for building adaptive filter have had complex mechanisms
for managing variable-sized fingerprints [7]. We propose a simple
scheme for implementing variable-sized fingerprints within Apap-
TIvEQF. Even though adapting requires extending a fingerprint by
only two bits in expectation [7], ADAPTIVEQF simplifies fingerprint
management by over-adapting, i.e. fingerprints grow by multiples
of log(1/¢) bits. Over-adaptation could cause the filter to use too
much space and over-minimize the false-positive probability below
¢. However, in practice, this is not an issue.

Our results. We evaluated the AbapTIvEQF inisolation and asa com-
ponent of larger systems. The high-level summary of our findings is
that the ADAPTIVEQF can speed up query throughput by delivering
far fewer false positives than non-adaptive filters. We compared the
performance of the ADAPTIVEQF to that of two other adaptive filters,
the telescoping quotient filter (TQF) [56] and the adaptive cuckoo
filter (ACF) [62]. We also compared it to two non-adaptive filters,
the quotient filter (QF) [71] and the cuckoo filter (CF) [41].

(1) In a disk-based database, ADAPTIVEQF is between 10X — 30X
faster than other adaptive filters (TQF, ACF) for overall insertion
performance and is comparable to non-adaptive filters.

(2) Inadisk-based database, ADAPTIVEQF achieves between 15% —
6X faster overall query performance than non-adaptive filters
(QF, CF) for adversarial queries and has comparable performance
for uniform-random query workloads.

(3) ApapTIVEQF is dynamic (i.e. support deletes and resizability) but
still achieves similar or better space usage compared to purpose-
built solutions for the static YES/NoO list problem.

(4) ApapTIveEQF has negligible adaptivity overhead compared to
the quotient filter on which is based.

(5) ApapPTIVEQF preserves all the critical features of the quotient
filter such as mergeability, resizeability, and bulk insertions.

In summary, the adaptivity overhead is minimal in Apap-
TIVEQF compared to non-adaptive filters. It is able to substan-
tially improve overall system performance in scenarios where
disk accesses incur a large cost. Furthermore, it matches or
beats the performance of custom-built solutions for static
YES/No list problems.

2 Filters and Applications

In this section, we give an overview of general-purpose filters and
adaptive filters. We then describe applications that can benefit from
adaptive filters and review existing purpose-built filters for these
applications. We divide these applications in two broad categories:

(1) Applications that use traditional filters but have skewed work-
load patterns where adaptive filters can help.

(2) Applications that currently use purpose-built solutions where
the cost of certain false positives is very high.
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2.1 General-purpose filters

For decades, the Bloom filter [11] was essentially the only available
filter, but Bloom filters are suboptimal in terms of space usage, run-
ning time, and data locality, and they support a bare-bones set of
operations (insert and lookup). The Bloom filter has inspired numer-
ous variants [1, 12, 18, 33, 43, 61, 75, 76]. The counting Bloom filter
(CBF) [43] supports deletes at the cost of space. The blocked Bloom
filter [75] provides better cache locality than the standard Bloom
filter but it comes at a higher false-positive rate.

The quotient filter (QF) [8, 36, 38, 68, 71] is a fingerprint filter. It
stores fingerprints using Robin Hood hashing [20]. It divides the
fingerprint into two parts, higher order log(n)-bits as the quotient
and lower order log(1/¢)-bits as the remainder. The quotient bits are
used to locate a slot in the table, and the remainder bits are stored in
that slot. It supports insertion, deletion, lookups, enumeration, resiz-
ing, and merging. The counting quotient filter (CQF) [71], improves
upon the performance of the quotient filter and adds variable-sized
counters to count items using asymptotically optimal space, even
inlarge and skewed datasets.

The cuckoo filter [41] also stores fingerprints but uses cuckoo
hashing instead of Robin Hood hashing. The Morton filter [14] is
a variant of the cuckoo filter that is designed to speed up insertion
using optimizations designed for hierarchical-memory systems.

2.2 Strongly adaptive filters

A strongly adaptive filter modifies its state so that if a false positive
is repeated, the probability that it is still a false positive is at most .
Bender et al. [7] introduce the broom filter and the notion of strong
adaptivity used in this paper. The broom filter is based on the quo-
tient filter, but supports variable-length fingerprints to adapt to (and
correct) false positives. Lee et al. [56] introduce the telescoping filter,
which is also built using the quotient filter [71]. The telescoping filter
is strongly adaptive but avoids directly extending fingerprints. They
change the remainder (or the tag) stored in the filter by using a differ-
ent lower-order log(1/¢)-bits. Additionally, they maintain a table to
record whichlog(1/¢)-bits they have used as a remainder in the filter
for the adapted items. As the filter adapts, the size of this table grows
(so in this sense their fingerprints are variable-length and strong
adaptivity is possible). The adaptive cuckoo filter of Mitzenmacher et
al. [62] is adaptive in the sense that it changes its representation in re-
sponse to false positives, but is not strongly adaptive. See Section 2.3.

2.3 Filters for skewed query distributions

A common and important application of filters is their use in key-
value stores based on Log-Structured Merge Trees (LSMs) and B¢-
trees [15, 67]. In these key-value stores, filters are used to avoid
performing multiple expensive disk accesses per query [3, 21, 29, 45,
63, 80, 83]. In some database systems, this type of key-value store is
used as the storage engine [3, 29, 45, 80].

In an LSM tree, data is stored in SSTables, which are static, sorted
arrays of key-value pairs. The SSTables are organized into levels L0,
L1,..., where L0 is the smallest and holds the most recently written
data. Each subsequent level is larger by a factor of g, where g is a con-
figuration parameter. As data is written, SSTables are moved down
the structure and are merged into each other according to a chosen
compaction policy. In general, at any point in time, a given key can



Conference’17, July 2017, Washington, DC, USA

be present in an SSTable on any level (even multiple SSTables per
level in some variants), so queries need to check at least one SSTable
on each level, which is expensive. As a result, in almost all practical
systems, each SSTable has a corresponding filter so that queries only
read data from the SSTable when the key is present there or due
to rare false positives from the filter. Note that in this application,
queries to SSTables on smaller levels are often negative since most
of the data is stored in the larger levels. However, the smaller levels
may contain recent updates, so they cannot be skipped. Thus, filters
in the smaller levels see frequent negative queries [32].

One challenge to applying adaptive filters to LSMs is that the
SSTables are typically static and most LSM trees store their filters
in their SSTables. However, this is not necessary or universal. For
example, SplinterDB stores its filters separately from the data they
cover [29]. An LSM could even store adaptive versions of its filters
only in memory. The adaptivity information would be lost on a crash,
meaning that false positives might increase after a crash, but this
should be rare enough to be insignificant.

Query workloads to database systems commonly follow a power-
law or otherwise skewed distribution [28, 65]. As a result, state-of-
the-art benchmark suites YCSB, TPC-C, and TPC-E incorporate data
skew into most of their workloads [23, 30, 47, 58]. In fact, many
systems have tried to mitigate or even exploit the effects of data
skew [5, 24, 37, 66, 93]. A skewed database query workload also
results in a skewed workload for filters. Moreover, as noted above,
many of the queries will be negative. Adaptive filters, such as ApAP-
TIVEQF, can outperform non-adaptive filters on skewed workloads
by eliminating repeated false positives on frequently accessed keys.

2.4 Filters for YEs/No list problems

Detecting Malicious URLs. Malicious websites pose a major threat
to internet users. For example, merely visiting a malicious URL
may cause a user’s web browser to be hijacked [87]. Since URLs
are long [49] and abundant [84], an effective way for a router to
block malicious URLSs is to store them as the YEs list of a filter [59].

However, it is important not to block legitimate URIs that are
false positives [35], so every positive response of the malicious-URL
filter must be verified [57, 60], which is expensive. This additional
overhead imposed on false positive (safe) URLs is especially unde-
sirable when the URL is important. For instance, a false positive may
block access to a voter registration webpage, or emergency weather
information, whereas slowing the loading of other false-positive
pages is relatively benign.

One way to address this variability in false positive cost is to store
important false positives in a No list, so that they are never blocked
and so they do not pay the URL-verification penalty. Chazellete et
al. [22] introduced the Bloomier filter which solves the YEs/No list
problem. Li et al., [59] present the Seesaw Counting Filter (SSCF),
which implements a YEs/No list filter specifically for the malicious
URL blocking problem. Reviriego et al. [79] present the Integrated Fil-
ter which also implements a No list. Both focus on the case where the
No list is static and known ahead of time. The SSCF has an extension
for adding no list items dynamically, but it is not guaranteed to pre-
vent false positives by doing so and can also introduce false negatives.

URL requests may also vary in frequency, and these frequencies
may even change over time. However, the existing filters literature
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on this problem does not consider this generalization. For this work
we restrict our focus to the standard assumption that a static set of
high-priority elements must never be false positives.

Certificate Revocation Lists. In the TLS PKI (Transport Layer Secu-
rity Public Key Infrastructure [48]), browsers should check whether
a certificate has been revoked before trusting connections authen-
ticated by the certificate. Traditionally this was done via a “pull”
approach, i.e., browsers would check with a central repository of re-
voked certificates when they established a connection. More recent
work has sought to move to a “push” model, where browsers receive
frequent updates to the list of revoked certificates, so the browser can
perform a purely local check when it establishes a new connection.

Larisch, et al., [55] proposed CRLite, which uses cascading Bloom
filters to store the set of revoked certificates at the client. They ob-
served that, in the case of TLS certificates, the universe is a small
finite set and known at construction time. They can build a cascade
of Bloom filters to exactly represent the set of revoked certificates.
In the cascading Bloom filter, each subsequent Bloom filter contains
false positive set from the earlier Bloom filter until the false positive
set is small enough to be stored exactly in a hash table. A central
system would periodically push updates to this list to browsers. The
updates are encoded as bitwise deltas on the original filters. When
the space of certificates grows too large, so that they need to resize
the filters, then they have to transmit new filters from scratch.

De Bruijn graph traversal. In computational biology, de Bruijn
graphs (DBGs) are at the heart of numerous genomic sequence anal-
ysis pipelines [70, 72]. In a de Bruijn graph, each node is a k-length
subsequence (of the DNA bases, “A”, “C”, “G”, and “T”) from the un-
derlying biological samples, and two nodes are connected via an edge
if they share a (k—1)-length subsequence. Analyses traverse DBGs
during assembly, error correction, “contig” detection, and numerous
other applications.

De Bruijn graphs are often large enough that they do not fit in the
memory. Numerous methods have been proposed to exploit their spe-
cial structure for compression. One of the main tricks is to take advan-
tage of the fact that each node has at most 4 incoming edges and 4 out-
going edges (one for each base that can be prepended or appended to
the node). Thus a traversal can query for the existence of each edge, so
we can represent the DBG using an (approximate) set data structure
that supports only membership queries, i.e. a filter. In this application,
false positives in the filter result in extra edges in the graph. To avoid
the false edges, Chikhi and Rizk [26] proposed to store the de Bruijn
graph in a cascading Bloom filter as the set of queries is known in ad-
vance. Each Bloom filter stores the false positives from querying the
earlier Bloom filter using all possible queries during the dbg traversal.

3 ApaprTiveQF design

In this section, we describe the high-level scheme of our solution,
without worrying about how to encode this design in a small number
of bits. The encoding is described in subsequent sections.

3.1 High-level design

The ApAPTIVEQF builds on the idea of fingerprint filters, which store
a set S by storing the set of fingerprints h(S) ={h(x)|x€S}. The
basic idea behind the ADAPTIVEQF is that, initially, we store only
enough bits of each fingerprint to ensure a false positive rate of ¢,
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Figure 1: The quotient filter [71] structure. The upper
part shows the logical structure. The lower part shows the
encoding of the logical structure in the quotient filter. It
uses two metadata bits per slot. All items that share the
same canonical location are stored together in a run. A
sequence of items without any empty slot is called a cluster.
Note: the items are showed in upper case in the canonical
representation and the remainders corresponding to the
items in the slots are showed in lower case.

i.e. we store a set F of fingerprints, where each fingerprint is actually
a prefix of h(x), for some x € S. A query for y returns YEs if some
fingerprint in F is a prefix of h(y). When we discover a false positive,
ie. anitem y ¢S such that some fingerprint f € F is a prefix of h(y),
we increase the length of f until it is no longer a prefix of h(y).

The main issue that arises is: how can we extend a fingerprint
f in our filter without knowing the full hash A(x) of which it is a
prefix? To solve this problem, all adaptive filters maintain a reverse
map that maps fingerprints in F back to their full hashes (or even
the original keys). Notably, the need to store full hashes means this
map will be much larger than the filter, possibly too large to fit in
fast storage. Thus, we would like to minimize how often this reverse
map needs to be updated and/or queried.

At the very minimum, one insert needs to be done to the reverse
map for each insert to the filter. In addition, one reverse map query
needs to be made for each adaptation. However, since adaptations
are responses to false positives, a disk access is done at this point any-
way, and adapting ensures that the offending query will not cause
another disk access in the future. Thus, the ADAPTIVEQF maintains
its fast performance on general queries. Ideally, we would access the
reverse map at no other time.

In the following sections, we describe how we store and update
variable-length fingerprints efficiently and how we maintain the
reverse map will little overhead.

3.2 Quotient filter

We build the ADAPTIVEQF using the quotient filter [71]. The quo-
tient filter has the ability to associate small variable-length values
with fingerprints. We exploit this feature to extend the fingerprint
size to adapt. Using the quotient filter as the underlying filter helps
retain advantages, such as good cache-locality, deletion, resizability,
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enumerability, mergeability, etc., that the quotient filter has over
other filters. In this section, we give an overview of Pandey et al’s
quotient filter [71]. Later in Section 4, we explain how we modify
the quotient filter schema to build the ADAPTIVEQF.

The quotient filter (QF) stores an approximation of a multiset
S €U by maintaining a compact, lossless representation of the mul-
tiset h(S), where h: U — {0,...,2P — 1} is a hash function that maps
items from the universe U to a p-bit fingerprint. To handle a multiset
of up to n distinct items while maintaining a false-positive rate of
atmost &, the QF sets p=log, 2 (see [8] for the analysis).

The quotient filter uses Robin-Hood hashing [20] to store the
fingerprints compactly in a table. It consists of an array Q of 29 slots
and a hash function h mapping items from a multiset to p-bit integers,
where p > g. Robin-Hood hashing is a variant of linear probing in
which we try to place an item a in slot h(a)/2P~9, but shift items
down when there are collisions to create empty space. Robin-Hood
hashing maintains the invariant that, if h(a) <h(a’), then a will be
stored in an earlier slot than a’.

The quotient filter divides h(x) into its first g bits, quotient ho(x),
and its remaining r bits, remainder h;(x). Together, the quotient
and remainder form the fingerprint of x. The quotient filter main-
tains an array Q of 29 r-bit slots, each of which can hold a single
remainder. When an element x is inserted, the quotient filter at-
tempts to store the remainder hj (x) at index ho(x) in Q (which we
callx’s canonical slot). If that slot is already in use, then the quotient
filter uses Robin hood hashing to find the next available empty slot
to store h1(x). All the items that share the same canonical slot are
stored together in a run and a sequence of runs stored contiguously
with no empty space is called a cluster. During an insert operation,
the next available empty slot is found at the end of the cluster. If an
item lands at the start of the cluster then all the items in cluster must
be shifted to create an empty space (see Figure 1).

The quotient filter also maintains 2 bits of additional metadata
(is_occupied and is_runend) per slot in order to determine which
slots are in use and the canonical slot of each remainder stored in
Q. When an item is inserted into the canonical slot, the is_occupied
bit for that slot is set to 1. The is_runendbit is set to one for every
slot that contains the last remainder in a run. Please refer to Pandey
et al. [71] for further details.

4 ApaprTivEQF Implementation

The AQF uses the same fundamental structure as the QF. Here we
describe how we modify the QF schema to support adaptivity.

4.1 False positives

First, let us understand how false positive queries occur in the QF.
The QF stores the fingerprints compactly and exactly in the table.
Therefore, a false positive occurs due to a hash collision while com-
puting the fingerprint. That is, there exist two distinct items (x and
y) that share the same fingerprint. If x € S but y ¢ S, then a query for
y will result in a false positive.

A QF guarantees a false-positive rate ! of e=27", where r is the
number of remainder bits, for a set of items drawn uniformly at
random from the universe U. However, if the items are drawn from

!The false-positive rate is defined as the ratio of the number of false positives reported
over the total number of queries in the set.
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is_runend
is_occupiey is_extension
Filter
o[ofo[1]o]o]o]1]o]1]o]o]o]o]o]o]1]o o]o]0o o o]0
a b c d e

Operation 1: Query D.

Hash Table

minirun
info

key A

001a,0 | 011c,0 | 011d,0 | 011d,1 | 001b, 0
© E D B

(a) Querying D. Hashing D gives 011d, and 011 is the quotient of the
4th bucket . The run begins at the 4th slot, and matching remainder
d is found in this run in slot 5. Filter returns YES.

is_runend
|s_occup|e7 is_extension

Operation 2: Query X (collides with D).
Filter

ofofo[1]o]o]o]1]o]1]o]o]o]o]o]o]o]1]o]1]0]0]o]0

a b c d d’ e

Hash Table

minirun

info 001a,0 | 011c, 0 | O1le,0 | 011d,0 | 001b, 0
key A C E D B

(b) Querying X. X hashes to 011d, so query is as (a). When informed
that X is a false positive, note that the fingerprint responsible
is the first fingerprint with quotient-remainder pair 011d. Thus,
look up (011d, 0) in hash table and extend fingerprint to 011dd’
according to D. Add extra slot for d’ and set extension bit, shifting
other slots right. Note that the reverse map does not need to be
modified because the fingerprint is still the first fingerprint with
quotient-remainder pair 011d.

is_runend
|s_occup|e7 is_extension

Operation 3: Insert Y (collides with A).

Filter
ofofo[1]o]o]ofo]z[1]2]o]o]o]o]o]o]o]o]o][1]o]1]0
a a b [4 d d e

Hash Table

minirun

info 001a,0 | 011c,0 | O1le,0 | 011d,0 | 001b,0 | 001a, 1
key A C H D B Y

(c) Inserting Y. Y happens to hash to 001a. Find the run for bucket
001 as for query. Look for remainder a in the run. Having found
an existing minirun, add y to the end of the minirun by shifting
everything to the right. Add Y to hash table associated with the
second fingerprint with quotient-remainder pair 001a.

Figure 2: ApAPTIVEQF block diagram and the reverse map. It
shows the changes in the schema and the reverse map during
queries, insertions, and adaptations.

some arbitrary distribution then there is no guarantee on the false
positive rate. For example, if a query set consists of a single item that
happens to be a false positive, then the false positive rate of the filter
for that set will be 1.

4.2 Adapting to false positives

The AparTIVEQF updates its representation on every false positive
query. These updates ensure that the false-positive probability for
any query x remains < ¢, even if x was a false positive the last time
that it was queried.
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ApaPTIVEQF updates its representation by using an additional
slot for the false positive item, extending its fingerprint by the next
r bits in its hash, known as an extension. Multiple extensions can
be added if the resulting fingerprint still produces a false positive
on the given query, with the probability that the fingerprint incurs a
false positive decreasing by a factor of 27" with each extension. The
fingerprint of an item in the ADAPTIVEQF now refers to its quotient,
remainder, and any extensions that have been added to it in the filter.

We introduce an additional overhead bit, the is_extension bit, to
differentiate between slots storing remainders and extensions, bring-
ing the total overhead to 3.125 bits per slot. Recall that the QF has an
overhead of 2.125 bits per item. Slots with an unmarked is_extension
bit are treated as usual. A marked is_extension bit indicates that the
slot contains an extension of the previous remainder.

Lists in the reverse map. To extend a fingerprint, we need to obtain
the original key mapped to the current fingerprint in the filter. To do
this, we maintain an on-disk hash table that functions as a reverse
map from fingerprints to the keys. We extend the fingerprint for the
mapped key by adding additional bits derived from the original hash
of the key. Recall that the reverse map is not specific to the Apap-
TIvEQF and is needed by any adaptive filter to retrieve additional
information necessary for adaptation.

However, because the ADAPTIVEQF adapts by appending to fin-
gerprints rather than reshuffling them as done in the telescoping
filter [56] and the adaptive cuckoo filter [62], the existing bits of
the fingerprint prior to adaptation stay the same. Most notably, the
quotient and remainder, which every fingerprint is guaranteed to
have, are fixed from the moment of insertion. We use this fact to
construct a reverse map that does not need to be accessed in response
to natural shifting in the filter during insertions.

Suppose two items x and y share a quotient and remainder. Be-
cause runs are sorted by quotient, and fingerprints within a run are
sorted by remainder, it follows that the fingerprints of x, y, and any
other items with the same quotient-remainder pair are stored con-
tiguously in the ADAPTIVEQF. Let us call this group of fingerprints a
minirun. We will call these fingerprints’ shared quotient-remainder
pair their minirun ID. Note that even when an item does not share
a quotient-remainder pair with any other item, its fingerprint is still
contained in its own minirun of length 1. The minirun rank of an
item is the rank of its fingerprint within its minirun. The reverse
map will map from a minirun ID to a list of all the inserted keys with
that minirun ID. We order the keys in the list according to the order
of their fingerprints in the minirun.

To insert an item into the database, we start by inserting its fin-
gerprint into the filter. We locate the slot in which the fingerprint
belongs, inserting it into the filter and obtaining its minirun rank in
the process. We then turn to the reverse map and attempt to map that
item’s minirun ID to the item itself. If this is the first instance of its
minirun ID, we create a new linked list consisting of only that item.
If a previously-inserted item shares the same minirun ID, we insert
the new item into the existing linked list in the position indicated
by its minirun rank. As a result, all subsequent items are shifted
back one position in the linked list, matching how their associated
fingerprints in the minirun also shifted back one position when we
made the filter insertion.
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When querying for an item in the database, we always start by
querying the filter for its fingerprint, obtaining its minirun rank if
the fingerprint is present. We then query the reverse map for the
minirun ID, retrieving the associated linked list and obtaining the
item at the position indicated by the minirun rank. We can detect
a false positive because the original key located at that position in
the linked list will differ from the queried key. In that case, we use
the original key we found to adapt the offending fingerprint in the
filter, which we can do without modifying the reverse map.

Figure 2 shows the representation of the ADAPTIVEQF and the
reverse hash map during insertions and adaptations during queries.

The reverse map as a database. So far, we have acted as though the
reverse map and the database are two separate data structures, both
on disk. As a result, the reverse map would seem to incur additional
disk accesses for every insertion and positive query. We call this
the split reverse map setup. However, we can merge the database
and reverse map into a single key-value store, eliminating this cost.
Because the reverse map allows us to uniquely identify the original
key of any fingerprint in the filter, we can simply store any relevant
values next to these original keys in the reverse map. That is, instead
of the database and reverse map being two separate mappings (one
from keys to values and the other from fingerprints to keys), we use
the reverse map as a single mapping from fingerprints to keys and
values. In effect, the reverse map is being used as a replacement for
the database. This does not require any additional queries over the
conventional key to values mapping - the filter is always queried
before the database, so we already obtain the fingerprint for any
queried item. We call this the merged reverse map setup. For all of
our disk experiments, we use the merged setup. However, note that
this optimization leads to the items in the database being stored in
hash order. Thus, this would no longer support range queries. For
applications that wish to use range queries, the split reverse map
would suffice. We evaluate the overhead of using the split setup later.

Counters. Like the counting quotient filter upon which it is based,
the adaptive quotient filter supports storing multiple copies of the
same item by storing a variable-length counter with each fingerprint.
In the CQF, each item had one slot holding its remainder, followed by
0 or more slots that encoded the number of times that fingerprint was
present in the filter. The CQF encoded the counter such that singleton
fingerprints used zero additional slots for their count, which meant
the CQF was just as space efficient as a non-counting quotient filter
when the set contained no duplicates. However, because the CQF has
only two metadata bits, encoding the counters was quite complex.

Since the AQF has three metadata bits, we can use a much simpler
encoding. The AQF has three types of slots—remainders, extensions,
and counters—and we need only to distinguish between the two
types of “extra” slots that can follow a remainder: extension slots
and counter slots. In our encoding, both extension and counter slots
have the is_extension bit set, and we use the is_runend bit to indicate
whether the slot holds an extension or a counter. This is safe because
we indicate the end of a run by setting the is_runend bit on only the
remainder slot of the last fingerprint in the run — any other slots of
that fingerprint may be free to use their own is_runend bit as needed
to indicate if they are extension or counter slots.
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4.3 Dynamic YEs/No List Problem

We can extend ADAPTIVEQF to the dynamic YES/NoO list problems
as follows. First, we extend the filter to store an extra bit with each
fingerprint, i.e. we extend each slot with one extra bit. We then store
all elements of both Y and N in the filter, performing adaptations to
eliminate any fingerprint collisions that occur during insertion and
using the extra bit to record which set each fingerprint belongs to. We
cannow addnew itemsto Y and N in the same way: add the item to the
filter, performing any adaptation necessary to eliminate fingerprint
collisions and tagging the items with their origin. We can delete
items by simply deleting them from the filter. Deleting a fingerprint
f may mean that we can shorten other fingerprints in the filter that
we extended because they collided with f. Finding any such eligible
fingerprints is easy and efficient because the ADAPTIVEQF stores
fingerprints sorted lexicographically, so all the fingerprints that can
be shortened will be stored in a contiguous run of slots containing f.

Like the quotient filter, the ADAPTIVEQF also supports growing
and shrinking. The data structure described in this section operates
by initially provisioning the table with enough slots to hold a certain
number of elements and adaptivity bits. In the case of the static
ApAPTIVEQF filter described in Section 5.1, when sizes n and m of
the vEs list and No list, respectively, are known ahead of time, we can
predict the total space cost with high confidence, as per Theorem 2.
This tight allocation of the table is what allows us to match the lower
bound from Theorem 7.

Alternatively, if the YEs and No list sizes are not known in advance,
we can instead fix two upper bounds 7 and m on their maximum
allowed size, and construct the following dynamic YEs/No filter: we
allocate our table as a function of 7i and 11 (instead of n and m), and
perform all the insertions into the No list and queries of YEs list
elements dynamically, as they are needed. The closer n and m get to
fi and m, respectively, the closer the space cost will be to the space
lower bound for a static filter on these No list and YEs list sets.

4.4 Skewed and Adversarial Workloads

The basic ADAPTIVEQF structure is monotonically adaptive, i.e. it
never repeats a false positive. The cost of never forgetting false
positives is that, over time, the ADAPTIVEQF needs more and more
slots to hold adaptivity information. Like the regular quotient filter,
the cost of an insert into the ADAPTIVEQF is ©(logn/(1—a)?) w.h.p.,
where n is the number of slots and « is the fraction of slots that are
currently in use [10]. Thus, as the ADAPTIVEQF adapts, « approaches
1 and insertions performance can fall off a cliff. In static and dynamic
YES/NO-list problems, this can be mitigated by making the filter large
enough to accommodate the anticipated number of items.

However, for skewed and adversarial workloads, we can recover
space used by adaptation, ensuring that the total space used by the
filter remains constant over time. This will compromise monotonic-
ity, but will still ensure that the number of false positives from any
sequence of k queries is very close to ek w.h.p.

The basic idea is to periodically rebuild the filter with a new hash
function. Rebuilding the filter puts the attacker back into the position
of attacking a filter about which he has no information. Thus we can
drop any adaptivity information after the rebuild. In other words,
when we do the rebuild, each item will consume a single slot.
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So, for example, we can build the filter, say, 10% larger than neces-
sary, run the filter until the extra space is consumed by adaptations,
and then rebuild. Furthermore, we can de-amortize the rebuild pro-
cess. See Bender et al. for details [7].

5 Static YEs/No List Bounds

In this section, we prove a space lower bound for solving the static
YES/No list problem and we show that we can use ADAPTIVEQF to
build an optimal solution to the static YEs/No list problem, up to low
order terms. Importantly, existing practical solutions to this problem
(namely the Seesaw Counting Filter [59], and the Bloomier Filter
[22]) are either not always correct solutions to the problem, or their
space cost is at least constant factor away from the lower bound.

Let U be a finite universe of elements, and let Y and N be subsets
of U, with YNN =0. Let € (0,1). A YEs/No filter supports queries
with the following guarantees: (i) every query for y € Y must answer
YES, (ii) every query for z € N must answer No, and (iii) every query
for x ¢ Y UN answers YES with probability at most ¢. Notice that
YES/No filters are static data structures. Although it’s possible to
consider a dynamic version where the elements of either the YEs or
No set (or both) are inserted and deleted dynamically, in this section
we do not study this scenario.

Throughout this section we will let n=|Y| be the size of the YES
list, m=|N| be the size of the No list set, and u=|U]| be the size of the
universe.

5.1 Upper Bound for YEs/No Filters

Next we give an upper bound for the static YEs/No list problem,
based on the ADAPTIVEQF. We maintain the notation of the previous
section, and let y:=em/n be the number of No false positives per YES
element. Consider the following implementation, which we refer to
as the YEs/No ADAPTIVEQF.

(1) Create an ApAPTIVEQF F with capacity for n elements, and
A(n,m,e) bits reserved for adaptivity, where

A(nme) = (1+0(1))nlog(1+p)+0(n).

2) Insert into F every element from Y.

3) Query F on each element from N.

4) If F becomes full at any point before all queries are done, fail.
)

5) Return F.

(
(
(
(
Importantly, the queries in the final step fix all false positives from
N. The resulting filter satisfies the requirements of a YEs/No filter.

ProrosITION 1. The YES/NO ADAPTIVEQF uses
(1+0(1))nlog(max{1/e,m/n})+O(n) bits of space.

Proor. The space cost is the sum of the space reserved for the
remainders, plus the per-slot metadata bits, plus the space reserved
for adaptivity bits. This is a total of nlog(1/¢)+0(n) +A(n,m,e) bits.
Observe that

O(n) if <1

ﬂ(n,m,S):{ (1+0(1))n(-log(1/€)+log(m/n))+0(n) otherwise
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Notice that p < 1if and only if 1/e > m/n. Hence,
nlog(1/¢)+0(n)+A(nm,e)

_ | nlog(1/e)+0(n)
| (1+0(1))nlog(m/n)+0(n)

=(1+0(1))nlog(max{1/e,;m/n})+0(n).

if1/e>m/n
otherwise

O

Notice that the construction of the YES/NO ADAPTIVEQF may fail
if the space initially reserved is insufficient. The following theorem,
the central result of this section, establishes that failure is unlikely.

THEOREM 2. Suppose w((log®/?n)/n) < p < 2" Then, the
number of adaptivity bits added to the YES/No ADAPTIVEQF is at most
A(n,m,e) with probability 1—1/poly(n). In particular, the probability
that the construction succeeds is 1—1/poly(n).

In the rest of this section, we prove this theorem. Let A be the num-
ber of adaptivity bits needed after all the elements of N are queried
in step (5). We want to show that A < A(n,m,¢) with probability
1-1/poly(n).

Let h be fingerprint hash function. For any x,y € U, let Icp(x,y) be
the longest common prefix of h(x) and h(y). We decompose A into
two parts: Let A; and A be the number of adaptivity bits added in
steps 3 and 4, respectively. For any y € Y, let A1 (y) and Az(y) be the
number of adaptivity bits added in step 3 and 4, respectively, to the
fingerprint of y. Then, A=A; +Az, and A; =3 e yAi ().

LEMMA 3. We have A1=0(n) with probability 1-1/poly(n).

Proor. This follows directly from Lemma 9 in Bender et. al. [7].
[m}

We will use the following basic result about the distribution of
the maximum of a collection of independent geometric random
variables.

LEmMA 4 ([39]). Let Xj,...,. X be independent geometric random
variables with parameter1/2. Let My :=max; X;. Then,

0<E[Mi]-log(e)Hr <1,
where Hy. is the k-th harmonic number.

LemmA 5. E[Az] <n(1+log(e)+log(1+p))

ProoOF. We say that z € N has a soft collision with y € Y if the
baseline fingerprints of y and z match, that is, lcp(y,z) > log(n/¢).

Fix an arbitrary y € Y. We claim that E[A3(y)] < 1+1og(e) +
log (1+p). Let C be the (random) numbers of z € N that have a
soft collision with y. For each z that has a soft collision with y, let
F(z):=lcp(y,z) —log(n/e); this is the smallest number of adaptivity
bits that y must have to fix a false positive z. Then,
Ax(y)= max F(z).

z has a soft collision with y
Observe that F(z) is a geometric random variable with parameter
1/2.Because all fingerprints are independent, the F(z)’s are indepen-
dent. Thisis true evenif Cisknown. Thus, A2 (y) conditionedonC=k
isidentically distributed as the maximum of k independent geometric
random variables with parameter 1/2. Call this maximum M. Then,

E[A2(y) |C=k] =E[M].
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For k=0, we have E[A2(y) |C=k]=0.Fork >1,
E[A2(y) |C=k] <1+log(e)Hj
<1+log(e)(1+Ink)
=1+log(e)+logk.
Hence, E[A2(y) |C] < 1+log(e)+log(1+C). Then,
E[A2(y)] =E[E[A2(y) [C]]
<E[1+log(e)+log(1+C)]

<1+log(e)+log(1+E[C]).
(by linearity of expectation and Jensen’s inequality)

(by Lemma 4)
(as Hi < 1+Ink for k>1)

(by the tower rule)

Notice that C=}},¢ NyC(z), where C(z) is an indicator random vari-
able that is 1 exactly when z has a soft collision with y. Recall that
E[C(z)] = ¢/n. By linearity of expectation, E[C] = em/n = u, and,
finally,

E[A2(y)] <1+log(e)+log(1+p).
This concludes the proof of the claim. The lemma follows by sum-
ming over all y € Y, and using linearity of expectation. O

To simplify notation, let y=em/n be the mean number of queries
that have a soft collision with any fixed x € S.

LEMMA 6. Suppose o((log®/2n)/yn) < p < 2°0) . Then, Ay <
(140(1))E[A2] with probability 1—1/poly(n).

ProoF skeTCH. Recallthat Az =3 cyA2(y). The proofis divided
into two parts. First, we show that the random variables A (y) are
negatively associated (NA). Roughly speaking, this is because when
some query from N is a false positive due to fingerprint match with
y € Y, then the new adaptivity bits make following queries less
likely to cause a false positive on y. Though intuitive, proving that
the A2(y)’s are NA is challenging because we can’t directly apply
standard theorems on negative association [89].
ForeachyeY,let G(y) be the number of z € N such that lcp(y,z) >
log(n/e)+A1(y), that is, elements that can cause a false positive due
to a fingerprint match with y (and only with y). The argument rests
on the following four properties of the random variables involved:
(1) The G(y)’s are NA random variables.
(2) Conditioned on the G(y)’s, the Az(y)’s are independent.
(3) The probability that Az (y) is large is a non-decreasing func-
tion of the G(y). Formally, for every £,Pr[A2(y) > ¢| G(y) =k]
is a non-decreasing function of k.

(4) Conditioned on G(y), the random variable A3 (y) is indepen-
dent of the G(y')’s withy’ #y.

Once negative association of the A;(y)’s is established, we are
almost in the conditions of the Chernoff-Hoeffding inequality for
the sum ¢ yA2(y). Unfortunately, there is one hypothesis that is
not met, namely they Az (y)’s are not deterministically bounded—in
the worst case, an unbounded number of adaptivity bits may need
to be added to some element y. This, however, is unlikely, as A2 (y) =
O(log(p+n)) with probability 1—1/poly(n); this is by a Chernoff
bound, and a tail bound on the geometric distribution. We can put this
observation to work and circumvent the boundedness requirement
of Chernoff-Hoeffding, using the following truncation trick: We
define A} (y) :=min{Az(y),0(log(u+n))}, and apply the Chernoff-
Hoeffding bound on the truncated sum A = ¥, cy A (y). Once
concentration around the mean is established on Aé, we conclude the
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proofby showing that, with high probability, no truncation is actually
done, so the analysis on A} applies to A most of the time. Specifically:
(1) A=A} with probability 1—1/poly(n);
(2) E[A}] <E[Az].
O

ProoF oF THEOREM 2. The construction of the filter succeeds if
and only if A < A(n,m,¢). Since A = A1 + Az, and by Lemma 3,
Lemma 5 and Lemma 6 we have A<O(n)+(1+0(1))(n(1+log(e)+
log(1+p))) =0(n)+(1+0(1))nlog(1+y) =A(n,m,e), with probabil-
ity 1-1/poly(n). O

5.2 Lower Bound for YEs/No Filters

A lower bound for this problem was sketched out in Reviriego et
al. [78], but without a rigorous proof. Moreover, the lower bound
as stated in that work is hard to compare against our upper bound
using ADAPTIVEQF; here, we give an equivalent but more condensed
lower bound.

THEOREM 7. Suppose u>c(n? /e+m?), for some large enough con-
stantc>0, and e <1/2. Then, the number of bits used by a static YES/NO
filter is at least

1
nlog(max{;,%}) +log(e)min{em,n}+0(1).
Before diving into the prooflet us briefly discuss the lower bound.
Dividing by n, we have that a YEs/No filter uses at least

log(max{1/e,;m/n})+0(1)=log(1/¢)+log(max{em/n,1})+0(1)

bits per YEs element. For comparison, traditional filters have an
information-theoretical lower bound of log(1/¢) + O(1) bits per
element. This can be interpreted as follows: When building a YES/NO
filter, we need to (i) record the n YEs list elements while ensuring that
at most an ¢ fraction of all other elements are incorrectly reported
as present, and to (ii) record the m No elements. To accomplish (i)
we need at least log(1/¢) bits per element, just like a regular filter.
The number of additional bits needed to accomplish (ii) depends on
p:=em/n, which is the number of No false positives per YEs element.
When y1 <1, only asmall constant number of extra bits per No element
are needed; when p > 1, log(p) extra bits per No element are needed.

Proor skeTcH. Let 7 ={(Y,N) |Y, NCU,YNN=0,|Y|=n,|N|=
m} be the set of all inputs of the problem. Consider a static YES/NO
filter with false positive probability ¢, that uses at most b bits on all
inputs (Y,N) € 7. For any random bit string r, denote Inst(Y,N,r)
the instance of the data structure with randomness r on input (Y,N).
We say that an instance F represents input (Y,N) if there exists a
string of random bits r such that F=Inst(Y,N,r).

The proof uses the following standard information-theoretic ar-
gument: Let 7 be a subset of instances of the data structure, such that

(1) every input is represented by some instance of F, and

(2) for every Fe F, F represents at most c inputs.

When ¥ satisfies property (1), we say it covers I ; when it satisfies
(2), we say it has covering parameter c. Then, || > |71 |/c. Because
all instances from ¥ must be encoded by some state of the data
structure, we have 2¢ > |, which in turn implies the space lower
bound b >log|F | =log(||/c). The challenge is finding a cover with

small covering parameter c.
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Fix any input (Y1,N7). Let # be the set of instances that err on at
most a fraction e of U:=U\ (YUNy). Let Fr =Inst(Y1,Ny,r). Because
the YEs/No filter errs with probability ¢, we have, for every ze U,

Pr[F errsonz] <e.
r
Summing over z, we find that
E|number of z€ U on which F, errs| <¢|U].
-

Hence, there exists some r such that F, errs on less than a fraction
£ of U. Because this instance F; represents (Y7,N7), this implies that
there exists some instance from ¥ that represents (Y1,N7), that is,
F covers .

The number of inputs (Y,N) € [ is

u\(u-n
=)
nf\ m
We claim that ¥ has covering parameter

n+£'(u—n—m))(u—(n+£’(u—n—m))) (1)

c< min
n m

e €(0,¢e]
To see this, consider an F € # and let (Y,N) € I represented
by F. Then, ¢ is upper bounded by the number of inputs (Y’,N")
such that Y/ € {x € U | FanswersYEsonx} and N’ C {x € U |
F answers No on x}; these are all the inputs compatible with the
answers of F. The first and second terms on the right-hand side of
Equation (1) are the number of ways to choose Y’ and N, respec-
tively, when F errs on a fraction ¢’ € (0,¢] of elements from U. Notice
that the right-hand side of Equation (1) is not non-decreasing in ¢’,
so the minimum is not necessarily attained at ¢’ =¢.
A lengthy calculation, which we omit here due to space con-
straints, shows that

log(|Z7|/c)> min nlog(1/e)+& mlog(e)+O(1).
e €(0,¢]

Finally, an analysis of the function f(¢") =nlog(1/¢’)+¢ mlog(e)+
O(1) with ¢’ € (0,¢] reveals that
o if e<n/m, then f attains its minimum at ¢’ =¢;
o if £>n/m, then f attains its minimum at ¢’ =n/m.
Hence,
nlog(1/¢e)+emlog(e)+0(1

log(IZ1/e) 2{ nlogg((n{/:l)+n10§((e))+0((l))

=nlog(max{1/e,m/n})+log(e)min{em,n}+O0(1).

ife<n/m
otherwise

]

6 Evaluation

The goal of the evaluation is to answer the following questions
regarding the performance of the ADAPTIVEQF:

(1) How does the insertion and query performance of the Apap-
TIVEQF compare to other adaptive and non-adaptive filters?

(2) How well does the AparPTIVEQF improve overall database per-
formance, compared to other adaptive and non-adaptive filters?

(3) How much space does the ADAPTIVEQF use to adapt?

(4) How does the ADAPTIVEQF compare to prior solutions to the
YES/NoO list problem?

(5) How does the false positive rate in the ADAPTIVEQF change
during a dynamic workload?
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(6) How fast can two ADAPTIVEQF instances be merged?

6.1 Results summary

We compare the ADAPTIVEQF 2 against two state-of-the-art adaptive
filters, the telescoping adaptive filter (TQF) [56] and the adaptive
cuckoo filter (ACF) [62]. We also include two non-adaptive filters, the
quotient filter (QF) [71] and the cuckoo filter (CF) [42], as baselines
to understand the overheads and benefits of adaptivity. The quotient
and cuckoo filter are chosen as baselines as these are the filters upon
which the adaptive filters used in our evaluation are developed.

We found that adaptivity is an extremely efficient way to reduce
the false-positive rate of a filter. For example, on a Zipfian query
workload, the ADAPTIVEQF is able to reduce the false-positive rate
by about 100X for an additional cost of less than 1/1000th of a bit per
item. In contrast, a non-adaptive filter would need 7 bits per item to
achieve the same false-positive rate reduction.

Absent any system, the ADAPTIVEQF has comparable space usage
to the other filters. For example, the ADAPTIVEQF uses more space
than the cuckoo filter, but only by 1%. Most notably, the ADAPTIVEQF
performs at par with the quotient filter on which it is based, indi-
cating little to no overhead for its adaptivity. On the other hand, the
adaptive cuckoo filter and telescoping adaptive filter are significantly
slower than their respective non-adaptive counterparts.

However, when the cost of a false positive is increased by includ-
ing an on-disk database, the benefits of adaptivity become apparent.
For example, when used to filter queries from a fixed dataset, the
AparTIVEQF is able to learn the query set, seeing 10X fewer false
positives over 200 million queries than the quotient filter and the
cuckoo filter. This resulted in 4-7x faster queries. Furthermore, using
the ApaPTIVEQF to filter queries in a B-tree databases had query
throughput that was impervious to an adversarial query workload,
whereas the throughput of non-adaptive filters dropped about 2x
with the inclusion of an adversary representing a mere 1% of queries.

Although the benefits of maintaining a low false positive rate
during queries are shared by all three adaptive filters, the inclusion
of a database reveals that the ADAPTIVEQF is much faster than other
adaptive filters during insertions. The systems using the TQF and
the ACF slow down significantly as the filters fill up due to frequent
modifications of their on-disk backing stores. Between 85-90% full-
ness, the ADAPTIVEQF averages 5X the insertion throughput of the
ACF and 30X that of the TQF.

Other results. The ADAPTIVEQF matches the rate of change of false-
positive rate during queries from a real-world dataset compared
to other adaptive filters. The ADAPTIVEQF solves dynamic YES/NO
problems with changing sets. The ADAPTIVEQF supports fast merges
and bulk insertions. Finally, despite being dynamic, the ADAPTIVEQF
achieves similar or better space usage compared to purpose-build
solutions for the static YES/NO problem.

6.2 Experimental setup

One challenge we face is that the filters do not all support the same
false-positive rates. Thus, we pick a target false-positive rate and
configure each filter to get as close as possible to the target false-
positive rate without sacrificing performance. This is in accordance

Zhttps://anonymous.4open.science/r/adaptiveqf-C438
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with the prior research on evaluating filters [41, 70, 73]. Our target
false-positive rate is 27° (~ 0.2%) which is the commonly used in
most practical system configurations [42, 71].

We configure the quotient filter-based filters (AQF, TQF, and QF)
with 9-bit remainders. We use 12-bit fingerprints and blocks of size
4 in the cuckoo filter-based filters (ACF, CF). This results in all filters
having a false-positive rate of 27°. We use MurmurHash2 [4] as the
hash function for all filters. The ADAPTIVEQF does not require any
special properties in the hash function compared to other filters.

Machine specification. All experiments were run on an Intel(R)
Xeon(R) Gold 6338 CPU @ 2.00GHz with 96 MiB L3 cache. The
machine has 1 TB of memory, 64 CPUs, and 4 TB of SSD-based local
instance storage, 64-bit platform. We restrict our runs to a single core.

6.3 Microbenchmarks

We evaluate the performance of the filters in RAM. We create the
filters with 227 (134M) slots, which makes them substantially larger
than the L3 cache on the machine where experiments are performed.
We fill each filter to 90% load factor® and report the performance of
the filter as a function of load factor. Although all of the filters eval-
uated in our benchmarks support up to 95% load factor, we restrict
them to 90% in order to give them room to store any additional data
needed to adapt.

Speed. We evaluate adaptive filter performance on two fundamental
operations: insertions and lookups. We evaluate insertions on uni-
formly random 64-bit keys, and lookups on both uniform-random
and Zipfian distributions [31]. In the Zipfian distribution, we use a
Zipfian coefficient of 1.5 and a universe size of 10 million items. We
do not count the time required to generate the input to the filters,
only the time to insert and query items in the filters. This way we
only measure the differences in filter performance. We perform 200
million queries for both query distributions. The numbers reported
for both insertions and queries are the average of 5 trials.

We perform the benchmarks in isolation of any overheads from
the reverse maps. For the adaptive filters, which use reverse maps
to obtain keys for adaptation, we pick valid arbitrary keys that will
suffice in order to simulate having the reverse map present. We still
measure hashing as part of the filters’ performance because it is done
independently of the reverse map and database.

Figure 3 shows the throughput of adaptive and non-adaptive filters
for insertions and queries. The ADAPTIVEQF is based on the counting
quotient filter. ADAPTIVEQF is not slower than the quotient filter, but
it is slightly faster during both insertions and queries, indicating that
the overhead of adaptivity in the ADAPTIVEQF is minimal. Increased
query speed may also be attributed in part to the slightly lower false
positive rate resulting from adaptation. The CF has the highest inser-
tion throughput among all the filters, which is consistent with pre-
vious research [41, 70, 73]. In exchange, the quotient filters offer fast
resizing, mergeability, and efficient variable-length counters/values.

In contrast, there is a noticeable overhead in the ACF compared to
the CF when it comes to queries due to the need to hash a given query
multiple times. The CF can use a single hash function to obtain both
the index and the tag of an item simultaneously. On the other hand,
the tag of an item in the ACF depends on the location of the tag. This

3Load factor is the ratio of the number of occupied slots over the total number of slots
in the filter
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Figure 4: Parallel insertion throughput. 2° slots in the filter.

means that the ACF must first apply a hash to calculate the indexes of
an item, and only then apply additional hashes to search for the tag.
Similarly, the TQF also sees a lower throughput due to the additional
overhead of applying arithmetic coding to encode and decode hash
selectors when making queries. Aside from queries, both the ACF
and TQF have additional overhead during insertions for the same
reason. As items naturally shift and move during insertions, the tags
stored need to be rehashed in order to reflect their new locations.
When switching to Zipfian queries, all five filters benefit. Since
the filters are easily large enough to overwhelm the machine’s L3
cache, skewing the queries allows the cache to be more effective. The
adaptive filters can also maintain a significantly lower false positive
rate than the non-adaptive filters. However, the extra overhead in
the ACF and TQF from the use of hash selectors puts a cap on how
fast their queries can be, so the decreased false positive rate and
increased cache friendliness have limited benefit. The QF ends up
having high variance in its zipfian query speed. This is a result of
the high impact of locality in the QF, which uses linear probing in
contrast to the CF. When popular items fall in small clusters, queries
are fast, but if they are in larger clusters, query performance slows
down. The ApAPTIVEQF does not see the same variance since it
quickly adapts to any zipfian distribution regardless of its locality.

Space. We evaluate the space efficiency of the filters by measuring
the actual space needed to store items. We report the space efficiency
at 90% load factor. This is space usage prior to any adaptation, so each
filter contains the same number of items and uses the same number of
slots. Table 1 shows the empirical space usage and false-positive rate
of different filters in these experiments. The space reported in the
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Filter —log(FPR) Space (MB)
Adaptive Quotient filter 9 203.610
Telescoping Quotient filter 9 218.104
Adaptive Cuckoo filter 9 201.402
Quotient filter 9 186.818
Cuckoo filter 9 201.401

Table 1: Empirical space usage and false-positive rate of filters
used in the benchmarks. All filters were created with 22 slots.
Space is given in MB. Negative logF PR means higher is better.
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Figure 5: System insert throughput as filter fills up.

table is only the filter space. It does not include the space required by
the reverse hash map. The ADAPTIVEQF has ~8—9% space overhead
compared to the non-adaptive quotient filter.

Parallelism. The ADAPTIVEQF preserves thread safety from the
counting quotient filter. It divides the slots in blocks 0f 4096 slots each
and uses a lightweight spin lock for each block to avoid corruption.
During an insertion or an adaptation, each thread first acquires two
locks on consecutive blocks, the block in which the item hashes and
the next one. Two consecutive locks helps to avoid any corruption
in case the shifting of items overflows into the next block.

It is also possible to execute mixed operations concurrently, but
two modifications would be required. First, locks would also have
to be acquired during queries, which would not be necessary if
insertions and queries are performed in separate phases. Second, if
the database being used also supports concurrent inserts, the lock
acquired during filter inserts would need to be held until the database
insert is finished. This is to ensure the items in the same minirun are
also inserted into the database in the same order as they are inserted
into the filter. This is only necessary if there are mixed inserts and
adaptations being done concurrently; in an insert-only workload,
items in a minirun are identical in the filter until an adaptation
happens, so the order of insertion into the database does not matter.

Figure 4 shows insertion throughput of the AbAPTIVEQF in isola-
tion, as a function of the number of threads used, to demonstrate that
the ADAPTIVEQF itself maintains good parallelism. We also show the
performance of the QF for comparison. For this experiment, we use
a filter of size 226, and we configure the locks to span 216 slots each.
Therefore, there are 21 locks and contention is low. We vary from 1
thread to 12 threads in the increments of 2. Both the ADAPTIVEQF
and QF show almost linearly scaling with the increasing number of
threads while the ADAPTIVEQF being slightly faster.
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Figure 6: Query throughput with varying cache size and
frequency of adversarial queries. Each test included 100M
warmup queries and 100M queries with an adversary.

Filter Size (log) MapInserts Map Updates Map Queries
AQF 20 943718 0 0

TQF 20 943718 3608887 3356560
ACF 20 947815 584829 584829

AQF 24 15099494 0 0

TQF 24 15099494 56697889 52650676
ACF 24 15103591 9336669 9336669

Table 2: Number of reverse map accesses during insertions.
The TQF and ACF make additional updates and queries in
maintaining the reverse map. All filters of a given size were
filled to 90% load.

Reverse Map Setup Inserts per Sec  Queries per Sec
Merged 2.32x10° 1.843x107
Split 1.12x10° 1.819%107

Table 3: Comparison of merged vs split reverse map and
database. Tests were run with 200M queries on a filter of size
225, When the reverse map and database are split, inserts
have to be done into each one independently, so insertion
takes twice as long. However, due to the infrequency of false
positives, querying only takes 1-2% longer.

6.4 System benchmarks

In this section, we evaluate the performance of ADAPTIVEQF as a
front-end filter to a disk-based B-tree database. We create an instance
of the disk-based B-tree by using the B-tree implementation from
SplinterDB [29]. For these tests, we disable the B¢-tree structure and
its accompanying filters in SplinterDB, and use it as a filter-less on-
disk dynamic B-tree. Because filters are frequently used alongside
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Filter CAIDA Queries/Sec Shalla Queries/Sec

AQF  31.6M 15.8M
TQF  8.4M 6.7M

ACF  34.1M 18.3M
QF  241M 16.8M
CF  1192M 62.2M

Table 4: Query speed on real-world datasets after 22° inserts.

databases too large to fit in memory, storing data on disk using the
B-tree is representative of real-world database systems.

We create an in-memory filter together with an on-disk map hold-
ing uniformly distributed keys with randomly generated values that
represents a database. For the non-adaptive filters, the database holds
the full set of keys-value pairs. For the adaptive filters, the database
instead maps the fingerprints stored in the filter to their associated
key-value pairs based on the optimization of using the reverse map
as the database described in Section 4.

To perform an insertion, a key is first inserted into the in-memory
filter, and then the key-value pair is inserted into the database. For
non-adaptive filters, the key-value pair is inserted into the database
directly. For adaptive filters, a fingerprint is obtained when inserting
into the filter, and then the fingerprint-key-value triple is inserted
into the database, mapping the fingerprint to the key-value pair.

To perform a query, the key is queried in the filter. If the filter
returns “negative,” then that key is not in the database and no disk
query is performed. If the filter returns a “positive,” the key and
any corresponding data are retrieved from the database. The non-
adaptive filters do this by directly querying the database for the key,
and a false positive occurs if the database was not able to find that key.
The adaptive filters instead query the database for the fingerprint
found in the filter, and a false positive occurs if the key stored in the
database does not match the key that was queried for. The adaptive
filters can then use the returned key to adapt the filter so that the
queried key no longer returns “positive.”

Insertion performance. Figure 5 shows insertion throughput of
the database as a function of the filter load factor. For this experi-
ment, we create filters with 22> slots and insert keys from a uniform
random distribution until the filters are 90% full. At 1% progress inter-
vals, we record the amount of time taken and calculate the insertion
throughput over that interval.

The system has similar performance when using the ADAPTIVEQF
compared to the non-adaptive QF and CF filters. This shows that
there is little to no overhead of using the adaptive filter on the inser-
tion performance of the system.

Since insertions into the B-tree are the main bottleneck, all 5 filters
start with roughly equal insertion throughput. However, the ACF
and TQF fall off over time. This is due to the cost of maintaining the
reverse map. Table 2 shows the number of additional accesses to the
reverse map done by the adaptive filters. As fingerprints are inserted
into the ADAPTIVEQF, no entries for previous insertions need to be
modified in the reverse map. As the ACFfills up, it needs to do alarge
number of kick outs. Since the tag being stored to represent an item
changes depending on its location in the filter, it is not sufficient
to simply move a tag when performing a kick out. Instead, every
kick out requires an expensive query to the backing map so thata
new fingerprint can be hashed. The frequency of kick outs increases
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with load factor. When a fingerprint is inserted into the TQF, it
may cause other fingerprints to shift. The reverse map implemented
with the TQF is based on location — keys are stored alongside their
fingerprints and thus need to shift with them. The constant shifting
of fingerprints induces many additional reverse map accesses.

Adversarial query performance. In Figure 6, we measure the
effect of a query-only adversary on system throughput. Even if the
overall query distribution is uniform, an attacker can artificially skew
the distribution by skewing their own queries. An adversary can
detect the latency difference between negative and positive queries
(including false positives), and even without knowledge of the actual
insertion set, record a list of positive queries. They can then repeat
these queries to intentionally induce I/Os. Even in a system with
a cache, the adversary needs only collect enough false positives to
overload the cache, then proceed to cycle between these queries to
render the cache ineffective.

In this experiment, we perform 200M queries. The first 100M
give the adversary time to collect false positives. We then measure
the average query throughput over the next 100M queries. We vary
both the cache size and the frequency of adversarial queries over
different trials. Figure 6 has five plots, each plot showing the results
of the experiment on a different cache size ranging from 1.5%, 3%,
6%, 12%, to 25% the size of the input dataset. There are marginal
improvements to the performance of the non-adaptive filters when
provided a larger cache. However, a small fraction of adversarial
queries has a disproportionately large impact on system performance
even in the experiment with the largest cache. With the cache holding
25% of the dataset, an adversary representing less than 1.5% of the
total queries can cause query throughput for the entire system to
drop by 2x that of normal operation, which is already lower than
that of the ADAPTIVEQF. This increases to 3X with 3% adversarial
influence and up to 10X with 10% adversarial influence.

The ApAPTIVEQF offers high and consistent query performance
irrespective of the frequency of adversarial queries. Even without
adversarial queries the AQF has comparable query performance to
the non-adaptive filters. But in the presence of adversarial queries
it can offer up to an order of magnitude higher query performance.

Merged vs. split reverse map. As discussed in Section 4, the re-
verse map and database can be merged into a single data structure
so that reverse map inserts and queries do not incur additional over-
head. This makes the database unable to perform range queries. The
split reverse map and database setup, however, does support range
queries. Table 3 compares the two setups to show the overhead of
using the split setup in the case that one would like to use range
queries. The insertion throughput is halved due to needing to insert
into both the database and reverse map individually. However, query
throughput is affected by only about 1% due to the infrequency of
false positives on general workloads.

6.5 Adaptivity rate for real-world datasets

In application benchmarks, we use real-world datasets to evaluate
the rate of change of false positive rate and space usage in adaptive
filters in the presence of queries.

To evaluate the false positive rate over time, we first construct
all three adaptive filters and fill them to 90% load factor. We then
construct a query set that will be performed over time, and the filters
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Figure 7: False-positive rate (FPR) and additional space usage
over time. FPR is on log scale. The adaptive filters are able to al-
mostimmediately reduce their FPR by up to 100X on a skewed
workload. The ApaPTIVEQF is able to achieve a marginally
lower or equivalent FPR at negligible space overhead.

will adapt to the false positive queries. We also construct multiple
independent query sets from the Zipfian distribution, which we use
to compute the instantaneous false positive rate. The filters do not
adapt while measuring the instantaneous false positive rate.

We perform a total of 3 million queries when the filters adapt
to measure the rate of change of false positive rate and the space
usage. We compute the instantaneous false positive rate and space
usage after every 1% of queries. To compute the instantaneous false
positive rate, we construct 100 independent query sets from a Zipfian
distribution. During the false positive computation, we turn off the
adaption in the filters. Therefore, filters only adapt during normal
queries and do not adapt while computing the false positive rate.

We use three different datasets for application workloads. The
first dataset is synthetic and generated from the Zipfian distribu-
tion (with Zipfian constant 1.5) on a universe of size 1 billion. The
second dataset is CAIDA passive traces [17], a set of anonymized
network traces collected by the Center for Applied Internet Data
Analysis between April 2008 and January 2019. The third database,
the Shalla [53] block list, is a list of about 3 million malicious URLs
compiled by Shalla Secure Services. For our experiments, we perform
insertions and queries from the Shalla list.

Figure 7 shows the rate of change of false positive rate and space
during queries in adaptive filters. The false positive rate immediately
drop for all three filters. This is because the filters adapt to hot items
early in the query sequence. Later on, the filters adapt to infrequent
items, each of which brings a smaller drop in the false positive rate.

The drop in false positive rate over time is similar for all three
adaptive filters for the Caida and Shalla datasets. These two datasets
are not very skewed, and therefore the strong adaptivity advantage
of ApAPTIVEQF over the TQF and ACF is not very apparent.

Richard Wen et al.

On Zipfian queries, the false positive rate for all three filters drops
equally. However, over time the false positive rate in the Apap-
TIVEQF drops to lower than the TQF and ACF. This shows that the
strong adaptivity guarantees in the ADAPTIVEQF lead to a lower
false-positive rate over time. The TQF and ACF do not adapt com-
pletely the first time they encounter the false positive, which can
result in subsequent false positive results when colliding with the
already adapted key.

The space increase (in bits/item) increases similarly with all three
adaptive filters. However, the ADAPTIVEQF has a lower initial space
usage compared to the TQF and ACF (refer Table 1), and therefore
the overall space usage of the ADAPTIVEQF is lower.

For actual query throughput, we list the numbers in Table 4. This
includes costs incurred by occasional queries to the database. The
ApAPTIVEQF has comparable query throughput to both the AQF
and QF. All filters benefit from cache-friendliness induced by the
skewed distribution of CAIDA’s queries. However, the ADAPTIVEQF
and ACF see more improvement than the QF due to their ability to
adapt to the most popular false positive queries in the distribution.

6.6 Dynamic workloads

Apart from static workloads, we also evaluate the change of false
positive rate in the ADAPTIVEQF in the presence of deletions, in-
sertions, and queries over time. This simulates the real-world use
cases where the items in the YEs list change over time. We do not
include other adaptive filter implementations, TQF and ACF, in this
experiment as they do not support deletes.

Like the application workload, we perform 3 million queries and
compute instantaneous false-positive rates after every 1% of queries.
At 10% intervals, we delete and replace 20% of the items. To compute
the instantaneous false-positive rate, We use 1 million queries from
the same Zipfian distribution without adapting.

Figure 8 shows the false positive rate over time in the presence of
deletions, insertions, and queries. Every 10% of the operations, we
introduce a massive churn in which 20% of the items in the filter are
replaced. There are a couple of spikes in the false positive rate that
coincide with the churns. They are caused when one of the inserted
items causes a popular query to become a false positive. But the filter
quickly adapts to the new item, and the false positive rate once again
drops very low. TQF and ACF are excluded from these experiments
as those implementations do not support deletions.

In these experiments, we lose strong adaptivity. This is a deliber-
ate choice and not a limitation of the ADAPTIVEQF. We can support
strong adaptivity in the presence of updates to the No list and YEs
list by associating a small value to the fingerprints as described
in Section 4.3. Strong adaptivity can be preserved in the presence
of deletions by setting an item’s counter to zero instead of deleting
the item completely. We chose in these experiments not to preserve
strong adaptivity in order to demonstrate the filter’s ability to main-
tain a low false positive rate in dynamic environments and because
the highly dynamic nature of these experiments would make the
extra space usage impractical.
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Operation Time per item (us)
Insert into filter 0.520092
Insert into half-size filter ~ 0.353332
Merge two half-size filters  0.039147
Sort in hash order (gsort)  0.348060
Bulk insert 0.019569

Table 5: Average latency for inserting items into an Apap-
TIveQF with 226 slots until 90% full, inserting into two
ApapTIvEQF instances with 22° slots each and then merging,
and sorting items beforehand and then bulk inserting.

6.7 Merge and bulk load performance

Filters are often used to build inverted text indexes on genomics
data [69], where they are merged with other filters during com-
pactions. Therefore, mergeability is a critical feature in filters for
easy adoption in database systems.

The QF supports efficient merging, and the AbaPTIVEQF supports
efficient merging by extension, since we do not store any auxiliary
hash encoding information. In contrast, merging in the TQF and ACF
isnot straightforward due to the hash selectors obscuring the original
keys. To evaluate the merge performance of the ADAPTIVEQF, we use
an in-memory hash table as the reverse map because we just want to
evaluate the filter’s merging speed. Note that merging two reverse
maps is easy, because minirun lists sharing an ID can be concatenated,
solong as miniruns in the filter are also concatenated during merging.

We also evaluate bulk loading in the ADAPTIVEQF, where the
entire list of items is known. We find that the raw execution time of
merging and bulk inserting is extremely low. For bulk loading, we
would prepare by first sorting the items in hash order.

Table 5 shows the merge and bulk-build performance of the Apap-
TIVEQF. Inserting into smaller filters and merging is about 25% faster
than directly inserting into a full size filter. Sorting followed by bulk
building is about 10% faster than merging. In this particular test we
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used the C library function gsort. More specialized sorting func-
tions for a given situation may be even faster. Merging is slower
than bulk loading due to needing to compare quotient-remainder
pairs between the two merged filters. There is also an overhead in
identifying runs when stepping through the filter.

6.8 Space comparison to static YEs/No solution

Figure 9 shows the space usage of CRLIite [55], a custom-built and
static YES/NoO list solution based on the cascading Bloom filter, and
the ADAPTIVEQF. The space usage of the ADAPTIVEQF while being
dynamic is always smaller or similar to CRLite. For the evaluation,
we fix the aggregate size of the No list and YEs list to 1 million items
and evaluate the space with changing ratio of the No list and YEs list.

6.9 Non-adaptive filter additional space

The adaptive filters have higher space usage (due to the overhead
of adaptivity) compared to the non-adaptive filters. Therefore, we
performed an experiment where we configured the QF and CF with
a higher number of bits to give them extra space and lower false-
positive rate. With extra space, the uniform query performance of
the CF increases by 1%, and the Zipfian query performance increases
by 0.3%. Similar performance gains are seen for the QF. Therefore,
even with extra space and a lower false-positive rate, the CF-based
system is 20% slower compared to the ADAPTIVEQF-based system.

7 Conclusion

We introduce ADAPTIVEQF in this paper. The ADAPTIVEQF is the first
strongly adaptive filter which support high throughput operations
using single-hashing and quotienting. Using the adaptive filters in
the system we can increase the overall system throughput by avoid-
ing repeated unnecessary accesses to the backing stores (or other
slower storage). The strongly adaptive filters guarantees consistently
low false positives rate over time on dynamic workloads.

Traditional filters have been the go to data structure for over
five decades. However, traditional filters lose their benefits in the
presence of modern skewed and adverserial real-world workloads.
Today’s applications need practical adaptive filters that can offer
strong theoretical guarantees and high performance independent
of the data distribution to quickly and efficiently perform complex
analyses on large-scale data.
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