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Abstract—Online signature verification plays a pivotal role in
security infrastructures. However, conventional online signature
verification models pose significant risks to data privacy, espe-
cially during training processes. To mitigate these concerns, we
propose a novel federated learning framework that leverages
1-D Convolutional Neural Networks (CNN) for online signa-
ture verification. Furthermore, our experiments demonstrate
the effectiveness of our framework regarding 1-D CNN and
federated learning. Particularly, the experiment results highlight
that our framework 1) minimizes local computational resources;
2) enhances transfer effects with substantial initialization data; 3)
presents remarkable scalability. The centralized 1-D CNN model
achieves an Equal Error Rate (EER) of 3.33% and an accuracy
of 96.25%. Meanwhile, configurations with 2, 5, and 10 agents
yield EERs of 5.42%, 5.83%, and 5.63%, along with accuracies
of 95.21%, 94.17%, and 94.06%, respectively.

Index Terms—online signature verification, federated learning,
convolutional neural network

I. INTRODUCTION

A handwritten signature is a biometric method used for
personal identification [1]. Long in history, handwritten sig-
natures have served as a means for individuals to endorse
documents. Nowadays, handwritten signatures continue to be
essential in modern forensic science, while digital signatures
have made significant strides [2]. As a behavioral attribute,
a handwritten signature, along with voice, gait, and other
behavioral traits, contributes to behavioral biometrics. Unlike
physiological attributes such as fingerprints, palm prints, DNA,
and facial features, handwritten signatures capture individual
behavior patterns. These patterns exhibit low intra-person
variance, as an individual’s signatures tend to be consistent or
similar over time. However, they also show high inter-person
variance, meaning that signatures of different individuals
possess noticeable differences. Behavioral and physiological
attributes together form the basis of biometric identification
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for individuals. We attribute the widespread application of
handwritten signatures to their high accuracy and ease of use.
The high accuracy stems from the uniqueness of a handwritten
signature to an individual and the difficulty of being trans-
ferred, lost, or stolen [1]. Therefore, handwritten signatures are
an effective biometric means for personal identity recognition.

Regarding the data modality, we classify signatures into two
categories: offline and online. Unlike offline signatures [3] [4],
which only consider the static image of the signature, online
signatures [5] [6] [7] [8] [1] include dynamic features such
as, x- and y-coordinates, pen pressure, pen angle, pen rotation
angle, writing speed, etc. Online signatures are a collection
that encapsulates the signature itself and the dynamic historical
records while writing the signature. Due to the increased
complexity of online signatures and the intricate dependencies
among different features, they are difficult to imitate, thus
providing higher security.

The acquisition of data poses a significant challenge in
online signature verification tasks. One key challenge is that
each individual possesses a unique signature style, implying
the need for a substantial number of signatures to capture
the diversity and variations in signature styles. It is worth
noting that the collected signature distribution may not nec-
essarily represent the actual signature distribution accurately.
Therefore, training an online signature verification system
requires substantial data to approximate the real distribution
effectively. However, signature data’s sensitivity and privacy
concerns restrict its shareability. Personal signatures are typ-
ically regarded as sensitive information, necessitating strict
legal and ethical frameworks for safeguarding user privacy.
Consequently, aggregating multiple databases into a central-
ized database for model training is a formidable task, despite
the potential benefits a centralized database could offer in
terms of enhancing model performance.

To address this issue, specifically to harness a vast amount
of data effectively while ensuring user privacy protection, we
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propose a framework using federated learning [9] for online
signature verification. We incorporate a 1-D CNN into the
federated learning framework. As shown in Figure 1, We
propose a novel application scenario where, within the entire
framework, a central coordinator is in the cloud, and several
local agents are located locally. The local agents represent
independent entities with access to a local signature dataset
and a need for signature authentication. For instance, one
entity could represent the local bank department responsible
for managing check signatures, or one could represent the
front of a local supermarket responsible for managing credit
card signatures. Rather than aggregating all the datasets of
agents for training a central model, federated learning utilizes
a central coordinator to manage the configurations and updates
of a global model. Each agent conducts local training and
uploads its model’s weights to the coordinator for aggregation
during an iteration. It enables the global model to adapt to the
various local database distributions. Additionally, the choice of
1-D CNN ensures that the model can extract effective features,
and its lightweight weight parameters facilitate communication
and training.

Our contributions are summarized as follows:

• We propose a federated learning framework to address
privacy challenges in online signature verification.

• We integrate a 1-D CNN model in our framework to
reduce the overall computation cost by a lightweight
algorithm.

• We demonstrate the effectiveness of our 1-D CNN model
and federated learning approach through extensive ex-
periments regarding lightweight local training, improved
transfer effect, and high scalability.

II. RELATED WORK

A signature is composed of symbols and strokes that rep-
resent the behavioral characteristics of the writer. Based on
appropriate feature extraction, the feature space can reflect
whether a signature from a specific user is genuine or forged.
Online signature verification differs from offline signature au-
thentication because it deals with dynamic features, including
writing speed, angles, pen pressure, and more. As a result, it
possesses higher accuracy and security.

Online signature verification is a process to ascertain the
authenticity of a signature by analyzing dynamic features
recorded during the signing procedure. This process encom-
passes various methodological approaches to attain precise and
secure outcomes.

In traditional contexts, two frequently utilized methodolo-
gies are Dynamic Time Warping (DTW [10]) [11] [12] [13]
and Hidden Markov Models (HMM [10]) [14] [15]. DTW
stands out for its capacity to robustly compare signature
dynamics while accommodating temporal variations. In con-
trast HMMs are well-suited for modeling sequential data
because they capture the dependencies between consecutive
data points. Online signature data often exhibits intricate
dependencies, where current observations are contingent on

past observations and data from other channels. Deep learn-
ing, renowned for capturing non-linear features, has gained
substantial prominence in recent years in online signature
verification. For instance, in the studies by [16] [17] [18],
Recurrent Neural Networks (RNNs) are employed due to
their effectiveness in capturing time-series features and long-
term dependencies, thus facilitating the recognition of dynamic
signature patterns and individualized characteristics.

The distinction between our work and the aforementioned
methods lies in utilizing a simple 1-D Convolutional Neural
Network (CNN) architecture for handling temporal tasks.
Subsequent experiments will demonstrate that larger kernel
sizes can enhance the 1-D CNN model’s capacity to process
temporal data. Another distinguishing difference is that we do
not necessitate a centralized database because we adopted the
federated learning [9] framework.

III. PROPOSED FRAMEWORK

A. Overview

In general, we present a novel lightweight online signature
verification framework built on the principles of federated
learning [9]. Specifically, we embed an 1-D convolutional
neural network into the federated learning framework, enabling
multiple agents to jointly train a global model that adapts
to their respective local data distributions without sharing
privacy-sensitive signature data. Federated learning allows us
to keep privacy-sensitive data decentralized among the clients.
Each client performs local independent training on its local
dataset. The desired global model evolves in each iteration by
aggregating information reflecting local datasets; in our case,
the communication involves the local models’ weights rather
than the raw data of the datasets. This approach provides the
advantage of solving the original online signature verification
goal while preserving the privacy of the signature users, as
their sensitive data never leave the local environment. The
main benefit of federated learning is the significant reduction
of privacy and security risks by confining the hazards to the
local level rather than centralizing all data in a single data
center [9].

Figure 1 overviews our framework. There are n local agents
Ai (i = 1, 2, ..., n) at the edge, and each has its own
local dataset, denoted as di. Each client simulates a real-
world location where signature verification, such as a local
authentication center, needs to be performed.

Following [9], we adopt a synchronous strategy in each
iteration to update the parameters —All local agents perform
local training in each iteration. In each iteration, the local
agent fetches the latest model parameters from the central
coordinator on the cloud. The agent then conducts independent
local training, including data preprocessing and backpropa-
gation. After e epochs of training, the central coordinator
receives the model parameters from each local agent through
communication and performs aggregation to update the global
model’s parameters. The entire process of fetching local data,
performing local training, communicating with the central
coordinator, aggregating the model updates, and updating the



Fig. 1: Overview of our proposed framework.

global model repeats E times, where E denotes the number
of iterations.

Fig. 2: Model configurations.

B. Verification Model Design

The global model is the central part of our framework,
shown at the center in Figure 1. The global model serves
as our primary verification model and is initialized in the
coordinator in the cloud. Every agent downloads the global
model, performs local training, and then uploads the updated
model weights in each iteration. Finally, the coordinator exe-
cutes some aggregation algorithms, e.g., FederatedAveraging.
It means that the global and downloaded local models are
homogenous at the beginning of each iteration.

One input signature Xi
t = (x1,x2, ...,xTi

) is a vector
in space Rc×Ti , where the index t represents the temporal
dependency, i represents the index of the signature, thus Ti

represents the length of signature with index i. xt (t =
1, 2, ..., Ti) is a c-dimensional vector, each element of which
represents a specific observation of a channel at timestamp
t. For example, consider a digital pencil equipped with 4
sensors. The first recorded Signature X1

t has a length of T1.
The observation at time point t = 3, denoted as x3, is a 4-
dimensional vector representing the recorded data from these
4 sensors at t = 3. It is worth noting that different signatures
generally possess varying lengths.

The verification model aims to produce a predicted label
Yi based on the input Xi

t, where Yi ∈ {Genuine, Forged}.
Figure 2 illustrates the model configurations used for verifi-
cation. The input undergoes a preprocessing stage, where it
is normalized and padded to a fixed length for application to
the CNN layers. Subsequently, the features pass through three
CNN blocks. Each CNN block consists of a 1-D CNN layer,
a batch normalization layer, and a ReLU activation function
layer. Additionally, the feature’s length is halved from its
original size after each CNN block. In practice, we used a
dataset with a maximum length of 713, so we zero-padded
it to a length of 800. After passing through the entire 1-D
CNN model, the length is reduced to 50. Furthermore, the
downsampled features are passed through a 1-D MaxPool
layer. Finally, the concatenated feature maps are processed by
a linear layer to output the labels.

1) Preprocessing: In the preprocessing stage, we have two
main steps: normalization and zero-padding. The preprocess-
ing corresponds to the purple box in the diagram in Figure
2.

Firstly, we perform normalization on an input signature. We
adopt common normalization [19]. It refers to the process
of transforming signature data into a standardized format
before further feature extraction. In our case, we only pro-
cess the x and y coordinates of the signature, denoted as
Xi

t = (x1,x2, ...,xTi) = ((x1, y1), (x2, y2), ..., (xTi , yTi)),
where (xt, yt) represents the x- and y-coordinate values at



time t (t = 1, 2, ..., Ti).

xt ←
xt − xg

xmax − xmin
, yt ←

yt − yg
ymax − ymin

, (1)

where (xg, yg) represents the centroid of the signature, and
(xmin, ymin) and (xmax, ymax) are the minimum and maxi-
mum of (xt, yt) for i = 1, 2, ..., Ti. Normalization reduces the
impact of variations in writing styles, sizes, and positions of
signatures. It enhances the system’s ability to handle different
signature variations and increases its robustness across diverse
signatures.

Secondly, CNNs commonly use mini-batches [20] for train-
ing. To facilitate batch processing, sequences within a batch
must have the same length. By adding zeros at the end of a
sequence—zero padding —we ensure that all input sequences
to a CNN layer have the same size, enabling efficient parallel
processing. i.e.,

Xt ← (Xt, 0, 0, ..., 0︸ ︷︷ ︸
Tmax−Ti

), (2)

where Xt represents the normalized x- and y-coordinates
as detailed previously, and Tmax indicates the largest length
across all signatures.

2) Convolutional Blocks: Since its introduction, the 1-D
Convolutional Neural Networks (CNNs) have shown the state-
of-the-art performance in time-series-related tasks [21], such
as real-time electrocardiogram (ECG) monitoring [22] [23].
The significant advantage is their low-cost implementation.
It is due to the simple and compact configuration of 1D
CNNs, which perform only 1D convolutions involving scalar
multiplications and additions. The advantages of 1-D CNN lie
in its ease of training [21], which implies fewer communica-
tion rounds and a smaller number of parameters, resulting in
reduced communication overhead. Our study uses a simple 1-
D CNN to verify online signatures. Despite its simplicity, the
model exhibited impressive results in accomplishing the task.

The convolutional blocks correspond to the part enclosed
by the dashed line in the diagram in Figure 2. Each convo-
lutional block consists of a 1D convolutional layer, a batch
normalization layer, and a ReLU activation function.

The 1-D CNN layer creates feature maps entailing learnable
filters (kernels) that convolve over the input sequence, aiming
to detect distinct patterns or features. Each filter undergoes
element-wise multiplication with the input’s local region,
culminating in a single value within the output feature map,
signifying the presence of the identified feature. In place of
perceiving the layer as a singular vector-to-vector function,
an alternative perspective arises, wherein the layer comprises
neural units functioning in parallel. Each unit assumes the role
of representing a vector-to-scalar function [24]:

slj ← bl
j +

k∑
i=1

conv1D(wl−1
ij , sl−1

i ), (3)

where slj represents the value of the j-th neuron in layer l for
the 1-D CNN layer, bl

j represents the bias of j-th neuron in

layer l, wl−1
ij is the kernel weight from i-th neuron in layer

l − 1 to j-th neuron in layer l, k is the size of kernel, and
conv1D is the convolution operation without zero padding.

We employ batch normalization [25] to enhance train-
ing stability and improve the convergence speed during the
training process. The batch normalization principle involves
normalizing a layer’s input by fixing its mean and variance
through a normalization operation.

slq ←
slq − µB√
(σB)2 + ϵ

, (4)

slq ← γsq + β, (5)

where B represents a mini-batch with nB samples, q (q =
1, 2, ..., nB) is the index for neuron values sl at layer l across
the mini-batch, and γ and β are learnable parameters for the
batch normalization layer.

The activation function is the Rectified Linear Unit
(ReLU) at the end of the CNN block, i.e. for neuron slj ,

f(slj) = max(0, slj) =
slj + |slj |

2
. (6)

ReLU is computationally efficient and helps alleviate gradient
vanishing, leading to better gradient propagation [26].

3) MaxPool Layer: The 1-D MaxPool layer corresponds
to the red box in Figure 2. We employ a 1-D MaxPool layer
for downsampling, which reduces the dimensionality of the
features.

sl ← sl ↓ ss, (7)

where ss denotes the downsampling operation with a scalar
factor ss. In our case, the window size for the 1-D MaxPool
layer is 3 with a stride of 2. This approach provides several ad-
vantages, as it captures the maximum value within a specified
window, promoting translational invariance to small changes
in the input. As a result, the network becomes more robust
and capable of generalizing better to variations in the data.

4) Linear Layer: Finally, our model concludes with a linear
layer that maps the feature maps to a 2-dimensional output
representing the labels. A fully connected or linear layer is
mainly for performing linear transformations on the feature
map. The linear layer maps the feature map to an output space,
where each output neuron is connected to every input neuron
through weighted connections. It allows the layer to learn and
represent complex patterns and relationships in the data.

y←Ws+ b, (8)

where W ∈ R128·50×2 and b ∈ Rm×2 are the parameters
for the linear layer, and nB is the size of mini-batch. 128
represents the final number of output channels in Figure 2, 50
is the final length of inputs.

C. Federated Learning-Based Model Training

1) Local Training: We refer to independent local training
as the process in federated learning where participating agents
train the model locally, and only the model’s updated param-
eters are returned to the central server.



We set the loss function to be the cross-entropy. The cross-
entropy loss is commonly used in classification tasks and
measures the dissimilarity between the predicted probability
distribution and the true label distribution.

L(Xt,Y) = −(y · log(p) + (1− y) · log(1− p)), (9)

where y is the label, which is either 0 or 1 in our case, p is
the predicted probability of the Genuine.

We utilize the Stochastic Gradient Descent (SGD) algorithm
[27] [28] to update the model parameters during training. It
aims to minimize the loss function by iteratively updating the
model’s parameters in the direction of the steepest descent of
the loss surface.

w← w−η∇wL(Xt,Y,w) = w− η

nB

n∑
∇Lw(Xt,Y,w),

(10)
where η is the learning rate, ∇wL is the gradients computed
by backpropagation algorithm [24].

2) Federated Training: We derive our federated training
framework by building upon the FederatedAveraging algo-
rithm [9]. FederatedAveraging can be seen as a variant of the
SGD algorithm, focusing on training deep neural networks
through iterative model averaging. Compared to centralized
training, FederatedAveraging decouples the model’s training
from direct access to the raw data, providing privacy ad-
vantages. Simultaneously, compared to the naive application
of SGD in the context of FederatedSGD, where gradients
are communicated, FederatedAveraging significantly reduces
communication volume at the expense of some local compu-
tation cost [9].

Algorithm 1 summarizes our federated training framework.
The coordinator located at the central server initializes a global
model w0. In each iteration, the agents at the edge parallelly
conduct independent training based on their local databases
and then communicate the model parameters to the central
server. The central server computes a weighted average of the
new model parameters to obtain a new global model, where the
weights are proportional to the sizes of the agents’ databases.
Each agent trains the model according to the discussed local
training process in section III-C1. The iteration repeats.

IV. EXPERIMENTS

A. Datasets & Platform

We validate our framework on the public SVC-2004 [29]
online signature dataset. Two tasks compose the dataset,
namely Task 1 and Task 2. While Task 1 only records
coordinate information, Task 2 encompasses additional infor-
mation such as pen orientation and pressure besides coordinate
information. Each task consists of 40 users, with 40 signature
samples representing each user. Among these samples, 20
are genuine signatures, while the remaining 20 are forged
signatures from skilled forgeries. To clarify, within each task,
there contribute 1600 signatures contributed by 40 users. Con-
sidering the entirety of the project, there exist 3200 signatures
in total, originating from a collective of 80 users. SVC-2004

Algorithm 1 Federated training framework. .

Require: wi indicates model at iteration i. k is the index for
agents. E indicates the number of local epoches. pk denotes
the training set for agent k.
Server executes:

initialize w0

For iteration i = 1,2, ..., I do
For agent k = 1,2, ..., K do

wk
i+1 ← Local Training(k,wt)

wi+1 ←
∑

k
Pk

P wk
t+1

Local Training // run on client k
B ← split Pk into batches of size B
For each local epoch i = 1,2, ..., E do

For batch b ∈ B do
w ← η∇L(θ, w) // equation (11)

return w to the server

is a benchmark dataset in the online signature verification
domain. In our experiments, we only consider utilizing the
x-y coordinates.

The experimental platform employed in our experiments
comprises a hardware configuration, including AMD Ryzen
9 7950X 16-Core Processor and The NVIDIA GeForce RTX
4090 graphic card. We train and analyze models on Python
3.10.11, Pytorch 2.0.0, and Ubuntu 22.04.2. We choose ROC
curves [30] as our primary metric. Receiver Operating Char-
acteristic curves (ROC curves) visually illustrate the trade-
off between a classification model’s true positive rate and
false positive rate, offering a graphical representation of its
performance across different discrimination thresholds.

The core components we aim to validate in our experiments
are the verification model based on 1-D CNN and the federated
learning framework based on Federated Averaging. In the
section IV-B of our experiments, we validate the verification
model and explore the impact of different kernel sizes. In
the section IV-C, we validate our proposed online signature
verification framework based on federated learning.

B. Model Effectiveness

We validate the effectiveness of the 1-D CNN as a veri-
fication model in a centralized training manner. We examine
the sensitivity of our verification model under different kernel
sizes.

We combined Task 1 and Task 2 of the SVC-2004 database,
resulting in a total of 80 users, with each user providing 20
genuine signatures and 20 forged signatures. It amounts to a
total of 3200 signatures. We randomly sampled 16 genuine
and 16 forged signatures for each user as training data. The
remaining 4 genuine and 4 forged signatures are reserved as
a test dataset for model validation. The ratio of our training
dataset to the test dataset is 8:2. We use the Adamax optimizer
[31] with an initial learning rate of 0.01 to train our model.
Adamax is a variant of the Adam optimizer that incorporates
self-adaptive gradients, allowing for efficient and effective



model training. Figure 3 presents the EER for each model.
It is evident that with an increasing kernel size, both accuracy
and EER show gradual improvement until reaching a peak at
size 51 for accuracy and 61 for EER. Subsequently, we fix 61
as the kernel size for our verification model.

We set the number of training epochs to 200 and batch
size to 160. Figure 3 presents the EER for each model. It
is evident that with an increasing kernel size, both accuracy
and EER show gradual improvement until reaching a peak
at size 51 for accuracy and 61 for EER. Subsequently, we
fix 61 as the kernel size for our verification model. Figure 4
presents the scores of the model with a kernel size of 61 on the
test set for various signatures. Blue triangles denote genuine
signatures, while red triangles represent skilled forgeries. Each
row corresponds to a unique user in the SVC-2004 dataset.

Fig. 3: EER for different kernel sizes.

Fig. 4: Test scores in one experiment where Kernel size = 61.

C. Federated Learning Effectiveness

We employ a heuristic parameter search method for val-
idation. Heuristic parameter search refers to independently
exploring an isolated parameter’s impact while keeping other
parameters constant. Here, we explored the effects of local
epochs E, initial dataset size, and the number of agents K on
the framework respectively.

1) Lightweight: We investigate the impact of different local
epochs E on the model’s performance. Local epochs refer
to the number of training epochs conducted on each agent
locally. We set the dataset size for initialization Pinit to 320,
corresponding to 20 users, each providing 16 samples. We set

K to 2, meaning the remaining 60 users are evenly divided into
two groups, each containing 30 users. Each user contributes
16 samples for the training set and 4 samples for the validation
set, resulting in Pk = 480, k = 1, 2. We set the number of
iterations I to 200, the local batch size Blocal to 32, and
the learning rate η to 0.001. The search space for the local
epochs E is {1, 5, 15, 25, 50}. Figure 5 compares different
parameter values, while Figure 6 presents the ROC curves
corresponding to each parameter value. Please note that for
each parameter in Figure 1, we have conducted 10 model
instances, and the ROC curves plotted in Figure 2 represent
the median instance. We can observe that the model performs
optimally on the validation set when local epochs E = 15.
It is worth mentioning that a larger value of local epochs
does not necessarily guarantee better model performance. An
empirical explanation for this phenomenon is that excessive
local epochs may lead to overfitting the model on local data,
thus reducing the model’s generalization performance. Figure
7 illustrates the loss values for different local epochs along
training epochs. We can observe that the local epochs have a
limited impact on the convergence of the model.

Fig. 5: Boxplot for different local epochs.

Fig. 6: ROC curves for different local epochs.

Combining Figures 5 and 6, we observe that only 15
local epochs are needed for local training. Furthermore, the
qualitative analysis in Figure 9 reveals that varying the number
of local epochs does not increase the global iteration rouns.
It implies that we can perform local model training with
relatively low local computational requirements without



Fig. 7: Training loss for different local epochs.

significantly increasing the number of global iterations,
thus highlighting the lightweight nature of our model.

2) Transfer Effect: We can perceive federated learning as
a form of transfer learning, transferring knowledge from the
source domain —the signature distribution provided by vol-
unteers at the center —to the target domain —the distribution
of signatures managed by decentralized local agents. Hence,
the training data of the initial model holds a pivotal role,
influencing factors such as the model’s overall performance,
generalization capability, and transfer effects.

Fig. 8: Boxplot for different initial dataset size.

We keep the local epochs E fixed at 15 and take Pk = 320
for k = 1, 2. We investigate the impact of different initial
database sizes on the model’s global performance. The initial
model is trained as outlined in the section IV-B. We set the
scalar ratio as r, such that |Pinitial| = r

∑
|Pk|. We explore

the search space for α which includes {0%, 5%, 12.5%,
25%, 37.5%, 50%, 100%}. From Figure 8 and Figure 9, we
can observe that larger initial database sizes result in better
overall model performance. Our experiments observed that
even though the data used for initialization and the data from
local databases do not follow the same distribution —as they
belong to different users —larger initialization data leads to
better model performance. Our framework benefits from
larger initialization data, resulting in improved transfer
effects that guide the model in practical deployments.

3) Scalability: The scalability of federated learning refers
to its ability to adapt to large-scale data and multiple clients.
In federated learning, many clients (such as mobile devices,

Fig. 9: ROC curves for different initial dataset size.

Scenario EER Accuracy
centralized scenario 3.33% 96.25%

2 agents FL 5.42% 95.21%
5 agents FL 5.83% 94.17%
10 agents FL 5.63% 94.06%
20 agents FL 10.63% 88.13%

TABLE I: Summary of scalability and comparison with the
centralized scenario.

sensors, cloud servers, etc.) train models locally and then
share only the updated model weights rather than raw data.
This decentralized model training approach provides federated
learning with a degree of scalability, but it also comes with
specific challenges and limitations. In this paper, we specifi-
cally emphasize scalability in terms of the number of clients.

Fig. 10: Boxplot for scalability.

Fig. 11: ROC curves for scalability.



According to the results from the previous experiments, we
set the number of local epochs E to 15 and the factor r for the
size of the data used for initialization to 100%. Specifically,
we use data from 40 out of the 80 users for initialization. In
practical applications, we can consider the data used for ini-
tialization as contributed by volunteers or users who willingly
participate in the local signature service. The remaining 40
users’ signature data is evenly distributed among clients k. For
example, when k = 5, each agent receives data from 8 users. It
is important to note that the test set is also derived from partial
signature data of the 40 local users, maintaining a training-
to-testing ratio of 8:2. Table I summaries the scalability and
comparison with the corresponding centralized scenario. We
can see from the Figure 10 and 11 that our framework can
achieve performance close to that of a centralized model
with at least 10 agents, indicating that our framework can
provide good scalability for at least 10 agents.

V. CONCLUSION

In this paper, we have proposed a framework integrating
a 1-D CNN into federated learning. Our framework priori-
tizes privacy preservation by enabling local training processes
to maintain signature data within their respective personal
environments. Besides, our framework achieves significant
computational efficiency gains for central servers and local
clients through a lightweight algorithm. Furthermore, our
experiments highlight two key findings: 1) the remarkable
effectiveness of the 1-D CNN in our framework for addressing
online signature verification, and 2) the effectiveness of our
adapted federated learning approach regarding lightweight
local training, improved transfer effect, and high scalability.
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