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DRAM read disturbance can break memory isolation, a fun-
damental property to ensure system robustness (i.e., reliability,
security, safety). RowHammer and RowPress are two different
DRAM read disturbance phenomena. RowHammer induces
bitflips in physically adjacent victim DRAM rows by repeatedly
opening and closing an aggressor DRAM row, while RowPress
induces bitflips by keeping an aggressor DRAM row open for
a long period of time. In this study, we characterize a DRAM
access pattern that combines RowHammer and RowPress in 84
real DDR4 DRAM chips from all three major DRAM manufac-
turers. Our key results show that 1) this combined RowHammer
and RowPress pattern takes significantly smaller amount of
time (up to 46.1% faster) to induce the first bitflip compared to
the state-of-the-art RowPress pattern, and 2) at the minimum
aggressor row activation count to induce at least one bitflip, the
bits that flip are different across RowHammer, RowPress, and
the combined patterns. Based on our results, we provide a key
hypothesis that the read disturbance effect caused by RowPress
from one of the two aggressor rows in a double-sided pattern is
much more significant than the other.

1. Introduction
Memory isolation is a fundamental property for system robust-
ness (i.e., reliability, security, safety). Accesses to one memory
location should not induce unintended side-effects on other
(unaccessed) memory locations. Unfortunately, the prevalent
main memory technology, dynamic random access memory
(DRAM) [1], is vulnerable to read disturbance (i.e., accessing a
DRAM cell disturbs the integrity of data in physically adjacent
but unaccessed DRAM cells) that can violate memory isolation.

RowHammer [2–11] and RowPress [12] are two read distur-
bance phenomenon identified and demonstrated in commodity
DRAM chips. RowHammer causes bitflips in a DRAM row
(victim row) by repeatedly opening and closing a physically
adjacent DRAM row (aggressor row). RowPress causes bit-
flips in the victim row by keeping the aggressor row open for
a long period of time (i.e., having a longer aggressor row on
time, tAggON). Prior works [12, 13] show that RowHammer and
RowPress have different underlying read-disturb mechanisms,
and cause bitflips with different directionalities [12, 13].

Read disturbance is a critical vulnerability because attack-
ers can leverage bitflips to perform privilege escalation and
leak data [3, 4, 8, 14–66]. For robust (i.e., secure, safe, and reli-
able) operation of computing systems, it is critical to develop a
comprehensive understanding of DRAM read disturbance.

In this paper, our goal is to experimentally characterize the
bitflips caused by a DRAM access pattern that combines both
RowHammer and RowPress. As Fig. 1 shows, this involves

repeated activations of two aggressor rows (i.e., R0 and R2),
where one aggressor row (R2) is open for only the minimal
amount of time specified by the DRAM standard (i.e., RowHam-
mer, tAggON = tRAS), while the other aggressor row (R0) is open
for a longer period of time (i.e., RowPress, tAggON > tRAS).
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Figure 1: The combined RowHammer and RowPress pattern.
We characterize this combined pattern on 84 commodity

DDR4 DRAM chips (from 14 DRAM modules) from all three
major DRAM manufacturers and spans different die densities
and die revisions. Our key characterization results demon-
strate that 1) the combined pattern induces bitflips faster (up
to 46.1%) than conventional RowPress patterns and with much
fewer (up to 46.9%) aggressor row activations than conven-
tional RowHammer patterns, and 2) induces different bitflips
as tAggON increases compared to conventional RowPress and
RowHammer patterns. Based on our experimental results, we
hypothesize that the read disturbance effect caused by RowPress
from one of the two aggressor rows in a double-sided pattern is
much more significant than the other.

We make the following contributions in this paper:
• To our knowledge, this is the first work to experimentally

characterize the bitflips from a combined RowHammer and
RowPress access pattern in real DRAM chips.

• We demonstrate the key differences of the bitflips caused
by the combined RowHammer and RowPress pattern and
conventional RowPress and RowHammer patterns.

• We provide insights into and hypotheses about the low-level
failure mechanisms of RowHammer and RowPress.

2. Background
2.1. DRAM Organization
Fig. 2 illustrates the hierarchical organization of DRAM-based
main memory. A memory controller communicates with one or
more memory ranks over a memory channel. A rank consists
of multiple DRAM chips that operates in lock-step. Inside a
DRAM chip, there are multiple DRAM banks 1 that can be
accessed independently. In a bank, multiple DRAM cells 3
are organized into a 2D array. A DRAM cell stores one bit of
information in the form of electrical charge in the capacitor,
connected to a bitline through an access transistor controlled
by a wordline.

DRAM cells are accessed at row 2 granularity. When ac-
tivated, the wordline of a row is driven high, enabling all the
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Figure 2: Hierarchical organization of modern DRAM. Repro-
duced from [7, 12].

access transistors of the DRAM cells in the row that connect the
capacitors to their respective bitlines. The bitlines are connected
to the row buffer, which is used to read from or write to the
DRAM cells.

2.2. Key DRAM Operation and Timing
DRAM Access. To access DRAM, the memory controller first
sends an Activate (ACT) command to a DRAM bank, which
opens a DRAM row (i.e., places the row’s contents into the
row buffer). Second, the memory controller sends Read/Write
commands (RD/WR) to the DRAM cells in the opened row. Third,
to access another row in the same bank, the memory controller
sends a Precharge (PRE) command that closes the currently open
row. The DRAM row must remain open (closed) for at least
tRAS (tRP) amount of time.
DRAM Refresh. DRAM needs to be periodically refreshed
to ensure data integrity because the capacitors in DRAM cells
lose charge over time [67, 68]. Therefore, the memory con-
troller periodically (every tREFI) sends refresh (REF) commands
to DRAM to restore lost charge. The JEDEC DDR4 stan-
dard [69] specifies that tREFI = 7.8µs and each DRAM row
must be refreshed once every tREFW = 64ms under normal op-
erating conditions.

2.3. DRAM Read Disturbance
DRAM read disturbance is the phenomenon that accessing a
DRAM row (i.e., the aggressor row) disturbs the charge stored
in the DRAM cells in physically adjacent (unaccessed) DRAM
rows (i.e., victim rows), causing bitflips.
RowHammer. RowHammer causes bitflips in victim rows
through many (e.g., tens of thousands of) repeated openings
and closings (activation & precharge) of the aggressor row [2–
11]. In a RowHammer access pattern, each aggressor row is
opened (closed) for the minimum amount of time specified by
the DRAM standard (i.e., aggressor row on time tAggON = tRAS,
and aggressor row off time tAggOFF = tRP).
RowPress. RowPress causes bitflips in victim rows by keep-
ing the aggressor row open for a long period of time (i.e.,
tAggON > tRAS) [12]. Compared to RowHammer bitflips, as
tAggON increases, RowPress bitflips require (much) fewer ag-
gressor row activations to induce and have an opposite direction
compared to RowHammer [12].

3. Experimental Methodology
3.1. DRAM Characterization Infrastructure
We develop an FPGA-based commodity DRAM chip character-
ization infrastructure building on DRAM Bender [70, 71] and
SoftMC [72, 73]. The infrastructure enables 1) fine-grained con-
trol over the DRAM commands and timings, and 2) stable tem-

perature control1 of the tested DRAM chips tested with heater
pads controlled by a PID-based temperature controller [74].

We avoid potential interference to directly observe and an-
alyze the bitflips from the circuit-level following a similar
methodology used in prior works [5–7, 10–12, 52]. First, we
do not send periodic REF commands to the DRAM under test
to 1) keep the timings of our experiments precise, and 2) not
trigger any on-die RowHammer mitigation mechanisms (e.g.,
target-row-refresh, TRR [46, 52]). Second, we make sure the
runtime of each iteration of our characterization experiment
does not exceed 60ms (strictly smaller than tREFW = 64ms) to
avoid any retention failure bitflips. Third, we do not implement
rank-level ECC in our infrastructure and make sure that the
DRAM chips we test do not have on-die ECC.

3.2. Commodity DDR4 DRAM Chips Tested
Table 1 describes the 84 (14) DRAM chips (modules) we test
from all three major DRAM manufacturers (Mfr. S, H, and M).
For each manufacturer, we test a variety of DRAM die densities
and revisions. To account for row address remapping inside
DRAM, we reverse-engineer the physical layout of the DRAM
rows, following prior works’ methodology [5–7, 10–12, 52].

Table 1: DDR4 DRAM Chips Tested.
Mfr. #DIMMs #Chips Density Die Rev. Org. Date

Mfr. S
(Samsung)

1 8 8Gb C x8 N/A
3 24 8Gb D x8 2110
1 8 16Gb A x8 2212

Mfr. H
(Hynix)

2 8 8Gb D x8 Mar. 21
2 8 16Gb C x8 2136

Mfr. M
(Micron)

1 4 4Gb F x16 N/A
2 16 8Gb B x8 N/A
1 4 16Gb B x16 2126
1 4 16Gb E x16 2046

3.3. Combined RowHammer and RowPress Pattern
Fig. 3 shows command sequences and timings of the DRAM
access patterns we characterize in this paper. Fig. 3.a shows the
conventional single-sided RowPress pattern involving only one
aggressor row (R0) that is open for tAggON amount of time per
activation. If tAggON = tRAS, then this pattern is identical to the
conventional single-sided RowHammer pattern. Fig. 3.b shows
the conventional double-sided RowPress pattern involving al-
ternating activations to two aggressor rows (R0 and R2). Both
R0 and R2 are open for tAggON per activation. When tAggON =
tRAS, this pattern is identical to the conventional double-sided
RowHammer pattern. Fig. 3.c shows the combined RowHam-
mer and RowPress access pattern (that is not explored in prior
work). This pattern involves alternating activations to two ag-
gressor rows (R0 and R2), but R0 is open for tAggON (> tRAS)
amount of time and R2 is always open for tRAS, the minimal
amount of row open time allowed by the JEDEC standard.

3.4. Real DRAM Chip Characterization Methodology
For each DRAM module, we evaluate the test patterns on 3K
DRAM rows in an arbitrarily chosen DRAM bank (1K rows at
the beginning, middle, and end of the bank, respectively). We
use a checkerboard data pattern that initializes the aggressor
row(s) with 0xAA and the victim row(s) with 0x55. For each

1The maximum variation in temperature readings we observe over 24 hours
is ±0.2◦C from the target temperature.
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Figure 3: Comparison of a) the conventional single-sided RowPress
(RowHammer, when tAggON = tRAS) pattern, b) the conventional
double-sided RowPress (RowHammer, when tAggON = tRAS) pat-
tern, and c) the combined RowHammer and RowPress pattern.
pattern, we sweep tAggON from the minimum value of 36ns (i.e.,
tAggON = tRAS) up to 300µs. We repeat each experiment to
measure the minimum number of total aggressor row activations
to cause at least one bitflip (ACmin) three times. We conduct all
our characterization at 50◦C.

4. Major Characterization Results
Fig. 4 shows how time to first bitflip (y-axis, first row of
plots) and ACmin (y-axis, second row of plots) of the combined
RowHammer and RowPress pattern (solid blue lines) and the
conventional double-sided RowPress (RowHammer) pattern
(dashed orange lines) changes as tAggON (x-axis) increases for
DRAM modules from Mfr. S, H, and M, respectively, at 50◦C.
Each data point shows the average time to first bitflip or ACmin
at a given tAggON value across all tested DRAM dies for each
manufacturer. The error band represents the standard deviation.
We highlight tAggON = 36ns (= tRAS) as dashed dark red lines
on the x-axis because both the combined pattern and the con-
ventional double-sided RowPress pattern are identical to the
conventional double-sided RowHammer pattern when tAggON
= 36ns (= tRAS). We highlight tAggON = 7.8 µs (= tREFI) and
70.2 µs (= 9×tREFI) as dashed dark red lines on the x-axis be-
cause these are the potential upper bounds of tAggON as specified
by the JEDEC standard [69]. We make three major observations
from Fig. 4.
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Figure 4: Time to first bitflip (first row of plots) and ACmin (second
row of plots) of the combined RowHammer and RowPress pattern
(blue solid line) and the conventional single- and double-sided Row-
Press (RowHammer) patterns (green and orange dashed lines).

Observation 1. As tAggON initially starts to increase, the
combined RowHammer and RowPress pattern takes much
less time to induce the first bitflip compared to both the
conventional single- and double-sided RowPress patterns.

For example, when tAggON = 636ns, it takes the combined
pattern only 6.8 ms, 8.5 ms, 14.6 ms on average to induce the
first bitflip in the victim row, for Mfr. S, H, M, respectively. This
is 37.6%, 33.6%, 46.1% faster compared to the conventional
double-sided RowPress pattern (which takes 10.9 ms, 12.8 ms,
27.1 ms for Mfr. S, H, M, respectively, to induce the first bitflip).
Compared to the single-sided RowPress pattern (which takes
32.2 ms, 37.1 ms, 40.4 ms for Mfr. S, H, M, respectively, to
induce the first bitflip), the combined pattern is 78.9%, 77.1%,
63.9% faster.

Takeaway 1. Read disturbance bitflips can be induced
in a smaller amount of time by combining RowPress
and RowHammer compared to using solely RowPress or
RowHammer.

We hypothesize that the reason for Observations 1 is that in
a double-sided RowPress pattern, the read disturbance effect
caused by RowPress from one of the two aggressor rows is
much more significant compared to the other such that reducing
the tAggON of this other aggressor row does not significantly
change ACmin.

Hypothesis 1. As tAggON initially starts to increase, the read
disturbance effect caused by RowPress from one of the two
aggressor rows in the double-sided pattern is much more
significant than the other.

Observation 2. As tAggON initially starts to increase, the
combined pattern needs slightly more aggressor row acti-
vations to induce at least one bitflip than the conventional
double-sided RowPress pattern.

When tAggON = 636ns, compared to tAggON = 36ns (i.e.,
RowHammer), the ACmin of the combined pattern reduces by
40.5%, 42.0%, 46.9% on average for Mfr. S, H, M, respectively.
This is 7.5%, 8.0%, and 7.4% less ACmin reduction for Mfr. S,
H, M, respectively, compared to the conventional double-sided
RowPress pattern (48.0%, 50.0%, 54.3%).

Observation 3. As tAggON continues to increase, the com-
bined pattern takes a similar amount of time to induce the
first bitflip as the conventional single-sided RowPress pat-
tern.

When tAggON = 70.2µs, the combined pattern takes on aver-
age 37.4ms, 30.8ms, 46.1ms to induce the first bitflip for Mfr. S,
H, and M, respectively. This is 3.9%, 3.0%, 4.1% slower than
the conventional single-sided RowPress pattern, which takes
36.0ms, 29.9ms, 44.3ms to induce the first bitflip.

We hypothesize that the reason for Observation 3 is that as
tAggON becomes large, the read disturbance effect from Row-
Press is dominant compared to RowHammer due to the signifi-
cantly reduced number of aggressor row activations, causing the
combined RowHammer and RowPress pattern to behave very
similarly to the conventional single-sided RowPress pattern.

Hypothesis 2. For large tAggON values, the read disturbance
effect from RowPress is dominant compared to RowHammer
in the combined RowHammer and RowPress pattern.
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Fig. 5 shows the fraction of 1-to-0 bitflips of all the bitflips
we observe from the combined RowHammer and RowPress
pattern. We make the following observation from Fig. 5.
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Figure 5: The fraction of 1 to 0 bitflips due to the combined
RowHammer and RowPress pattern.

Observation 4. As tAggON increases, the directionality of
bitflips caused by the combined RowHammer and RowPress
pattern changes.

We observe that for all DRAM dies tested from Mfr. S and
H, as tAggON initially starts to increase, the majority of the
bitflips from the combined pattern are 0-to-1 bitflips. As tAggON
continues to increase, the fraction of 1-to-0 bitflips significantly
increases. For sufficiently large tAggON values, almost 100%
of the bitflips are 1-to-0. Such a change in the directionality
of bitflips as tAggON increases is the same observation as in the
original RowPress paper [12].2 This observation also supports
our Hypothesis 2 that the RowPress effect is dominant in the
combined RowHammer and RowPress pattern.

Fig. 6 shows the overlap (y-axis) between the bitflips from
the combined RowHammer and RowPress pattern and the con-
ventional single- (first row of plots) and double-sided (second
row of plots) RowPress (RowHammer) pattern as tAggON (x-
axis) increases. We define such overlap as the number of unique
bitflips that are observed in both the combined pattern and the
conventional RowPress (RowHammer) patterns divided by the
total number of unique bitflips observed in the conventional
pattern. We make two observations from the figure.
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Figure 6: The overlap ratio between the bitflips from the combined
RowHammer and RowPress pattern and the conventional single-
sided (top row of plots) and double-sided (bottom row of plots)
RowPress (RowHammer) pattern.

Observation 5. The overlap between the bitflips from the
combined pattern and conventional single-sided RowPress
pattern increases as tAggON increases.

2For Mfr. M, we observe an opposite trend where the fraction of 1-to-
0 bitflips decreases as tAggON increases for all but the 16Gb B-Dies. We
hypothesize that this is a result of a different true- and anti-cell layout in
Mfr. M’s DRAM design compared to the other two manufacturers. Such an
observation on DRAM dies from Mfr. M is similar to that in the original
RowPress paper [12].

Observation 6. The overlap between the bitflips from the
combined pattern and conventional double-sided RowPress
pattern first decreases as tAggON initially starts to increase,
and then increases as tAggON continues to increase.

When tAggON initially starts to increase, the overlap between
the bitflips from the combined RowHammer and RowPress
pattern and the conventional single-sided RowPress pattern re-
mains very small, but the overlap between the bitflips from
the combined pattern and the conventional double-sided Row-
Press pattern significantly decreases. As tAggON continues to
increase beyond a certain level (e.g., > 7.8 µs), both the over-
lap between the combined RowHammer and RowPress pattern
and the conventional single- (double-) sided RowPress patterns
significantly increases to more than 75%.

Takeaway 2. The combined RowHammer and RowPress
pattern induces different bitflips compared to the conven-
tional single- and double-sided RowPress patterns.

5. Related Works
To our knowledge, this is the first work to experimentally
demonstrate and characterize read disturbance caused by a com-
bined RowHammer and RowPress access pattern. Existing
works on experimental characterization of DRAM read distur-
bance test either only RowHammer patterns [2, 5–7] or separate
RowHammer and RowPress patterns [10–13, 75] patterns. Prior
works on device-level mechanisms of RowHammer [76–82]
and RowPress [83] do not investigate combining RowHammer
and RowPress.

6. Conclusion
In this paper, we experimentally demonstrate and characterize,
for the first time, the bitflips caused by a DRAM access pattern
that combines RowHammer and RowPress. Our characteriza-
tion results show that the combined access pattern 1) induces bit-
flips faster compared to conventional single- and double-sided
RowPress patterns, and 2) induces different bitflips compared
to single- and double-sided RowPress (RowHammer) patterns.

We plan to investigate deeper into the combined RowHammer
and RowPress pattern by 1) performing more comprehensive
and rigorous characterization and analysis of the bitflips by
testing more DRAM chips with more data patterns and tempera-
tures, 2) look into the device-level mechanisms of RowHammer
and RowPress to verify our hypotheses, and 3) understand the
architectural implications by analyzing and evaluating how ex-
isting mitigation mechanisms need to be changed.

We hope the results and insights from this paper lead to
more comprehensive and fundamental understanding of DRAM
read disturbance and further research in building more robust
DRAM-based memory systems.

Acknowledgments
We thank the anonymous reviewers of DSN Disrupt 2024 for
their encouraging feedback. We thank the SAFARI Research
Group members for providing a stimulating intellectual environ-
ment. We acknowledge the generous gifts from our industrial
partners, including Google, Huawei, Intel, and Microsoft. This
work is supported in part by the Microsoft-Swiss Joint Research
Center and a Google Security & Privacy Research Award.

4



References
[1] R. H. Dennard, “Field-Effect Transistor Memory,” 1968, U.S. Patent 3,387,286.
[2] Y. Kim, R. Daly, J. Kim, C. Fallin, J. H. Lee, D. Lee, C. Wilkerson, K. Lai, and

O. Mutlu, “Flipping Bits in Memory Without Accessing Them: An Experimental
Study of DRAM Disturbance Errors,” in ISCA, 2014.

[3] O. Mutlu, “The RowHammer Problem and Other Issues We May Face as Memory
Becomes Denser,” in DATE, 2017.

[4] O. Mutlu and J. S. Kim, “RowHammer: A Retrospective,” TCAD, 2019.
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[6] L. Orosa, A. G. Yağlıkçı, H. Luo, A. Olgun, J. Park, H. Hassan, M. Patel, J. S.
Kim, and O. Mutlu, “A Deeper Look into RowHammer’s Sensitivities: Experimental
Analysis of Real DRAM Chips and Implications on Future Attacks and Defenses,” in
MICRO, 2021.
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