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ABSTRACT
Private inference (PI) has emerged as a promising solution to exe-
cute computations on encrypted data, safeguarding user privacy
and model parameters in edge computing. However, existing PI
methods are predominantly developed considering constant re-
source constraints, overlooking the varied and dynamic resource
constraints in diverse edge devices, like energy budgets. Conse-
quently, model providers have to design specialized models for
different devices, where all of them have to be stored on the edge
server, resulting in inefficient deployment. To fill this gap, this work
presents AdaPI, a novel approach that achieves adaptive PI by allow-
ing a model to performwell across edge devices with diverse energy
budgets. AdaPI employs a PI-aware training strategy that optimizes
the model weights alongside weight-level and feature-level soft
masks. These soft masks are subsequently transformed into multi-
ple binary masks to enable adjustments in communication and com-
putation workloads. Through sequentially training the model with
increasingly dense binary masks, AdaPI attains optimal accuracy
for each energy budget, which outperforms the state-of-the-art PI
methods by 7.3% in terms of test accuracy on CIFAR-100. The code
of AdaPI can be accessed via https://github.com/jiahuiiiiii/AdaPI.

1 INTRODUCTION
Bringing computation closer to data sources, edge computing re-
duces network congestion and achieves faster response, benefiting
numerous real-time applications, including those based on deep
neural network (DNN) inference [4, 11, 16, 23–26, 32, 33, 36, 38, 42,
44, 48–52, 54–56, 60–64]. However, user privacy is a major concern
in this context, as edge devices would continuously collect and
process data containing sensitive information, e.g., users’ location
and personal data [5]. Additionally, safeguarding high-performance
DNN models, which are valuable intellectual property owned by
edge computing service providers, is crucial to prevent unautho-
rized usage and illegal extraction [39, 65, 66].

To ensure secure edge computing, private inference (PI), such as
multi-party computation (MPC), has been envisioned as a promis-
ing solution [13, 20, 29]. This approach enables DNN computation
on ciphertext, involving encrypted input and model parameters.
For example, MPC employs cryptographic primitives (e.g., secret
sharing [2, 10, 41, 45, 47]) to realize PI [19, 46]. Unfortunately, it
introduces significant computation and communication overhead,
resulting in extended response times and additional energy con-
sumption [43]. Within a 2-party computation setting involving the
edge server and the edge client (a configuration adopted in subse-
quent sections), conducting inference via ResNet-50 on cipher-text
results in latency overhead surging up to 50 times in comparison
to plaintext computation, with ReLU accounting for over 99% of
this latency increase [47]. Given that simply removing ReLU can
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Figure 1: The inference process for AdaPI. For the edge device
with low energy budget, the weight and feature masks with
low density are chosen for the server-sidemodel. Themasked
model is also encrypted and installed on the edge device. The
inference process is divided between the edge server and the
device, ensuring user privacy and model confidentiality.

lead to a drastic drop in inference accuracy, several methods have
been proposed to reduce PI latency by replacing ReLU with linear
operations [7, 22] or polynomial approximation [40, 43].

While earlier efforts in private inference (PI) have shown promis-
ing ReLU-accuracy balance [7, 22, 40, 43], they cannot inherently
achieve efficient deployment in edge computing. This limitation
arises from their primary emphasis on optimizing model accuracy
under a static communication or computation workload (associ-
ated with a fixed energy budget). However, as illustrated in Fig. 1,
PI entails collaborative computation involving both edge servers
and devices [47], with energy budgets varying across devices due
to factors like battery capacities [15]. Consequently, two notable
challenges arise when applying existing PI methods directly. First,
model providers must craft tailored DNNs for distinct devices to
accommodate diverse energy budgets, which is time-consuming
and requires substantial engineering efforts. Second, all these mod-
els have to be stored in the edge server to support PI, resulting
in storage efficiency. Thus, it is critical to enable the adaptivity of
DNN models to facilitate efficient PI in edge computing, which has
been largely unexplored in previous PI works.

To fill this gap, we aim to optimize a DNN model to adapt to
varying energy budgets across diverse edge devices. Recognizing
that energy consumption is influenced by both communication
and computation factors [12], we aim to calibrate these workloads
to align with the specific energy constraints of the deployed de-
vices. Specifically, (i) we adjust the communication workload by
utilizing feature masks associated with different ReLU densities,
as ReLU operations prominently contribute to the communication
workload within PI scenarios. Also, (ii) we adjust the numbers of
Multiply-Accumulate (MAC) operations to allow different com-
putation workloads, which can be determined by weight masks
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characterized by varying densities. Thus, the edge server can only
store one model alongside multiple masks to efficiently interact
with different edge devices to enable PI, as illustrated in Fig. 1.

However, it is non-trivial to enable PI adaptivity in edge com-
puting, due to the following challenges: (i) While achieving either
a balance between ReLU and accuracy or between MAC and accu-
racy is relatively straightforward [7, 14], striking a balance among
accuracy, ReLU density, and MAC density is challenging, especially
because prioritizing MAC efficiency may risk compromising ReLU
efficiency [22]; (ii) Each mask can potentially interfere with others
while sharing a single set of model weights; (iii) This interference
complicates the optimization process, making it difficult to maxi-
mize the model accuracy for each mask (associated with a certain
energy budget) without adversely impacting other masks.

We propose a novel PI-aware model training approach, namely
AdaPI, to address these challenges. To tackle the first challenge,
AdaPI formulates a triple optimization problem to achieve a balance
among these factors. Besides, AdaPI utilizes a weight-level soft
mask and a feature-level soft mask along with an indicator function
to address the second challenge. This indicator function converts
optimized soft masks into binary masks based on desired densities
associated with different energy levels. Furthermore, we propose
a sequential training strategy for weight optimization to better
preserve inference accuracy for each mask. Our proposed AdaPI
addresses the limitations of existing methods and delves into the
practical challenges faced in edge computing.

The contributions of this work are summarized as follows:
• We introduce AdaPI, a novel approach facilitating model

adaptivity for efficient PI based on a sequential multi-mask
training strategy. The adaptivity minimizes the necessity
for extensive reconfiguration efforts, ensuring secure edge
inference across diverse energy budgets.

• We propose soft masks featuring indicator functions to ad-
dress a triple optimization problem. This problem-solving
mechanism strikes a balance between accuracy, computa-
tion workload, and communication workload.

• We propose a unified metric to facilitate a more compre-
hensive comparison of model performance under triple
optimization with prior PI methods.

• Through extensive experiments, we demonstrate the effec-
tiveness of AdaPI in achieving adaptivity through mask se-
lection, and the test accuracy can surpass SOTA PI methods
around 10 times. We open source the code via a hyperlink.

2 RELATEDWORKS
2.1 DNN in Edge Computing
Edge computing has gained significant attention for its ability to
provide services with low latency. It offers advantages over cloud
computing by reducing the need for high-bandwidth connections
and lowering data transfer costs through the offloading of services
from the cloud to edge networks [49]. This makes it particularly
suitable for time-sensitive applications relying on DNN models,
such as smart conveyance and connected health, where faster re-
sponse times and real-time decision-making are crucial [9].

However, edge servers typically have limited computational re-
sources and storage capacity compared to cloud servers. Such con-
straints require DNN models used for inference in edge computing
to be lightweight, which can be achieved by model pruning tech-
niques [37]. Moreover, the hardware resources vary for different
edge devices, including power, storage capacity, and communication
capabilities. To allow a model suitable for various edge devices, the
model should be adaptive to different resource constraints [14, 21].

In addition to resource constraints, edge computing also presents
challenges related to model confidentiality and data privacy. By
bringing computation closer to the data source, the risk of model
leakage and data leakage also increases. To ensure a secure ML
service, PI techniques can be leveraged for DNNmodels, addressing
the need for confidentiality and protecting data privacy.

2.2 Secret-Sharing-Based MPC
In this work, we explore a two-party secure computing (2PC) proto-
col [27] to enable PI in edge computing. By partitioning inference
to different entities, MPC performs computations without revealing
individual inputs (i.e., user data and model weights). As illustrated
in Fig. 1, the input and model are securely shared between the edge
user and the edge server. The edge device computes 𝑖𝑛𝑝𝑢𝑡𝑒 and
𝑚𝑜𝑑𝑒𝑙𝑒 , and the server computes 𝑖𝑛𝑝𝑢𝑡𝑠 and𝑚𝑜𝑑𝑒𝑙𝑠 , where𝑚𝑜𝑑𝑒𝑙𝑒
and𝑚𝑜𝑑𝑒𝑙𝑠 share the same masks but with different weight values.
Here we introduce critical operations and cryptographic primitives
of the 2PC protocol involved in PI for DNNs.
Secret Sharing. Secret sharing is the most critical operation in
MPC, which bridges the communication between parties while
keeping one’s information (users’ data and model weights) secure
without the risk of being extracted by other parties. Specifically,
in this work, we adopt the commonly used secret sharing scheme
described in CrypTen [29]. We denote the two secret shares as
J𝑥K ← (𝑥𝑝1 , 𝑥𝑝2 ), where 𝑥𝑝𝑖 represents the share distributed to
party 𝑖 . Here we outline the the share generation and the share
recovering utilized in our approach:

• Share Generation shr(𝑥): A random value 𝑟 inZ𝑚 is sampled,
and shares are generated as J𝑥K← (𝑟, 𝑥 − 𝑟 ).

• Share Recovering rec(J𝑥K): Given J𝑥K← (𝑥𝑝1 , 𝑥𝑝2 ), it com-
putes 𝑥 ← 𝑥𝑝1 + 𝑥𝑝2 to recover 𝑥 .

SecureMultiplication.Wedenote secret sharedmatrices as J𝑋 K
and J𝑌 K and consider the use of matrix multiplicative operations in
the secret-sharing pattern, i.e., J𝑅K← J𝑋 K⊗ J𝑌 K. Here ⊗ represents
a general multiplication such as Hadamard product, matrix multipli-
cation, and convolution. To generate the required Beaver triples [1]
J𝑍K = J𝐴K ⊗ J𝐵K, we employ an oblivious transfer (OT) [28] based
approach, with 𝐴 and 𝐵 initialized randomly. Subsequently, each
party computes two intermediate matrices, 𝐸𝑝𝑖 = 𝑋𝑝𝑖 − 𝐴𝑝𝑖 and
𝐹𝑝𝑖 = 𝑌𝑝𝑖 −𝐵𝑝𝑖 , separately. The intermediate shares are then jointly
recovered, with 𝐸 ← rec(J𝐸K) and 𝐹 ← rec(J𝐹K). Finally, each
party 𝑝𝑖 locally calculates the secret-shared 𝑅𝑝𝑖 to get the result:

𝑅𝑝𝑖 = −𝑖 · 𝐸 ⊗ 𝐹 + 𝑋𝑝𝑖 ⊗ 𝐹 + 𝐸 ⊗ 𝑌𝑝𝑖 + 𝑍𝑝𝑖 (1)

Secure 2PC Comparison. This protocol, also known as the mil-
lionaires’ protocol, is designed to determine which of two parties
holds a larger value, without revealing the actual value to each other.
We use the same protocol as CrypTen [29] to conduct comparison

https://anonymous.4open.science/r/AdaPI-4724/README.md
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Privacy Comp. Redu.★ Commu. Redu.⋄ Adaptivity * Techniques
DELPHI [43] ✓ ✗ ✓ ✗ Hybrid cryptographic protocol + NAS
CryptoNAS [13] ✓ ✗ ✓ ✗ NAS + ReLU pruning/shuffling
SNL [7] ✓ ✗ ✓ ✗ ReLU linearization via 𝑙1-penalty
SafeNet [40] ✓ ✗ ✓ ✗ Multi-degree approximation in channel-wise
SENet [31] ✓ ✗ ✓ ✗ Three-stage training method
EVE [21] ✗ ✓ ✗ ❍ Pattern pruning + NAS
Once-For-All [3] ✗ ✓ ✗ ❍ NAS + progressive shrinking algorithm
All-in-One [14] ✗ ✓ ✗ ❍ Parametric pruning + switchable BatchNorm
AdaPI (this work) ✓ ✓ ✓ ✓ Triple optimization + soft masks + sequential training
Note: ★Denotes computation reduction * Include computation adaptive and communication adaptive
⋄ Denotes communication reduction ❍ Denotes only being computation adaptive.

Table 1: The comparison of previous works with our proposed method.

(J𝑋 < 0K) through (1) arithmetic share J𝑋 K to binary share ⟨𝑋 ⟩ con-
version, (2) right shift to extract the sign bit ⟨𝑏⟩ = ⟨𝑋 ⟩ >> (𝐿 − 1)
(𝐿 is the bit width), and (3) binary share ⟨𝑏⟩ to arithmetic share J𝑏K
conversion for final evaluation result.

Overall, these cryptographic primitives provide secure computa-
tion, which can safeguard user privacy and model parameters in
edge computing. However, compared to plain-text computing, the
complex computation of encrypted data introduces a substantial
computational workload. Besides, evaluating non-linear operations
such as ReLU—which activates only if the input is positive (i.e.,
greater than zero)—necessitates secure comparison. For this, values
initially represented in arithmetic shares must be converted into
binary shares. This conversion typically involves multiple rounds of
interaction between the parties to securely compute the bits of the
original value, which incurs a significant communication workload.

2.3 Limitation of Prior Works
The requirements for secure and efficient DNN inference in edge
computing encompass privacy and adaptability to diverse energy
budgets, through reductions in communication and computation.
Yet, prior studies have either delved into adaptivity for on-device in-
ference by adjusting computation workload or solely concentrated
on optimizing communication workload for a fixed budget, falling
short of meeting all requirements, as summarized in Tab. 1.

Several efforts have been made to make a DNNmodel adaptive to
diverse devices [3] or devices with dynamic resource constraints by
employing weight pruning to adjust computation workload [14, 21].
For instance, the once-for-all network is proposed to support di-
verse architectural settings [3], where it first trains a full net and
then progressively fine-tunes to support smaller sub-networks. Im-
portantly, they have to fine-tune both large and small sub-networks
to avoid interfering, incurring substantial training costs. In contrast,
our sequential multi-mask training allows the model to maximize
performance for every mask without requiring any fine-tuning.
More importantly, these methods did not optimize ReLU efficiency,
which is the primary bottleneck in PI tasks. Consequently, they
would be inefficient when applying secure computing protocols to
achieve secure edge computing.

To ensure data privacy and model confidentiality, prior works
have utilized PI techniques and optimized the communication work-
load by reducing ReLU counts [7, 22, 40, 43]. Given that simply

removing ReLU can lead to a drastic drop in inference accuracy,
[7] selectively replace ReLU with linear operation using a gradient-
based algorithm while maintaining inference accuracy. Moreover,
[45] introduces distribution-aware polynomial approximation to
accurately approximate ReLUs, achieving a better trade-off between
ReLU density and inference accuracy. However, these methods yield
dense model weights, contributing to a burdensome computation
workload. Additionally, they solely optimize a model for a fixed
ReLU/communication budget, limiting their efficient deployment
across diverse devices.

3 PROPOSED APPROACH: ADAPI
The proposed AdaPI achieves adaptive PI for secure and efficient
DNN inference in edge computing by solving the following prob-
lems: (i) How to mutually optimize inference accuracy, computation
workload, and communication workload? (ii) How to optimize mul-
tiple masks (associated with diverse computation/communication
workloads) for a model without interfering with each other? (iii)
How to optimize the model weights so that the accuracy can be
maximized for each mask? The solutions are detailed in Sec. 3.3,
Sec. 3.2, and Sec. 3.4, respectively, with overview shown in Fig. 2.

3.1 Notation and Definition
Let us consider a DNN model (denoted as 𝑓 ) with 𝐿 layers, param-
eterized by W = {𝑊 0,𝑊 1, ...𝑊 𝐿}. We use 𝜎 (·) to represent the
ReLU operation and 𝑍 𝑙 ∈ Z to denote the output of the 𝑙-th layer
(referred to as the pre-activation feature maps). The feed-forward
propagation can be described using the following equation:

𝑋 𝑙 = 𝜎 (𝑍 𝑙 ) = 𝜎 (𝑊 𝑙−1 ∗𝑋 𝑙−1 ), (2)

where 𝑋 𝑙 represents the inputs of the 𝑙-th layer. For simplicity, we
omit the bias term in each layer. The element-wise ReLU operation
𝜎 (·) acts on the feature level, specifically on each element 𝑧𝑖, 𝑗 in
𝑍 𝑙 , where (𝑖, 𝑗) denotes the index of a 2-dimensional feature map.
It is defined as:

𝜎 (𝑧𝑖,𝑗 ) =
{
𝑧𝑖,𝑗 , if 𝑧𝑖,𝑗 > 0
0, otherwise.

(3)

Conventional DNN model training involves weight optimizations
following Eq. (4):

min
W
L(𝑓 (𝑋 0

𝑡𝑟 ,W), 𝑌𝑡𝑟 ), (4)
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Figure 2: Overview of AdaPI with ResNet-18. The process involves the following steps: (1) Calculation of the loss using Eq. 9. (2)
Optimization of weights and soft masks with the lowest weights/ReLU budgets through a triple optimization problem using
the backpropagation method. (3) Conversion of soft masks to binary masks (where L1-L4 represent different levels of energy
budgets, the white region in masks indicating weights/ReLU operations are preserved). (4) Sequential training with masks from
low density (associated with L4) to high density (associated with L1)

where (𝑋 0
𝑡𝑟 , 𝑌𝑡𝑟 ) represents the labeled training (tr) dataset, and

L denotes the cross-entropy loss function used for image classifi-
cation tasks. However, using the DNN model trained with Eq. (4)
directly is inefficient for privacy-preserving inference in edge com-
puting. This is attributed to its dense MACs and non-linear ReLU
operations, necessitating the optimization of both computation and
communication workloads while maintaining accuracy.

3.2 Triple Optimization
To align with energy budgets in computation, we adjust the DNN
model’s MAC operations by optimizing model sparsity through
weight pruning. A common strategy for weight pruning is to in-
troduce an 𝑙0 norm regularization term on the weights, which can
simultaneously achieve weight pruning and preserve accuracy. This
strategy can be implemented by adding an additional term to the
loss function in Eq. (4). However, directly pruning on weights will
cause an imbalance of the loss term and the 𝑙0 term as the latter will
decrease in training, thus causing training instability [53]. Instead
of directly pruning the weights, we utilize a weight-level binary
mask𝑀𝑏𝑤 to decouple weight pruning from the training process:

min
W,𝑀𝑏

𝑤

L(𝑓 (𝑋 0
𝑡𝑟 ,W ⊙𝑀𝑏

𝑤 ), 𝑌𝑡𝑟 ) + 𝜆R(𝑀𝑏
𝑤 ) (5)

By regularizing the sparsity of the mask via R(·), we can achieve
weight sparsity without causing training instability, so as to reduce
computation workloads.

To reduce communication overhead, we adopt the linearization
technique [7] for pruning ReLU operations. This involves replacing
the ReLU activation function 𝜎 (𝑧𝑖, 𝑗 ) defined in Eq. (3) with 𝑧𝑖, 𝑗 .
Although this linearization reduces communication overhead, it
also leads to accuracy degradation. To address this, we introduce
a feature-level binary mask 𝑀𝑏𝑟 of the same size as 𝑍 , indicating
which ReLU activation should be pruned to better preserve accuracy.

The modified forward pass equation becomes:

𝑋 𝑙 = 𝜎 (𝑍 𝑙 ) ⊙𝑀𝑏,𝑙
𝑟 + 𝑍 𝑙 ⊙ (1 −𝑀𝑏,𝑙

𝑟 ) (6)

In order to achieve the triple objectives of computation reduction,
communication reduction, and accuracy preservation, we train the
model by optimizing the following equation:

min
W,𝑀𝑏

𝑤 ,𝑀𝑏
𝑟

L
(
𝑓 (𝑋 0,W ⊙𝑀𝑏

𝑤 , 𝑀
𝑏
𝑟 ), 𝑌

)
+ 𝜆R(𝑀𝑏

𝑤 ) + 𝜇R(𝑀𝑏
𝑟 ), (7)

where R(·) is the regularization term to control the sparsity of𝑀𝑏𝑤
and 𝑀𝑏𝑟 , which are associated with the weight density and ReLU
density, respectively. Besides, the hyperparameters 𝜆 and 𝜇 control
the trade-off between computation/ communication reduction and
accuracy maximization. After optimization, the masks𝑀𝑏𝑤 and𝑀𝑏𝑟
can be applied to the model to meet a certain energy budget.

3.3 Soft Mask with Indicator Function
To achieve adaptivity, allowing a single set of weights to cater to
multiple masks associated with various energy budgets, we aim to
optimize multiple weight-level/feature-level masks. The primary
challenge lies in the potential negative impact of different masks
on each other, given that they are applied to a single model and
influence its optimization.

In addressing this challenge, we first unify these masks during
optimization, then convert them into multiple binary masks during
inference. Specifically, we enhance AdaPI by introducing soft masks
in place of binary masks, i.e., a weight-level soft mask 𝑀𝑠

𝑤 and a
feature-level soft mask 𝑀𝑠

𝑟 . These masks are trainable variables
with floating-point values, providing flexibility in adjusting the
level of computation workload and communication workload.

We also introduce the indicator functionℎ, which operates element-
wise on the soft mask and converts it into a binary mask based on



AdaPI: Facilitating DNN Model Adaptivity for Efficient Private Inference in Edge Computing

the threshold 𝜃 . The indicator function is defined as:

ℎ (𝑚𝑖,𝑗 ) =
{
1, if𝑚𝑖,𝑗 > 𝜃

0, otherwise
(8)

where 𝜃 is the threshold associated with the weight/ReLU density.
For example, if the desired weight density is 0.5, then 𝜃 will be
set to the value corresponding to the 50% percentile of the weight
range of each layer. In practical scenarios, the desired weight/ReLU
density can be determined by profiling the edge device’s commu-
nication & computation capability and corresponding execution
energy consumption.

With the introduction of the soft mask and the indicator function,
the problem formulation becomes:

min
W,𝑀𝑠

𝑤 ,𝑀𝑠
𝑟

L
(
𝑓 (𝑋 0,W ⊙ ℎ (𝑀𝑠

𝑤 ), ℎ (𝑀𝑠
𝑟 ), 𝑌

)
+

𝜆R(ℎ (𝑀𝑠
𝑤 ) ) + 𝜇R(ℎ (𝑀𝑠

𝑟 ) )
(9)

Once we obtain the optimized soft masks 𝑀𝑠
𝑤 and 𝑀𝑠

𝑟 , we can
convert them into multiple binary masks by adjusting the threshold
𝜃 . This adjustment is based on the computation and communication
budgets, which can be determined by profiling the devices’ practical
communication and computation capabilities in practical. A larger
threshold leads to a sparser binary mask, while a smaller threshold
results in a denser binary mask. These binary masks are nested,
meaning that the weights and ReLU operations preserved in a
sparser mask are also preserved in denser masks. This is intuitive
since the critical weights and ReLU operations that have the most
significant impact on accuracy are preserved across all masks.

3.4 Sequential Multi-Mask Training
We propose a sequential multi-mask training strategy to maximize
the accuracy for each binary mask. The strategy involves initially
optimizing the model with soft masks linked to the lowest density,
which ensures that the model performs well with the sparsest mask
after converting soft masks to binary masks (line 3-5 in Alg. 1). Sub-
sequently, we gradually train additional weights associated with
denser masks, as described in line 6-12 in Alg. 1. The intuition
behind this is that the most sparse mask, which corresponds to
the most stringent energy budget, would result in the lowest infer-
ence accuracy since more weights and ReLU are pruned. If we can
achieve satisfactory accuracy with this mask, we can leverage the
additional parameters and more ReLU operations associated with
denser masks to further improve accuracy.

However, a challenge arises as the indicator ℎ(·) in Eq. (9) pro-
duces binary outputs (0 or 1), which are non-differentiable and
cannot be directly trained using back-propagation. To overcome
this challenge, we utilize the softplus-based straight-through esti-
mator (STE) to estimate the gradient of the indicator [53]. By re-
placing the non-differentiable indicator function with the softplus
(𝑓 (𝑥) = 𝑙𝑜𝑔(1 + 𝑒𝑥 )) during the backward pass, we can effectively
train the entire network using backpropagation. In addition, we
leverage knowledge distillation to further enhance the model per-
formance. In knowledge distillation, the un-pruned model serves
as the teacher model, which is trained using Eq. (4). To facilitate
knowledge transfer, we employ the KL-divergence loss [18] and a
peer-wise normalized feature map difference penalty [58], which
improves the performance of the model with different masks.

Algorithm 1 Sequential Multi-mask Training in AdaPI
Require: Training data (𝑋,𝑌 ), weights densities 𝑑𝑤 , ReLU densi-

ties 𝑑𝑟
1: Initialize model weightsW
2: Train teacher model 𝑓𝑡 ⊲ Eq. (4)
3: Initialize soft masks𝑀𝑠

𝑤 and𝑀𝑠
𝑟

4: Set 𝜃𝑤 and 𝜃𝑟 based on𝑚𝑖𝑛(𝑑𝑤) and𝑚𝑖𝑛(𝑑𝑟 ) ⊲ Eq. (8)
5: Optimize W with𝑀𝑠

𝑤 and𝑀𝑠
𝑟 till converge ⊲ Eq. (9)

6: for 𝑑𝑤 , 𝑑𝑟 in ascending order do
7: Determine 𝜃𝑤 based on 𝑑𝑤
8: Generate a weight binary mask via ℎ(𝑀𝑠

𝑤) with 𝜃𝑤
9: Determine 𝜃𝑟 based on 𝑑𝑟
10: Generate a feature binary mask via ℎ(𝑀𝑠

𝑟 ) with 𝜃𝑟
11: Optimize W with these two binary masks
12: end for
13: return Model weightsW with multiple binary masks

The overall training process is outlined in Alg. 1. Through the
combination of sequential multi-mask training and knowledge dis-
tillation, we achieve the training of an adaptive and high-performing
model capable of accommodating various energy budgets.

4 UNIFIED METRIC
Previous works primarily focus on optimizing ReLU and employ
ReLU count as their evaluation metric [7, 22]. Different, AdaPI ad-
dresses both MAC and ReLU reductions, necessitating a unified
metric for comparison. Therefore, we opt to convert MACs into
ReLU counts and proposeNormalized ReLU count as the unified met-
ric for our experimental evaluation. This metric includes both the
MAC-converted ReLU counts and the original ReLU counts. Here,
we present our latency modeling approach and demonstrate how
we normalize the MACs into ReLU counts using latency modeling.

4.1 Latency of 2PC-Conv Operator
The 2-party Convolution (2PC-Conv) operator involves multiplica-
tion in ciphertext. The computation part follows tiled architecture
implementation [59]. There are four tiling parameters (𝑇𝑚, 𝑇𝑛, 𝑇𝑐 ,
𝑇𝑟 ) that correspond to the input channel, output channel, column,
and row tile. Tiling parameters can be adjusted according to mem-
ory bandwidth and on-chip resources to reduce the communication-
to-computation (CTC) ratio and achieve better performance.

Assuming we can meet the computation roof by adjusting tiling
parameters, the latency of the 2PC-Conv computation part (consid-
ering density as 𝐷) can be estimated as

𝐶𝑀𝑃Conv =
3 × 𝐾 × 𝐾 × 𝐹𝑂2 × 𝐼𝐶 ×𝑂𝐶

𝑃𝑃 × 𝑓 𝑟𝑒𝑞 × 𝐷 (10)

where 𝐾 is the convolution kernel size, 𝐼𝐶 and𝑂𝐶 denote the num-
ber of input channels and output channels, and the output feature
is square with size 𝐹𝑂 . We denote the computational parallelism
as 𝑃𝑃 . The communication latency is modeled as 𝐶𝑂𝑀𝑀𝐶𝑜𝑛𝑣 =

𝑇𝑏𝑐 + 32×𝐹𝐼 2×𝐼𝐶
𝑅𝑡𝑏𝑤

, where 𝑇𝑏𝑐 denotes two-party network build con-
nection time and 𝑅𝑡𝑏𝑤 is the effective network bandwidth between
server and client. Thus, the latency of 2PC-Conv is:

𝐿𝑎𝑡2𝑃𝐶−𝐶𝑜𝑛𝑣 = 𝐶𝑀𝑃𝐶𝑜𝑛𝑣 + 2 ×𝐶𝑂𝑀𝑀𝐶𝑜𝑛𝑣 (11)
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4.2 Latency of 2PC-ReLU Operator
Since 2PC-ReLU requires 2PC-OT Processing Flow, we provide
the communication detail of OT-based comparison protocol [28].
Assume both parties have a shared prime number𝑚, one generator
(𝑔) selected from the finite space Z𝑚 , and an index list with 𝐿
length. As we adopt 2-bit part, the length of index list is 𝐿 = 4.
1 Server (𝑆0) generates a random integer 𝑟𝑑𝑠0 , and compute mask
number 𝑆 with 𝑆 = 𝑔𝑟𝑑𝑆0 𝑚𝑜𝑑 𝑚, then shares 𝑆 with the Client
(𝑆1). We only need to consider communication (𝐶𝑂𝑀𝑀1) latency as
𝐶𝑂𝑀𝑀1 = 𝑇𝑏𝑐 + 32

𝑅𝑡𝑏𝑤
, since computation (𝐶𝑀𝑃1) latency is trivial.

2 Client (𝑆1) received 𝑆 , and generates 𝑅 list based on 𝑆1’s 32-bit
dataset𝑀1, and then send them to 𝑆0. Each element of𝑀1 is split
into𝑈 = 16 parts, thus each part is with 2 bits. Assuming the input
feature is square with size 𝐹𝐼 and 𝐼𝐶 denotes the input channel,
and we denote the computational parallelism as 𝑃𝑃 . The 𝐶𝑀𝑃2 is
modeled as Eq. (12), and 𝐶𝑂𝑀𝑀2 is modeled as Eq. (13).

𝐶𝑀𝑃2 =
32 × 17 × 𝐹𝐼 2 × 𝐼𝐶

𝑃𝑃 × 𝑓 𝑟𝑒𝑞 (12)

𝐶𝑂𝑀𝑀2 = 𝑇𝑏𝑐 +
32 × 16 × 𝐹𝐼 2 × 𝐼𝐶

𝑅𝑡𝑏𝑤
(13)

3 Server (𝑆0) received 𝑅 and will first generate the encryption
𝑘𝑒𝑦0 (𝑦,𝑢) = 𝑅(𝑦,𝑢) ⊕ (𝑆𝑏2𝑑 (𝑀1 (𝑦,𝑢 ) )+1 𝑚𝑜𝑑 𝑚)𝑟𝑑𝑆0 𝑚𝑜𝑑 𝑚. The
𝑆0 also generates its comparison matrix for its 𝑀0 with a 32-bit
datatype and 𝑈 = 16 parts. Thus, the matrix size for each value (𝑥 )
is 4× 16. The encrypted 𝐸𝑛𝑐 (𝑀0 (𝑥,𝑢)) = 𝑀0 (𝑥,𝑢) ⊕𝑘𝑒𝑦0 (𝑦,𝑢) will
be sent to 𝑆1. The 𝐶𝑂𝑀𝑀3 of this step is shown in Eq. (15), and
𝐶𝑀𝑃3 can be estimated as Eq. (14).

𝐶𝑀𝑃3 =
32 × (17 + (4 × 16) ) × 𝐹𝐼 2 × 𝐼𝐶

𝑃𝑃 × 𝑓 𝑟𝑒𝑞 (14)

𝐶𝑂𝑀𝑀3 = 𝑇𝑏𝑐 +
32 × 4 × 16 × 𝐹𝐼 2 × 𝐼𝐶

𝑅𝑡𝑏𝑤
(15)

4 Client (𝑆1) decodes the encryptedmassage by𝑘𝑒𝑦1 = 𝑆𝑟𝑑𝑆0 𝑚𝑜𝑑𝑚
in the final step. The𝐶𝑀𝑃4 and𝐶𝑂𝑀𝑀4 are calculated as following:

𝐶𝑀𝑃4 =
( (32 × 4 × 16) + 1) × 𝐹𝐼 2 × 𝐼𝐶

𝑃𝑃 × 𝑓 𝑟𝑒𝑞 (16)

𝐶𝑂𝑀𝑀4 = 𝑇𝑏𝑐 +
𝐹𝐼 2 × 𝐼𝐶
𝑅𝑡𝑏𝑤

(17)

Therefore, the 2PC-ReLU latency (𝐿𝑎𝑡2𝑃𝐶−𝑅𝑒𝐿𝑢 ) model is defined:

𝐿𝑎𝑡2𝑃𝐶−𝑅𝑒𝐿𝑈 =

4∑︁
𝑖=2

𝐶𝑀𝑃𝑖 +
4∑︁
𝑗=1
𝐶𝑂𝑀𝑀𝑗 (18)

ReLU Normalization. Using latency modeling proposed in
Eq. (11) and Eq. (18), we can effectively normalize the MACs count
into ReLU count by matching the MACs-related latency in 2PC-
Conv operator with ReLU induced latency in 2PC-ReLU operator.
The ReLU normalization could bridge the gap between weight com-
pression and ReLU reduction, thus introducing a systematic view
of accelerating MPC-based private inference on the edge platforms.

5 EXPERIMENTS
In our experiments, we estimate the energy consumption associated
with the model under different workloads, showing its capability to
accommodate diverse devices with varying energy budgets. Besides,
we compare AdaPI with SOTA methods to demonstrate that our
solution can achieve better performance in terms of test accuracy.

5.1 Experimental Setup
Architectures and Datasets: following the SOTA work SNL [7],
we evaluate AdaPI using ResNet-18 [17] and WideResNet-22-8 [57]
on three datasets, including CIFAR-10/CIFAR-100 [30] and Tiny-
ImageNet [8] datasets. We limit our selection to these architectures
and datasets as more complex DNNs or datasets are better suited
for cloud computing rather than edge computing applications.
Hardware Setup: We utilize a two-party MPC setup for PI, em-
ploying two ZCU104 Multi-Processor System-on-Chip (MPSoC)
platforms as a case study for evaluation. One platform serves as
the edge server, while the other acts as the user. Both platforms
are connected to a router through a Local Area Network (LAN)
with a bandwidth capacity of 𝑅𝑡𝑏𝑤 = 1𝐺𝐵/𝑠 . Considering a 128-bit
load/store bus width and 32-bit data, we concurrently load and
store four data units while implementing the kernel at a frequency
of freq = 200 MHz. For the two-party computation (2PC) inference,
we adopt a similar protocol described in CrypTen [29], and set the
fixed-point ring size as 64 bits [29].
Adaptivity Setup: Given our contribution lies at the algorithmic
level, we conduct evaluations on a single hardware platform with
different energy budgets, representing diverse devices, to efficiently
validate the feasibility and effectiveness of our method. We simulate
four levels of computation and communication workloads, each
associated with specific weight/ReLU densities compared to the
full model. These levels include L1 (0.4), L2 (0.2), L3 (0.1), and L4
(0.05). While we experiment with consistent weight/ReLU densities
for simplicity, it is crucial to note that AdaPI supports arbitrary
densities for weights and ReLU. When applying AdaPI for diverse
devices in the real world, we can profile these devices to get their
communication & computation capability and corresponding exe-
cution energy consumption, then configure model ReLU and weight
density level to satisfy the given energy budgets.
Hyper-parameters Settings:When implementing line 5 in Alg.
1 with the weights/ReLU density of L4, the AdamW optimizer is
utilized with learning rate 𝐿𝑅 = 0.001, 𝛽1 = 0.9, and 𝛽2 = 0.999 for
model weight and both soft masks, as well as an additional 10−4
weight decay for the model weight. The training encompasses 250
epochs, resulting in the final soft masks and a sparsified model.
Beginning with L4, we incrementally raise the density level during
sequential training. At each level, the sparsified model is trained
using stochastic gradient descent with a learning rate of 𝐿𝑅 = 0.01
and a cosine annealing LR scheduler. Training is conducted for 300
epochs on the CIFAR-10 and CIFAR-100 datasets and 160 epochs
for the Tiny-ImageNet dataset at each density level.
Teacher Models: AdaPI includes a teacher model for each architec-
ture and dataset, aiming to better preserve the inference accuracy
of the adaptive model by leveraging knowledge distillation (line 2
in Alg. 1). The performance of teacher models is provided in Tab. 2.

5.2 Comparison Methods
AdaPI is the first that introduces adaptive PI to diverse energy bud-
gets from both communication and computation aspects, there are
no existing works that can be directly used as comparison meth-
ods. Instead, we compare our approach with SOTA PI techniques
and weight pruning methods to demonstrate its effectiveness and
performance. The PI works we include for comparison are SNL [7],
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Figure 3: For each dataset, AdaPI achieves Pareto frontiers of the normalized ReLU count vs. test accuracy with a single set of
weights, with the density level from left to right being L4, L3, L2, and L1. In contrast, SOTA methods design specialized models
for every scenario. AdaPI_rs18 and AdaPI_ws_22_8 denote AdaPI on ResNet-18 and WideResNet-22-8, respectively.

Dataset Model Weights (M) MACs (M) ReLU (K) Accuracy (%)

CIFAR-10 ResNet 11.16 555.42 491.52 96.04
WideResNet 17.15 2454.11 1359.87 96.73

CIFAR-100 ResNet 11.21 555.42 491.52 78.42
WideResNet 17.19 2454.11 1359.87 81.02

Tiny-ImageNet ResNet 11.26 2221.77 1966.08 66.94
WideResNet 17.24 9816.54 5439.49 68.38

Table 2: The statistics and performance of teacher models.

Methods MACs (M) Normalized
ReLU (K)

Accuracy
(%)

Latency
(s)

Energy
(J)

ResNet-18

SNL 555.4 95.96 73.75 1.07 N/A
SNL 555.4 59.49 66.53 0.29 N/A

AdaPI (L1) 285.3 220.54 76.78 0.56 5.1
AdaPI (L2) 167.0 112.32 75.03 0.33 3.0
AdaPI (L3) 92.1 56.83 73.82 0.22 2.0
AdaPI (L4) 52.9 29.01 71.05 0.16 1.4

WideResNet-22-8

SNL 2454.1 269.01 77.65 4.05 N/A
SNL 2454.1 208.47 76.35 2.80 N/A

AdaPI (L1) 1042.0 581.9 80.33 1.41 12.7
AdaPI (L2) 549.7 292.0 78.98 0.80 7.2
AdaPI (L3) 287.2 146.4 77.76 0.50 4.5
AdaPI (L4) 152.5 73.54 74.75 0.35 3.1

Table 3: The performance of AdaPI on CIFAR-100 with com-
parison of SNL.

DeepReDuce [22], Sphynx [6], CryptoNAS [13], SAFENet [40], and
DELPHI [43]. For weight pruning, we include SNIP [34] and L1 filter
pruning [35] in our comparison. It is important to note that these
works do not enable adaptivity, so they have to generate multiple
models for different weights/ReLU densities. In contrast, AdaPI
only generates one model for multiple masks to achieve adaptivity.

We provide a detailed comparison with SNL since we experiment
with the same DNNs (i.e., ResNet-18 and WideResNet-22-8).We did
not include SNL’s energy consumption as it uses a different hardware
setting (CPU + GPU frameworks) and their energy data is not reported.

5.3 Results on CIFAR-10/100
We compare AdaPI with the SOTA methods on CIFAR-10/100, as
illustrated in Fig. 3. Regarding CIFAR-10, AdaPI achieves Pareto
frontiers of the normalized ReLU count and test accuracy for both
ResNet-18 and WideResNet-22-8 models. Specifically, when experi-
mentingwith ResNet-18 on CIFAR-10, AdaPI achieves an impressive
accuracy of 94.49% with a normalized ReLU count of 60K. Remark-
ably, this corresponds to a ReLU density and weight density of just
10% compared to the full model, i.e., the teacher model. In con-
trast, under a similar normalized ReLU count, the SNL method only
achieves about 88% accuracy. Besides, AdaPI with WideResNet-22-8
can achieve a 4.8% improvement in test accuracy compared to SNL
under a similar normalized ReLU count.

As for the results on CIFAR-100, it is evident that AdaPI with
ResNet-18 attains significantly higher test accuracy with a smaller
normalized ReLU count compared to other SOTA methods. Specifi-
cally, AdaPI achieves up to 7.3% higher accuracy compared to SNL,
with details reported in Tab. 3. Moreover, when using WideResNet-
22-8, AdaPI surpasses all SOTAmethods. Notably, with fewer MACs
and ReLUs, the latency can be reduced by about 5 times from L1
to L4 (1.41s vs. 0.35s). Based on the estimated energy consump-
tion in Tab. 3, by selecting different masks associated with vary-
ing weights/ReLU densities, AdaPI can accommodate devices with
varying energy budgets. When facing more stringent resource con-
straints, the test accuracy may slightly decrease, reaching around
74.74%. However, if more computation and communication re-
sources are available, the accuracy can achieve 80.33%.

Besides, to better understand how communication workload
can be reduced via ReLU pruning, we provide detailed statistics in
Tab. 4. For example, by reducing the ReLU density from 0.40 to 0.05,
the communication volume of using ResNet-18 on CIFAR-100 is
decreased by 3.6× ( from 58.83MB to 16.26MB).

5.4 Results on Tiny-ImageNet
To evaluate AdaPI on a larger dataset, we conducted experiments
on Tiny-ImageNet, which contains 50k more training samples com-
pared to CIFAR-10/100. In the figure on the right side of Fig. 3, we
can observe that, unlike the experiments on CIFAR-10/100 where
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Methods
CIFAR-100 Tiny-ImageNet

ReLU (K)
/Density

Communication
Volume (MB)

ReLU (K)
/Density

Communication
Volume (MB)

ResNet-18

AdaPI (L1) 196.61/0.40 58.83 786.43/0.40 235.31
AdaPI (L2) 98.30/0.20 34.51 393.22/0.20 138.00
AdaPI (L3) 49.15/0.10 22.33 196.61/0.10 89.35
AdaPI (L4) 24.58/0.05 16.26 98.30/0.05 65.02

WideResNet-22-8

AdaPI (L1) 543.95/0.40 154.18 2175.80/0.40 616.66
AdaPI (L2) 271.97/0.20 86.86 1087.90/0.20 347.43
AdaPI (L3) 135.99/0.10 53.21 543.95/0.10 212.80
AdaPI (L4) 67.99/0.05 36.38 271.97/0.05 145.48

Table 4: Communication volume for diverse ReLU densities.

Methods MACs (M) Normalized
ReLU (K)

Accuracy
(%)

Latency
(s)

Energy
(J)

ResNet-18

SNL 2221.8 328.88 61.65 7.77 N/A
SNL 2221.8 228.72 58.94 2.12 N/A

AdaPI(L1) 986.2 843.61 65.91 1.95 17.8
AdaPI(L2) 508.6 422.70 64.57 1.07 9.6
AdaPI(L3) 239.2 210.47 63.06 0.63 5.7
AdaPI(L4) 123.6 105.47 58.87 0.42 3.7

WideResNet-22-8

SNL 9816.5 833.1 64.42 10.28 N/A
AdaPI(L1) 3881.4 2307.5 67.70 3.47 31.2
AdaPI(L2) 1938.3 1153.7 67.38 1.96 31.2
AdaPI(L3) 957.4 576.4 66.17 1.21 17.6
AdaPI(L4) 477.7 288.1 60.66 0.84 7.6

Table 5: The performance of AdaPI on Tiny-ImageNet with
comparison of SNL.

WideResNet-22-8 consistently outperformed ResNet-18,WideResNet-
22-8 under the stringent energy budget (L4) exhibits lower test
accuracy on Tiny-ImageNet. This indicates that WideResNet-22-8
is parameter-efficient on Tiny-ImageNet and is more sensitive to
weight pruning and ReLU removal, resulting in a larger drop in
accuracy. However, when gradually transitioning from L4 to L1,
WideResNet-22-8 demonstrates better performance than ResNet-18.

We provide a detailed comparison with the SNL method in Tab.
5. The outcomes underscore that under a comparable normalized
ReLU count, AdaPI attains an accuracy exceeding that of SNL by
more than 4.1% higher accuracy than SNL (63.06% vs. 58.94%). Over-
all, the experiments on Tiny-ImageNet demonstrate that AdaPI
performs favorably compared to SNL and other SOTA methods.

6 DISCUSSION
We investigate the trade-off between accuracy and storage in the
pursuit of adaptivity. To achieve adaptivity, we can optimize the
model for each pair of masks (𝑀𝑏𝑟 and𝑀𝑏𝑤 ), following Eq. (7) (i.e.,
AdaPI-single) that involves generatingmultiple sets ofmodel weights
and masks to accommodate varying resource constraints. We ex-
amine its performance under various weight densities and ReLU
densities on CIFAR-100 as an ablation study. The comparison of
this method with AdaPI is shown in Fig. 4, which indicates that
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Figure 4: Performance comparison of AdaPI-single with
AdaPI and SNL on CIFAR-100.

AdaPI-single achieves higher accuracy compared to AdaPI with
ResNet-18. This performance discrepancy arises from the nature of
AdaPI-single, which tailors the model optimization for each mask
associated with a distinct weight/ReLU density, where all optimized
models have to be stored on the edge. On the other hand, employ-
ing WideResNet-22-8 within AdaPI framework leads to comparable
test accuracy across various ReLU counts with only a single set of
weights. Overall, AdaPI strikes a balance between accuracy and
deployment efficiency, thus facilitating PI in edge computing.

7 CONCLUSION
This paper presents AdaPI, a new method facilitating adaptive PI
in edge computing. AdaPI accommodates a single set of model
weights to varying energy budgets across diverse edge devices. Our
method optimizes both feature-level and weight-level soft masks
during model optimization. These masks transform into binary
counterparts, adjusting communication and computation work-
loads. Thus, the edge server stores one model with multiple masks.
Through extensive experiments, we demonstrate that AdaPI has
consistently outperformed SOTA methods in terms of test accuracy
and the normalized ReLU count. In particular, on CIFAR-100 with
ResNet-18, AdaPI achieves 7.3% accuracy improvement compared
to SNL. More importantly, by selecting suitable masks, AdaPI can
conduct PI while incurring varying energy consumption, efficiently
accommodating edge devices with diverse energy budgets.
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