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Pseudorandom states (PRSs) are state ensembles that cannot be distinguished from Haar random
states by any efficient quantum algorithm. However, the definition of PRSs has been limited to pure
states and lacks robustness against noise. In this work, we introduce pseudorandom density matrices
(PRDMs), ensembles of n-qubit states that are computationally indistinguishable from the gener-
alized Hilbert-Schmidt ensemble (GHSE), which is constructed from (n + m)-qubit Haar random
states with m qubits traced out. For a mixedness parameter m = 0, PRDMs are equivalent to PRSs,
whereas for m = ω(logn), PRDMs are computationally indistinguishable from the maximally mixed
state. In contrast to PRSs, PRDMs with m = ω(logn) are robust to unital noise channels and a
recently introduced PostBQP attack. Further, we show that PRDMs allow one to disguise valuable
quantum resources as trivial states. In particular, we construct pseudomagic and pseudocoherent
state ensembles, which possess near-maximal magic and coherence, but are computationally indis-
tinguishable from states with zero magic and coherence. PRDMs can exhibit a pseudoresource gap
of Θ(n) vs 0, surpassing previously found gaps. We also conjecture the existence of pseudoentangle-
ment ensembles with the same gap. We introduce noise-robust EFI pairs, which are state ensembles
that are computationally indistinguishable yet statistically far, even when subject to noise. These
EFI pairs have high robustness to mixed unitary noise including local depolarizing noise. We show
that the GHSE can have near-maximal entanglement, magic and coherence while being statistically
indistinguishable from the maximally mixed state. This implies that testing entanglement, magic
and coherence is not efficient, and these quantum resources are in general not efficiently observable.
Further, we prove that black-box resource distillation requires a superpolynomial number of copies.
We also establish lower bounds on the purity needed for efficient testing and black-box distillation.
Finally, we introduce memoryless PRSs, a noise-robust notion of PRS which are indistinguishable
to Haar random states for efficient algorithms without quantum memory. Our work provides a
comprehensive framework of pseudorandomness for mixed states, which yields powerful quantum
cryptographic primitives and fundamental bounds on quantum resource theories.

I. INTRODUCTION

Research at the pairwise intersections of cryptography,
quantum theory, information theory, and complexity the-
ory has revealed many fascinating insights. These fields
have evolved significantly over time, giving rise to new
areas of study such as quantum information theory (aris-
ing from quantum theory and information theory), quan-
tum complexity theory (arising from quantum theory and
complexity theory), and modern cryptography (arising
from cryptography and complexity theory).
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In contrast, considering the comprehensive intersec-
tion of all four fields—cryptography, complexity the-
ory, information theory, and quantum theory—has led
to new developments. A key example is quantum pseu-
dorandom states (PRSs), which are efficiently prepara-
ble state ensembles that are indistinguishable from Haar
random states for any efficient quantum algorithm [1].
Further developments includes the generation of certi-
fiable true randomness [2], pseudorandom unitaries [1],
homogeneous space pseudorandomness [3], pseudoran-
dom isometries [4], pseudorandom state scramblers [5],
computational entanglement theory [6] and new crypto-
graphic principles under minimal assumptions [7]. Simi-
lar to the emergence of modern cryptography from classi-
cal cryptography and complexity theory [8], there is hope
for establishing a new sub-field called “modern quantum
information theory” (see Appendix A), where the com-
putational aspects of objects from quantum information
theory are rigorously explored. There is the potential
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FIG. 1. Overview of relationship between n-qubit GHSE, PRDM, Haar random states, PRS, and memoryless PRS depending
on mixedness parameter m. Solid arrows indicate statistical indistinguishability, dashed lines are computational indistinguisha-
bility, and dotted line denote specializations of definitions. We show main results derived from statistical indistinguishability of
GHSE and maximally mixed state for m = ω(logn) (blue), as well as results due to computational indistinguishability between
PRDM and maximally mixed state (green). We also introduce memoryless PRS, which are noise robust and computationally
indistinguishable to Haar random states for algorithms without access to quantum memory.

for breakthrough similar to the one cryptography expe-
rienced in 1980s. This calls for the development of new
primitives, which extend our understanding beyond cur-
rent notions of pseudorandomness.

An example where pseudorandomness has led to novel
insights into quantum information presents in the field
of resource theories. Quantum information processing
tasks rest on the availability of precious quantum re-
sources such as entanglement, magic and coherence [9].
It has been shown that PRSs allow one to hide quantum
resources in plain sight and mask low resource states as
highly complex ones [10]. This counter-intuitive phenom-
ena, dubbed pseudoresources [11], has been established
in different resource theories such as pseudoentangle-
ment [10], pseudomagic [12], and pseudocoherence [11].
As a result, the existence of pseudoresources has imposed
fundamental limits on testing whether a state contains
quantum resources [11, 13, 14], and the distillation of
resource-rich states from noisy states [12, 15, 16].

However, the concept of PRS is only well defined for
pure states, and it has been noted that PRSs are not
robust to noise [11]. Evidently, the most general quan-
tum state is not a pure state; instead, it is a convex
combination of pure states, known as a mixed state or a
density matrix. Mixedness arises naturally whenever one
does not keep track of information about the state, for
example when the state interacts with an uncontrolled
environment, or when one randomizes the state prepara-
tion protocol. Finding a definition of pseudorandomness
that is based on density matrices could generate notions
of pseudorandomness that are robust to noise, establish
a general theory of pseudoresources, and find improved

bounds on property testing.

In this work, we provide a step towards shaping the
aforementioned field of modern quantum information
theory. We introduce pseudorandom density matrices
(PRDMs) as mixed-state generalization of PRS. PRDMs
are efficiently preparable n-qubit state ensembles that are
computationally indistinguishable from the mixed state
ensemble obtained by tracing out m qubits of (n +m)-
qubit Haar random states, which we call the generalized
Hilbert-Schmidt ensemble (GHSE) [17–21]. The GHSE
corresponds to Haar random states for m = 0, while
for m = ω(log n), we show that it is statistically in-
distinguishable from the maximally mixed state. Yet,
the GHSE with m scaling polylogarithmically with n
has near-maximal entanglement, magic and coherence.
Similarly, PRDMs with mixedness parameter m = 0
correspond to PRS and become computationally indis-
tinguishable from the maximally mixed state for m =
ω(log n). In this regime, PRDMs become robust to unital
noise channels. Surprisingly, while such PRDMs appear
trivial to any efficient observer, they can have asymptot-
ically maximal coherence and magic. We construct pseu-
docoherent and pseudomagic state ensembles, which are
two ensembles that are computationally indistinguish-
able, yet possess a gap in magic and coherence of Θ(n)
vs 0, an improvement over previous constructions which
were believed to be optimal [12, 22]. The reason we are
able to improve the pseudoresource gap bounds is that
we consider general mixed states, while previous bounds
only considered pure states. Furthermore, we establish
new constructions for EFI pairs, which are statistically
far yet computationally indistinguishable ensembles [23]
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FIG. 2. Copies needed to test whether a state ρ contains
Q(ρ) = 0 or Q(ρ) = Θ(n) magic, coherence or entangle-
ment, as function of purity tr(ρ2). We show testing is ineffi-
cient for negligible purity, while efficient protocols are known
for pure states, and only inefficient tomography protocols for
1/poly(n) purity.

and serve as important cryptographic primitives [24–27].
We show that PRDMs and the maximally mixed state
can form noise-robust EFI pairs, which remain EFI pairs
even when subjected to mixed unitary noise channels,
including local depolarizing noise up to a relatively high
noise probability of p ≲ 1/4.
We prove several fundamental no-go theorems: We

show that entanglement, magic and coherence are not ef-
ficiently observable, as testing these resources for mixed
states requires a superpolynomial number of samples.
Further, we show that black-box distillation of entan-
glement, magic and coherence is sample inefficient. To
efficiently test and black-box distill entanglement, magic
and coherence, states must have a non-negligible amount
of purity.

Finally, we define a weaker notion of PRS called mem-
oryless PRSs, which are indistinguishable from Haar ran-
dom states only for efficient algorithms without quantum
memory. We show that memoryless PRS are robust to
unital noise, contrary to general PRSs.

Our work generalizes the notion of PRS to mixed
states, promising applications in cryptography and quan-
tum resource theories. The main results of this paper and
relationships between the concepts introduced are shown
in Fig. 1. Sample complexity of testing is summarized in
Fig. 2.

II. QUANTUM RESOURCES

Performing specific non-trivial tasks in quantum infor-
mation require quantum resources as a fuel to run the
process. To characterize the resource content of a given
state ρ, quantum resource monotones Q(ρ) have been
defined [9]. Resource monotones are characterized by
free operations FQ which cannot increase the resource,
i.e. Q(FQ(ρ)) ≤ Q(ρ), and a set of free states σ ∈ SQ
with Q(σ) = 0. Intuitively, free states and operations
are ‘easy’ in the context of the resource and are readily
available. To perform non-trivial tasks, one needs ‘ex-
pensive’ resource states ρ /∈ SQ which have Q(ρ) > 0,
or non-free operations which can increase the resource.
We consider sub-additive resource monotones which are
bounded as 0 ≤ Q ≤ Θ(n).

Depending on the task, different resource theories are
relevant. In fault-tolerant quantum computing, stabilizer
states and Clifford operations are easy to perform [28].
They constitute the free states and operations, while the
key resource needed to perform universal quantum com-
putation is called magic. A commonly used magic mono-
tone for qubits is the log-free robustness of magic [29, 30]

LR(ρ) = log
(
min |cϕ| s.t ρ =

∑
ϕ∈STAB

cϕϕ
)

(1)

where STAB is the set of all pure n-qubit stabilizer states.
Another key resource in quantum information is coher-
ence, which describes the degree in which the state is a
superposition of computational basis states [31, 32]. The
free operations are diagonal operations, while the free
states are density matrices with only diagonal entries in
the computational basis. A commonly used coherence
monotone is the relative entropy of coherence [31, 32]

C(ρ) = S(∆[ρ])− S(ρ) (2)

where S(ρ) = −tr(ρ log ρ) denotes the von Neumann en-
tropy and ∆[ρ] =

∑
i |i⟩⟨i|ρ|i⟩⟨i| is the fully dephasing

channel applied on ρ, where {|i⟩}i are the computational
basis states. Finally, for quantum communication tasks
one requires entanglement as resource, while local op-
erations and classical communication (LOCC) are free
operations, and separable states are the free states. An
often used entanglement monotone of a bipartite state
is the logarithmic negativity between bipartition A and
B [33–35]

E(ρ) = log(∥ρTA∥1) (3)

where (·)TA is the partial transpose over subsystem A.

III. GENERALIZED HILBERT-SCHMIDT
ENSEMBLE (GHSE)

For pure quantum states, one can define a unique en-
semble of random states, namely Haar random states:
One draws pure states |ψ⟩ ∈ S(2n) from the space of n-
qubit quantum states S(2n) according to the Haar mea-
sure µn. However, general quantum states are not pure,
but probabilistic mixtures of quantum states described
by density matrices ρ =

∑
j pj |ψj⟩⟨ψj | with probability

pj for state |ψj⟩.
We now study a random ensemble of quantum states

that interpolates between Haar random states and max-
imally mixed state In/2

n via a mixedness parameter m,
where In is the identity matrix over n-qubits. In particu-
lar, we consider the random ensemble of mixed states in-
duced by the partial trace of m qubits over (n+m)-qubit
Haar random states, which we call the GHSE [17–21]:

Definition 1 (Generalized Hilbert-Schmidt ensemble
(GHSE) Appendix C). The (n,m) GHSE is an ensemble
of n-qubit states

ηn,m = {trm(|ψ⟩⟨ψ|)}ψ∈µn+m
(4)
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generated by tracing out m qubits from (n + m)-qubit
states drawn from the Haar measure µn+m.

The case m = 0 corresponds to Haar random states,
while m = n corresponds to the Hilbert-Schmidt ensem-
ble [18].

Haar random states are known to contain near-
maximal coherence [36], magic [37] and entangle-
ment [19]. Increasing mixedness by tracing out m qubits
in general reduces the quantumness of states. For ex-
ample, the limit m → ∞ yields an equal mixture of all
quantum states, the maximally mixed state In/2

n, which
has zero magic, coherence and entanglement.

We find that states drawn from the GHSE possess two
key behaviors: First, they are statistically indistinguish-
able from the maximally mixed state when tracing out
m = ω(log n) qubits. Second, for m = O(polylog(n)),
GHSE states remain highly resourceful in terms of magic,
coherence and entanglement. Here, polylog(n) denotes
a polynomial of the logarithm, e.g. (log n)c with c ≥
1. Thus, we find surprisingly that GHSE with m =
polylog(n) hold two properties which on first glance ap-
pear counter-intuitive: They are statistically indistin-
guishable from the maximally mixed state (which has
no quantum resources), yet possess a large amount of
quantum resources. This means that GHSE for m =
polylog(n) are effectively hiding quantum resources in
plain sight, pretending to be trivial states while having
near-maximal quantum resources.

We summarize the properties of GHSE in the following,
while the proofs are deferred to the Appendix:

Theorem 1 (Properties of GHSE). The (n,m) GHSE
ηn,m is statistically close to the maximally mixed state
(Appendix D), with

TD

(
E

ρ∈ηn,m

[ρ⊗t], (In/2
n)
⊗t
)

= O
(
t2/2m

)
, (5)

where TD denotes the trace distance. With overwhelming
probability, states ρ ∈ ηn,m have log-free robustness of
magic (Appendix E)

LR(ρ) ≥ n−m− 2 log(n+m)− 1 , (6)

relative entropy of coherence (Appendix F)

C(ρ) ≥ n−m− 1 , (7)

and logarithmic negativity between bipartition n1 = |A|
and n2 = |B| with n1 ≤ n2, m < n and n≫ 1 [38] (also
Ref. [39])

E(ρ) ≈

{
1
2 (n−m) + log(8/3π), n2 < n1 +m

n1, else
(8)

We note that resource monotones are not unique. How-
ever, similar bounds can be found for most other practical
definition of resource monotones. For example, the en-
tanglement of formation, an entanglement monotone, has
been shown to exhibit a similar scaling as the logarithmic
negativity for the GHSE [13, 19, 40].

IV. PSEUDORANDOM DENSITY MATRIX
(PRDM)

GHSE states cannot be efficiently prepared in general,
as Haar random states are known to be hard to pre-
pare [41]. However, one can achieve efficient prepara-
tion by relaxing to a weaker notion of quantum random-
ness. In particular, PRS have been recently proposed as a
notion of quantum pseudorandomness that is efficiently
preparable, but only computationally indistinguishable
from Haar random states [1]. Here, indistinguishability
is defined from a computational perspective: There is no
efficient quantum algorithm that can tell PRS and Haar
random states apart given a polynomial number of copies
of the state. While computational pseudorandomness is
weaker than statistical randomness, for practical applica-
tions indistinguishability in respect to efficient quantum
algorithms is already sufficient.
PRS has only been defined for pure states. We now

generalize this concept to general density matrices. We
define PRDM as efficiently preparable states that are
computational indistinguishable from GHSE.

Definition 2 (Pseudo-random density matrix (PRDM)).
Let κ = poly(n) be the security parameter with keyspace
K = {0, 1}κ. A keyed family of n-qubit density matrices
{ρk,m}k∈K is defined as the pseudorandom density matrix
(PRDM) ensemble with mixedness parameter m if:

1. Efficiently preparable: There exists an efficient
quantum algorithm G such that G(1κ, k,m) = ρk,m.

2. Computational Indistinguishability: t = poly(n)
copies of ρk,m are computationally indistinguish-
able, i.e. for any quantum polynomial time adver-
sary A, from the GHSE ηn,m of Def. 1∣∣∣ Pr

k←K
[A(ρ⊗tk,m) = 1]− Pr

ρ←ηn,m

[A(ρ⊗t) = 1]
∣∣∣ = negl(n).

(9)

Here, negl(·) are functions that decay faster than any
inverse polynomial (see Appendix B). Depending on m,
PRDMs are indistinguishable from different notions of
randomness: For m = 0, PRDMs are computationally
indistinguishable from Haar random states {|ψ⟩⟨ψ|}ψ∈µn

and thus equivalent to PRS. For m = ω(log n), we find
that PRDMs become indistinguishable from the maxi-
mally mixed state for any efficient observer:

Theorem 2 (Computational indistinguishability of
PRDMs from maximally mixed state). PRDMs ρk ≡
ρk,ω(logn) with t = poly(n) copies and m = ω(log n) are
indistinguishable from the maximally mixed state σn =
In/2

−n for any efficient quantum algorithm A,∣∣∣ Pr
k←K

[A(ρ⊗tk ) = 1]−Pr[A((σn)⊗t) = 1]
∣∣∣ = negl(n). (10)

To see this, note that PRDM and GHSE are compu-
tationally indistinguishable by definition. Further, the
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maximally mixed state and GHSE are statistically in-
distinguishable for m = ω(log n) due to Eq. (5). Then,
Thm. 2 follows directly from the triangle inequality.

Now, PRS have been noted to be fragile against
noise [11]. In particular, after applying depolarizing noise
on only a single qubit, PRSs become distinguishable from
Haar random states and thus are not PRS anymore. One
can easily check that this susceptibility to noise car-
ries over to PRDMs with small m. In particular, for
m = O(log n) PRDMs are not robust to noise as the
SWAP test [42], which uses only two copies, can effi-
ciently distinguish the state before and after application
of the noise channel due to non-negligible purity [11].

As noise is ubiquitous in quantum systems, we would
like to have pseudorandomness that can survive even with
noise:

Definition 3 (Noise-robust PRDM). A PRDM is noise
robust to channel Γ(·) if it remains a PRDM after ap-
plication of the noise channel Γ(·), i.e. if {ρk}k∈K is
PRDM, then {Γ(ρk)}k∈K is also PRDM.

We now show that PRDMs with m = ω(log n) are
robust to arbitrary unital noise channels that can be effi-
ciently implemented, which includes common noise mod-
els such as depolarizing noise:

Theorem 3. PRDMs are robust to efficiently imple-
mentable unital noise channels, i.e. channels where the
identity is the fixed point Γ(I) = I, if and only if
m = ω(log n).

This follows from the computational indistinguishabil-
ity from the maximally mixed state and the fixed point
condition of unital channels as shown in Appendix H.

Recently, Ref. [7] showed that one can distinguish
PRS from Haar random states using classical shadows
and an (inefficient) PostBQP oracle. Here, PostBQP is
the class of quantum algorithms combined with post-
selection, which is known to be equivalent to PP [43].
We show that PRDMs for m = ω(log n) are robust to
this PostBQP attack:

Theorem 4 (Security of PRDMs against Kretschmer’s
attack). To distinguish PRDM ρk with m = ω(log n)
from the GHSE using observable Ok = ρk as shown in
Ref. [7] requires super-polynomially many copies.

The proof in Appendix I follows from the negligible
purity of PRDMs for m = ω(log n).
To efficiently construct PRDMs, we can harness any

existing construction of PRS: We take an (n+m)-qubit
PRS, and trace out m qubits. PRDMs can be pre-
pared with very short circuit depth as shown recently:
PRS (and pseudorandom unitaries) can be prepared in
O(polylogn) depth using one-dimensional local circuits,
and O(polylog log n) depth assuming arbitrary connec-
tivity [44]. In the following, we now consider an explicit
PRDM construction that we can use for applications.
In particular, we construct a real-valued PRDM by tak-
ing partial trace of PRS constructed from binary phase
states [1, 10, 45, 46]:

Fact 1 (Binary phase PRDM). The n-qubit binary phase
PRDM ρk,m = trm(|ψk⟩⟨ψk|) is efficiently prepared by
tracing out m qubits of the binary phase PRS of n +m
qubits |ψk⟩ = 2−(n+m)/2

∑
x∈{0,1}n+m(−1)fk(x)|x⟩ [1, 10,

45, 46] with pseudorandom function fk(x) : {0, 1}n+m →
{0, 1}, key k ∈ {0, 1}κ and security parameter κ = O(n+
m).

This construction of PRDM requires the existence of
PRS, which in turn have been proven to exist assuming
quantum-secure one-way functions exist [47]. However,
it has been noted that PRS can exist under even weaker
assumptions [7].

V. PSEUDORESOURCES

Can one efficiently mask the fact that a state contains
quantum resources? Recently, pseudoresources have been
proposed as efficiently preparable ensembles which are
computationally indistinguishable, yet possess substan-
tially different amount of resources [10–12]:

Definition 4 (Pseudoresources). Let Q be a quantum
resource monotone. A pseudoresource pair with gap f(n)
vs. g(n) (where f(n) > g(n)) consists of two efficiently
preparable state ensembles:

1. a ‘high resource’ ensemble of n-qubit quantum
states {ρk1} such that Q(ρk1) = f(n) with high
probability over key k1, and

2. a ‘low resource’ ensemble of n-qubit quantum states
{σk2} such that Q(σk2) = g(n) with high probability
over key k2,

such that the two ensembles are computationally indis-
tinguishable given t = poly(n) copies.

Pseudoresource ensembles allow one to efficiently gen-
erate states masquerading as high resource states with
f(n) resource, yet actually contain only g(n) of a given
resource. For example, a pseudoresource gap of f(n) =
Θ(n) vs g(n) = ω(log n) has been found for pseudoentan-
glement [10], pseudomagic [12] and pseudocoherence [11].
For pure states (i.e. PRSs) these pseudoresource gaps are
indeed maximal. However, it turns out that for mixed
states we can hide quantum resources even better: In par-
ticular, PRDMs as constructed via binary phase states
allow for asymptotically maximal pseudoresource gaps:

Theorem 5 (Maximal pseudocoherence and pseudo-
magic gap). The PRDM ensemble of Fact 1 with m =
polylog(n), and the maximally mixed state In/2

n, form
a pseudomagic (Appendix J) and pseudocoherence (Ap-
pendix K) ensemble with gap f(n) = Θ(n) vs g(n) = 0.

We conjecture that this PRDM ensemble also forms a
pseudoentangled ensemble in respect to logarithmic neg-
ativity with f(n) = Θ(n) vs g(n) = 0. As a strong
indication, we note that random stabilizer states, which
form the basis of many PRS constructions [44], have near-
maximal entanglement when m = polylog(n) [40].
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VI. NOISE-ROBUST EFI PAIRS

We now consider another application of pseudoran-
domness: EFI pairs are efficiently preparable ensem-
bles which are statistical far, yet computational indis-
tinguishable [23]. They are an important cryptographic
primitive for various applications, such as for bit com-
mitment [24], quantum oblivious transfer [25], multi-
party quantum computation [26], and zero knowledge
proofs [27]. EFI pairs can be constructed from PRS [23]
and single-copy PRS [48]. However, there have been no
performance guarantees under noise. Here, we show that
one can construct noise-robust EFI pairs using PRDMs
and the maximally mixed state:

Theorem 6 (Noise-robust EFI pair). PRDMs con-
structed by tracing out m qubits from (n+m) qubit PRS
with security parameter κ = cn with 0 < c < 1, and
the maximally mixed state In/2

n are EFI pairs when
ω(log n) < m < n

2 (1 − c) −
1
2 . They remain EFI pairs

after applying efficient mixed unitary channel Φ(ρ) =∑r
i=1 piUiρU

†
i with unitaries Ui and probabilities {pi}i

whenever its Shannon entropy is bounded as

H({pi}i) ≤ n(1− c)−m− 2 . (11)

The proof in Appendix L follows from the Fannes-
Audenaert inequality [49]. Intuitively, the inequality can
be interpreted as saying that two states with very dif-
ferent von Neumann entropies must also be far apart in
trace distance. The maximally mixed state has an en-
tropy of n, while for PRDMs it is upper bounded by
m + κ. Thus, whenever m + κ < n, these states are
far apart in trace distance [48], and remain distinguish-
able even after application of noise as long as the entropy
remains sufficiently below that of the maximally mixed
state. While our proof of noise-robustness is restricted to
mixed unital noise channels, we believe it can be extended
to arbitrary efficiently implementable unital channels.

Our result implies that EFI pairs from PRDMs are
robust to many realistic noise models, such as dephasing,
depolarizing or Pauli channels. For noisy intermediate-
scale quantum computers and quantum error correction
models, the most commonly used noise model is local
depolarizing noise Λp(ρ)

⊗n which acts on all n qubits [50,
51]. Here, Λp(ρ) = p/4

∑
α∈{x,y,z} σ

αρσα + (1 − 3p/4)ρ

is the local depolarizing channel, σα with α ∈ {x, y, z}
Pauli operators, and p the depolarizing probability. Here,
we find noise robustness even for relatively high noise
rates of p ≲ 1

4 (see SM L):

Corollary 1 (Noise-robust EFI pair against local depo-
larizing noise). EFI pairs of Thm. 6 remain EFI pairs af-
ter applying the local depolarizing channel on all n qubits
Λ⊗np (ρ) whenever H({1−3p/4, p/4, p/4, p/4}) ≤ (1−c)−
m/n − 2/n. In particular, for m = polylog(n) and c =
10−4, we have robustness for all p < 1

4−O(polylog(n)/n).

Further, we find that there is a fundamental connec-
tion between pseudoentanglement and construction of

EFI pairs. In particular, EFI pairs have to be statis-
tical far, which due to the Fannes-Audenaert inequality
is easier to satisfy whenever the PRS used to construct
the PRDM has low entanglement. In particular, when
constructing the PRDM by tracing m qubits from pseu-
doentangled PRS such as introduced in Ref. [10], we can
achieve EFI pairs for any m = cn with c > 0.

VII. PROPERTY TESTING OF RESOURCES

Given an unknown object, are there experiments that
can verify its properties? Property testing deals exactly
with this question: A property tester is a quantum algo-
rithm that checks whether a given quantum state does
not have a particular resource, or contains a lot of it (see
Refs. [13, 52–54] or SM B). Depending on the property,
it has been known that the property tester may need
a vastly different number of copies of the states to suc-
ceed [13]. For example, testing whether the description
of a quantum state has imaginary numbers requires expo-
nentially many copies [11]. In contrast, checking whether
a quantum state is pure or highly mixed can be done ef-
ficiently with only O(1) copies [42].
Entanglement, magic and coherence are fundamental

signatures of quantum complexity and strongly affect the
structure of quantum states. Thus, it is natural to ask
whether they can be tested efficiently. For pure states,
efficient property testers using O(1) copies are known for
entanglement [10, 55], magic [56–58] and coherence [11].
Can efficient property testers also exist for general mixed
states? Here, we answer this question in negative, show-
ing that testing logarithmic negativity E, log-free robust-
ness of magic LR, and relative entropy of coherence C is
inefficient:

Theorem 7 (Testing entanglement, coherence and magic
is inefficient). For resource monotones Q = {E,LR, C},
testing whether a given state ρ has resource Q(ρ) = 0 or
Q(ρ) = Θ(n) requires 2ω(logn) many copies .

We show this result in Appendix E, F, G by contra-
diction: If a property tester using polynomial copies ex-
ist, then it could efficiently distinguish the GHSE with
m = polylog(n) and Q(ρ) = Θ(n) from the maximally
mixed state with Q(In/2

n) = 0, which contradicts the
indistinguishability shown in Thm. 1. We note that inef-
ficiency of property testing from a computational point
of view can be similarly established using our pseudore-
source ensembles. We note that the inefficiency of testing
entanglement was already pointed out in Ref. [13] regard-
ing the entanglement of formation.
Crucially, we can identify purity as the resource that

makes property testing hard: Pure states tr(ρ2) = 1 can
be efficiently tested, while testing highly mixed states
tr(ρ2) = negl(n) is inefficient. Thus, one requires at least
inverse polynomial purity to efficiently test states:

Corollary 2 (Lower bound on purity for efficient testing
of entanglement, coherence and magic (Appendix E, F,
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G)). Efficient testing for resource Q = {E,LR, C} re-
quires at least a non-negligible purity tr(ρ2) = Ω(n−c)
with c > 0.

For the sample complexity for purity tr(ρ2) =
1/poly(n), the best known upper bounds are from tomog-
raphy as O(4n) [59]. Note that similarly one finds that
efficient testing requires rank(ρ) = O(poly(n)). In Fig. 2,
we summarize the currently known copies complexities of
property testing for magic, coherence and entanglement
as function of purity.

VIII. BLACK-BOX RESOURCE DISTILLATION

Another key task in quantum information is to gen-
erate special resource states that are useful for infor-
mation processing. For example, quantum teleporta-
tion needs entangled Bell states [15, 60, 61], universal
quantum computing uses magical T -states [28] and cre-
ating quantum superpositions requires coherence [62–64].
However, generating these resource states directly is often
difficult. This necessitates resource distillation, which
takes in many copies of a noisy resource state, and ap-
plies the free operations of the resource theory to prepare
one noise-free resource state.

Commonly, resource distillation is considered for the
case where the noisy input state is known beforehand.
Indeed, for classes of mixed states limits on distillation
have been shown [65–68]. However, often noise and in-
put states are not well characterized. Yet, if we are
guaranteed that these noisy states are resourceful, can
one still extract noise-free resource states from them?
Such an algorithm that distills resources from unknown,
but resourceful states is called black-box resource distil-
lation [12]:

Definition 5 (Black-box resource distillation). A black-
box resource distillation algorithm DQ uses the free op-
erations of resource theory Q on arbitrary input state
ρ, which is guaranteed to contain resource Q(ρ) ≥ Qin.
DQ prepares pure resource state |ψ⟩ with Q(|ψ⟩) ≥ Qout,
where |ψ⟩ can depend on ρ.

Here, we show that black-box resource distillation of
entanglement, magic and coherence is inefficient:

Theorem 8 (No-go theorem for black-box resource dis-
tillation). Any black-box resource distillation algorithm
DQ for resource monotones Q = {E,LR, C} with Qin =
Θ(n), Qout = Ω(n−c) and c > 0, requires a superpolyno-
mial number of input states ρ.

This is proven by contradiction in Appendix E, F,
G: if black-box distillation algorithms exist, they could
be used for efficient property testing which contradicts
Thm. 7. This argument can be extended even to prob-
abilistic black-box distillation algorithms, which prepare
the resource state with non-negligible probability.

As we have done for property testing, we can also place
a lower bound on the purity required for efficient black-
box resource distillation:

Corollary 3 (Purity is necessary for black-box distil-
lation). Any efficient black-box resource distillation DQ

with Q = {E,LR, C} requires input states ρ with purity
tr(ρ2) = Ω(n−c) to prepare non-trivial resource states.

Similarly, efficient black-box distillation requires input
states with at most rank(ρ) = O(poly(n)).

IX. NOISE-ROBUST PSEUDORANDOM
STATES

Finally, we revisit the question of noise-robustness of
PRS. So far, PRS and PRDMs were defined via indis-
tinguishability with respect to arbitrary efficient algo-
rithms. However, in many practical scenarios the dis-
tinguishing algorithm has even stronger limitations on
its computational power. We show that such restricted
algorithms allow one to define a weaker notion of PRS
that is noise robust. In particular, we propose memory-
less PRS, which are indistinguishable from Haar random
states for any efficient algorithms which have no access
to quantum memory [69, 70]. Algorithms without quan-
tum memory can only perform measurements on a single
copy at a time, and do not have a register to store quan-
tum information between measurements. However, they
can adaptively choose the measurement depending on the
previous measurement outcomes.

Theorem 9 (Noise robustness of memoryless PRS Ap-
pendix M). Algorithms without quantum memory require
superpolynomial number of copies to distinguish memory-
less PRS subject to unital noise channels and Haar ran-
dom states.

We give the formal definition of memoryless PRS and
the proof of Thm. 9 in Appendix M using the techniques
of Ref. [70]. In particular, without quantum memory
one cannot distinguish Haar random states and maxi-
mally mixed state, which we use to establish noise ro-
bustness. Memoryless PRS can be prepared by the same
state preparation algorithms as for PRS. However, po-
tentially easier state constructions with non-trivial quan-
tum resources may exist. No access to quantum mem-
ory can naturally occur in different scenarios of quan-
tum information processing. Here, we give three explicit
examples: First, in a distributed communication sce-
nario, each agent receives only one copy of the state and
can only communicate classical information with other
agents. Second, in near-term quantum computing, the
number of available qubits is often limited. In the case
where the state has almost as many qubits as supported
by the near-term quantum computer, then it only can
perform memoryless algorithms. Third, we can also con-
sider the case in which the distinguishing algorithm re-
ceives one copy of the memoryless PRS at a time, with a
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time interval longer than the coherence time of the quan-
tum register storing the state. These correspond to al-
gorithms without quantum memory. In these scenarios,
our weaker notion of memoryless PRS is already suffi-
cient for practical applications, which could potentially
be easier to prepare in experiments than PRS or PRDMs.
Note that any memoryless PRS is also a single-copy PRS,
where the distinguisher algorithm is given only a single
copy the state [48, 71], while there are single-copy PRS
which are not memoryless PRS (see Appendix M).

Finally, in Appendix N, we also show that when the
distinguisher algorithm has access to bad quantum mem-
ory, i.e. quantum memory subject to noise, this does not
yield any notion of noise-robust PRS.

Although the standard definition of PRS is not noise-
robust, we find that applications of PRS can still function
even when subject to noise. In particular, in Ref. [1], PRS
were applied for a private-key quantum money scheme.
Here, a bank issues PRS with secret key as quantum ban-
knotes, which are secure against counterfeiting for any
efficient algorithm. We show that this scheme remains
robust even when noise is applied to the banknotes:

Lemma 1 (Quantum money based on PRS is noise-ro-
bust (Appendix O). The private quantum money scheme
based on PRS by [1] is secure even when the quantum
banknotes are subject to efficiently implementable noise
channel Γ(ρ) under the condition

tr(ρkΓ(ρk)) > 1− ϵ ,∀k ∈ K (12)

where ϵ ≤ 1/3 is the completeness error of the quantum
money verification.

X. DISCUSSION

We have introduced PRDMs as ensembles of quantum
states which are indistinguishable from the GHSE by any
efficient algorithm, generalizing the concept of PRS to
mixed states. Here, the GHSE is the ensemble induced by
the m-qubit partial trace over n+m qubit Haar random
states. PRDMs with m = 0 correspond to PRSs, while
PRDMs with m = ω(log n) are indistinguishable from
the maximally mixed states for any efficient algorithm.
Further, we show that PRDMs with m = ω(log n) are
robust to arbitrary unital noise, in contrast to PRS.

This is a non-trivial generalization since PRDMs with
m = ω(log n) appear to any efficient observer as triv-
ial states, yet can contain a near-maximal amount of
magic and coherence. With PRDMs, we can completely
hide quantum resources in plain sight, where we find a
class of pseudomagic and pseudocoherent ensembles with
maximal resource gap of f(n) = Θ(n) vs g(n) = 0.
We further conjecture that our PRDMs also have the
same gap for pseudoentanglement. Pseudoresource en-
sembles based on PRDMs possess larger gaps than the
ones based on PRS, which are limited to f(n) = Θ(n) vs
g(n) = ω(log n) [10–12]. For pure states, one can only

hide resources up to an amount of ω(log n) due to the
existence of efficient property testing algorithms, while
PRDMs allow one to hide the asymptotically maximal
possible amount of resources.

We show that PRDMs yield noise-robust EFI
pairs [23], which remain EFI pairs even when mixed uni-
tary channels are applied. This includes local depolariz-
ing noise, the most commonly used noise model for noisy-
intermediate scale quantum computers [50, 51] and quan-
tum error correction. Curiously, EFI pairs can tolerate
error rates of up to p ≈ 1/4, which is higher than the
corresponding threshold of surface codes [72]. Thus, EFI
pairs can potentially exist even in noise regimes where
quantum error correction fails. Further, high noise ro-
bustness opens up potential application of EFI pairs on
near-term quantum computers [50]. Our proof of noise-
robustness is limited to PRDMs with security parameter
κ < n, which future work could improve upon. The
concept of a quantum one-way state generator, similar
to the classical one-way function, has been proposed re-
cently [73] and shown to be equivalent to quantum com-
mitments [74]. Furthermore, quantum commitments are
known to be equivalent to EFI [23, 24]. Since PRDMs
yield noise robust EFI pairs, it would be interesting to
explore if the noise robustness can be translated to quan-
tum one way state generators and quantum commitment
schemes.

Our work contributes to several new understandings
on learning properties of quantum states. Cryptography
and machine learning are often seen as opposites [75, 76]:
cryptography hides patterns, while machine learning
aims to reveal them. This connection between cryptog-
raphy and machine learning can establish fundamental
bounds on property testing. For pure states, pseudore-
sources imply that one can efficiently test whether a state
has O(1) or ω(log n) of a given resource [10–12], where
efficient testing for entanglement [10, 55], magic [56–58]
and coherence [11] has been demonstrated. However, we
find that there is a fundamental difference whether one
tests pure state or general mixed states: For mixed states
testing resources is not efficient, as it requires superpoly-
nomially many copies. This follows from the existence of
resource-rich GHSE (and mixed pseudoresource ensem-
bles) which are indistinguishable from the resource-free
maximally mixed state. Entanglement, magic and co-
herence are the most fundamental resources that sepa-
rate the quantum and classical world, and directly im-
pact most applications of quantum technologies. Yet, it
turns out that these quantum resources are in general not
physically observable even when having access to polyno-
mial number of copies and performing arbitrary measure-
ments. We show that purity is a fundamental condition
needed for testing: States with negligible purity cannot
be efficiently tested, while efficient test are known for
pure states. It remains an open question whether ef-
ficient tests can exist for inverse polynomial purity. It
would also be interesting to explore testing of physical
many-body quantum systems such as Gibbs states.
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We prove fundamental no-go theorems on black-box
distillation: Here, one is given arbitrary states which are
guaranteed to contain a large amount of quantum re-
sources. Then, using the free operations of the resource
theory, the black-box distillation algorithm prepares a
pure resource state [12]. We show that for entanglement,
magic and coherence, black-box distillation is inefficient
as it requires a superpolynomial number of input states.
This implies that efficient distillation of entanglement,
magic and coherence always requires specific knowledge
about the input state. In particular, we show that to
efficiently perform black box distillation, one must know
that the state has non-negligible purity.

We note that the definition of random mixed states
and PRDMs is not unique, in contrast to pure states [18,
20, 21]. For example, as an alternative one could con-
sider the ensemble of random n-qubit mixed states ρ with
rank(ρ) = 2m and identical eigenvalues. This ensemble is
also indistinguishable from the maximally mixed state for
m = ω(log n) [14, 77] and has large entanglement [13, 19].
As such, other definitions of PRDMs are expected to have
similar properties. As a key advantage, our definition of
PRDM can be easily prepared from PRS via partial trace.

Finally, we also study other notions of noise-robust
pseudorandomness. In Appendix O, we study recently
proposed private key quantum money schemes based on
PRS [1]. We show that this scheme is noise-robust in
the presence of specific types of noises. This implies that
even when the definition of PRS itself is not noise-robust,

practical applications of PRS can still work even in the
presence of noise. We also define memoryless PRS, which
are secure to observers without quantum memory. Re-
strictions to observers without quantum memory can be
found in communication scenarios or noisy quantum com-
puters with limited qubit number. We show that these
memoryless PRS are robust to unital noise.
Future work can generalize our work to noisy pseu-

dorandom unitaries [1] and isometries [4]. Further, we
leave proving the noise-robustness of EFI pairs to arbi-
trary unital noise, computing the pseudoentanglement
gap, and improving the bounds on purity for testing
and black-box distillation as open problems. Finally,
we believe PRDM and memoryless pseudorandomness
can yield promising applications in cryptography, learn-
ing theory, resource theory and experimental demonstra-
tions.
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Appendix A: Extended motivation and outlook

Research at the intersection of cryptography, quantum theory, information theory, and complexity theory has the
potential to reveal many fascinating insights. Over time, these fields have evolved, leading to development of new
fields such as quantum information (from quantum theory and information theory), quantum complexity theory (from
quantum theory and complexity theory), and modern cryptography (from cryptography and complexity theory).

Historically, cryptography was considered an art. In 1948, Shannon introduced the concept of perfect secrecy [78],
showing that a one-time pad could achieve it. In his groundbreaking paper, “A Mathematical Theory of Communi-
cation” [79], Shannon proved that a perfectly secure communication system requires a pre-agreed random key bit for
every bit of the message to ensure privacy. For secret communication, parties needed to share a key that adversaries
must not know. By the 1980s, researchers realized that an encryption scheme could still be secure if it leaked only
a negligible amount of information to an attacker with limited computational power. This led to the concept of
computational security [80, 81], which considers the practical limits on an attacker’s computing power and allows
for a small chance of failure. This approach has become the standard for defining cryptographic security. The shift
from information-theoretic security to computational security enabled public-key cryptography [80], allowing secure
communication between parties who have never met. Modern cybersecurity relies heavily on computational security,
with computational complexity being central to ensuring security.
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In the 1990s, the combination of quantum theory and information theory gave birth to the field of quantum infor-
mation theory. Recently, the integration of cryptography, complexity theory, information theory, and quantum theory
has led to new insights, such as the generation of certifiable true randomness [2], quantum pseudorandom states and
unitaries [1], homogeneous space pseudorandomness [3], pseudorandom isometries [4], pseudorandom state scram-
blers [5], computational entanglement theory [6] and new cryptographic principles under minimal assumptions [7].
These advancements have introduced pseudoresources like pseudoentanglement, pseudomagic, and pseudoimaginar-
ity [10–12]. At this point, there is hope for establishing a new sub-field called “modern quantum information theory,”
where the computational aspects of objects from quantum information theory are rigorously explored. There is a
potential of similar breakthrough as cryptography went through in 1980s. This calls for the development of new prim-
itives, such as pseudorandom density matrices and pseudorandom channels, which extend our understanding beyond
pseudorandom states, unitaries, isometries [4] and scramblers [5]. Our work can be seen as a step toward realizing
the vision of shaping this new field, viz. modern quantum information theory.

Finally, our work on pseudorandom density matrices contributes to several new insights in quantum property testing.
Property testing algorithms can serve as a preliminary step towards learning, allowing for the efficient selection of
a hypothesis class for further learning. Cryptography and machine learning are often seen as opposites [75, 76]:
cryptography hides patterns, while machine learning aims to reveal them. This connection between cryptography
and machine learning leads to improved understanding of property testing for quantum properties such as magic,
coherence, and entanglement. Previous results focused solely on pure states as in Refs. [10–12] which turn out to be
special cases of our results on general mixed states. In particular, there is a fundamental difference whether one tests
a pure or state, or a general mixed states. While for pure states one can efficiently test whether a state has Ω(1) or
ω(log n) of a given resource, for general mixed states testing is inefficient for any amount of the resource.

Appendix B: Definitions

Negligible functions negl(n) can be defined as follows:

Definition B.1 (Negligible function). A real-valued function µ : R → R is negligible if and only if ∀c ∈ N, ∃n0 ∈ N
such that ∀n > n0, µ(n) < n−c.

A property tester AQ regarding a property Q has to fulfill two conditions [13, 52–54]: Completeness and soundness.
Completeness demands that the tester accepts with high probability if the state has the property within a threshold β.
Soundness implies that the tester rejects with high probability if the state exceeds a threshold value δ of the property.

Definition B.2 (Property tester). An algorithm AQ is a tester for property Q using t = t(n, δ, β) copies if, given t
copies of n-qubit quantum state ρ, constants β > 0 and δ > β, when the following holds:

• (Completeness) If Q(ρ) ≤ β, then

Pr[AQ accepts given ρ⊗t] ≥ 2

3
. (B1)

• (Soundness) If Q(ρ) ≥ δ, then

Pr[AQ accepts given ρ⊗t] ≤ 1

3
. (B2)

Appendix C: Generalized Hilbert-Schmidt ensemble

For pure states, the Haar measure is the unique left and right-invariant measure. In contrast, for mixed states
there is no universally agreed-upon measure on the set of density matrices. Several candidate measures have been
studied [18, 20, 21], based on different induced measures. A common choice is to generate random density matrices
by tracing out qubits from Haar random states. We call this the generalized Hilbert-Schmidt ensemble (GHSE):

Definition C.1 (Generalized Hilbert-Schmidt ensemble (GHSE)). Let µn+m be the Haar measure on pure states of
n+m qubits, then ηn,m is the induced measure on random density matrices whose states can be generated as:

ηn,m = {trm(|ψ⟩⟨ψ|)}|ψ⟩∈µn+m
. (C1)

The GHSE is invariant under arbitrary unitary transformations, i.e. ηn,m = {U trm(|ψ⟩⟨ψ|)U†}|ψ⟩∈µn+m
[82]. We

note that the GHSE can also be generated by drawing random matrices from the Ginibre ensemble:
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Fact C.1 ([82]). Let X be a 2n×2m matrix with entries independently and identically distributed according to NC(0, 1)
(complex Gaussian). Then, then the matrix

ρ =
XX†

trXX†
(C2)

is distributed according to ηn,m.

A special case of the GHSE is the Hilbert-Schmidt ensemble based on the Hilbert-Schmidt metric

DHS(ρ, σ) = [tr(ρ− σ)2]1/2. (C3)

This metric defines a product measure in the space of density matrices, consisting of two parts: the eigenvalues part
and the eigenvectors part. The eigenvector distribution is just the Haar distribution. The uniform random ensemble
GHS induced by the Hilbert-Schmidt measure can be constructed by tracing out n qubits from a 2n qubit Haar random
state [18, 20]

GHS = η2n,n . (C4)

Appendix D: Indistinguishability of maximally mixed state and generalized Hilbert-Schmidt ensemble

Here, we show that the GHSE is statistically indistinguishable from the maximally mixed state.

Theorem D.1 (t-copy indistinguishability of GHSE from maximally mixed state). The trace distance between t copies
of maximally mixed state In/2

n and t copies of a state drawn from the GHSE ηn,m is O
(
t2/2m

)
. For t = poly(n)

and m = ω(log n), the two ensembles are indistinguishable as the trace distance is negl(n).

Proof. Let us consider a bipartite pure state |ψ⟩AB with subsystem dimensions dA and dB respectively. We construct
the t-th moment of the GHSE as

ρ
(t)
GHS = Eψ∈Haar(dAdB)

[
(trB(|ψ⟩⟨ψ|))⊗t

]
=

(dAdB − 1)!

(dAdB + t− 1)!

∑
π∈St

d
cycles(π)
B π̂A. (D1)

St is the symmetric group of degree t, and π̂A is the permutation unitary operator acting on the t copies of subsystem
A associated with the element π of the symmetric group. The function cycles(π) counts the number of cycles in the
permutation π ∈ St. In our context of the GHSE ηn,m, dA = 2n and dB = 2m. The trace distance TD(x, y) = 1

2∥x−y∥1
between ρ

(t)
GHS and the maximally mixed state is

TD

(
ρ
(t)
GHS,

I⊗tA
(dA)t

)
= TD

(
1

(dAdB)t

(
1− t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

)) ∑
π∈St

d
cycles(π)
B π̂A,

I⊗tA
(dA)t

)

=
1

2

∥∥∥∥∥∥∥∥
1

(dA)t

(
− t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

))
I⊗tA +

1

(dAdB)t

(
1− t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

)) ∑
π∈St
π ̸=I

d
cycles(π)
B π̂A

∥∥∥∥∥∥∥∥
1

≤ t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

)
+

1

(dB)t

(
1− t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

)) ∑
π∈St
π ̸=I

d
cycles(π)
B

=
t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

)
+

1

(dB)t

(
1− t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

))(
(dB + t− 1)!

(dB − 1)!
− (dB)

t

)
=
t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

)
+

(
1− t(t− 1)

2dAdB
+O

(
t4

d2Ad
2
B

))(
t(t− 1)

2dB
+O

(
t4

d2B

))
=
t(t− 1)

2dB

(
1 +

1

2dA

)
+O

(
t4

d2B

)
.

(D2)

In the second line, we split the sum over St into the identity permutation and a sum over non-identity permutations.
In the third line, we used the triangle inequality and the trace norm

∥∥I⊗tA ∥∥1 = ∥π̂A∥1 = (dA)
t since π̂A is unitary.

Substituting dA = 2n and dB = 2m gives the desired bound O(t2/2m) for the trace distance.
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This result implies that if t = poly(n), then m = ω(log n) suffices for the PRDM to be computationally indistin-
guishable from the maximally mixed state.

One can also consider a different notion of random mixed states which yields similar results: In particular, one can
consider random states ρ sampled from the space of n-qubit states with fixed rank rank(ρ) = m. This ensemble has
been shown to be indistinguishable from the maximally mixed state for m = ω(log n) in Ref. [77] via the quantum
collision problem, as well as in Ref. [14] as the rank testing problem.

Appendix E: Magic

Here, we show that the robustness of magic, a magic monotone, cannot be efficiently tested, as well as results
regarding black-box magic state distillation.

The robustness of magic R(ρ) for a given state ρ is defined via a linear optimization program [29, 30]

R(ρ) = min |cϕ| s.t ρ =
∑

ϕ∈STAB

cϕϕ, (E1)

where ϕ is from the set of n-qubit pure stabilizer states STAB. Note that R(ϕ) = 1 for convex combination of stabilizer
states, and else R(ρ) > 1. Its upper bound is R(ρ) ≤ 2n.
The sub-additive version of the robustness of magic is the log-free robustness of magic [30]

LR(ρ) = log
(
min |cϕ| s.t ρ =

∑
ϕ∈STAB

cϕϕ
)

(E2)

with 0 ≤ LR(ρ) ≤ n.
First, we bound the magic of the GHSE.

Theorem E.1 (Magic of GHSE). Each state ρ ∈ ηn,m of the GHSE ηn,m has the log-free robustness LR(ρ) ≥
n−m− 2 log(n)− 1 with overwhelming probability.

Proof. We can regard the well known dual of the linear program that computes the robustness magic [30]

R(ρ) = max
A

tr(ρA) s.t. |tr(Aϕ)| ≤ 1 ∀ϕ ∈ STAB (E3)

where A are Hermitian matrices. Instead of maximization to get the exact R(ρ′), we now want to find only a lower
bound. For this, it is sufficient to find one A which satisfies the constraints of Eq. (E3). Thus, we have

R(ρ) ≥ tr(ρA) s.t. |tr(Aϕ)| ≤ 1 ∀ϕ ∈ STAB . (E4)

Next, we note that the constraint condition can also be written as bound of a maximization over all pure stabilizer
states

R(ρ) ≥ tr(ρA) s.t. max
ϕ∈STAB

|tr(Aϕ)| ≤ 1. (E5)

Next, we note that the robustness of magic does not increase when taking tensor products with Clifford states. We
now tensor with m-qubit maximally mixed state Im/2

m to get

R(ρ) ≥ R(ρ⊗ Im/2mA) s.t. max
ϕ∈STAB

|tr(Aϕ)| ≤ 1, (E6)

where now A is an n+m qubit operator and the maximization is taken over all n+m qubit Clifford states.
Now, we regard n-qubit states from the GHSE ηn,m which are of the form trm(|ψ⟩⟨ψ|) where |ψ⟩ is an (n +m)-

qubit state. Further, we regard the n+m qubit Hermitian operator A = c|ψ⟩⟨ψ|. Here, A is a rank 1 projector with
coefficient c > 0. This simplifies the constraint considerably as we can drop the absolute value on the constraint as A
has only positive eigenvalues. This allows us to connect the maximization to another magic monotone

max
ϕ∈STAB

tr(c|ψ⟩⟨ψ|ϕ) = cFSTAB(|ψ⟩) (E7)

where FSTAB(|ψ⟩) = max|ϕ⟩∈STAB|⟨ψ|ϕ⟩|2 is the stabilizer fidelity which is the fidelity with the closest stabilizer state.
We have

R(trm(|ψ⟩⟨ψ|)) ≥ c tr(trm(|ψ⟩⟨ψ|)⊗ Im/2m|ψ⟩⟨ψ|) s.t. cFSTAB(|ψ⟩) ≤ 1 . (E8)
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Now, we note that the constraint can be rewritten into c ≤ (FSTAB(|ψ⟩))−1. Thus, we can simplify our bound as
follows:

R(trm(|ψ⟩⟨ψ|)) ≥ 2−mFSTAB(|ψ⟩)−1tr(trm(|ψ⟩⟨ψ|)⊗ Im|ψ⟩⟨ψ|). (E9)

Now, we regard the term tr(trm(|ψ⟩⟨ψ|)⊗ Im|ψ⟩⟨ψ|) closer. We can rewrite this as

tr(trm(|ψ⟩⟨ψ|)⊗ Im|ψ⟩⟨ψ|) = tr(trm(|ψ⟩⟨ψ|)⊗ (
∑
i

|i⟩⟨i|)|ψ⟩⟨ψ|) = (E10)

tr(trm(|ψ⟩⟨ψ|)⊗
∑
i

(⟨i||ψ⟩⟨ψ||i⟩)) = tr(trm(|ψ⟩⟨ψ|)2) ≥ 2−m . (E11)

where the last inequality follows from the fact that trm(|ψ⟩⟨ψ|) is a at most rank m operator with trace 1.
Thus, the robustness of magic for ρ is bounded as

R(trm(|ψ⟩⟨ψ|)) ≥ 2−2mFSTAB(|ψ⟩)−1 . (E12)

and similarly the log-free robustness of magic

LR(trm(|ψ⟩⟨ψ|)) ≥ − log(FSTAB(|ψ⟩))− 2m, (E13)

where we note that Dmin = − log(FSTAB) is the min-relative entropy of magic. Thus, we transformed the problem of
finding a lower bound on the log-free robustness for a mixed state into finding the stabilizer fidelity FSTAB for a pure
state, which is a much simpler problem.

Now, we regard the case where |ψ⟩ is a n + m qubit Haar random state. Here, it is known that FSTAB(|ψ⟩)
concentrates when |ψ⟩ is drawn from Haar measure µ over n+m-qubits [30]

Pr
|ψ⟩←µ

[FSTAB(|ψ⟩) > ϵ] < exp(0.54(n+m)2 − 2n+mϵ), (E14)

which is valid for n+m ≥ 6. For concentration, we need the right hand side to scale as exp(−(n+m)2) or faster to
zero, thus we have ϵ ≥ 1.54(n+m)22−n−m, where we make the simplified choice of ϵ = 2(n+m)22−n−m. Eq. (E14)
implies that we have

Pr
|ψ⟩←µ

[FSTAB(|ψ⟩) > 2(n+m)22−n−m] < exp(−(n+m)2). (E15)

In particular, with overwhelming probability for Haar random states |ψ⟩ we have

FSTAB(|ψ⟩) ≤ 2(n+m)22−n−m (E16)

and

Dmin(|ψ⟩) ≥ n+m− 2 log(n+m)− 1 . (E17)

We now consider the GHSE ηn,m = {trm(|ψ⟩⟨ψ|)}|ψ⟩∈µ where |ψ⟩ is drawn from the Haar measure µ. The average
log-free robustness of GHSE is given by

E
ρ∈ηn,m

[LR(ρ)] =

∫
ψ∈µ

dψLR(trm(|ψ⟩⟨ψ|)) ≥ −2m−
∫
|ψ⟩∈µ

dψ log(FSTAB(|ψ⟩)). (E18)

Using Jensen’s inequality −
∫
ψ
dψ log(x) ≥ − log(

∫
ψ
dψ x) and Eq. (E15), we now get

E
ρ∈ηn,m

[LR(ρ)] ≥ −2m− log

(∫
|ψ⟩∈µ

dψ FSTAB(|ψ⟩)

)
≥ n−m− 2 log(n+m)− 1 . (E19)

In particular, by choosing m = polylog(n) , we have E
ρ∈S

[LR(ρ)] = Θ(n).
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1. Magic testing

Theorem E.2 (Magic cannot be efficiently tested for mixed states). Any tester AM according to Def. B.2 of log-free
robustness of magic LR requires superpolynomial number of copies for δ = Θ(n), β = 0 to test n-qubit states.

Proof. The proof idea is that there the GHSE with m = polylog(n) has near-maximal magic, while being indistin-
guishable from maximally mixed states with zero magic.

We now consider the GHSE ensemble. The average log-free robustness of ensemble ηn,m is lower bounded by

E
ρ∈ηn,m

[LR(ρ)] ≥ n−m− 2 log(n+m)− 1 , (E20)

where due to concentration this bound is satisfied for nearly all states with exponentially high probability.
Now, we choose m = polylog(n) and η ≡ ηn,polylog(n), where we have E

ρ∈η
[LR(ρ)] = Θ(n) with overwhelming

probability.
As second ensemble, we choose the maximally mixed state In/2

n with LR(In/2
n) = 0.

Now, η is indistinguishable from the maximally mixed state

TD

(
E
ρ←η

[
ρ⊗t
]
, (In/2

n)⊗t
)

= O

(
t2

2m

)
. (E21)

The two ensembles can be distinguished with probability Pdiscr only if they are sufficiently far in TD distance as given
by the Helstrom bound [83–85]

Pdiscr(ρ, σ) =
1

2
+ TD(ρ, σ) . (E22)

In particular, any algorithm trying to distinguish two ensembles with Pdiscr ≥ 2/3 requires at least TD(ρ, σ) ≥ 1/6.
Now, we want to distinguish η and In/2

n, which have LR = Θ(n) and LR = 0 log-free robustness of magic
respectively with overwhelming probability, which implies δ = Θ(n) and β = 0. Eq. (E21) implies that any algorithm,
which includes property testers for log-free robustness of magic, must use t = Ω(2polylog(n)/2) copies to distinguish the
two ensembles with non-negligible probability.

Corollary 4 (Lower bound on purity for efficient testing of magic). Using t = poly(n) copies of n-qubit state ρ,
testing whether ρ has LR(ρ) = 0 or LR(ρ) = Θ(n) requires purity tr(ρ2) = Ω(n−c) with c > 0.

The lower bound follows from the inefficiency of testing of magic for negligible purity states as shown in Thm. E.2.
We note that for pure states with tr(ρ2) = 1 explicit tests of magic with t = O(1) are known [57, 58].

2. Black-box magic state distillation

Theorem E.3 (Impossibility of black-box magic state distillation). Any algorithm that uses stabilizer operations and
t = poly(n) copies of an arbitrary input state ρ with LR(ρ) = Θ(n) can only synthesize trivial pure states |ψ⟩ with
LR(|ψ⟩) = negl(n).

Proof. The proof idea is as follows: Lets assume there exists a magic state distillation algorithm AM which uses
stabilizer operations to turn t = poly(n) copies of ρ with LR(ρ) = Θ(n) into a single magical state |ψ⟩ with LR(|ψ⟩) =
Ω(n−c) with c > 0. The same algorithm AM applied to a state ρ′ with LR(ρ′) = 0 can only yield some stabilizer state
σ ∈ STAB as stabilizer operations cannot increase magic.

We now draw ρ from the GHSE withm = ω(log n) which has LR(ρ) = Θ(n), while ρ′ = I/2n is the maximally mixed
state with LR(ρ′) = 0. GHSE and maximally mixed state are indistinguishable for any algorithm with t = poly(n)
copies. However, the proposed magic state distillation algorithm AM could be used to distinguish both ensembles, as
the distilled magic state |ψ⟩ can be efficiently distinguished from stabilizer states [57, 58]. Thus, from contradiction
the proposed magic state distillation algorithm AM cannot exist.

We note this is no-go theorem significantly improves the previously known bound by Ref. [12] which stated that
the copies is bounded by t = Ω(LR(ρ)/ log1+c(LR(|ψ⟩))).
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Corollary 5 (Lower bound on purity for blackb-ox magic state distillation). For black-box magic state distillation
of state |ψ⟩ with LR(|ψ⟩) = Ω(n−c) with c > 0 using t = poly(n) copies of input state ρ, one requires purity
tr(ρ2) = Ω(n−c).

This lower bound on purity follows directly from the proof of Theorem E.3 which was demonstrated using state
ensembles with purity tr(ρ2) = negl(n).

Appendix F: Coherence

Here, we show that coherence cannot be efficiently tested, as well as results regarding black-box distillation of
coherence. We regard the relative entropy of coherence which is a coherence monotone [31, 32]

C(ρ) = S(∆[ρ])− S(ρ) (F1)

where S(ρ) = −tr(ρ log ρ) denotes the von Neumann entropy of the state ρ. ∆[ρ] =
∑
i |i⟩⟨i|ρ|i⟩⟨i| corresponds to the

state ρ with only diagonal elements left, which is equivalent to applying the completely dephasing channel to ρ.
Now, we calculate the lower bound on the relative entropy of coherence for the GHSE:

Lemma F.1 (Expectation and variance of relative entropy of coherence of GHSE). The expected relative entropy of
coherence of GHSE ηn,m = {trm(|ψ⟩⟨ψ|)}|ψ⟩∈µn+m

is lower bounded as

E
ρ←ηn,m

[C(ρ)] ≥ n−m− 1 . (F2)

Proof. The average relative entropy of coherence is given by E
ρ←ηn,m

[C(ρ)] = E
ρ←ηn,m

[S(∆[ρ])]− E
ρ←ηn,m

[S(ρ)].

To find a lower bound on E
ρ←ηn,m

[C(ρ)], we require a lower bound on E
ρ←ηn,m

[S(∆[ρ])] and an upper bound on

E
ρ←ηn,m

[S(ρ)].

First, as upper bound we find

E
ρ←ηn,m

[S(ρ)] ≤ m. (F3)

This is easy to see by regarding ρ = trm(|ψ⟩⟨ψ|) with arbitrary n+m qubit state |ψ⟩. We recall that the von Neumann
entropy is upper bounded by the rank

log(rank(ρ)) ≥ S(ρ) . (F4)

After the partial trace over m qubits, we have m ≥ log(rank(ρ)), which immediately gives us Eq. (F3).
Now, we find a lower bound on E

ρ←ηn,m

[S(∆[ρ])]. The lower bound on average von Neumann entropy of the diagonal

∆[ρ] for ρ ∈ ηn,m can be bounded using monotonicity of α-Rényi entropy:

S(∆[ρ]) = −tr(∆[ρ] log(∆[ρ])) ≥ 1

1− α
log(tr(∆[ρ]α)), α ≥ 2 (F5)

For α = 2 and using Jensen’s inequality for the function g(x) = − log x, we get,

E
ρ←ηn,m

[S(∆[ρ])] ≥ − log( E
ρ←ηn,m

tr(∆[ρ]2)). (F6)

Now, we can expand U =
∑2n+m−1
i,j Ui,j |i⟩⟨j| to get,

ρ = trm[U |0⟩⟨0|U†], U ← µn+m

= trm

[ 2n−1∑
i1,k1

2m−1∑
i2,k2

Ui1i2,0U
∗
k1k2,0|i1i2⟩⟨k1k2|

]
.

(F7)

Then, it is easy to observe that the diagonal part can be obtained as:

∆[ρ] =

2n−1∑
i

2m−1∑
j

Uij,0U
∗
ij,0|i⟩⟨i|. (F8)
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Now, we can calculate the expectation of purity of the above state,

E
U←ηn+m

[tr∆[ρ]2] =

2n−1∑
i

2m−1∑
j,l

∫
U

dµn+mUij,0U
∗
ij,0Uil,0U

∗
il,0. (F9)

Now, using the identity [86],∫
dµn+mUi1j1Ui2j2U

∗
i′1j
′
1
U∗i′2j′2 =

1

d2 − 1

(
δi1i′1δi2i′2δj1j′1δj2j′2 + δi1i′2δi2i′1δj1j′2δj2j′1

)
− 1

d (d2 − 1)

(
δi1i′1δi2i′2δj1j′2δj2j′1 + δi1i′2δi2i′1δj1j′1δj2j′2

)
,

(F10)

with d = 2n+m, we get:

E
U←ηn+m

[tr∆[ρ]2] =

2n−1∑
i

2m−1∑
j,l

[ 1

d2 − 1
(1 + δjl)−

1

d(d2 − 1)
(1 + δjl)

]
=

2m + 1

2n+m + 1
. (F11)

Thus, from Jensen’s inequality we get E
U←ηn+m

[S(∆[ρ])] ≥ − log 2m+1
2n+m+1 . Using this and Eq. (F3), we get:

E
U←ηn+m

[C(ρ)] ≥ log(2n+m + 1)− log(2m + 1)−m ≥ n−m− 1. (F12)

for m = poly log(n).

Further, the relative entropy of coherence concentrates around its mean for GHSE [87]. This follows directly from
Lévy’s lemma and the fact that the relative entropy of coherence is Lipschitz continuous. In particular, we have the
Lipschitz function f : Sa → R, defined as f(ψAB) = S(∆[ρA])−S(ρA) with ρA = trB [|ψAB⟩⟨ψAB |] and a = 2dAdB−1
where in our case dA = 2n, dB = 2m. The Lipschitz constant for relative entropy of coherence for GHSE with dA ≥ 3
is shown to be 2

√
8 log dA [87]. Thus, we get, from Lévy’s lemma,

Pr
ρ←ηn,m

[∣∣∣∣C(ρ)− E
ρ′←ηn,m

[C(ρ′)]

∣∣∣∣ > ϵ

]
≤ 2 exp

(
− 2n+mϵ2

144π3n2 log 2

)
. (F13)

Now, using Lemma F.1, we get

Pr
ρ←ηn,m

[C(ρ) < n−m− 1− ϵ] ≤ 2 exp

(
− 2n+mϵ2

144π3n2 log 2

)
. (F14)

1. Coherence testing

Theorem F.1 (Coherence testing is inefficient for mixed states). Any tester AC of relative entropy of coherence C
according to Def. B.2 requires superpolynomially many copies to test coherence with δ = Θ(n) and β = 0 for n-qubit
states.

Proof. We now set m = polylog(n) and use Eq. (F14) with ϵ = 1. Then, it follows that the coherence of the GHSE
ensemble ηn,polylog(n) is Θ(n) with overwhelming probability. The trace distance between GHSE with m = polylog(n),
t = poly(n) and maximally mixed state with zero coherence is negligible as shown by Theorem D.1. The two ensembles
can be distinguished with probability Pdiscr only if they are sufficiently far in TD distance as given by the Helstrom-
Holevo bound [83–85]

Pdiscr(ρ, σ) =
1

2
+ TD(ρ, σ) . (F15)

In particular, any algorithm trying to distinguish two ensembles with Pdiscr ≥ 2/3 requires at least TD(ρ, σ) ≥ 1/6.
Now, distinguishing GHSE for m = polylog(n) and maximally mixed state with probability at least 2/3, requires
t = Ω(2polylog(n)) copies for any possible algorithm. This implies that any coherence tester must also use at least a
superpolynomial number of copies.

Corollary 6 (Lower bound on purity for efficient testing of coherence). Using t = poly(n) copies of n-qubit state ρ,
testing whether ρ has C(ρ) = 0 or C(ρ) = Θ(n) requires purity tr(ρ2) = Ω(n−c) with c > 0.

The lower bound follows from the inefficiency of testing of coherence for negligible purity states as shown in
Thm. F.1. We note that for pure states with tr(ρ2) = 1 explicit tests of coherence with t = O(1) are known [11].
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2. Black-box coherence distillation

Theorem F.2 (Impossibility of black-box coherence state distillation). Any algorithm that uses incoherent operations
and t = poly(n) copies of an arbitrary input state ρ with C(ρ) = Θ(n) can only synthesize trivial pure states |ψ⟩ with
C(|ψ⟩) = negl(n).

Proof. The proof idea is as follows: Let us assume there exists a coherence distillation algorithm AC which uses
incoherent operations to turn t = poly(n) copies of ρ with C(ρ) = Θ(n) into a single coherent state |ψ⟩ with
C(|ψ⟩) = Ω(n−c) with c > 0. The same algorithm AC applied to a state ρ′ with C(ρ′) = 0 can only yield some
incoherent state σ with C(σ) = 0 as incoherent operations cannot increase the relative entropy of coherence as it is a
monotone.

We now either draw ρ from a GHSE with m = ω(log n) which has C(ρ) = Θ(n), or the maximally mixed state
ρ′ = In/2

n with C(ρ′) = 0. GHSE and maximally mixed state are statistically indistinguishable for t = poly(n)
copies. However, the proposed coherence state distillation algorithm AC could be used to distinguish both ensembles,
as the distilled coherent state |ψ⟩ from ρ can be efficiently distinguished from the incoherent output σ generated from
ρ′ [11]. In particular, if σ is pure, one can test that it is not coherent efficiently [11]. If σ is a mixed incoherent state,
one can use the SWAP test to distinguish it from |ψ⟩. Thus, from contradiction the proposed coherence distillation
algorithm AC cannot exist.

Corollary 7 (Lower bound on purity for black-box coherence distillation). Black-box coherence distillation of state
|ψ⟩ with C(|ψ⟩) = Ω(n−c) with c > 0 and t = poly(n) copies of input state ρ requires purity tr(ρ2) = Ω(n−c).

This lower bound on purity follows directly from the proof of Theorem F.2 which was proven using state ensembles
with purity tr(ρ2) = negl(n).

Appendix G: Entanglement

Here, we show that entanglement as measured by the logarithmic negativity cannot be efficiently tested, as well as
results regarding black-box entanglement distillation. Logarithmic negativity is an entanglement monotone between
some bipartition A and B of ρ [33–35]

E(ρ) = log(∥ρTA∥1), (G1)

where TA is the partial transpose over subsystem A.
First, the logarithmic negativity has well known behavior for the GHSE

Theorem G.1 (Logarithmic negativity of GHSE [38]). Each state ρ ∈ ηn,m of the GHSE ηn,m has the logarithmic
negativity between bipartition n1 = |A| and n2 = |B| with n1 ≤ n2, n ≥ m and n≫ 1

E(ρ) ≈

{
1
2 (n−m) + log(8/3π), n2 < n1 +m

n1, else

with overwhelming probability.

This result has been achieved using diagrammatic techniques [38]. One can get the same scaling using the spectral
properties of the GHSE [39]. The entanglement of formation of GHSE has also been studied in Ref. [19, 39, 40] where
similar scaling as for the logarithmic negativity has been found.

1. Entanglement testing

Theorem G.2 (Logarithmic negativity cannot be efficiently tested for mixed states). Any tester AE according to
Def. B.2 of logarithmic negativity E(ρ) requires a superpolynomial number of copies for δ = Θ(n), β = 0 to test
n-qubit states.

Proof. This follows directly by regarding two ensembles which are statistically indistinguishable, yet have widely
different logarithmic negativity. In particular, the maximally mixed state has E(In/2

n) = 0, while the GHSE ρ ∈ ηn,m
for m = polylog(n) has E(ρ) = Θ(n).
Any algorithm, including property testers for logarithmic negativity, require Ω(2polylog(n)/2) copies to distinguish

those two ensembles due to Thm. D.1.
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Corollary 8 (Lower bound on purity for efficient testing of logarithmic negativity). Using t = poly(n) copies of
n-qubit state ρ, testing whether ρ has E(ρ) = 0 or E(ρ) = Θ(n) requires purity tr(ρ2) = Ω(n−c) with c > 0.

The lower bound follows from the inefficiency of testing of logarithmic negativity for negligible purity states as
shown in Thm. G.2. We note that for pure states with tr(ρ2) = 1 explicit tests of entanglement with t = O(1) are
known [10, 55].

2. Black-box entanglement distillation

Theorem G.3 (Impossibility of black-box entanglement distillation). Any algorithm that uses LOCC operations and
t = poly(n) copies of an arbitrary input state ρ with logarithmic negativity E(ρ) = Θ(n) can only synthesize trivial
pure states |ψ⟩ with E(|ψ⟩) = negl(n).

Proof. The proof idea is as follows: Lets assume there exists a entanglement distillation algorithm AE which uses
LOCC operations to turn t = poly(n) copies of state ρ with E(ρ) = Θ(n) into a single entangled state |ψ⟩ with
E(|ψ⟩) = Ω(n−c) with c > 0. The same algorithm AE applied to a state ρ′ with E(ρ′) = 0 can only yield some
separable state σ ∈ SEP as LOCC operations cannot increase the logarithmic negativity as it is an entanglement
monotone.

We now draw ρ from the GHSE with m = ω(log n) which has E(ρ) = Θ(n), while ρ′ = I/2n is the maximally mixed
state with E(ρ′) = 0. GHSE and maximally mixed state are indistinguishable for any algorithm with t = poly(n)
copies. However, the proposed entanglement distillation algorithm AE could be used to distinguish both ensembles,
as the distilled state |ψ⟩ can be efficiently distinguished from non-entangled states [55].

Thus, from contradiction the proposed entanglement distillation algorithm AE cannot exist.

Corollary 9 (Lower bound on purity for black-box entanglement distillation). For black-box entanglement distillation
of state |ψ⟩ with logarthmic negativity E(|ψ⟩) = Ω(n−c) with c > 0 using t = poly(n) copies of input state ρ, one
requires purity tr(ρ2) = Ω(n−c).

This lower bound on purity follows directly from the proof of Theorem G.3 which was demonstrated using a state
ensembles with purity tr(ρ2) = negl(n).

Appendix H: Noise robustness of PRDM

A PRDM is noise robust to a noise channel if it remains PRDM after application of the channel. Here, we restrict
ourselves to unital noise channels, i.e. noise channels where the maximally mixed state is a fixed point. Such noise
channels encompass many noise models in quantum information, including depolarizing noise, Pauli channels, and
dephasing noise.

First, we show that PRDMs with m = O(log n) are not robust to unital noise channels. In particular, any PRDM
with non-neglible purity tr(ρ2) cannot be noise robust. Then, we show that PRDMs with m = ω(log n) are robust to
unital noise.

Lemma H.1. PRDMs with non-negligible purity tr(ρ2) = Ω(n−c) with c > 0 are not noise robust to unital channels.
This includes all PRDMs with m = O(log n).

Proof. We use the global depolarisation channel as example of a unital noise model

Λp(ρ) = (1− p)ρ+ p

2n
I. (H1)

Now, it is easy to see that the expected purity of the globally depolarised state is:

tr(Λp(ρ)
2) = (1− p)2trρ2 + negl(n). (H2)

Now, for noise probability p = Ω(n−c), we can compare the purity of ensembles ηn,m and the ensemble En,m of globally
depolarised ηn,m states using SWAP test [42, 88, 89] to get,∣∣∣∣. E

ρ←ηn,m

[ Pr
SWAP

(ρ)]− E
ρ←En,m

[ Pr
SWAP

(Λp(ρk)]

∣∣∣∣ = ∣∣∣∣.(p− p2/2) E
ρ←ηn,m

[trρ2]

∣∣∣∣ = Ω(n−c E
ρ←ηn,m

[trρ2]). (H3)

Thus, the SWAP test only fails to distinguish ensembles En,m and ηn,m efficiently iff E
ρ←ηn,m

[trρ2] = negl(n). Thus

negligible expected purity is a necessary condition for PRDMs to be noise-robust. For PRDMs, it is easy to see that
tr(ρ2k) ≥ 2−m. Thus, for m = O(log n) PRDMs have non-negligible purity, and thus are not robust to noise.
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Next, we show that PRDMs with m = ω(log n) are robust to unital noise:

Theorem H.1 (PRDMs are robust to unital noise). PRDMs with m = ω(log n) are robust under efficiently imple-
mentable unital noise channels, i.e. channels where the identity is the fixed point Γ(I) = I. In particular, if {ρk}k is
PRDM, then {Γ(ρk)}k is also PRDM.

Proof. PRDMs are indistinguishable from the maximally mixed state for any efficient algorithm for m = ω(log n)∣∣∣ Pr
k←K

[A(ρ⊗tk ) = 1]− Pr[A((In/2n)⊗t) = 1]
∣∣∣ = negl(n) . (H4)

In particular, let us define the efficient algorithm A(Γ(ρ)) to which the indistinguishability must also apply. Now, we
use A and apply the the fixed point condition Γ(I) = I for the maximally mixed state∣∣∣ Pr

k←K
[A(Γ(ρk)⊗t) = 1]− Pr[A((In/2n)⊗t) = 1]

∣∣∣ = negl(n) , (H5)

which is also indistinguishable.

Appendix I: PRDM are robust against Kretschmer’s PostBQP attack

Ref. [7] showed that PRS and Haar random states can be distinguished using classical shadows, where the algorithm
requires a PostBQP oracle and post-selection. The idea of the attack is to use classical shadows to check whether the
given state has high overlap with keyed states ρk from the PRDM. We now show that this attack does not work for
PRDMs with m = ω(log n):

Theorem I.1. [Security of PRDMs against Kretschmer’s attack] To distinguish PRDM ρk with m = ω(log n) from
the GHSE using observable Ok = ρk as shown in Ref. [7] requires super-polynomially many copies.

Proof. The attack computes overlaps tr(ρkOi) where observable Oi = ρi is a state from the PRDM. For ω(log n),
we have tr(ρkρi) = negl(n) for any i, including the correct state i = k. This is because ρk has negligible purity,
i.e. tr(ρ2k) = negl(n). Thus to measure the overlap, the additive precision required will be ϵ = negl(n). Now,
classical shadows [90] have a lower bound on sample complexity T = Ω(n log(M)2/ϵ2) [91] where M is the number of
observables to be measured. As ϵ = negl(n), we get the number of samples as T = Ω(1/ negl(n)).

Appendix J: Pseudomagic

Here, we explicitly construct a PRDM ensemble which we call the pseudomagic ensemble: This pseudomagic
ensemble consists of two ensembles with different log-free robustness of magic LR(ρ). In particular, the first ensemble
has high magic, while the second ensemble has zero magic. The gap in terms of magic between the two ensembles is
maximal f(n) = Θ(n) vs g(n) = 0. First, we define pseudomagic state ensemble:

Definition J.1 (Pseudomagic). A pseudomagic state ensemble with gap f(n) vs. g(n) consists of two ensembles of
n-qubit states ρk and σk, indexed by a secret key k ∈ K, k ∈ {0, 1}poly(n) with the following properties:

1. Efficient Preparation: Given k, ρk (or σk, respectively) is efficiently preparable by a uniform, poly-sized quantum
circuit.

2. Pseudomagic: With probability ≥ 1 − 1
poly(n) over the choice of k, the log-free robustness of magic LR(ρ) =

log(min |cϕ| s.t ρ =
∑
ϕ∈STAB cϕϕ) for ρk (or σk, respectively) is Θ(f(n)) (or Θ(g(n)), respectively).

3. Indistinguishability: For any polynomial p(n), no poly-time quantum algorithm can distinguish between the
ensembles of poly(n) copies with more than negligible probability. That is, for any poly-time quantum algorithm
A, we have that ∣∣∣∣ Prk←K

[A(ρ
⊗poly(n)
k ) = 1]− Pr

k←K
[A(σ

⊗poly(n)
k ) = 1]

∣∣∣∣ = negl(n) .

Theorem J.1 (Maximal pseudomagic). There are pseudomagic state ensembles with pseudomagic gap f(n) = Θ(n)
vs g(n) = 0.
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Proof. Our second ensemble is the maximally mixed state {In/2n} with zero magic LR = g(n) = 0. We note that the
maximally mixed state can be efficiently prepared via n Bell pairs |Φ⟩ = [ 1√

2
(|00⟩+ |11⟩)]⊗n, and tracing out the last

qubit of each Bell pair, i.e. In/2
n = trn(|Φ⟩⟨Φ|).

As our first ensemble, we construct the PRDMs χn,m = {trm(|ψk⟩⟨ψk|)}k←K with m = polylog(n) which we
define as χn ≡ χn,polylog(n). Here, we have the n + m qubit PRS construction via the binary phase state |ψk⟩ =
2−(n+m)/2

∑
x(−1)fk(x)|x⟩ with pseudorandom function fk(x) : {0, 1}n+m → {0, 1} by Ref. [1, 10, 45, 46]. Now, we

need to compute the magic of this PRDM.
We can use the same formalism as for computing the log-free robustness for the GHSE, i.e. Eq. (E13). Further, we

now use the stabilizer Rényi entropy instead of the stabilizer fidelity. In particular, we have [22]

FSTAB(|ψ⟩) ≤ 2−
1
4M2(|ψ⟩) , (J1)

where we have the 2-Rényi stabilizer entropy [92]

M2(|ψ⟩) = − log

2−n
∑

P∈Pn+m

⟨ψ|P |ψ⟩4
 (J2)

where Pn+m is the set of unsigned tensor products of Pauli operators with |Pn| = 4n+m. Thus, we can write

LR(trm(|ψ⟩⟨ψ|)) ≥ − log(FSTAB(|ψ⟩))− 2m ≥ 1

4
M2(|ψ⟩)− 2m. (J3)

For the 2-Rényi stabilizer entropy, a lower bound was found for the binary phase state in Ref. [12]. In particular, when
the pseudorandom function is sampled randomly from the ensemble of 8-wise independent pseudorandom functions,
we have M2(|ψk⟩) = Θ(n+m) overwhelming probability [12]. Thus, the average log-free robustness of magic for the
PRDM is given by

E
k
[trm(|ψk⟩⟨ψk|)] = Θ(n)− 2m. (J4)

In particular, for m = polylog(n) we have

E
k
[trm(|ψk⟩⟨ψk|)] = f(n) = Θ(n) . (J5)

Appendix K: Pseudocoherence

Here we explicitly construct a special PRDM ensemble which we call the pseudocoherence ensemble: This pseudo-
coherence ensemble consists of two ensembles with different relative entropy of coherence C(ρ). In particular, the first
ensemble has high coherence, while the second ensemble has zero coherence. The gap in terms of coherence between
the two ensembles is maximal f(n) = Θ(n) vs g(n) = 0. First, we define pseudocoherent state ensemble:

Definition K.1 (Pseudocoherent State Ensemble). A pseudocoherent state ensemble with gap f(n) vs. g(n) consists
of two ensembles of n-qubit states ρk and σk, indexed by a secret key k ∈ K, k ∈ {0, 1}poly(n) with the following
properties:

1. Efficient Preparation: Given k, ρk (or σk, respectively) is efficiently preparable by a uniform, poly-sized quantum
circuit.

2. Pseudocoherence: With probability ≥ 1− 1
poly(n) over the choice of k, the relative entropy of coherence of ρk (or

σk, respectively) is Θ(f(n)) (or Θ(g(n)), respectively).

3. Indistinguishability: For any polynomial p(n), no poly-time quantum algorithm can distinguish between the
ensembles of poly(n) copies with more than negligible probability. That is, for any poly-time quantum algorithm
A, we have that ∣∣∣∣ Prk←K

[A(ρ
⊗poly(n)
k ) = 1]− Pr

k←K
[A(σ

⊗poly(n)
k ) = 1]

∣∣∣∣ = negl(n) .
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Theorem K.1 (Maximal pseudocoherence). There exists pseudocoherent state ensembles with pseudocoherence gap
f(n) = Θ(n) vs g(n) = 0.

Proof. The second ensemble is simply the maximally mixed state In/2
n. The maximally mixed state has coherence

C(In/2
n) = g(n) = 0.

We construct the first ensemble as χn,m = {trm(|ψk⟩)}k∈K where we choose m = polylog(n) and define

χ ≡ χn,polylog(n). Here, K is the key space, |ψk⟩ = 2−(n+m)/2
∑
x(−1)fk(x)|x⟩ the n + m qubit binary phase state

with pseudorandom function fk(x) : {0, 1}n+m → {0, 1}. The PRDM can be efficiently constructed using the PRS
construction of Ref. [45].

The coherence of χn,m is straightforward to compute. In particular,

E
k
[C(trm(|ψk⟩))] = E

k
[S(∆[trm(|ψk⟩)])]− E

k
[S(trm(|ψk⟩))] ≥ n−m. (K1)

The last term can be upper bounded as E
k
[S(trm(|ψk⟩))] ≤ m due to it being at most rankm as shown in Eq. (F4). The

first term in Eq. (K1) can be directly computed. It is easy to see that S(∆[|ψk⟩]) = n+m as ∆[|ψk⟩] = In+m/2
n+m.

Thus, we have S(trm(∆[|ψk⟩])) = n. Next, we note that one can interchange partial trace and diagonal operator ∆[ρ]

trm(∆[ρ]) = ∆[trm(ρ)]. (K2)

We have

∆[trm(ρ)] =
∑
j

|j⟩⟨j|

(∑
ℓ

⟨ℓ|ρ|ℓ⟩

)
|j⟩⟨j| (K3)

and

trm(∆[ρ]) =
∑
ℓ

⟨ℓ|

∑
ij

|ij⟩⟨ij|ρ|ij⟩⟨ij|

 |ℓ⟩ (K4)

where ℓ and i is the summation over the m qubits, while j the summation over the n qubits.
Now, one can easily show

trm(∆[ρ]) =
∑
ℓ

⟨ℓ|

∑
ij

|ij⟩⟨ij|ρ|ij⟩⟨ij|

 |ℓ⟩ =∑
ℓ

∑
ij

δℓi|j⟩⟨ij|ρ|ij⟩⟨j|δℓi

 = (K5)

∑
ℓ

∑
j

|j⟩⟨ℓj|ρ|ℓj⟩⟨j|

 =
∑
j

|j⟩⟨j|

(∑
ℓ

⟨ℓ|ρ|ℓ⟩

)
|j⟩⟨j| = trm(∆[ρ]). (K6)

With this result and ∆[|ψk⟩] = In+m/2
n+m we immediately get

S(∆[trm(|ψk⟩)]) = n . (K7)

Now, finally we choose m = polylog(n) to get

E
k
[C(trm(|ψk⟩))] = f(n) = Θ(n) . (K8)

Appendix L: Noise-robust EFI pairs

Here, we show that PRDMs can be used to construct EFI pairs. An EFI pair is a pair of efficient quantum algorithms
which prepare states that are statistically far but computationally indistinguishable:

Definition L.1 (EFI pairs [23]). We call ν = (νb,κ) a pair of EFI states if it satisfies the following criteria:

1. Efficient generation: There exists efficient quantum algorithm G that on input (1κ, b) for some integer security
parameter κ and b ∈ {0, 1}, outputs the mixed state νb,κ.

2. Statistically distinguishable: ∥ν0,κ − ν1,κ∥1 = Ω(1/poly(κ)).

3. Computational indistinguishability: (ν0,κ)κ is computationally indistinguishable to (ν1,κ)κ.
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1. EFI pairs from PRDM

We now show that PRDM and maximally mixed states form EFI pairs for a security parameter κ that scales linearly
in n:

Theorem L.1 (EFI pairs with PRDM). PRDMs constructed by tracing out ω(log n) < m < n
2 (1− c)−

1
2 qubits from

an n +m qubit PRS with security parameter κ = cn and constant 0 < c < 1, and the maximally mixed state In/2
n

form EFI pairs.

Proof. We choose ν0 to be a PRDM, and ν1 the maximally mixed state. Here, we note that the distinguishing
algorithm (both for the statistical and computational case) only knows the integer security parameter κ, however does
not know the specific key k ∈ {0, 1}κ. Thus, the distinguisher only sees the ensemble average over all keys k. The
corresponding ensemble density matrix for the distinguisher is given by ν1 = In/2

n, and ν0 = 2−κ
∑
k∈{0,1}κ ρk with

ρk ∈ ζn,m, where we have the PRDM construction ζn,m = {trm(|ψk⟩⟨ψk|)}k∈{0,1}κ from PRS |ψk⟩.
Efficient generation and computationally indistinguishability has already been shown in the main text, which gives

us the lower bound m = ω(log n).
Now, statistical distinguishability follows from the Fannes-Audenaert inequality [49]:

|S(ν1)− S(ν0)| ≤ T log(2n − 1) +H({T, 1− T}), (L1)

where S(ρ) is the von Neumann entropy of ρ,

T = TD(ν1, ν0) =
1

2
∥ν1 − ν0∥1 (L2)

is the trace distance between ν1 and ν0, and H({T, 1 − T}) is the binary entropy of the probability distribution
{T, 1− T}. Since S(ν1) = n and H({T, 1− T}) ≤ 1, rearranging Eq. (L1) yields

T ≥ 1− S(ν0) + 1

n
. (L3)

To achieve distinguishability we have to achieve a lower bound of T ≥ 1/poly(n). Now, we show how to choose S(ν0)
and m to achieve this.

Now, let us compute S(ν0). Remember we have ν0 = 2−κ
∑
k∈{0,1}κ trm(|ψk⟩⟨ψk|) with PRS |ψk⟩. First, we bound

the von-Neumann entropy of each state of the ensemble

S(trm(|ψk⟩⟨ψk|)) ≤ m (L4)

due to the rank being maximally m after partial trace. Now, the ensemble average over the key space can increase
the entropy by at most κ [48], and we finally get

S(ν0) ≤ κ+ S(trm(|ψk⟩⟨ψk|)) ≤ κ+m. (L5)

Inserting into Eq. (L3) we get

T ≥ 1− κ+m+ 1

n
. (L6)

Let us now assume a security parameter scaling as κ = O(m+n). Then, we make the ansatz κ = c(n+m) with some
constant 0 < c < 1 [48]

T ≥ 1− cn+m(c+ 1) + 1

n
. (L7)

We now demand T ≥ 1/poly(n), which is fulfilled when

1− cn+m(c+ 1) + 1

n
≥ 1/poly(n) , (L8)

which can be satisfied for

m <
n

2
(1− c)− 1

2
. (L9)
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For general PRDMs we require m = ω(log n) and m < n
2 (1 − c) −

1
2 . However, the upper bound comes from the

upper bound of the entropy of PRDM states due to the partial trace over m qubits. However, there are PRDM
constructions with much lower entropy and thus wider upper bounds in terms of m. In particular, particular, we show
how to achieve scaling m < an, with arbitrary constant a > 0 by using PRDM construction via the PRS proposed for
pseudoentanglement [10]. In Ref. [10], a PRS with 1D pseudo-area law was given, which has entanglement entropy of
only polylog(n+m) across every bipartition:

Fact L.1 (EFI pair with pseudoentanglement). PRDMs constructed by tracing out m qubits from the (n+m)-qubit
PRS with 1D pseudo-area law entanglement entropy polylog(n + m) across every bipartite cut, and the maximally
mixed state In/2

n form an EFI pair for m = 1−c
c n− polylog(n), security parameter κ = cn and constant 0 < c < 1.

Proof. It is known that pseudoentangled PRS can be constructed from n + m-qubit binary phase PRS. They are
guaranteed to haveS(trm(|ψ⟩⟨ψ|)) = Θ(polylog(n +m)) entanglement across every bipartition , as measured by the
von Neumann entropy [10]. This gives us now a lower bound on S(ν0) than in general case, where we have according
to Eq. (L5)

S(ν0) ≤ κ+ S(trm(|ψk⟩⟨ψk|)) ≤ κ+ polylog(n+m) . (L10)

Inserting into Eq. (L3) we get

T ≥ 1− κ+ polylog(n+m) + 1

n
. (L11)

We again make the ansatz κ = c(n+m) for the security parameter with constant 0 < c < 1

T ≥ 1− cn+mc+ polylog(n+m) + 1

n
. (L12)

We now demand T ≥ 1/poly(n), which is fulfilled when

1− cn+mc+ polylog(n+m) + 1

n
> 1/poly(n) . (L13)

This is satisfied when

m <
1− c
c

n− polylog(n) . (L14)

Thus, by choosing c arbitrarily close to 0, i.e. c→ 0, one can have m scale linear in n with arbitrary prefactor.

2. Proof of noise-robustness

We can also show that EFI pairs constructed from PRDMs and maximally mixed state are noise-robust. To this
end, let us consider a general mixed unitary noise channel

Φ(ρ) =

r∑
i=1

piUiρU
†
i , (L15)

where pi are probabilities that sum to unity, Ui are unitary operators and r is the mixed-unitary rank of the channel
Φ.

Theorem L.2 (Noise-robust EFI pairs). PRDMs constructed by tracing out m = ω(log n) qubits from (n+m) qubit
PRS with security parameter κ = cn with 0 < c < 1, and the maximally mixed state In/2

n remain EFI pairs under

application of efficient mixed unitary channel Φ(ρ) =
∑r
i=1 piUiρU

†
i whenever the Shannon entropy of its probabilities

is bounded as

H({pi}i) ≤ n(1− c)−m− 2 . (L16)
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Proof. First, we note that the maximally mixed state is invariant under mixed unitary noise channels as it is its fixed
point, i.e. Φ(ν0) = ν0. Next, we consider the PRDM under noise. First, we note that PRDMs remain PRDMs after
application of efficiently implementable unital channels. Now, we need to show that the PRDM remains statistically
far. Denoting ν′0 = Φ(ν0), we can bound the von Neumann entropy of the noisy state ν′0 by

S(ν′0) = S

(
r∑
i=1

piUiν0U
†
i

)
≤

r∑
i=1

piS(Uiν0U
†
i ) +H({pi}i) = S(ν0) +H({pi}i), (L17)

where H({pi}i) is the Shannon entropy for the probability distribution {pi}i. The analogous equation to Eq. (L3) for
the new trace distance T ′ = TD(ν′0, ν1) is

T ′ ≥ 1− S(ν0) +H({pi}i) + 1

n
. (L18)

Noise robustness is achieved when T ′ = Ω(1/poly(n)). Thus, it is sufficient to have

S(ν0) +H({pi}i) ≤ n− 1− 1

poly(n)
. (L19)

This sets a bound on the probability distribution for the Kraus operators,

H({pi}i) ≤ n− S(ν0)− 1− 1

poly(n)
. (L20)

Since S(ν0) ≤ m+ κ and we consider m < n− 1, the above condition can be achieved when

H({pi}i) < n−m− κ− 2 . (L21)

We now choose κ = cn with 0 < c < 1, where we find

H({pi}i) < n(1− c)−m− 2 . (L22)

For m = polylog(n), the bound on H({pi}i) is asymptotically linear with the number of qubits n.
A noise model highly relevant in physical systems and commonly used to model noise in near-term and quantum

error correction models is the local depolarizing noise Λ⊗np (ρ)⊗n acting on all n qubits. It consists of the local
depolarizing channel Λp(ρ) = p/4

∑
α∈{x,y,z} σ

αρσα + (1 − 3p/4)ρ, Pauli operators σα with α ∈ {x, y, z}, and the

depolarizing probability p. This noise model has maximal rank of H({pi}i) with r = 4n. Nonetheless, we show that
EFI pairs remain robust against such noise even for relatively high constant noise rate p.

Corollary 10 (Noise-robust EFI pairs against local depolarizing noise). PRDMs constructed by tracing out m =
ω(log n) qubits from (n + m) qubit PRS with security parameter κ = cn with 0 < c < 1 remain EFI pairs after
application of local depolarizing channel on all n qubits Λ⊗np (ρ), when H({1−3p/4, p/4, p/4, p/4}) ≤ (1−c)−m/n−2/n.
In particular, when m = polylog(n) and c = 10−4, we have p < 1

4 −O(polylog(n)/n).

Proof. Since the local depolarizing channel acts independently on the n qubits, the Shannon entropy of the probability
distribution in Eq. (L15) is

H({pi}4
n

i=1) = nH({1− 3p/4, p/4, p/4, p/4}). (L23)

Using Theorem L.2, noise robustness is guaranteed when

H({1− 3p/4, p/4, p/4, p/4}) ≤ (1− c)− m− 2

n
. (L24)

Now, we choose m = polylog(n) and choose a security parameter κ = cn that scales linearly in n, but with constant
c. If we choose arbitrarily small c→ 0, we find that noise-robustness is fulfilled for any p < 0.252−O(polylog(n)/n).
Choosing c = 10−4, we have p < 0.25−O(polylog(n)/n), while for c = 1/12 we have p < 0.22−O(polylog(n)/n).
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Appendix M: PRS without quantum memory

We define the notion of memoryless PRS which are indistinguishable to Haar random states for any efficient
algorithm without access to quantum memory. In particular, the observer has access to polynomial many copies of
the state, however can only perform efficient measurements on one copy at a time, where the measurements can be
chosen adaptively on previous measurements outcomes.

We note that the previously introduced single-copy PRS is a special case of PRS without access to quantum
memory [48, 71]. Single-copy PRS is indistinguishable for any observer with access to only a single copy of the state.
Any PRS without quantum memory is a single-copy PRS, while there are single-copy PRS which are not PRS without
quantum memory. A simple example is the ensemble of all computational basis states {|j⟩}2nj=1: It is a single-copy
PRS as it is indistinguishable from Haar random states for a single copy, but not a PRS without quantum memory
as one can distinguish it from multiple copies of Haar random states by testing the coherence, which does not require
quantum memory [11].

First, let us define algorithms without quantum memory:

Definition M.1 (Learning without quantum memory [70]). An algorithm W without quantum memory obtains
classical data from an oracle that prepares ρ by performing arbitrary POVM measurements on ρ. For each access to
the oracle, W can select a POVM {Fs}s that can depend on previous outcomes, and obtain the classical outcome s
with probability tr(Fsρ). After T oracle accesses, W predicts the properties of ρ.

As we will see, memoryless PRS are robust to noise for algorithms without quantum memory:

Definition M.2 (Memoryless PRS). Let λ be the polynomial sized security parameter and K be the key space re-
spectively dependent on the security parameter. Then, a keyed family of pure quantum states {|ϕk⟩}k←K is called
memoryless PRS, which is secure to algorithms W without quantum memory if:

1. Efficient Generation: There exist an efficient quantum algorithm S such that S(k, 1λ) = |ϕk⟩.

2. Computational Indistinguishability without quantum memory: For a random key k ∈ K, given t = poly(λ) copies
of |ϕk⟩ are computationally indistinguishable from t copies of Haar random states for any quantum polynomial
time algorithm W with no quantum memory:∣∣∣∣ Prk←K

[D(|ϕk⟩⊗m) = 1]− Pr
|ψ⟩←ηH

[D(|ψ⟩⊗m) = 1]

∣∣∣∣ = negl(λ) (M1)

Any PRS is also a memoryless PRS, making memoryless PRS a weaker notion of pseudorandomness than PRS.
We describe the computational model of the memoryless adversary to be such that the adversary has black-box

access to oracles that either prepare PRS or Haar random state. The main idea is to use the tree method [70] to
perform many vs one distinguishability task by comparing the probability distributions over the leaf nodes. We will
denote pρ(l) as the probability of getting to leaf l when the given state is ρ. For the given many vs one distinguishability
task, we are then interested in the comparison of the expectation of this probability of the ensemble and the given
state. Note that the POVM measurements that we are going to consider will be Rank-1 POVM measurements which
with post-processing are equivalent to general POVM for the case when we are not interested in post-measurement
quantum state as shown in [70]. Formally, we put it below.

Definition M.3 (Tree method for learning without quantum memory [70]). The tree method consists of a rooted tree
T with the following features:

1. At every depth of tree, the learner chooses a positive operator valued measurement(POVM) {2ncus |ψus ⟩⟨ψus |}s
where u represents the depth of tree to measure the given copy and record its output in the classical memory.

2. Each node in the tree represents the state of classical memory and is assigned a probability which represents the
probability of reaching that node from the root by successive adaptive POVM measurements. As an example, for
a child node v of w connected through an edge corresponding to POVM element 2ncus |ψus ⟩⟨ψus |

p(v) = p(w)2ncus tr[ρ|ψus ⟩⟨ψus |] (M2)

where p(v) and p(w) are probabilities associated with nodes v and w respectively.

Note that, by definition, the root node will have probability pρ(r) = 1, and the probability distribution on leaf
nodes is given by {pρ(l)}l which operationally represents the state of probability distribution over the state of classical
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memory. Now, we use this distribution over states of classical memory to compare the given ensembles. It is easy
to see that the expected probability of reaching a leaf node l on a given ensemble ρH is given as the product of
probabilities of nodes that are in the path from the root to the leaf l i.e.

pρH (l) = EρH

T∏
t=1

2ncut
st tr[ρH |ψ

ut
st ⟩⟨ψ

ut
st |] (M3)

where the path from root to leaf l is given by nodes corresponding to POVM elements {2ncus |ψut
st ⟩⟨ψ

ut
st |}

T
t=1 as T is

depth of the tree.

Fact M.1 (Le Cam one sided bound [70]). For learning without quantum memory described using a rooted tree T , if
for all leaves of the tree l,

Eρpρ(l)
pI/2n(l)

≥ 1− δ (M4)

then the probability of distinguishing the ensemble {ρ} from the maximally mixed state is upper bounded by δ.

Fact M.2 ( [70]). For any collection of pure states {|ψi⟩}i, we have:∑
π∈ST

tr
[
π(⊗Ti=1|ψi⟩⟨ψi|)

]
≥ 1 (M5)

where ST represents all permutation over T -copies.

Theorem M.1. A memoryless adversary requires exponential copies to distinguish noisy Haar and maximally mixed

state when noise is represented by a general unital CPTP map E [ρ] =
∑
iEiρE

†
i .

Proof. From Fact M.1, we need to look at the expression
Eρ←µnp

ρ(l)

pI/2n (l)
for every l where µn represents Haar measure on

n qubit pure states. Using Eq. (M3), we rewrite the expression as:

Eρ←µn

( T∏
t=1

2nct⟨ψut
st |
∑
iEiρE

†
i |ψut

st ⟩
2nct⟨ψut

st | I2n |ψ
ut
st ⟩

)
= Eρ←µn

( T∏
t=1

2n⟨ψut
st |
∑
i

EiρE
†
i |ψ

ut
st ⟩
)

= Eρ←µn
2nT tr

[(∑
i

EiρE
†
i

)⊗T(
⊗Tt=1 |ψut

st ⟩⟨ψ
ut
st |
)]
.

(M6)

Now, using the cyclic property of trace, tr[
∑
iEiρE

†
i |ψut

st ⟩⟨ψ
ut
st |] = tr[ρ

∑
iE
†
i |ψut

st ⟩⟨ψ
ut
st |Ei]. Using this, we get:

Eρ←µn
2nT tr

[(∑
i

EiρE
†
i

)⊗T(
⊗Tt=1 |ψut

st ⟩⟨ψ
ut
st |
)]

= Eρ←µn
2nT tr

[(
ρ
)⊗T(

⊗Tt=1

∑
i

E†i |ψ
ut
st ⟩⟨ψ

ut
st |Ei

)]
. (M7)

Since the CPTP map E is unital thus we can define the new map F [ρ] =
∑
j E
†
jρEj which will also be CPTP.

Using this fact, we can write
∑
iE
†
i |ψut

st ⟩⟨ψ
ut
st |Ei =

∑
j pjt |ψtj⟩⟨ψtj | for every t where {|ψtj⟩}j are some pure states and∑

jt
pjt = 1. Then we can write:

Eρ←µn2
nT tr

[(
ρ
)⊗T(

⊗Tt=1

∑
i

E†i |ψ
ut
st ⟩⟨ψ

ut
st |Ei

)]
= Eρ←µn

2nT tr
[(
ρ
)⊗T(

⊗Tt=1

∑
j

ptj |ψtj⟩⟨ψtj |
)]

= Eρ←µn2
nT

∑
j1,j2...jT

pj1pj1 . . . pjT tr
[(
ρ
)⊗T(

⊗Tt=1 |ψtj⟩⟨ψtj |
)]

= 2nT
∑

j1,j2...jt

pj1pj1 . . . pjT

(
2n + T − 1

T

)
1

T !

∑
π∈ST

tr
[
π
(
⊗Tt=1 |ψtj⟩⟨ψtj |

)]
,

(M8)
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where in the last equality, we used the fact that Eρ←µn
ρ⊗T =

(
2n+T−1

T

)
1
T !

∑
π∈ST

π where π =
∑
x̄ |π(x̄)⟩⟨x̄|. Now,

using Fact M.2, we have:

2nT
∑

j1,j2...jt

pj1pj1 . . . pjT

(
2n + T − 1

T

)
1

T !

∑
π∈ST

tr
[
π
(
⊗Tt=1 |ψtj⟩⟨ψtj |

)]

≥ 2nT
(
2n + T − 1

T

)
1

T !

T∏
t=1

(
∑
jt

pjt)

=
2nT

(2n) . . . (2n + T − 1)

≥
(
1− T

2n

)T
.

(M9)

Assume that T 2

2n = negl(n) which also covers the case when T = poly(n). In this case, we have:

Eρ←ηH
( T∏
t=1

2nct⟨ψut
st |
∑
iEiρE

†
i |ψut

st ⟩
2nct⟨ψut

st | I2n |ψ
ut
st ⟩

)
≥
(
1− T 2

2n

)
= 1− negl(n) (M10)

where we use binomial approximation to obtain the first inequality. Then, using this, we have the probability to
distinguish noisy Haar and maximally mixed state according to Le Cam one point method is:

δ ≤ 1− Eρ←ηH
( T∏
t=1

2nct⟨ψut
st |
∑
iEiρE

†
i |ψut

st ⟩
2nct⟨ψut

st | I2n |ψ
ut
st ⟩

)
= negl(n). (M11)

But to efficiently distinguish the given ensembles, we require δ ≥ 1/2 + Ω(n−c), which is not possible for the case
when T 2/2n = negl(n). Thus, T = Ω(2n/2).

Fact M.3 (Maximally mixed state and Haar random state are indistinguishable without quantum memory [70]). In
the absence of quantum memory, any learning algorithm requires T = Ω(2n/2) samples to distinguish whether it is
sampled from Haar ensemble or singleton maximally mixed state.

Theorem M.2. An adversary without quantum memory cannot efficiently distinguish between PRS affected by arbi-
trary unital noise channels, and Haar random states.

Proof. Using theorem M.1, we get that noisy Haar random state ensemble is indistinguishable from maximally mixed
state for a memoryless adversary. Now, using Fact M.3 and triangle inequality, we get that noisy Haar random states
are statistically indistinguishable from noiseless Haar random states for memoryless adversary. Now, this translates
to PRS, from the fact that noisy Haar random state ensemble is computationally indistinguishable from noisy PRS
thus providing computational indistinguishability of noisy PRS and Haar random states.

The above lemma gives us other notion of noise-robust pseudorandomness. Note that, the above proof is infor-
mation theoretic which implies computational indistinguishability, but we also provide a weaker version of the above
theorem simply by computational indistinguishability arguments based on the fact that maximally mixed state is
indistinguishable from Haar ensemble in the many vs one distinguishability task without quantum memory.

Theorem M.3 (Weaker version of theorem M.2). Any adversary without quantum memory cannot efficiently distin-
guish between PRS affected by efficient unital noise channels Γ, and Haar random states.

Proof. Let the PRS family be {|ϕk⟩}k∈K and let the noise in PRS be given by the unital CPTP channel Γ. Then, we
create 3 hybrids as follows:

1. Hybrid 1: t copies of Γ(|ϕk⟩) with k ← K and provide adversary with one copy at a time.

2. Hybrid 2: t copies of Γ(|ψ⟩) with |ψ⟩ ← µn and provide adversary with one copy at a time.

3. Hybrid 3: t copies of maximally mixed state on n qubits: I
2n and provide adversary with one copy at a time.

4. Hybrid 4: t copies of Haar random state |ψ⟩ ← µn and provide adversary with one copy at a time.
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Now computational indistinguishability ofH3 andH4 follows from Fact M.3 as shown in [70]. To see the computational
indistinguishability of H2 and H3, we first assume that the hybrids are distinguishable and there is a quantum
polynomial time distinguisher A which given only t = poly(n) copies of hybrids, can distinguish between them. Then
we can design a new distinguisher A′ which first acts the efficient unital noise channel Γ and then use the distinguisher
A as subroutine to distinguish hybrids H3 and H4 in polynomial time with t = poly(n) samples which contradicts
with computational indistinguishability of hybrids H3 and H4. Thus, hybrid H2 and H4 are also computationally
indistinguishable. Finally computational indistinguishability of H1 and H2 follows from definition of PRS and from
the fact that Γ is efficiently implementable.

Lemma M.1. PRDMs are also memoryless PRS, but PRDMs is not the same as PRS.

Proof. To prove that PRDM is also a memoryless PRS, it is easy to see that we can obtain n qubit PRDM from
n +m qubits Haar ensemble by partial trace on m qubits, and as partial trace is computationally efficient, we will
have that n qubit PRDM is close to n qubit maximally mixed state. Then, by using transitivity of computational
indistinguishability, it will also be computationally close to memoryless PRS. Furthermore, PRDM is not the same as
PRS which can be seen by the fact that one can distinguish two copies of PRDM from two copies of PRS using the
SWAP test.

Appendix N: PRS with noisy quantum memory

Similar to standard PRS, we can define PRS with noisy quantum memory. Firstly, we define the notion of noisy
quantum memory as inspired from [51]. The authors in [51] considered the adversary’s quantum memory with two
registers: state loading register A with n qubits and workspace register B with poly(n) qubits. Then, the adversary can
query the state preparing oracle O and the noise channel acts on both state loading and memory register of adversary
just after the query. Between any two queries, the adversary has access to noiseless operations and measurements.
We allow the adversary to receive two copies of state from the oracle in one query. Then, an entangling noise Dq

acts on the adversary’s quantum memory. We mention that this allows us to look at more general noise, particulalry
entangling noise channels then just one copy noise channels.

Definition N.1 (Adversary with noisy quantum memory). An adversary with noisy quantum memory has an initial
state σ on n′ ≥ 2n qubits and it can query the oracle Oi which prepares the state:

Oi(σ) = ρi ⊗ ρi ⊗ tr2σ (N1)

where tr2σ is partial trace on state loading register of state σ. Then, the noise channel Dq with noise probability q
acts on all qubits of adversary just after querying the oracle and prepares the state:

DqOi(σ) = Dq(ρi ⊗ ρi ⊗ tr2σ). (N2)

We can now formally define pseudorandom states with noisy quantum memory as below.

Definition N.2 (PRS with noisy quantum memory). Let λ be the security parameter and let H and K be the Hilbert
space and key space respectively both dependent on the security parameter. Then, a keyed family of pure quantum
states {|ϕk⟩}k←K is called a pseudorandom state family with noisy quantum memory if:

1. Efficient Generation: There exist an efficient quantum algorithm S such that S(k, 1λ) = |ϕk⟩.

2. Computational Indistinguishability: For a random key k ∈ K, given t = poly(λ) copies of |ϕk⟩ are computation-
ally indistinguishable from t copies of Haar random states for any quantum polynomial time algorithm B with
noisy quantum memory as defined in Def. N.1:

| Pr
k←K

[B(|ϕk⟩⊗m) = 1]− Pr
|ψ⟩←ηH

[B(|ψ⟩⊗m) = 1]| = negl(λ). (N3)

It is trivial to see that standard PRS is an example of PRS with noisy quantum memory when the noise probability
is O(negl(n)). Thus, this notion of PRS is much more general. Now, we will see that even this does not help in noise
robustness. Particularly, we show it using Holevo Helstrom bound [85] for distinguishability on two copies of PRS
subject to noise. For simplicity, we assume only 2n qubit quantum memory for the adversary, but it can be readily
generalized to any n′ ≥ 2n. We will denote the noise channel representing noise in the quantum memory using Dq

and the noise channel representing noise in the PRS as Γ(ρ) in following results.
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Theorem N.1. The probability of distinguishing a noisy PRS from noiseless PRS for a noisy quantum memory
adversary is lower bounded by 1/2 + Ω(n−c) for the probability of noise Θ(1/poly(n)) in the quantum memory.

Proof. We compute the lower bound on TD[DqO0(σ), DqO1(ρ)] where Dq is general noise channel of form Dq(ρ) =
qρ+(1− q)E(ρ) where E is general CPTP map and Oi prepares the two copies of noiseless PRS, ρ⊗ ρ and two copies
of noisy PRS, Γ(ρ)⊗ Γ(ρ) for i = 0 and i = 1 respectively. Now,

TD[DqO0(σ), DqO1(σ)] =
1

2
tr
∣∣∣qEρ←ηHρ⊗ ρ+ (1− q)Eρ←ηHE(ρ⊗ ρ)

− qEρ←ηHΓ(ρ)⊗ Γ(ρ)− (1− q)Eρ←ηHE(Γ(ρ)⊗ Γ(ρ))
∣∣∣. (N4)

Now, using the reverse triangle inequality given by tr|x− y| ≥ |tr|x| − tr|y|| ≥ tr|x| − tr|y|, we obtain

TD[DqO0(σ), DqO1(σ)] ≥
1

2

[
qtr|Eρ←ηHρ⊗ ρ− Eρ←ηHΓ(ρ)⊗ Γ(ρ)|

− (1− q)tr|Eρ←ηHE(ρ⊗ ρ)− Eρ←ηHE(Γ(ρ)⊗ Γ(ρ))|
]
.

(N5)

Now, we will use the contractivity of trace distance under completely positive trace-preserving maps: TD(E(ρ), E(σ)) ≤
TD(ρ, σ) to obtain:

TD[DqO0(σ), DqO1(σ)] ≥
1

2

[
qtr|Eρ←ηHρ⊗ ρ− Eρ←ηHΓ(ρ)⊗ Γ(ρ)|

− (1− q)tr|Eρ←ηHρ⊗ ρ− Eρ←ηHΓ(ρ)⊗ Γ(ρ)|
]
.

(N6)

Now, we can just recombine the terms and use the fact that two copies of noisy PRS for probability of noise p = Ω(n−c),
are distinguishable from two copies of noiseless PRS using the SWAP test with high probability. From efficient
distinguishability and the Holevo-Helstrom bound, we get, tr|Eρ←ηHρ ⊗ ρ − Eρ←ηHΓ(ρ) ⊗ Γ(ρ)| = Ω(n−c). Putting
this back in Eq. (N6)

TD[DqO0(σ), DqO1(σ)] ≥
1

2

[
(2q − 1)tr|Eρ←ηHρ⊗ ρ− Eρ←ηHΓ(ρ)⊗ Γ(ρ)|

]
=

1

2

[
(2q − 1)Ω(n−c)

]
.

(N7)

Now, for q = 1 − Θ
(

1
poly(n)

)
, we get that TD[DqO0(σ), DqO1(σ)] = Ω(n−c) for some c > 0. Thus, using Holevo-

Helstrom bound [83–85],

Pr =
1

2
+ Ω(n−c), (N8)

which suggests efficient distinguishability.

We further give an example to show the distinguishability for the case when the noise in quantum memory acts on
one copy only. For simplicity, we assume 2n qubit memory:

Lemma N.1. An adversary with noisy quantum memory can distinguish noisy PRS from noiseless PRS if the noise
in PRS and memory is modeled as local depolarisation noise with noise probability r,

Λr(ρ) = rρ+
1− r
2

(I1 ⊗ tr1ρ) (N9)

where r = {p, q} for noise in PRS and noise in memory respectively.

Proof. We prove this using the SWAP test [42, 88, 89]. In this model, we can realize the SWAP test by first querying
the oracle, using the SWAP operation to swap the workspace register and memory register, then querying the oracle
again, and finally performing the SWAP test. Now, we assume a single copy noise in the quantum memory here, a
local depolarisation channel acts on the copy in the quantum memory. Hence, we will have a state like ρi ⊗ Λq(ρi)
and in the SWAP test, we will obtain tr(ρiΛq(ρi)). In other words,

σ
Oi−−→ ρi ⊗ ρi

Λq−−→ ρi ⊗ Λq(ρi)
SWAP test−−−−−−−→ tr(ρiΛq(ρi)). (N10)
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It is easy to check for the oracles O0(σ) = ρ⊗ trσ, preparing noisless PRS and O1(σ) = Λp(ρ)⊗ trσ, preparing noisy
PRS, we will have tr(ρΛq(ρ)) and tr(Λp(ρ)Λpq(ρ)) respectively and the absolute value of average difference between
these for Λ being local depolarisation channel is |p2q−q| up to a constant multiplicative factor. This term is negligible
if and only if either q = negl(n) or p = 1− negl(n) where the former case would mean very high noise in memory and
the latter case mean very low noise in PRS.

Thus, even for simple unital noise models such as local depolarizing noise, we find that PRS where the observer has
noisy quantum memory are not noise robust.

Appendix O: Noise robustness of private key quantum money based on PRS

Here, we show that private key quantum money schemes based on PRS can function even in the presence of noise.
Although PRS are not robust even to small levels of noise, it turns out the application of PRS as quantum money
can remain robust.

We first describe the private key quantum money scheme based on pseudorandom states.

Definition O.1 (Private key quantum money [1, 93]). Let λ be the security parameter. A private key quantum money
scheme consists of following algorithms:

1. KeyGen: Takes in the unary 1λ and outputs a key uniformly randomly.

2. Bank: Takes a key as input and generates a quantum state, called banknote in this context.

3. Ver: Takes a key and an alleged bank note and either it accepts or rejects.

Let Count be the money counter algorithm which takes in private key k and t′ copies of the alleged banknotes, calls
the algorithm Ver on each copy and returns the number of times that it accepts.

Definition O.2 (Security of private key quantum money scheme [1, 93]). Let λ be the security parameter. Given a
private key money scheme A as defined above,

1. Completeness error: The private key quantum money scheme A has completeness error ϵ if Ver(k, ρk) accepts
with probability at least 1− ϵ for all valid banknotes ρk.

2. Soundness error: The private key quantum money scheme A is defined to have soundness error δ if for any
polynomial time counterfeiter algorithm C, which maps t banknotes to t′ ≥ t banknotes,

Pr[Count(k,C(ρ1, ρ2, . . . , ρt)) > t] ≤ δ. (O1)

The private key quantum money scheme is said to be secure if it has completeness error ϵ ≤ 1/3 and soundness error
δ = negl(λ).

Definition O.3 (JLS [1]). Let λ be the security key. For any pseudorandom state ensemble with key space K,
{|ϕk⟩}k∈K, we can define a private-key quantum money scheme APRS such that:

1. KeyGen: A polynomial time algorithm G which uniformly samples a key from K i.e. G(1λ) = k.

2. Bank: A quantum polynomial time algorithm B which takes k as input and generates a PRS i.e. B(k) = ρk =
|ϕk⟩⟨ϕk|.

3. Verifier: A quantum polynomial time algorithm Ver which takes k and ρ as input, applies the projective measure-
ment and accepts the banknote ρ with probability Ver(k, ρ) = tr(ρkρ).

Now, we describe the private key quantum money scheme based on pseudorandom states in presence of noise channel
E(ρ). Here, we assume the noise affects only the banknotes, and the bank can perform noiseless measurements. The
key idea is that even if noise affects the bank notes, as long as the noise is not too strong the bank is still able to
verify the notes with high probability while counterfeiting banknotes remains hard:

Lemma O.1. The private quantum money scheme based on PRS of Def. O.3 is secure even when the quantum
banknotes are subject to efficient noise channel Γ(ρ) under the condition

tr(ρkΓ(ρk)) > 1− ϵ ,∀k ∈ K (O2)

where ϵ ≤ 1/3 is the completeness error.
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Proof. Completeness: The bank verifies the banknote using the projector ρk = |ϕk⟩⟨ϕk|. A good private key
quantum money scheme requires to identify correct bank notes with probability tr(ρkΓp(ρk)) > 1− ϵ, which gives us
the condition on the channel

tr(ρkΓ(ρk)) > 1− ϵ. (O3)

Soundness: The bank should reject counterfeit banknotes with probability at least 1 − δ. In particular, there
should be no algorithm that learns from correct bank notes and can make additional (noisy) banknotes accepted by
the bank. Let us assume there is a polynomial time counterfeit algorithm C, which as input gets t copies of correct
(and even noise-less) bank notes, and generates as output t+ 1 (noisy) bank-notes such that for some c ≥ 1:

δ = Pr[Count(k,C((ρk)
⊗t)) > t] = Ω(λ−c). (O4)

Now, from the security of noiseless private key money scheme based on PRS as shown in [1], we get for any polynomial
time counterfeit algorithm C ′:

Pr[Count(k,C ′(ρ⊗tk )) > t] = O(negl(λ)). (O5)

This provides a contradiction to Eq. O4 and hence the soundness error will be O(negl(n)). Note that Count algorithm
used by the bank is independent of whether the bank receives noisy or noise-free bank notes. Thus, the inefficiency
of cloning t′ > t banknotes from noisy or noise-free t copies for both cases. Moreover, when the counterfeiter has
access to only noisy bank notes, generating noiseless bank notes becomes is a strictly harder task than in the original
noise-free case.


	Pseudorandom density matrices
	Abstract
	Extended motivation and outlook
	Definitions
	Generalized Hilbert-Schmidt ensemble
	Indistinguishability of maximally mixed state and generalized Hilbert-Schmidt ensemble
	Magic
	Magic testing
	Black-box magic state distillation

	Coherence
	Coherence testing
	Black-box coherence distillation

	Entanglement
	Entanglement testing
	Black-box entanglement distillation

	Noise robustness of PRDM
	PRDM are robust against Kretschmer's PostBQP attack
	Pseudomagic
	Pseudocoherence
	Noise-robust EFI pairs
	EFI pairs from PRDM
	Proof of noise-robustness

	PRS without quantum memory
	PRS with noisy quantum memory
	Noise robustness of private key quantum money based on PRS


