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Abstract
Modern IR systems are characterized by extensive personal data collection, despite increasing societal costs of
such practices. To prevent harms, data protection regulations specify several principles for respectfully processing
user data, such as purpose limitation, data minimization, or consent. Yet, practical implementations of these
principles leave much to be desired. This talk will delve into the computational and human factors that contribute
to such lax implementations, and examine potential improvements.
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