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Preface

The 28th Annual International Conference on Theory and Application of Cryptology
and Information Security (ASTACRYPT 2022) was held in Taiwan during December
5-9, 2022.

The conference covered all technical aspects of cryptology, and was sponsored by
the International Association for Cryptologic Research (IACR).

We received a total of 364 submissions from all over the world, and the Program
Committee (PC) selected 98 papers for publication in the proceedings of the conference.
The two program chairs were supported by a PC consisting of 79 leading experts in
aspects of cryptology. Each submission was reviewed by at least three PC members
(or their sub-reviewers). The strong conflict of interest rules imposed by IACR ensure
that papers are not handled by PC members with a close working relationship with the
authors. The two program chairs were not allowed to submit a paper, and PC members
were limited to two submissions each. There were approximately 331 external reviewers,
whose input was critical to the selection of papers.

The review process was conducted using double-blind peer review. The conference
operated a two-round review system with a rebuttal phase. After the reviews and first-
round discussions the PC selected 224 submissions to proceed to the second round
and the authors were then invited to participate in an interactive rebuttal phase with
the reviewers to clarify questions and concerns. The second round involved extensive
discussions by the PC members.

Alongside the presentations of the accepted papers, the program of ASTACRYPT
2022 featured two invited talks by Jian Guo and Damien Stehlé. The conference also
featured a rump session which contained short presentations on the latest research results
of the field.

The four volumes of the conference proceedings contain the revised versions of the
98 papers that were selected. The final revised versions of papers were not reviewed
again and the authors are responsible for their contents.

Using a voting-based process that took into account conflicts of interest, the PC
selected the three top papers of the conference: “Full Quantum Equivalence of Group
Action DLog and CDH, and More” by Hart Montgomery and Mark Zhandry, “Crypto-
graphic Primitives with Hinting Property” by Navid Alamati and Sikhar Patranabis, and
“SwiftEC: Shallue—van de Woestijne Indifferentiable Function to Elliptic Curves” by
Jorge Chavez-Saab, Francisco Rodriguez-Henriquez, and Mehdi Tibouchi. The authors
of all three papers were invited to submit extended versions of their manuscripts to the
Journal of Cryptology.

Many people have contributed to the success of ASTACRYPT 2022. We would like
to thank the authors for submitting their research results to the conference. We are very
grateful to the PC members and external reviewers for contributing their knowledge and
expertise, and for the tremendous amount of work that was done with reading papers
and contributing to the discussions. We are greatly indebted to Kai-Min Chung and
Bo-Yin Yang, the General Chairs, for their efforts and overall organization. We thank
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Bart Preneel, Ron Steinfeld, Mehdi Tibouchi, Jian Guo, and Huaxiong Wang for their
valuable suggestions and help. We are extremely grateful to Shuaishuai Li for checking
all the BTEX files and for assembling the files for submission to Springer. We also thank
the team at Springer for handling the publication of these conference proceedings.

December 2022 Shweta Agrawal
Dongdai Lin
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