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Safety Barrier Certificates for Heterogeneous Multi-Robot Systems*

Li Wang, Aaron Ames, and Magnus Egersfedt

Abstract— This paper presents a formal framework for the constant velocity assumption severely limits avadabl
collision avoidance in multi-robot systems, wherein an exting  control options. This approach was pursued in [5], where
controller is modified in a minimally invasive fashion to ensire the main idea is to let the actual control input associated

safety. We build this framework through the use of control : S . LA
barrier functions (CBFs) which guarantee forward invariance with Roboti, uj, be as close to the designed control input

of a safe set; these yield safety barrier certificates in the IN a least-squares sense, subject to safety contstraints.
context of heterogeneous robot dynamics subject to accebgion The way that safety constraints were encoded in [5] was

bounds. Moreover, safety barrier certificates are extendedo  ysing distributecbarrier functions that prevented the robots
a distributed control framework, wherein neighboring agert from entering unsafe states. This line of inquiry is contidu

dynamics are unknown, through local parameter identificaton. . thi but in th text bbt bot t
The end result is an optimization-based controller that fomally In this paper, butin the contex erogeneoubot teams.

guarantees collision free behavior in heterogeneous muiigent 1N particular, the barrier functions in [5] were symmetnic i
systems by minimally modifying the desired controller via sfety ~ the sense that the responsibility for avoiding collisioresw

barrier constraints. This formal result is verified in simulation  shared in an equitable manner among the robots. But, in a
on a multi-robot system consisting of both “cumbersome” and  atarogeneous multi-robot system, not all agents are qual
agile” robots, is demonstrated experimentally on a systenwith imbl d dt tential collisi in th
a Magellan Pro robot and three Khepera Il robots. nimble and can respond to pF’ ential co '_S'Ons In the Sf"‘me
way, due to such factors as different maximal accelerations
. INTRODUCTION In this paper, we pursue this question and we show how

barrier functions can be used also for teams of heterogasneou

_When deS|gn|ng coordinated cor_1tro]lers for teams-of M%etworks, even when the robots are unaware of which class
bile robots, the primary control objective tends to drive th neighboring robots belong
behavior of the team so as to realize tasks such as achieving,l-he reason why heterogeneous multi-agent systems are of
and maintaining formati(_)ns, covering areas, or _CO”eCtiVﬁnportance is that they, through the robots’ diverse set of
transport [6], [8]. Safety in terms of coII|5|on-av0|dgnce, capabilities, can solve some tasks more effectively thair th
is then added as a secondary controller that overrides tHSmogeneous counter parts, i.e., [1]. Moreover, hetergen
exis_,ting controllers_on individual _robots if they are a_bmut ity already exists in many systems, such as transportation
collide, e.g., fOIHOW'Eg the beha\llllor;jbasled ((:jontrol pazglmj systems with automobiles and trucks [3], multirobot system
[4]. As a result, what is actually deployed is not alwayyin ground and aerial robots [7], mobile sensor network
what the design calls for, and as th.e robot _dgnsny INCreaSqith nodes with varying locomotion capabilities [10], just
the team spends more and more time av0|d|ngl coII|S|_on§ f&me a few. As such, collision-avoidance algorithms must be
opposed to progressing to""a“?' the primary ‘?'e_s'gn Ob_JECt'Vgxtended also to heterogeneous systems. Yet, such an exten-
One remedy to this problem is to make collision-avoidancgg, is not straightforward in that agents with “aggressive
an explicit part of_ the deS|gn.. This, howgver, means thaha tral” or even “timid” behaviors must be able to respond
the already established, coordinated multi-robot cotersl , possible collisions in dramatically different manners.

in the literature [6], [8], [11] are no longer valid and must  vjotivated by these considerations, this paper extends
be revisited. An alternative view, as is for example pursned previous work on safety barrier certificates in [5] in two
[12] for two aircrafts performing optimal evasive maneyverimngrtant directions. First, we propose a provably safe way
is to introduce a minimally invasive collision-avoidan@®e 1, gecentralize the barrier certificates that explicitkem the
troller, i.e., a controller that only changes the originahtrol  ,,ents' heterogeneous dynamics into account. In this paper
program when it is absolutely necessary. But the heayfe yopotic swarm is heterogeneous in the sense that agents
computation associated with solving the Hamilton-Jaaobia e gifferent acceleration limits (agile or cumbersome),
Bellman Equations prohibits the applicability of [12] 10 50g yse different barrier certificate parameters (aggressi

large-scale mutli-robot systems. Similarly, the concept queyyra| or conservative). Second, we formally ensure wafet
velocity obstacle” was developed in [13] to generate €olli ot the robotic swarm when no prior information about

sion free trajectory in cluttered multi-agent workspachilev neighboring agents’ dynamical properties is provided. To
*The work by the first and third authors was sponsored by GNmt aChleve_ this, the_ agent_s will have tO_ estimate the dynamical
N0014-15-1-2115 from the U.S. Office for Naval Research, twedwork ~ Properties of ne!ghborlng agents W|th. !Ocal measurements,
of ihe second author is supported by NSF CPS-1239055. and update online their barrier certificate parameters to
Li Wang, Aaron Ames and Magnus Egerstedt are with thegenerate more reasonable evasive maneuver. The enabling
school of Electrical and Computer Engineering, Georgiatitite of techni for this het fetv barri ifici
Technology, Atlanta, GA 30332, USA. Emaifl i wang, ames, echnique for this heterogeneous saiety barrier certdscet
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is similar to Control Lyapunov Function in that it providesand we have the following definition that allows us to be
a way to guarantee the forward invariance of the safety sptecise about what safety entails, as was done in [14],
without computing the system’s reachable set. A Quadrat@efinition 1 Given a dynamical systenl](1) and the set
Program (QP) based controller with safety barrier constsai 4" defined by [(R) for a continuously differentiable function
is developed to check the safety of pre-designed contrbl: R" — R, if there exist a locally Lipschitz extended class
strategy, and generate minimally-invasive and collisi@e ¢ function a (strictly increasing anar(0) = 0) and a set
trajectory. ¢ C 2 C R" such that, for alk € 2,

The remainder of this paper is organized as follows. .
Section[]] revisits the concepts of (zeroing) control bexrri ngfj [th(x)+Lgh(x)u+a(h(x))] >0 ®)
function, which is incorporated intp the optimization b(;hsethen the functionh is called a Zeroing Control Barrier
cont_roller as .safety barrier constraints. Hetgrogeneatﬂ;s Function (ZCBF) defined on se.
barrier certificates are then constructed in Secfich Il to
generate collision free behaviors for agents’ with diffare  Now, given a ZCBFh, the set of feasible control inputs is
dynamical capabilities. Incorporating unknown parangeter .
into heterogeneous barrier certificates without losingtyaf K = {u €U+ Lih(x)+Lgh()u+a(h(x) = 0}
guarantee is the topic of Sectign]IV. Simulation and exand in [14], the following key result was obtained;
perimental results for heterogeneous barrier certificates  Theorem [14] Given a seté C R" defined by[{2) and
presented in SectignV andIVI. At last, we conclude the paper ZCBF h defined orz with ¥ C 2 c R", any Lipschitz
with a summary and discussion of future work in Secfion Vlicontinuous controller uZ — R such that uz K(x) for the
system[{ll) renders the s&t forward invariant.

ZCBFs also imply asymptotic stability of sé&f, which

In this Section, we will review the fundamentals of ContrOIDrovideS favorable robustness properties with respect to
Barrier Functions (CBFs), which is employed as a meangfferent perturbations on systeml (1) [14]. If the statés
to ensure that the robots execute collision-free trajezsor perturbed intoZ \ , it will converge asymptotically back
CBFs are conceptually similar to Control Lyapunov Funcintg set%.
tions (CLFs) in that they can be used to guarantee desired|n this paper, we will choose (h(x)) = yh3(x) for defining

system properties without explicitly having to compute thgur ZCBF candidate, which means the designed contraller
forward reachable set. Analogously to CLFs, by constrgininneeds to satisfy the following constraint.

the time derivative of the CBFs within prescribed bounds,

CBFs can formally guarantee the forward invariance of a Lth(x) + Lgh(x)u+ yh*(x) > 0 (4)

desired set, e.g. safe set. m
The fundamental idea behind CBFs is thus to design _ . ) ] )

them in such a way that the agents always remain in the This section focuses on constrqctmg the decen_trallzed

safe set. We are particularly interested in control affingeterogeneous safety _bar_rler certificates thgt take |n{0_ac

dynamic systems because they result in affine safety barrfgfunt the heterogeneity in agents’ dynamical properties.

constraints, which can be incorporated into simple QP bas&gPortantly, in an effort to reduce the amount of informatio
controllers. Even though the main focus of this paper itequired when executing barrier certificates, we will exglo

on double integrator dynamics, we start the exposition witRafety guarantees subject to unknown parameters of neigbor
general control affine case. In particular, consider a neali N9 agents in Section V.
control system in affine form A. Problem Formulation

Il. BACKGROUND: CONTROL BARRIER FUNCTIONS

HETEROGENEOUSSAFETY BARRIER CERTIFICATES

x= f(x)+g(x)u 1) Consider a heterogeneous robotic swarm contaiNingo-

bile agents represented with set = {1,2,...,N}, the robot
agent € .# is modelled with double integrator dynamits (5).
Agents in the robotic swarm are heterogeneous in the sense
that each of them has different dynamical capability, which

wherex e R" andue U c R™, with f andg locally Lipschitz
continuous. Note that, for the sake of simplicity, we will
assume thatf{1) is forward complete, i.e. solutiafty are
defined for allt > 0.
Suppose now that we have a $6tC R" where we wish
the state of the robot to remain. The goal is thus to design [pi]
Vi

is modelled with different speed and acceleration limit:
0 lox2| [Pi 0 5
a controlleru that guarantees the forward invariance of set 0 0|y + loyo Ui, (5)
%, i.e., solutions to[{|1) that start in s&t, stay in set% for
all time. We will assume that the set, boundaryd¢ and wherep; € R?, v; € R?, andu; € R? are the position, velocity,
interior Int(¢’) can be defined as levels sets to a particulaand acceleration of agentespectively. The ensemble form
function h(x), ispe RN, ve RN, anduc R?N. The speed and acceleration
n. limits of agenti are||vij||p < B and||ui||p < ai, where|| -
¢ ={xeR":h(x) >0}, is vector p—norm (|j‘epHepnding on Hacylj)al robot mo<|j|el|.‘ pThe
9% = {xeR" 1 h(x) =0}, (2)  relative position and relative velocity between ageand j
Int(%) = {x € R" : h(x) > 0}, are denoted aApjj = pi — pj andAvjj = v — ;.



Next, we need to formulate an appropriate safe operatiddefinition 2 The robotic swarm represented with s#t with
set ¢ that characterizes safety of the robotic swarm. Adynamics given in[{5) is defined to lsafeif the state(p,v)
pairwise safety constrairil(6) is adopted to ensure thattage of the system stays in s&f for all time.
will always keep safety distand®s away from each other  According to Definition 2 the robotic swarm needs to
in dangerous scenarios while the maximum braking force multaneously satisfy all the pairwise safety constsaiot
being applied; this results in the constraint: ensure safety. ZCBF constraints are constructed to gusrant

ApT the forward invariance of the safe operation #&ti.e. there
~ T . ”AVij < \/2(ai +a;)(||apij|| —Ds),Vi # ] (6) are the following pairwise CBF constraints:
Pij
3 .
As illustrated in Fig[l, the normal componemv(= Lthij + Lghiju + yhjj > 0,1 # |, (10)
HQE”HAV”) of the relative velocity between agentand j Theorem 3.1:The robotic swarm represented with sgf

is the component that might lead to collision. For instances safe if the control variableu satisfies all the pairwise
it is considered safe when two neighboring agents’ relativéCBF constraints in[{10).

velocity is perpendicular to their relative positioiv(= 0). Proof: If the control variableu satisfies the pairwise
ZCBF constraints in[(10), theh;j is a valid ZCBF with
a(x) = yx® according toDefinition 1 Following Theorem
[14], the forward invariance of s&” is guaranteed, which
means the robotic swarm denoted with s¢tis safe &
Combining [(8) with [[ID), the ZCBF constraint can be rewrit-

ten as;
(v apij)?
—AplAu; < A _—
plj uIJ Vhle pIJ” HApinz
ai + a;j)Avl Apii o
T Rl TR Y R
Fig. 1: Relative position and velocity between agerjt v/ 2(ai +aj)([[Apij | — Ds)

This safety barrier constraint can be represented as linear

The safety constraint(6) is derived by regulating theonstraints on the control variableas Ajju < bij, where
normal component of the relative velocifyv, while the

tangent component is unregulated. When two agents are Aj = [07---,—Apij,---, Apij e 0],
actively avoiding collision, the maximum relative braking agenti  agent]

acceleration iga; + aj). The safety requirement is to main- . ) )
tain safety distancds away from each other when the 2Ndbij is the right side of[(Tl1).
maximum relative braking acceleratidn; + a;) is applied The safety barrier constraints assembled together, termed

in dangerous scenarios, which leads to: the safety barrier certificatesdefines the space of permissi-
( A2 ' ble controls. The objective of the safety barrier certifisas
| Apij || — (a a0 >Ds, Vi#£]. (7) to validate the safety of pre-designed control stratéggnd

interfere with minimal impact to the desired strategy when
Note that when two agents are moving closer to each otheollision is truly imminent. The goals of collision avoidzm

(Av < 0), (@) regulates how fast the approaching speednd minimal interference are combined together using QP:
could be; when they are moving away from each other

Av > 0), no constraint is enforced because safety is not u* —argmln J(u ZlHu'_u'H
endangered. Those two cases combined together gives the

safety constraint in({6). Therefore, we can formally define st Aju < by, Vi j,
the safe operation séf. uille < ai, Vied

G = i,Vi)|hij = a; + aj)(||Apij|| — D
! P vi)lf \/ (o 1)1 | o where the acceleration limit of agdris defined witheo-norm
pIJ for simplicity. This QP based controller follows pre-desigl
AVIJ_O} j#i (8) N . .
1Api; || control strategyl when the system is safe; takes over and
computes the closest permissible control in a least-square
sense when collision is about to happen. Note that this

(12)

+

¢ = |_| ﬂ @ 9) QP based controller is a centralized controller, demanding
e ‘J-i‘fi/ centralized computation, which provides a starting poamt f

decentralized heterogeneous barrier certificates.
wherehij, short forh;j (Apij,Avij), is a ZCBF candidate to g

ensure that the pairwise constraint (6) always hol@is. is  B. Decentralized Heterogeneous Barrier Certificates

e
the Cartesian product over the states of all agents in the setCentralized safety barrier certificates face significantly
of robots. increased communication and computation burden when the



size of robotic swarm grows. It is desirable to have deced/ABLE I: Comparison of required information for the im-
tralized barrier certificates that act only based on loclrin Plémentation of three decentralization strategies
mation, while safety is still guaranteed. In the heterogese

robotic swarm, agents with different acceleration limitvé Strj‘fegy Se'gpé;rams 23?523‘{7 ta Ne'ghb(;r_s' params
. agege . « . Is 1] JER

different capabilities to avoid collision. Thus we propose B Gy B AV, aj

three different strategies to decentralize the safetyidrarr c ai,y Apij,Avij, Vi,

certificates to each agent based on their acceleratiorslimit
Motivated by the fact that agents with higher acceleration
limits are more agile, these agents are assigned with lar
portion of the admissible control space.

1) Strategy A partitions the increase rate of ZCEF:

gW’ith strategy C, we can come up with a decentralized QP-
based controller that is minimally invasive to pre-desijne
controller and provably safe.

ohi 1.  ohijT. . :
¢ Xi+ g5 Xj to two robot agents and j, where _ A
' b ) uf =argmin J(ui) = |lu; — Gi|
xi=| ' | is the state of agerit Ui _ _
Vi P L 15
: s.t. Ajui <bjj, Vi #i, (15)
(9hijT. lof 3 Juilleo < @i,
o S wra M
T : A T 0 BpfjAvij T T
ohij < aj 3 where Aj = —Apf, bij = _WApijvi + Avjvi +
_—ax IS a a; 1) ' a-+a-ApTAv--
j i +0j aii'aj( ﬁl\Apilei\M””)-

v/ 2(/18pij || —Ds)

Fig.[d illustrates a test case showing how the safety barrier
certificates interact with pre-designed controller to guéee

2) Strategy B distributeb; to two robot agents.

o
— Apliui < ——bjj,

Qi + Qi safety. The pre-designed controller is a goal-to-goal con-
ApTui < i g troller without considering collision avoidance. The agen
Pijl = aita; moved straight towards the goal when it is executed (Fig. 2a)

. . . hen agents were about to collide, the barrier certificates
3) Strategy C is a hybrid approach, which is InSp're(;%x/\lljtomaticalIy took over and computed an appropriate way

by strategies A and B. It partitions the terms relate 0 avoid collision while honoring the pre-designed control

:qut?'(li)ceitlaesracl)ttlﬁgr It';nr::[nss (;f r:)oborta?eglle?fe I;E;[\;Lel)'einAas much as possible(Fig.12b). In the given case, agents
IStribu ppropriately i 9l successfully completed task and avoided collision. This is

ApliAv;) achieved by solving a simple online QP without computing
—Aplui + T Aplvi — Avly )
Pij Ui+ Japy 2 SPi Vi 1 the complicated forward reachable set.
a 3 - /@i Ta;0p] Avij
— ai+qj ( 1] HApIJ H + Z(HAPij [-Ds) )a (13) )
Ty APV A T AT
ai /ai+a;ApT Avii 0
< _Yi 3 A || 4+ Y i 14 -
— ai+qaj ( 1] || p'] || + Z(HApinst) )7 ( ) s * *
These three decentralization strategies differ from each .
other in the required amount of information to implement 15 1 05 0 05 1 15

the safety barrier certificates as shown in TABLE I. The

) : . . . (a) Pre-designed control is used
required information is categorized into self known parame

ters, sensing data and neighbors’ parameters. The selfrknow '
parameters and sensing data can be easily attained by th¢°s 05
controller. Meanwhile, obtaining neighboring agents’grar 0 o
eters, e.g. acceleration limitj, requires identity recognition Her=rm @\ * D S -@
or communication. Swarm robots are usually designed to be °° 0
simple with limited hardware resources. In terms of reqiire 1

information, strategy C surpasses A and B by not requir- -5 1 05 o os 1 15 A5 4 05 0 05 1 15
ing neighbors’ parameters. Handling unknown neighboring(b) Barrier certificates take over ~ (c) Task Complete
agents’ safety barrier parameters using strategy C is fhie to
of Section1V.

All of the three decentralization strategies still guaesst
safety, if the controller follows safety barrier constitainThis
is true because they partition the admissible control space
each agent, while safety barrier constralnf] (11) still bold

Fig. 2: Two robot agents regulated by safety barrier cer-
tificates. The circles, arrows and dash-dot lines represent
the agents’ safety margin, current velocity and trajeetori
respectively.
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IV. BARRIER CERTIFICATES WITH UNKNOWN
PARAMETERS s

Heterogeneity in agents’ dynamical capabilities brings 06
extra challenge to collision avoidance. In the robotic smar 04
agents need to first assess how effective other agents can 02
respond to safety threats before making decision for ¢oflis 0
avoidance. Meanwhile, swarm robots are often designed to be 26 04 02 o 02 o4
simple and ther_efore Igck the ability to obtain other agents (a) Both agents are neutral
parameters. This section addresses the scenario thatsage~* 12
need to ensure safety when some dynamical parameters 1 1
other agents are unknown. 0s

1

0.6

A. Barrier Certificates with Differeny 0.5 .

The safety barrier parametgr determines how fast the 02
agents’ states can approach the boundary of safe operati © 0
set?. It turns out that agents with differegtare still safe .07 02 o 02 o2 % o o o o o
when running the decentralized barrier certificates.

Lemma 4.1:Two heterogeneous agemi$ € .# regulated
by safety barrier certificate§ {(15) with different paramete Fig. 3: Trajectories of two agents regulated by safety barri
¥i,y; are guaranteed to be safe. certificates with different parametgr

Proof: Agenti andj follow the safety barrier constriant
given in [13) and[(14) with different parametgrsy;. Adding : i
the two safety barrier constraints together gives: minimal acceleration limit and maximum speed limit of

T AR )2 other agents in the robotic swarm. Whetin, and Bmax
T )/ 2 (AVUADH) . .
—ApjjAujj < Ehij lApi; || — TAp 2 are unknown, the most conservative values can be used, i.e.
" 1Apij | lower bound ofamin and upper bound oBmax. The neigh-

(b) Left agent aggressive (c) Left agent conservative

whereamin = min {a;} and = max i} are the
min =, i ;01} and max =, max, {;}

lAvi |2+ (i + a;j)Av] Apij (16) bor’s notion is helpful in reducing computation intensityda
v/2(ai +a;)([[Apij - Ds)’ sensing requirement. This notion is valid because there is n

Wr_]ere v = a'(mﬁy‘ This inequality can be rewritten as Lh;sﬁto(:ag(r)llllsmn when agents are sufficiently far awayfro
—hij <yh¥, which guarantees safety as if a weighted version Theorem 4.2:Any agenti € ./ is guaranteed to be safe
of y is used in the safety barrier certificates. B f it only forms ZCBFs with its heterogeneous neighbors
This lemma provides the freedom for heterogeneous ager{sfined by [(1F7).
to choose or adaptively change their owwithout worrying Proof: Heterogeneous agents each possesses a safety
about endangering safety. The designer canyseinten- neighbor disk with different radius. Thus there are gen-
tionally prioritize certain agents over others, which rabées  erally three scenarios consideringj € .#,j # i, i.e.
the real life case of ambulance granted higher priority to 90np;;|| > maX{Df/VvD.J/V}v maX{D!/VvD.J/V} > | Api| >
through the traffic flow. min{D' ’DJ/V} or |Ap;j|| < min{D' ’DJ/V}.

Fig. (3) demonstrates how heterogenegts safety bar- ‘ ‘ ‘ ‘
rier certificates can be used to coordinate conflicting agent - =
Two agents executing goal-to-goal controller regulated by Q/ _ N
heterogeneous barrier certificates are simulated in thifee d / \P,'m \\
ferent scenarios. When both agents adopt the same safety I ‘: |
barrier parametey, they have neutral behavior when their =< \A'p,ij'/Agent j /
goals conflict as shown in Fid. (8a). When the left agent uses /\Dlm N /
largery, it moves straight to its goal aggressively, while the \ TN e

. . . . Agent i - -
other agent moves around it to avoid collision (Fig.](3b)). N /

When the left agent is assigned with smaljethe left agent =
gives way to other agent when their goals conflict (Figl (30))0

~ -

ig. 4: Two heterogeneous agents with different safetymeig
or disks

With heterogeneous safety barrier certificates, we can de-
fine the notion of neighbors to reduce the pairs of necessar
safety barrier constraints:

When |Apjj|| > max{D',,D’ }, both agents are not
ithin neighbor’s range. We can proveh; < min{y, yj}hﬁ
. _ following similar reasoning offTheorem[5] by considering
M={je,j#il|ldpij| <D.,,D, =Ds the worst-case scenario. o

When maxD',,D’ } > ||Apij|| > min{D',,D’, }, one
+Bi+Bmay?}, (17) agent is a neighbor of the other, while the other agent is

2(ai + Omin) | not. FollowingTheoreml, we can prove-h;j < wh, where




k=argminDX,.. When||Apj; | <min{Df/V,DLV}, both agents safety under two different scenarios where two agents are

kE{I‘j}
are neighbors of each other. Followingemmal4.1, it is

guaranteed thathj; < yhﬁ.

To sum up, safety is guaranteed in all three cases with
different ZCBF parameters. Heterogeneous agents onlysneed
to form ZCBFs with their neighbors to guarantee safely.

B. Barrier Certificates with Unknown Acceleration Limits

As discussed in Sectidn IIlIB, identifying the acceleratio
limits of neighboring agents can be a complicated problem.
When no prior knowledge about other agents’ acceleration
limits is provided, we will prove that estimated values can
be used. Consequently, the safe set definition will be dlight
different for different agents. Letr; and aj; be agenti’s
acceleration limit and estimate of aggfsg acceleration limit.

moving closer or further away from each other:
1) whenApiT-Avi,- <0, agents andj are moving closer to

i .
each other. Withoji < aj, o < aj, we have—2_— +

aj —
NGET > \/ai +aj. Th(usT .
Ap; Avij
_ApﬁAuij + HA—jp,J\I\Jr —AV}EAV”‘
— \/ai+a;p] Avij
< Vhﬁ(ai+aj)|\Apin+m, (21)
where y = aiﬁg” + Cmﬁ. Compared with [{T1),

this inequality can be rewritten a—Shij(ai +aj) <

yhij (ai +aj)3, which guarantees safety as if a
weighted version ofy is adopted. This means that, if
Ap?}AVij < 0, the forward invariance of the nominal

The pairwise safe operation sgf; of agenti is: safe operation set’ is guaranteed.
— Apﬁ 2) WhenApﬁAvi j > 0 (agents are moving away from each
%y = {(pi,vi) | hij(ai+aij) = WAVU other), it is guaranteed to havg (a; + a;j) > 0. Thus
J agents always stays in the nominal safe operation set
+ \/2(ai + aij)([[&pij | — Ds) = O}, j #1, % in this scenario.

With the estimated parameters, the hybrid strategy in Gecti Now we are one step away from proving the safety guaran-
MBlfor distributing safety barrier certificates is: tee for all cases. Because agents_are_ 5W|tch!ng back ard fprt
between the two cases. The switchings might compromise

A T ApﬁAVij T T . . . .
— Dpjjui + ————=Apj;Vvi — Avjjvi < safety. In case (1), forward set invariance requires agant
18P | always start in% after each switching. Due to the second
a (V.hﬁ (a + a1 [ + Vai+ aijApﬁAVij ) (18) prder dynamical model used for b_arrier certificamqsﬁA_vij _
aj + 2(1Apij || — Ds) is continuous with respect to time. Thus the switching
ApT AV between two cases always occursmﬂAvij = 0, where
ApTu;j - ”72]ApiTjVj +av]vi < hij (ai + aj) > 0. Combining the two scenarios with the safe
[14pij | switching condition, ageni is guaranteed to be safe with
aj v h3-(a- - a)l|p |+ VO +ajiApﬁAvij ) (19) respect to thg nominal sgfe operation wet _ _ [ | _
a;+aji i I g 2(][Apij |- Ds) Now, what is left to do is to find an appropriate estimation

) ) o method to estimate the acceleration limits of neighboring

Before introducing the estimation method, we need tggents with local observation. With the local sensor measur
make sure that safety is still guaranteed when imperfegients of neighboring agents, we can construct a distributed
estimation parameters are used. In order to guaranteg saf@last squares estimator or Kalman filter [8] to estimate the

yvith inaccurate parameters, it is desirable to ensuredhat ¢ rrent acceleratiofiil;|| of agentj. The steps to update the
is always subset ofij. Notice that wheroji < ai,qij < dj, estimate ofa; can be designed as:

vae havesj; t'g i ![t 'S |tntum\f/e to gljjue_ss that agt;e,nts affaﬁfe 1) Set conservative initial guess ag(to) = Amin.
:_ c_i)nserva 'Vg ?/:\s/mz_a”es 0 nttal_g .0{”'?3 agfenj accsmda 2) Use local observations to updde;||.
imits are used. We will prove this intuition for decen 3) Updatea;; with 6 = k(max{aij,||ij||} — aij), where

heterogeneous barrier certificates. k depends on the accuracy of local observations.

Lemma 4.3:If aji < ai,aij < aj and the safety barrier te that this strat il that i fomati
constraints in[(118).(19) are satisfied, safety is still gnéeed. note that this strategy will ensure that parameter estonal
satisfiesaji < aj, a; < aj. Thus safety is still guaranteed

Proof: When agents and j use their own estimates of ™. ) ;
S . using the estimated parameters duelenmald.3. With
acceleration limits based oh (18) and](19), we can get: : L
n{18) (19) 9 this estimation strategy, agents do not need to know the

(Apl Avij )2 acceleration limits of neighboring agents. They can start

ATA" 1) J ATA . . .

— Ap;jAuij + R — AVijavij with conservative initial guesses, and gradually improve

their knowledge with local observations without endanggri

aiylh-3-(ai+aij) ajyjha(aptaji)

< #HAPU I+ #HAPH [ safety.

o : ! V. SIMULATION RESULTS

+( ST Apiy A (20) A multi-robot s stem with six heterogeneous agents is

VaiFaj  /aj+a’ \/2([Apij|—Ds)’ y J g

simulated with MATLAB. Each agent is modelled with
Recall that if perfect parameter estimation is achiewiggd£ double integrator dynamics and executes a goal-to-goal con
ai, aij = aj), (20) is identical to[(16). Next, we will discuss troller without considering collision avoidance. This &ys



contains two types of agents: small agile agerds =€ 2 + -l— +
1.2 m/s?, safety radius is @ m); large cumbersome agent
(ay = 0.6 m/s?, safety radius is @ m). As illustrate in Fid.b, AN @
the objective of the pre-designed controller is to make all o 4
agents exchange position with the agents on the opposite
side of the large circle. Without collision avoidance stpt, al @ 5

the goal-to-goal controller will lead to collision of all egts + -T— +

0

in the middle. -2

The heterogeneous safety barrier certificates are imple- -2
mented side by side with the pre-designed control strategy. (a) Time step t = 10
All agents started heading towards the center following the T T
goal-to-goal controller (Fig_%a). As they moved closer to + + + +
each other, the safety barrier certificates were activated a 1} -+ +1 1t+ +
kept all agents with enough safety distance away from each <
other (Fig.[Bb). The small agents are more agile and took © + ,@ +H oH -'O +
up more responsibilities in avoiding collision, while the < <Y
cumbersome agent decelerated but still continued its own t + +
path because of its large inertia (Figl 5¢c). When the large + 4 + 2 + 4+ +
agent was about to reach its destination, its speed is almost 0 5 2 0 5
zero. O_ther small ggents were_sgfe tc_> pursue their own (b) Time step t = 520 (c) Time step t = 1000
goals without worrying about colliding with the large agent
(Fig.[5d). At last, the heterogeneous safety barrier ceatifis 2 n —+ n + /+ +
successfully helped navigate all agents out of the “crowded @ +
scenarios and achieved their individual objectives. 11+ + b

Note that the core of safety barrier certificates is a QP- ¢ H-~, +H ol H
based controller, which can be executed very efficiently. 7. <o
Compared with conventional multi-agent collision avoidan -1 ‘TQ +1 4 @ >
methods, the proposed method is more suitable for real-time _,, + £ + + @ +
application on large-scale robotic swarm because it does no 0 5 2 ; (')' .
require computation of complicated forward reachable set. _ i

(d) Time step t = 2400 (e) Time step t = 2830

2

2

VI. EXPERIMENTAL RESULTS . .
Fig. 5: Six robot agents regulated by heterogeneous safety

The heterogeneous safety barrier certificates were i rrier certificates. The acceleration limits of small aagé
plemented on a heterogeneous robotic swarm with thr‘?fgents are 2 m/s? and 06 m/s2. The speed limits of all
Khepera Ill robots ¢k = 2.0 m/s’) and one Magellan Pro aoents are @ m/s. The small and large circles represent the
robot (v = 0.5 m/s%). The positions of robots are trackedsafew radius of different agents, which ar@ én and 04 m

by Optitrack motion capture system. Those two types ghgpectively. Units for X and Y coordinates in the plots are
robots have distinct dimensions and dynamical capatslitiej, meters.

The diameters of Khepera Ill and Magellan Pro robots are
13 cmand 41cm The actual dynamical model of mobile
robots used in this experiment is unicycle model, which is
approximated with double integrated dynamics using Lyaaround to avoid collision, while the Magellan robot kept
punov based approach. The pre-designed controller is a goplshing forward. This is because Magellan Pro robot has
to-goal controller @i = —ky(pi —ri) —kovi), which exchanges more momentum and can not brake fast enough to avoid
the positions of agents on the diagonal line of a rectangleollision. Those more agile Khepera Il robots carried more
without considering collision avoidance. The heterog@seo responsibilities in collision avoidance when Magellan Pro
safety barrier certificates were executed as a lower levedbot reacted slowly. When the Magellan Pro robot almost
safety program with no knowledge about overall goal of theeached its goal position and became slower in motion, other
higher level controller. Khepera 1l robots got the chance to pursue their goals
Fig. [@ shows a overhead view of the robots during théFig.[68). It can be observed that the safety barrier dickcte
experiment and plots of corresponding experimental ddta. Arobots away from collision and computes the command that
four robots started heading straightly towards the opposits closest to pre-designed control command. After robots
side of the rectangle (Fif.16a). The safety barrier was imact navigated away from the “crowded” area, the pre-designed
because the pre-designed coordination control commaugdntroller took over again (Fid._6d). Ultimately, all rokot
is considered safe. When robots moved closer, the safegached desired configuration, i.e. exchange position with
barrier interfered because collision was about to happerobots on the opposite side (FIg.] 6e). A video can be found
As illustrated in (Fig[6b), three Khepera Il robots turnednline [9].



(a) Agents at 4.0s

(b) Agents at 7.0s

(c) Agents at 13.0s

(d) Agent at 16.0s

SRR
: \;":'I/’/ :
: / :}’/ :
OF iz d
L, 7 A\
i 7 N\
1 ﬁ i 1
-1 0 1

(e) Agent at 21.3s
Fig. 6: Test run of three Khepera robots (small circles) and

one Magellan robot (large circle) with heterogeneous yafe{
barrier certificates. The arrow, circle and dashed lineaepr

sent current velocity, position and trajectory of robotrge
The square markers stand for initial and goal positions.

VII. CONCLUSION AND FUTURE WORK

The heterogeneous safety barrier certificates proposed in
this paper provides a provable way to address the challenges
in collision avoidance brought by heterogeneity in robots’
dynamical capabilities. Both simulation and experimental
results validate the effectiveness of the proposed approac
While studying those results, several interesting futwee r
search directions also arise. When the objectives of skvera
agents conflict with each other, the agents sometimes get int
a deadlock. When deadlock happens, safety is guaranteed but
desired tasks can not be completed. It is important to design
a strategy that breaks deadlock to ensure task completion.

In some “crowded” situations, several safety barrier
constraints might conflict with each other, rendering the
optimization-based controller infeasible. To remedy this
problem, zeroing control barrier function is designed tdl pu
the states of agents back to the safe operation set when
violation occurs. However, for some safety critical syssem
synthesizing safety barrier certificates that are guaeahte
feasible is very significant.
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