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Abstract: Future intelligent transportation systems (ITS) hold the promise of supporting the operation of
safety-critical applications, such as cooperative self-driving cars. For that purpose, the communications
among vehicles and with the road-side infrastructure will need to fulfil the strict real-time guarantees
and challenging dependability requirements. These safety requisites are particularly important in
wireless vehicular networks, where road traffic presents several threats to human life. This paper
presents a systematic survey on fault tolerance techniques in the area of vehicular communications.
The work provides a literature review of publications in journals and conferences proceedings,
available through a set of different search databases (IEEE Xplore, Web of Science, Scopus and
ScienceDirect). A systematic method, based on the preferred reporting items for systematic reviews
and meta-analyses (PRISMA) Statement was conducted in order to identify the relevant papers for
this survey. After that, the selected articles were analysed and categorised according to the type of
redundancy, corresponding to three main groups (temporal, spatial and information redundancy).
Finally, a comparison of the core features among the different solutions is presented, together with a
brief discussion regarding the main drawbacks of the existing solutions, as well as the necessary steps
to provide an integrated fault-tolerant approach to the future vehicular communications systems.

Keywords: wireless vehicular communications; systematic review; fault tolerance; dependability

1. Introduction

The main motivation behind the development of wireless vehicular communications was based on
the need to improve road safety and traffic efficiency. Following previous success cases in the field of
intelligent transportation systems (ITS), vehicular networks hold the potential of drastically reducing
the number of traffic accidents and road fatalities. For that purpose, international standards have
been purposed with the goal of defining how safety messages should be exchanged among vehicles
and between vehicles and the roadside infrastructure. IEEE WAVE and ETSI ITS-G5 constitute the
most disseminated protocol stacks for vehicular communications in the United States and Europe,
respectively. Both of them rely on the IEEE 802.11 standard for the implementation of physical and
medium access control (MAC) layers. Recent proposals, such as LTE-V or 5G, are pointed to as possible
alternatives to 802.11, since these allow several distinct applications (e.g., mobile broadband, railway
systems, etc.) to share the cost of network installation.

Despite the focus on safety, vehicular communications systems by design typically do not take
into consideration dependability attributes and the need for hard real-time guarantees. However,
this type of safety-critical services demands small end-to-end delays and high levels of reliability
and availability. Fault tolerance mechanisms are good candidates to attain such requirements [1].
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In this survey, a review of fault tolerance techniques for vehicular networks is presented. A systematic
method was followed in order to select the related articles from a set of different search databases.

Fault tolerant methods are sometimes employed in security mechanisms for safety-critical
applications in vehicular networks. In fact, the concepts of dependability and security are closely
related [2] and in some cases, the proposed solutions aim to increase both the dependability and security
attributes of the network. Nevertheless, an effort was made on this survey to avoid the analysis of
strategies focusing on the security issues of vehicular communications, since this could be the topic
of another review paper, given the large number of threats already identified in the literature [3].
In addition, the search was limited to fault-tolerant techniques specifically addressing vehicular
network issues, not broader research topics such as mobile ad-hoc networks (MANETs), or similar
fields e.g., mobile sensor networks (MSNs). An example of related work done in fault-tolerant MSNs,
which usually take into consideration energy constraints that are not present in vehicular systems,
is the mobility-tolerant TDMA-based MAC protocol proposed by Jhumka and Kulkarni [4].

In real-time wireless communication systems such as vehicular communication for safety
applications, high availability of the system is very important to guarantee the dissemination of
the safely critical messages to the desired destinations in the bounded time. Fault tolerance prevents
the connection disruption arising from the system’s component failures and therefore, high availability
is achieved by ensuring no loss of service. Since fault tolerant systems provide real-time backup and
usually depend on the redundant components, they are associated with additional costs. In addition,
fault tolerant techniques prevent the failures and therefore restrict the scope of these failures in
distributed systems.

The rest of the paper is organized as follows. Section 2 provides some background regarding the
topic of fault tolerant communications and the different types of redundancy techniques. Section 3
presents the search method and the paper selection process for this survey based on the discussed
criteria. In Section 4, the selected papers are analysed and classified according to the type of redundancy
technique used to provide fault-tolerant behaviour. A comparison among some core characteristics of
the selected documents is also provided, together with a discussion regarding the relevant findings of
this survey. Finally, Section 5 presents the main conclusions of this work.

2. Background

Fault tolerant communications aim to guarantee that two or more network nodes can exchange
information in spite of faults that may affect the communications link or some of the participating
nodes. A communication system providing fault tolerance capabilities typically involves redundancy
and diversity techniques. This way, it is possible to avoid the presence of single points of failure
in the system and to prevent common failure modes in network nodes or node’s components.
Communications redundancy corresponds to an increment in resource utilization (mainly replication),
in order to provide resilience against faults arising in the system. Traditionally, redundancy techniques
can be classified into three main groups:

• Temporal redundancy is characterized by the attempt to deliver the same information at multiple
moments in time. Retransmission based protocols, such as TCP, are clear examples of this strategy.

• Information redundancy corresponds to the use of additional data, so that information can
still be retrieved in case of partial data loss. For instance, error correction codes require the
transmission of redundant data in order to recover the contents of the exchanged message.

• Spatial redundancy refers to the possibility of providing the same information from different
sources. Hardware replication constitutes a traditional example of spatial redundancy, where
several replicas are able to deliver the same service.

Redundancy may also be categorized in terms of protocol stack layer in which it is applied.
For instance, redundant channel links can be classified as physical layer redundancy. As a result,
the distinct strategies may be categorized based on the Open Systems Interconnection (OSI) model.
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Cross-layer solutions are also possible, covering faults in a set of different layers of the protocol stack.
For example, entire node replication, from the RF antenna to the application level, constitutes one of
these cases.

Fault-tolerant wireless communications strategies can also be found in other areas of research
beyond vehicular networks. For instance, in wireless sensor networks (WSNs) or other types of mobile
ad-hoc networks (MANETs), there are also available solutions in the literature to deal with possible
faults in the system’s operation. However, vehicular communications systems pose specific challenges,
ranging from very dynamic network topologies to frequent link disruptions and the Doppler effect.
As a result, for this survey, only fault-tolerance techniques particularly targeting vehicular network
applications were considered.

3. Method

3.1. Search Approach and Groups of Keywords

The search method for this survey was based on a systematic review process according to
the preferred reporting items for systematic reviews and meta-analyses (PRISMA) statement [5].
Four different databases were utilized in this search (IEEE Xplore, Web of Science, Scopus and Science
Direct), while others, such as Google Scholar, TRID or Academic Search Complete, were also explored
but due to several distinct restrictions (e.g., the impossibility to search only on the article’s metadata),
were not included in the search tools for this review. The approach followed in the paper identification
process, required that at least one term from each of two groups of keywords was present in the
article’s metadata. These two groups of keywords were the following:

• “fault tolerance”, “fault tolerant”, “fault detection”, “dependability”, “dependable”, “safety critical”
• vehicular network*, vehicular communication*, “connected vehicles”, “VANET”, ”cooperative

vehicles”, “cooperating vehicles”, “intervehicle communications”, “vehicle to vehicle”

The terms “reliability”, “reliable” and “real-time” were also considered for the first group of
keywords, however, since these terms are typically employed in a broader sense, it was decided to
limit the search to the keywords shown above. By employing these search terms, a total number of
1493 papers were identified (586 from the IEEE Xplore database, 299 from Web of Science, 585 from
Scopus and 23 from ScienceDirect).

Both Scopus and Web of Science search tools provide charts with the results distribution along the
years. These graphs can be observed in Figure 1. From the analysis of both charts, it is possible to derive
a clear growth in the number of articles published with the search terms. This trend demonstrates the
raising importance given by the scientific community to the topic of fault tolerance and dependability
in the field of vehicular networks.

(a) Scopus.

Figure 1. Cont.
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(b) Web of Science.

Figure 1. Results distribution along the years (adapted from Scopus and Web of Science databases).

3.2. Selection Process and Inclusion/Exclusion Criteria

After this initial step, the duplicated entries were removed, as well as standards and other
invalid results, such as programs, forewords or table of contents from conference proceedings. A total
of 819 papers remained for analysis. Then, the titles and abstracts of the remaining articles were
screened to exclude research work outside the scope of this survey, focusing for instance on satellite
communications or intra-vehicle networks such as Controller Area Network (CAN) or FlexRay.
172 records were still left for the final selection process, in which not only the metadata (title and
abstract) but also the body of the paper was analysed. A set of several criteria was used to ensure the
eligibility of the articles to include in this survey:

• be published in English in a peer reviewed journal or conference proceedings;
• be focused on safety applications using wireless vehicular communications;
• including fault tolerance techniques to improve the dependability attributes of vehicular networks.

Complementarily, the following exclusion criteria were utilized in this selection process:

• only the most recent paper from a set of similar articles by the same author was kept (for instance,
a paper published in a conference and later extended to a journal or magazine);

• papers not specifically focusing on safety-critical applications (with strict real-time constraints)
were excluded;

• articles focusing on security issues of vehicular networks were not selected for the review;
• papers targeting railway, aviation systems, unmanned autonomous vehicle (AUxV), military

vehicular clouds (MVC) or wireless sensor networks (WSN) were also considered out of the scope
of this analysis;

• research works referring to fault-tolerance techniques designed to alternative technologies for
vehicular applications, such as visible light communications (VLC), were not included;

• articles not specifically focusing on vehicular networks were discarded, like the ones with a
broader scope (e.g., MANETs).

Following these criteria, 24 papers were selected. An additional record was added after screening
the reference lists of this final selection, summing up a total number of 25 articles to be the subject of
analysis in this survey. The complete paper selection process can be visualized in Figure 2.
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Records identified through
database searching

 (n=1493)

Non-duplicated papers
(n=819)

Screening titles and abstracts
(n=172)

Screening full paper bodies
(n=24)

IEEE Xplore
(n=586)

Web of Science
(n=299)

Scopus
(n=585)

ScienceDirect
(n=23)

Screening reference lists
(n=1)

Papers included in the survey
(n=25)

Figure 2. Systematic paper review process according to preferred reporting items for systematic
reviews and meta-analyses (PRISMA) statement [5].

4. Fault-Tolerance Techniques

The selected publications encompass fault tolerance techniques that can be categorized according to
the type of communications redundancy used (temporal, spatial and information). This classification can
be visualized in Table 1. This section summarizes the contributions of each one of the selected publications.

Table 1. Results classification according to redundancy types.

Temporal Spatial Information

Jonsson et al. [6] Matthiesen et al. [7] Kumar et al. [8]
Bohm et al. [9] Cambruzzi et al. [10] Eze et al. [11]
Savic et al. [12] Abrougui et al. [13] Ali et al. [14]

Sawade et al. [15] Chang et al. [16]
Nguyen et al. [17] Lann et al. [18]

Sanderson et al. [19]
Aljeri et al. [20]

Casimiro et al. [21]
Worral et al. [22]
Ploeg et al. [23]
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Table 1. Cont.

Temporal Spatial Information

Fathollahnejad et al. [24]
Bhoi et al. [25]

Elhadef et al. [26]
Almeida et al. [27]
Medani et al. [28]

Devangavi et al. [29]
Younes et al. [30]

4.1. Temporal Redundancy

Regarding temporal redundancy methods, solutions found in the literature are based on packet
retransmission schemes. For instance, the work of Jonsson et al. [6] focuses on increasing MAC
protocol reliability for platooning applications. Time is divided into periodic transmission cycles,
called superframes, each one including both contention-based phases (CBPs) and contention-free
phases (CFPs). Applications with hard real-time constraints utilize the CFPs to transmit information.
These CFPs rely on a polling-based mechanism administered by a master vehicle that applies a time
division multiple access (TDMA) scheme for nodes’ transmissions. Each transmission corresponds
to a specific time slot, which are ordered according to the earliest deadline first (EDF) policy and
a real-time automatic repeat request (ARQ) scheme. This ARQ scheme allows the retransmission
of packets to not be well received and they can still be transmitted before their deadline expires.
The performance evaluation of the protocol demonstrates a reduction in message error rate by several
orders of magnitude when compared to the case without retransmissions.

Despite the improved reliability provided by the proposed solution, this retransmission scheme
requires some modifications to the transport layer of vehicular communications protocol stack, in order
to be implemented. This non-compliance with the standards encompasses the addition of a real-time
polling-based layer on top IEEE 802.11p MAC, as well as the implementation of the transport layer
retransmission scheme over a service channel exclusively dedicated to platooning communications.
Another disadvantage is the fact that in highly congested scenarios, the retransmission scheme can lead
to some bandwidth reduction for each transmitter, however, the real-time scheduling algorithm (EDF)
guarantees the optimization of channel use. Furthermore, nothing is referred about the possibility of
master failure, the one responsible for coordinating all the communications in the platoon, and how
the proposed scheme reacts to that event. Finally, it should be also pointed out that the evaluation of
this work was only performed in a simulation environment, very similarly to a numerical analysis,
in which the network parameters were kept very static.

Following a similar approach, Böhm and Kunert [9] propose a retransmission scheme based on the
data age of previously received messages. The framework targets intra-platooning communications but
also communication between different platoons (inter-platooning). A dedicated service channel is used
for intra-platooning communications, while vehicles in distinct platoons exchange information through
the control channel. The platoon leader or master is responsible for periodically disseminating beacon
messages to all the other vehicles in the platoon. Then during a collection phase, vehicles transmit
status updates, which may or may not be well received by the master. In case of unsuccessfully decoded
packets, the leader vehicle initiates a retransmission phase by sending individual polling messages to
the other nodes, that immediately attempt to retransmit the failed messages. After that, a control phase
begins which is used by the master to coordinate the other platoon members based on the retrieved
status information. During this window, control packets are transmitted individually to each regular
vehicle. In the end, another retransmission phase begins based on acknowledgements returned by the
receiving nodes. Moreover, retransmission opportunities are assigned to the nodes, according to the
data age of the messages received by the leader vehicle, which keeps a table with the reception time of
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the latest status update and acknowledgement frames. From this record, higher transmission priorities
are allocated to vehicles with older successfully transmitted messages.

The proposed solution introduces some tweaks at the MAC and transport layers in relation to the
standard protocols and requires a significant amount of overhead, with acknowledgment messages,
retransmissions packets and individual polling messages, in order to improve the packet delivery ratio,
making the available bandwidth smaller for other applications or in case of channel saturation. Moreover,
the authors do not take into account the problem of having the platoon coordinator as a single point
of failure, holding the table with data age of messages from each vehicle. The protocol evaluation
demonstrated the feasibility of the proposed scheme and the ability to maintain a stable data age value
for the platoons. Additionally, the simulation analysis compares the proposed protocol with the standard
approach and other retransmission schemes, but lacks a close-to-real-world scenario evaluation.

The work of Savic et al. [12] targets a distinct application, in this case, the collision avoidance
problem of fully autonomous cars at road intersections. An algorithm for distributed intersection
crossing is proposed, being able to cope with an unknown and large number of communications
failures. A priority for intersection crossing is assigned to each one of the vehicles based on current
position estimates and the cars’ dynamics. Three types of packets are exchanged: periodic heartbeat
messages and ’ENTER’ and ’EXIT’ messages immediately before and after crossing the intersection,
respectively. In case of receive-omission failures, the ’ENTER’ or ’EXIT’ packets are retransmitted
and the model assumes that at least one heartbeat (’HB’) message is received before the intersection
crossing (IC) algorithm starts and that vehicles eventually succeed to receive the ’ENTER’ and ’EXIT’
messages. The numerical results show only a slight increase of the crossing delay in the presence of
communications failures.

The limitations of the proposed model include the omission of transmitter faults, messages
with erroneous content and the assumptions of receiving at least one ’HB’ packet prior to the
initialization of the IC algorithm and the eventual successful reception of the sent ’ENTER’ and
’EXIT’ messages. An advantage of this solution is the fact that there is no centralized entity to control
the intersection crossing, avoiding single point of failures in the system. Regarding the evaluation
process, the numerical analysis is very limited since it only considers two vehicles and consecutive
receive-omission failures. Further testing with a high number of vehicles and with more arbitrary
conditions in common traffic simulators and real-world implementations is necessary, in order to
better evaluate the proposed algorithm.

Sawade et al. [15] propose a protocol for cooperative maneuvers under adverse conditions.
The proposed solution relies on bidirectional stateful communication, i.e., an established session link
connecting two or more participants on a collaborative driving maneuver. A synchronization layer is
added on top of the bi-directional negotiation of collaborative maneuvers, through the utilization of
the Turquois algorithm for attaining distributed consensus under byzantine conditions. Participants
must send heartbeat periodic messages in order to keep the session open. Once a predefined number
of consecutive missed messages from a vehicle, the session is called unstable and can be terminated.
Once in a session, any vehicle broadcasts the current session state in a hashed value. The session state
must be consensual across the party of vehicles, so each bit of the hash is individually synchronized
between stations. A parameter is used to control the robustness of the sessions against packet loss.
This factor is a tradeoff between packets lost consecutively before a failure state is requested and the
assurance of consensus among vehicles.

This work adds missing capabilities to the existing vehicular communications standards, through
the integration of a collaborative maneuver protocol in the ETSI ITS-G5 protocol stack. The proposal has
the advantage of introducing new features on the message-layer only, thus being backwards-compatible
to current standard implementations. The main drawback of the work, however, is on the evaluation
part, since only simulation results are provided for the specific case of a platoon with just two vehicles.
Nevertheless, the conducted experiments show that a session would be stable 99% of the time for
reasonable tradeoff values and environments with less than 20% of packet loss.
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Nguyen et al. [17] also propose a protocol that encompasses the retransmission of safety messages
that failed to broadcast. The protocol takes into account the presence of hidden nodes and their
effect on communications faults. The proposed multi-channel MAC scheme (RAM) divides the control
channel cycle in three main intervals: the safety interval, the response interval and the contention-based
interval. Any collided safety packets can be retransmitted in the contention-based interval. Whenever
a vehicle does not receive any safety packet within a time window from its neighbours, it will request
an RSU to send one. The RSUs behave as a central authority inside a given area, being responsible
for managing the duration of each cycle, tracking the exchanged messages and adverting the vehicles
what packets were successfully received. Based on vehicle density and data traffic conditions, the RSU
optimizes the length of the contention-based interval, by also taking into consideration the hidden
terminal problem. A Markov chain model is used to analyze the reliability of the real-time transmission
of safety packets and to provide information for the computation of the optimized control channel
intervals. Simulation results show the improved performance of the proposed RAM protocol in terms
of packet delivery ratio in comparison with two other related works.

Despite the increased reliability in the transmission of safety packets, the proposed RAM scheme
cannot be directly applied using current vehicular communications equipment, since it requires
some modifications to the standard MAC layer, due to the division of the control channel interval
into three distinct phases: one congestion-based period (as the standard MAC protocol operates)
and two congestion-free intervals. The protocol also introduces some additional overhead in the
communications, as a result of the need to transmit acknowledgment messages and retransmission
packets. Moreover, the solution has the drawback of assuming that vehicles are distributed along
a straight line, in order to simplify the hidden terminal problem, which is typically not the case in
real world conditions, where several roads interconnect with a lot of physical obstacles in the middle,
either in urban or highway environments. The simulation results lack the implementation in standard
traffic and network simulators software and the diversity of simulated traffic environments.

4.2. Spatial Redundancy

In [7], Matthiesen et al. investigate the utilization of replicated application services in dynamic
clusters of vehicles. The goal is to increase the reliability and availability of safety-critical applications
in ad-hoc vehicular networks. The example of a distributed shared memory, which supports the
operation of a stateful road-traffic information service, is presented in this work. Several metrics
are analysed and evaluated for different cluster dimensions, such as data consistency, response time
and application availability. A Replication Manager is employed in order to achieve stable clusters,
by selecting replicas with good communication metrics that minimize service response time and
reconfiguration overhead in case of faulty behaviour. These faults can be due for instance to excessive
delay or high packet loss, which may affect timeliness and correctness of the service, thus leading to
inconsistent application states.

The proposed fault-tolerant model has the advantage of not requiring any changes in the protocol
stack, since the replication model is fully deployed at the application layer. On the other hand, however,
overhead of replica selection and exchanging servers in case of failure is not taken into account and
may have a significant impact in real-world operation, due to the topology changes and very dynamic
environments in which vehicular networks operate. The model also does not consider network
congestion scenarios, where the proposed solution may not operate as expected. With simulation
results or real test-case measurements, these last points could be better evaluated, not being limited to
the the numerical analysis provided to validate only some parameters of the replication service.

The work of Cambruzzi et al. [10] proposes a failure detection scheme based on a protocol that
detects both link and system failures. It employs a heartbeat mechanism in which all roadside units
and vehicles transmit a beacon message periodically to their single-hop neighbours. When a beacon
packet reaches its destination, the receiving node adds or updates its neighbours’ list with the received
information together with a timestamp of the packet. If no message is received from that neighbour
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during a predefined time interval, the node is considered to be faulty and is inserted into a list of
suspects. The algorithm uses adaptive timeouts in order to cope with the dynamic conditions of
vehicular communication networks. In this model, only two types of faults are assumed. Those caused
by a system crash and the ones caused by a vehicle exiting the road. Malicious or Byzantine faults are
not considered in this study.

The fault model considered in the design of this failure detection scheme is very limited, since
it only takes into account two type of faults, namely crash-faults (in case of equipment crash) and
exit-faults (when a vehicle exits the road). For instance, babbling idiot failures are not analysed,
which restricts the validity of the proposed model. Moreover, the impact of the exchange of tables,
with the list of neighbours and their perceived status, in the communications overhead is neither
discussed nor analysed. Finally, the simulation experiments consider only a simplified scenario with a
straight road segment where all vehicles move in the same direction. In practice, this scenario may
only happen in very few cases and, therefore, more complex environments should be evaluated, since
the model depends significantly on the variation of network topology and link stability.

Based on a similar failure detection mechanism, Abrougui et al. [13] introduce a fault-tolerance
location-based service discovery protocol for vehicular networks. This protocol handles the discovery
procedure of different types of both safety and infotainment services and it was designed to perform
well even in the presence of service provider failures, communication link failures and roadside units
failures. The proposal relies on a cluster-based infrastructure, where roadside units are clustered
around service providers, the congested areas of the vehicular network and the intermittent areas to
improve the connectivity of the network. The proposed fault-tolerance mechanisms were introduced
at the network level, in order to cope with several types of failures in the connection between the
service provider and the service requester. Essentially, in case of link or system failure, an algorithm is
employed to designate alternative nodes that will supply or forward the information missed in the
faulty nodes/links. Simulation results showed an improvement in the success rate of discovery queries
of approximately 50% and 30%, in case of a roadside router and link failure scenarios, respectively,
when compared with a simplified version of the protocol without fault tolerance techniques.

However, this fault-tolerance scheme presents some disadvantages, such as the fact that the
routing protocol is based on a non-standard solution (CLA-S), which requires some modifications in
the protocol stack. Additionally, it introduces overhead in the communications protocol, by requiring
mechanisms such as the leader election for the roadside routers. Despite the fact that the proposed fault
detection mechanism is also able to detect intermittent failures, only permanent ones are considered
in the simulation experiments. Moreover, no measurements of the time to recover from failures,
e.g., including failure detection time and leader reelection phase, are presented.

Chang and Wang [16] propose a fault-tolerant protocol for a reliable broadcast of alert messages in
vehicular ad-hoc networks. The goal of this protocol is to reduce the total number of messages needed
to disseminate the alert message along the road. The proposed method designates the two farthest
vehicles in the radio range of the source vehicle to act as candidate relay nodes of the message to be
broadcast. This selection is performed by the source vehicle and it is based on the GPS coordinates
provided by all vehicles in the transmission range. If the farthest vehicle from the source node does not
transmit the safety message within a maximum time interval, the sub-farthest will assume that there
was a system failure and will disseminate the intended message. The results show that the penetration
rate of the fault-tolerant scheme is very satisfactory even for low traffic densities, providing advantages
in relation to the simple flooding method in terms of transmission delay and total number of messages
exchanged in the wireless medium.

The proposed protocol has the limitation of being specifically designed for network topologies
typically found in the highway scenarios. For instance, in urban environments with a lot of road
intersections, it could be important to disseminate warning messages in different directions. In such
context, this solution with only one farthest and one sub-farthest vehicles can no longer be applied.
In addition to this, the protocol requires some modifications both to the standard MAC and transport
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layers, which means that it cannot be directly deployed using commercial off-the-shelf (COTS)
components. Furthermore, the simulation experiments could include not only the testing of natural
communications link limitations, but also communications faults and equipment crashes, in order to
broaden the scope of the fault model analysis.

The work of Gérard Le Lann [18] deals with omission failures originated by a transient fault
in the transmitter, receiver or in the communications channel. High reliability and strict timeliness
properties are achieved through group dissemination protocols so that every message can be delivered
to a given set of vehicles within a worst-case deadline. A Zebra protocol suite which comprises geocast,
convergecast, multicast and the Altruistic protocol is employed to guarantee the timely delivery of
messages. The proposed fault-tolerant strategy relies on the spatial redundancy provided by the
multiple copies of information kept in the different vehicles. This approach would typically lead to
high overhead, however, the notion of proxy sets is introduced in order to limit the scope size of the
global dissemination protocol.

The proposed scheme has the main drawbacks of not considering permanent failures,
i.e., equipment crashes, but only transient faults, and the fact that it specifically targets platooning
applications, not being designed as a more generic solution for other safety-critical vehicular
applications. It also requires changes to the standard protocol stack, namely at the MAC, routing
and transport layers, by employing a suite of protocols (Zebra), specifically designed for time-critical
single hop multipoint communications. Besides, it needs a more thoughtful evaluation, since neither
simulation nor real test-case experiments were conducted.

Sanderson and Pitt [19] propose an adaptation of the Paxos algorithm [31] to implement
consensus formation in self-organizing vehicular networks. The proposed algorithm (IPcon) handles
institutionalized consensus in spite of faults occurring in the dynamic clusters of vehicles. The protocol
tolerates faults caused by nodes that fail by permanently stopping or later restarting, delayed, lost
or duplicated messages, however, malicious vehicles and corrupted packets are not considered.
The evaluation of the algorithm demonstrates the resilience against role failures (nodes may play four
different roles in the IPcon protocol) and cluster fragmentation and aggregation.

One of the limitations of the proposed solution is that it does not take into account all faults
in the value domain, e.g., corrupted message content. Moreover, the communications overhead of
the consensus algorithm (IPCon) may have some negative impact on the timeliness of safety-critical
applications running on top of vehicular networks. Similarly, the leader election and conflict resolution
processes could also consume a considerable amount of time to be executed. Practical evaluation
regarding these time measurements should be carried out, in order to assess the validity of the
proposed scheme under dynamic real-world scenarios.

A fault detection protocol is introduced in [20] by Aljeri et al. in order to mitigate communications
problems in vehicular networks. Fault diagnosis is performed by comparing the output messages from
a group of vehicles. This way, it is possible to identify faulty vehicular nodes. The process is initiated
by an RSU, which attributes the same task to a group of vehicles. Then, the results are computed
by each node and the answers are transmitted back to the initiator. If the results are identical, it is
assumed that there are no faults in the network. On the other hand, if different results are yielded,
faulty road components can be detected. Additionally, a more efficient implementation of the protocol
is proposed that relies on regional RSUs, which decreases the total number of packets transmitted and
the diagnosis latency of this method.

The proposed fault detection mechanism implies additional network resource usage, in order to
identify faulty nodes. The tasks assigned to pairs of vehicles, with the goal of verifying disagreements
and diagnosing faults, introduce some communications rounds and consume processing time. It is not
a transparent solution that takes advantage of the messages already exchanged inside the vehicular
network. Additionally, it is assumed that two faulty vehicles always give different outputs, which may
not always be the case, e.g., in common failure mode. Another drawback relies on the fact that the
fault detection scheme only targets networks where roadside units are present. There is no alternative
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framework devised for communications solely among clusters of vehicles, or for the specific case when
there is a permanent failure in the gateway node, which behaves as a single point of failure in the network.

In [21], Casimiro et al. develop a kernel-based architecture (KARYON) for safety-critical
coordination in vehicular systems. Besides dealing with sensor faults and real-time properties of the
wireless communications (e.g., self-stabilizing protocol), the proposed architecture also introduces extra
components to the standard MAC layer. According to the followed subsystem isolation, the authors
assume in the fault model that communication components can experience crash or timing faults,
however, data cannot be corrupted, i.e., faults may occur in the time domain, but not in the value one.
In addition to the standard MAC layer, two extra elements are introduced: the mediator Layer (MLA)
and the Channel Control Layer. For example, the MLA is responsible for node failure detection and
membership and control of temporary network partitions. On the other hand, the channel control
layer supervises the channel state and enhances the network resilience by taking advantage of the
diversity of radio channels available for vehicular communications purposes.

The main disadvantage of the devised architecture is the need for introducing several changes in
the protocol stack, especially at the MAC layer level, so that some extra functionalities that are not
present in current COTS components become available. As already mentioned, in the communications
modules of the system, not all types of faults are covered, since crash or timing faults are tolerated,
but not data corrupted messages. Finally, no evaluation is performed in this publication, that is part of
the future work, so there is no way to validate the performance of the proposed fault-tolerant solution.

The work of Worrall et al. [22] deals not only with the complete loss of radio communications but
also with partial degradation of the wireless link. In some cases, the communications performance
is affected in an intermittent way or behaves poorly after a certain distance, due e.g., to damages
in the external cables, antennas or connector. The proposed method utilizes data gathered during
normal operation so that the antenna behaviour can be modelled and used in future fault detection.
This model is derived by analysing and learning the properties of wireless communications in a fleet
of vehicles, taking into account parameters such as relative orientation, bearing and range between
vehicles. The detailed knowledge about the communications performance is then utilized to detect
partial antennas faults or permanent link failures, which are identified by observing when the RF
communications deviate from the expected operation. Additional computational resources are required
in order to allow online execution of the mathematical model and appropriate comparison with the
run-time results of the antenna performance.

The proposed fault detection mechanism is not suitable for a large number of vehicular
communications applications, which are based on broadcast messages, since this solution is specifically
designed for point-to-point radio links. The scheme only covers faults in the physical air interface,
namely cable and antenna performance degradation, not detecting any time and value issues in the
exchanged messages. Furthermore, the real test case results show that the settling time for statistically
detecting healthy antenna behaviour may be relatively long, which may be critical in constantly
changing network topologies with frequent communications links disruption.

Platooning applications constitute a particular use case scenario of vehicular communications.
Ploeg et al. [23] address the problem of faulty links in a platoon of vehicles. A safe distance between
the members of the platoon is continuously computed by taking into consideration the availability
of sensor data and the communications link performance. This safe distance is employed by the
cooperative adaptive cruise control (CACC) system according to a graceful degradation scheme that
adjusts the settings of CACC to keep as much functionality as possible, even in the presence of faults,
but always guaranteeing string stability in the platoon. Moreover, two different network topologies
can be applied, depending on the time delay of the communications link. If this delay exceeds a
predefined threshold value, the platoon service switches from a one-vehicle look-ahead topology to a
two-vehicle look-ahead configuration. This fault-tolerance strategy can only be applied if the delay
time is not excessively large, otherwise, wireless communications should not be employed in order to
preserve string stability.
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The described fault-tolerant scheme targets only a particular application, i.e., vehicle platooning,
being tied to a concrete network topology and thus not very useful to other use case scenarios. The fault
model only takes into account large delay values that may affect the timeliness of the communications
links, not considering faults in the value domain of the transmitted packets. Additionally, only
numerical results are provided, which makes it difficult to evaluate the performance of the system
under real environments with adverse conditions.

In [24], Fathollahnejad et al. propose a synchronous group formation (GF) algorithm to enhance
self-organizing vehicular applications under the presence of an unbounded number of asymmetric
communication failures. The main goal of the GF algorithm is to achieve agreement, or at least to
reduce the probability of unsafe disagreement, on the membership of a cooperative ITS application,
e.g., virtual traffic light (VTL) systems. A decision mechanism is employed by each member node
(vehicle) to identify the other nodes in the group at each moment in time. The mechanism relies on
the utilization of an extra component, designated as oracle. These oracles are local devices present in
each node and are responsible for detecting the remaining participants in the group. The obtained
simulation results show that when the local oracles provide a correct estimate of the group formation,
only safe disagreement scenarios may occur. However, when the oracles underestimate the total number
of nodes, unsafe disagreement situations may happen and the likelihood of such scenarios increases
with the probability of receive omissions in the communications channel.

This work excludes process failures, only dealing with faults in the communications links and
more specifically just receive omissions faults, so faults in the value domain are also outside of the
scope of the fault model. Moreover, communications overhead for leader election, leader handover
or VTL group formation protocol is not discussed and analysed, and the leader election and leader
handover mechanism are not yet designed, being part of future work. Finally, the evaluation section
only presents numerical results, there are no experiments conducted in more realistic traffic/network
simulation or test case environments.

Bhoi and Khilar [25] introduce a fault-tolerant routing protocol for vehicular ad-hoc communications
in urban environments. A fault detection technique is used by the vehicle itself to detect if its own
operation is fault free or not. If a faulty behaviour is identified, the on-board unit (OBU) does not
participate any longer in the routing process. The fault detection mechanism targets soft faults,
i.e., erroneous behaviour in the OBU devices causing the generation of incorrect data for a long period
of time. This may be caused by high noise affecting the node’s operation, making it still able to
compute, send and receive information. However, beaconing data transmitted by the vehicle cannot be
considered valid, being that this information (position, speed, etc.) is indispensable for hop selection
in the routing algorithm. For that reason, these nodes are automatically excluded from the routing
process by self-detecting these soft faults, through the analysis of the RSSI values from the received
messages and the location coordinates provided by the neighbouring nodes. The proposed protocol
provides good results in terms of end-to-end delay, path length and false alarm rate.

The proposed routing protocol just takes into account faults in the value domain, e.g., incorrect
data in the position or speed information, not considering the possibility of nodes introducing timing
faults, such as large delay values. It is also assumed that the faulty vehicles always provide incorrect
data and only by accident the information may be correct. This simplifies the fault detection mechanism
but could be a not very realistic situation, since nodes may present intermittent faults that only arise
in some occasions. The overhead of exchanging decision messages regarding the state (soft faulty
or fault free) of neighbouring vehicles is neither discussed nor analysed. Furthermore, despite the
decentralized fault detection scheme, the routing and path value calculation algorithm depends on
RSU nodes, which are single points of failure in this forwarding scheme.

The work of Mourad Elhadef [26] suggests the utilization of a primary-backup approach for the
design of a fault-tolerant intersection control algorithm. The VTL system is based on a centralized
solution, with an RSU controller responsible for coordinating all traffic crossing the intersection.
The controller manages the vehicles approaching the site, by granting or denying access to the
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intersection, in order to guarantee safety, liveliness and fairness, while at the same time maximizing
traffic throughput. Both the primary and the backup controllers are constantly synchronizing with each
other, so that the backup unit can always be kept updated with all the necessary traffic information.
Only permanent crash failures are considered in the fault model. Whenever the main controller stops
sending and receiving messages (a keep alive timer is used to detect if the primary node is down),
the backup unit takes control of the intersection.

This fault-tolerant intersection control algorithm has the drawback of not dealing with intermittent
faults and message errors in the value domain, by only considering permanent crash failures.
Besides that, it focus on a specific application (intersection management), while a more generic
solution could be devised with the same primary-backup approach for master nodes of vehicular
networks that rely on centralized or hybrid architectures. Furthermore, no evaluation of the proposed
scheme is carried out, namely in terms of recovery delay after primary replica failure.

An RSU-backup replication scheme is proposed by Almeida et al. [27] in the scope of a
fault-tolerant infrastructure-based architecture for vehicular networks. In this framework, the RSUs
behave as the masters of the network, controlling time slot scheduling of the OBUs and admission
control policies. They have a crucial role in the network operation, acting as single point of
failure, and therefore, any fault affecting these nodes may cause a disruption in the time-sensitive
communications for safety-critical applications. The work introduces a full replication scheme, where
a backup node executes the exact same processes as the primary fail-silent replica. This parallel
operation allows the system to perform a very fast recovery procedure in case of failure of the primary
node. As a result, the real-time communications protocol does not suffer any discontinuity even in the
presence of network faults, thus enhancing the overall dependability of vehicular system.

The replication mechanism proposed in this work consists in a cross-layer approach, since
it requires the duplication of the entire RSU node from the physical up to the application layer.
Unfortunately, there is no cost-benefit analysis for this solution, since the complete replication of
hardware and software parts is expensive and could be compared against other possibilities, such as
the option for non fail-silent RSUs and the use of backup ones operating in another channel frequency.
Moreover, the deterministic MAC protocol that is on the basis of this architecture also needs some
changes to the standard vehicular communications protocols, so the solution cannot be seamlessly
implemented on COTS components. Finally, the fault-tolerant system was only tested in a controlled
laboratory environment. Some testing in close-to-real world scenarios could give an improved
understanding of system’s reliability under the presence of hardware, software or communications
channel faults.

In [28], Medani et al. develop a time synchronization strategy for the nodes of vehicular networks.
Clock synchronization is essential to support the correct operation of safety-critical applications in
road traffic environments (e.g., for event causality, medium access control or security purposes).
The proposed method, named Offset Table Robust Broadcasting, attains high accuracy and presents
fault-tolerant capabilities so that every node is aware of neighbouring clock times and is able to
synchronize its communications with other nodes. The clock offsets among several nodes are computed
using a round-trip time mechanism and acknowledgement messages are exchanged to ensure that the
offset table delivery reaches all nodes.

In order to achieve higher clock synchronization, the proposed scheme introduces some
communications overhead, both for the transporter node selection and cluster formation but also for the
entire synchronization process that involves collecting timing information, calculate offsets table and
disseminate the computed data. Additionally, it requires the modification of the clock synchronization
source in the node, which may be sometimes difficult to implement in COTS components. Finally,
it would be interesting to perform some field trials evaluation, in order to have real GPS errors and
uncertainties in the synchronization process.
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A multipath routing protocol is proposed by Devangavi et al. [29], in order to enhance reliability
and fault tolerance. Multiple paths are computed from source to the destination node based on
Bezier curves. These curves are traced by the parent RSU according to the geographical location of
the different nodes in the network on a multi-hop coverage area. The calculation of these paths is
also based on several parameters, such as the available bandwidth in the network, the data size to
be transmitted and the distances from source to destination. The distinct paths are then prioritized
and utilized to forward the information to the destination vehicle, introducing a flexible degree of
redundancy in message transmission. The proposed solution was evaluated taking as example the
city of Bangalore and the simulation results obtained in NS-2 proved the superior performance of the
protocol in comparison with other solutions in the literature and with respect to transmission time and
packet delivery ratio.

The proposed protocol is based on a centralized architecture, where RSU nodes are responsible
for multipath finding process and network management tasks. However, these nodes are single point
failures that in case of permanent crash, disrupt network operation. Furthermore, it is assumed that
every vehicle is always connected to at least one RSU, which limits the applicability of the proposed
solution in real-world scenarios. It should also be noted that a prioritized path list must be computed
for every source-destination pair of vehicles involved in message exchange, which introduces a
significant amount of communications overhead that is not evaluated in the simulation experiments.

In [30], Younes et al. propose the FT-PR protocol, a fault-tolerant path recommendation system.
In this work, vehicles within a reporting area are responsible for disseminating the traffic characteristics
of a road segment. The process is cumulative, since a road segment can have multiple reporting areas.
Transmitting vehicles gather information on surrounding clusters and a report is completed as soon as
it encompasses the entire road segment. Road-side units (RSUs), assumed to be located at each road
intersection, exchange information with each other and calculate the best road segments for specific
destinations. RSUs start broadcasting destinations and the best turn towards them. From this part
forward, the process is iterative, vehicles entering a road segment receive the path recommendation
information and may progress towards the road network. Different techniques are used to improve
the robustness of the system, For instance, in order to enhance the traffic collection phase, vehicles can
request updates by disseminating vehicles missing in the report description. Furthermore, in case of
an RSU error, the nearby RSUs can assume their roles and transmit their information. Additionally a
vehicle can retransmit messages from an RSU, in order to increase the RSU communication radius.

The main contribution of this work consists in the designation of redundant routing paths for
multi-hop communications, in order to compensate for RSU failures. The solution does not address the
issue of a vehicle reaching a specific RSU node, e.g., one responsible for a safety-critical task, such as
controlling a road intersection. If the destination RSU is faulty, no redundant node is available to
perform the expected task. Another drawback of the proposed protocol is that the selection of a cluster
head for each reported area, a constantly dynamic process, may introduce a significant amount of
overhead, which may be critical in terms of delay. Nothing is mentioned in the article about how this
selection process is conducted. In terms of results, by using FT-PR protocol, vehicles were able to
obtain the optimal path even if 40% of installed RSUs failed to process or forward the advertisement
messages. However, the obtained simulation metrics are not generic and were only evaluated for
specific layout scenarios. More realistic situations should be considered for further analysis.

4.3. Information Redundancy

Finally, with respect to information redundancy mechanisms, the identified solutions are based on
network coding techniques. For instance, the work of Kumar and Dave [8] introduces a decentralized
method that provides reliable and scalable vehicular communications, independently of the traffic
density level. The solution employs network coding and random walks in order to deal with the
constantly changing topologies, varying vehicle density and unreliable channel conditions of vehicular
networks. Raptor codes, which are characterized by its low complexity and thus fast decoding, are used
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to encode and disseminate information in a completely distributed manner, providing better fault
tolerance. In this scheme, a vehicle transmits its data to a random set of neighbouring vehicles and then
each vehicle only encodes the information it has received. Posteriorly, a receiving vehicle can efficiently
decode the transmitted data by collecting a sufficient amount of data blocks from the network nodes it
interacts with while moving. Random walks are utilized to disseminate the data, avoiding the need for
supporting a generic layer of routing protocols. The performance evaluation of the proposed scheme
is evaluated through simulation and the results are compared against the simple broadcast framework
(store and forward strategy) and other related work in the literature. Data overhead and average
end-to-end delay are kept low for different traffic densities and data sending rates, while network
reachability and packet delivery ratio are improved in comparison with the other analysed solutions.

The suggested scheme requires changes to the standard physical and routing layers, due to
encoding/decoding process and data forwarding mechanisms. As a result, it cannot be directly
deployed on top of COTS equipment, by just operating at the application level. The method also
introduces some communications overhead in exchange for increased redundancy, but completely
manageable according to the simulation results. Finally, the performance of the proposed method
could be further evaluated by using more realistic traffic models in the simulation tools or by taking
results in field trial scenarios.

Eze et al. [11] also propose an innovative communications scheme based on the network coding
concept, named Coding Aided Retransmission-Based Error Recovery (CARER). The goal is to improve
broadcast reliability and timely delivery of messages with lower number of retransmissions. In this
scheme, each node performs an exclusive OR (XOR) operation on a set of both received and generated
packets and then send these encoded messages to all the vehicles in a one-hop distance. The advantage
of this technique over simply broadcasting the raw packets is that it allows nodes to recover lost frames
with low communications overhead. Additionally, the protocol uses a location-aware algorithm that
selects an appropriate vehicle for rebroadcasting the encoded packet towards the desired propagation
direction. The traditional Request-to-Broadcast/Clear-to-Broadcast (RTB/CTB) handshake is used to
overcome hidden node problem and reduce collisions in the wireless medium. An analytical model was
developed and simulation tests were performed to evaluate the performance of the protocol. The results
show an increased packet recovery probability and a lower packet collision probability when compared
to the simple repetition based error recovery scheme with no network coding mechanism involved.

The protocol only takes into consideration faults in the communications links, not dealing with
node failures, which may be critical for the operation of the location-aware algorithm that selects a
specific node to retransmit the encoded packets. Moreover, the utilization of the RTB/CTB handsahke
introduces some communications overhead that is analysed but not evaluated in the experimental
results section, in terms of total end-to-end delay. Finally, the protocol presents satisfactory results for
a straight road scenario with no intersection, which is typically not the case in urban environments,
where an unappropriate node can be easily selected to retransmit the encoded packets, i.e., forwarding
them in the wrong direction. These more complex and dense topologies must be further evaluated.

Ali et al. [14] addresses one of the main challenges in vehicular communications, the degradation
of radio propagation. It proposes a protocol for code-relaying information at road intersections. In the
proposed scheme, a station can mediate messages between two other vehicles, B and C, by broadcasting
a XOR of the received periodic status messages from both B and C. B and C can retrieve each other’s
messages by performing the same operation and removing their own messages. The protocol was
implemented in NS3 and tested using SUMO, showing that the impact of path loss, fading and
shadowing can be highly mitigated by the before-mentioned technique. In particular, it showed that
using coded relay, a station could expect higher packet delivery rates and smaller latency (per-instance).
Unfortunately, due to the relay mechanism, it takes more time to perform successful reception.

The proposed solution handles communications links faults, such as packet drops, but not node
failures or faults in the value domain, e.g., incorrect data messages. This is particularly important for the
proposed relaying at road intersection, where a relay node assists the message exchange. These relays
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are single point of failures in the communications framework, that in case of faulty behaviour, will
compromise the packet forwarding operation. Furthermore, this is even more challenging when the
relay node is not an RSU but an opportunistic vehicle that, due to its speed, may only create temporary
and unstable connection.

4.4. Discussion

Table 2 provides a comparison among different aspects of the selected documents. A description
of the proposed fault-tolerance technique is depicted, including the main applicability, the method
used, the target scenario (urban, highway or both) and the structure or architecture of the proposal
(centralized, distributed or hybrid). With respect to the fault-tolerance or fault-detection method
itself, the technique is classified according to its type, the protocol layer in which operates and the
methodology to provide error handling, fault handling or both [2]. Finally, the publications are
compared in terms of the evaluation performed, namely the parameters measured, and type of analysis
carried out (analytical model, numerical, simulation or real testbed).

Most of the articles provide decentralized solutions, but there are also some hybrid and centralized
architectures. Regarding the classification of the protocol stack layer in which the fault-tolerant
behaviour is provided, this is not a very straightforward task, since many solutions have an impact at
multiple levels. When it is clear that a contribution has a cross-layer approach, the different layers are
mentioned, otherwise the most suitable protocol layer is selected for trying to categorize the proposed
solution. The protocol layers division is based on the standard protocol stack for wireless vehicular
communications [32], namely splitting into the physical, MAC and LLC, network, transport and
application layers.

The fault tolerance methods were also analysed in terms of the error handling and fault handling
mechanisms used. With respect to the error handling techniques, most of the articles proposed a
compensation scheme, in which the erroneous state contains enough redundancy to enable error to be
masked, however, in some cases, a rollforward strategy was followed, where the system jumps to a new
state without detected errors. For the fault handling part, reconfiguration of the system was typically
employed, either switching in spare components or reassigning tasks among non-failed components,
while in some solutions isolation and reinitialization mechanisms were also included. Regarding the
evaluation process of the proposed solutions, a set of different parameters were evaluated in each case,
but most of them relied on analytical models, numerical analysis or simulation results. Only in two
articles, a real testbed was used.

In summary, most of the existing fault-tolerance techniques proposed in the literature only take
into consideration specific vehicular communications applications, not being designed to support the
full range of services enabled by these networks. Moreover, these solutions typically cover just a small
number of faults affecting the vehicular communications system, focusing for instance on a particular
layer of the protocol stack, e.g., routing protocol. As a result, none of the solutions can fully address
the stringent dependability requirements of such safety-critical wireless systems, namely the high
reliability and availability levels. For that to happen, an integrated approach of the entire network
architecture needs to be taken into account, with an extended fault coverage of the system’s operation.
In addition to this, more practical implementations of fault-tolerant methods need to be developed,
in order to evaluate the proposed mechanisms with field experimental results.
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Table 2. Comparison of selected documents.

Description Fault Detection/Fault Tolerance Evaluation

Applicability Method Scenario Structure Type Layer Error Handling Fault
Handling Parameters Analytical

Model
Numerical
Analysis Simulation Real

Test-Case

Jonsson
et al. [6] Platooning Message

Retransmission Generic Centralized Temporal Transport Compensation — • Message Error Rate
• Channel Busy Time 3 7 Matlab 7

Böhm
and

Kunert [9]
Platooning Message

Retransmission Generic Centralized Temporal Transport Compensation — • Packet Delivery Ratio
• Data Age 7 7 MatLab 7

Savic
et al. [12]

Intersection
Control

Message
Retransmission Urban Decentralized Temporal Transport Compensation — • Packet Delivery Ratio

• Average Delay 3 3 7 7

Sawade
et al. [15]

Coordinated
Maneuvers

Bidirectional
Stateful

Communication +
Distributed
Consensus

Highway Decentralized Temporal Transport Compensation — • Unstable Session Ratio 7 7 VSimRTI 7

Nguyen
et al. [17]

Distributed ITS
Applications

Message
Retransmission Highway Centralized Temporal Transport Compensation — • Packet Delivery Ratio 3 3 MatLab 7

Matthiesen et al.
[7] Service Replication Petri Networks +

Markov Chains Generic Decentralized Spatial Network Compensation Reconfiguration • Service Availability
• Group Consistency 3 3 7 7

Cambruzzi et al.
[10]

Distributed ITS
Applications

Failure Detection
System Generic Decentralized Spatial Application — —

• Percentage of False Suspicions
• Average Time of Detection
• Average Time of Recovery

7 7 OMNET++ 7

Abrougui
et al. [13] Service Discovery Spanning Tree

Reconstruction Generic Centralized Spatial Application Rollforward Reconfiguration
• Recovery Sucess Rate
• Used Bandwidth
• Response Time

3 3 7 7

Chang
and

Wang [16]
Message Broadcast Relay Candidates

Selection Highway Hybrid Spatial Network Compensation Reconfiguration
• Number of Messages
• Transmission Delay
• Penetration Rate

7 7 NS-2 7

Le Lann [18] Platooning
Cohorts + Proxy

Sets + Zebra
protocols suite

Generic Hybrid Spatial Network Compensation Reconfiguration
Reinitialization • Worst Case Termination Time 3 3 7 7

Sanderson
and
Pitt [19]

Distributed
Databases

Institutionalised
Consensus Generic Hybrid Spatial Application Compensation Reconfiguration

Reinitialization

• Packet Delivery Ratio
• Data Overhead
• Average Delay Network
• Reachability

3 7 7 7

Aljeri
et al. [20]

Roadside ITS
Applications

Spanning Tree
Reconstruction Generic Centralized Spatial Application Rollforward Isolation

Reinitialization
• Number of Packets
• Diagnosis Latency 7 7 NS-2 7

Casimiro
et al. [21]

Vehicle
Coordination

Failure Detection
System + Graceful

Degradation
Generic Decentralized Spatial MAC and

Network Rollforward Reconfiguration — 7 7 7 7

Worrall
et al. [22]

Distributed ITS
Applications

Radio Redundancy
+ Machine
Learning

Generic Decentralized Spatial Physical Compensation Reconfiguration • Antenna Performance 7 7 7 3

Ploeg
et al. [23] Platooning

Communication
Topology

Adaptation
Generic Decentralized Spatial Network Compensation Reconfiguration — 3 3 7 7
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Table 2. Cont.

Description Fault Detection/Fault Tolerance Evaluation

Fathollahnejad
et al. [24] Group Formation Consensus Generic Centralized Spatial Application Rollfoward —

• Probability of Safe
Disagreement
• Probability of Unsafe
Disagreement

3 3 7 7

Bhoi
and

Khilar [25]
Multi-hop Routing Self Soft Fault

Detection Urban Decentralized Spatial Network Compensation Isolation
Reconfiguration

• Fault Detection Rate
• False Alarm Rate
• End-to-end Delay
• Number of gaps
• Number of hops

3 7 MatLab 7

Elhadef [26] Intersection
Control

Controller
Redundancy Urban Centralized Spatial Application Compensation Reconfiguration — 7 7 7 7

Almeida
et al. [27]

Distributed ITS
Applications

RSU Replication
Scheme Generic Centralized Spatial Application Compensation Isolation • Backup Replica Offset 7 7 7 3

Medani
et al. [28]

Time
Synchronization

Offsets Table
Broadcasting

Protocol
Generic Hybrid Spatial Network Rollforward Reconfiguration

Reinitialization

• Message Complexity
• Convergence Time
• Synchronization Rate

3 3
NS-2

VanetMobiSim 7

Devangavi
et al. [29] Multi-hop Routing Bezier Curves +

Path Redundancy Generic Centralized Spatial Network Compensation — • Transmission Time
• Packet Delivery Ratio 7 7 NS-2 7

Younes
et al. [30]

Road Path
Recommendation Path Redundancy Urban Decentralized Spatial Network Compensation —

• Average Traveling Time
•Average Traveling Distance
•Number of Sent Packets
•Average Delay Time
•Un-tolerated Scenarios
•Correctness

7 7
NS-2 +
SUMO 7

Kumar
and
Dave [8]

Message Broadcast
Network Coding +

Raptor Codes +
Markov Chains

Generic Decentralized Information Network Compensation —

• Packet Delivery Ratio
• Data Overhead
• Average Delay Network
Reachability

7 7
NS-2

SUMO
MOVE

7

Eze
et al. [11] Message Broadcast

Network Coding +
Message

Retransmission
Highway Decentralized Information

Network
and

Transport
Compensation — • Packet Recovery Probability

• Packet Collision Probability 3 7
NS-2

Bonn-Motion
tool

7

Ali
et al. [14]

Intersection
Control

Network Coding +
Message Relaying Urban Decentralized Information Network Compensation —

• Expected per-instance latency
• Time to successful reception
• Packet Delivery Rate

3 7
NS-3
SUMO 7
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5. Conclusions

In this work, a systematic and comprehensive survey on fault tolerance techniques for wireless
vehicular networks was conducted. In summary, there are not many research works in the area of
fault-tolerance specifically focusing on wireless vehicular communications. However, an increasing
trend can be observed in the recent years, with more protocols, mechanisms and architectures being
proposed in order to enhance the dependability attributes of wireless vehicular networks. A systematic
process to select publications from a large dataset was followed, choosing the ones that are more
relevant and specifically focused on fault-tolerance in wireless vehicular communications. The analysed
papers show that the development of safety-critical applications in such dynamic environments require
a careful planning that preserves the system’s flexibility and real-time guarantees while providing
fault-tolerance capabilities. As a conclusion, there is still a shortage of strategies to completely fulfil the
operation of dependable vehicular networks. Nevertheless, this is a crucial requirement of vehicular
communications, namely for the safety-critical applications supported by these networks.
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