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ABSTRACT

This paper proposes a new intelligent off-line Arabic handwritten signature
identification and verification system based on texture analysis. The system uses the
texture as feature and back propagation neural network as classifier. The signature
image is preprocessed by several operations (Noise removal, Conversion of the
signature image to binary image, Finding outer rectangle, Thinning and Size
normalization) then the fractal number and co-occurrence matrix are computed to
estimate texture features. In this work, two off-line Arabic handwritten signature
identification systems are constructed. The first one uses the nearest Euclidean distance,
while the other uses back propagation neural network. The paper analyzes and compares
the results obtained from the two proposed systems to show the robustness level of the
proposed intelligence system. Furthermore, the proposed system was tested by using
Genuine signatures and has achieved a CCR (Correct Classification Rate) of 100% in
best cases, while it was tested by using Forged signatures it has achieved a CRR
approximated to 96.3% in best cases. The experimental results showed that the
proposed system is efficient and competent with other state-of-the-art texture-based off-
line signature identification systems.
Keywords: Texture analysis, Back propagation artificial neural network, Offline
signature identification and verification.
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1. Introduction

The off line signature identification is one of the reliable and oldest identification
methods, which is in use over a century all over the world. However, the advent of
Automatic Signature Identification System has made the handwritten signature
identification to be more reliable, inexpensive and less time consuming. The wide and
frequent use of signature as a means of biometric identification emphasizes the need for
automatic identification systems, where a correct assessment of identification is a
crucial point. It is one of the authentic approaches, which is broadly used in documents
such as bank checks, credit cards, and many other documents of greater importance.
Signature Identification system is the process of recognizing an individual’s handwritten
signatures [1]. This system is capable of efficiently addressing two individual, but
strongly related tasks: (a) identifying the signature of the owner and (b) deciding
whether the signature is genuine or forged [2]. The signature identification and
verification could be classified into two types based on the format of input information:
online signature identification and verification [3,4,5,6,7,8 and 9] and offline signature
identification and verification [10,11,12 and 13].

Features of signature identification and verification systems could be roughly
divided into two types: (i) global features which are extracted from the whole signature,
including block codes, Wavelet and Fourier series, etc. and (ii) local features which are
calculated to describe the geometrical and topological characteristics of local segments,
such as position, tangent direction, and curvature [15 and 14].

Various off-line techniques have been proposed in the literature for the signature
identification and verification problem. This is a long-established pattern classification
problem [16], since signature is one of the most widely used authentic methods due to
its acceptance in government, legal, financial and commercial transactions [17]. It is
considered as a challenging research area [18]. Table (1) summarizes the most widely
used signature identification and verification systems.

The main contribution of this paper is the proposal of an intelligent off-line Arabic
handwritten signature identification system, based on texture analysis by using scanned
images of signatures. In the system, the texture is used as features and back propagation
neural network and nearest Euclidean distance as classifiers. The fractal number and co-
occurrence matrix are computed to estimate texture features. The results from two
signature identification methods are analyzed and compared to show the robustness
level of the proposed intelligence system with texture features. The rest of the paper is
organized as follows: The description of the proposed system is presented in section 2,
the data set collection details is explained in section 3, pre-processing of signature
images are discussed in Section 4. Sections 5 and 6, describe the texture analysis and
features extraction and the classification machines respectively. The experimental
results are presented and discussed in sections 7 and 8, while section 9 concludes the
work and presents suggestions as future work.

Table (1) Publication Samples of Signature Identification and Verification Systems

Authors/ Year Paper Title Features & Methods
Deng et al [19] “Wavelet-based off-line The curvature data of the traced
1999 handwritten signature closed contours are decomposed into
verification” multi resolutional signals using

wavelet transforms & optimal
threshold value.

Fang et al [20] A Smoothness Index Based Smoothness Features are combined

1999 Approach for Off-line with global shape features &
Signature Verification minimum distance classifier.

Baltzakis& A new signature verification global and texture features & Neural
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Papamarkos [2]
2001

technique based on a two-stage
neural network classifier

network.

Ueda | [21]
2003

Investigation of Off-Line
Japanese

Signature Verification Using a
Pattern Matching

modified pattern matching method,
which is independent of signature
stroke width.

Ozglindiiz et al.

Verification and recognition by

global, directional and grid features

Rajagopalan [13]
2007

using DTW

[12] 2005 support off-line signature of signatures & SVM.
vector machine (SVM)
Shanker, & Off-line signature verification The vertical projection feature is

extracted from signature images &
elastic matching.

Liu & Tang [14]
2007

Offline signature verification
using online handwriting
registration

Shape descriptor , which combines
the duration and amplitude variances
of handwriting & nearest neighbor
classifier.

Vargas et al. [15]
2008

Off-line Signature Verification
Based on High Pressure Polar
Distribution

High Pressure Polar Distribution &
K-Nearest Neighbor and
Probabilistic Neural Network.

Bansal etal. [1]
2009

Offline signature verification
using critical region matching

Matching Critical points extracted
from the signature shape & optimal
distance threshold.

Bertolini et al [22]
2010

Reducing forgeries in writer-
independent off-line signature
verification through ensemble
of classifiers

Signature Shape and genetic
algorithm.

Ismail et al [23]
2011

An efficient off-line signature
identification method based on
Fourier descriptor and chain
codes

Fourier descriptor and chain codes &
designed a multilayer feed forward
artificial neural network.

Shirdhonkarl and
Kokare [24]
2011

Off-Line Handwritten Signature
Identification Using Rotated
Complex Wavelet Filters

Complex wavelet filters & Canberra
distance measure.

Zhou et al [25]
2011

Handwritten Signature
Recognition based on the
SDAPCI-MS Imaging
Technique

analyzing the characteristic of the
handwritten signature’s appearance
and stroke based on SDAPCI-MS
Imaging Technique & improved
inadequacies of the similarity
algorithm.

2.The Proposed System

The aim of this work is to propose an Arabic handwritten identifier and verifier
based on texture features (box counting algorithm and co-occurrence matrix) by using
supervised feed-forward neural network with back propagation training algorithm for
identifying and verifying Arabic handwritten signatures. The proposed system
consists of three stages: (1) Pre-processing stage, (2) Feature Extraction stage and
(3) Classification stage. The block diagram of the proposed system is shown in

Figure (1).
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Figure (1) Block Diagram of the Proposed Arabic Handwritten Signature Identification and
Verification

Y

3. Data Set

The signatures to be processed by the proposed system should be in the digital
image format. Scanning the signatures from the document is called the acquisition step
which  converts a number of paper sheets to a set of digital images, each of them
containing one or more signatures. The data set of signatures (database) comprised of
200 Arabic handwritten signatures were collected by the authors from 20 people (10
signatures per person) in different times and pens. One hundred (100) signatures are
used in the training phase of the proposed system. The set of signatures is referred to as
"Signature training set”. While, one hundred (100) genuine signatures and thirty (30)
forged signatures are used to test the proposed system. This set is referred to as
"Signature testing set. All of the signatures were signed by black pen on A4 (297 x 210
mm) white paper and scanned by Epson ScanMarker 3630 at 300 DPI (Dots per
inch) resolutions.

4. Preprocessing

1- The preprocessing step is applied in both training and testing phases. The aim of
this step is to make signatures standard and ready for feature extraction. The
preprocessing steps include the following processes:

2- Noise removal: in the off-line signature identification and verification
preprocessing, it is usually necessary to eliminate the noise introduced during the
acquisition process by using mean filter [26]. The noise attached to a scanned
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signature image has to be removed to avoid errors in the further processing steps. It
is achieved by using an 3*3 median filter to generate the cleaned image [27].

3- Signature image binarization: the signature images are converted to binary images
(image binarization) by using Otsu’s thresholding method which is used to the
reduction of a graylevel image to a binary image. The algorithm assumes that the
image to be thresholded contains two classes of pixels (e.g. foreground and
background) then calculates the optimum threshold separating those two classes so
that their combined spread (intra-class variance) is minimal [33 and 28].The value
of threshold is between (0-1) and it is depending on signature itself, so it is
impossible to fix it for all signatures.

4- Finding the signature outer surface: it is very important as it involves in finding the
outer surface [28 and 29] of the signature, which is a rectangle with the least size
that all pixels of signature are in it. The outer rectangle can be found by using
horizontal and vertical projection of the signature image which is determined by
applying a threshold on the horizontal and vertical projections of the signature
image [29].

5- Thinning signature image: the purpose of the thinning step is to reduce the image
components to their essential information so that further analysis and recognition
are facilitated; it gives a good abstraction of the original signature, with a low noise
level. The thinning algorithm used in this paper is inspired from [30 and 31].

6- Size normalization: the final process is normalizing each signature image by size
normalization by using Bilinear interpolation algorithm [28 and 29]; all signature
images are aligned to a fixed dimension of 256X 256 i.e. each of them has 65536
pixels. The normalization is the most important preprocessing step that affects
identification rate directly [32].

5. Feature Extraction

Feature extraction is an important stage in establishing a handwriting identification
and verification system, which transforms a data space into a feature space. In this
research, a set of features that are uniquely characterized as a candidate signature is
used. These features are categorized as global features that treat signature image as a
whole [34] and Statistical features are derived from the distribution of pixels of a
signature image [35 and 36] based on fractal number and co-occurrence matrix
respectively. All these features are arranged in three difference forms which account to
1; 3, 12 or 13 values that form one feature vector. The feature vector is passed on to the
classifier for classification. The quality of the features determines how well the
proposed system works [37].

5.1 Box Counting to Estimate the Fractal Dimension

Fractal shapes occur universally in the natural world [38]. Fractals have been used
with varying success in a wide range of scientific fields [39]. The concept of the fractal
was first introduced by Mandelbrot [40], who used it as an indicator of surface
roughness. The fractal dimension has been used in image classification to measure
surface roughness to recognize different natural scenes such as mountains, clouds, trees,
and deserts [40,41].

The surface roughness feature has been used in coastlines, lungs, landscapes,
turbulent water flow, and even in the chaotic fluctuation of prices on the Chicago
commodity exchange [38]. Fractal was introduced to analyze texture in [41]. It
measures geometric complexity, which could be used to describe many spatial patterns
of textures [42]. Later Keller et al [43] applied it in textured image segmentation.
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There are several different types of dimensions (Self-similarity, box counting,
topological dimension, Hausdorff dimension, and Euclidean dimension) [44 and 45].
One of the variety dimension methods for estimating the fractal dimension is the box-
counting method [46 and 47]. It can be computed automatically and be applied to
patterns with or without self-similarity [37]. The box-counting dimension is calculated
for the signature images as follows: [47 and 37]

The signature image is treated as two dimensional array and the coordinates are
defined as (X, y). Then, the (X, y) coordinates is partitioned into grids which measure s x
s. If the minimum and maximum binary image levels in the (i,j)" grid fall into the k™
and the I boxes respectively , the coordinate of n_ in the (i,j)", grid is defined as:

n(,j)=1-k+1 (D)
While, N, is defined as the summation of the contributions from all the grids that are
located in a window of the image.

N, =>n(,j) .(2)
1]

If rN, is computed for different values of r, then the fractal dimension can be
estimated as the slope of the line that best fits points(log(l/r),logN,). This paper

computes the fractal number for a signature image and produces one feature that is
added to feature vector. The block diagram of computing the fractal dimension [48,49

and 50] is shown in Figure (2.)

Inputting the binary
image for computing
its fractal number

b

Dividing the image into regular
meshes with a mesh size of » =12,
J=12..1

A4
{ Counting the number of square boxes J

that intersect the image Nr
which is dependent on the choice of »

)

( Plotting the slope D formed by ]

plotting log(N¥) against log(1/r)

;
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The linear regression equation used
to estimate the fractal dimension is:
log(Nr) = log (KE}+ D log(l/ir),
where K is constant and D denotes
the dimension of the fractal set

:

The fractal number of the
given image is estimated by
using the final forms:
D=3+ log(Nr)/log(1/¥}

Figure (2) Block Diagram for the Fractal Number Estimation Using Box Counting Algorithm

5.2 The Co-Occurrence Matrix

The co-occurrence matrices of the signature image are used to extract another
texture feature group. In a gray-level image, the co-occurrence matrix Pq[i,j] is defined
by first specifying a displacement vector d=(dx,dy) and counting all pairs of pixels
separated by d and having gray level values i and j. In this work the signature image is
binary and therefore the co-occurrence matrix is a 2x2 matrix describing the transition
of black and white pixels [51 and 52]. Therefore, the co-occurrence matrix Pq[i,j] is
defined as: »

.. o ol
Pliil = [0 o2 03
where poo represents the number of times that two white pixels appear, separated by d.
po1 that represents the number of times that a combination of a white and a black pixel
occurs, separated by d. p1o is the same as po1. The p11represents the number of times
that two black pixels appear, separated by d.

In this work, the co-occurrence matrix is computed for a signature image in four
orientations (directions 0°, 45°, 90° and 135°) and four distances (1,2,3 and 4) for each
direction. This procedure produces 16 matrices then only Po), P1,1) and , P, values
are used as texture features of a signature image. This means that 48 texture features
are estimated (3 features are estimated for one direction and one distance).

6. Classification

The final stage of the proposed Arabic handwritten identification and verification
system is the classification. The classification algorithm is chosen to be used in an
Arabic handwritten identification and verification is highly dependent on the properties
and the format of the features that represent the signature image. The main goal of
identification process is recognizing true class of an unknown input signature. In other
word, a classifier must determine the class of an input sample. In this case, the input of
the proposed system is a handwritten Arabic signature and the output is a class number
that determines the class of input signature. On the other hand, in the verification,
classifier must examine an input signature to determine whether it is genuine or forged.
Thorough out this paper two classifiers are used to identify and verify an Arabic
Handwritten  signature. The first one is nearest distance classifier which is based on
Euclidian distance [53] ,while, the second classifier is based on ANN using
Backpropagation algorithm. The backpropagation algorithm [54 and 55] is one of the
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most popular and widely used network-learning algorithms. It has been derived from the
generalized Delta Learning rule that aims to minimize error in subsequent iterations
during the training phase.

6.1 Nearest Distance Classifier

In the proposed signature identification system, a classifier calculates a distance of
the input signature from all sample signatures in the training set. If the minimum
distance is less than a predefined threshold value then the class of the input signature is
the same as the class of the nearest distance to the signature in the training set.
Euclidean Distance is a famous method that calculates the distance points which is used
to find the distance between two signatures [29].

Assuming that p = (p1, p2,..., pn) and q = (g1, 92,..., On) are two signature feature
vectors , then the distance from p to g, or from g to p is given by the following equation
- [53] .

d(p,q) = \/(pl — @)+ (Pe— @)+ .+ (pi— @)+ o+ (Pn— @n)? (4

6.2 Neural Network Classifier

In this work, a back-propagation neural network is used to classify signatures. The
network consists of three layers; the first layer consists of neurons that are responsible
for input feature vectors into the neural network. The number of neurons equals (which
are arranged in three different forms that account to 1; 3, 12 or 13 neurons depending
on the form one feature vector). The second layer is a hidden layer which allows neural
network to perform the error reduction that is necessary to obtain the desired output.
The final layer is the output layer that is determined by the size of the desired output set.
There is one output node that represents the index of the signature classes. The transfer
function used between the input layer and hidden layer is hyperbolic tangent sigmoid
transfer function whereas, the output layer neuron is estimated by using the linear
transfer function. Figure (3) shows the topology of the used artificial neural network
classifier (back propagation) by using thirteen neurons for input, twenty neurons for

hidden layer and one neuron for output.
Hidden Layer

(" ., Output neuren

| > )
" (class number)

Input neurons z
(Features vector) |

-

I\_./

Figure (3) topology of the used artificial neural network classifier (back propagation)
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6.1.1 Training Phase

The ANN is trained to classify Arabic handwritten signature features. In the
training phase of the ANN, the weight values between the input, the hidden and the
output layers are initialized with random values. After repeatedly presenting features of
the input samples and desired targets, the output with the desired outcome are compared
and it is used to measure the error then adjusting the weight. This process is repeated
until the error rate of the output node reaches a minimum value. The training algorithm
used is Gradient descent with momentum back propagation. All the training signature
images were divided into 10 classes (each class represents one person). The description
of the training set has already been explained in section 3.

6.1.2 Testing Phase

In this phase, the features are extracted based on the same approach as in the
training phase. In signature identification, the input is an unknown signature and system
must identify the owner of that. But, the goal of signature verification is examination of
an input signature to determine whether it is genuine or forged. The summary of testing
set had been provided in section 3. Figure (4) illustrates the training and testing phases
of the proposed Arabic handwritten signature identification and verification system.

Training BPANN on all
features extracted
Training | from signatures within Recognition

/ training set —* result

Input . Feature
signature —»| Preprocessing [ )| Extraction
Similarity (based
on all trained
Recognition signatures)

Figure (4) Training and using the proposed Arabic handwritten signature identification and
verification

7. Results

The experimental results are presented to show the effectiveness of the proposed
offline Arabic handwritten signature identification, which estimates the texture features
by using the fractal number and co-occurrence matrix. The proposed system was carried
out on a 3.00 GHz Intel (R) Core TM 2Duo processor with 8 GB RAM on Windows
Vista platform by using MATLAB R2009a. Figure (5) shows samples of signature
images while the results of the pre-processing stage are illustrated in Figure (6).
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a - Noise removal (mean filter) b- Signature image (Binary image)

e b Sv«-2 00 =0 e & v 43 00D =D

= (. s = m—
Ty

c- Finding outer rectangle d- Thinning

e- Size normalizing and converting to binary image
Figure (6) The Results of a Preprocessing Stage

Two different classifiers were tested and evaluated to find out the more reliable
off-line Arabic handwritten identifier and verifier. The first classifier used the nearest
distance based on Euclidean distance in identification system while the second one used
BPANN in both identification and verification processes. The proposed off-line Arabic
handwritten identification and verification system was tested by using the signature

database collected by the authors as illustrated in section 3.
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The proposed system was tested based on texture features estimated by co-
occurrence matrix and combination of a fractal number feature with the texture features
estimated by using co-occurrence matrix. The evaluation has been divided into two
groups; the first group used genuine signatures while the second group used forged
signatures.

7.1 Evaluation Using Genuine Signatures

In the proposed off-line Arabic Handwritten signature identification and
verification system, the evaluation of the system identification (recognition) is
determined by the (CCR) [2 and 28] which represents the accuracy of a system. While
the evaluation of system verification is determined by False Rejection Rate (FRR) and
False Acceptation Rate (FAR) [2 and 12]. Pourshahabi et al [28] have defined another
evaluation term called as Equal Error Rate (EER) which is usually considered as the
optimum state of the verification system [28].

The evaluation results of testing the first classifier by using nearest Euclidean
distance and the second classifier by using BPANN (based on either fractal number
feature or based on 3 features estimated from co-occurrence matrix in 4 orientations
(directions 0° , 45°,90° and 135°)) and 4 distances (as explained in section 4.2) are
illustrated in tables 2 and 3 respectively.

Table (2) CCR for the first classifier used the nearest neighbor

Or Ds D=1 D=2 D=3 D=4
Orientation =0° 81.25% 87.5% 83.75% 81.25%
Orientation =45° 85.00% 87.5% 85% 81.25%
Orientation =90° 80% 82.5% 85% 71.25%
Orientation =135° 78.75% 88.75% 85% 90%
Fractal feature 90%
Table (3) CCR for the second classifier used the BPANN
Or Ds D=1 D=2 D=3 D=4
Orientation =0° 90% 90% 90% 90%
Orientation =45° 90% 80% 90% 100%
Orientation =90° 90% 90% 90% 90%
Orientation =135° 90% 90% 100% 100%
Fractal feature 100%

A simple comparison between the evaluation of the results of the first classifier
and the second classifier shows that the evaluation of the second one which is based on
BPANN is more accurate than the first one. This led to make more evaluations to the
BPANN classifier. The evaluation results based on the combination of all estimated
from co-occurrence matrix (all distances for each orientation) are illustrated in table (4).

Table (4) CCR system 2 all distances

Features CCR
Features estimated when orientation = 0°. 80%
Features estimated when orientation = 45°. 90%
Features estimated when orientation = 90°. 90%
Features estimated when orientation =135°. 90%

The evaluated results of identifying the classifier by using BPANN based on the
features estimated from co-occurrence matrix in 4 orientations (directions 0° , 45°,90°
and 135°) and 4 distances (as explained in section 4.2) combined with the fractal
number features are illustrated in tables 5.

Table (5) CCR of the classifier used the BPANN

Or s D=1 D=2 D=3 D=4 All distances
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Orientation =0° 80% 90%
Orientation =45° 80% 80%

Orientation =90° 90% 90% 90% 90% 90%

Orientation =135° 100% 90% 90% 90% 90%

The evaluated results of verifying the classifier by using BPANN (based on either
fractal number feature or based on the features estimated from co-occurrence matrix in
4 orientations (directions 0° , 45°,90° and 135°) and 4 distances (as explained in section
4.2) are illustrated in tables 6 and 7 respectively.

Table (6) FAR of the classifier used the BPANN

or Ds D=1 D=2 D=3 D=4 All distances
Orientation =0° 6% 3% 5% 5% 14%
Orientation =45° 7% 12% 5% 0 2%
Orientation =90° 7% 9% 4% 5% 5%
Orientation =135° 8% 5% 0 0 4%
Fractal feature 0
Table (7) FRR of the classifier used the BPANN
or S D=1 D=2 D=3 D=4 All distances
Orientation =0° 4% 7% 5% 5% 6%
Orientation =45° 3% 8% 5% 0 8%
Orientation =90° 3% 1% 6% 5% 5%
Orientation =135° 2% 5% 0 0 6%
Fractal feature 0

The evaluated results of verifying the classifier by using BPANN (based on fractal
number feature combine with the features estimated from co-occurrence matrix in 4
orientations (directions 0° , 45°,90° and 135°) and 4 distances as explained in section
4.2) are illustrated in tables 8 and 9 respectively.

Table (8) FAR of the classifier used the BPANN

or S D=1 D=2 D=3 D=4 All distances
Orientation =0° 16% 0 0 0 4%
Orientation =45° 8% 0 0 0 12%
Orientation =90° 6% 4% 2% 5% 5%
Orientation =135° 0 6% 4% 4% 3%
Table (9) FRR of the classifier used the BPANN
or S D=1 D=2 D=3 D=4 All distances
Orientation =0° 4% 0 0 0 6%
Orientation =45° 12% 0 0 0 8%
Orientation =90° 4% 6% 8% 5% 5%
Orientation =135° 0 4% 6% 6% 7%

The ERR of the best results (the shadow fields in the tables 3 and 5) equal 0.

7.2 Evaluation Using Forged Signatures

The evaluation of the proposed off-line Arabic handwritten signature verification
system is determined by the (CRR) and the False Accept Rate (FAE) [2].The CRR is
found when the system is tested by using forged signatures and correctly gives a
negative response, whereas the FAE is found when the system is tested by using forged
signatures and wrongly gives a positive response. The verification evaluation of the
proposed system based BPANN was done by using signature set which has 30 forged
signatures. This evaluation has been estimated for verifying the proposed system that
has a high CCR only which are mentioned as shadow fields in tables 3 and 5. The
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evaluated results are shown in Figure (7), by using 10 variety feature groups. The first
three groups (groupl, group2 and group3) have been estimated by using co-occurrence
matrix features with specific orientation and distance while the last seven groups
(group4,...,groupl0) combine the fractal number feature with the features estimated by
using co-occurrence matrix with specific orientation and distance.

Verification Evaluation of the proposed system
using forger signatures

120.00%
g g g 10000%
80.00%
60.00%
40.00%
20.00%

* * *~— * L 0.00%

—4—FAE
== CRR

an|ea uonenjeaa

Features groups

Figure (7) Verification Evaluation of the Proposed System using Forger Signatures
8. Discussion

It was experimentally observed that the combination of a fractal number feature
with the texture features estimated by using co-occurrence matrix had increased the
accuracy of the proposed system. Three groups of texture features that were estimated
from co-occurrence matrix have 100 % CCR (shadow fields in table 3), while ten
groups of features that combined a fractal number feature with the texture features
estimated by using co-occurrence matrix have 100% CCR (shadow fields in table 5).

After conducting several experiments for the proposed system based on different
feature combinations, it was experimentally observed that the combination of a fractal
number feature with the texture features that were estimated by using co-occurrence
matrix had increased the accuracy of the proposed system. Three groups of texture
features that were estimated from co-occurrence matrix have 100 % CCR (shadow
fields in table 3), while seven groups of features that combined a fractal number feature
with the texture features that were estimated by using co-occurrence matrix have 100%
CCR (shadow fields in table 5). The CCR of these evaluations equal 100%. On the other
hand, the testing results of the proposed system regarding to forged signatures showed
that the best evaluation performance has been obtained based on features groups 1,3,4,6
and 8 only. The CRR of these evaluations was 96.7%. Although, the authors were
unable find any papers which have used the same test sets especially for Arabic
handwritten signatures, it may be useful to validate the experimental results with other
published results that have employed different identification and verification systems.
Hence, the performance of the proposed system is compared with the performance of
other identification and verification systems. The Ueda's proposed system [21] which
deals with an off-line Japanese signature verification by using a pattern matching
method reported FAR and FRR equal 9.1. Whereas, the FAR and FRR of the system
described by Vargas et al [15] equal 14.66 and 10.01 respectively. The error rates of the
suggested system by Qiao et al [14] equal 7.3 and 7.4 for two used data sets. The Iranian
(Persian) signature verification system proposed by Sigari et al [29] had FAR and FRR
values equal 15 and 15 respectively while they equal 14.5 and 12.5 for Iranian (Persian)
signature verification system proposed by Pourshabi et al [28]. It is possible to get full
evaluation performance (CCR equal 100% and FAR and FRR equal 0%) when testing
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the system by using genuine signatures, but it is impossible to get full evaluation
performance (100% CRR) when testing the system by using forged signatures.
However, the best performance evaluations of the proposed intelligent off-line Arabic
handwritten signature identification and verification system equals 100 % CCR, and
equals 0% for FAR and FRR. On the other hand, the performance evaluation of the
proposed system against forged signatures reported CRR value equals 96.7%. These
values indicate that the proposed system outperforms or close to all signature
identification and verification system mentioned above.

9. Conclusion and Future Work

This paper had proposed an intelligent off-line Arabic handwritten signature
identification and verification system. The proposed system extract the features based
on texture analysis of the signature image. Fractal number feature and co-occurrence
matrix are computed to estimate texture features. In order to evaluate the performance
of the proposed system, two signature tests were used that comprised genuine and
forged signatures. The experimental results showed that the proposed system had
yielded good results in identification and verification processes because FAR = 0%,
FRR= 0% ,CCR =100% and CRR =96.3%. Only ten cases of the experimental results
had demonstrated that the proposed system had achieved high performance as shown in
Figure 5. A necessary future direction is to validate the proposed algorithms by using a
standard handwritten Arabic signatures database. Such a method will enable us to
compare our performance evaluation results with those presented by other authors for
the same test signatures. Another improvement, suggested is the adaptation of our
approach to Fuzzy logic technique in other features domains.
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