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ABSTRACT
Federated learning (FL) is an emerging machine learning (ML) paradigm that enables heterogeneous edge devices
to collaboratively train ML models without revealing their raw data to a logically centralized server. Heterogeneity
across participants is a fundamental challenge in FL, both in terms of non-independent and identically distributed
(Non-IID) data distributions and variations in device capabilities. Many existing works present point solutions to
address issues like slow convergence, low final accuracy, and bias in FL, all stemming from the client heterogeneity.

We observe that, in a large population, there exist groups of clients with statistically similar data distributions
(cohorts). In this paper, we propose Auxo to gradually identify cohorts among large-scale, low-participation,
and resource-constrained FL populations. Auxo then adaptively determines how to train cohort-specific models
in order to achieve better model performance and ensure resource efficiency. By identifying cohorts with
smaller heterogeneity and performing efficient cohort-based training, our extensive evaluations show that Auxo
substantially boosts the state-of-the-art solutions in terms of final accuracy, convergence time, and model bias.

1 INTRODUCTION

Federated learning (FL) enables distributed clients to col-
laboratively train an ML model without moving their local
data to the cloud. It circumvents the systematic privacy risk
and cost of data transfers in centrally collecting user data.
FL is increasingly being adopted by many popular applica-
tions, such as Google’s Gboard (GBoard, 2020), Apple’s
Siri (Paulik et al., 2021), NVIDIA’s medical platform (Li
et al.), Meta’s Ads recommendation (Meta, 2021), and We-
Bank risk prediction (McMahan & Ramage, 2017), across
up to millions of end-user devices.

Despite its privacy advantage over traditional ML, FL faces
unique challenges due to statistical heterogeneity among
user data and systems-level heterogeneity among user de-
vice capabilities. On the one hand, statistical heterogeneity
makes one single global model insufficient for satisfying
every client’s data distributions (Li et al., 2020c; Zhao et al.,
2018). Even if a personalization algorithm is used to gener-
ate individual models for each client, they may suffer from
heterogeneity-borne challenges (Tang et al., 2021; Long
et al., 2022). Several studies that try to mitigate the effect
of statistical heterogeneity, such as FedYoGi (Reddi et al.,
2021), q-FedAvg (Li et al., 2020b), FTFA (Cheng et al.,
2021), have shown that their convergence depends on the
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degree of heterogeneity, both theoretically and empirically.
On the other hand, system heterogeneity raises challenges
for straggler mitigation and fault tolerance, and degrades
overall system efficiency (Yang et al., 2020; Bonawitz et al.,
2019; Xu et al., 2019). For example, recent studies that con-
sider system heterogeneity, such as Oort (Lai et al., 2021),
PyramidFL (Li et al., 2022), and FedProx (Li et al., 2020a),
have shown that their performance also worsen with increas-
ing heterogeneity (§2.2).

To tackle the root cause of the problems caused by hetero-
geneity instead of only the symptoms arising from hetero-
geneity, we consider whether we can reduce heterogeneity
itself during FL training instead of simply trying to address
its ill effects? Intuitively and analytically, we observe that
real-world FL populations often include groups of clients
with statistically similar data distributions or cohorts (Yuan
et al., 2022) (§2.3). If a population has K cohorts, training
K separate models — one for each cohort with lower statis-
tical heterogeneity — can boost the performance of many
existing FL algorithms that are orthogonal to ours and target
on convergence (Reddi et al., 2021; Li et al., 2020a; Lai
et al., 2021), fairness optimization (Li et al., 2020b), com-
munication efficiency (Abdelmoniem et al., 2023; Rothchild
et al., 2020) and so on.

Although some recent works that have attempted to train
separate models for different client groups (Briggs et al.,
2020; Ghosh et al., 2020; Long et al., 2022), how to cluster
clients at scale and in the wild while respecting client privacy
has received little systematic attention (§2.4). To this end,
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we propose Auxo, a cohort manager for efficient FL, to en-
able 1) scalable cohort identification to reduce intra-cohort
heterogeneity under large-scale and low-participation FL
scenarios; and 2) efficient cohort-based training to guaran-
tee model convergence and facilitate most FL optimizations
(e.g., fairness optimization) without extra resource cost.

In addition to the challenges faced by state-of-the-art clus-
tering mechanisms (Sattler et al., 2021; Duan et al., 2021),
Auxo addresses the following practical challenges toward
real FL deployment (§4). First, most existing clustering
strategies require a complete pass of all clients, visibility
to client data, or additional on-device training for every
participant and over time, which is not only expensive and
risky to privacy, but also can be impractical as clients can
be unavailable over time. Instead, Auxo allows sporadic
client availability, and respects client resource constraints
and privacy. It automatically spawns new cohorts and se-
lects the right cohort even for unseen clients while exploring
a large population. Second, unlike expensive and ad-hoc
hyper-parameter tuning stages used in existing solutions,
Auxo finds a sweet spot between creating too many or too
few cohorts. It also determines when to derive new cohorts
to jointly optimize the model performance and the overall
training resources.! Moreover, Auxo delivers such efficient
cohort clustering and training while being robust to uncer-
tainties (e.g., failure tolerance and unfavorable settings) at
scale (§3).

We have implemented (§5) and evaluated (§6) Auxo on a
wide variety of real-world FL datasets, tasks, and algorithms
at scale. Compared to existing solutions, Auxo improves
the performance for various FL algorithms, such as better
test accuracy (2.1%-8.2%) and convergence speed (up to
2.2x) and smaller bias of model accuracy (5%—116%).

Overall, we make the following contributions in this paper:

* We propose a systematic clustering mechanism to
identify cohorts for the practical large-scale, low-
participation and resource-constrained FL setting.

* We identify a sweet spot for jointly optimizing model
convergence and training cost, and provide analytical
insights to ensure good model performance.

* We implement and evaluate Auxo at scale, showing the
improvement of final accuracy, convergence time, and
model fairness over the state-of-the-art.

2 BACKGROUND AND MOTIVATION

We start with a brief introduction of federated learning
(§2.1), followed by the challenges it faces due to hetero-
geneity in real-world settings (§2.2 ) . Next, we describe

"We refer to the number of participants that contribute to a
round of FL training as training resource throughout this paper.
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Figure 1. Traditional FL overview. The server first selects from
available clients and sends out model weights. Clients train the
updated model on their local dataset. After training is finished,
clients report their model gradient to the server.

some opportunities to improve FL that motivates our work
(§2.3). Finally, we explain the limitations in related works
that motivate our algorithm and system design (§2.4). More
discussion about related works can be found in Appendix D.

2.1 Federated Learning

A typical cross-device FL system consists of two primary
components (Figure 1): A logically centralized cloud server
that maintains a single global model and many distributed
clients with private local data. The overall lifecycle of an
FL training round can be divided into three broad stages.

(D Selection stage: Clients check in with the server con-
tinuously to announce their availability for FL. compu-
tation. The server selects a number of participants for
that round based on its client selection strategy.

(2) Execution stage: The selected participants download
the current model from the server and perform server-
specified computation on their local data.

(3 Aggregation stage: Participants that successfully com-
plete the execution stage send model updates back to the
server. The server aggregates the updates to finalize an
updated model for the next round.

2.2 Heterogeneity Challenges in FL

Unlike centralized ML, FL faces unique challenges in terms
of statistical and system heterogeneity. The former refers
to the diversity of data distribution across clients, which
hinders model convergence; the latter refers to variations in
system characteristics among participants’ devices, which
results in large differences in training performance. In-
creasing heterogeneity in either dimension leads to poor
performance.

Impact of statistical heterogeneity. Under large statisti-
cal heterogeneity, poor model accuracy, convergence and
fairness can be observed by individual clients as the model
is validated on their local data but is trained over all the
clients. Existing works that address statistical heterogeneity
in FL assume bounded heterogeneity (Li et al., 2020c; Zhao
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Figure 2. The impact of heterogeneity on final accuracy.
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Figure 3. Intra-cluster hetero-
geneity in real datasets.

Figure 4. Diminishing return
by adding more participants.

etal., 2018; Reddi et al., 2021; Li et al., 2020a). Thus, they
are fragile to larger statistical heterogeneity.> For example,
our analysis of FedYoGi (Reddi et al., 2021) (a state-of-the-
art FL algorithm) on OpenImage (Openlmg, 2018) (an FL
image dataset), in Figure 2a shows that the model accuracy
and its fairness across clients worsens with increasing statis-
tical heterogeneity. To reach the same model performance
with larger heterogeneity, more communication and/or com-
putation costs are needed. This is true for personalization
algorithms as well (Tang et al., 2021).

Impact of system heterogeneity. Heterogeneity of
system-level characteristics raise challenges such as fault
tolerance and straggler mitigation (Li et al., 2020a; Huba
et al., 2022). Over-commitment (Bonawitz et al., 2019),
which discards updates from slowest-responding partici-
pants, is commonly used to reduce the impact of stragglers,
but it may lead to participation bias against slow devices.
Figure 2b shows the final accuracy of the Openlmage task
under different degrees of system heterogeneity (variance of
system speed). For each experiment, we control the round
duration and the number of successful participants to be
the same; as a result, participation bias exacerbates with in-
creasing system heterogeneity. Since participation bias may
enhance statistical heterogeneity in another form, the final
accuracy decreases with increasing system heterogeneity
(albeit at a slower rate than statistical heterogeneity).

*In this experiment, we measure the statistical heterogeneity
among a set of clients using the popular L2 distance on their data
distributions (Lai et al., 2021).

CFL FL+HC FlexCFL IFCA Auxo
Partial part. X v v v v
Low avail. X X v v v
Res. constraint X X X X v
Training perf. X X X X v

Table 1. Comparing Auxo with existing Clustered FL.

2.3 Opportunities

The opportunity for improving FL training performance,
therefore, lies in decreasing heterogeneity especially the
statistical heterogeneity. By identifying statistically homo-
geneous groups and performing FL within each group, we
may be able to boost model performance of most FL algo-
rithms that are suffered by the heterogeneity.

Despite large statistical heterogeneity across the entire FL
client population, there exist groups of statistically simi-
lar clients in most large populations. Figure 3 shows that
for four representative FL workloads (Lai et al., 2022) in
the real world. We use K-means clustering (with increas-
ing values of K) on clients’ data distribution by their L.2-
distance metric. As the number of clusters increases from
one (i.e., traditional FL with one global model) to larger
values, we observe a small number of statistically similar
groups emerge for most datasets.

However, training K models to converge may need more
training resources compared to training one model. As
shown in Figure 4, increasing training resources has dimin-
ishing returns on the model convergence, which presents the
primary opportunity leveraged in this work: instead of let-
ting all available clients contribute to a single global model,
it may be more beneficial to partition them into several
cohorts, each with smaller heterogeneity.

2.4 Limitations of Existing Clustered FL Solutions

Recent efforts in the ML community have (theoretically) ex-
plored to create smaller groups of statistically similar clients.
Yet, existing clustered FL algorithms often fall short across
multiple dimensions in practical deployments (Table 1),
which motivates us to design systems support for efficient
cohort identification and training. We empirically show the
superior performance of Auxo over them too (§6.2).

Scalability. FL in practice often involves millions of
clients, and only a small fraction, ~5% (Bonawitz et al.,
2019; Lai et al., 2022), are available to participate in during a
time window. Such low availability and partial participation
limit the available information for the clustering algorithms.
This, however, is ignored by CFL (Sattler et al., 2021), multi-
center (Long et al., 2022) and FL+HC (Briggs et al., 2020),
and makes the deployment impractical as they requires a
complete pass over the entire population to identify clus-
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Figure 5. Auxo architecture. Auxo server Figure 6. Auxo lifecycle. Clients first submit their affinity requests, which are then for-
guides Auxo clients to train on their best- warded to the matched cohorts. Then each cohort conducts traditional FL training indepen-

fit cohorts.

ters. Furthermore, clients usually have limited on-board
resources, but IFCA (Ghosh et al., 2020), FlexCFL (Duan
etal.,2021), and FL+HC require extra computation to for ev-
ery client and/or over time to assign them to a cluster, which
incurs large computation and communication overhead. For
example, [FCA initiates multiple global models and broad-
casts all models for each participant to choose from in each
round; and FlexCFL and FL+HC require pre-training for
every client to identify their clusters.

Efficiency. In addition to the challenge of identifying sta-
tistically similar groups at scale, how to leverage those simi-
lar groups to improve model performance introduces new
trade-offs in deciding the right number of cohorts and time
to partition. Given a fixed amount of resources, generating
more cohorts results in smaller heterogeneity; but it divides
up the fixed training resource and unique training data per
cohort, which hurts model convergence and generalizability.
Moreover, partitioning clients too early can lead to model
bias as the model is not generalized well by training on vari-
ous clients, while partitioning too late can result in model
variance over high heterogeneity. Unfortunately, most exist-
ing clustered FL algorithms are unaware of these tradeoffs,
and rely on ad-hoc hyper-parameter tuning, which is pro-
hibitively expensive as FL training can take many days and
consume large amount of resources.

3 Auxo OVERVIEW

Auxo progressively reduces the intra-group heterogeneity
and improves the model performance through cohort identi-
fication and cohort-based training toward practical FL. In
this section, we introduce the cohort abstraction, provide
an overview of how Auxo manages cohorts in a distributed

dently. Finally, each cohort reports back the results to guide clients’ cohort selection.

fashion and fits into the FL life cycle.

3.1 Cohort Abstraction

Instead of training only one global model, Auxo trains a
model separately for each group of FL clients that shares
similar statistical data and model characteristics. We refer
to each of these groups, which can perform independent FL
training over more homogeneous clients than the overall
population, as a cohort Cy,,(m € [1, M]) with two associ-
ated properties:

* A cohort should hold a specialized model that targets
data distribution with smaller intra-cohort heterogeneity.

* A cohort should have enough members |C,, | to form a
meaningful group and deliver the benefit of partition.

Traditional (i.e., cohort-agnostic) FL training has a single
cohort with unbounded heterogeneity among the members.

3.2 Auxo Architecture
Auxo server consists of two primary components (Figure 5):

* A logically centralized cohort coordinator performs
three main functions. First, it manages existing cohorts
for fault tolerance. Second, it matches clients to their
best-fit cohorts. Finally, it monitors the progress of
cohort training and identification in order to decide co-
hort partition when it observes an opportunity for better
model convergence .

* A set of cohorts each performs independent FL training.
Each cohort contains traditional FL. components such as
aggregator and client selector. On top of traditional FL.
training activities, each cohort continuously identifies
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its internal composition, reports its progress to the coor-
dinator and waits for the partition instruction from the
coordinator.

FL Lifecycle in Auxo As shown in Figure 6, following
the traditional FL stages in Section 2.1, Auxo adds a match-
ing stage (0) and a feedback stage (4) before and after the
traditional round.

(00 Matching stage: When checking in, clients using Auxo
optionally include an affinity request (a hint about their
cohort preference) to the cohort coordinator. If it took
part in the training of one or more cohorts in the past,
its preference is dependent on previous feedback. Oth-
erwise, it has no preference. The cohort coordinator
forwards the affinity request to the corresponding cohort
based on its search algorithm and client’s request.

(D - (@ Traditional FL stages: Each cohort starts a tra-
ditional FL training round independently after continu-
ously receiving its client requests from the cohort coor-
dinator. These traditional stages include client selection,
training execution, server aggregation, and so on.

(4) Feedback stage: After the traditional FL round finishes,
each cohort updates the affinity feedback for its current
participants based on the Auxo clustering algorithm
(§4). Then, each participant receives an affinity feedback
— w.r.t. the cohort it trained with — and updates the
corresponding affinity record for submitting requests
in a future round of FL training. During this stage,
each cohort also reports its training and identification
progress to the cohort coordinator.

More details of systems implementation and distributed
protocols are in Appendix B.

Resource management. Auxo jointly maximizes model
convergence and resource efficiency in two ways. First, its
scalable cohort identification algorithm does not require
extra on-device computation and uses the same amount of
resources as traditional FL algorithms(§4.1- §4.3). Second,
it carefully chooses the number of cohorts and time to par-
tition to theoretically guarantee better model convergence
and generalizability despite each cohort having less training
resources than the previous global model (§4.4).

Scalability and fault tolerance. Cohort management
over a large scale population would incur tremendous stor-
age, fault tolerance, and response time overhead. Thus,
Auxo designs a soft-state server that offloads cohort-related
information to individual clients in order to enable fate shar-
ing — a failed client will only lose its own information. If the
soft-state server fails, a restarted server only needs to load
meta data from disk and receive all necessary information
from the clients. We elaborate the design in Appendix B.1-

B.3.

Threat model and robustness. Similar to the state-of-
the-art production FL systems (Bonawitz et al., 2019; Huba
et al., 2022), Auxo considers an honest-but-curious central-
ized server for aggregation, which can infer any information
without interfering with the FL training. Auxo also assumes
that most clients are honest, and only a small fraction can
act maliciously under the control of a bad actor (Shejwalkar
et al., 2021). We elaborate on how Auxo can provide robust-
ness under this threat model along with some experiment
results in Appendix B.3-B.4.

4 AUuXO0 CLUSTERING

In this section, we present the core clustering algorithm
used in Auxo to identify cohorts (§4.1- §4.3). Then, we
discuss the techniques of cohort-based training to boost
model performance under realistic constraints (§4.4).

4.1 Problem Formulation and Overview

Auxo’s primary objective is to accurately cluster clients by
their statistical heterogeneity into appropriate cohorts under
the following real-world FL constraints: a) The participants
‘P" in each round are only a small fraction of all clients (),
i.e., |P"| < N, and b) The information available to today’s
FL central server is limited to gradients transferred by the
existing FL algorithms.

The input to the server is a list of participants along with
their gradients collected over training rounds based on these
two constraints. Since the gradient of client ¢ relies on its lo-
cal dataset z; and the received model weights (unique for the
round r and cohort m), we formulate the input of the cluster-
ing algorithm in each round 7 as {{g;, (%) }icPr, }me[l M.
where g7 (x;) is the gradient of participant ¢ , P}, is the
participants list, and M, is the number of cohorts.

The output is the cohort membership {S; € [1, M]} for
each client ¢ € [1, N] with the objective to minimize the
average intra-cohort heterogeneity:

Sl -l M

S“Sj:m

= Z 2|{m|s =]

Intuitively, we can model it as a clustering problem
{z1,..,en} — {51,..., Sn}, whereas doing so encoun-
ters new challenges. a) How to derive client data similarity
without direct access to data and without iterating all but
part of the clustering objects every round. b) How to assign
new incoming clients to the best-fit cohort without prior
information.

Following this problem definition and challenge, Algo-
rithm 1 illustrates the overview of Auxo clustering mecha-
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Algorithm 1 Auxo Clustering Algorithm

Input: Participants list P, Exploration factor e
Output: Client-cohort membership list Sp
M« 1; > Initialize the number of cohorts.
Sp < 0; > Initialize client-cohort membership.
Rp oy < 0;
LD,]W — N/A
for cachroundr = 1,2, ... do

Pro={ilSi =m,i P}

for each cohort m = 1, ..., M in parallel do

Auxo-Clustering (P},)

Sp = CohortSelection(Rp,¢,r)

: return Sp

> Initialize client-cohort reward.

— =
TeY RN AW

\S]

Function Auxo-Clustering(Participants listP;,)
> Identify clusters on the fly.
13: if r == 1 then
14: Lpr n = Kmeans(g;,(zpr ), K).
15: else
t6: Py ={ilLim =0,i€ P}
17. Py ={ilLi,m =1,i€ P),}
18:  Co = avg(gy,(2zp,)). C1 = avg(gy, (zp,))
19:  Lpr = argming ||gy, (zpr, ) — Ckll2
> Decide partitioning to start separate training.
20: if PartitionCriteria(m) then
2. M=M+1
22: Rpm=~Rpm+01lx1(Lp,, ==0)
23: Rp .y = Rppm +0.1 % ]l(LD_’m ==1)
> Update rewards for cohort selection.
24: if M > 1 then
25:  Rpr ;= ExploitReward(Rpr m,Tpr )
26:  Rpr nw=ExploreReward(Rp:,m’), ¥Vm # m’

nism, which consists of an online cluster algorithm to cluster
clients at scale (§4.2) and the cohort selection for individual
FL clients (§4.3).

4.2 Online Clustering

To derive client data similarity without direct access, Auxo
leverages client gradient similarity to derive the client data
similarity based on the theoretical insights from related
works (Sattler et al., 2021; Sener & Savarese, 2018) under
certain assumptions. Intuitively, gradient divergence can be
attributed to data heterogeneity (Li et al., 2020a) and similar
clients would have smaller gradient divergence, based on
the same initial model weight. We leverage this observation
and measure the gradient divergence by the widely-used
cosine similarity (Xue et al., 2021) among the input batch of
gradients g7, (x;),i € P!, to investigate client similarity.®

3Cosine similarity measures the similarity between two vectors
of an inner product space (Xue et al., 2021).

> Initialize client-cohort cluster id.

We denote ¢(-) as the normalized gradient for simplicity of
exposition.

To accommodate partial input to the clustering algorithm,
Auxo represents the problem as a mini-batch clustering prob-
lem and clusters clients adaptively. However, traditional
mini-batch clustering algorithms (Sculley, 2010) usually
maintain a running center for each cluster, which is used to
assign the incoming batch of points. However, this strategy
cannot directly be applied to our problem because we only
know the gradients {g;,, (zp- )} instead of the raw data 2.
Moreover, since the gradient g’ (-) depends on the initial
model of round r and client data, which is unknown and
different across rounds and cohorts, it is hard to maintain
absolute running centers over rounds. Hence, Auxo approx-
imates the cluster centers based on the gradients from the
current round — that is, it averages the gradients with known
cluster membership from the cluster (Algorithm 1 Lines 16—
18). Then, Auxo uses the approximated cluster centers to
update the cluster membership for new clients.

Hence, Auxo starts with one cohort with the entire FL popu-
lation and adaptively identify cohorts. After using K-means
to initialize the cluster prototype (Line 14), during every
round, Auxo first estimates cluster centers by averaging
corresponding cluster members’ gradient from the current
round (Lines 16—18), and then assigns new clients to their
closest cluster (Line 19). With repeated cluster updating and
clients assignment, Auxo can identify the cohorts at scale.

Hierarchical Partitioning While online clustering en-
ables us to identify the clusters, we need to partition the
cohort sometime accordingly in order to start training spe-
cialized models separately. Partitioning in Auxo specifically
means splitting a cohort into K cohorts to start training over
their own members with smaller statistical heterogeneity.
After partitioning, each new cohort starts with the parent
cohort model weights with the same architecture, performs
conventional FL steps separately, and converges to different
model weights. The function PartitionCriteria ()
(Line 20) provides the decision to partition the cohort, which
is determined by two trade-offs related to model perfor-
mance in Section 4.4.

Since new clusters may be found after exploring more
clients from the large-scale population, Auxo will keep
identifying and partitioning newly-discovered cohorts
through conducting the same algorithm as in function
Auxo—-Clustering (Line 12) independently.

4.3 Cohort Selection

Because FL often involves a large training population, more
clients participate in model training for the first time than
not. The cohort membership of a new client is unknown a
priori. This is because Auxo neither has access to client data
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nor has absolute cohort centers that can inform a new client
to choose the closest cohort. To address this, Auxo adopts an
exploration-exploitation strategy to efficiently identify the
cohort membership for new participants (Line 11). Given a
new client, Auxo first randomly assigns it to a cohort. After
getting the feedback on how well the client fits in that cohort,
Auxo attempts to identify a more suitable cohort for it the
next time it participates again.

Auxo uses reward-based decaying e-greedy selection (Sut-
ton & Barto, 2018) to help the client find the best-fit cohort
(Line 11). With an aim to maximize the expected reward for
each client, there is a 1 — € probability of selecting a cohort
with a maximum reward and a e probability of selecting
cohorts randomly, where € € [0, 1] is the exploration factor
that decays over time. Intuitively, smaller gradient diver-
gence compared to the members within the explored cohort
means a better fit and gives a higher reward. Hence, Auxo
calculates the relative divergence between the clients and
the explored cohort center, which is estimated by averaging

the client gradients belonging to the cohort Py, i, tO
be D = |lgp,(xp;,) — avg(ap, (e, .., ))ll2. We then

compare each client’s relative gradient divergence with
avg(D) + b - std(D) to show its relationship to the cho-
sen cohort. Specifically, we quantify the instant reward
tobe AR=1— WD, where the client with
a negative AR would be considered as an outlier of the
cohort. The choice of b depends on input gradient distribu-
tion and expected ratio of outliers, where Auxo empirically
set b = 1. Then, Auxo updates the reward between each
client and its explored cohort with a discounting factor -y as
Rp:mm =y * AR+ (1 - ’y) * RP,’;z,m-

Efficient cohort exploration. During exploration, there
may exist multiple cohorts for a client to try out with. To
improve the searching efficiency and save device training re-
sources, during both training and deployment, Auxo enables
a new client to perform a binary search to find the most
appropriate cohort by predicting the rewards for other unex-
plored cohorts ' through function ExploreReward ()

(Line 26): Rpy s += gy, ¥m # 1.

The intuition behind RewardUpdate () is that the client
may perform similar to or receive similar rewards from the
cohorts that are closer/similar to the previously explored
ones, and vice versa. Thus, we first define the distance
(d) between two cohorts to be the distance to their lowest
common ancestral cohorts based on the hierarchical cluster
relationship among cohorts. Given an explored cohort m
and the reward A R,,, for a participant, Auxo calculates the
distance d and updates the rewards for unexplored cohorts
to be inversely proportional to their distance. For example,
if a client receives a negative reward for the chosen cohort,
then he is more likely to explore another furthest cohort with
higher reward given by ExploreReward () next time.

4.4 Cohort-Based Training

Training separate models for each cohort leads to a new
trade-off between resource efficiency and model conver-
gence. To understand the effect of client-level heterogene-
ity and training resources on model convergence, we ana-
lyze the rate of convergence for FedAvg (McMahan et al.,
2016), which is the most widely used aggregation algorithm.
As prior works have shown (e.g., Theorem 1 in SCAF-
FOLD (Karimireddy et al., 2020)), this convergence rate
is largely dominated by heterogeneity, which suggests the
promise of cohort-based training. However, as shown in
Figure 3, generating more cohorts has diminishing returns:
when the total training resource is constant, creating more
cohorts leads to fewer resources for each individual cohort.
In contrast, spawning too few can not reduce the intra-cohort
client heterogeneity well. Therefore, Auxo must decide the
right number of cohorts to find the sweet spot of better
resource efficiency and model convergence.

We start by analyzing the relationship between heterogene-
ity and training resources in theory. Inspired by the conver-
gence analysis of FedAvg in SCAFFOLD, we establish the
following Lemma:

Lemma 1. If the population and training resources are
partitioned into up to K cohorts, to theoretically achieve
better model convergence, intra-cohort heterogeneity should
be reduced by \/K times when the training resource |P)|
[Pol
75
SCAFFOLD that elaborates the relationship between model
convergence and training resources.

is larger than o .« is a constant setting specified in

We elaborate more on the assumptions and proof of
Lemma 1 in Appendix A. To this end, Auxo actively moni-
tors the gradient divergence within each potential cohort to
decide the time of partitioning and the total number of co-
horts to generate. Based on Lemma 1, Auxo automatically
decides to partition the population into up to K cohorts and
equally allocates training resources to each cohort when it
detects that the intra-cohort heterogeneity would reduce by
\/[? times. As a result, theoretically, model convergence
can be benefited from cohort-based training in Auxo. As for
some FL datasets with larger heterogeneity, FL. developers
can further improve model convergence by dynamically rais-
ing the resource budget to allow generating more cohorts.

Finally, as cohort partitioning may reduce the unique train-
ing data for each cohort model, the trade-off between model
bias and variance can be affected by the time of partition.
On the one hand, hard partitioning of the entire population
at the beginning could reduce heterogeneity, but it could
also reduce the amount of unique training data for each
cohort model, leading to poor model generalizability. On
the other hand, late partitioning exposes the model to di-
verse training data but leads to worse model variance due
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Dataset #Clients  #Samples

Google Speech (Warden, 2018) 2,618 105K
FEMNIST (Cohen et al., 2017) 3,400 640K
Openlmage-Easy 10,133 IM
Openlmage (Openlmg, 2018) 13,771 1.3M
Amazon Review (Keung et al., 2020) 42,031 2M
Reddit (Reddit, 2021) 63,058 M

Table 2. Statistics of the six datasets in evaluation.
to high heterogeneity. These also guide the reuse of identi-
fied cohorts to facilitate other FL tasks. Auxo can naturally
partition in appropriate times during training following the
aforementioned technique to balance this trade-off. We re-
port more results about the effect of partition time on model
convergence in Section 6.4.

S IMPLEMENTATION

We have implemented Auxo as an independent Python li-
brary (1,664 lines) to serve existing FL frameworks (e.g.,
TFF (tff, 2018) and PySyft (pys, 2019)), and integrated it
with FedScale (Lai et al., 2022) for evaluations. Auxo ab-
stracts away the cohort identification and partition so that FL
developers can easily try out their FL algorithms or datasets
on top of Auxo without any modifications.

Auxo’s implementation consists of the three components
described in Section 3: The cohort coordinator manages and
spawns cohort processes, which initiate FL training tasks.
Clients continuously submit their training requests based
on their availability and affinity records. Then, the cohort
coordinator takes client training requests as input and for-
wards the requests to corresponding cohorts. Each cohort
process conducts conventional FL training with the assigned
available clients independently. At the end of each individ-
ual round, the Auxo clustering algorithm runs within every
cohort and reports clustering results to each participant over
the network. All training metadata and model weights are
checkpointed periodically for fault tolerance. Meanwhile,
the cohort coordinator continuously monitors the progress
of cohorts for resource management and failure recovery.

6 EVALUATION

We evaluate Auxo’s effectiveness for six different ML tasks
as well as different choices of FL algorithms. Our evaluation
shows the following key highlights:

* Auxo speeds up model convergence on different FL
datasets up to 2.2, while improving final test accuracy
by 3.4%-8.2%.

* Auxo cooperates with existing FL efforts (e.g., person-
alization) and boosts final test accuracy by 2.1%—6.7%.

* Auxo can mitigate model bias across devices by 19% on
average and improve resource efficiency.

* Auxo outperforms existing clustered FL algorithms up
to 4.8 in terms of time and 5.2 in terms of resources.

* Auxo performs well across a broad range of its parame-
ter settings.

6.1 Experiment Setup

Evaluation environment We use 24 NVIDIA Tesla P100
GPUs on CloudLab (Duplyakin et al., 2019) to emulate the
large-scale client training in our evaluations. The client data
distribution follows the real-world partition, where client
data can vary in quantities, data, and label distribution. We
use an open-source benchmark (Lai et al., 2021; 2022) with
standardized setup and report the simulated wall clock time
by relying on realistic FL system and data traces, including
the FedScale device availability and device speed trace in
simulating FL client behaviors.

Datasets and models We run three categories of appli-
cations with six FL datasets (Lai et al., 2022) of different
scales using real-world partitions, whose statistics are re-
ported in Table 2. Each of the dataset has realistic data
partition among clients. a) Speech Recognition: We train
Resnet-34 (He et al., 2016) on a small-scale Google Speech
dataset with 35 types of commands. b) Image Classification:
We train Resnet-18 on small-scale FEMNIST with 62 hand-
written digits to classify. Also, we train ShuffleNet (Zhang
et al., 2018) and MobileNet (Sandler et al., 2018) on mid-
dle-scale Openlmage with 596 classes to classify, whereas
Openlmage-Easy only has 60 classes. c¢) Language Model-
ing: We train logistic regression on middle-scale Amazon
Review to predict review ratings, and Albert model (Lan
et al., 2020) on large Reddit for word prediction.

These applications are widely used in real end-device appli-
cations (Xu et al., 2018), and these models are lightweight.

Parameters We follow the standardized experiment and
parameter settings in FedScale. We adopt an over-
commitment strategy to mitigate stragglers which allow
25% failures or stragglers every round as in real FL de-
ployments (Bonawitz et al., 2019). We set the number of
participants per round to be 200, the local minibatch size to
be 6, and the initial learning rate to be 4e-5 for the Albert
model, and 0.05 for other models. And we use the linear
scaling rule (Goyal et al., 2017) to scale the learning rate
after partition.

Metrics The time-to-accuracy performance, final test ac-
curacy, and model bias are our key metrics. We use the
cohort member’s test data, which follows the realistic data
partition, to evaluate each cohort model. The test data would
be the global test data if we end up with one global model.
For each experiment, we report the average top-1 accuracy
based on the results over 3 runs.
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Task Dataset Model Target Acc.  Auxo Speedup Auxo Acc. Impr.
FEMNIST ResNet-18 82.2% 1.2x 7.3%
. . Openlmg MobileNet 56.5% 1.3% 4.8%
Image Ccalassification ShuffleNet 58.2% 2.2x 5.0%
Openlmg-Easy MobileNet 65.4% 1.4% 3.4%
ShuffleNet 64.8% 1.2x 4.4%
Language Modeling Amazon Review Logistic Regression 65.3% 1.2x 8.2%
Reddit Albert 7 perplexity 1x 0 perplexity
Speech Recognition Google Speech ResNet-34 78.5% 1.5% 5.7%

Table 3. Summary of improvements on time to accuracy. We tease apart the overall improvement with statistical and system ones, and
take the highest accuracy that YoGi can achieve as the target, which is moderate due to the high task complexity and lightweight models.
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Figure 7. Auxo with different FL algorithms.

6.2 End-to-End Performance

Auxo’s performance on different datasets. We first
evaluate Auxo’s performance on different real-world FL
datasets. In the following experiments, we adopt YoGi
as the FL algorithm because it outperforms other FL al-
gorithms most of the time. Table 3 summarizes the key
time-to-accuracy performance of all datasets. We quantify
the time-to-accuracy as speedup by Auxo, which measures
how many times Auxo can speed up to achieve the target ac-
curacy compared to the baseline time cost. In Appendix C.1,
Figure 12 reports the timeline of training to achieve different
accuracy, as different cohorts perform FL asynchronously.

We notice that Auxo speeds up the wall-clock time to reach
target accuracy up to 2.2x faster. Moreover, the final ac-
curacy for different datasets is improved by 3.4%—8.2%.
The benefit of Auxo varies over datasets. For most of the
datasets, Auxo can achieve significant final accuracy im-
provement. Nevertheless, Auxo does not improve Reddit
task because the clients’ texting behavior is similar to each
other that makes it hard to identify significant groups as
shown in Figure 3. In order to maximize the benefit of
clustering in FL training, Auxo decides not to partition into
multiple cohorts as a result.

Auxo’s performance on different FL algorithms.
We then evaluate Auxo’s performance on ShuffleNet-
Openlmage with different FL. Algorithms, which are com-
plementary to Auxo. We refer to YoGi running atop Auxo
as YoGi+Auxo, and similarly for FedProx, g-FedAvg and
PyramidFL+YoGi.

As shown in Figure 7, Auxo speeds up the time to reach the
target accuracy of baseline algorithms, from 1.2x to 2.2x
faster and improve the final test accuracy by 3%—6.8%.

As for the personalization algorithm FTFA, we adopt the
cohort models generated by Auxo to conduct local training
using FTFA on corresponding cohort members. In addition
to faster convergence of the initial model, Auxo also im-
proves the average test accuracy of FTFA from 63.18% to
67.40% with local fine-tuning.

Auxo’s benefit on model bias. We show that Auxo can
also mitigate the model bias due to smaller intra-cohort
statistical heterogeneity. We report the variance of the final
accuracy distributions, the worst and best 10% test accuracy
in Appendix C.2 Table 5. Our experiment show that the
variance of test accuracy is decreased across all devices for
all the datasets by 19% on average.

Auxo’s benefit on resource efficiency. We finally show
that Auxo can optimize resource efficiency on Openlmg
dataset by saving 55% training resources. We also account
for the affinity maintaining overhead into the client resource
usage, which is around 0.02% of the total resource consump-
tion. As shown in Figure 8, Auxo achieves higher resource
efficiency about 2.2x over baseline.

6.3 Clustered FL. Comparison

We compare Auxo with four existing clustered FL algo-
rithms CFL, FL+HC, FlexCFL, and IFCA in terms of three
metrics: time-to-accuracy, resource-to-accuracy, and final
accuracy. Since these algorithms do not meet some real-
world FL constraints (Table 1), we simplify the settings



Auxo: Heterogeneity-Mitigating Federated Learning via Scalable Client Clustering

=)

<
o]
o

o,/ EGO \
<§ g 40

Z 20 / — Auxo + YoGi % 20{ — Auxo + YoGi

= YoGi £ YoGi

50 100 150

Accumulative Participants (K) Normalized Heterogeneity

8.00 0.25 0.50 0.75 1.00

=N
S

3
S

=y

=l
B
S

—— Baseline —— 1 cohort

B
=53

Early Partition 2 cohorts
—— Mid Partition

—— Late Partition

I~
S

4 cohorts

I
=

Test Accuracy (%)
Test Accuracy (%)

=== 8 cohorts

]
<

20 40 60 20 40
Time (h) Time (h)

(a) Different degrees of hetero-(b) Different partition time (c) Different number of cohorts

Figure 8. Resource Efficiency. geneity.

FL+HC FlexCFL IFCA Auxo

Speedup 1.7x 1.3x 0.5x  2.4x

FEMNIST | Efficiency 1.6x 1.8x 0.5x  2.4x
Final acc. 5.8% 7.1% 13% 9.1%

Amazon Speedup 0.4x 0.4x 0.5x  2.3x
Review Efficiency | 0.4x 0.5x 0.5x  2.1x

Final acc. | -2.9% -2.7% 0.6% 5.4%

Table 4. Summary of improvements over baseline (i.e., no cohorts)
in terms of time, resource and accuracy.

accordingly.

We compare with CFL in small-scale settings (~ 100
clients) from the FEMNIST dataset to meet their full par-
ticipation assumption. We observe little difference between
CFL, Auxo, and baseline (i.e., no cohorts) in terms of time
and resources used due to the absence of significant clus-
ters within small populations. However, this highlights the
need for large-scale FL settings, where CFL cannot even be
applied as it does not support partial participation.

To compare with FL+HC, FlexCFL and IFCA, we conduct
experiments with the full FEMNIST and Amazon Review
datasets without the client availability traces to align with
their constraints. As shown in Table 4 and Appendix C.3,
Auxo achieve better time efficiency 1.4 x —4.8x and better
resource efficiency 1.3 x —4.8x compared to the related
works especially for the large-scale Amazon dataset, due to
our efficient and scalable algorithm design. Also, our result
for IFCA are consistent with Motley (Wu et al., 2022).

6.4 Sensitivity Analysis

Impact of different degrees of heterogeneity. We gen-
erate different statistical heterogeneity by applying affine
shift (Reisizadeh et al., 2020) on OpenImage, then we eval-
uate Auxo with YoGi across different degrees of statistical
heterogeneity. Figure 9a reports the final test accuracy as
well as top 10% and worst 10% client test accuracy on dif-
ferent degrees of heterogeneity. We observe that Auxo can
improve model accuracy and mitigate model bias under dif-
ferent degrees of heterogeneity. Moreover, similar to the
previous experiment, Auxo achieves faster time-to-accuracy
performance from 1.2x to 1.8x.

(FEMNIST). (OpenImg).

Figure 9. Sensitivity analysis.

Impact of time to partition. We investigate the impact
of different cohort partition time on the model convergence.
As mentioned in Section 4.4, the partition time relates to the
trade-off between model generalizability and intra-cohort
heterogeneity. As shown in Figure 9b, we choose different
partition times with the same cohort composition and report
the test accuracy to time performance on FEMNIST. We
observe that cohort-based training all outperform the base-
line experiment with one cohort. However, early partition
as FlexCFL and IFCA is worse than intermediate partition,
because it sacrifices the model generalizability. Similarly,
late partition after convergence as CFL does not outperform
intermediate partition, because it slows down the model
convergence to a smaller heterogeneous population.

Impact of the number of cohorts. We investigate the im-
pact of the number of cohorts generated by Auxo, which
relates to the trade-off between training resources and intra-
cohort heterogeneity (§4.4). As shown in Figure 9¢c, we ob-
serve that the model convergence is negatively affected once
the number of cohorts exceeds 4 under the same resource
budget. By further comparing the reduce of heterogeneity
with different number of cohorts indicated in Figure 3, this
result verifies that better model convergence can be achieved
as long as the heterogeneity can proportionally compensate
the reduced training resources

7 CONCLUSION

In this paper, with the observation of the natural groups
among real-world FL clients, Auxo identifies cohorts with
reduced intra-cohort heterogeneity at scale, which addresses
the root cause of FL challenges. Auxo proposes an effi-
cient algorithm and practical system that can be applied
under real-world FL constraints to maximally benefit the FL
training in terms of model convergence, final accuracy, and
model bias.
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A PROOF OF LEMMA 1

We first make precise some definitions that are related to the
proof from SCAFFOLD and then see the proof of Lemma 1.

A.1 Additional definitions

Assumption 1.  g;(w) is unbiased stochastic gradient of f;
with bounded variance, where f; represents the loss function
on client 3.

E.,[||gi(w) — Vfb(w)||2] < 0% Vi, .

where w is the aggregated server model. Note that o only
bounds the variance within clients not across clients.

Assumption 2. {f;} are S-smooth and satisfy:

IV fi(w) = Vfi(w)]] < Bllw = vl], Vi, w, v.

Assumption 3.  f; is u-convex for ;¢ > 0 and satisfies:
(Vfi(w), v—w) <

Assumption 4. (G, B)-BGD or Bounded Gradient Simi-
larity: there exist constants G > 0 and B > 1 such that

w)||* < G* + B*Vf(w)),V

A.2 Theoretical Results

Lemma 1. If the population and training resources are
partitioned into up to K cohorts, to theoretically achieve
better model convergence, intra-cohort heterogeneity should
be reduced by /K times when the training resource |P|

is larger than « |7J33‘ .« is a constant setting specified in

SCAFFOLD that elaborates the relationship between model
convergence and training resources.

Proof. We first borrow the proof of convergence analysis
on FedAvg (Theorem 1) from SCAFFOLD following the
same assumptions mentioned above:

B ()] - f(w") < 3w’ — w'| e 25
2 P o »
ol :

1R e 8(1+ B2)

where P denotes the training resources, k is the number local
steps, 1; is the local step-size, 7, is the global step-size and
1 = kning is the effective step-size

—(Vfi(w)—Vfi(v)+g|\w—v||2),Vi,w, v.

Since we only care about the effect of training resources P
and heterogeneity G on the convergence analysis, we further
simplify the right hand side equation to be

h(P,G) = b, G2+ G*+¢
G =p TV TP
where 6, ~, p and ¢ are constant settings. Since we propor-
tionally partition the population and training resources, we
can assume (1 — %) to be constant before and after partition.

In order to have no worse model convergence bound after
partitioning, we need h(P, G) to be non-increasing with the
reduce of training resources P. As proposed in Lemma 1,
Auxo partitions K cohorts when the intra-cohort hetero-
genelty can be reduced by v/K times, which appr0x1mate1y

give & be constant as the one before partition %‘;. By
substltutlng this relationship into h(P, G), we can derive
the lower bound for the range of training resources required
to achieve better convergence bound:

9P,
P> _
= \/Ggp \/18k 2B G2 “

B AUXO SYSTEM DESIGN

In this section, we discuss how to design a scalable and
robust system on top of the clustering algorithm under real-
world challenges.

B.1 Distributed Implementation of Cohort Clustering

As the scale of training grows, the server faces more server
challenges for tremendous storage, fault tolerance, and re-
sponse time in order to maintain the cohort information.
Thus, Auxo designs a solution to use a soft-state server that
offloads cohort-related information to individual clients to
mitigate the challenges. In this subsection, we describe
how to implement the proposed clustering algorithm in a
distributed fashion, while achieving the same objective.

Firstly, we introduce affinity message, which is a lightweight
message containing all necessary state information needed
to identify cohorts in a distributed fashion. Affinity message
consists of two pieces of information between a client and
a cohort to enable efficient state transmission: (Reward
R € R, Cluster index L € [0, K)). The reward implies
how well the client fits for this cohort. The cluster index
expresses the client’s cluster membership within this cohort
and is used to indicate its future cohort index.

Through exchanging affinity messages between different
components, Auxo encourages similar clients to collaborate
more in a distributed fashion. As shown in Figure 10, we
next describe (a) how a cohort informs its relationship with

its participants, (b) how clients request for their preferred
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Figure 10. Scalable Design Overview a. Cohort affinity feedback.
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cohort based on the affinity feedback and (c) how the
cohort coordinator matches different requests.

Affinity Feedback At the end of each round, every cohort
computes the affinity feedback to inform participants about
their relationship with the cohort. These affinity feedback
correspond to the clustering results returned by Algorithm 1
Line 8 (reward R) and Line 19 (cluster index L). These
clustering results would be sent back to the participants re-
spectively in the format of affinity messages, which informs
the participant about whether the cohort is a good fit and
which sub-cohort to select after partitioning.

Client Reaction After receiving the affinity feedback
from the cohort, the client would update its affinity records
itself based on the equation in Algorithm 1 Line 25- 26
and copy the cluster index directly. Following the same
decaying e—greedy selection method (§4.3), clients select
the cohort to train by themselves. Then, clients ready to
participate would submit the corresponding affinity request
to the cohort coordinator.

Request Match After receiving the affinity request, the
cohort coordinator matches each client to the cohort it re-
quests. Note that only the leaf cohort in the cohort tree
would be returned as it conducts actual FL training inside.
However, sometimes the requested cohort may not be the
leaf cohort because some clients may not be aware of the
cohort partitioning, which is not yet transparent to all clients.
Thus, the cohort coordinator should assist clients to select
their best-fit cohort through finding the closest leaf cohort
indicated by the requested cohort and cluster index in the
affinity message.

After finding a proper cohort, cohort coordinator would
forward this affinity request to the corresponding cohort to
initiate traditional FL rounds. Moreover, these forwarded
affinity requests provide each cohort with all necessary input
to conduct the clustering algorithms. Thus, after receiving
the gradients from its participants, each cohort is able to run
the Algorithm 1 independently to compute the aforemen-
tioned affinity feedback.

B.2 Fault Tolerance

Auxo enables fast recovery to minimize the impact on the
model training. Upon a cohort process failure in the server,
the cohort coordinator spawns a new cohort process. The
new cohort loads the model from the latest checkpoint and
restarts the incomplete round.

If the cohort coordinator fails, cohort processes would con-
tinue their current independent FL training and wait until a
new cohort coordinator to be re-spawned. Clients checking
in within that recovery period would be ignored.

Finally, Auxo is resilient to client failures just like tradi-
tional FL by design. Most client failure handlers, which are
orthogonal to Auxo, can be applied directly. In addition, a
failed client, who may lose its own affinity records, would
restart exploring again. We empirically show that Auxo
can tolerate a certain amount of such client failures while
continuing to benefit the FL training (§B.4).

B.3 Robustness

Based on Auxo’s threat model, Auxo can naturally cooper-
ate with some existing privacy-preserving approaches (Er-
lingsson et al., 2014; McMahan et al., 2018; Minto et al.,
2021) to address potential threats from both the server and
clients. To handle the honest-but-curious server, Auxo can
be used with local differential privacy (LDP), which is used
to provide user-level privacy guarantees. Since differential
privacy is immune to post-processing (Dwork & Roth, 2014)
and Auxo’s clustering is post-processing, Auxo incurs no
additional privacy loss.

To handle a small fraction of unreliable clients (Bagdasaryan
et al., 2020; Biggio et al., 2012), Auxo can be used with
existing adversary-resilient solutions (Chen et al., 2019; So
et al., 2020). For Auxo-specialized adversaries, such as fake
affinity requests, Auxo detects anomalies by comparing its
position in the cluster with its claimed affinity (Algorithm 1
Line 8). For example, if a client claims high reward but is
actually far away from the cohort center, Auxo will detect
and blacklist it. In Appendix B.4, we empirically evaluate
Auxo’s robustness under these scenarios.

B.4 System Assessment

Impact of differential privacy. Auxo is robust to local
differential privacy (LDP). LDP is used to protect user-level
privacy by adding Gaussian noise to the client update before
sending it to the server, but it hurts model accuracy. We
evaluate Auxo’s performance under LDP for a learning task
on the Amazon Review dataset. To achieve (¢, d)-differential
privacy, where 6 = 10~ based on the training scale and
€ = 2,4,8, we set the noise scale ¢ = 1.0,0.77,0.6. As
shown in Figure 11a, Auxo can still benefit FL training
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Figure 11. Robustness of Auxo under different scenarios.

across different differential privacy guarantees.

Impact of malicious attacks. We investigate the robust-
ness of Auxo by manually involving corrupted clients. Fol-
lowing a popular adversarial ML setting that introduces
local model poisoning (Fang et al., 2020), we randomly
flip the ground-truth data labels for these corrupted clients.
As shown in Figure 11b, we introduce different percent-
ages of corrupted clients to the Openlmg task. We set the
percentage of corruption below 15%, which is a practical
percentage under the real-world setting (Fang et al., 2019).
We observe that Auxo still improves performance across dif-
ferent degrees of corruption through identifying malicious
clients and eliminating their interference.

Impact of unstable client. Finally, we show Auxo is ro-
bust with unstable clients who fail to maintain their affinity
records, which may result in less accurate clustering results.
We consider loss rates from 0% to 20% and report the corre-
sponding final test accuracy in Figure 11c. We notice Auxo
outperforms the baseline across different affinity loss rates.

C ADDITIONAL EXPERIMENT RESULTS
C.1 Auxo End-to-End Performance Plot

Figure 12 reports the timeline of training to achieve different
accuracy, as different cohorts perform FL asynchronously.
The shaded portion covers the test accuracy among all co-
horts generated by Auxo.

C.2 Auxo Benefit on Model Bias

We show that Auxo can also mitigate the model bias, as the
model bias is partially raised by the statistical heterogeneity,
which is mitigated within cohorts.

C.3 Clustered FL Comparison

We compare Auxo with related clustered FL works in terms
of time-to-accuracy, resource-to-accuracy, and final accu-
racy performance using FEMNIST and Amazon dataset. As
shown in Figure 13, Auxo achieve better time efficiency

Dataset Setting Worst 10%  Best 10% Variance
(%) (%)

Openlmg Auxo 38 83 267
Baseline 34 79 296
Openlmg Auxo 38 88 234
-Easy Baseline 33 84 273
Review Auxo 50 100 460
Baseline 32 100 995
FEMNIST Auxo 63 97 171
Baseline 60 93 185
Speech Auxo 57 100 479
Baseline 52 100 503

Table 5. Summary of improvements on model bias.

1.4 x —4.8x and better resource efficiency 1.3 x —4.8x
needed to reach the target accuracy.

D RELATED WORK

Distributed Machine Learning Distributed ML in data
centers has been well-studied (Mai et al., 2020; Narayanan
et al., 2019; Yu et al., 2021), where homogeneous data and
workers are assumed (Gu et al., 2019). With the same train-
ing goal, FL raises its unique challenges including the data
heterogeneity and system heterogeneity. As a result, Auxo
aims at speeding up the training process through directly
reducing the intra-cohort heterogeneity at scale.

Federated Learning FL is a distributed machine learn-
ing paradigm (Bonawitz et al., 2019; Kourtellis et al., 2020)
with two key challenges: statistical and system heterogene-
ity. State-of-the-art FL algorithms try to tackle these two
challenges and optimize different targets including model
convergence (Reddi et al., 2021; Li et al., 2020a; Lai et al.,
2021; Zhao et al., 2022), fairness (Li et al., 2021; 2020b),
privacy (Bonawitz et al., 2017; Roth et al., 2021; 2019;
2020), efficiency (McMahan et al., 2017; Guo et al., 2021;
Alistarh et al., 2016), and robustness (Li et al., 2021). How-
ever, they underperform in FL because they do not tackle
the root cause of FL challenges but mitigate the negative
effect caused by heterogeneity.
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Figure 13. Comparison with clustered FL works.

Federated Analytics There has been significant work on
geo-distributed data analytics (Hsieh et al., 2017; Lai et al.,
2018; Viswanathan et al., 2016; Pu et al., 2015). They
mainly optimize the execution latency (Lai et al., 2020) and
resource efficiency (Wu et al., 2013; Hou et al., 2018). To
further preserve privacy for distributed data, Orchard (Roth
et al., 2020) and Honeycrisp (Roth et al., 2019) have been
proposed to enable large-scale differentially private analyt-
ics. Helen (Zheng et al., 2019) and Cerebro (Zheng et al.,
2021) allow multiple parties to securely train models with-
out revealing their data.

Traditional Clustering Algorithms Clustering algo-
rithms (Xu & Wunsch, 2005; Berkhin, 2006) are used in
popular data mining techniques, which usually assume ac-
cess to all data. However, under FL setting, it is non-trivial
to design a clustering algorithm because of the unavailabil-
ity of data. Auxo proposes a clustering algorithm that can

be applicable to the FL settings.

FL Client Clustering In order to leverage the nature of
clusters in real-world FL dataset, many algorithms have
been proposed to identify the clusters among FL clients.
However, existing clustered FL solutions (Sattler et al.,
2021; Ghosh et al., 2020; Briggs et al., 2020; Duan et al.,
2021) mainly suffer from scalability and practicality, which
are hard to adapt to large-scale, low-participation, and
resource-constraint FL training. Considering all real-world
constraints, Auxo build a practical system to identify cohorts
and benefit FL training.



