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Abstract—Federated Learning (FL) enables collaborative
training of a Machine Learning (ML) model across multiple
parties, facilitating the preservation of users’ and institutions’
privacy by keeping data stored locally. Instead of centralizing
raw data, FL exchanges locally refined model parameters to
build a global model incrementally. While FL is more compliant
with emerging regulations such as the European General Data
Protection Regulation (GDPR), ensuring the right to be forgotten
in this context — allowing FL participants to remove their
data contributions from the learned model — remains unclear.
In addition, it is recognized that malicious clients may inject
backdoors into the global model through updates, e.g. to generate
mispredictions on specially crafted data examples.

Consequently, there is the need for mechanisms that can
guarantee individuals the possibility to remove their data and
erase malicious contributions even after aggregation, without
compromising the already acquired “good” knowledge. This
highlights the necessity for novel Federated Unlearning (FU)
algorithms, which can efficiently remove specific clients’ contri-
butions without full model retraining. This survey provides back-
ground concepts, empirical evidence, and practical guidelines
to design/implement efficient FU schemes. Our study includes
a detailed analysis of the metrics for evaluating unlearning in
FL and presents an in-depth literature review categorizing state-
of-the-art FU contributions under a novel taxonomy. Finally, we
outline the most relevant and still open technical challenges, by
identifying the most promising research directions in the field.

Index Terms—Federated Learning, Federated Unlearning, Ma-
chine Unlearning, Privacy, Right to be Forgotten, Unlearning
Metrics

I. INTRODUCTION

To achieve high-performance levels suitable for real-world
applications, Machine Learning (ML) and, in particular, Deep
Learning (DL) models need to access large amounts of data.
In numerous scenarios, users willingly furnish their data to
service providers in return for enhanced service quality and
improved user experience. Practical examples include the
training of natural language processing models on datasets
derived from Amazon reviews [1] or the development of
micro-video recommendation systems leveraging user data
from platforms such as TikTok and Instagram [2]. Data
analytics hold the promise of delivering unprecedented value
to companies and organizations, e.g., as pointed out by its
key role in influencing election campaigns in the so-called
Facebook-Cambridge Analytica scandal [3].

Therefore, the growing outsourcing of user information has
also led to an increasing interest in privacy preservation mea-
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sures. In this direction, recent years have witnessed a world-
wide development and establishment of privacy-protection
regulations, aiming to address the growing sensibility of
individuals to the treatment of their personal information by
third parties. The European Union (EU) and California state
have been among the pioneers in proposing such regulations,
respectively with the General Data Protection Regulation
(GDPR) and the California Consumer Privacy Act (CCPA).
Among the enforced guidelines about the collection, storage,
and processing of personal data, both GDPR and CCPA
include the on-demand removal of personal data that were
previously voluntarily disclosed by the users. For example, the
right of erasure, also known as the right to be forgotten, is one
of the cardinal articles in the EU GDPR [4] and states that “the
data subject shall have the right to obtain from the controller
the erasure of personal data concerning him or her without
undue delay [...] where the data subject withdraws consent
on which the processing is based [...].”. Similarly, CCPA [5]
includes the right to delete, which empowers business users
with the right to request that businesses delete the personal
information they collected from them and tell their service
providers to do the same.

In the context of ML, the right to have data removed can be
realized through Machine Unlearning (MU) [6]. Data owners
may want to withdraw their contributions to a trained model
due to privacy or security concerns [7]. MU involves the post-
processing of a trained model, by selectively eliminating the
influence of specific training samples. At first glance, the in-
tuitive approach to unlearn targeted data consists of retraining
the model from scratch utilizing the remaining data. However,
this seemingly straightforward method poses significant tech-
nical challenges in terms of load and performance: retraining
from scratch is not only computationally expensive but also
becomes impractical when faced with frequent unlearning
requests.

Furthermore, the emergence of increasingly privacy-
conscious data owners and the adoption of data regula-
tions have influenced the perception of traditional centralized
ML/DL, where the training corpus frequently contains user
data, e.g., habits or preferences. In this context, Federated
Learning (FL) is considered a promising solution, laying the
foundation for privacy-preserving ML. In FL, data remains
distributed among various sources or data owners, and a global
model is iteratively built by aggregating the contributions of
participants (often referred to as clients), e.g., model updates
or gradients. Consequently, clients exchange ephemeral infor-
mation, locally computed on their private data and only valid
for the current state of the global ML model.

Nevertheless, even under the FL paradigm, how to guarantee
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TABLE I: Comparison of surveys in the field.

Year Reference Objective
Formalization

Original
Taxonomy

Comprehensive
Literature Review

Experimental
Insights

Comprehensive
Metrics Analysis

In-depth
Security & Privacy

Challenges &
Future Directions

2023 Yang and Zhao [10] ✓ ✓ - - - - ✓
2023 Wang et al. [11] - ✓ - - - ✓ -
2023 Liu et al. [12] - ✓ ✓ - - - ✓
Now Ours ✓ ✓ ✓ ✓ ✓ - ✓

the right to be forgotten is not clear. Indeed, the collaboratively
learned model inevitably embeds the knowledge extracted
from individual user data, potentially posing a risk of leaking
sensitive information [8] and vulnerability to membership
attacks [9], i.e., the ability to infer whether a certain data
sample was part of the training set. These considerations raise
the following question: how should the FL system react when
a client exercises its right to be forgotten at runtime?

As for MU, the most trivial solution to erase the contri-
bution from a specific set of data examples (e.g., the client’s
private data) is to exclude them from the training set in the
first place. However, retraining a model from scratch with a
sanitized dataset in a federated setting is often unfeasible.
This could be due to the unavailability of clients that have
already participated or the excessive cost in terms of required
time, computation, and energy. Therefore, there is the need
for effective Federated Unlearning (FU) methods, directly
applicable to already trained or in-learning models, without
discarding the “good” knowledge acquired after the unlearning
point.

A. Related Surveys

The interest in FU has been rapidly increasing. This trend
is supported by the numerous research papers that have re-
cently introduced novel FU algorithms. Most published works
primarily focus on MU [6], [10], [13], [14], while FU is only
covered from a general perspective with a limited amount of
references.

By delving into distinct aspects of FU, a few other surveys
have been proposed very recently. Wang et al. [11] review
some studies on FU by mainly concentrating on the security
and privacy dimensions of FU and by paying special attention
to membership inference attacks and corresponding counter-
measures. Liu et al. [12] present a comprehensive survey
that highlights challenges, methods, and promising research
directions in the field. The authors classify FU algorithms
based on who initiates the unlearning and what needs to
be forgotten. Additionally, their survey discusses optimization
strategies for general FL. Similarly, Yang et al. [10] direct
their attention toward challenges and future research direc-
tions, but by adopting a high-level perspective and without
providing in-depth technical details. The authors categorize
works according to the objectives of FU, with limited practical
and implementation insights about the surveyed solutions. To
provide a clear and concise comparison, Table I compares this
paper with the other few surveys already conducted in the
general field of MU.

B. Contributions

This paper offers a comprehensive overview of FU tailored
to both technical and non-technical audiences. In contrast to
other surveys, our work goes beyond theoretical discussions,
by providing readers also with practical design/implementation
insights that contribute to clarifying all facets of FU.

Specifically, to be highly accessible, we first present the
fundamental concepts and principles of FU, encompassing
objectives, motivations, and challenges. Then, we describe
the primary emerging guidelines for the design of efficient
FU algorithms, by including a comprehensive analysis of
the metrics to assess unlearning - a critical concern within
federated scenarios. Notably, we complement our reported
analysis with a series of experiments that offer tangible
insights into the necessity of FU. Moreover, we conduct an
extensive review of the existing FU literature, categorizing
papers through a novel taxonomy based on their objectives
and the metrics employed. Finally, we identify open problems
and discuss potential future research directions. We believe
that this survey serves as a valuable resource for researchers
seeking a clear understanding of FU and the recent related
research advancements and as a practical guide for efficiently
designing and implementing novel FU solutions. The paper
contributions can be summarized as follows:

• We introduce the background concepts and the motiva-
tions for FU algorithms. We formalize the setting and
possible objectives of FU methods, and what differenti-
ates them from classical MU.

• We perform a set of experiments to empirically demon-
strate that an FL global model memorizes contributions of
individual clients’ local data. Our findings show that FL
global models perform significantly better on seen client
data and that such knowledge fades away very slowly
even if the specific clients do not participate in the next
rounds.

• We provide comprehensive guidelines for the efficient de-
sign and implementation of FU algorithms. This includes
the requirements that the FU algorithms must meet and
a detailed analysis of the metrics adopted for evaluation.

• We conduct a thorough review of the existing FU lit-
erature, by presenting the most relevant and updated
contributions to the field, with a technical focus on
the rationale behind their design choices. For ease of
understanding, we classify the considered work by using
a novel taxonomy presented in Section V.

• We identify and discuss the most relevant and open
technical challenges in the field. This also outlines the
most promising future research directions, by providing
a roadmap for ongoing and upcoming investigations.
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TABLE II: Notation.

Symbol Description

u Target client that requests the unlearning process
k A client in the federation
K Amount of clients selected per round
n Total amount of clients’ data examples
c A specific class of the classification task
nk Amount of client k’s data samples
nc
k Amount of client k’s data samples labeled with c

t A round of FL training
D A general dataset
x Data sample
y Data sample’s label
L Number of total classes in classification task
Du Client u’s private dataset
Su Subset of client u’s private dataset
w The weights or parameters of an ML/DL model
wt Global model at a certain round t
wu

t Unlearned global model at round t
wr

t Retrained global model at round t
U(·) An unlearning function or algorithm
C Set of training data belonging to the same class c
g(·) A readout function
| · | Cardinality of a dataset
T A time measurement

C. Organization

The remainder of this paper is organized as follows. Section
II introduces the needed background about MU and FL. In
Section III, we formalize the objectives of FU, we provide
qualitative experimental evidence that motivates the research
in the field, and we clarify the technical motivations why
FU is more challenging than regular MU. In Section IV,
we offer a detailed analysis of the requirements that FU
algorithms have to meet and the associated assessment metrics.
Furthermore, Section V presents an in-depth exploration of all
the surveyed solutions, by highlighting the rationale behind
their algorithm design and implementation choices. Section VI
and VII respectively summarize the key lessons learned and
the most promising directions for future work in FU, while
Section VIII concludes the manuscript.

II. BACKGROUND

A. Machine Unlearning

Considering a set of model weights w trained on a dataset
D, the purpose of MU is to remove the influence of a specific
D’s subset on w.

Let Du be the subset of D to be forgotten, and let Dr be its
complement, i.e. Du:= D∁

r = D/Dr. We will refer to Du as
the forgetting dataset and to Dr as the retain dataset. Let wr

be a set of model weights trained only on Dr, usually referred
to as the retrained model. The goal of an MU algorithm is
to efficiently obtain wu, a sanitized version of w, which is
indistinguishable or approximately indistinguishable from wr

[6], [15]. Two sets of model weights are indistinguishable if
an attacker with access to wu cannot design a function g(·) to
extract information specific to Du. Considering, for example, a
Kullback-Leibler (KL) divergence as a measure for similarity
among distributions (distributions of weights in this case), the
unlearned model weights wu and the retrained model weights

Federated
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Fig. 1: Illustrative organization of the paper.

wr are formally indistinguishable if their KL divergence is
zero [15]:

KL(g(wu), g(wr)) = 0 (1)

with wu = U(w) and U(·) representing an unlearning
algorithm. Similarly, the unlearned model weights wu and
the retrained model weights wr are approximately (or ϵ-
indistinguishable) if their KL divergence is lower than a small
threshold value ϵ,

KL(g(wu), g(wr)) < ϵ. (2)

As anticipated, the naive solution to unlearn the contribution
of Du would consist of retraining the model from scratch
only on Dr. However, this method can be costly in terms of
time, computation, and energy consumption, especially when
thinking of large models. Hence, MU mechanisms should be
more efficient than the retraining strategy. Furthermore, in
some scenarios, the entire corpus of Dr may not be directly
accessible or may not be available anymore after the training
of the original model, i.e., as we will see in the following
sections, for FL settings.

It is worth noting that MU mechanisms are not only
needed to meet regulations about individuals’ privacy, such
as GDPR and CCPA, but also represent a security tool for
the provider of the ML service. Training data may include
natural or malicious outliers, which can be detrimental to the
model performances or can introduce potential security threats
(e.g., model backdoor). Under this perspective, MU algorithms
represent a mechanism to selectively remove the influence of
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such a subset of threatening data without discarding the useful
knowledge already acquired.

B. Federated Learning

Considering K learners (also referred to as clients) par-
ticipating in the collaborative training, with each client k
possessing a local dataset Dk, FL aims to minimize a global
objective function, f(w), that can be expressed as follows:

min
w

f(w) :=

K∑
k=1

nk

n
Fk(w), (3)

where f(w) is a weighted average of local objective functions
Fk, such as cross-entropy loss for a supervised classification
task, across all the datasets of clients. w represents the
parameters of the global model, nk represents the number of
training examples contained in local datasets Dk = {xi, yi}nk

i

with x and y being the data point and the related label. n is
the total number of data points in the federation of clients.

Federated Averaging [16], also known as FedAvg, serves
as the foundational algorithm for FL and can be described as
a synchronous protocol that adopts a client-server paradigm
[17]. FedAvg proceeds in rounds and heuristically tries to
solve the optimization problem in Eq. 3. During each round,
the server distributes the current global model to a random
selection of available clients among the entire pool of learners,
which fine-tune the received model parameters on their local
data. Then, the activated clients communicate a model update
to the central server (i.e., the difference between the locally
fine-tuned and the received model parameters). Once the server
has gathered such model updates, a weighted-average aggrega-
tion is performed, and the resultant averaged update is applied
to the current global model. The initial formulation of FedAvg
applies the resultant aggregated update by just summing it to
the server model. However, aggregated updates can be seen as
pseudo-gradients, and can be applied by using an optimizer of
choice, i.e., different from regular Stochastic Gradient Descent
(SGD). Under this perspective, vanilla FedAvg employs SGD
with a learning rate set to 1 as server-side optimizer [18].

While FedAvg is considered the baseline for FL, peer-to-
peer and/or asynchronous variants exist. In peer-to-peer FL (or
fully decentralized), clients directly communicate with each
other without the need for a central coordinator, while in
asynchronous FL the server can aggregate the contributions
of clients as soon as it receives them (without waiting for the
slower learners) [17].

It is worth noting that, while sharing model updates in
place of raw data makes it harder for attackers to extract
information about clients’ training data, FL does not ensure
complete privacy protection. Indeed, it has been proved that
disclosing model updates or gradients can expose clients to
information leakage (e.g., [8], [19], [20]).

C. Catastrophic Forgetting and Differential Privacy

In this subsection, we introduce two concepts, i.e.
catastrophic forgetting and Differential Privacy, that are
similar to unlearning algorithms in their effects while being

substantially different in principle.

Catastrophic forgetting. In the field of Continual Learning
(CL) [21], a key challenge is catastrophic forgetting. This
occurs when a neural network, while adapting to new
tasks, tends to disrupt the representations learned to solve
the previous downstream tasks [22]. Recent studies have
demonstrated that catastrophic forgetting also happens in FL
training due to the round-by-round shift of data distributions.
The pools of selected participants can change at each round,
potentially including clients with skewed data distribution
with respect to the global data distribution. This can lead the
global model to specialize mainly on the specific per-round
data distribution of activated clients while struggling to
generalize overall [23]–[25].

Catastrophic forgetting may seem a natural method
for unlearning, i.e., the global model forgets the specific
contributions of a client’s data as soon as that client is
not included in FL rounds anymore. However, it has been
demonstrated [26] (see also Subsection III-B) that even
though a participant leaves the training, the global model
still retains contributions learned from its data. Consequently,
relying on catastrophic forgetting cannot be considered a
reliable strategy. Moreover, when unlearning methods are
applied to an ML model, there is the risk that catastrophic
forgetting is induced by the unlearning, i.e. the unlearning
algorithm also removes to-retain knowledge as a side effect.

Differential Privacy. Within the context of ML, it is
of paramount importance that the public release of model
parameters does not leak too much sensitive information
about the original training data, even when the adversary
can have access to auxiliary information. Differential
Privacy (DP) [27], [28] tries to solve this apparently
paradoxical requirement of extracting useful information
from a population while guaranteeing to learn nothing about
an individual. To this end, DP promises that the inclusion,
or exclusion, of an individual’s data in a private database
does not essentially affect the outcome of any analysis
conducted on that database. Therefore, an individual should
be almost indifferent between disclosing her data and not1. In
a nutshell, DP is a mathematically rigorous formalization of
this promise, capable of quantifying the qualitative indications
of too much, essentially, and almost thanks to a privacy
measure, a parameter δ, referred to as privacy budget. When
applied to ML/DL models, DP injects ϵ-calibrated noise,
e.g. drawn from a Gaussian distribution, to perturb model
updates or gradients, at the cost of possible performance
degradation (e.g., [29]–[31]), with ϵ being the parameter that
tunes the noise magnitude, the smaller the ϵ the stronger
the noise. In FL processes, DP should be employed from
the beginning, hence it cannot be seamlessly integrated into
ongoing training; furthermore, DP is not helpful when there
is the need to remove harmful contributions from malicious
clients. From these observations, FU can be considered an

1If the inclusion (or exclusion) of an individual’s data did not affect the
outcome at all, it would mean that the individual’s data is useless.
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Fig. 2: Federated unlearning overview. When the client U
requests to be forgotten, the FL server erases its contributions
from the global model wt, generating a new version wū

t .

orthogonal tool with respect to DP.

III. FEDERATED UNLEARNING

Suppose that after t rounds of FL, a given client u submits
an unlearning request for a subset Su of its private data Du and
an unlearning algorithm U is executed to fulfill the request.
An unlearning algorithm U is applied to the global model
wt, which has been trained including client u in the pool of
clients, generating an unlearned global model wū

t , i.e. wū
t =

U(wt). U(·) can be defined as a function that ensures that
wū

t exhibits performances indistinguishable or approximately
indistinguishable from a global model wr

t trained without the
contribution of Su.

FU can have different objectives (sample unlearning, class
unlearning, and client unlearning), as we detail in Subsection
III-A. In Subsection III-B we qualitatively and experimentally
motivate the need for unlearning even though FL does not
require direct access to raw data. In fact, the weights of
the global model being trained round by round may leak
information about clients’ data. As we describe in Subsection
III-C, the architectural design of FL introduces a more chal-
lenging setting than regular MU, due to the decentralization
and inscrutability of data, and the iterative and stochastic
nature of the FL process. In Subsection IV-A we outline the
requirements that FU algorithms should meet, while in the last
Subsection IV-B we outline and describe the metrics being
used in the related literature to assess that an FU mechanism
fulfills the previously introduced requirements.

A. Objectives

As depicted in Fig. 3, FU aims to achieve one or more of
the following unlearning objectives [32]:

1 2 3 4 ... n

A L1 L2 L2 L3 L1 L2

B L2 L2 L3 L3 L3 L2

C L1 L1 L2 L3 L4 L4

D L3 L2 L1 L1 L4 L4

... L3 L3 L3 L3 L4 L4

n L2 L1 L1 L2 L4 L4

Sample Index

C
lie

nt
 I

nd
ex

LEGEND

Sample
Unlearning

Class
Unlearning

Client
Unlearning

Fig. 3: Visualization of FU objectives. We consider four clients
in the federation, i.e., clients A, B, C, and D, and four total
classes for the data held by clients, i.e., L1, L2, L3, and
L4. The figure reports the label that corresponds to a specific
sample in the local dataset of clients (e.g., data sample 1 in
client A’s dataset belongs to class L1).

Sample Unlearning. Sample unlearning aims to remove the
contribution of specific data samples from the trained model.
In this case, the client that requests the unlearning would like
to erase the contribution of a subset of its data, i.e. Su ⊂ Du.

Class Unlearning. Class unlearning aims to remove the
contribution of all the data samples that belong to a certain
class c across clients, i.e. to remove the contribution of
C =

⋃
k∈K Sk with Sk = {xi, c}

nc
k

i , with nc
k the number

of local samples at client k labeled with class c. Ideally,
the unlearned model, if provided with samples belonging
to a removed class, should produce an outcome at random
between the remaining classes.

Client Unlearning. Client unlearning is peculiar to federated
settings, and it relates to the right to be forgotten of clients.
In this case, the client that requests the unlearning would
like to erase the contribution of its entire local dataset, i.e.
Su = Du. Client Unlearning can be seen as applying Sample
Unlearning on all the samples that a specific client held at
the time of local training. Similarly, Client Unlearning can
also be a special case of class unlearning when a single client
u is the only one holding all the samples for class c across
the federation, i.e., C = Su = {xi, c}nu

i and Su = Du.

B. Why Is Unlearning Needed if Data Are Not Shared?

To intuitively understand the impact of a client’s data on
the global model we performed a set of experiments, whose
results are shown in Table III. Specifically, we compared the
performance in accuracy of a global model trained including
or excluding a specific client u in the federation. While the test
accuracy is very similar among such two versions of the global
model, the global model exhibits significantly higher accuracy
on client u’s train data when the federation includes client u.
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Fig. 4: The global model’s accuracy on test data (solid line) versus the global model’s accuracy on client u’s train data (dashed
line) across many FL rounds. Grey bars indicate that client u has participated in that round. The upper row of charts considers
IID data distribution among clients. The bottom row of charts considers non-IID data distribution among clients, simulated via
distribution-based labels skew (with concentration parameter α=0.1). The last column of charts depicts the global model’s test
accuracy with or without client u in the federation across rounds.
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Fig. 5: The KL divergence between the global model’s output
probability on client u’s train data and a uniformly distributed
output probability (as proposed in [26]), across many FL
rounds. The red line refers to regular training (client u is
included in the federation only for the first 50 rounds). Red
bars indicate that client u has participated in that round. The
gray line refers to retraining (sanitized federation) where client
u never participates.

This means that the global model trained with client u among
the federation may leak information about client u’s private
data and that may be susceptible to, at least, membership
attacks2. It is worth noting that the same trend emerges with
homogeneous and heterogeneous data distributions among
clients.

Table III reports the accuracy of a global model w trained on
a federation of participants including or excluding a specific
client u. Three datasets for image classification were consid-
ered (CIFAR-100, Birds and Aircraft), and a visual transformer
architecture was used (MiT-B0 [33]), starting from a pretrained
checkpoint and performing FL for 100 rounds. The test column

2As we will deepen in Sec. IV-B, membership attacks tries to determine
whether one or more specific samples have been used for training.

refers to the global model’s accuracy on a test set that clients
never see during training. The train column refers to the global
model’s accuracy on the train set of client u. We tracked
the accuracy of the global model on test and client u’s train
data across 100 rounds when the federation includes client u,
visually highlighting whether client u participates in a round.
As evident from Figure 4, when client u is included in the
training round, the global model spikes up to a higher level of
accuracy on client u’s train set. Also, it is worth noting that
if client u does not participate for a while, the global model
tends to become less accurate on that train data, but still above
the test performances. This phenomenon has also been noted
in [26].

Moreover, to understand whether natural forgetting could
be a viable option for unlearning, i.e. just excluding the
client that requested its removal from the federation, we
performed a set of further experiments.We want to empirically
determine whether the contribution of that client naturally
fades away after one or a few rounds, taking advantage of
catastrophic forgetting (see also Sec. II-C). We simulated a
large-scale federation with 500 clients training for 100 rounds
(4% participation rate), with client u leaving at round 50. As
depicted in Fig. 5a (homogeneous data among clients), after
client u leaves and for the rest of the FL process, the global
model steadily keeps generating more meaningful predictions
than the retrained baseline on client u’s train data for all the
tracked rounds. Furthermore, the global model still outputs
more accurate predictions (with lower loss as well) on client
u’s train data compared to a sanitized federation from the
beginning (see also the complete metrics in Fig. 8). Contrarily,
when data are heterogeneous (reported in Fig. 5b), catastrophic
forgetting seems to help natural unlearning: after a few rounds,
there is no sensible difference between the tracked metrics for
the two versions of the global model.
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TABLE III: Accuracy (%) of a global model trained with or
without (w/o) a specific client in the federation.

w trained w/o client u w trained with client u
Dataset Test Train Test Train

II
D

CIFAR-100 79.37 76.80 78.72 87.00
Aircraft 68.53 66.00 68.83 90.00
Birds 69.4 68.00 70.66 99.50

no
n-

II
D CIFAR-100 70.90 67.34 70.98 94.60

Aircraft 54.64 58.82 58.36 88.24
Birds 59.13 57.3 57.37 83.78

Overall, the empirical evidence shows that, even with a
large-scale federation of clients holding small local datasets,
the influence of a client’s contribution on the global model
may remain noticeable for long at least when data are homo-
geneously distributed.

Further details about the experimental settings, employed
metrics, and reference to our code repository are provided in
Appendix A.

C. Challenges in Federated Unlearning

Concerning centralized MU, FL settings introduce even
more challenging constraints. The iterative nature of
collaborative learning, the stochastic selection of per-round
participating clients, and the decentralization and inscrutability
of local data represent additional degrees of complexity that
have to be accounted for in FU algorithms.

Iterative Learning Process. FL algorithms proceed in
iterative rounds, and the global model wt aggregated at
round t is the starting state for round t + 1. Suppose that
at round ti a client u, which has been included in a round
tu (tu < ti), requires its contribution deletion (e.g., client
unlearning). The naive solution to client unlearning would be
to recover the global model at round tu and to exclude client
u’s updates from the aggregation of round tu. However, the
iterative nature of FL algorithms implies that all the global
aggregations subsequent to round tu should be invalidated.

Non-deterministic Training Process. The selection of
clients that participate in an FL round is subject to various
dynamics. For example, clients that are eligible for a certain
round may not be available in the future, due to connection
or battery issues, or due to unwillingness to participate. This
peculiarity of FL makes the possibility of exactly reproducing
the rounds after tu unrealistic. At the same time, discarding
all the knowledge acquired between the aggregation at round
tu and the aggregation at round ti (i.e., the most recent
round), that possibly may be distant in time with tu << ti,
would waste significant learning efforts of the federation. In
this sense, methods that can embed that knowledge are most
appealing.

Inscrutable Model Updates and Finite Memory. In
principle, the FL aggregator or server should not or could not
be able to inspect the model updates of single clients (e.g.,

because the updates could be aggregated via Multi-Party
Computation [34], [35]). This would make unfeasible the
naive solution of rolling back to the global aggregation of
round tu because it requires access to single updates of
clients. At the other end of the spectrum, the central FL
aggregator should store the entire history of aggregated
models and collected updates of each round, which would
translate into unfeasible storage capacity.

Inscrutable Local Datasets. While in centralized ML
all the data used for training are supposed to be directly
accessible and potentially be used for MU. Contrary, in FL
contexts, datasets remain private by design. This prevents the
application of solutions from plain MU that require direct
access to the data to forget and/or to the data to retain.
For example, the recent work in [36], targeting centralized
unlearning, selectively induces noisy knowledge on the data
to forget while reinforcing good knowledge on the retain
set respectively employing an incompetent or competent
teacher in a Knowledge-Distillation framework. This kind
of mechanism cannot be directly adapted to FL due to the
inscrutability of local datasets of clients, which cannot be
exported or accessed by other parties.

Data Heterogeneity. In centralized ML the data is supposed
to be identically and independently distributed (IID) since data
are centralized in the same location and can be shuffled and
arbitrarily partitioned among machines in case of distributed
training. On the contrary, one of the defining characteristics
of the FL setting is represented by the presence of data
heterogeneity among clients, i.e. clients hold data that are
likely to be non-IID (see Fig. 6 in Appendix for an example
of non-IID data among clients). While this may hamper the
convergence of the global model [37], [38], this trait of FL
settings could be convenient for an FU algorithm, since it
may be easier to erase the learned representations peculiar to
a skewed subset of data (see also the illustrative results in
Sec. III-B). However, since data are not directly accessible,
it may be not straightforward to assess the level of data
heterogeneity in advance.

D. Entity Performing Unlearning
The unlearning phase can be performed by one or more

parties in the federation, with relative benefits and drawbacks
[11]:

• Server. The server has more computation power and
storage capacity than clients. It could store the historical
global models as well as keep track of historical individ-
ual clients’ updates. In this way, the server could remove
the contribution of a specific client, when requested to.
However, to perform such a removal, the server should
be able to associate one or more specific historical
updates with the identity of a specific client, which poses
additional privacy concerns.

• Target Client. The target client, i.e. client u, has direct
access to the data to be forgotten. It can locally perform
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and assess the unlearning success. However, this poses
further security concerns when considering possibly mali-
cious clients, who may request a local unlearning to inject
a backdoor in the model or to hamper the training on
purpose, taking advantage of their role in the unlearning
phase. Furthermore, regular MU methods often require
both retain and forgetting data, e.g., to alternate forgetting
and retaining phases so that the model can selectively
unlearn. The technical issue in only-local FU is to be
able to retain good knowledge without having access to
other clients’ data.

• Remaining Clients: The remaining clients, i.e. the fed-
eration without client u, hold the retain data and are
typically used to recover the performance of an unlearned
model.

Given the above benefits and drawbacks, mixed solutions may
be also possible, e.g., target client u and the server may
cooperate during the unlearning phase.

IV. DESIGN AND IMPLEMENTATION GUIDELINES FOR
EFFICIENT FU ALGORITHMS

Here, we present the primary requirements that an FU
algorithm should meet to be efficiently adopted and integrated
into practical scenarios. In addition, we delve into the in-depth
exploration of the metrics that have been proposed to assess
the extent to which data has been effectively unlearned from
the global model.

A. Requirements of Federated Unlearning Algorithms

1) Improved Efficiency wrt. the Retraining Strategy. An
unlearning algorithm should be more efficient than the
naive, possibly unfeasible, retraining strategy, e.g. re-
utilizing the knowledge that would have been discarded
by a global model rollback

2) Retained or Recovered Performances. Either just after
the unlearning process (retained performances) or after
a set of new FL rounds (recovered performance), the
unlearned model should attain similar performance to
the original model. In particular, it should exhibit the
following properties.

• Comparable performances on test data wrt. the
retrained model. The performance (e.g., loss and
accuracy) of the unlearned model on a test set
should be comparable to the performance of a
model trained only on a sanitized dataset. Since the
unlearned global model needs a certain amount of
rounds to recover the performance of the original
model.

• Comparable performances on test data wrt. the
original model. The performance (e.g., loss and
accuracy) of the unlearned model on a test set
should be comparable to the model’s performance
before the unlearning algorithm is applied.

3) Effective Forgetting.
• Comparable performances on forgetting data wrt.

the retrained model. Ideally, the prediction of an

unlearned model on forgetting data should be indis-
tinguishable from the prediction of a model trained
only on the retained dataset. Referring to Table III,
after an ideal unlearning phase, the global model
trained including client u should not significantly
outperform the retrained global model on client u’s
train data.

• Significantly different performances on forgetting
data wrt. the original model. If the unlearning pro-
cess is successful, the unlearned model and the orig-
inal model should respond significantly differently
when presented with forgetting data. Accordingly,
to the specific metric or indicator, the unlearned
model can be expected to improve or reduce the
specific metric value on forgetting data (e.g., re-
ducing a backdoor attack success rate). In general,
the absolute value of the delta among the unlearned
model performance and original model performance
metric on forgetting data should be maximized.

4) Same Privacy Levels as Regular FL. FL’s main
characteristic is the privacy by design that comes with
leaving data distributed on the data owner’s premises.
An FU algorithm should not violate this fundamental
requirement.

B. Metrics to Assess Unlearning

The requirements described in Subsection IV-A call for
metrics that can assess the efficacy of unlearning algorithms.
In this subsection, we gather and introduce the metrics
used in literature to evaluate FU methods and we classify
them according to the scope of their assessment. Table
IV summarizes the main characteristics of the considered
metrics. All the reported metrics are supposed to be applied
to the unlearned model wū. The first column indicates the
scope of the metric. The ID column associates an identifier
to the metrics that will be useful in the next sections. Range
column reports the limit values of the metric. The Expected
Value column indicates if higher values or smaller values are
better. If the Expected Value column contains tuples (·, ·)
in the form of ({↑, ↓,≈}, w∗), it indicates if higher values,
smaller values or values similar to a baseline w∗ (e.g., the
retrained model’s performances) are better. wi represents the
global model before unlearning, wr represents the retrained
model. Accuracy and success rate are expressed as probability
and can be equivalently expressed in percentage (i.e., in a
range [0%, 100%]). The three rightmost columns report the
unlearning objectives for which the metric is most appropriate.

Improved Efficiency Metrics and Indicators. This
class of metrics relates to the Requirement (1) of the previous
section and usually compares, as a primary dimension, the
time needed by the proposed unlearning algorithm to recover
performance similar to a baseline, e.g. the original model or
the retrained model. For example, the ratio among Tw∗/Twū

,
with Tw∗ being the time needed by a model trained with a
specific baseline, e.g. wr, and with Twū being the time needed
by the unlearned model to attain a certain test performance,
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TABLE IV: Summary of the main metrics in FU literature.

Category ID Metric Range Exp. Value Sample Class Client

Improved Efficiency IE.1 Speed-up ratio (0,+∞) ↑, wr ✓ ✓ ✓
IE.2 Communication cost reduction ratio (0,+∞) ↑, wr ✓ ✓ ✓

Recovered Performance

RP.1 SAPE [0, 1] ↓, wr ✓ - ✓
RP.2 Performance on test dataset ≈, wr, wi ✓ - ✓

Accuracy [0, 1]
Loss [0,+∞)

RP.3 Performance on retained training dataset ≈, wr, wi ✓ - ✓
Accuracy [0, 1]
Loss [0,+∞)

RP.4 Performance on retained or unlearned classes (test dataset) ≈, wr, wi - ✓ -
Accuracy [0, 1]
Loss [0,+∞)

RP.5 ECE [39] [0, 1] ≈, wr, wi - - ✓

Forgetting Verification

FV.1 Performance on client u’s data (≈, wr), (↓ / ↑, wi) ✓ - ✓
Accuracy [0, 1]
Loss [0,+∞)

FV.2 Accuracy on removed class(es) (test dataset) [0, 1] ↓ - ✓ -
FV.3 KL divergence (model’s output vs. uniform distrib.) [0,+∞) ↓ ✓ - ✓
FV.4 KL divergence (per-class accuracy distributions) [0,+∞) ↓ - ✓ -
FV.5 KL divergence between retrained and unlearned weights [0,+∞) 0 - - ✓
FV.6 ℓ2-norm between retrained and unlearned weights [0,+∞) ↓ ✓ - ✓
FV.7 FR (Liu et al. [40]) [0, 1] ↑ ✓ - ✓
FV.8 IF [41] on forgetting data (−∞,+∞) 0 - - ✓
FV.9 RE [42] [0,+∞) ↓ ✓ - -
FV.10 AD [42] [0,+∞) (↓, wr), (↑, wi) ✓ - ✓
FV.11 BASR ( [43]–[45]) [0, 1] (≈, wr), (↓, wi) ✓ - ✓
FV.12 MIA (Shokri et al. [9]) [0, 1] (≈, wr), (↓, wi) ✓ - ✓
FV.13 MIA (Golatkar et al. [46]) [0, 1] (≈, wr), (↓, wi) ✓ - ✓
FV.14 MIA (Yeom et al. [47]) [0, 1] (≈, wr), (↓, wi) ✓ - ✓
FV.15 MIB (Hu et al. [48]) [0, 1] (≈, wr), (↓, wi) ✓ - ✓

can be used as an indicator of speed-up. However, recovery
time is not the only measure used in the FU literature.
In [49], Halimi et al. consider the required cumulative
communication cost in client-to-server model updates to
achieve similar performance (e.g., in test accuracy) to assess
the efficiency of the unlearned method compared to the
retrained model, with the lower the better. This comparison
could be also expressed as a ratio Bytesw∗/Byteswu

(higher
is better), with Bytes representing the size (e.g., in MB) of
the cumulative client-to-server updates.

In [50], Su et al. also focus on minimizing the number of
clients that participate in the recover process.

Retained or Recovered Performance Metrics. This
class of metrics relates to the Requirement (2) of the previous
section. The straightforward metrics that can be employed
to asses whether the unlearned model achieves performances
similar to a baseline model are the test performances (e.g.,
loss, accuracy). Another potential metric to consider is
the Expected Calibration Error (ECE) [39]. It is used to
evaluate the calibration of probabilistic models, focusing
on the alignment between predicted probabilities and actual
observed frequencies. It involves dividing predictions into
probability bins, comparing average predicted probabilities
with observed accuracy in each bin, and calculating the
average absolute differences. ECE provides a measure of
how well a model’s predicted probabilities reflect the true
likelihood of events, indicating the model’s reliability and
confidence calibration. In [51], Liu et al. propose to use a
compact indicator for comparing the test performances of the

unlearned model to a reference model. Such a metric is the
Symmetric Absolute Percentage Error (SAPE), computed as

|Acc(wu, Dtest)−Acc(w∗, Dtest)|
|Acc(wu, Dtest)|+ |Acc(w∗, Dtest)|

, (4)

with the baseline model indicated with w∗ (e.g., the retrained
model or the original model) and Acc(·, Dtest) being the
accuracy on test data. SAPE spans in a range ∈ [0, 1], and
the lower the value, the closer the unlearned model is to
match the baseline model’s test performance. To assess Class
Unlearning, the test performance should be measured and
compared only on the subset of test data belonging to the
retained classes [52].

Forgetting Verification Metrics and Indicators. This
class of metrics relates to the Requirement (3) of the previous
section. Comparing the performance (e.g., loss and accuracy)
of the unlearned model to a baseline model (e.g., the retrained
model) on client u’s train data can represent a preliminary
indicator to asses selective forgetting. For example, the
retrained model and the unlearned model should exhibit
similar performance on client u’s train data. However, from
a real-world, practical perspective, this can be only evaluated
locally by clients, since their data are private.

Another metric used more often to evaluate FU algorithms
is the success rate of backdoor attacks (BASR) [43]–[45].
In a nutshell, the attacker client crafts malicious inputs to
instill a backdoor into the model, meaning that when the
model encounters a similar input, it will misclassify it. For
example, to inject a backdoor pattern in a visual classification
task, the malicious client modifies some pixels in the original
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images and associates wrong labels to those inputs. The
success rate of the attack is the probability that the model
predicts induced wrong class for any malicious inputs. From
the metric perspective, backdoor attacks should induce the
global model to mispredict specific inputs that embed the
backdoor pattern, while the global model’s performance should
remain unaffected by regular inputs. The unlearning algorithm
removes the contributions in the global model of such harmful
backdoored training data. Hence, a successfully unlearned
global model should reduce the success rate of backdoor
attacks when triggered by backdoored samples but should
perform well on the test dataset (i.e., similarly to the retrained
model or the original model).

Inspired by [43], Hu et al. [48] proposed a novel mem-
bership inference technique namely Membership Inference
Backdoor (MIB). In MIB, a data owner marks their samples
before releasing them. If the marked samples have been used
by an unauthorized ML model, a backdoor will be injected into
the model. To prove that their data was used for training, data
owners can demonstrate the presence of the backdoor in the
model. In the context of FU, MIB can be leveraged to evaluate
unlearning methods by introducing backdoor triggers to the
erased data samples and validating the unlearned model’s
susceptibility to backdoor attacks. As backdoored samples are
hard to remove, the efficacy of unlearning these data will be
even higher when removing regular data.

Another alternative attack for assessing the effectiveness
of unlearning methods is the Membership Inference Attack
(MIA) [9], [46], [47]. MIA tries to guess whether a specific
sample was included in the training set. Then, the success of
MIA can be measured via standard accuracy, precision, and
recall metrics, with the unlearned model and the retrained
model exhibiting similar sensitivity to MIA. The rationale
when employing MIA in assessing the quality of unlearning is
that a model has forgotten only if an attacker cannot guess with
reliable confidence the membership of the forgetting data. The
pioneering MIA proposed by Shokri et al. [9] firstly trains the
so-called attack model that, once trained, will take as input the
predictions of a model on client u’s train data and will output
a membership probability, building on the assumption that if
a model is very confident in his predictions then the input
example is likely to be used for training. It is worth noting
that membership attacks like the one proposed by Shokri et al.
[9] require that the attacker knows the type and architecture
of the ML model and has access to some data from the
same underlying distribution. In [46], Golatkar et al. propose a
black-box MIA that trains the attacker models on the entropy
of the model’s output probabilities. During the training phase,
the attacker model learns to predict membership by seeing
samples from the training data as members and samples from
the test set as non-members. In [47], Yoem et al. propose an
MIA that requires knowing the average training loss of the
model as well as having access to its output logits. Then, a
data sample is then inferred as a member if the training loss
of the model on the input data point is smaller than the known
average training loss.

To assess client unlearning within a visual classification
task, Halimi et al. [49] introduce in the federation a subset

of clients that hold flipped images. A successful unlearning
algorithm should reduce the accuracy on the flipped samples
while retaining good accuracy on regular samples3.

In [40], Liu et al. introduce the Forgetting Rate (FR),
a measure to evaluate the performance of unlearning. To
calculate FR, it is necessary to use a membership oracle that
can discern whether a given sample is categorized as known
or not. Given a trained ML model and an arbitrary sample
x, an ideal membership oracle outputs true if x belongs to
the training set; otherwise, outputs false. FR is an indicator to
measure how many samples are changed from the memorized
set to the unknown set after unlearning, and it is calculated
as the transformation rate between known and unknown states,
i.e.:

FR =
BT

BT +BF
× AF

AT +AF
, (5)

denoting as BT (the number of eliminated training samples that
are predicted to be true by the oracle before unlearning), BF
(the number of eliminated training samples that are predicted
to be false by the oracle before unlearning), AF (the number
of eliminated training samples that are predicted to be false
by the oracle after unlearning), AT (the number of eliminated
training samples that are predicted to be true by the oracle
after unlearning).

Reconstruction Error (RE) and Activation Distance (AD)
are two metrics utilized in [42]. The RE metric evaluates the
model’s ability to reconstruct data subjected to unlearning,
with a lower score indicating enhanced performance. Simul-
taneously, the AD metric evaluates the indistinguishability
between model outputs by measuring the average distance
between the model’s predictions before and after unlearning,
employing the 2-distance metric on forgetting data, the higher
the better. A similar metric is used in [53] and referred to as
prediction difference.

In [26], Gao et al. propose to employ metrics on specific
subsets of client u’s forgetting data, called markers, on which
calculating more reliable indicators about unlearning perfor-
mance. Gao et al., most notably, consider as markers the
forgettable samples, i.e. samples with the highest loss variance
across several rounds, and erroneous samples, i.e. the high
loss samples. To assess unlearning, Gao et al. mainly track
four metrics: loss, accuracy, influence function (IF) [41], which
estimates the impact of a training sample on model prediction,
and a metric based on KL divergence. The latter is computed
as follows:

KL(fw(Su), p). (6)

The formulation above measures the distributional distance
between a model’s output on forgetting data fw(Su) and a uni-
formly distributed output probability p, with p = ( 1

L , ...,
1
L ),

L the number of total classes, and KL the KL divergence.
If the KL divergence is low or even 0, the model is not able
to produce any meaningful predictions on forgetting data, i.e.
the model has forgotten such data. The KL divergence can be
also used to measure the distance between weight distributions,
i.e. to assess the disparity between the weight distribution

3When the flip-based evaluation method presented in [49] is used, no data
augmentation is applied during training.
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obtained through the unlearning process and that obtained
through retraining [54], with lower values expected.

While the metrics detailed above are mainly employed to
assess the forgetting in client or sample unlearning methods,
other metrics tailored to evaluate class unlearning exist. For
example, suppose a test set is divided into two subsets, i.e., the
set of samples labeled with the unlearned class and the set of
all the other samples. The unlearned model’s accuracy on the
former set should ideally be 0, whereas the accuracy on the
latter set should be similar to the retrained model [52], [55].
However, it should be ensured that the unlearned model does
not just misclassify the removed class with another. A possible
metric to assess that the unlearned model spans the removed
class’s prediction across the remaining classes is presented in
[52]. Wang et al. [52] measures the KL divergence among the
distribution of the unlearned model’s per-class accuracy and
the distribution of retrained model’s per-class accuracy. The
closer to 0 the distance, the more similar the distributions are.

V. LITERATURE REVIEW OF FEDERATED UNLEARNING
METHODS

This section offers a comprehensive review of the existing
literature on FU methods. We categorize the referenced works
based on the unlearning objectives, techniques, and metrics
employed for evaluation. The key features of the reviewed
papers are summarized in Table V. Each referenced paper
is linked with an unlearning objective determined by the
respective authors proposing the method. The Where column
indicates the entities involved in the unlearning process, while
the Metrics column reports the identifiers of the metrics (refer
to Table IV) employed for evaluating the effectiveness of
the unlearning scheme. Additionally, the Proxy Data column
denotes whether supplementary data, typically required by the
server for recovery, are necessary. Finally, we highlight if the
authors have made their solution accessible to the community
or if they plan to do so upon acceptance.

A. Client Unlearning

Most of the methods proposed for client unlearning can
be seen as fast retraining strategies, which design specific
ways to retain as much knowledge as possible from the
ongoing training while selectively overwriting the influence
of forgetting data.

Re-calibration of Historical Updates. FedEraser [53]
is one of the first methods that has been proposed to perform
client unlearning, which is achieved through a retraining
that speeds up the recovering phase by leveraging historical
parameter updates stored on the server side. Suppose that
the current round is ti (when unlearning is requested) and
that client u participated in round tu. FedEraser conducts
a calibration phase only including the retained clients to
iteratively sanitize the updates that have been produced
after client u participated instead of discarding them.
FedEraser performs ti− tu calibration rounds, and each round
includes local training of calibrated updates and server-side
aggregation of such updates to produce the sanitized global

model to be broadcast at the next re-calibration round, until
all the past updates have been recovered. In [56], Yuan
et al. introduce FRU, an unlearning algorithm designed
for federated recommendation systems based on FedEraser
[53]. To minimize storage space required, FRU suggests a
user-item mixed semi-hard negative sampling component
to decrease the number of item embedding updates and an
importance-based update selection component to retain only
crucial model updates.

Cao et al. [57] propose FedRecover, a method designed
to recover a poisoned model using historical information.
FedRecover utilizes retained updates from clients to estimate
the update produced during retrain-from scratch, employing
the Cauchy mean theorem and the L-BFGS algorithm [76] for
an efficient approximation of the integrated Hessian matrix.
To enhance the model’s performance, it implements various
strategies for fine-tuning the recovered model. These strategies
include warm-up, periodic correction, abnormality fixing, and
final tuning. In the warm-up phase, clients calculate exact
updates and send them to the server to create buffers used
by the L-BFGS algorithm in constructing Hessian matrices.
These buffers are periodically updated during the periodic
correction phase, where the server requests clients to send
exact updates. These updates are also used to correct the
recovered global model. When an estimated model update for
a client is substantial, the server asks the client to send the
exact update to mitigate the impact of potentially inaccurately
estimated large model updates, constituting the abnormality
fixing phase. Finally, in the last phase of final tuning, clients
send exact updates to fine-tune the recovered global model, a
step proven to enhance the model’s performance.

Gao et al. [26] propose a unified framework to perform
unlearning and verification, named VeriFi. It is the first work
that grants users the right to verify (RTV), in which participants
could actively check the unlearning effect. VeriFi consists
of three parts: (1) an unlearning module, (2) a verification
module, and (3) an unlearning-verification mechanism, that
chains (1) and (2) into an integrated pipeline. Although the
unlearning module can be any unlearning method, the authors
also propose a more efficient one-step unlearning approach
scale-to-unlearn (S2U). The unlearning process is triggered
only when a participant leaves during the later stages of the
FL process when the model has already stabilized. S2U scales
up the contribution of the clients staying in the federation
and scales down the contribution of the leaving client. This
adjustment is designed to align the global model more closely
with the local models of those who remain while distancing
it from the leaving one. The verification process is performed
locally by the leaving client. It consists of two steps: marking
and checking. The marking step involves utilizing marked data,
known as markers, to fine-tune the local model. Subsequently,
the checking step verifies the extent to which the global model
has unlearned the markers.

FU serves as a viable tool for eliminating contributions
from malicious clients. Guo et al. [58] introduce FAST,
a protocol designed to remove the influence of byzantine
participants on the global model. The server retains all the
clients’ updates, using this information to directly adjust
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TABLE V: Summary of FU referenced works.

Objective Technique Ref. Where Metrics Proxy Data Open Source

Client

Re-calibration of
Historical Updates

[53] Remaining Clients & Server IE.1, RP.2, FV.1, FV.12 - ✓
[56] Remaining Clients & Server RP.2, FV.11 - -
[57] Remaining Clients & Server IE.2, RP.2, FV.11 - -
[26] Target Client & Server IE.1, IE.2, FV.1, FV.3, FV.8 - -
[58] Server IE.1, IE.2, RP.2, FV.1 Yes -

Knowledge Distillation
[59] Server FV.1, FV.11 Yes -
[60] Target Client & Neighborhood RP.2 Yes -
[55] All Clients & Server IE.1, RP.3, FV.1, FV.11 - -

Gradient Modification
[49] All Clients & Server IE.1, IE.2, RP.3, FV.11, FV.12, FV.14 - -
[61] All Clients & Server RP.2, FV.11 - -
[62] Target Client RP.2, FV.11 - ✓

Clustering [50] Clients in the Cluster & Server IE.1, RP.2 - ✓

Bayesian FL

[54] Target Client FV.5 - -
[63] Target Client RP.3, FV.1 - -
[64] Target Client RP.2, RP.3, RP.5, FV.1 - -
[65] Target Client IE.1, RP.2, RP.3, FV.1, FV.5, FV.6, FV.15 - ✓

Differential Privacy [66] Server IE.1, RP.2, FV.12 - -

Other Approaches [67] Server IE.1, RP.2, RP.3 - -
[68] Target Client & Server IE.1, RP.2 - ✓

Class Pruning [52] Target Client IE.1, RP.3, FV.1, FV.2, FV.4, FV.12 - -

Knowledge Distillation [55] All Clients & Server IE.1, RP.3, FV.1, FV.11 - -

Sample

Gradient Modification

[51] All Clients IE.1, RP.1, RP.2 - ✓
[69] Target Clients & Remaining Clients IE.1, IE.2, RP.3, RP.4, FV.1, FV.13 - ✓
[70] Target Client & Server IE.1 Yes -
[71] Target Client RP.2, RP.3, FV.1, FV.13 Yes -
[40] Target Client RP.2, RP.3, FV.7 - -
[72] Target Client RP.2, FV.12 - -

Quantization [73] Target Client & Server IE1, RP.1, FV.12 - ✓
[74] All Clients & Server IE.1, RP.2, RP.3, FV.1 - -

Reinforcement Learning [42] Target Client RP.2, FV.9, FV.10 - -

Other Approaches [75] All Clients & Server IE.1, IE.2, RP.2, FV.1 - ✓
[68] Target Client & Server IE.1, RP.2 - ✓

the model parameters and derive the unlearning model.
Specifically, the unlearning model is obtained by subtracting
the contributions of malicious clients in each training round
from the final global model. For every iteration, the server
compares the accuracy of the current unlearning model with
that of the previous one. If the current unlearning model
consistently outperforms its predecessor, it indicates that the
historical influence of the malicious client persists, prompting
the continuation of the step to delete contributions in the next
round. Conversely, if the accuracy consistently surpasses that
of the previous unlearning model, the unlearning operation
proceeds until the maximum number of attempts to eliminate
malicious clients’ contributions is reached. However, their
method may eventually lead to a loss in the predictive power
for other data that are not required to be forgotten. To
overcome this concern, the server maintains an additional
small benchmark dataset for supplementary training of the
unlearning model, thereby enhancing the overall accuracy.

Knowledge Distillation. In [59], Wu et al. propose a
mechanism for FU based on Knowledge Distillation (KD),
following a recent trend that sees many KD-based mechanisms
designed to improve the FL process [77]. The solution in
[59] leverages KD to quickly recover the global model’s
performance after the removal of the unlearning client’s
historical model updates. The unlearning algorithm proceeds

in two server-side steps: (1) The historical updates of the
unlearned client are removed from the current global model
to produce a sanitized model; (2) The previous global model
works as the teacher and the sanitized model works as the
student. The sanitized global model mimics the outputs of
the previous global model on proxy unlabeled data to recover
the drop in performance after step (1). In [59], clients do not
directly have to participate in the unlearning phase. However,
as a drawback, the solution proposed by Wu et al. requires
(unlabeled) data on the server side, which may not be easily
available for specific tasks. Furthermore, the server should
maintain a full history of the updates collected from clients,
as well as the server should be able to identify clients’
updates to then respond to unlearning requests.

Zaho et al. [55] present a knowledge erasure strategy called
Momentum Degradation (MoDe). The proposed method de-
couples the FU process from training, making it applicable to
any model architecture that has completed FL training without
altering the training procedure. Unlearning consists of two
phases: knowledge erasure and memory guidance. In the first
phase, the pre-trained model parameters are adjusted to reduce
discriminability for target data, aligning them with retrained
model parameters. The server initializes a degradation model,
sends it to clients for FL training, and uses its weights
as the guiding direction for updating the pre-trained model.
Following momentum degradation, the pre-trained model ex-
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periences reduced discriminability for all data points. The
memory guidance phase restores performance by sending the
pre-trained model to all clients and the degradation model to
the target client. The target client uses the degradation model’s
output on its local dataset as pseudo labels, guiding the local
training of the pre-trained model. This ensures the unlearned
model’s output closely resembles the retrained model’s output.
All clients contribute to aggregating the pre-trained model. The
knowledge erasure and memory guidance steps are iterated
multiple times.

Ye et al. [60] present a decentralized unlearning framework
called HDUS, employing distilled (smaller) models to build
erasable ensembles for each client. HDUS operates in a
fully decentralized learning scenario, where clients exchange
information without the need for a central server. In addition
to its local main dataset and model, each client owns a
distilled model and reference dataset shared among all clients.
The client’s objective is to align its distilled model as closely
as possible with the main model, optimizing the former using
a specific loss function and the reference dataset. Distilled
models are exchanged with neighboring clients. During the
inference phase, the client generates an ensemble model
output by weighting the output of its main model and the
outputs of all neighbors’ distilled models. If client u requests
unlearning of its data, its neighbors simply exclude client u’s
distilled model from the ensemble.

Gradient Modification. In [49], Halimi et al. introduce
a method to perform unlearning directly on the target client.
The method employs projected gradient ascent to maximize
the loss from a reference model, defined as the average
of the models of the remaining clients. A ℓ2-norm sphere
with δ radius around the reference model that constrains the
unbounded loss. To improve the performance of the unlearned
model, the remaining clients run additional rounds of FL,
achieving good performance in a few rounds. Similarly, Li
et al. [61] propose a subspace-based FU method (SFU) that
leverages gradient ascent, constrained by the orthogonal space
of input gradient spaces formed by other clients, to eliminate
the target client’s contribution. SFU does not require storing
intermediate updates on the clients or the server. The process
includes three steps: (1) each client, except the target one,
creates a representation matrix using a part of its local
data and sends it to the server. A representation matrix for
each layer in a neural network is formed by combining
outputs from the forward pass of random samples through
the network, with each column representing the output for a
different sample. The privacy of the representation matrix is
protected through a DP algorithm. Random factors are added
to each client’s layer representation to prevent the leakage
of individual client data information. This addition does not
affect the subspace search process due to the orthogonal
nature of the matrix. (2) The target client executes some
round of gradient ascent and sends the updated gradient
to the server. (3) The server then performs Singular Value
Decomposition (SVD) [78] on the set of representation
matrices to get the set of input gradient subspace. It gets the
orthogonal projection of the target gradient for this subspace

and removes the contribution of the target client by updating
the global model.

In [62] Alam et al. shift the perspective and explore
FU to eliminate backdoors for the benefit of adversaries.
Once attackers have accomplished their intended objectives
or suspect the possibility of detection, they may wish to
eliminate the backdoors they previously injected and erase
any trace of their presence. The proposed method leverages
gradient ascent on the target client to forget its contribution.
However, to face challenges like catastrophic forgetting, the
generation of deviating models during the unlearning process,
and the varying importance of individual parameters, the
authors propose two strategies: memory preservation and
dynamic penalization. The first one implies utilizing the
benign dataset of the target client to prevent catastrophic
forgetting. The second strategy implements a dynamic penalty
mechanism designed to penalize diversion from the global
model. Moreover, weights are also incorporated into the
penalty term, assigning a unique weight to each parameter
based on its significance. Introducing non-uniform penalties
for all parameters may yield superior results. The loss
function is modified following the strategies depicted before.

Clustering. KNOT [50] performs client clustering to
speed-up retraining in asynchronous FL. Indeed, when
unlearning is requested, retraining is conducted exclusively
within client u’s cluster while the remaining clients are
unaffected.

Bayesian FL. Bayesian FL combines Bayesian methods with
FL, introducing a distribution of models to capture uncertainty
instead of a fixed model. Gong et al. [54] introduce the first
FU method in a decentralized network within a Bayesian
framework. It is based on exponential family parametrization
and leverages local gossip-driven communication. When
the unlearning client is scheduled, it removes its local
variational parameter from the current global one, and the
result is forwarded to the next client. Gong et al. [63] also
propose a non-parametric federated Bayesian unlearning
method, referred to as Forget-Stein Variational Gradient
Descent (Forget-SVGD). Forget-SVGD is an extension of
SVGD [79], a particle-based approximate Bayesian inference
method utilizing gradient-based deterministic updates, and its
federated variant called Distributed SVGD (DSVGD) [80].
After the conclusion of the FL process, one or more clients
may request to forget their data. Unlearning a dataset from the
variational posterior is formulated as the minimization of the
unlearning free energy. This involves identifying a distribution
that closely aligns with the current variational posterior while
simultaneously maximizing the average training loss for the
datasets designated for forgetting. An optimized version for
rate-constrained channels is presented in [64]. It applies
quantization and sparsification across multiple particles.

BFU [65] is another bayesian FU method that incorporates
parameter self-sharing. The proposed scheme introduces an
unlearning rate that balances the trade-off between forgetting
the erased data and remembering the original global model.
To limit potential performance degradation, data erasure and
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maintaining learning accuracy are considered two different
objectives.

Differential Privacy. In Sec. II-C, we presented DP as
an orthogonal tool for unlearning methods. In [66], Zhang
et al. propose FedRecovery, an algorithm that embeds DP
in their unlearning mechanism. Indeed, when client u’s
requests unlearning, firstly the server removes its influence
by eliminating all its gradient residuals, which are generated
from clients’ historical submissions. Then, the server injects
Gaussian noise into the resulting model to make such an
unlearned model statistically indistinguishable from the
retrained one. The noise is calibrated according to the upper
bound of the distance between the two models, which is
estimated through the smoothness of client u’s loss functions.
By leveraging DP, an observer cannot assess whether a model
has been trained by K or K − 1 clients.

Other Approaches. RevFRF [67] is a framework designed
for federated Random Forests (RFs) that supports secure
participant revocation. The authors delve into the revocation
process from two distinctive perspectives: (1) ensuring the
removal of targeted data from the RF, and (2) preempting
the potential collusion of removed clients with the server to
illicitly continue utilizing the outdated RF. To achieve the
first level of revocation, the RevFRF traverses the random
decision trees (RDTs) within the trained RF and prunes all
splits contributed by the participant seeking to be forgotten.
Subsequently, the RF undergoes a reconstruction, wherein
only the remaining RDTs are considered. Due to their
isolation from each other, the rebuilding of one RDT does
not affect the others. It is crucial to note, however, that this
approach is not easily extendable to other ML models, and the
worst-case scenario coincides with the reconstruction of the
model from scratch. The second level of revocation involves
executing additional computations to refresh the revoked
splits with random values, rendering them inaccessible to any
potentially colluding server.

In [68], Pan et al. introduce a novel FU algorithm to perform
federated K-means++. In a nutshell, clients maintain centroid
vectors computed on their local data. Those vectors are then
transmitted to the server, which uses them to obtain a centroid
set. If a client wishes its data to be forgotten, it resets its
vector of centroids to zero, prompting the server to re-execute
clustering on the remaining clients’ vectors.

B. Class Unlearning

In Convolutional Neural Network (CNN) models, the vi-
sualization of feature maps activated by different channels
reveals their varying contributions to distinct image categories
in image classification. Wang et al. [52] leverage this fea-
ture to introduce FU by selectively pruning channels with
high discrimination on the target category to forget. Class
discrimination is determined using the Term Frequency Inverse
Document Frequency (TF-IDF), a statistical metric originally
designed to determine the relevance of a word to a docu-
ment within a collection of documents. In this context, each

channel’s output can be seen as a word, the feature maps
representing different categories as documents, and TF-IDF
evaluates the relevance between channels and categories. Once
the discriminative channels have been pruned, a fine-tuning
operation is applied to restore the model’s performance.

The MoDe method proposed by Zaho et al. [55] is also pre-
sented as a solution for category removal, without modifying
the algorithm introduced in the previous subsection.

C. Sample Unlearning

Given that sample unlearning can be viewed as a more
specialized instance of client unlearning, these methods
inherently adopt strategies inspired by the same principles.
We identify similar categories of methods.

Gradient Modification. Liu et al. [51] propose a rapid
retraining strategy that leverages a low-cost Hessian
approximation method and applies it to the local training of
clients, after forgetting data deletion. Specifically, at the core
of the mechanism, a diagonal empirical Fisher Information
Matrix (FIM) is used, with the update rule of the unlearned
model employing first and second-order moments for Hessian
momentum, similar to optimizer like Adam [81]. However,
this method may imply a significant reduction in performance
when dealing with complex models.

Dhasade et al. [69] introduce QuickDrop, an FU method
that leverages Dataset Distillation (DD) to perform unlearning
and recovery. DD is a technique to condense a large training
dataset into a compact and smaller synthetic dataset [82]. How-
ever, the production of good-quality synthetic data requires
many local update steps. The clients reuse the gradient updates
computed during FL training to reduce the computational
overhead. When an unlearning request comes, each client
performs Stochastic Gradient Ascent (SGA) on their local
distilled dataset. While, in the recovery phase, the network
then executes recovery rounds, during which they also use
the distilled data that are not extracted from the samples to
forget. It is worth noting that the use of distilled data slightly
decreases the performance. To avoid decreasing performance,
in the recovery phase, the authors include a few original sam-
ples in the distilled datasets that nullify potential performance
drops.

FedFilter [70] is an edge caching scheme that uses FU to
remove invalid and outdated data from the global model. The
unlearning is initiated by the server that selects the content
to be forgotten and generates a reverse gradient. Moreover,
to maximize the unlearning while minimizing its impact
on the model accuracy, the parameters are iterated through
SGD. The reverse gradient is applied to the local model to
erase the selected content locally. Finally, for the basic layer
parameters, FU is achieved by aggregating and broadcasting
model parameters.

Jin et al. [71] present the Forgettable Federated Linear
Learning (2F2L) framework. 2F2L introduces a federated
linear learning strategy that leverages a linear approximation
of a Deep Neural Network (DNN) given by the first-order
Taylor expansion. The first initial value for the weights to
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perform linear approximation is built using the server’s dataset.
With a reasonable amount of data on the server, this value is
believed to be close to the optimal model weight based on the
entire dataset. Having a linear approximation, it is possible
to perform data removal performing gradient ascent using the
quadratic forgetting loss function [46]. However, to achieve
removal it is necessary to compute Hessian matrix inversion,
which is a complex task. For this reason, 2F2L leverages a
numerical approximation based on the server’s data.

Forsaken [40] is a memorization elimination algorithm that
employs dummy gradients to stimulate the neurons of the
ML model and erase the knowledge of specific data. Client u
possesses a trainable generator that produces gradients. During
each unlearning epoch, the generator is optimized based on
an objective function aiming to reduce the distance between
the current confidence vector and the confidence vector of a
perfectly forgotten sample rules. Then, the client produces a
new dummy gradient and sends it to the server.

In [72], Xia et al. propose FedME2, a FU framework
for Digital Twins for Mobile Networks (DTMN). FedME2

comprises two modules: MEval and MErase. The first one
aims to build a memory evaluation model to detect whether
the data to be forgotten is remembered and the degree of
memory. This information is used by the MErase module
to guide the privacy erasure process. On the other hand,
the MErase module optimizes the local model leveraging
the model loss, the MEval loss, and a penalty term, which
constrains similarity between the global model before and
after data erasure. The server then re-aggregates the local
model from the client and completes the construction of the
global model without privacy information.

Quantization. Xiong et al. [73] introduce Exact-Fun, a
quantized FU algorithm designed to eliminate the influence
of a subset of data from a target client within a global model.
In instances where a client requests the removal of a specific
portion of their data, the algorithm calculates a local model
using the client’s trained model up to that iteration. If the
resulting quantized model matches the previously global
model, the deletion of that data subset has no impact on the
overall model. However, if quantization leads to a mismatch,
retraining becomes necessary to effectively eliminate the
influence of the unlearned data.

In [74], Che et al. extend their prior work on Prompt
Certified Machine Unlearning (PCMU) [83] to operate
effectively in a federated setting. PCMU employs randomized
gradient smoothing and quantization to concurrently execute
training and unlearning operations, enhancing overall
efficiency. The use of random smoothing on gradients implies
that the MU model, directly trained on the entire dataset,
shares identical gradients (and parameters) with the model
retrained solely on the remaining data. This occurs within
a specific certified radius, concerning the gradient change
before and after data removals, and a certified budget for data
removals. To implement PCMU in a federated setting, the
authors propose a method that involves creating MU models
on clients using the PCMU algorithm. These models are then
reformulated as output functions of a Nemytskii operator,

inducing a Frechet differentiable smooth manifold. This
manifold possesses a global Lipschitz constant, that bounds
the difference between two local MU models. At the server,
a global gradient is computed by averaging gradients from
all clients, resulting in the creation of a global MU model.
The global Lipschitz property ensures that this model closely
aligns with each local MU model on the clients within a
distance determined by the Lipschitz constant. Consequently,
the global MU model can maintain the certified radius and
budget of data removals from the local MU models to a
certain degree.

Reinforcement Learning. In [42], Shaik et al. present
FRAMU, an attention-based MU framework that leverages
federated reinforcement learning. FRAMU can perform
unlearning of outdated, irrelevant, and private data in both
single-modality and multi-modality scenarios. It adopts a
federated reinforcement learning architecture, employing local
agents for real-time data collection and model updates, a
central server for aggregation and global model updates using
the FedAvg algorithm, and an attention layer to dynamically
weigh the relevance of each data point in learning and
unlearning. This layer acts as a specialized approximator,
enhancing individual agents’ learning capabilities by assigning
attention scores to data points, indicating their relevance in
local learning, and continually refining the model through
interactions with the environment and feedback. If these
scores fall below specific predetermined thresholds, the data
is considered outdated or irrelevant and is consequently
removed from the model.

Other Approaches. FL can be also employed with
alternative data representation such as a Knowledge Graph
(KG), a structured knowledge base of real-world entities
and their relations in terms of triplets. KGs have also been
adopted to advance representation learning techniques, i.e.,
KG embeddings combine entities and their relations into
a unified semantic space [84]. FL can be integrated with
KG embeddings, giving birth to a novel paradigm namely
Federated KG embedding learning [85]. In this direction,
Zhu et al. [75] propose FedLU, an FL framework for
heterogeneous KG embedding. FedLU uses an unlearning
method to erase specific knowledge from local embeddings.
On the one hand, local knowledge from clients is erased
through an interference phase based on hard and soft
confusions, which reflect the distance between scores of the
triplet in the forgetting set and its negative samples, i.e.,
the set of triplets whose intersection with the local KG is
empty. On the other hand, to limit the decrease in model
performance caused by the interference is recovered via
knowledge distillation providing the local client KG without
the forgetting set.

The framework introduced in [68] is also applicable when
a client wishes to remove some of their data. If the data to
be removed is not a centroid, no action is needed. However,
if it is a centroid, the client needs to eliminate that centroid
and select a new one by sampling from its local data using a
specific distribution. The updated centroid vector is then sent
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to the server, which re-executes clustering on the new vector
set, producing a new set of server centroids.

VI. DISTILLED LESSONS LEARNED

In this section, we summarize the main lessons learned from
the reported in-depth review of state-of-the-art FU research.

1) Motivation: FU schemes are proposed as valuable mech-
anisms to preserve privacy and/or enhance security.
From the privacy perspective, FU can guarantee the right
to be forgotten. On the security side, it is a technique for
mitigating the impact of malicious clients by eliminating
their contributions, i.e., poisoned data and backdoors.

2) Empirical Evidences: The contribution of a specific
client u has a tangible influence on the global model,
which outputs significantly more accurate predictions
when presented with client u’s samples if client u
has been included in the pool of clients. Also, the
participation of client u translates to evident spikes of
enhanced accuracy (and reduced loss) on client u’s train
data for that round. Natural forgetting, i.e. just excluding
client u from the federation in the hope of catastrophic
forgetting to rapidly remove its contribution, is not a
viable option. Indeed, empirical evidences show that the
impact of a client participation fades away very slowly
when data is homogeneous, and remains concretely
noticeable for a large number of subsequent rounds. It
is worth noting that in the particular case of a large-
scale federation with low participation rate of clients
and non-IID local datasets, natural forgetting can help
the unlearning process.

3) Requirements and Metrics: As we have detailed from
the requirements in Sec. IV-A, an unlearning algorithm
should be more efficient than a retraining alternative, and
the (fine-tuned) unlearned global model should achieve
performance of generalization comparable to the original
model. At the same time, with effective unlearning, the
unlearned global model should not respond suspiciously
confidently when presented with forgetting data. Then,
how to verify those requirements?
While for improved efficiency and recovered perfor-
mance there is quite a consensus on the metrics to be
used (respectively speed-up ratio and test accuracy are
most often employed), the works in literature are less
aligned for forgetting verification. MIA and backdoor
success rates emerged as the most used assessment
metrics, while often being arranged differently work by
work.

4) Methods: The majority of the presented solutions center
around the complete removal of a specific client’s contri-
butions, i.e., client unlearning. However, the algorithms
designed for a particular FU objective may have broader
applicability. Specifically, client unlearning coincides
with sample unlearning when the samples marked for
forgetting are exclusively provided by a singular client
and encompass all of their data. Furthermore, the con-
cept of client unlearning can be viewed as a specialized
instance of class unlearning, applicable when only a

single client contributes to the category targeted for
erasure. Similarly, these considerations can be extended
to sample unlearning, wherein the subset marked for
forgetting corresponds to a class to be unlearned.

VII. OPEN PROBLEMS AND FUTURE DIRECTIONS

As outlined in previous sections, FU is a relatively novel
concept, attracted growing interest over recent years. However,
its rapid evolution has also led to the rise of new issues that
necessitate careful consideration. This section delves into a
comprehensive discussion of the most interesting challenges
and underlines future research directions demanding further
exploration.

A. Standardization

The evaluations performed on the proposed FU schemes
underscore a notable deficiency in standardization, particularly
concerning the choice of datasets for experiments and the
metrics employed to evaluate the effectiveness of unlearning
algorithms. The review of referenced papers highlights that the
datasets and metrics adopted are often different. This lack of
uniformity poses a challenge to conducting fair assessments
and comparisons across different FU mechanisms. For in-
stance, researchers may manipulate chosen datasets differently
and utilize a diverse array of metrics, introducing variability
that hinders meaningful comparisons.

To address this issue, it becomes crucial to establish a
common ground by providing all researchers with the same
ready-to-use datasets. These datasets should be sourced from
a specific, agreed-upon data repository and pre-processed
uniformly. Similarly, adopting standardized metrics for the
evaluation process is essential. These measures can help en-
sure consistency and facilitate a more meaningful comparison
among distinct FU proposals.

However, the lack of any standardized datasets and metrics
in MU and consequently in FU demonstrate that a significant
amount of work needs to be done in this direction. While
some efforts have been made in the context of FL (e.g. LEAF
[86], TensorFlow Federated datasets [87] and Flower datasets
[88], [89]), extending such standardization to MU and FU is
an area that requires substantial attention and development to
foster more reliable and comparable research outcomes.

B. Incentive to Avoid Unlearning

Existing literature on FU mainly focuses on novel schemes
to guarantee the user’s right to be forgotten and/or remove
malicious contributions. Reviewing the referenced papers,
we observed that incentivizing clients to be engaged and
continue contributing is still an under-explored field since
the design of efficient incentive mechanisms is a complex
task. The performance of the unlearned model depends on
the specific client who requests to leave. For the server, it
is difficult to design incentives for heterogeneous individuals
with multidimensional private information like training costs.
Furthermore, the server must distinguish between high-quality
leaving users and low-quality ones. It is worth noting that
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the use of incentives may also encourage strategic users to
intentionally request revocation to be rewarded.

In this direction, only Ding et al. [90] propose an incentive
mechanism for FL and FU. Their method is based on a
four-stage game that captures the interaction and information
updates during the learning and unlearning process. The users’
multi-dimensional private information is summarized as one-
dimensional guiding the incentive design.

C. Multiple Unlearning Request

Although in real-world scenarios clients may continually
request multiple, sequential unlearning requests, almost all the
existing FU methods do not take this condition into account
[69].

Given that FU aims to tackle a highly practical challenge, it
becomes necessary to design and evaluate unlearning mecha-
nisms in practical scenarios. In this regard, it is essential to ex-
amine the system’s efficacy under the specific circumstance of
handling multiple unlearning requests simultaneously. There-
fore, FU schemes should satisfy the requirements of unlearning
multiple classes, or the data of multiple clients using a single
unlearning and recovery stage (if needed).

D. Feature Unlearning

The analysis of the literature showcases that unlearning
solutions focus predominantly on horizontal FU and do not
work in a vertical setting. Feature unlearning is unique to
vertical FL (VFL) and aims to erase data features owned by a
client u. This approach differs significantly from traditional
unlearning methods, which typically focus on eliminating
specific data samples. Consequently, techniques developed for
other unlearning scenarios may not be directly applicable.
Notably, client unlearning can be viewed as a specialized
case of feature unlearning where a client u possesses only
the features targeted for unlearning.

Despite the potential of feature unlearning is still an open
challenge, as supported by the very limited body of research.
Deng et al. [91] contribute to addressing this gap by presenting
a method based on logistic regression for vertical FU. In the
context of VFL, participants collaboratively share a common
set of data samples while maintaining distinct sets of features
[92]. The proposed unlearning algorithm subtracts the updates
from the target client, contributing to the refinement of the
global model. To enhance both efficiency and accuracy, con-
straints are imposed on intermediate updates, thereby mini-
mizing the sum of intermediate parameters. This optimization
strategy results in a reduced impact on the sum of intermediate
parameters for the remaining clients when the target client’s
contributions are removed. To generate the unlearned model,
the server must retain the intermediate parameters submitted
by each client during the overall training. When a target
client requests unlearning of their data, the server retrieves
the intermediate updates from that client in the last round,
negates these updates, and distributes them to the remaining
clients. Subsequently, each client utilizes these negated updates
to adjust their local model parameters

E. Security and Privacy

To unlearn data from a model, the server or clients must
perform some operations that lead to a novel version of the
global model. The reviewed FU methods are based on the
assumption that the server and clients trust each other and data
involved in the training are correct [58]. However, it is trivial
to achieve this level of trust, especially in a highly distributed
environment such as FL where participants are typically un-
known [93]. Additionally, many of the existing unlearning
schemes are directly executed by clients and we cannot control
whether they behave honestly or not. For example, in [52], the
TF-IDF used to determine which channel must be pruned to
unlearn a class is directly computed by clients. Therefore, a
malicious participant may intentionally provide a wrong value,
causing the removal of another category. Therefore, we need
to build trustworthy FU mechanisms that can address these
issues.

Furthermore, most of the proposed FU schemes are based
on gradient information from the target client or all clients.
As proven in different works [94]–[96], a malicious server can
leverage the client’s model and the global model to reconstruct
the original client’s data. Therefore, several privacy-preserving
techniques, such as DP (see Section II-C), Homomorphic
Encryption (HE) [97], and Multiparty Computation (MPC)
[98], have been proposed to aggregate client’s updates while
preserving their privacy. These privacy concerns demand FU
methods that enable unlearning without leaking private infor-
mation.

F. Data Heterogeneity Among Clients

Data heterogeneity among clients naturally arises in typical
FL settings. As shown in III-B, in specific configurations char-
acterized by low client participation rates and substantial het-
erogeneity among clients, achieving unlearning of client data
may be easier. However, the influence of data heterogeneity on
FU algorithms is often under-explored. Frequently, empirical
evaluations of proposed algorithms assume heterogeneous data
distribution among clients as well as small-scale federations.

Moreover, the efficacy of proposed unlearning methods
within FedAvg variants designed to address non-IID data [38],
[99] is still an unexplored dimension. Understanding how
this specific class of algorithm either facilitates or hinders
the unlearning process can provide valuable insights into
the robustness and adaptability of unlearning techniques in
different FL environments.

VIII. CONCLUSIONS

Privacy-preserving techniques have gained increasing atten-
tion in recent years. In this perspective, recent regulations
have stated that individuals should have full control over their
information, including its dynamic removal. This condition
poses a serious challenge for ML, given that models are trained
by employing data contributed by users. The right to eliminate
the influence of specific training samples has given rise to the
novel concept of MU, known as FU in federated scenarios.
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This paper presents a comprehensive survey on FU, with
a particular focus on technical design/implementation guide-
lines and practical usage scenarios. Firstly, we introduce the
background concepts needed to understand the FU research
area, by including the formalization of FU objectives and the
clarifications of the key distinctions from traditional MU. To
provide concrete insights into FU and its implications, we
conduct a series of experiments by using various datasets.
Subsequently, we offer valuable guidelines for designing and
implementing FU algorithms, encompassing an in-depth anal-
ysis of the most employed FU evaluation metrics. Moreover,
the paper offers a technically detailed review of the existing
literature, by categorizing the proposed solutions according
to a novel taxonomy based on FU objectives and metrics
employed. Finally, we discuss open challenges and identify
the most promising directions for future research work in the
field.
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Fig. 6: The label distribution across clients, i.e. the per-label number of local examples in each client’s dataset.

APPENDIX A
EXPERIMENTAL SETUP

This section describes the experimental setting for the
results reported in Table III, Fig. 4, Fig. 7, Fig. 5, and Fig.
8. We implemented the simulations with Flower [88] and
TensorFlow. Our code is publicly available at www.github.
com/alessiomora/unlearning fl.

A. Model Architecture and Hyperparameters

We used a visual transformer, i.e. MiT-B0 [33], with ap-
proximately 3.6M parameters, initialized from a pre-trained
model checkpoint trained on ImageNet-1k (69.27% accuracy
on test data). We adapted the one-layer classification head to
the specific task, initializing such a layer from scratch. We
employed the AdamW optimizer with a client learning rate of
3e-4, with a round-wise exponential decay of 0.998, 5 local
epochs, batch size of 32, and weight decay regularization of
1e-3.

B. Datasets

We performed the experiments on three datasets: CIFAR-
100 [100], Caltech-2011 (birds) [101], and FGVC-Aircraft
(aircraft) [102]. We provided two settings for the data par-
titioning among clients of each dataset: identically and in-
dependently distributed (IID) data, i.e. each client holds ap-
proximately the same number of per-class examples, and
non-IID simulated via distribution-based label skew following
the method from [37]. For the latter setting, we tuned the
label skew using a concentration parameter of α = 0.1 to
rule the Dirichlet distribution, with Fig. 6 showing the label
distribution across clients. The same data example is not
repeated among multiple clients.

CIFAR-100. CIFAR-100 consists of 60,000 examples of
32x32 color images – 50,000 for training and 10,000 for
testing – belonging to 100 classes. To match the transformer
models’ input size, we resized the images to a resolution of
224x224 pixels; we also preprocessed the training images with
random crop and horizontal flip layers. For the experiments
reported in Fig. 4, in Fig. 7 and in Table III, we partitioned
the training set to simulate 100 clients in the federation; we set
100 as the number of clients so that, in the IID setting, each
client can have at least five per-class (unique) examples. At
each round, 10 clients out of 100 were randomly selected to
participate. For the experiments on natural forgetting, reported

TABLE VI: Dataset-specific configurations.

Dataset Classes Train examples Tot. Clients Active Clients

Cifar-100 100 50,000 100 - 500 10 - 20
Birds 200 5,994 29 5
Aircraft 100 6,667 65 7

in Fig. 5 and 8, we partitioned the training set to simulate 500
clients in the federation, with 20 clients selected per round.

Caltech-2011. Caltech 2011 (birds) consists of 11,788 ex-
amples of color images – 5,994 for training and 5,794 for
testing – belonging to 200 classes. To match the input size of
the transformer models we resized the images to a resolution
of 224x224 pixels; we also preprocessed the training images
with random crop and horizontal flip layers, similarly to the
work in [103]. We partitioned the training set to simulate 29
clients in the federation; we set 29 as the number of clients
so that, in the IID setting, each client can have at least one
per-class (unique) example. At each round, 5 clients out of 29
were randomly selected to participate.

FGVC-Aircraft. The FGVC-Aircraft dataset contains
10,000 images of aircraft – 6,667 for training and validation
and 3,333 for testing. The aircraft labels are organized in a
four-level hierarchy, i.e., model, variant, family, and manufac-
turer (from finer to coarser). We consider a classification at
the variant level (e.g. Boeing 737-700). A variant collapses
all the models that are visually indistinguishable into one
class. The dataset contains 100 images for each of the 100
different aircraft model variants. We removed the copyright
banner from the images by cutting off the bottom 20 pixels
in height. To match the input size of the transformer models
we resized the images to a resolution of 224x224 pixels;
we also preprocessed the training images with random crop
and horizontal flip layers, similarly to the work in [103].
We partitioned the training set to simulate 65 clients in the
federation; we set 65 as the number of clients so that, in the
IID setting, each client can have at least one per-class (unique)
example. At each round, 7 clients out of 65 were randomly
selected to participate.

Table VI summarizes the dataset-specific configurations.

C. Metrics

We tracked three main metrics: accuracy, loss, and KL
divergence. Accuracy and loss are measured either on test data
or on client u’s train data. The third metric calculates the KL

www.github.com/alessiomora/unlearning_fl
www.github.com/alessiomora/unlearning_fl
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divergence between the output distribution of the model on
client u’s data and a uniformly distributed output probability.
This metric should work as a proxy for the meaningfulness
of model predictions (the greater the divergence the more
meaningful the predictions).
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Fig. 7: The global model’s loss on test data (solid line) versus the global model’s loss on client u’s train data (dashed line)
across many FL rounds. Grey bars indicate that client u has participated in that round. The upper row of charts considers IID
data distribution among clients. The bottom row of charts considers non-IID data distribution among clients, simulated via
distribution-based labels skew (with concentration parameter α=0.1).
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Fig. 8: KL divergence, loss and accuracy tracked for 100 rounds. 500 clients (4% participation rate). For the red line, client
u participates only during the first 50 rounds. For the gray line, client u never participates.
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