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Abstract: Software-Defined Networking (SDN) revolutionizes network management by decoupling
control plane functionality from data plane devices, enabling the centralized control and programma-
bility of network behavior. This paper uses the ternary system to improve the Central Processing
Unit (CPU) inside the SDN controller to enhance network management. The Multiple-Valued Logic
(MVL) circuit shows remarkable improvement compared to the binary circuit regarding the chip
area, propagation delay, and energy consumption. Moreover, the Carbon Nanotube Field-Effect
Transistor (CNTFET) shows improvement compared to other transistor technologies regarding en-
ergy efficiency and circuit speed. To the best of our knowledge, this is the first time that a ternary
design has been applied inside the CPU of an SDN controller. Earlier studies focused on Ternary
Content-Addressable Memory (TCAM) in SDN. This paper proposes a new 1-trit Ternary Full Adder
(TFA) to decrease the propagation delay and the Power–Delay Product (PDP). The proposed design
is compared to the latest 17 designs, including 15 designs that are 1-trit TFA CNTFET-based, 2-bit
binary FA FinFET-based, and 2-bit binary FA CMOS-based, using the HSPICE simulator, to optimize
the CPU utilization in SDN environments, thereby enhancing programmability. The results show the
success of the proposed design in reducing the propagation delays by over 99% compared to the 2-bit
binary FA CMOS-based design, over 78% compared to the 2-bit binary FA FinFET-based design, over
91% compared to the worst-case TFA, and over 49% compared to the best-case TFAs.

Keywords: CNTFET; ternary logic design; software-defined networking (SDN); unary operators;
programmability

1. Introduction

SDN revolutionizes network management by separating the control plane from the
data plane. In SDN, software-based controllers manage network traffic efficiently, in-
teracting directly with the physical hardware. This approach is gaining global traction,
with significant investments in research and development. SDN represents the future of
networking, transforming traditional concepts into more flexible, compatible, and easily
maintainable systems [1,2].

Consolidating network control is the core innovation of SDN. All network devices are
managed by a centralized controller rather than by separate devices acting independently.
This method reduces the overall complexity of the network and enhances scalability. Fur-
thermore, this centralization promotes devices from various vendors to function seamlessly
together, going beyond network administration and infrastructure

Novel technologies like software-defined storage and data center administration from
a single point of control were made possible by SDN [3]. Security management becomes
more effective with the centralized monitoring and control provided by SDN. Furthermore,
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SDN makes Network Function Virtualization (NFV) easier by centralizing load balancing,
firewalls, and DNS, which lowers the necessity for a lot of hardware [4,5].

The OpenFlow protocol facilitates communication between the controller and network
devices, serving as both a protocol and architecture for SDN. The architecture includes a
controller and OpenvSwitch, which uses OpenFlow and other southbound protocols as
shown in Figure 1. OpenvSwitch features components like secure communication channels,
flow tables for packet forwarding, and meter tables for quality of service. OpenFlow’s open
standard allows interoperability among different vendors’ controllers and switches.

Figure 1. SDN architecture.

Overall, SDN’s centralization and standardization, exemplified by protocols like Open-
Flow, represent a significant leap forward in networking, enhancing flexibility, scalability,
and security. However, several key points must be considered before choosing the hardware
for the SDN controller, depending on the specific demands of the SDN deployment [6,7].
Some essential factors to consider are the CPU, Memory (RAM), Networking Interfaces,
Redundancy and high availability, and scalability [8]. Among these, the CPU plays a
pivotal role in the operation of the controller in SDN. Therefore, to meet the demands of net-
work management, the CPU must be a high-performance processor, capable of managing
network traffic and policy enforcement.

The problem of CPU utilization is identified as a significant challenge in SDN envi-
ronments [9,10]. The increased inflow of packets requiring processing in the control plane
puts strain on the CPU, affecting overall network performance. To address this problem,
the paper proposes a ternary system to improve the CPU inside the controller to enhance
network management.

The multiple-valued logic (MVL) circuit shows remarkable improvement compared to
the binary circuit regarding the chip area, propagation delay, and energy consumption [11–13].
Specifically, the ternary system has the best efficiency regarding the circuit complexity and
cost compared to other bases, as proved mathematically by the authors of [14–16].

There are two methods to express ternary logic systems. The first one is unbalanced:
(0, 1, 2) corresponds to (0, Vdd/2, Vdd). The second one is balanced: (−1, 0, 1) corresponds
to (−Vdd, 0, Vdd).

For example, the eight-digit decimal number (34567890) is (10 0000 1111 0111 0110
1101 0010) 26 bits in binary, whereas the ternary equivalent is 16 trits (2102 0010 2002 0020).
Thus, if the reduction in wiring for just 26 bits is around 38.46%, imagine the reduction
percentage regarding much larger numbers of bits.

Almost 90% of digital circuits use CMOS transistors because they are cheaper than
other transistor technologies. The CNTFET has provided the best trade-off regarding the
circuit speed and energy efficiency compared to different transistor technologies [17,18].
More details about the CNTFET are found in the Materials and Methods section below.
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1.1. CPU Utilization and Importance of Programmability in SDN

Programmability is a crucial aspect of SDN, allowing for dynamic and adaptive net-
work operations. This separation enables centralized control and the implementation of
complex traffic management, routing, and security algorithms without altering the un-
derlying hardware. SDN programmability is achieved through combining the interface
infrastructure, controller, and API layers [19,20]. Applications can use APIs to programmat-
ically create and modify network policies, thus dynamically controlling network behavior.
The controller translates these policies into commands at the infrastructure layer, enabling
quick service deployment, efficient resource allocation across the network, and the flexi-
bility to adapt to changing demands. This flexible and programmable framework helps
network administrators gain the ability to automate and improve various network manage-
ment tasks.

Moreover, the programmability of SDN significantly impacts CPU usage. With central-
ized and dynamic SDN control, CPU resources are used more efficiently for processing and
enforcing network policies, managing traffic, and executing security protocols. Centralizing
these operations reduces CPU usage and enhances overall network efficiency.

1.2. Factors Contributing to High CPU Utilization in SDN

In SDN, several factors can contribute to high CPU utilization. The following are some
of the common causes:

Control Plane Processing: The control plane manages network policies, packet for-
warding decisions, and network events [20]. CPU usage can spike during complex calcula-
tions or high volumes of control messages, especially in large networks or during frequent
network changes.

Flow Table Updates: Flow tables in SDN switches dictate packet processing and
forwarding. Frequent updates due to network events or policy changes increase the CPU
load as the controller processes and communicates these updates to the data plane [21] .

Packet-in Events: When a packet lacks a matching flow table entry, it is sent to the
controller for handling. Managing many packet-in events can significantly raise CPU
utilization [22].

Network Monitoring and Analytics: Real-time monitoring, traffic analysis, and en-
forcing security policies in SDN require processing extensive network data and running
complex algorithms, consuming substantial CPU resources [22].

Controller Scalability: In large SDN deployments, the controller must manage nu-
merous control messages, flow table entries, and communications with many devices,
increasing CPU utilization as network complexity grows [23].

1.3. Programmability vs. CPU Utilization

Table 1 outlines various aspects affecting the programmability and CPU utilization
in SDN where Control logic flexibility allows easy updates with moderate CPU usage
based on task complexity. High programmability enables frequent policy updates, leading
to high CPU usage, and supports complex algorithms, increasing CPU usage due to
intensive computations. Dynamic flow management results in moderate to high CPU usage
due to frequent updates. High programmability in network analytics enables detailed
monitoring and reporting, consuming significant CPU resources. Additionally, flexible
device interfacing results in moderate CPU usage. This table shows the necessity for a
powerful CPU in an SDN controller to handle the diverse and demanding tasks brought by
programmability [24]. Enhanced CPU designs, especially those incorporating advanced
techniques like ternary logic in the ALU, can significantly improve the efficiency and
performance of SDN controllers, enabling them to better meet the dynamic needs of
modern networks. By emphasizing programmability and optimizing CPU utilization,
particularly through innovations in ALU design, we can enhance the capabilities of SDN
controllers to manage complex network environments more effectively [25].
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Table 1. Aspects affecting programmability and CPU utilization.

Aspect Programmability CPU Utilization

Control logic flexibility High—Easily modifiable Moderate—Depends on
complexity of tasks

Policy Update Frequency High—Dynamic
updates possible

High—Frequent updates
increase CPU load

Algorithm Complexity High—Complex algorithms
can be implemented

High—Intensive
computations require
powerful CPU

Flow Management Flexible—Can adjust
flows dynamically

Moderate to High—Managing
flow tables can be
CPU-intensive

Network Analytics Extensive—Detailed
monitoring and reporting

High—Continuous data
collection and analysis

Device Interfacing Flexible—Can communicate
with diverse devices

Moderate—Interfacing
requires periodic CPU cycles

The rest of the paper is organized: The Literature Review is presented in Section 2.
Materials and methods in addition to the background of some ternary circuits and CNTFETs
are presented in Section 3. Section 4 describes the proposed new TFA. Section 5 discusses
the simulation results and comparisons. Finally, the conclusion is in Section 6.

2. Literature Review

Several studies have examined the impact of CPU utilization in the context of SDN by
conducting a comprehensive analysis of CPU usage in SDN controllers, highlighting the
factors contributing to high CPU utilization.

The authors of [26] discussed the issue of CPU utilization in the context of an integrated
architecture of SDN and Software-Defined Radios (SDRs) for cloud-based communication
systems. The authors analyze the CPU utilization and power consumption in the OpenIre-
land testbed and compare the behavior of SDN data plane switching and SDRs. They
propose a power-saving scheme with flexible CPU allocation to reduce overall power con-
sumption. The experimental results show that the proposed architecture and power-saving
scheme can save up to 20% of power consumption compared to the conventional approach
where SDN and SDRs are separately deployed. The paper highlights the different CPU
utilization features of SDN and SDRs, emphasizing the potential for power savings through
an integrated CPU deployment. However, specific percentages of improvement are not
mentioned in the brief document provided.

Moreover, the authors of [27] presented energy-efficient techniques in SDN and clas-
sified them into software-based, hardware-based, and hybrid approaches. The authors
highlight the challenge of optimizing energy consumption while maintaining network
performance. One of the specific areas of concern is CPU utilization within SDN. The paper
explored a range of techniques aiming to tackle this issue. These techniques, including
traffic awareness, end-host awareness, and rule placement, are thoroughly examined by
the authors. Their primary objective is to effectively manage CPU usage in SDN networks
by dynamically controlling traffic flow and routing policies. The authors emphasize the
importance of optimizing CPU utilization and programmability to achieve energy efficiency
in SDN.

Furthermore, the authors of [28] addressed the problem of layer 2 loop prevention in
software-defined networks (SDNs) and proposed a new method that utilizes the global view
of the SDN controller. The traditional Spanning Tree Protocol (STP) used in legacy networks
is inefficient for larger networks and lacks programmability. The proposed method aims to
reduce CPU utilization on the controller and improve network performance by blocking
fewer switch ports, utilizing more capacity for switches, and decreasing link recovery time.
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By leveraging the centralized control plane of SDN, the method prevents broadcast storms
and loop formation, providing a more efficient and scalable solution compared to STP.

On the other hand, numerous articles suggested various methods to design TFAs
based on CNFETs to enhance CPU performance. Table 2 provides an overview of the
various methodologies proposed in recent articles with their respective limitations.

Table 2. Literature Review Summary.

Techniques Ref. Year Details CNTFET
# TFA Limitation

Binary Design
[29] 2023 - 2-bit Binary Full Adder 250 - High Propagation Delays

- CMOS - Medium transistor count
- FinFET - High PDP

The below references are using Ternary systems and CNTFETs

[30] 2011 - TDecoders (16 CNTFETs) 412
- Binary gates

Conventional
Design

- Ternary encoder - High transistor count

[31] 2021 - TDecoders (10 CNTFETs) 337 - High PDP
- Binary gates
- 14 RRAMs

[32] 2017 - Two custom Algorithms 105
Algorithms - Cascading TMUXs
Synthesis [33] 2018 - TBDD Algorithm 98 - High Propagation Delays

[34] 2020 - Modified Quine-McCluskey Algorithm 106 - High PDP

[35] 2017 - Two voltage supplies 74 - Cascading Transmission Gates
- TMUXs (12 CNTFETs) - High PDP & Propagation Delays

[36] 2018 - Two voltage supplies 89 - High transistor count
TMUXs &
Unary
Operators

- TMUXs (22 CNTFETs)

[37] 2021 - TMUXs (15 CNTFETs) 72

[38] 2023 - 2 Designs 59 - Low transistor count
- TMUXs (15 CNTFETs) 55 - Low PDP
- Two voltage supplies

Mixed Designs

[39] 2019 - Ternary encoders 142
- TMUXs (18 CNTFETs) - High PDP & transistor count
- Unary Operators based on Binary NAND

[40] 2020 - STI inverter 49
- Capacitive network 37 - Very High Propagation Delays
- 2 Designs - Very high PDP

[41] 2021 - TMUXs (12 CNTFETs) 74
- PTL

[42] 2021 - TDecoders 54 - Medium PDP
- Unary Operators - Medium Propagation Delays
- PTL
- Transmission Gates

The authors of [29] use 2-bit binary Full Adder and implement the circuit with two-
transistor technology: 250 CMOS and 250 FinFET. Binary circuits will generate high propa-
gation delays and PDP.

The conventional design in the ternary system can be implemented by transforming
ternary inputs into intermediate binary bits through Ternary Decoders (TDecoders), and,
subsequently, utilizing binary gates followed by ternary encoders to generate the targeted
ternary outputs. This approach will generate a high transistor count and PDP, as indicated
in the referenced papers:
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In [30], the authors proposed a TFA with 412 CNFETs and the authors of [31] showed
a TFA with 337 CNFETs and 14 RRAMs (Resistive Random Access Memories).

Another approach used algorithms for logic synthesis, which will result in a high
number of transistors connected in series, resulting in high propagation delays and PDPs.
The papers referenced in support of this methodology are as follows:

In [32], the authors used two custom algorithms to generate a TFA consisting of
105 CNFETs. These algorithms were specifically designed to generate unary operators
and enable the cascading of TMUXs in the TFA design. The authors of [33] presented a
TFA implementation utilizing a Ternary-Transformed Binary Decision Diagram (TBDD)
algorithm, resulting in a TFA with 98 CNFETs. In contrast, the authors in [34] demonstrated
a TFA design with 106 CNFETs by employing a modified Quine–McCluskey algorithm and
post-optimization algorithms.

Another technique used unary operators of the ternary system combined with TMUXs
that proved to be effective in generating a low transistor count and minimizing PDPs.
The following articles demonstrate the utilization of this approach:

The authors of [35] designed a Ternary Full Adder (TFA) with 74 CNFETs, while the
authors of [36,37] designed TFAs with 89 and 72 CNFETs, respectively.

Finaly, the following papers employed a combination of different techniques:
In [39], the authors put forth a TFA design comprising 142 CNFETs. This design

leverages ternary encoders, unary operators based on Binary NAND, and TMUXs. In [41],
the authors introduce a TFA with 74 CNFETs. This design incorporates Pass Transistor
Logic (PTL) and TMUXs, resulting in moderate propagation delays and a corresponding
medium power-delay product (PDP). Additionally, in [42] the authors proposed a TFA
design consisting of 54 CNFETs. This design employs a combination of Transmission Gates,
TDecoders, unary operators, and PTL to achieve its functionality.

The literature review analyzes and explores the limitations associated with CPU uti-
lization and programmability in SDN. The reviewed studies highlight the challenges faced
in managing CPU usage during control plane processing, flow table updates, and packet-in
events. To address these challenges, various mitigation strategies are proposed, including
flow table caching and hardware offloading, which aim to alleviate the burden of high
CPU utilization.

Contributions

Controllers’ CPUs encounter several critical limitations. The heavy load associated
with processing numerous control messages and flow entries often results in performance
bottlenecks and latency issues. Moreover, scalability is another challenge, as larger net-
works place greater demands on the CPU’s limited processing power and memory. Addi-
tionally, CPUs within SDN systems consume significant power and produce heat, increasing
the need for cooling and energy. The complexity of advanced algorithms and software
overhead further burdens CPU resources.

A ternary full adder offers a solution to these limitations by reducing latency and
enhancing overall performance by increasing information density and processing efficiency.
Ternary logic optimizes resource and processing power usage, improving scalability and
enabling CPUs to manage larger networks more effectively. Enhanced error detection and
correction capabilities of ternary logic improve fault tolerance and reliability, while its
complexity strengthens defenses against intrusions.

Ternary has been added to SDN in numerous research publications because of its
substantial influence on overall network performance. Nevertheless, the majority of these
investigations have concentrated on high-speed TCAM in SDN [43,44], ignoring the possi-
ble improvements to the CPU, specifically the ALU design. Improving an SDN controller’s
CPU can analyze information and make choices more quickly. Reducing the complexity
and increasing the speed of the ALU design with ternary logic is crucial for handling the
real-time demands of SDN environments. This improvement not only fixes existing issues
but also opens the door for SDN controllers that are more sophisticated and responsive.
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This paper will focus on the enhancement of the CPU inside the SDN controller by
using a ternary logic system rather than a binary logic system and also by implementing a
CNTFET rather than a complementary metal-oxide-semiconductor transistor (CMOS) or
fin field-effect transistor (FinFET).

Therefore, this paper proposes the TFA using CNTFETs, an unbalanced ternary logic
system (0 V, 0.45 V, 0.9 V), and two supply voltages (Vdd and Vdd/2).

The new design offers a significant improvement; it has the lowest propagation delay
and energy consumption compared to the designs in [29–42], as evidenced by the simulation
results using HSPICE.

3. Materials and Methods

This paper proposes the Stanford CNTFET-based TFA using a Ternary Multiplexer
(TMUX) with unary operators.

3.1. CNTFET Transistor

More details about the Stanford CNTFET model are found in [45–47]. However, it
is necessary to note that the threshold voltage depends on the diameter of the carbon
nanotube (Dcnt), as shown by Equation (1):

Vth =
0.43
Dcnt

(1)

Table 3 displays the operation of the CNTFET and presents the relationship between
the threshold voltage and the CNT diameter, which this paper uses in the design.

Table 3. Operations of the CNTFET.

Type Diameter Threshold Voltage
Voltage Gate

0 V 0.45 V 0.9 V

P-CNTFET D1 −0.289 V ON ON OFF
D2 −0.559 V ON OFF OFF

N-CNTFET D1 0.289 V OFF ON ON
D2 0.559 V OFF OFF ON

D1 = 1.487 nm, D2 = 0.783 nm.

3.2. Unary Operators

One-input and one-output logic gates are called unary operators of p-valued sys-
tems [48].

For p = 2 (a binary system), there are four (22) unary functions (“00”, “01”, “10”, “11”).
However, for p = 3 (a ternary system), there are 27 (33) unary functions (“000”, “001”, “002”,
. . ., “220”, “221”, “222”).

Table 4 shows seven unary functions presented in [38,49,50] that are implemented in
the design.

Table 4. Selected Unary Operator Truths Table.

Ternary NTI PTI Cycle Operators Decisive
Input A An Ap A1 A2 Literal A1 1 · Āp 1 · Ān

0 2 2 1 2 0 0 0
1 0 2 2 0 2 0 1
2 0 0 0 1 0 1 1

An: NTI (negative ternary inverter); Ap: PTI (positive ternary inverter); A1 = (A + 1) mod (3) is called the single
shift operator or the successor; A2 = (A + 2) mod (3) is called the dual shift operator or the predecessor; A1 is the
decisive literal.
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3.3. Ternary Multiplexer

Two Ternary Multiplexers (TMUXs) are used: (a) (3:1) TMUX in [49], and (b) (2:1)
TMUX in [38].

(a)—The (3:1) TMUX in [49] has three inputs (I0, I1, I2), one selector (S), and one
output (Z), as shown in Figure 2 and described in Equations (2) and (3):

Z = I0.S0 + I1.S1 + I2.S2 (2)

Z =


I2, i f S = 2
I1, i f S = 1
I0, i f S = 0

. (3)

(b)—The (2:1) TMUX in [38] has Cin as a selector with values 0 or 1 (Vdd/2). A special
(2:1) TMUX is presented in Figure 3, as shown in Equation (4).

Z =

{
I0, i f Cin = 0
I1, i f Cin = 1

(4)

Compared to the standard (2:1) Binary MUX, which has two inputs (0 or Vdd), this
special (2:1) Ternary MUX has two inputs (0 or Vdd/2). Moreover, the second difference is
that the Cn is the output of the NTI of the selector Cin instead of C in (2:1) Binary MUX.

Figure 2. The (3:1) TMUX with 15 CNTFETs [49]: (a) The General Model; (b) The Transistor Level.

Figure 3. Special (2:1) TMUX for selector Cin.
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4. Design Methodology

A 1-trit TFA sums three ternary inputs (A, B, and Cin (Carry In)) and generates two
outputs: the Sum and the Carry Out (Cout), as shown in Table 5. Cin has only two values: 0
(0 V) and 1 (Vdd/2).

Table 5. TFA Truth Table.

Cin B A Sum Carry Out

0

0
0 0 }

A
0 }

01 1 0
2 2 0

1
0 1 }

A1
0 }

1 · Āp1 2 0
2 0 1

2
0 2 }

A2
0 }

1 · Ān1 0 1
2 1 1

1

0
0 1 }

A1
0 }

1 · Āp1 2 0
2 0 1

1
0 2 }

A2
0 }

1 · Ān1 0 1
2 1 1

2
0 0 }

A
1 }

11 1 1
2 2 1

The general equations for the Sum and the Carry Out (Cout) are described in Equation (5):

Sum = (A + B + Cin) mod(3),

Cout = ⌊(A + B + Cin)/3⌋.
(5)

There are many methodologies to design TFAs. This paper uses unary operators with
cascading TMUXs. Therefore, we derive Equations (6) and (7) from Table 5.

Sum =

{
A · B0 + A1 · B1 + A2 · B2 i f Cin = 0
A1 · B0 + A2 · B1 + A · B2 i f Cin = 1

, (6)

Cout =

{
0 · B0 + (1 · Āp).B1 + (1 · Ān) · B2 i f Cin = 0

(1 · Āp) · B0 + (1 · Ān) · B1 + 1.B2 i f Cin = 1
, (7)

where

Bi =

{
2 i f B = i
0 i f B ̸= i

. (8)

So, the input B will be the selector for (3:1) TMUXs and the input Cin will be the
selector for (2:1) TMUXs.

Figures 4 and 5 show the proposed 1-trit TFA circuit using unary operators and TMUXs.
The dotted red line (the critical path) represents the maximum propagation delay from

the input “A” to the final output “Sum”.
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Figure 4. Proposed TFA with 68 CNTFETs (TMUX Model).
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Figure 5. Proposed TFA with 68 CNTFETs (Transistor level). Unary operator sub-circuits are (a) NTI,
(b) PTI, (c) binary inverter, (d) A1, and (e) A2.

Operations of the Proposed TFA

The suggested design can be explained in five steps.

Step1: A, B, and Cin are the inputs of the unary operators (NTI, PTI), resulting in An, Ap,
Bn, Bp, and Cn as outputs.
Step2: An, Ap, Bn, and Bp are the inputs of the binary inverter, resulting in Ān, Āp, B̄n,
and B̄p as outputs.
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Step3: A, An, Ap, Ān, and Āp are the inputs of the two subcircuits Figure 5d,e, resulting in
A1 and A2 as outputs.
Step4: A, A1, and A2 are the inputs of the two (3:1) TMUXs. Then, enter the (2:1) TMUXs
to produce the SUM.
Step5: An, Ap, Vdd, and Ground are the inputs of the two (3:1) TMUXs. Then, enter two
PTIs with (Vdd/2), resulting in 1 · Ān and 1 · Āp that are the inputs of the (2:1) TMUXs to
produce the Carry Out.

5. Results and Comparison

The proposed TFA and the designated 17 circuits are simulated and compared using
the HSPICE simulator.

Where these 17 circuits are divided as follows: 15 circuits with 32-nm-channel CNTFET-
based TFAs in [30–42], one 2-bit binary FA FinFET-based design, and one 2-bit binary FA
CMOS-based design in [29].

Note that we chose a 2-bit binary FA because the total number of combinations of a
1-trit TFA is 18 (see Table 5), and the number of inputs of a 2-bit binary FA is 4 (2 bits per
input); then, the total number of combinations is 16 (24).

We unified all the simulation parameters in HSPICE for Table 6 and Figure 6 to
Vdd = 0.9 V, temperature = 27 ◦C, frequency = 1 GHz, and fall/rise time = 20 ps for all
input signals.

Figure 6 shows the HSPICE output waveform of the proposed TFA to verify the truth
Table 5: Three ternary inputs (A, B, and Cin (Carry In)) and two outputs: the Sum and the
Carry Out (Cout).

Figure 6. Waveform of the proposed TFA.

Table 6 shows the comparison of all the studied circuits concerning the transistor
count, average power, maximum delay, and maximum power delay product (PDP). The
values in bold represent the best values.

Figure 7 shows the bar chart comparison of the proposed TFA regarding the maximum
delay with the ternary best case CNTFET [38], the ternary worst case CNTFET [34], and the
binary FinFET [29].
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Table 6. TFA Comparison.

Transistor Power Max. Max. PDP
Ref./Year Count (µW) Delay (ps) (×10−18 J)

2-bit Binary Full Adder Using CMOS and FinFET

In [29] 2023 a 250 CMOS 313.3 19790 6200 (×106)
In [29] 2023 b 250 FinFET 39.7 101.9 4.04 (×106)

1-trit Ternary Full Adder Using CNTFET

In [30] 2011 412 1.36 88 120
In [31] 2021 337 1.96 78 153
In [33] 2018 98 0.16 192 31
In [34] 2020 c 106 0.13 269 35
In [32] 2017 105 1.13 68 77
In [35] 2017 74 0.82 146 120
In [36] 2018 89 0.44 48 21
In [37] 2021 72 0.28 51 14.3
In [39] 2019 142 4.62 94 434
In [40] 2020 49 1.23 192 236
In [40] Design 2 37 0.81 262 212
In [41] 2021 74 0.13 98 12.75
In [42] 2021 54 0.43 47 20
In [38] 2023 d 59 0.46 27 12.42
In [38] Design 2 55 0.22 34 7.48

Proposed TFA 68 0.28 22.4 6.27

Improvement
w.r.t [29] a CMOS −72.80% −99.91% −99.88% −100%
w.r.t [29] b FinFET −72.80% −99.29% −78.02% −99.99%
w.r.t [34] c −35.85% +115.38% −91.67% −82.08%
w.r.t [38] d Design 1 +15.25% −39.13% −17.04% −49.52%

a Compared to the binary CMOS circuit; b Compared to the binary FinFET circuit; c Compared to the highest
propagation delay among all TFAs; d Compared to the lowest propagation delay among all TFAs.���������	�
��
������������������ �������������� !"#$%$&# !' !!&()*+),- ./012345167489:;9 <=>?@4516A489:;9 BCDEDFGHI-)J
Figure 7. Bar chart comparison regarding the max. delay: the ternary best case CNTFET [38], the
ternary worst case CNTFET [34], and the binary FinFET [29].

The HSPICE results demonstrate that the proposed TFA is even better than the other
best designs studied and implemented regarding the maximum propagation delays and
PDP, which will affect the overall network performance by speeding up the CPU and there-
fore mitigating high CPU utilization. This proposed ternary adder succeeded in reducing
the propagation delays by over 99% compared to the 2-bit binary FA CMOS-based design,
over 78% compared to the 2-bit binary FA FinFET-based design, over 91% compared to
the worst-case TFA, and over 49% compared to the best-case TFAs, which will enhance the
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CPU’s capabilities and has a significant positive impact on SDN. By enhancing the CPU,
the execution of control plane tasks is accelerated, resulting in the faster and more efficient
performance of the SDN controller software. This enables swift communication with net-
work devices, quicker decision-making based on network state information, and the ability
to handle complex network control applications. By addressing these limitations, SDN can
achieve improved CPU performance and maximize the benefits of programmability, which
introduces additional CPU overhead. Overall, an improved CPU empowers SDN with
enhanced control, programmability, and agility in managing networks.

6. Conclusions

The CPU’s performance in an SDN controller is foundational to the network’s capabil-
ity to function efficiently and adapt to new demands. By accelerating the speed of the CPU,
the controller will be able to manage more network devices and handle larger volumes
of traffic.

For the first time, this paper uses a ternary system within the CPU of the SDN controller
to enhance the network management functionality. This paper proposed a new design of a
32 nm CNTFET-based TFA. The design process presented various techniques for transistor
arrangement, two power supplies (Vdd, Vdd/2), and transistor count reduction, and it
achieved the final target.

The HSPICE simulation results of the proposed circuit clearly show a better perfor-
mance with lower propagation delays and energy consumption.

Finally, implementing a ternary system in the CPU of the SDN controller holds good
promise for further advancement in network management in SDN architectures.

Author Contributions: Conceptualization, methodology, validation, formal analysis, investigation,
H.S.B. and R.A.J.; writing—review and editing, H.S.B., A.M.E.-H. and F.A.H.; supervision, A.M.H.
All authors have read and agreed to the published version of the manuscript.

Funding: This research received no external funding.

Data Availability Statement: The original contributions presented in the study are included in the
article, further inquiries can be directed to the corresponding author.

Acknowledgments: The authors express gratitude for the support and valuable suggestions given
by Daniel Etiemble from the Computer Science Laboratory (LISN) at the Paris Saclay University in
Orsay, France (de@lri.fr).

Conflicts of Interest: The authors declare no conflicts of interest.

Abbreviations
The following abbreviations are used in this manuscript:

CMOS Complementary Metal-Oxide Semiconductor
CNFET Carbon Nanotube Field-Effect Transistor
FinFet Field-Effect Transistor
MVL Multiple-Valued Logic
NTI Negative Ternary Inverter
PDP Power Delay Product
PTI Positive Ternary Inverter
PTL Pass Transistor Logic
RRAM Resistive Random Access Memory
SDR Software-Defined Radio
STI Standard Ternary Inverter
STP Spanning Tree Protocol
TBDD Ternary-Transformed Binary Decision Diagram
TDecoder Ternary Decoder
TFA Ternary Full Adder
TMUX Ternary Multiplexer



Micromachines 2024, 15, 997 14 of 17

References
1. Rout, S.; Sahoo, K.S.; Patra, S.S.; Sahoo, B.; Puthal, D. Energy Efficiency in Software Defined Networking: A Survey. SN Comput.

Sci. 2021, 2, 308. [CrossRef]
2. Assefa, B.G.; Özkasap, Ö. A Survey of Energy Efficiency in SDN: Software-Based Methods and Optimization Models. J. Netw.

Comput. Appl. 2019, 137, 127–143. [CrossRef]
3. Saraswat, S.; Agarwal, V.; Gupta, H.P.; Mishra, R.; Gupta, A.; Dutta, T. Challenges and Solutions in Software Defined Networking:

A Survey. J. Netw. Comput. Appl. 2019, 141, 23–58. [CrossRef]
4. Jimenez, M.B.; Fernandez, D.; Rivadeneira, J.E.; Bellido, L.; Cardenas, A. A Survey of the Main Security Issues and Solutions for

the SDN Architecture. IEEE Access 2021, 9, 122016–122038. [CrossRef]
5. Bhuiyan, Z.A.; Islam, S.; Islam, Md.M.; Ullah, A.B.M.A.; Naz, F.; Rahman, M.S. On the (in)Security of the Control Plane of SDN

Architecture: A Survey. IEEE Access 2023, 11, 91550–91582. [CrossRef]
6. Ejaz, S.; Iqbal, Z.; Azmat Shah, P.; Bukhari, B.H.; Ali, A.; Aadil, F. Traffic Load Balancing Using Software Defined Networking

(SDN) Controller as Virtualized Network Function. IEEE Access 2019, 7, 46646–46658. [CrossRef]
7. Das, T.; Sridharan, V.; Gurusamy, M. A Survey on Controller Placement in SDN. IEEE Commun. Surv. Tutor. 2020, 22, 472–503.

[CrossRef]
8. Xia, W.; Wen, Y.; Foh, C.H.; Niyato, D.; Xie, H. A Survey on Software-Defined Networking. IEEE Commun. Surv. Tutor. 2015, 17,

27–51. [CrossRef]
9. Sha, M.; Guo, Z.; Guo, Y.; Zeng, X. A High-Performance and Flexible Architecture for Accelerating SDN on the MPSoC Platform.

Micromachines 2022, 13, 1854. [CrossRef]
10. Gomez-Rodriguez, J.R.; Sandoval-Arechiga, R.; Ibarra-Delgado, S.; Rodriguez-Abdala, V.I.; Vazquez-Avila, J.L.; Parra-Michel,

R. A Survey of Software-Defined Networks-on-Chip: Motivations, Challenges and Opportunities. Micromachines 2021, 12, 183.
[CrossRef]

11. Jaber, R.A.; Kassem, A.; El-Hajj, A.M.; El-Nimri, L.A.; Haidar, A.M. High-Performance and Energy-Efficient CNFET-Based
Designs for Ternary Logic Circuits. IEEE Access 2019, 7, 93871–93886. [CrossRef]

12. Zahoor, F.; Zulkifli, T.Z.A.; Khanday, F.A.; Murad, S.A.Z. Carbon Nanotube and Resistive Random Access Memory Based
Unbalanced Ternary Logic Gates and Basic Arithmetic Circuits. IEEE Access 2020, 8, 104701–104717. [CrossRef]

13. Zahoor, F.; Hussin, F.A.; Zulkifli, T.Z.A.; Khanday, F.A.; Isyaku, U.B.; Fida, A.A.A. Resistive Random Access Memory (RRAM)
Based Unbalanced Ternary Inverter. Solid State Technol. 2020, 63, 4245–4255.

14. Hurst. Multiple-Valued Logic—Its Status and Its Future. IEEE Trans. Comput. 1984, C-33, 1160–1179. [CrossRef]
15. Zahoor, F.; Hussin, F.A.; Khanday, F.A.; Ahmad, M.R.; Mohd Nawi, I. Ternary Arithmetic Logic Unit Design Utilizing Carbon

Nanotube Field Effect Transistor (CNTFET) and Resistive Random Access Memory (RRAM). Micromachines 2021, 12, 1288.
[CrossRef]

16. Cho, S.; Kim, S.; Kang, M.; Baik, S.; Jeon, J. Analyzing Various Structural and Temperature Characteristics of Floating Gate Field
Effect Transistors Applicable to Fine-Grain Logic-in-Memory Devices. Micromachines 2024, 15, 450. [CrossRef]

17. Hills, G.; Bardon, M.G.; Doornbos, G.; Yakimets, D.; Schuddinck, P.; Baert, R.; Jang, D.; Mattii, L.; Sherazi, S.M.Y.; Rodopoulos, D.
et al. Understanding energy efficiency benefits of carbon nanotube field-effect transistors for digital VLSI. IEEE Trans. Nanotechnol.
2018, 17, 1259–1269. [CrossRef]

18. Kolahdouz, M.; Xu, B.; Nasiri, A.F.; Fathollahzadeh, M.; Manian, M.; Aghababa, H.; Wu, Y.; Radamson, H.H. Carbon-Related
Materials: Graphene and Carbon Nanotubes in Semiconductor Applications and Design. Micromachines 2022, 13, 1257. [CrossRef]

19. Yaseen, F.A.; Alkhalidi, N.A.; Al-Raweshidy, H.S. ITor-SDN: Intelligent Tor Networks-Based SDN for Data Forwarding Manage-
ment. IEEE Access 2024, 12, 4792–4800. [CrossRef]

20. Isyaku, B.; Mohd Zahid, M.S.; Bte Kamat, M.; Abu Bakar, K.; Ghaleb, F.A. Software Defined Networking Flow Table Management
of OpenFlow Switches Performance and Security Challenges: A Survey. Future Internet 2020, 12, 147. [CrossRef]

21. Ibrahim, A.A.Z.; Hashim, F.; Noordin, N.K.; Sali, A.; Navaie, K.; Fadul, S.M.E. Heuristic Resource Allocation Algorithm for
Controller Placement in Multi-Control 5G Based on SDN/NFV Architecture. IEEE Access 2021, 9, 2602–2617. [CrossRef]

22. Kaczmarek, S.; Litka, J.A. Impact of SDN Controller’s Performance on Quality of Service. IEEE Access 2024, 12, 8262–8282.
23. Salti, I.A.; Zhang, N. An Effective, Efficient and Scalable Link Discovery (EESLD) Framework for Hybrid Multi-Controller SDN

Networks. IEEE Access 2023, 11, 140660–140686. [CrossRef]
24. Paliwal, M.; Shrimankar, D.; Tembhurne, O. Controllers in SDN: A Review Report. IEEE Access 2018, 6, 36256–36270. [CrossRef]
25. Ruchel, L.V.; Turchetti, R.C.; De Camargo, E.T. Evaluation of the Robustness of SDN Controllers ONOS and ODL. Comput. Netw.

2022, 219, 109403. [CrossRef]
26. Chen, B.; Slyne, F.; Ruffini, M. Energy Efficient SDN and SDR Joint Adaptation of CPU Utilization Based on Experimental Data

Analytics. arXiv 2023, arXiv:2302.01558.
27. Vikas, V.; Manish, J. Energy-efficient Techniques in SDN: Software, Hardware, and Hybrid Approaches. Philipp. J. Sci. JAMA

1906, 46, 660. [CrossRef]
28. Amiri, E.; Javidan, R. A New Method for Layer 2 Loop Prevention in Software Defined Networks. Telecommun Syst. 2020, 73,

47–57. [CrossRef]

http://doi.org/10.1007/s42979-021-00659-9
http://dx.doi.org/10.1016/j.jnca.2019.04.001
http://dx.doi.org/10.1016/j.jnca.2019.04.020
http://dx.doi.org/10.1109/ACCESS.2021.3109564
http://dx.doi.org/10.1109/ACCESS.2023.3307467
http://dx.doi.org/10.1109/ACCESS.2019.2909356
http://dx.doi.org/10.1109/COMST.2019.2935453
http://dx.doi.org/10.1109/COMST.2014.2330903
http://dx.doi.org/10.3390/mi13111854
http://dx.doi.org/10.3390/mi12020183
http://dx.doi.org/10.1109/ACCESS.2019.2928251
http://dx.doi.org/10.1109/ACCESS.2020.2997809
http://dx.doi.org/10.1109/TC.1984.1676392
http://dx.doi.org/10.3390/mi12111288
http://dx.doi.org/10.3390/mi15040450
http://dx.doi.org/10.1109/TNANO.2018.2871841
http://dx.doi.org/10.3390/mi13081257
http://dx.doi.org/10.1109/ACCESS.2023.3347350
http://dx.doi.org/10.3390/fi12090147
http://dx.doi.org/10.1109/ACCESS.2020.3047210
http://dx.doi.org/10.1109/ACCESS.2023.3339381
http://dx.doi.org/10.1109/ACCESS.2018.2846236
http://dx.doi.org/10.1016/j.comnet.2022.109403
http://dx.doi.org/10.1001/jama.1906.02510360034009
http://dx.doi.org/10.1007/s11235-019-00594-4


Micromachines 2024, 15, 997 15 of 17

29. Tripathi, B.M.M.; Krishna, K.V.; Reddy, K.R.; Chandu, N.P.; Madhukar, Y. CMOS and FinFET-based multiple bit full adder circuits:
Comparison and analysis. JCRES 2023, 6, 2. Available Online: https://www.psvpec.in/jcres/2023_2/80.pdf (accessed on 1 May
2024).

30. Lin, S.; Kim, Y.-B.; Lombardi, F. CNTFET-Based Design of Ternary Logic Gates and Arithmetic Circuits. IEEE Trans. Nanotechnol.
2011, 10, 217–225. [CrossRef]

31. Zahoor, F.; Hussin, F.A.; Khanday, F.A.; Ahmad, M.R.; Mohd Nawi, I.; Ooi, C.Y.; Rokhani, F.Z. Carbon Nanotube Field Effect
Transistor (CNTFET) and Resistive Random Access Memory (RRAM) Based Ternary Combinational Logic Circuits. Electronics
2021, 10, 79. [CrossRef]

32. Srinivasu, B.; Sridharan, K. A Synthesis Methodology for Ternary Logic Circuits in Emerging Device Technologies. IEEE Trans.
Circuits Syst. I 2017, 64, 2146–2159. [CrossRef]

33. Vudadha, C.; Surya, A.; Agrawal, S.; Srinivas, M.B. Synthesis of Ternary Logic Circuits Using 2:1 Multiplexers. IEEE Trans. Circuits
Syst. I 2018, 65, 4313–4325. [CrossRef]

34. Kim, S.; Lee, S.-Y.; Park, S.; Kim, K.R.; Kang, S. A Logic Synthesis Methodology for Low-Power Ternary Logic Circuits. IEEE
Trans. Circuits Syst. I 2020, 67, 3138–3151. [CrossRef]

35. Tabrizchi, S.; Panahi, A.; Sharifi, F.; Navi, K.; Bagherzadeh, N. Method for Designing Ternary Adder Cells Based on CNFETs. IET
Circuits Devices Syst. 2017, 11, 465–470. [CrossRef]

36. Shahrom, E.; Hosseini, S.A. A New Low Power Multiplexer Based Ternary Multiplier Using CNTFETs. AEU-Int. J. Electron.
Commun. 2018, 93, 191–207. [CrossRef]

37. Etiemble, D. Best CNTFET Ternary Adders? arXiv 2021, arXiv:2101.01516v1.
38. Jaber, R.A.; Haidar, A.M.; Kassem, A.; Zahoor, F. Ternary Full Adder Designs Employing Unary Operators and Ternary

Multiplexers. Micromachines 2023, 14, 1064. [CrossRef]
39. Sharma, T.; Kumre, L. CNTFET-Based Design of Ternary Arithmetic Modules. Circuits Syst Signal Process. 2019, 38, 4640–4666.

[CrossRef]
40. Mahmoudi Salehabad, I.; Navi, K.; Hosseinzadeh, M. Two Novel Inverter-Based Ternary Full Adder Cells Using CNFETs for

Energy-Efficient Applications. Int. J. Electron. 2020, 107, 82–98. [CrossRef]
41. Mahboob Sardroudi, F.; Habibi, M.; Moaiyeri, M.H. A Low-Power Dynamic Ternary Full Adder Using Carbon Nanotube

Field-Effect Transistors. AEU-Int. J. Electron. Commun. 2021, 131, 153600. [CrossRef]
42. Hosseini, S.A.; Etezadi, S. A Novel Low-Complexity and Energy-Efficient Ternary Full Adder in Nanoelectronics. Circuits Syst.

Signal Process. 2021, 40, 1314–1332. [CrossRef]
43. Zhang, C.; Sun, P.; Hu, G.; Zhu, L. RETCAM: An Efficient TCAM Compression Model for Flow Table of OpenFlow. J. Commun.

Netw. 2020, 22, 484–492. [CrossRef]
44. Mei, H.; Sun, R.; Yao, R.; Chen, C.; Luo, C.; Chen, Z.; Li, J.; Liu, S.; Xu, Y. Rusen: Rule Semantics Enabler toward Fast TCAM

Update for Commodity SDN Switches. In Proceedings of the 2023 IEEE/ACM 31st International Symposium on Quality of
Service (IWQoS), Orlando, FL, USA, 19 June 2023; pp. 1–10.

45. Stanford University. CNTFET Model Website. Available online: Http://nano.stanford.edu/model.php?id=23 (accessed on 1 June
2024).

46. Deng, J.; Wong, H.-S.P. A Compact SPICE Model for Carbon-Nanotube Field-Effect Transistors Including Nonidealities and Its
Application—Part I: Model of the Intrinsic Channel Region. IEEE Trans. Electron Devices 2007, 54, 3186–3194. [CrossRef]

47. Zahoor, F.; Hanif, M.; Isyaku Bature, U.; Bodapati, S.; Chattopadhyay, A.; Azmadi Hussin, F.; Abbas, H.; Merchant, F.; Bashir, F.
Carbon Nanotube Field Effect Transistors: An Overview of Device Structure, Modeling, Fabrication and Applications. Phys. Scr.
2023, 98, 082003. [CrossRef]

48. Miller, M.D.; Thornton, M.A. Multiple Valued Logic: Concepts and Representations; Synthesis Lectures on Digital Circuits and
Systems; Springer International Publishing: Cham, Switzerland, 2008; ISBN 9783031797781.

49. Jaber, R.A.; Haidar, A.M.; Kassem, A. CNTFET-Based Design of Ternary Multiplier Using Only Multiplexers. In Proceedings of
the 2020 32nd International Conference on Microelectronics (ICM), Aqaba, Jordan, 14 December 2020; pp. 1–4.

50. Jaber, R.A.; Bazzi, H.; Haidar, A.; Owaidat, B.; Kassem, A. 1-Trit Ternary Multiplier and Adder Designs Using Ternary Multiplexers
and Unary Operators. In Proceedings of the 2021 International Conference on Innovation and Intelligence for Informatics,
Computing, and Technologies (3ICT), Zallaq, Bahrain, 29 September 2021; pp. 292–297.

https://www.psvpec.in/jcres/2023_2/80.pdf
http://dx.doi.org/10.1109/TNANO.2009.2036845
http://dx.doi.org/10.3390/electronics10010079
http://dx.doi.org/10.1109/TCSI.2017.2686446
http://dx.doi.org/10.1109/TCSI.2018.2838258
http://dx.doi.org/10.1109/TCSI.2020.2990748
http://dx.doi.org/10.1049/iet-cds.2016.0443
http://dx.doi.org/10.1016/j.aeue.2018.06.011
http://dx.doi.org/10.3390/mi14051064
http://dx.doi.org/10.1007/s00034-019-01070-9
http://dx.doi.org/10.1080/00207217.2019.1636306
http://dx.doi.org/10.1016/j.aeue.2020.153600
http://dx.doi.org/10.1007/s00034-020-01519-2
http://dx.doi.org/10.23919/JCN.2020.000033
Http://nano.stanford.edu/model.php?id=23
http://dx.doi.org/10.1109/TED.2007.909030
http://dx.doi.org/10.1088/1402-4896/ace855


Micromachines 2024, 15, 997 16 of 17

Short Biography of Authors

Micromachines 2023, 1, 0 17 of 18

Short Biography of Authors

Hiba S. Bazzi received her M.E. from Beirut Arab University in 2015 and B.E. in 2007 in Computer
and Communication Engineering. Holding a Cisco instructor certificate from the Lebanese University
Regional Academy in 2010, she is currently a Senior Lecturer at Beirut Arab University. Eng. Bazzi is
also a Ph.D. candidate in the Computer Engineering program at BAU, demonstrating her commitment
to advancing expertise. Her multifaceted roles include contributions to Lebanese University’s Faculty
of Science, serving as a Lab Instructor, Cisco Instructor, Course Site Administrator, and Microsoft
Teams and Emails Administrator, showcasing dedication to education and technology integration.
Hiba also serves as a member of the Lebanon chapter of the IEEE Computer Society.

Ramzi A. Jaber received his B.E, M.E., and Ph.D. degrees in Computer Engineering from Beirut Arab
University (BAU) in 2001, 2010, and 2020, respectively. Dr. Ramzi A. Jaber is a researcher at the
Electrical and Electronic Engineering Department, at Lebanese University. He has over 13 certificates
in CISCO (Cyber Security, CCNA), Ethical Hacking, AI, Management, and other subjects. He serves
as a reviewer for many peer-reviewed journals and conferences published by IEEE (Access, TCAS I,
TCAS II, Nanotechnology), IET, Elsevier, and Springer. Additionally, he was elected as a professional
activities coordinator & webmaster of the IEEE Lebanon Joint Chapter IE13/PE31/CAS04/PEL35
(Industrial Electronics, Power & Energy, Circuits and Systems, Power Electronics). His research
interests include high-performance and low-energy digital circuit design, as well as microelectronics
circuit design, multiple-valued logic (MVL), CNTFET, embedded systems, IoT, healthcare circuits,
and hardware design.

Ahmad M. El-Hajj is currently a senior lecturer at the American University of Beirut. He received
his Ph.D. degree in electrical and computer engineering from the American University of Beirut
in 2014. Following this, Dr. El-Hajj assumed the role of Assistant Professor in the Department
of Electrical and Computer Engineering at Beirut Arab University. His research interests include
wireless network optimization, resource management, game theory, neuro-engineering, artificial
intelligence and natural language processing. Dr. El-Hajj also serves as a member of the executive
committee of the Lebanon chapter of the IEEE Communications Society (IEEE ComSoc).

FATHELALEM A. HIJA (Member, IEEE) received B.Sc., M.E., and Dr.-Eng. degrees and a Ph.D. in
information engineering with a specialization in complex intelligent systems engineering from the
University of the Ryukyus, Japan. With more than two decades of experience in higher education, he
was a Professor of Information Engineering and Computer Science at Meio University, Japan. He is
currently associated with the Joaan Bin Jassim Academy for Defence Studies, Qatar. He is also a Joint
Researcher with the Research Institute, at Meio University. He holds a position as a Full Professor
in the cybersecurity graduate program with the Joaan Bin Jassim Academy for Defence Studies
while collaborating with international institutions that are mainly in Japan, Malaysia, Europe, and
the Middle East. His professional expertise and research interests span several domains, including
computational intelligence, information and cybersecurity, information warfare, and information
operations in hybrid warfare. His recent focus has been on exploring advanced technologies, such as
AI, blockchain, and IoT technologies, and their impact on the information domain and cybersecurity.

Hiba S. Bazzi received her M.E. from Beirut Arab University in 2015 and B.E. in 2007 in Computer
and Communication Engineering. Holding a Cisco instructor certificate from the Lebanese University
Regional Academy in 2010, she is currently a Senior Lecturer at Beirut Arab University. Eng. Bazzi is
also a Ph.D. candidate in the Computer Engineering program at BAU, demonstrating her commitment
to advancing expertise. Her multifaceted roles include contributions to Lebanese University’s Faculty
of Science, serving as a Lab Instructor, Cisco Instructor, Course Site Administrator, and Microsoft
Teams and Emails Administrator, showcasing dedication to education and technology integration.
Hiba also serves as a member of the Lebanon chapter of the IEEE Computer Society.

Micromachines 2023, 1, 0 17 of 18

Short Biography of Authors

Hiba S. Bazzi received her M.E. from Beirut Arab University in 2015 and B.E. in 2007 in Computer
and Communication Engineering. Holding a Cisco instructor certificate from the Lebanese University
Regional Academy in 2010, she is currently a Senior Lecturer at Beirut Arab University. Eng. Bazzi is
also a Ph.D. candidate in the Computer Engineering program at BAU, demonstrating her commitment
to advancing expertise. Her multifaceted roles include contributions to Lebanese University’s Faculty
of Science, serving as a Lab Instructor, Cisco Instructor, Course Site Administrator, and Microsoft
Teams and Emails Administrator, showcasing dedication to education and technology integration.
Hiba also serves as a member of the Lebanon chapter of the IEEE Computer Society.

Ramzi A. Jaber received his B.E, M.E., and Ph.D. degrees in Computer Engineering from Beirut Arab
University (BAU) in 2001, 2010, and 2020, respectively. Dr. Ramzi A. Jaber is a researcher at the
Electrical and Electronic Engineering Department, at Lebanese University. He has over 13 certificates
in CISCO (Cyber Security, CCNA), Ethical Hacking, AI, Management, and other subjects. He serves
as a reviewer for many peer-reviewed journals and conferences published by IEEE (Access, TCAS I,
TCAS II, Nanotechnology), IET, Elsevier, and Springer. Additionally, he was elected as a professional
activities coordinator & webmaster of the IEEE Lebanon Joint Chapter IE13/PE31/CAS04/PEL35
(Industrial Electronics, Power & Energy, Circuits and Systems, Power Electronics). His research
interests include high-performance and low-energy digital circuit design, as well as microelectronics
circuit design, multiple-valued logic (MVL), CNTFET, embedded systems, IoT, healthcare circuits,
and hardware design.

Ahmad M. El-Hajj is currently a senior lecturer at the American University of Beirut. He received
his Ph.D. degree in electrical and computer engineering from the American University of Beirut
in 2014. Following this, Dr. El-Hajj assumed the role of Assistant Professor in the Department
of Electrical and Computer Engineering at Beirut Arab University. His research interests include
wireless network optimization, resource management, game theory, neuro-engineering, artificial
intelligence and natural language processing. Dr. El-Hajj also serves as a member of the executive
committee of the Lebanon chapter of the IEEE Communications Society (IEEE ComSoc).

FATHELALEM A. HIJA (Member, IEEE) received B.Sc., M.E., and Dr.-Eng. degrees and a Ph.D. in
information engineering with a specialization in complex intelligent systems engineering from the
University of the Ryukyus, Japan. With more than two decades of experience in higher education, he
was a Professor of Information Engineering and Computer Science at Meio University, Japan. He is
currently associated with the Joaan Bin Jassim Academy for Defence Studies, Qatar. He is also a Joint
Researcher with the Research Institute, at Meio University. He holds a position as a Full Professor
in the cybersecurity graduate program with the Joaan Bin Jassim Academy for Defence Studies
while collaborating with international institutions that are mainly in Japan, Malaysia, Europe, and
the Middle East. His professional expertise and research interests span several domains, including
computational intelligence, information and cybersecurity, information warfare, and information
operations in hybrid warfare. His recent focus has been on exploring advanced technologies, such as
AI, blockchain, and IoT technologies, and their impact on the information domain and cybersecurity.

Ramzi A. Jaber received his B.E, M.E., and Ph.D. degrees in Computer Engineering from Beirut Arab
University (BAU) in 2001, 2010, and 2020, respectively. Dr. Ramzi A. Jaber is a researcher at the
Electrical and Electronic Engineering Department, at Lebanese University. He has over 13 certificates
in CISCO (Cyber Security, CCNA), Ethical Hacking, AI, Management, and other subjects. He serves
as a reviewer for many peer-reviewed journals and conferences published by IEEE (Access, TCAS I,
TCAS II, Nanotechnology), IET, Elsevier, and Springer. Additionally, he was elected as a professional
activities coordinator & webmaster of the IEEE Lebanon Joint Chapter IE13/PE31/CAS04/PEL35
(Industrial Electronics, Power & Energy, Circuits and Systems, Power Electronics). His research
interests include high-performance and low-energy digital circuit design, as well as microelectronics
circuit design, multiple-valued logic (MVL), CNTFET, embedded systems, IoT, healthcare circuits,
and hardware design.

Micromachines 2023, 1, 0 17 of 18

Short Biography of Authors

Hiba S. Bazzi received her M.E. from Beirut Arab University in 2015 and B.E. in 2007 in Computer
and Communication Engineering. Holding a Cisco instructor certificate from the Lebanese University
Regional Academy in 2010, she is currently a Senior Lecturer at Beirut Arab University. Eng. Bazzi is
also a Ph.D. candidate in the Computer Engineering program at BAU, demonstrating her commitment
to advancing expertise. Her multifaceted roles include contributions to Lebanese University’s Faculty
of Science, serving as a Lab Instructor, Cisco Instructor, Course Site Administrator, and Microsoft
Teams and Emails Administrator, showcasing dedication to education and technology integration.
Hiba also serves as a member of the Lebanon chapter of the IEEE Computer Society.

Ramzi A. Jaber received his B.E, M.E., and Ph.D. degrees in Computer Engineering from Beirut Arab
University (BAU) in 2001, 2010, and 2020, respectively. Dr. Ramzi A. Jaber is a researcher at the
Electrical and Electronic Engineering Department, at Lebanese University. He has over 13 certificates
in CISCO (Cyber Security, CCNA), Ethical Hacking, AI, Management, and other subjects. He serves
as a reviewer for many peer-reviewed journals and conferences published by IEEE (Access, TCAS I,
TCAS II, Nanotechnology), IET, Elsevier, and Springer. Additionally, he was elected as a professional
activities coordinator & webmaster of the IEEE Lebanon Joint Chapter IE13/PE31/CAS04/PEL35
(Industrial Electronics, Power & Energy, Circuits and Systems, Power Electronics). His research
interests include high-performance and low-energy digital circuit design, as well as microelectronics
circuit design, multiple-valued logic (MVL), CNTFET, embedded systems, IoT, healthcare circuits,
and hardware design.

Ahmad M. El-Hajj is currently a senior lecturer at the American University of Beirut. He received
his Ph.D. degree in electrical and computer engineering from the American University of Beirut
in 2014. Following this, Dr. El-Hajj assumed the role of Assistant Professor in the Department
of Electrical and Computer Engineering at Beirut Arab University. His research interests include
wireless network optimization, resource management, game theory, neuro-engineering, artificial
intelligence and natural language processing. Dr. El-Hajj also serves as a member of the executive
committee of the Lebanon chapter of the IEEE Communications Society (IEEE ComSoc).

FATHELALEM A. HIJA (Member, IEEE) received B.Sc., M.E., and Dr.-Eng. degrees and a Ph.D. in
information engineering with a specialization in complex intelligent systems engineering from the
University of the Ryukyus, Japan. With more than two decades of experience in higher education, he
was a Professor of Information Engineering and Computer Science at Meio University, Japan. He is
currently associated with the Joaan Bin Jassim Academy for Defence Studies, Qatar. He is also a Joint
Researcher with the Research Institute, at Meio University. He holds a position as a Full Professor
in the cybersecurity graduate program with the Joaan Bin Jassim Academy for Defence Studies
while collaborating with international institutions that are mainly in Japan, Malaysia, Europe, and
the Middle East. His professional expertise and research interests span several domains, including
computational intelligence, information and cybersecurity, information warfare, and information
operations in hybrid warfare. His recent focus has been on exploring advanced technologies, such as
AI, blockchain, and IoT technologies, and their impact on the information domain and cybersecurity.

Ahmad M. El-Hajj is currently a senior lecturer at the American University of Beirut. He received
his Ph.D. degree in electrical and computer engineering from the American University of Beirut
in 2014. Following this, Dr. El-Hajj assumed the role of Assistant Professor in the Department
of Electrical and Computer Engineering at Beirut Arab University. His research interests include
wireless network optimization, resource management, game theory, neuro-engineering, artificial
intelligence and natural language processing. Dr. El-Hajj also serves as a member of the executive
committee of the Lebanon chapter of the IEEE Communications Society (IEEE ComSoc).

Micromachines 2023, 1, 0 17 of 18

Short Biography of Authors

Hiba S. Bazzi received her M.E. from Beirut Arab University in 2015 and B.E. in 2007 in Computer
and Communication Engineering. Holding a Cisco instructor certificate from the Lebanese University
Regional Academy in 2010, she is currently a Senior Lecturer at Beirut Arab University. Eng. Bazzi is
also a Ph.D. candidate in the Computer Engineering program at BAU, demonstrating her commitment
to advancing expertise. Her multifaceted roles include contributions to Lebanese University’s Faculty
of Science, serving as a Lab Instructor, Cisco Instructor, Course Site Administrator, and Microsoft
Teams and Emails Administrator, showcasing dedication to education and technology integration.
Hiba also serves as a member of the Lebanon chapter of the IEEE Computer Society.

Ramzi A. Jaber received his B.E, M.E., and Ph.D. degrees in Computer Engineering from Beirut Arab
University (BAU) in 2001, 2010, and 2020, respectively. Dr. Ramzi A. Jaber is a researcher at the
Electrical and Electronic Engineering Department, at Lebanese University. He has over 13 certificates
in CISCO (Cyber Security, CCNA), Ethical Hacking, AI, Management, and other subjects. He serves
as a reviewer for many peer-reviewed journals and conferences published by IEEE (Access, TCAS I,
TCAS II, Nanotechnology), IET, Elsevier, and Springer. Additionally, he was elected as a professional
activities coordinator & webmaster of the IEEE Lebanon Joint Chapter IE13/PE31/CAS04/PEL35
(Industrial Electronics, Power & Energy, Circuits and Systems, Power Electronics). His research
interests include high-performance and low-energy digital circuit design, as well as microelectronics
circuit design, multiple-valued logic (MVL), CNTFET, embedded systems, IoT, healthcare circuits,
and hardware design.

Ahmad M. El-Hajj is currently a senior lecturer at the American University of Beirut. He received
his Ph.D. degree in electrical and computer engineering from the American University of Beirut
in 2014. Following this, Dr. El-Hajj assumed the role of Assistant Professor in the Department
of Electrical and Computer Engineering at Beirut Arab University. His research interests include
wireless network optimization, resource management, game theory, neuro-engineering, artificial
intelligence and natural language processing. Dr. El-Hajj also serves as a member of the executive
committee of the Lebanon chapter of the IEEE Communications Society (IEEE ComSoc).

FATHELALEM A. HIJA (Member, IEEE) received B.Sc., M.E., and Dr.-Eng. degrees and a Ph.D. in
information engineering with a specialization in complex intelligent systems engineering from the
University of the Ryukyus, Japan. With more than two decades of experience in higher education, he
was a Professor of Information Engineering and Computer Science at Meio University, Japan. He is
currently associated with the Joaan Bin Jassim Academy for Defence Studies, Qatar. He is also a Joint
Researcher with the Research Institute, at Meio University. He holds a position as a Full Professor
in the cybersecurity graduate program with the Joaan Bin Jassim Academy for Defence Studies
while collaborating with international institutions that are mainly in Japan, Malaysia, Europe, and
the Middle East. His professional expertise and research interests span several domains, including
computational intelligence, information and cybersecurity, information warfare, and information
operations in hybrid warfare. His recent focus has been on exploring advanced technologies, such as
AI, blockchain, and IoT technologies, and their impact on the information domain and cybersecurity.

FATHELALEM A. HIJA (Member, IEEE) received B.Sc., M.E., and Dr.-Eng. degrees and a Ph.D. in
information engineering with a specialization in complex intelligent systems engineering from the
University of the Ryukyus, Japan. With more than two decades of experience in higher education, he
was a Professor of Information Engineering and Computer Science at Meio University, Japan. He is
currently associated with the Joaan Bin Jassim Academy for Defence Studies, Qatar. He is also a Joint
Researcher with the Research Institute, at Meio University. He holds a position as a Full Professor
in the cybersecurity graduate program with the Joaan Bin Jassim Academy for Defence Studies
while collaborating with international institutions that are mainly in Japan, Malaysia, Europe, and
the Middle East. His professional expertise and research interests span several domains, including
computational intelligence, information and cybersecurity, information warfare, and information
operations in hybrid warfare. His recent focus has been on exploring advanced technologies, such as
AI, blockchain, and IoT technologies, and their impact on the information domain and cybersecurity.



Micromachines 2024, 15, 997 17 of 17Micromachines 2023, 1, 0 18 of 18

Ali Massoud HAIDAR received his B.S. in Electrical Engineering (Electronics & Telecommunications)
from Beirut Arab University in 1986, his M.E degree in Computer and Information Engineering from
the Faculty of Engineering, University of the Ryukyus, Japan, in 1992, and his Ph.D. in Computer
Engineering from the Department of Computer and Information Engineering, Faculty of Engineering,
Saitama University, Japan, in 1995. He joined Hiroshima City University in April 1995 as an Assistant
Professor. Then, he joined Beirut Arab University in October 1997, where he is currently a Professor
in the Department of Electrical and Computer Engineering. His scientific interests are logic theory
and its applications, neural networks, Petri nets, cloud computing, digital communication, and smart
grids. He has published approximately 100 papers in reviewed journals and conference proceedings.
He has supervised around 25 graduate students (Master’s and Ph.D. students).

Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual
author(s) and contributor(s) and not of MDPI and/or the editor(s). MDPI and/or the editor(s) disclaim responsibility for any injury to
people or property resulting from any ideas, methods, instructions or products referred to in the content.

Ali Massoud HAIDAR received his B.S. in Electrical Engineering (Electronics & Telecommunications)
from Beirut Arab University in 1986, his M.E degree in Computer and Information Engineering from
the Faculty of Engineering, University of the Ryukyus, Japan, in 1992, and his Ph.D. in Computer
Engineering from the Department of Computer and Information Engineering, Faculty of Engineering,
Saitama University, Japan, in 1995. He joined Hiroshima City University in April 1995 as an Assistant
Professor. Then, he joined Beirut Arab University in October 1997, where he is currently a Professor
in the Department of Electrical and Computer Engineering. His scientific interests are logic theory
and its applications, neural networks, Petri nets, cloud computing, digital communication, and smart
grids. He has published approximately 100 papers in reviewed journals and conference proceedings.
He has supervised around 25 graduate students (Master’s and Ph.D. students).

Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual
author(s) and contributor(s) and not of MDPI and/or the editor(s). MDPI and/or the editor(s) disclaim responsibility for any injury to
people or property resulting from any ideas, methods, instructions or products referred to in the content.


	Introduction
	CPU Utilization and Importance of Programmability in SDN
	Factors Contributing to High CPU Utilization in SDN
	Programmability vs. CPU Utilization

	Literature Review
	Materials and Methods
	CNTFET Transistor
	Unary Operators
	Ternary Multiplexer

	Design Methodology
	Results and Comparison
	Conclusions
	References

