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This research focuses on an access control mechanism that
enables on-going services to be discontinued in the situations
where any user context change is informed to the service
provider and the conditions to continue the service has not been

satisfied anymore.

We aim at providing secure information-
providing services, utilizing user context
information such as user’s location and

actions.

For example, the proposed technology could be used to switch off the mobile phone while its user is inside the
airplane or during playing in a concert hall because both situations do not allow mobile communications.
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